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Background

The United States would like to express its overall support for the CITEL IAP on WRC-03 agenda item 1.5/1.6 contained in Document 5. The United States feels that this IAP is vital to the successful completion of allocation issues studied under these agenda items.

However, there were differing views related to measures for protection of EESS. In Document 5, within the WRC-03 agenda item 1.5/1.6 IAP, proposal IAP/5/69, Resolution [5250/5470], there was a great deal of discussion on protection measures for EESS. The United States feels that language contained in resolves 4 of Resolution [5250/5470] contains additional protection measures that are not required. The United States feels that this is an important IAP and fully supports it with one exception. That exception is the text contained in resolves 4 of the CITEL IAP Resolution [5250/5470] contained in proposal IAP/5/69 of the CITEL document.

Protection of the EESS (active) in the 5 250-5 350 MHz band from interference from wireless access systems, including RLANs, has been the topic of a large number of studies within ITU‑R in the last several years. While some studies indicated that one set of constraints including indoor usage for the RLANs would be sufficient to protect the EESS operations, other studies postulated other possible ways to protect the EESS (active).

The United States extensively studied the sharing situation between wireless access systems known as U-NII devices and the EESS (active) in preparation for issuing its own domestic regulations for the use of these wireless devices. The conclusion of these studies was that the EESS (active) would be sufficiently protected provided that a large percentage of the U‑NII devices were not simultaneously operated outdoors in concentrated areas. Therefore, the United States enacted its U‑NII regulations satisfied that the EESS (active) was sufficiently protected from interference from the U‑NII devices. These regulations are given in resolves 2 of the proposed Resolution.

Proposal

ADD
USA/12/241

DRAFT  RESOLUTION  [5250/5470]  (WRC-03)

Use of the bands 5 250-5 350 MHz and 5 470-5 725 MHz by the mobile service 
for the implementation of wireless access systems 
including radio local area networks

The World Radiocommunication Conference (Geneva, 2003),
considering

a)
that there is a need to provide globally harmonized spectrum to the mobile service for wireless access systems, including radio local area networks (RLANs) operating in the bands 5 250‑5 350 MHz and 5 470‑5 725 MHz;

b)
that there is a need to protect existing and planned radiodetermination systems in the bands 5 250-5 350 MHz and 5 470-5 725 MHz;

c)
that there is a need to protect existing and planned Earth exploration-satellite service (active) and space research service (active) in the bands 5 250-5 350 MHz and 5 470-5 725 MHz;

d)
that studies have shown that sharing between the radiodetermination and mobile services is only possible with the application of mitigation techniques such as dynamic frequency selection;

e)
that there is a need to specify an appropriate e.i.r.p. limit and, where necessary, operational restrictions for wireless access systems (WAS) (including RLANs) in the mobile service in this band in order to protect systems in the Earth exploration-satellite service (active) and space research service (active);
f)
that other mitigation techniques may provide sharing approaches that would need to be examined by administrations to determine if adequate protection is afforded to radiodetermination and Earth exploration-satellite service (active) and space research service (active);

g)
that the deployment density of WAS, including RLANs, will depend on a number of factors including intrasystem interference and the availability of other competing technologies and services;

h)
that the performance and interference criteria of spaceborne active sensors in the Earth exploration-satellite service (active) are given in Recommendation ITU-R SA.1166;

i)
that mitigation techniques to protect radiodetermination systems are given in DNR ITU‑R M.[JRG8A-9B/DFS],

noting

a)
that a number of administrations have developed regulations to certify indoor and outdoor WAS (including RLANs) equipment that operate in the bands 5 250‑5 350 MHz and 5 470‑5 725 MHz;
b)
that there is a need for administrations to develop acceptance testing of devices to ensure these devices meet the required mitigation techniques,

recognizing

a)
that WAS, including RLANs, in the 5 GHz band can provide effective solutions to broadband delivery to commercial and residential users;
b)
that administrations can establish the relevant transmission characteristics of WAS, including RLANs, required to ensure protection of EESS (active) through national equipment approval processes;

c)
that in the band 5 600‑5 650 MHz, ground-based meteorological radars are extensively deployed and support critical national weather services. As a consequence, some administrations may delay the introduction of WAS, including RLANs, in this band to ensure performance of mitigation technologies,

resolves

1
that the use of this band by the mobile service shall be limited to WAS, including RLANs (WAS/RLANs), as described in Recommendation ITU-R M.1450;
2
that WAS, including RLANs, operating in the bands 5 250‑5 350 MHz and 5 470-5 725 MHz be limited to:
–
a maximum mean transmitter power of 250 mW (24 dBm) or (11 + 10 log B) dBm, whichever power is less (B is the 99% power bandwidth in MHz);

–
a maximum mean1 e.i.r.p. shall not exceed 1.0 W (0 dBW) or ((13 + 10 log B) dBW, whichever power is less;

3
that WAS, including RLANS, operating in the bands 5 470‑5 725 MHz band shall implement automatic transmitter power control of at least 3 dB on the average output power of the devices;

4
that mitigation measures found in the Annex shall be implemented to ensure compatible operation with radiodetermination systems.

ANNEX  to  draft  resolution  [5250/5470]  (WRC-03)

The use of dynamic frequency selection in wireless access systems, including RLANs, for the purpose of protecting the radiodetermination service 
in the bands 5 250-5 350 MHz and 5 470-5 725 MHz

Objective of the use of dynamic frequency selection (DFS) with respect to radars

The objective of using DFS in WAS is to protect radiodetermination service operations in the 5 GHz band. This is achieved by avoiding the use of or vacating a channel identified as being occupied by radar equipment based on detection of radar signals.

1
DFS performance requirements

The DFS performance requirement is stated in terms of response to detection of an interference signal as per the following detection and response requirements listed below.

1.1
Detection requirement

The DFS mechanism shall be able to detect interference signals above a minimum threshold. Radar signal detection criteria are specified below, normalized to the output of a 0 dBi receive antenna within the WAS channel bandwidth averaged over a period of 1 s. The DFS detection threshold is:

a)
–64 dBm for WAS devices with e.i.r.p. between 200 mW and 1 W;

b)
–62 dBm for devices with e.i.r.p. of less than 200 mW.

1.2
Operational requirements
The WAS shall be able to perform channel availability check: A check during which the WAS listens on a particular radio channel for 60 s to identify whether there is a radar operating on that radio channel.

The WAS shall be able to perform in-service monitoring: Monitoring of the operating channel to check that a co-channel radar has not moved or started operation within range of the WAS. During in-service monitoring the radar detection function continuously searches for radar signals in between normal WAS transmissions. This requires the use of quiet spaces between successive WAS transmissions. If the WAS has not previously been in operation or has not continuously monitored the channel with in-service monitoring, it should not start transmission in any channel before completion of a channel availability check.

1.3
Response requirements

A channel that has been flagged as containing a radar signal, either by a channel availability check or in-service monitoring, is subject to a 30 min period (non-occupancy period) where it cannot be used by the WAS device in order to protect scanning radars. The non-occupancy period should start at the time when the radar signal is detected. Additionally, in the band 5 600‑5 650 MHz, if a channel has been flagged as containing a radar, a 10 min continuous monitoring of the flagged channel is required prior to use of that channel. Otherwise, other appropriate methods such as channel exclusion would be required.

Channel move time is defined as the period of 10 s needed by a WAS to cease all transmissions on the operating channel upon detection of an interfering signal above the DFS detection threshold. Transmissions during this period will consist of normal traffic for typically less than 100 ms and a maximum of 200 ms after detection of the radar signal. In addition, intermittent management and control signals can be sent during the remaining time to facilitate vacating the operating channel. The aggregate time of the intermittent management and control signals are typically less than 20 ms.

Summary of detection, operational and response requirements as specified above

	Parameter
	Value

	DFS detection threshold
	–64 dBm for WAS devices with e.i.r.p. between 200 mW and 1 W

–62 dBm for WAS devices with e.i.r.p. less than 200 mW

	Channel availability check time
	60 s prior to use of channel

	Non-occupancy period
	30 min2

	Channel move time
	10 s


____________







1 	“Mean power” refers here to the e.i.r.p. during the transmission burst which corresponds to the highest power, if power control is implemented. NOTE – Mean is arithmetically equivalent to average.


2 	See section 1.3.
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