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ENISA: objectives & scope of activity

ENISA is an independent EU expert body on NIS established by EU member 
states in 2005. 

The objectives are: 1. Enhance the capability of EU bodies and Member States
2. Provide assistance and deliver advice
3. Develop and use a high level of networks/expertise
4. Assist the Commission when required.

Work is scoped:

To be a…

• stimulator

• catalyst

• promoter

• advisor

• facilitator

Not to be a…

• scientific lab

• analyst service

• CERT

• evaluation body

• standards body



Member States’ capabilities
Some more “equipped” than others?

Limited number of MS already work together to exchange 
experiences in order to develop their NIS capabilities

All MS should support each other by sharing information and 
lessons learned on good practices on a structural basis



It is about engaging stakeholders
Bringing them together: “NIS is people”

ENISA Bodies
Management Board
Permanent Stakeholders’ Group
National Liaison Officers network

Expert groups
Ad-hoc Working Groups
Virtual Expert Groups
Consultation workshops

EU Institutions
European Parliament, Council, COM

Multiplier organisations
Road show to industry, users/consumers

Communication and outreach
Website
ENISA Quarterly Magazine
Conferences and Joint Events
Dissemination workshops



ENISA acts as broker between MS

Online Platform
as supporting tool

The PSG members
are willing to share

Member States working together

The ENISA team
at your service



ENISA Brokerage in action
Some cases

Hungary supporting 
Bulgaria in setting up 
governmental CERT

Finland willing to support 
Slovenia in organising 
awareness raising activities

Netherlands and Hungary 
envisage cooperation in 
structured cyber crime-
related information 
exchange, to be expanded 
to other countries



Cooperation with 3rd countries
Internet does not stop on borders

REGULATION (EC) No 460/2004 OF THE EUROPEAN 
PARLIAMENT AND OF THE COUNCIL of 10 March 2004 
establishing the European Network and Information 
Security Agency, Preamble (19): 

• Network and information security (NIS) problems are 
global issues. There is a need for closer cooperation at 
global level to improve security standards, improve 
information, and promote a common global approach to 
NIS issues, thereby contributing to the development of a 
culture of network and information security. Efficient 
cooperation with third countries and the global community 
has become a task also at European level. To this end, the 
Agency should contribute to the Community efforts to 
cooperate with third countries and, where appropriate, 
with international organisations.



Cooperation opportunities 
with 3rd countries
Internet does not stop on borders

• Network with European NIS community via thematic 
ENISA platforms (Working Groups, knowledge pools)

• Participate in ENISA joint events programme and speaking 
engagements

• Participate in the preparation of ENISA Position Papers
• Contribute in ENISA Quarterly
• Implement ENISA deliverables
• Study ENISA as a strategic model for NIS cooperation with 

European flavour: 1) Political institution (subsidiarity), 2) 
industry (open competition), 3) sciences (best know-how), 
4) geographical spread (unity through disparity)

• Share your experience: ENISA is open to learn from 
initiatives, models and platforms as NIS is a global issue.



Thank you for attention

• For further questions, please contact:

Ilari Lindy 
ENISA
Senior Expert – Relations to Industry & 
International Institutions

E-mail: ilaripatrick.lindy@enisa.europa.eu

mailto:ilaripatrick.lindy@enisa.europa.eu

