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CHAPTER 4

4.
NEW SIGNALLING SYSTEMS AND SS NO. 7

4.1
INTRODUCTION

Signalling is a generic term that includes the syntax and the semantics of signals exchanged between user and network or between network nodes to set-up and release calls, or more generally to control the provision of telecommunication services. These signals were originally rudimentary (change of state and frequency combinations). They have since become more and more elaborate in digital networks, taking the form of messages and information elements and taking advantage of the parallel developments of data communication technology (e.g. the OSI model).

The evolution of telecommunication networks towards the IDN (Integrated Digital Network) followed by the N-ISDN (Narrowband Integrated Services Digital Network) saw the emergence of common channel signalling systems in the network (Signalling System N°7 between network nodes) and in the subscriber loop (Digital Subscriber Signalling system N°1 between customer premises equipment and the network). 

These systems have over the last 20 years really become the nervous systems of modern telecommunication networks, and have met the goals set by the initial designers in the 70s, -reliability and flexibility.  They have evolved from the provision of signalling capabilities for basic POTS services, to the provision of a complex “toolbox “, a family of functions and protocols, needed by the network operators to build a variety of services for their customers (POTS, ISDN, cellular, broadband...) and to optimise their network operation (e.g. the Intelligent Network concept). Current developments are tackling the convergence or the interworking with the IP world.

The following sections aim to give an overview of the current developments.

4.2
SIGNALLING SYSTEM N°7 (SS7)

Signalling System N°7 was the second common channel signalling system recommended by CCITT in 1980, after 8 years of study. It integrated in the telephony environment, the principles and techniques of data communication networks, developed in the framework of the Open System Interconnection model, while taking into account the specific signalling requirements such as high level of security and real-time constraints.

In order to provide flexibility and the ability to evolve, the system is designed in a modular and structured manner, with a clear separation between the basic functions providing the reliable transport of signalling messages (Message Transfer Part) and the application related functions (User Parts). Some User Parts may also share common functions such as the Signalling Connection Control Part (SCCP) and the Transaction Capability Application Part (TCAP). This continuous effort towards more structure and commonality between signalling applications can be easily seen in the successive edition of SS7 Recommendations since 1980. The following sections give an overview of the family of SS7 protocols for narrowband services.

4.2.1 


Message Transfer Part (MTP)

4.2.1.1

Introduction
The Message Transfer Part (MTP) provides the functions that enable  significant information from the User Part to be passed via the MTP across the Signalling System No. 7 network to the required destination (signalling points). In addition, functions are included in the MTP to enable network and system failures that would affect the transfer of signalling information, to be overcome. MTP procedures ensure that messages originated by a user at a signalling point are delivered to the same user at the destination point indicated by the sender without loss and duplication of messages. 

The MTP is split into sub-levels:

1. Physical level (level 1) or signalling data link;

2. Data Link level (level 2) or signalling link;

3. Network level (level 3) or signalling network management. 

The functions of each level of the MTP are performed by means of the level protocol between two systems which provides a “level service” to the upper levels (i.e. level 1 Signalling Data Link, level 2 Signalling Link and level 3 Signalling network) as described in Recommendations Q.702, Q.703 and Q.704 respectively. 

The overall objectives of the Message Transfer Part are to provide the means for:

a) the reliable transport and delivery of “User Part” signalling information across the SS7 network;

b) the ability to react to system and network failures that affect the transport, and take the necessary action to ensure that the permanence of the service. 

4.2.1.2

Description

Fore more details refer to ITU-T Recommendations Q.702 up to Q.707.

Level 1 (signalling data link)

A signalling data link constitutes of the lowest functional level (level 1) in the Signalling System No. 7 functional hierarchy. It is a bi-directional transmission path for signalling, comprising two data channels operating together in opposite directions at the same data rate. 

A digital signalling data link is made up of digital transmission channels and digital switches or their terminating equipment providing an interface to signalling terminals. The digital transmission channels may be derived from a digital multiplex signal at 1544, 2048 or 8448 kbit/s having a frame structure as defined in Recommendation G.704 [1].

Signalling System No. 7 is able to operate over both terrestrial and satellite transmission links  

Level 2 (signalling link)

The signalling link functions, together with a signalling data link as a bearer, provide a signalling link for reliable transfer of signalling messages between two directly connected signalling points.

The main features are message delimitation, sequence validation, error checking and flow control. When an error occurs on a signalling link, the message (or set of messages) is retransmitted. Two retransmission methods are defined, the basic procedure for terrestrial links where round trip delay is less than 30ms, and the Preventive Cyclic Retransmission procedure mainly for satellite links or terrestrial links with round trip delay greater than 250ms. For round trip delays which are between the two boundaries, any method can be used.

A MTP level 2 message is called a signal unit (SU). There are three kinds of signal units: Fill-In Signal Units (FISUs), Link Status Signal Units (LSSUs), and Message Signal Units (MSUs).

Fill-In Signal Units (FISUs) are transmitted continuously on a signalling link in both directions unless other signal units (MSUs or LSSUs) are present. 

FISUs carry basic level 2 information only (e.g., acknowledgement of signal unit receipt by the remote signalling point). As a checksum is calculated for each FISU, signalling link quality is checked continuously by both signalling points at each end of the link. 

Link Status Signal Units (LSSUs) carry one or two octets of link status information between signalling points at either end of a link. This information is used to control link alignment and to indicate the status of the link at the remote end.

Message Signal Units (MSUs) carry all user data given by the upper level (MTP level 3).

The differentiation between FISU, LSSU and MSU is made based on the length of the SU. The value of the LI (Length Indicator) field determines the signal unit type: 

	LI
	Message type

	0
	FISU

	1 or 2
	LSSU

	3 .. 63
	MSU


The message length is limited up to 279 octets.

Fore more details refer to ITU-T Recommendation Q.703

Level 3 (Signalling network management)

Signalling network management is divided into two basic categories:

· Messages handling

· Network management 

MTP Level 3 is equivalent in function to the OSI Network Layer.

Message handling

MTP Level 3 routes messages based on the routing label of message signal units. The routing label is comprised of the destination point code (DPC), originating point code (OPC) and signalling link selection (SLS) fields. The destination and the originating point code are uniquely identified by numeric addresses in the SS7 network. At the destination, the MTP distributes the message to the appropriate MTP user identified in the message (SIO).

Network management

Groups of procedures are provided to manage failure and recovery of elements in the network (link, linkset, and node). Groups are:

· Link management

· Route management 

· Traffic management

Whenever a change in the status of a signalling link, route, or node occurs, the different procedures in the sets are activated as appropriate.

Link management

· Linkset control offers management at linkset level

· Signalling link activity control to supervise all actions made at link level.

· Signalling link activation control used for first activation and link introduction in the network management. 

· Signalling link restoration used to restore a failed link after traffic management procedure completion.

· Signalling link deactivation to stop traffic on a link and to delete the link from the network management.

Route management

· Transfer prohibited control: Transfer Prohibited (TFP) is used by a Signalling Transfer Point to inform all adjacent nodes that a particular individual destination is no longer reachable through it.
· Signalling route set test control is used to check the routes status from a remote STP knowledge. 

· Transfer allowed control : Transfer Allowed (TFA) is used by a Signalling Transfer Point to inform all adjacent nodes that a particular individual destination is now reachable through it 
· Transfer controlled control is used to inform adjacent node that path to reach a destination is currently congested.
Traffic management

· Changeover control performs traffic diversion from a currently failed signalling link towards one or more available signalling link.  
· Changeback control performs traffic diversion from one or more backup signalling links towards an available signalling link which had previously failed.
· Link availability control performs the synchronisation of different events that have impact on routing tables at a link basis.
· Forced rerouting control performs traffic diversion from a currently failed signalling route towards one or more available signalling routes.
· Controlled rerouting control performs traffic diversion from one or more backup signalling routes towards an available signalling route which had previously failed
· Signalling point restart performs smooth introduction of the node in the SS7 network when restarting. It is also used when an adjacent node is restarting. 

· Signalling traffic flow control performs the management of a congestion situation detected either locally or remotely. 
· Signalling routing control performs the synchronisation of different events that have impact on routing tables at a destination basis.
Fore more details refer to ITU-T Recommendation Q.704

4.2.1.3

Future developments

Since 1996, ITU-T Q.704 Recommendation provides, as a national option, a definition of a High Speed Signalling link that allows a 2Mbit/s signalling link based on non-channelised PCM. The used of such a link is for countries where ATM transport is not yet in operation. For those countries where ATM transport is available a solution using MTP3, ATM in place of MTP levels 1 and 2 is preferable.

4.2.2


Signalling Connection Control Part (SCCP)

4.2.2.1

Introduction

The Signalling Connection Control Part (SCCP) provides, above the MTP network or networks, connectionless, and connection-oriented services to transfer circuit related and non-circuit related signalling information or other types of information between nodes for management and maintenance purposes. The combination of the MTP and the SCCP is called the "network service part" (NSP). The Network Service Part (NSP) of SS7 provides both connectionless and connection-oriented protocol. The NSP of SS7 should be seen as the network layer of the OSI Reference Model.

The SCCP provides the means to

· control logical signalling connections in a SS 7 network;

· transfer Signalling Data Units across the SS 7 network with or without the use of logical signalling connections.

The protocol used by the SCCP to provide network services is subdivided into four protocol classes, defined as follows:

· Class 0: Basic connectionless class

· Class 1: Sequenced connectionless class

· Class 2: Basic connection-oriented class

· Class 3: Flow control connection-oriented class

4.2.2.2

Description

SCCP provides a routing function which allows signalling messages to be routed to a signalling point based on, for example, dialled digits. This capability involves a translation function which translates the global title (e.g. dialled digits) into a signalling point code and possibly a sub-system number. In the routing function, congestion control measures are provided to reduce traffic in the event of MTP congestion, SCCP congestion and SCCP node congestion.

SCCP also provides a management function, which controls the availability of the “sub-systems”, and broadcasts this information to other nodes in the network, which have a need to know the status of the “sub-system”. An SCCP sub-system is an SCCP User.

The SCCP intends to provide compatibility functions to allow transparent and optimal use of the different nature of MTP networks (networks using narrowband links or broadband links such ATM). Unfortunately in the current version this function is provided only to connectionless services. Further study is needed to extend this function on connection oriented services.

Fore more details refer to ITU-T Recommendations Q.711 up to Q.716.

Routing function

Addressing is the first essential aspect of communication that allows establishing an association between two SCCP users. SCCP allows users to use logical addressing of the remote entity. In such a case, Global Title Translation derives an SS7 Network Address (e.g. the physical address of this remote user). If the association between the logical and the final physical address is not locally possible, the SCCP delivers the message to the next SCCP node to provide the association. This propagation is done until a translation in a SCCP node along the path delivers the final association between this address and a local SCCP user.

The various addressing information elements used by SCCP routing function (SCRC) are:

1. Point Code (PC) – This uniquely identifies a node in an MTP SS7 network. This PC identities the next SCCP node.

2. Global Title (GT) – This is an address used by the SCCP, comprising dialled digits or another form of address, that will not be recognised by the SS7 Network Layer. Therefore, translation of this information to an SS7 Network Address is necessary.

3. Sub-System Number (SSN) – This identifies a sub-system accessed via the SCCP within a node and maybe a User Part (e.g. SCCP Management or an Application Entity containing the TCAP layer). 

According to the priority of the message and to the congestion level of the destination (next SCCP node) derived from the GT, the message is sent or discarded.

According to network capabilities all along the path, segmentation is performed or not.

Connectionless services

The connectionless protocol classes provide those capabilities that are necessary to transfer one user message in the "data" field of an SCCP message.

When one connectionless message is not sufficient to convey the user data making use of MTP services provided by a narrowband MTP network that supports a maximum MTP message length of 272 octets including the MTP routing label, a segmenting/reassembly function for protocol classes 0 and 1 is provided. In this case, the SCCP at the originating node or in a relay node provides segmentation of the information into multiple segments prior to transfer in the "data" field of SCCP messages. At the destination node, the segments are reassembled before delivery to the user.

If it is certain that only MTP services supporting long messages (according to Recommendation Q.2210) are used in the network, then no segmentation of the information is needed.

Protocol class 0

User data, passed by higher layers to the SCCP in the originating node, is delivered by the SCCP to higher layers in the destination node. They are transferred independently of each other. Therefore, they may be delivered to the SCCP user out-of-sequence. Thus, this protocol class corresponds to a pure connectionless network service.

Protocol class 1

In protocol class 1, the features of class 0 are complemented by an additional feature (i.e. the sequence control parameter contained in the request primitive) which allows the higher layer to indicate to the SCCP that a given stream of User data shall be delivered in-sequence. The originator chooses the Signalling Link Selection (SLS) parameter used for routing in the MTP SCCP based on the value of the sequence control parameter. The SLS shall be identical for a stream of User data with the same sequence control parameter. The MTP then encodes the Signalling Link Selection (SLS) field in the routing label of MTP messages relating to such User data, so that their sequence is, under normal conditions, maintained by the MTP and SCCP. With the above constraints, the SCCP and MTP together ensure in-sequence delivery to the user. Thus, this protocol class corresponds to an enhanced connectionless service, where an additional in-sequence delivery feature is included.

Connection oriented services

The connection-oriented protocol classes (protocol classes 2 and 3) provide the means to set up signalling connections in order to exchange a number of related user messages. The connection-oriented protocol classes also provide a segmenting and reassembling capability. If a user message is longer than 255 octets, it is split into multiple segments at the originating node, prior to transfer in the "data" field of the SCCP messages. Each segment is less than or equal to 255 octets. At the destination node, the user message is reassembled before delivery to the user. 

Protocol class 2

In protocol class 2, bi-directional transfer of user data between the user of the SCCP in the originating node and the user of the SCCP in the destination node is performed by setting up a temporary or permanent signalling connection consisting of one or more connection sections. A number of signalling connections may be multiplexed onto the same signalling relation. Each signalling connection in such a multiplexed stream is identified by using a pair of reference numbers, referred to as "local reference numbers". Messages belonging to a given signalling connection shall contain the same value of the SLS field to ensure sequencing as described in sequenced connectionless. Thus, this protocol class corresponds to a simple connection-oriented network service, where SCCP flow control and loss or mis-sequence detection are not provided.

Protocol class 3

In protocol class 3, the features of protocol class 2 are complemented by the inclusion of flow control, with its associated capability of expedited data transfer. Moreover, an additional capability of detection of message loss or mis-sequencing is included for each connection section; in such a circumstance, the signalling connection is reset and a corresponding notification is given by the SCCP to the higher layers.

Management

The goal of SCCP management is to provide procedures to maintain network performance by rerouting or throttling traffic in the event of failure or congestion in the network.

For this purpose, SCCP management procedures rely on:

1) failure,  recovery, and congestion information provided in the MTP management indication primitives (MTP-pause indication, MTP-resume indication and MTP-status indication); and

2) sub-system failure and recovery information, and SCCP (SSN=1) congestion received in SCCP management messages.

SCCP management maintains the status of remote SCCP nodes and the status of remote or local subsystems. It informs local users through local broadcast and remote SCCP nodes with either broadcast or response to messages received. 

SCCP management co-operates with the SCCP routing control (including translation function) to stop traffic to inaccessible destinations and to provide rerouting of traffic through alternate routing or through selection of alternate remote subsystems.

SCCP management information is transferred using the SCCP connectionless service.

4.2.2.3
Future developments

No major enhancement is foreseen.

4.2.3 
Transaction Capabilities (TC)

4.2.3.1
Introduction

The Transaction Capabilities (TC) of Signalling System No7 provide support for interactive signalling applications that are not associated to a bearer.  Typical applications are interactions between a switching centre and an external database or between two databases. At present, the major users can be found in the area of Intelligent Networks (i.e. INAP) and mobile networks (i.e. MAP). TC may be viewed as a particular realization of the Remote Operations paradigm defined in Recommendation X.880 (ROS).  Interactions between TC-Users are modelled by operations. An operation is invoked by an (originating) entity, the other (destination) entity attempts to execute the operation and possibly returns the outcome of this attempt.

4.2.3.2
Description

TC is best understood as a package that provides a Remote Procedure Call (RPC) mechanism over SS7 networks. In OSI terms, it can be compared to the collection formed by the Remote Operations Service Element (ROSE - See Recommendation X.881 and X.882), Association Control Service Element (ACSE - See Recommendation X.217 and X.227) and in some way the Presentation Layer (See Recommendation X.216 and X.226). 

TC is modelled as being composed of two sub-layers: a) The component sub-layer (CSL) which provides the actual remote operation service and allows the TC-User to control the association (if any) over which the requests and replies are exchanged. b) The Transaction sub-layer (TSL) which provides (if required) an end-to-end connection service between two TC entities. 

Transaction Sub-Layer: The Transaction sub-layer directly interfaces with the Signalling Connection Control Part (SCCP) which provides the SS7 connectionless network service. In some ways, it replaces some missing transport layer functionality. Similar to the transport layer, the TSL is used either in a connection-oriented mode, which implies the establishment of a transaction, or in a connectionless mode. The TSL uses the following messages to transport the protocol data units exchanged between two component sub-layers:

· The Begin message is used to open a transaction.

· The Continue message is used to transfer information during an established transaction.

· The End message is used to close a transaction.

· The Abort message is used to refuse the establishment of a transaction, or to abandon an established transaction in case of protocol errors.

Each message can carry one or more protocol data units generated by the component sub-layer.

Component Sub-Layer: The component sub-layer is further divided into two functional blocks: 

(a)
The component handling (CHA) block which provides the core remote operations service;

(b)
The dialogue handling (DHA) block that provides a simple association control facility.

The protocol data units that are generated or interpreted by the CHA are called "components". These are:

· The Invoke component is used to request a remote user to perform an action (i.e. to execute an operation). 

· The Return Result Not Last and Return Result Last component are used to signal the successful completion of an operation.

· The Return Error component is used to signal the unsuccessful completion of an operation.

· The Return Reject component is used to signal a protocol error.

These PDUs are completely aligned with those defined in Recommendation X.880, with one extension. This addition is a specific PDU, Return Result Not Last, whose sole purpose is to carry segments of the result of a successfully completed operation whose length exceeds the maximum length of connectionless SCCP user-data. 

The DHA services are used to control of the establishment and release of a dialogue (association). Controlling the dialogue establishment includes the ability to negotiate an application context. The DHA also enables the TC-User to control the concatenation of one or more PDUs in a single TSL message.  The protocol data units of the DHA are a subset of those defined in Recommendation X.217 for the Association Control Service Element (ACSE). 

4.2.3.3

Future developments

No further changes to TC Recommendations are expected. Additional common application layer elements (e .g.; for security management) may be defined for use in combination with TC. However, it is assumed that they will not require any enhancements to TC.

4.2.3.4

Road map

The following Recommendations currently define the Transaction Capabilities of Signalling System No7:

· Recommendation Q.771 (06/97): Transaction Capabilities – Functional description of transaction capabilities.

· Recommendation Q.772 (06/97): Transaction Capabilities – Transaction capabilities information element definitions.

· Recommendation Q.773 (06/97): Transaction Capabilities – Transaction capabilities formats and encoding.

· Recommendation Q.774 (06/97): Transaction Capabilities – Transaction capabilities procedures.

· Recommendation Q.775 (06/97): Transaction Capabilities – Guidelines for using transaction capabilities.

4.2.4


ISDN User Part (ISUP)

4.2.4.1

Introduction

Since the '80s, telephone calls have changed from simple calls, consisting of setting-up a circuit between two users, to more and more complicated calls with new services for users as well as new features in the networks. This made it necessary to define a new signalling protocol capable of carrying a lot of information, in the forward direction and also in the backward direction, during the call set-up as well as during the call itself. The ISDN User Part (ISUP) was defined to support the ISDN, that is allowing ISDN subscribers to have their services taken into account, but also offering new services to the analogue subscribers and covering new requirements coming from the Intelligent Network (IN) concept. 

4.2.4.2

Description

4.2.4.2.1

Call identification and routing

Since the signalling information is carried on dedicated and circuit independent signalling links, each message contains information allowing every switch involved in a call to bind all messages among themselves within the call, and also to the circuit seized for the call. Each message contains a routing label as defined in the MTP recommendation (originating point code : point code of the sending switch; destination point code: point code of the adjacent switch) and the CIC (Circuit Identification Code: a unique circuit identity between two adjacent switches). The IAM (Initial Address Message), first message of the call set-up contains the Called party address that is the E.164 address of the called user, used to route the call. By this way, each message, whatever its direction, is recognized as related to a unique call by any switch on the call path.

4.2.4.2.2

ISUP syntax

The ISUP signalling consists of messages. Each ISUP message is contained in the information field of an MTP message. As was stated above, each message contains the routing label followed by the CIC, by the message type code and by the application information itself. This application information is composed of mandatory parameters of fixed length, pointers to each mandatory parameters of variable length and to the optional part, mandatory parameters of variable length, optional parameters of variable length.

4.2.4.2.3

ISUP features

The purpose of ISUP is to support basic bearer services and supplementary services for applications in an integrated services digital network

4.2.4.2.3.1

Basic services

The ISUP usually supports 3 bearer services:  speech, 3.1 kHz audio and 64 kbit/s, but it is capable of multi-rate and Nx64 kbit/s. This bearer service is initiated by the originating local exchange in case of analogue calling user (usually 3.1 kHz) or by the ISDN calling user in the DSS1 Set-up message.

For the routing aspect, besides the called party number, the ISUP allows an ISUP signalling to be required (preferred or mandatory) and to indicate in the backward direction if the ISUP has been used.

Moreover, ISUP messages convey information elements provided by ISDN users.

The ISUP also provides procedures for the circuit supervision (blocking/unblocking, reset) and for echo control.

4.2.4.2.3.2

Simple segmentation

The simple segmentation procedure uses the segmentation message to convey an additional segment for the transfer of certain messages whose contents are longer than 272 octets (MTP limit) but no longer than 544 octets.

4.2.4.2.3.3

Compatibility

A main issue in the ISUP protocol is that 2 switches can be interconnected without having exactly the same implementation of the ISUP. Before ISUP'92, when a switch received an unrecognised message or parameter, the unrecognised information had to be discarded. In ISUP'92, an enhancement was introduced such that each new message or parameter is accompanied by compatibility information indicating to switches that do not recognize the message or the parameter what they have to do (discard, pass-on, release call, ...). This allows a network to be upgraded in certain exchanges (i.e. local exchanges) without having to upgrade other exchanges (i.e. transit exchanges).

4.2.4.2.3.4

Application transport mechanism (APM)

In the ISUP'2000, the support of APM was introduced to convey embedded information related to specific applications such as VPN (Virtual Private Network). APM is a mechanism supported by the ISUP via a specific parameter carried by call handling messages, or by a specific message (part of the ISUP) when call handling messages are not available at the moment APM information is to be sent.

4.2.4.2.3.5

Supplementary services

The ISUP supports several services. This support is based upon the ISUP itself or is combined with generic procedures taking into account the SCCP level. For some supplementary services, the ISUP conveys information that has to be handled by switches. For other ones, the ISUP is only a way of carrying notification information, in particular when a supplementary service is locally provided, e.g. on a DSS1 access.

For each ISUP "version", the supplementary services supported by the ISUP are listed. Among all the supplementary services supported, here are some examples:

· CLIP/CLIR (Calling Line Identification Presentation/Restriction): the called party number is transmitted in the Initial address message to be displayed at the destination access.

· CUG (Closed User Group): the CUG information is transmitted by the Initial address message to be analysed by the CUG application in switches that are concerned.

· UUS (User-to-User Signalling): this ISDN service consists of exchange of information between ISDN users.

· CFU, CFNR, CFB (Call Forwarding Unconditional, No Reply, Busy): the information related to the type of call forwarding and to the called identities is conveyed for handling (e.g. charging purposes) or to be displayed either in local switches or on DSS1 accesses.

· CCBS (Completion of Calls to Busy Subscriber): this service is initiated by the ISUP Release message indicating to the originating local exchange that the busy called user can be called again when he becomes free. The rest of the procedure is supported by SCCP. 

4.2.4.3

Future developments

The ISUP protocol is being enhanced to take into account new requirements. For example, in the ISUP'2000, number portability has been considered, that is new procedures such as redirection procedure and pivot routing and new information have been introduced. Other requirements come from IN. Indeed, IN services require more and more information exchanged between IN nodes or between IN nodes and switches or users.

Another evolution is the use of the ISUP to support new bearers such as ATM or IP. To allow a fast ATM/IP backbone networks deployment, a study has started to derive a new ISUP, based on the N-ISUP, capable of call handling independent of the bearer. The result will be a new ISUP protocol, interworking with the N-ISUP.   

4.2.4.4

Road-map (Q.761 to Q.764 and Q.730 series)

2000 : ISUP'2000 (APM, VPN, number portability, IN CS2, new supplementary services)

1997 : ISUP'97 (new procedures, IN CS1, new supplementary services)

1993 : ISUP'92 White Book (segmentation, compatibility, new supplementary services)

1991 : ISUP Q.767 (subset of ISUP for international interface)

1988 : ISUP Blue Book 

4.2.5


Intelligent Network Application Part (INAP)

4.2.5.1

Introduction

A broad range of services is now available in modern telecommunications. Market liberalization makes it possible to offer an increased choice of features to customers while boosting revenue streams for operators and services providers.

To compete successfully and make the most of new opportunities, network operators must take a fresh look at network infrastructure, costs and flexibility, and tailor services to changing customer expectations.

Applying the Intelligent Network solution is an answer to this new challenge, applicable for all networks. The main benefit of the IN is the ability

· to ease the introduction of new services without impacting the underlying network structure, 

· to provide service customisation according to individual needs; 

· to enable smooth upwards evolution;

· to improve sources of revenue, and to provide a fast return on investment;

· to reduce the cost of network service operations;

· to establish vendor independence;

· to create open interfaces.

4.2.5.2

Description

Intelligent network is an architectural concept which is intended to be applicable to fixed, mobile, Internet, data and other networks as well as narrow-band, data, or multimedia communications.

A phased standardization process has been initialised and is now on the way to deliver the Capability Set 3 Recommendations. In order to ensure a smooth evolution towards the target, each IN Capability Set of Recommendations allows backward compatibilityand is open-ended  towards long-term views.

An Intelligent Network is made up of a set of functional entities that fit together as depicted in the figure hereafter.  Each of these entities could be supported by an independent physical node but they also could be located in the same platform. Modularity of integration enables an operator to step into IN services at a low level while making it possible to grow to larger IN solutions.
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Figure 4-1  -  Functional Entities of an Intelligent network

The CCF is the call control function in the network that provides call/connection processing control.

The SSF identifies an IN call, recognizes the requested services, and executes the SCF commands. The SSF is more often supported by a switch e.g. in a fixed or mobile network.

The CUSF is the counterpart of the SSF for calls which do not require the use of a bearer. 

The SCF contains the real time functions of service scenarios, monitors events through the SSF, requests voice prompt and receives user control through specialized resources managed by the SRF function.

The SDF is the database that contains all the service data, e.g. the IN service user profile.

The SMF centralizes all function needs for management, as well as to customize services, configures alarms, and other related functions.

The SMAF provides an interface between the service managers and the SMF.

The SCEF is the software tool set that enables service creation and development. 

These functional entities exchange information via standardized interfaces using the ASN1 method for coding. The transport is more often the SS7 TCAP/SCCP system but nothing prevents the use also of TCP/IP technology.

CS1 Recommendations describes the first basic set of IN capabilities applicable for a two party call. These capabilities enable services to provide: 

· flexible Triggering

· flexible Routing

· flexible Charging

· flexible User Interaction

Based on these capabilities, a large range of IN CS1 services are now deployed, e.g. the whole set of prepaid/post-paid card services, Virtual Private Networks services, the 800 numbers services, user mobility as UPT.

CS2 Recommendations enlarge the scope by adding: 

· flexible connection command; this enables to supervise IN call with several users involved,

· inter-operator interfacing; refer to SCF-SDF, SDF-SDF, and other functions, see Figure 4-1.

· service for calls without the use of a bearer; e.g. for managing mobility, see CUSF in Figure 4-1. 

CS2 services are not yet deployed. They will certainly be much more user oriented than network oriented. 

CS3 is under stabilization and could be seen as CS2 refinements, as it does not really add major new features. 

More information can be found in Fascicle 2 Chapter 2.3 of this Handbook.

4.2.5.3
Future developments

The future of IN is open, the most important challenges on the table are the integration of the Internet network, the adaptation to Voice Over IP Technology and the mobility with the Virtual Home Environment concept applicable to the new generation of mobile networks in the IMT2000 family

4.2.5.4
Road-Map

IN Capability Set 1 :
Q.1214 to Q.1219  May 1995 

IN Capability Set 2 :
Q.1224 to Q.1229  September 1997 

IN Capability Set 3 :
Q.1231 and Q.1238  Determination planned December  1999. 

IN Capability Set 4 :
Q.1241 and Q.1248  Determination planned 2001. 

4.3 
DIGITAL SUBSCRIBER SIGNALLING SYSTEM 1 (DSS1)

4.3.1
Introduction

The ISDN protocols extend common channel signalling to terminal equipment on subscriber premises. The D channel of a user-network access line carries the signalling for the channels of the same line. It has the essential purpose of allowing all ISDN services to be offered in an integrated manner. It is intended for use by the many types of subscriber equipment liable to have access to public and private networks.

The D channel protocol is structured into layers:

· The physical level (layer 1) of the user-network interface is defined at the S (point to multipoint) or T (point to point) interface in basic (2B + D) or primary (30B + D) rate access.

· The link level (layer 2) provides for transmission of frames between the two entities on each side of the interface.

· The network level (layer 3) assures control and supervision of calls and supplementary services. It is known as the Digital Subscriber Signalling System Number  1 (DSS1).

4.3.2
Description

4.3.2.1
Call control

DSS1 functions for call control involve message handling and management of the resources assigned to the call, for circuit, packet and connectionless modes.

4.3.2.1.1 
Protocol design

Communication between the user and the network for call control purposes is by means of variable length messages. DSS1 provides a procedure so that the messages that are longer than the length of frames that the data link layer can support may be partitioned into several segments.

Several types of messages have been specified, each of them determining an action on the user or network side. For instance:

· SETUP for a call set up request.

· CALL PROCEEDING, as a response to the SETUP, means that call information is complete and the call is being set up.

· ALERTING indicates that the called user is being alerted.

· CONNECT sent at the called user response

· DISCONNECT, RELEASE and RELEASE COMPLETE, used for the release of the call.

Each message contains information elements, usually of variable length, that define the type of request, the resources to be reserved, addressing features or the result of a processing operation. For instance:

· "Bearer capability" indicates the requested bearer service to be provided by the network (Circuit mode / Packet mode, Speech / 64 kbits/sec., etc.)

· "Channel identification" indicates the B or D channel to be used for the call.

· “High layer compatibility" provides a means which should be used by the remote user for compatibility checking.

· "Calling party number" and "Called party number" provides addressing information.

4.3.2.1.2

Control of circuit-switched calls

Each call is provided with a call reference, chosen by the initiating side. The B-channel(s) to be used is negotiated, at the set-up of the call, between the user and the network.

Service indications and addresses are provided by the calling terminal. They determine the functions to be performed in the network and allow the right terminal(s) to be selected on the called subscriber's premises.

4.3.2.1.3

Control of packet-switched calls

ISDN users may have access to packet switched services supplied by a public switched packet data network (PSPDN) or by a Packet Handling function within the ISDN.

When transfer of information is through a B-channel, the D-channel procedure for setting up the connection is the same as for a circuit-switched call. The call request packet is sent when the physical link has been established.

The D-channel can also be used for the transfer of packets.

4.3.2.2

Control of supplementary services

Three methods are specified for the control of supplementary services: the stimulus procedure, the feature key management procedure, and the functional procedure.

In the stimulus protocol, the request is generated by the user by pressing a function key or digit keys. It is not interpreted by the terminal which inserts it in the "keypad" information element(s) of SETUP or INFORMATION message(s) and ignores the type of the request.

In the user to network direction, information is provided in the "Display" information element and displayed on the terminal without interpretation.

Only the network analyses the information to determine the necessary actions, which does not need any standardization of the supplementary services on the user-network interface. The stimulus procedure simplifies terminal design and facilitates the introduction of new supplementary services.

The feature key management procedure is also a stimulus procedure in the sense that it does not require knowledge of the supplementary service by the user's terminal equipment.

It is based on the use of two information elements. The "Feature activation" information element may be included in the SETUP and the INFORMATION messages in the user-to-network direction. The "feature indication" information element may be included in basic call control messages in the network-to-user direction.

The supplementary service associated with the feature identifier is service provider dependant and must be coordinated between the user and the service provider at subscription time.

In the functional procedure, the terminal analyses the user-input information and inserts the request in a dedicated information element or in the "Facility" information element common to several supplementary services and inserted in call control or FACILITY messages.

Both the terminal and the network analyse the information, so the functional procedure needs to be closely defined for every supplementary service. The functional protocol allows for the design of powerful supplementary services.

4.3.2.3

Future developments

New supplementary services are continuously defined in the functional procedure.

The DSS1 has also recently been extended for the handling of calls between users in a corporate telecommunication network.

The DSS1 protocol is being enhanced to take into account new requirements linked to the handling of supplementary services by IN servers, transparently to the originating exchange.

4.4 

BROADBAND SIGNALLING 

4.4.1

Low layers supporting B-ISDN signalling

UNI
The transfer of the DSS 2 signalling information at the UNI is made by using the protocol stack as follows:

	DSS 2

	SAAL

	ATM (I.361)

	PH (I.432)


The PH and ATM layers are not specific to signalling and are the same for both user plane and control plane (UNI and NNI). The physical layer can be any one of the transmission systems capable of carrying ATM cells. The ATM layer allows multiplexing of signalling information with the user plane information on the same physical layer. As per VPI, VCI=5 is reserved exclusively for the transport of signalling information. At the UNI, the VPI used depends on the UNI access configuration. By default, VPI=0 is used.

NNI

At the NNI, either the ATM network, or, as a national option, the Signalling System N°7 network can be used for signalling information transfer. The protocol stack used when an ATM network is used is:

	B-ISUP

	B-MTP 3 (Q.2210)

	SAAL

	ATM (I.361)

	PH (I.432)


B-MTP 3 is an evolution of the N-ISDN MTP 3 which includes changes to be used above SAAL. These changes are:

· SAAL / B-MTP 3 primitives,

· New code values to identify B-ISUP (e.g. new service indicator),

· Maximum size of SDU is changed from 272 octets to 4091 octets,

· Adaptation of the changeover procedure.

As a national option, when the Signalling System N°7 network is used, the protocol stack is the following:

	B-ISUP

	MTP 3 (Q.704)

	MTP 2 (Q.703)

	MTP 1 (Q.702)


In this case, it should be noted that the segmentation function defined in B-ISUP is to be used.

SAAL
The ATM Adaptation Layer is defined as enhancing the services provided by the ATM layer to support the functions required by the higher layer. SAAL is a particular type of AAL used for the support of signalling. As shown in the previous figures, the SAAL is then used at both sides, UNI and NNI.

The SAAL is a combination of two sub-layers, a common part and a service specific part. The SAAL makes use of the common part and service specific part of AAL type 5 as defined in I.363.5. For SAAL, the service specific functions are performed by a combination of the Service Specific Connection Oriented Protocol (SSCOP) and two types of Service Specific Coordination Function (SSCF), one to map the particular requirements of the UNI (DSS 2 layer 3 protocol) to the SSCOP services, and one to map the particular requirements of NNI to the SSCOP services.

The SSCOP is a protocol which provides mechanisms for the establishment and release of connections and the reliable exchange of information. The SSCFs are not protocols, they only provide mapping between the SSCOP and either DSS 2 or B-MTP 3 + B-ISUP.

ATM FORUM ANNEX

For both sides, UNI and NNI, the ATM Forum only uses the ATM lower layers for signalling information transfer. The ATM Forum protocol stack is as follows:

	UNI 4.0 or PNNI 1.0

	SAAL

	ATM (Rec. I.361)

	PH (Rec. I.432)


The UNI 4.0 and PNNI 1.0 are both based on the ITU-T DSS 2 standard. Therefore, the SAAL used at UNI and NNI are the same, the one defined by ITU but making use of only one Service Specific Coordination Function (SSCF), the one defined by ITU-T for UNI (i.e. refers to Recommendation Q.2130).

Relevant ITU-T Recommendations

· Q.2010 (1995) : Broadband integrated services digital network overview - CS 1

· Q.2100 (1994) : SAAL Overview description

· Q.2110 (1994) : B-ISDN AAL - Service Specific Connection Oriented Protocol (SSCOP)

· Q.2130 (1994) : BISDN SAAL - Service specific coordination function for support of signalling at the user / network interface (SSCF at UNI)

· Q.2140 (1995) : BISDN AAL - Service specific coordination function for signalling at the network node interface (SSCF at NNI)

· Q.2210 (1996) : MTP 3 functions and messages using the services of the ITU-T Recommendation Q.2140

4.4.2


Broadband ISDN User Part (B-ISUP)

4.4.2.1

Introduction

This section is an overview of the NNI interface for public ATM networks specified by the ITU-T, namely B-ISUP (Broadband ISDN User Part). This description does not intend to be exhaustive, but especially focuses on features which show ATM networks to advantage, such as traffic and quality of service capabilities, and handling of traffic parameters during the active phase of calls. Finally, a complete listing of B-ISUP Recommendations is provided, as well as a short description of the signalling systems specified by the ATM Forum.

4.4.2.2

B-ISUP signalling protocols

B-ISUP signalling protocols are specified in the ITU-T Q.27xx series of Recommendations. This paragraph mainly covers capabilities contained in Q.2761-4 set of Recommendations. A complete listing of B-ISUP Recommendations is given in Annex A.

4.4.2.2.1
Point-to-point Switched Virtual Channels

The handling (establishment and clearing) of point-to-point ATM switched Virtual Channel connections is described in Recommendations Q.2761-4. The last version of these Recommendations, namely B-ISUP 2000 (07/99), contain the following capabilities:


. support of Quality of Service, as specified in I.356;


. support of Individual Quality of Service parameters;


. support of ATCs as specified in I.371;


. support of negotiation during connection set-up;


. modification procedures;


. support of Frame Relay;


. support of routing on E.164 and AESA address formats;


. crankback procedure;


. negotiation of AAL parameters.

Two other kinds of virtual connections are also defined in B-ISUP:

. Soft Permanent Virtual Channel connection (Soft PVCC);

. Soft Permanent Virtual Path Connection (Soft PVPC).

These capabilities allow re-establishment of either a PVCC or a PVPC using the basic call procedure mentioned above if case of failure. This is specified in the ITU-T recommendation Q.2767.1.

4.4.2.2.2
Signalling of the ATM Transfer Capabilities and associated traffic 



parameters

End-systems connected to ATM networks will generate a wide diversity of traffic behaviours. Therefore an ATM virtual channel connection has to be set up with the ATM Transfer Capability (ATC) which fits the concerned end-system traffic behaviour.

The ATCs supported in B-ISUP and defined in ITU-T Recommendation I.371, are: Deterministic Bit Rate (DBR), Available Bit Rate (ABR), ATM Block Transfer (ABT DT/IT), Statistical Bit Rate (SBR1, SBR2, and SBR3).

These ATCs are signalled in the Broadband Bearer Capability.
Each ATC is described by a set of traffic parameters: 

. DBR : PCR (Peak Cell Rate)

. ABR : PCR, MCR (Minimum Cell Rate), ECR (Explicit Cell Rate), CI (Congestion Indication), NI (No-increase Indication);

. ABT DT/IT :  PCR, SCR (Sustainable Cell Rate), BCR (Block Cell Rate);

. SBR : PCR, SCR and MBS (Maximum Burst Size).

These traffic parameters are signalled in the following B-ISUP parameters: ATM Cell Rate, Additional ATM Cell Rate, ABR parameters, minimum ATM Cell Rate.
A successful point-to-point connection set up means that a Virtual Channel connection (VC) with the requested traffic characteristics has been allocated between the Calling and Called users across the ATM network. The compliance of the traffic generated by the source is then checked by the UPC/NPC (Usage Parameter Control/Network Parameter Control), performing the GCRA algorithm.

The Cell Delay Variation Tolerance (CDVT) which is used by GCRA algorithm can also be indicated via signalling. This enables change of GCRA parameters on a per call, and per Virtual Channel connection, basis.

4.4.2.3
Negotiation of traffic parameters

The negotiation procedure provides to the user means to set up a virtual channel connection, for which two sets of traffic parameters can be specified. Two kind of negotiations are offered to the user:

1.
based on a maximum and a minimum cell rate specified by the user in its set up request, the network allocates to the connection any possible cell rate allowed by the Connection Admission Control (CAC) function, between these extreme cell rates;

2. 
either the cell rate specified in the original cell rate or the alternative cell rate is allocated to the connection.

This procedure can be applied, in the forward and backward directions, to the following traffic parameters: Peak Cell Rate, Sustainable Cell Rate, and Maximum Burst Size.

4.4.2.4
Modification of traffic parameters

During the active phase of a call, the calling user, as the owner of the virtual channel connection, has the ability to modify the traffic related resources attributed to that connection.

The traffic parameters which can be modified are: Peak Cell Rate, Sustainable Cell Rate, and Maximum Burst Size.

The modification procedure offers two different options:

1. 
simple modification : the request issued by the user indicates only one possible value to be considered for modification of the PCR of the virtual connection;

2.
modification combined with negotiation : the user is allowed to specify either a maximum and a minimum cell rate value, or an alternative cell rate value. In the former case, the traffic characteristics of the active connection are modified and set to any possible value (allowed by the CAC function) between the minimum and maximum cell rate. In the latter case, the traffic characteristics are modified using the alternative cell rate value.

The combined procedure allows modification of a wider set of traffic parameters, namely Peak Cell Rate, Sustainable Cell Rate, and Maximum Burst Size. Note that ABR and ABT also have their own specific modification capabilities.

4.4.2.5
QoS Class indication and support of individual QoS parameters

As ATM networks aim at transporting information flows with different quality of service classes, a user who initiates an ATM VC connection request must have the ability to indicate his own quality of service requirements. B-ISUP provides such a mechanism, in compliance with the definition of quality of service specified in ITU-T Recommendation I.356.

A user setting up a connection, signals a specific quality of service class, among a set of authorized classes. This class is relevant to routing and resource allocations in the network. If the connection is successfully established, this means that a quality of service corresponding to the indicated class is guaranteed end-to-end by the network.

B-ISUP supports the four QoS classes recommended in I.356 (1995). A QoS class is an aggregate of performance parameters: Cell Delay Variation (CDV), Cell Transfer Delay (CTD), and Cell Loss Ratio (CLR). A particular QoS class is a combination of bounds on these performance parameter values.

Moreover, B-ISUP also supports signalling of the performance parameters individually. This feature is provided for interworking with private ATM networks. Therefore, such parameters are not relevant either to routing, or to resource allocation, and are updated by each B-ISUP node across the network, and delivered to the destination side.

4.4.2.6
Point-to-multipoint SVCs

B-ISUP also specifies signalling procedures for the set-up of unidirectional point-to-multipoint virtual channel connections. Such a connection is made up of a root party, and several leaf parties.

The root party which sets up such a connection, initiates a set-up request with a Broadband Bearer Capability indicating a point-to-multipoint connection, towards a leaf party. The information such as ATM Cell Rate and Broadband Bearer Capability, is stored by the root party. The addition of any subsequent leaf party is performed by the root, upon request from the leaf parties or the root itself.

During the active phase of the point-to-multipoint connection, the dropping of a leaf can be initiated either by the leaf itself or the root. A common procedure is used.

4.4.2.7
Supplementary services

The supplementary services supported in B-ISUP, described in Recommendation Q.2730, are the following:


. User-to-user signalling;


. Calling Line Identification Presentation/Restriction;


. Direct Dialling in;


. Connected Line Identification/Restriction;


. Sub-addressing;


. Multiple Subscriber Number;


. Closed User Group.

As B-ISUP supports two different address formats (E.164 and AESA), services such as Calling Line Identification Presentation/Restriction have also been extended for AESA format.

4.4.2.8 ITU-T Recommendations

	Signalling function
	B-ISUP

	Point-to-point call/connection control 
	Q.2761 (07/99)+
Q.2762 (07/99)+
Q.2763 (07/99)+ 
Q.2764  (07/99)

	Soft PVC Capability
	Q.2767.1

	Generic functional protocol : core functions
	TCAP

	Signalling specification for frame relay service
	Q.2727 (07/99)

	Switched virtual path capability
	Q.2766.1 (05/98)

	Soft PVC capability
	Q.2767.1 (05/98)

	Network generated session identifier
	Q.2726.3 (07/96)

	Generic identifier transport
	Q.2726.4 (09/97)

	Supplementary services (CLIP, CLIR, MSN, DDI, SUB, COLP, COLR)
	Q.2730 (07/99)

	Closed user group (CUG)
	Q.2735.1 (06/97)

	User-to-user signalling (UUS)
	Q.2730 (02/95)

	Call priority
	Q.2726.2 (07/96)

	Sustainable cell rate parameter set and tagging option
	Q.2723.1 (07/99)

	Support of ATM transfer capability 
	Q.2723.2 (09/97)

	Signalling capabilities for the support of ABR
	Q.2764 (07/99)

	Signalling capabilities for the support of ABT
	Q.2723.4 (07/99)

	Cell delay variation tolerance indication
	Q.2723.5 (07/99)

	Support of the SBR2 and SBR3 capabilities
	Q.2723.6 (07/99)

	Connection characteristics negotiation 
	Q.2761-4 (07/99)

	Peak cell rate modification by the connection owner 
	Q.2761-4 (07/96)

	Modification procedures for sustainable cell rate parameters 
	Q.2761-4 (07/99)

	Modification with negotiation
	Q.2761-4 (07/99)

	Basic look ahead
	Q.2724.1 (07/96)

	Support of QoS classes
	Q.2761-4 (07/99)

	Point-to-multipoint call/connection control
	Q.2722.1 (07/96)


n.s. : not specified 

Table 2 - ITU-T B-ISUP Recommendations 

4.4.3
Digital Signalling System Number 2 (DSS2)

4.4.3.1
Introduction 

This section provides an overview of the Digital Signalling System No2 (DSS2) specified by ITU-T Study Group 11. The DSS2 signalling system enables the control of switched ATM connections at the User-to-Network Interface (UNI) of the Broadband Integrated Services Digital Network (see Rec. I.413). 

Annex A gives a list of the DSS2 signalling Recommendation in force. Annex B provides a general overview of the differences between the ITU-T DSS2 signalling system and the ATM Forum UNI signalling specifications (UNI 3.1/4.0).

4.4.3.2

DSS2 signalling protocols

DSS2 signalling protocols are specified in the ITU-T Q.29xx series of Recommendations. This clause gives a description of the major capabilities currently supported in DSS2. 

4.4.3.2.1

Point-to-point ATM switched virtual channels (Rec. Q.2931)

Recommendation Q.2931 published in 1995 constitutes the basic foundation of the DSS2 signalling system, on top of which extensions are built for the support of additional signalling capabilities such as point-to-multipoint connection control, negotiation/modification of ATM traffic characteristics, as described in the following sub-clauses. This Recommendation is closely based on the equivalent narrow-band DSS1 Q.931 Recommendation and has been adapted for the control of ATM virtual channels instead of 64 kbit/s based circuits. 

Recommendation Q.2931 specifies the signalling protocol for the establishment, maintaining and clearing of ATM point-to-point Switched Virtual Channels (SVC) at the B-ISDN User-to-Network Interface (UNI). The basic capabilities supported by this Recommendation are:

· support of point-to-point bi-directional connections with symmetric or asymmetric bandwidth requirements;

· support of one and only one connection per call;

· signalling of the ATM traffic characteristics requested for the SVC; This consists of an indication of the I.371 ATM transfer capability (ATC) and the associated ATM traffic parameters. Rec. Q.2931 (1995) enables the establishment of constant bit rate (CBR) ATM bearers with symmetric or asymmetric peak cell rate characteristics. Since the publication of Rec. Q.2931 (1995), new ATM transfer capabilities have been defined and can be signalled as specified in the Q.2961 series of Recommendations (see clause 2.3 for more details);

· signalling of the Quality of Service (QoS) characteristics requested for the SVC; This consists of an indication of the QoS class and optionally of end-to-end transit delay requirements. Rec. Q.2931 (1995) only allows for the signalling of the implicit QoS class associated with the requested ATC. Since the publication of Rec. Q.2931 (1995), explicit signalling of the requested QoS class is supported in DSS2 (see Q.2965.1 in clause 2.6); 

· support of E.164 addressing schemes and ATM End System Address (AESA) as specified in ITU-T Recommendation E.191;

· support for the signalling of user application dependent characteristics; This consists of  signalling the characteristics of the layers above the ATM layer such as the ATM adaptation layer or the layers above. 

Note: Recommendation Q.2933 extends Rec. Q.2931 by defining a B-ISDN frame relay bearer service allowing a single frame relay connection to be carried on an ATM SVC using AAL type 5 and the I.365.1 service specific convergence sub-layer. 
4.4.3.2.2

Point-to-point ATM switched virtual paths (Rec. Q.2934)

This Recommendation specifies extensions to Rec. Q.2931 allowing the control of Switched Virtual Paths (SVP). 

4.4.3.2.3

Signalling of ATM traffic capabilities (Rec. Q.2961)

This multi-part Recommendation provides extensions to Rec. Q.2931 to enable the signalling of I.371 ATM transfer capabilities such as DBR, SBR, ABR or ABT. In addition, a specific Q.2961 part provides extensions in order to support the (optional) signalling of the associated I.371 CDVT values (Cell Delay Variation Tolerance).

4.4.3.2.4

Negotiation of ATM traffic parameters (Rec. Q.2962)

This signalling function specifies extensions to Rec. Q.2931 that allow a calling user to negotiate with the network and the called user, on the traffic characteristics of a connection during the call/connection establishment phase.

Two exclusive modes of negotiation are defined in Q.2962: 

· negotiation between a set of traffic parameter values and a set of alternative ATM traffic parameter values; 

· negotiation of individual ATM traffic parameters between their respective requested nominal value and their respective minimal acceptable traffic parameter value. 

4.4.3.2.5

Modification of ATM traffic parameters (Rec. Q.2963) 

This multi-part Recommendation defines extensions to Rec. Q.2931 that allow the calling user to request a modification of the ATM traffic parameters of an already established point-to-point connection (i.e. during the active phase of the call/connection). 

Part 1 is limited to the modification of Peak Cell Rate values, while Part 2 extends the modification to the Sustainable Cell Rate parameter set. Part 3 enhances the previous two parts by allowing negotiation to be performed while modifying traffic parameters.

4.4.3.2.6

Signalling of Quality of Service (QoS) characteristics (Rec. Q.2965)

Recommendation Q.2965.1 amends Rec. Q.2931 and specifies the signalling of the Quality of Service classes as defined in Rec. I.356. Recommendation Q.2965.2 (approved December 1999) provides extensions to Q.2965.1 in order to enable the signalling of individual QoS parameters (i.e. Cell Transfer Delay (CTD), Cell Delay Variation (CDV) and Cell Loss Ratio (CLR).
4.4.3.2.7

Point-to-multipoint Switched Virtual Channels (Rec. Q.2971)

This DSS2 signalling Recommendation specifies the control of point-to-multipoint switched connections which once established allow a source (named « root » in Q.2971) to broadcast information to a root selected number of destinations (called « leaves » in Q.2971). A point-to-multipoint virtual channel connection is a collection of associated ATM virtual channel links that connect two or more endpoints. This capability only supports unidirectional transport from the root to the leaves. Parties can be added and removed during the lifetime of the connection.

This Recommendation is based on extensions to Rec. Q.2931 for the initial establishment of the connection between the source and one leaf. 

After this establishment request has progressed to alerting or active state, additional leaves can be added to the connection by ‘add party’ requests from the root allowing the root to widen the broadcast of information. A leaf may be added or dropped from the call at any time while the call is in the active state. A new leaf can be added via the root issuing an ‘add party’ request, as described above. A leaf can be dropped from the call by either the root or by the leaf. 

Multiple add party requests pending at the same time are allowed (e.g. the root node does not need to wait for a response related to one ‘add party’ request before issuing the next one). Multiple ‘drop party’ requests pending at the same time are allowed (i.e. the root does not need to wait for a response related to one ‘drop party’ request before issuing the next one). Each ‘add party’ or ‘drop party’ request is exclusively related to one party. If, as a result of a ‘drop party’ procedure, there are no leaf parties remaining in the call, the entire call is released. 

The root can also release at any time the entire connection and the attached leaves.

4.4.3.2.8

Generic identifier transport (Rec. Q.2941)

This signalling function allows the transport of application dependent identifiers between end-systems when establishing a connection or when releasing a connection. The information is carried transparently by the networks, through which the connection is established. This end-to-end transfer of signalling identifiers is useful in order to correlate at the application level, multiple calls as being part of the same session. This signalling function is used in many end-system distributed applications when making use of ATM signalling such as H.321/H.310, DSMCC, and H.323 over ATM.
4.4.3.2.9

Supplementary services (Q.295x series)

DSS2 supplementary services are defined in the Q.295x series. They support the following signalling capabilities:

· additional addressing capabilities such as Direct Dialling In (DDI), Multiple subscriber number (MSN) or Sub-addressing (SUB);

· calling line identification (CLIP) and the associated restriction service (CLIR);

· connected line identification (COLP) and the associated restriction service (COLR);

· user-to-user signalling type 1 which allows the exchange of information between end-systems during the establishment phase or the release phase (see Q.2957.1);

· closed user group facilities (CUG) as specified in Q.2955.1;

· handling of multiple priority levels during call/connection (i.e. Q.2959).

4.4.3.2.10
Generic functional protocol (Rec. Q.2932.1)

Recommendation Q.2932.1 is an adaptation of the DSS1 Q.932 Recommendation in order to enable similar functions to be applicable in the context of ATM signalling. This protocol enables the transport of remote operations locally across the UNI. Three transport modes of ROSE operations are defined and can be used depending on the signalling and user application requirements. The bearer related transport mode defines the transfer of ROSE operations in relation with existing bearers controlled via ATM signalling. The connection oriented bearer independent (COBI) and the Connectionless bearer independent (CLBI) transport modes allow the transfer of ROSE operations independently of any existing bearer and differs one in the way ROSE operations are carried at the UNI. 

4.4.3.3 ITU-T Recommendations

	Signalling function
	DSS2 

	Point-to-point call/connection control 
	Q.2931 (02/95)

+ Amd.1 (06/97)

+ Amd.2 (03/99)

+ Amd.3 (03/99)

	Generic functional protocol : core functions
	Q.2932.1 (07/96)

	Signalling specification for frame relay service
	Q.2933 (07/96)

	Switched virtual path capability
	Q.2934 (05/98)

	Generic identifier transport
	Q.2941.1 (09/97)

	Supplementary services (CLIP, CLIR, MSN, DDI, SUB, COLP, COLR)
	Q.2951.x (02/95)

	Closed user group (CUG)
	Q.2955.1 (06/97)

	User-to-user signalling (UUS)
	Q.2957.1 (02/95)

	Call priority
	Q.2959 (07/96)

	Sustainable cell rate parameter set and tagging option
	Q.2961.1 (10/95)

	Support of ATM transfer capability 
	Q.2961.2 (06/97)

	Signalling capabilities for the support of ABR
	Q.2961.3 (09/97)

	Signalling capabilities for the support of ABT
	Q.2961.4 (09/97)

	Cell delay variation tolerance indication
	Q.2961.5 (03/99)

	Support of the SBR2 and SBR3 capabilities
	Q.2961.6 (05/98)

	Connection characteristics negotiation 
	Q.2962 (05/98)

	Peak cell rate modification by the connection owner 
	Q.2963.1 (07/96)

	Modification procedures for sustainable cell rate parameters 
	Q.2963.2 (09/97)

	Modification with negotiation
	Q.2963.3 (05/98)

	Basic look ahead
	Q.2964.1 (07/96)

	Support of QoS classes
	Q.2965.1 (03/99) 

	Point-to-multipoint call/connection control
	Q.2971 (10/95)


n.s. : not specified 

Table 3 - ITU-T DSS2 Signalling Recommendations In Force (03/99)

4.5 ABBREVIATIONS

ABR
Available Bit Rate

ABT
ATM Block Transfer

ACSE
Association Control Service Element

AESA
ATM End System Address

AINI
ATM Inter Network Interface

APM
Application transport mechanism

ASN1
Abstract Syntax Notation No. 1

ATC
ATM Transfer Capability

ATM
Asynchronous Transfer Mode

BCR
Block Cell Rate

B-ISDN
Broadband-Integrated Services Digital Network

B-ISUP 
Broadband-ISDN User Part

CAC 
Connection Admission Control

CBR
Constant Bit Rate

CCBS
Completion of Calls to Busy Subscriber

CCF
Call Control Function

CDV
Cell Delay Variation

CDVT
Cell Delay Variation Tolerance

CFB
Call Forwarding Busy

CFNR
Call Forwarding No Reply

CFU
Call Forwarding Unconditional

CHA
Component Handling

CI
Congestion Indication

CIC
Circuit Identification Code

CLBI
Connectionless Bearer Independent

CLIP
Calling Line Identification Presentation

CLIR
Calling Line Identification Restriction

CLR
Cell Loss Ratio

COBI
Connection Oriented Bearer Independent

COLP
Connected Line Identification Presentation

COLR
Connected Line Identification Restriction

CS1, 2, 3, 4
Capability Set No.1, 2, 3, 4

CSL
Component Sub-Layer

CTD
Cell Transfer Delay

CUG 
Closed User Group

CUSF
Call Unrelated Service Function

DBR
Deterministic Bit Rate

DDI
Direct Dialing In

DHA
Dialogue Handling

DPC
Destination Point Code

DSMCC

DSS1, 2
Digital Subscriber Signalling system No.1, 2

ECR
Explicit Cell Rate

FISU
Fill-In Signal Unit

GCRA
Generic Cell Rate Algorithm

GT
Global Title

IAM
Initial Address Message

IDN
Integrated Digital Network

IMT2000
International Mobile Telecommunications – year 2000

IN
Inteligent Network

INAP
Intelligent Network Application Part

IP
Internet Protocol

ISDN 
Integrated Services Digital Network

ISUP
ISDN User Part

LI
Length Indicator

LSSU
Link Status Signal Unit

MBS
Maximum Burst Size

MCR
Minimum Cell rate

MSN
Multiple Subscriber Number

MSU
Message Signal Unit

MTP
Message Transfer Part

NI
No-increase Indication

N-ISDN
Narrowband-Integrated Services Digital Network

N-ISUP
Narrowband-ISDN User Part

NNI
Network Network Interface

NPC
Network Parameter Control

NSP
Network Service Part

OPC
Originating Point Code

OSI
Open Systems Interconnection

PC
Point Code

PCM
Pulse Code Modulation

PCR
Peak Cell Rate

PDU
Protocol Data Unit

PH
Physical Header

POTS
Plain Old Telephone Service

PNNI
Private Network Network Interface

PSPDN
Public Switched Packet Data Network

PVC
Permanent Virtual Connection (Channel)

PVPC
Permanent Virtual Path Connection

ROS
Remote Operations Service

ROSE
Remote Operations Service Element

RPC
Remote Procedure Call

SAAL
Signalling Asynchronous Adaptation Layer

SBR
Statistical Bit Rate

SCCP
Signalling Connection Control Part

SCEF
Service Creation Environment Function

SCF
Service Control Function

SCR
Sustainable Cell Rate

SDF
Service Data Function

SLS
Signalling Link Selection

SMAF
Service Management Access Function

SMF
Service Management Function

SRF
Specialised Resource Function

SS7
Signalling System No. 7

SSCF
Service Specific Coordination Function

SSCOP
Service Specific Connection Oriented Protocol

SSF
Service switching Function

SSN
Sub-System Number

STP 
Signalling Transfer Point

SU
Signal Unit

SUB
Sub-addressing

SVC
Switched Virtual Channel

TC
Transaction Capabilities

TCAP
Transaction Capability Application Part

TCP/IP
Transport Control Protocol / Internet protocol

TFA
Transfer Allowed

TFP
Transfer Prohibited

TSL
Transaction Sub-Layer

UBR
Unavailable Bit Rate

UNI
User Network Interface

UPC
Usage Parameter Control

UPT
Universal Personal Telecommunications

UUS
User-to-User Signalling

VBR
Variable Bit Rate

VC
Virtual Channel

VCI
Virtual Channel Identification

VPI
Virtual Path Identifier

VPN
Virtual Private Network

ANNEX A

Other ATM Signalling Protocols

The ATM Forum has developed its own suite of NNI signalling protocols:

· Private Network Interface v1.0 (PNNIv1.0);

· Broadband Inter Carrier Interface (B-ICI) which is an ATM Forum endorsement of some B-ISUP Q.27xx recommendations. While B-ISUP is viewed by the ITU-T as an intra network interface as well as an inter network interface, B-ICI is considered as an inter network interface only (i.e. B-ICI should only be used at administrative boundaries);

· ATM Inter Network Interface (AINI) which was recently approved and provides means of interworking between PNNI and B-ISUP.

Actually the PNNI specification defines two different protocols:

· PNNI Routing which is a routing protocol for an ATM network; similar features also exit in IP networks. PNNI Routing is a link state routing protocol. It gives state and topology information to PNNI nodes and enables them to dynamically route ATM VCs and VPs. PNNI Routing is extremely scalable and was specified to work just as well in small as in very large networks;

· PNNI Signalling is the actual signalling protocol. PNNI Signalling is almost the same as UNI4.0 signalling. Since UNI4.0 is based on DSS2 recommendations, one can consider that so is PNNI Signalling. There is no UNI4.0/PNNI interworking specification since as a result of UNI4.0 and PNNI Signalling close relationship, interworking between the two is quite straightforward. 

PNNI is not an SS7 network signalling protocol. It is transported on ATM VCs using the Signalling AAL (S-AAL). There is no support of ISDN services in PNNI, and no ISUP/PNNI interworking specification. With the existence of PNNI Routing, this is the main difference between PNNI and B-ISUP.

PNNI supports Switched VCCs, Switched VPCs, and Soft PVCs. Regarding Traffic Management, PNNI does not support ITU-T Recommendations like I.371 and I.356 as is. Instead, it is based on the ATM Forum Traffic Management v4.0 (TM4.0) specification and thus supports Constant Bit Rate (CBR), real-time Variable Bit Rate (rt-VBR), non real time Variable Bit Rate (nrt‑VBR), Available Bit Rate (ABR) and Undefined Bit Rate (UBR).

Finally, PNNI does not support native E.164 numbers and can only route calls on ATM End System Addresses (AESA).

The PNNI, B-ICI and TM4.0 specifications can be found on the ATM Forum web site: http://www.atmforum.com. 

ANNEX B

DSS2 and the ATM Forum UNI signalling specifications

B.1
Introduction

The ATM Forum is working in parallel with ITU-T on the specification of UNI ATM signalling. This has led to the publication of UNI 3.1 (September 1994) and UNI 4.0 (July 1996). The scope of this Annex is to give a general overview of the differences at the functional level between the DSS2 and the ATM Forum UNI signalling systems. In particular, the intent of this Annex is not to provide the detailed differences between the protocols themselves and to identify possible inter-operability issues, but rather to give the reader the list of signalling functions provided in UNI 3.1 and UNI 4.0.

B.2
UNI 3.1 signalling specification

The following functions are provided in UNI 3.1:

· Point-to-point SVCs (cf DSS2 Q.2931 with some restrictions such as the non-support of the following DSS2 Q.2931 functions : Alerting phase, the Overlap receiving and Overlap sending procedures, the Notification procedure and the VP associated channel allocation);

· Point-to-multipoint SVCs (cf DSS2 Q.2971 with some restrictions such as the Alerting phase and the notification procedure);

· ATM traffic capabilities such as Constant Bit Rate (CBR) service (cf DSS2 Q.2931), Variable Bit Rate (VBR) service (cf DSS2 Q.2961.1), Unspecified Bit Rate (UBR) service (this service is not specified in DSS2), tagging (cf DSS2 Q.2961.1);

· QoS class indication (ITU-T Q.2931/Q.2965.1 QoS class 0 with ATM Forum specific QoS classes 1 to 4).

B.3
UNI 4.0 signalling 

The UNI 4.0 signalling specification (see af-sig-0061.000 and its addendum af-sig-0076.000) provide the following signalling functions:

· Point-to-point SVCs. This function is described as a delta specification to DSS2 Q.2931. 

· Point-to-multipoint SVCs. This function is described as a delta specification to DSS2 Q.2971.

· Generic identifier transport (DSS2 Q.2941.1). This function is described in the delta specification to Q.2931 (point-to-point SVCs) and in the delta specification to Q.2971 (point-to-multipoint SVCs).

· ATM traffic capabilities such as Constant Bit Rate (CBR)/Deterministic Bit Rate service (cf DSS2 Q.2931 and Q.2961.2), Variable Bit Rate (VBR)/Statistical Bit Rate service (cf DSS2 Q.2961.1 and Q.2961.2), Unspecified Bit Rate (UBR) service (this service is not specified in DSS2), tagging (cf DSS2 Q.2961.1), Available Bit Rate service (cf DSS2 Q.2961.3 with minor extensions) and Frame discard (not specified in DSS2);

· QoS class indication (cf DSS2 Q.2931/Q.2965.1 QoS class 0 with ATM Forum specific QoS classes 1 to 4);

· Switched Virtual Paths (cf DSS2 Q.2934). This function is described in the delta specification to Q.2931;

· Signalling of individual QoS parameters (CTD, CDV, CLR) (cf ITU-T Q.2965.2 which is under definition);

· Negotiation of connection characteristics (cf DSS2 Q.2962);

· Supplementary services (based on DSS2 DDI, MSN, SUB, CLIP, CLIR, COLP, COLR and UUS);

· Leaf initiated Join (LIJ) (not defined in DSS2);

· ATM any-cast (not defined in DSS2);

The following ITU-T DSS2 signalling functions are not specified in UNI 4.0:

· Signalling for the ABT service (i.e. DSS2 Q.2961.4), ITU-T SBR2/SBR3 capabilities (cf DSS2 Q.2961.6);

· Signalling of CDVT values (i.e. DSS2 Q.2961.5);

· Modification of connection characteristics (i.e. DSS2 Q.2963.1, Q.2963.2 and Q.2963.3);

· Explicit signalling of I.356 QoS classes (i.e. DSS2 Q.2965.1 and Amendment 3 of Q.2931);

· B-ISDN frame relay bearer service (i.e. DSS2 Q.2933);

· Call priority (i.e. DSS2 Q.2959) and Closed User Group (i.e. DSS2 Q.2955.1);

· Generic functional protocol (i.e. DSS2 Q.2932.1);

· Look-ahead (i.e. DSS2 Q.2964.1);

· Signalling of AAL type 2 and the associated parameters (i.e. DSS2 Q.2931 Amendment 2).
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SMF :  Service Management function�SMAF : Service Mangement Access Function�SCEF : Service Creation Environment Function







CCF :   Call Control function�CUSF : Call Unrelated Service Function�SSF    : Service Switching Function�SRF    : Specialyzed Resource Function
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SCF :   Service  Control function�SDF :   Service Data  Function












