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NEXT GENERATION NETWORKS (NGN) 
 
In considering the developments for Next Generation Networks (NGNs), the GSC: 
 
RECOGNIZES THAT: 

• Many of the Enterprise/Business Models developed under GII are applicable to 
NGNs; 

• NGNs may be realized in a variety of different ways; 
• Interworking will remain a key issue, given the diverse implementations of NGNs; 
• Fundamental changes are occurring in the functionality of layers in layered 

architectures; 
• Fundamental changes are occurring in the ways in which protocols may be stacked 

upon each other, combined, or negated by the capabilities of other protocols; 
• The boundary between control and management is becoming blurred; 
• Coherence functions are required to provide end-to-end services across multi-

provider domains; 
• ETSI is expected to soon release a report on standardisation strategy for NGN 

issues; 
• Better models for describing identification and location services are required. 

 
CONCLUDES THAT: 

• Many of the existing standards for network principles, models, architectures, etc, are 
not applicable to the current and emerging NGN technologies; 

• That the nature of NGN emerging technologies and architectures is creating new 
standards challenges in certain areas of standardization; 

• There is a need for SDOs to collaborate on new standards issues associated with 
NGNs 

• NGN is too vast a subject to be covered by a single HIS. 
 
RESOLVES TO: 

• Promote collaboration among SDOs for NGN issues that have cross impacts, 
including (but not limited to) the following: 

 
• Architecture and protocols 
• End to end QoS 
• Service platforms  
• Network management for NGN 
• Lawful/legal interception 
• Security 
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Each of these topics are proposed to be as High Interest Subjects; 

 
• Encourage the further identification of standards issues associated with NGNs. 
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THE FOLLOWING ARE FOR INCLUSION INTO THE ANNEX FOR HIS DEFINITIONS 
ARCHITECTURE AND PROTOCOLS 
 
PSO work programmes on this High Interest Subject might include: 

• Consider the use of generic reference modeling techniques to help identify additional 
standards needed to support NGN communication establishment service either 
within an operator domain or in between operator domains.  

• Definition of interworking functions to support legacy terminals.  In particular, work is 
needed on the definition of trunk level profiles for megaco/H.248 and BICC. 

• Determination of how end-to-end service and call control can be supported across 
heterogeneous networks 

• Definition of functionality of advanced terminals in terms of software upgrade 
mechanisms, redundancy and evolution of cost-reduced terminals, version 
negotiation and management and target roll-out path for deployment 

 
This High Interest Subject incorporates the previous HIS on BICC. 
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END TO END QOS 
PSO work programmes on this High Interest Subject might include: 

• Completion of End-to-end QoS class definition for telephony 
• Definition of a new end-to-end multimedia QoS class definition framework and a 

method of registering QoS classes of individual media components 
• Specification of how to use lower layer QoS mechanism to achieve upper layer QoS 

within the network 
• Inter-domain lower layer QoS control 
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SERVICE PLATFORMS  
 
PSO work programmes on this High Interest Subject might include: 

• Definition of service control architectures covering both OSA/APIs and proxy aspects 
• Enhancement of mechanisms to support provision of services across multiple 

networks covering both service roaming and interconnectivity of services 
• Development of mechanisms to support user presence and user control of service 

customisation and profiles 
 
This High Interest Subject includes the Open Service Architecture (OSA) aspect of the 
previous HIS on IN/VHE/OSA 
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NETWORK MANAGEMENT FOR NGN 
PSO work programmes on this High Interest Subject might include: 

• Enhancement of the overall “core” Network management architecture and definition 
of basic network management services and interfaces to suit NGN requirements 
(fault, performance, customer administration, charging/accounting, traffic and routing  
management) 

• Inclusion of new architectural concepts such as tML 
 
This topic is an extension of the previous High Interest Subject on TMN. Although PSO work 
on TMN still continues, the concentration of work on very narrowly defined TMN 
requirements no longer holds the status of a High Interest Subject.  The work has now 
expanded beyond the common framework requirements of TMN to include inter-network, 
inter-administration, and technology-specific network management operation, administration, 
and provisioning requirements. 
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LAWFUL/LEGAL INTERCEPTION 
PSO work programmes on this High Interest Subject might include: 

• Definition of new packet based transport “handover” interface between target 
network and law enforcement agency; and 

• Enhancement of existing Intercept Related Information to include new data elements 
covering both signaling and multimedia streams. 

• Consideration of technical solutions for all related issues that respect the privacy of 
un-related communications 
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SECURITY 
PSO work programmes on this High Interest Subject might include: 
• Development of a compound security architecture and security guidelines for NGNs.  
• Development of NGN specific security protocols and APIs 
 

Background Information 
 
Due to the fact that NGN security is inherent but nevertheless crucial and is touching many 
areas and SDOs, just underlines the strategic importance of this area. 
 
Within NGN, security issues interrelate with architecture, QoS, network management, 
mobility, billing and payment.   
 
One of the most significant challenges facing the design of NGN security standards is the 
fact that the networks are no longer conceived as a monolithic systems with clear interfaces. 
Much of the standardisation work in NGN security has to be based on guides and principles 
along with APIs so that a secure network can be built from a given selection of specific NGN 
components. 
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