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مورد إعلامي لمساعدة الدول الأعضاء على بناء قدراتها  
في مجال الأمن السيبراني والصمود السيبراني

إن مجلس الاتحاد الدولي للاتصالات،

إذ يضع في اعتباره

*أ )* القرار 130 (المراجَع في بوخارست، 2022)، بشأن تعزيز دور الاتحاد في مجال بناء الثقة والأمن في استعمال تكنولوجيا المعلومات والاتصالات؛

*ب)* القـرار 45 (المراجَع في كيغالي، 2022) للمؤتمر العالمي لتنمية الاتصالات، بشأن آليات لتعزيز التعاون في مجال الأمن السيبراني، بما في ذلك مكافحة الرسائل الاقتحامية والتصدي لها؛

*ج)* القرار 50 (المراجَع في جنيف، 2022) للجمعية العالمية لتقييس الاتصالات (WTSA)، بشأن الأمن السيبراني؛

*د )* التوصية 3 لفريق العمل التابع للجلسة العامة لمؤتمر المندوبين المفوضين لعام 2022، التي تدعو المجلس إلى النظر في المقترحات المقدمة من الدول الأعضاء بشأن البرنامج العالمي للأمن السيبراني (GCA)، واستخدامه الحالي وإمكانية تطويره في المستقبل،

وإذ يذكِّر

*أ )* بأن الأمن السيبراني عنصر أساسي لتأمين البنى التحتية للاتصالات/تكنولوجيا المعلومات والاتصالات؛

*ب)* بأن بناء الثقة والأمن في استخدام تكنولوجيا المعلومات والاتصالات أمر أساسي للاستفادة من الفرص الهائلة التي تتيحها التكنولوجيات الرقمية؛

*ج)* بأن زيادة التوصيلية الرقمية تتطلب المزيد من العمل لبناء القدرات في مجال إذكاء الوعي بالصمود السيبراني والأمن السيبراني، فضلاً عن معالجة الفجوات الرقمية،

يقرر أن يكلف الأمين العام، بالتعاون الوثيق مع مديري المكاتب الثلاثة

1 باستحداث مورد إعلامي للدول الأعضاء يشمل، في إطار كل من ركائز البرنامج العالمي للأمن السيبراني (GCA):

أ ) أمثلة على أفضل الممارسات الحالية؛

ب) مصادر المشورة والمساعدة والتوجيه من الاتحاد وغيره من المنظمات ذات الصلة، من أجل تعزيز قدرات البلدان في مجال الأمن السيبراني والصمود السيبراني؛

ج) معلومات عن برامج بناء القدرات التي يقدمها الاتحاد وغيره من المنظمات ذات الصلة؛

2 بالحفاظ على هذا المورد وتحديثه بانتظام، لمراعاة التحديات الجديدة، والتطورات الجديدة، والأنشطة الجديدة ذات الصلة بالاتحاد، فضلاً عن الأنشطة الجديدة التي تقودها منظمات أخرى يمكنها أن تساعد الأعضاء في تعزيز قدراتهم في مجال الأمن السيبراني والصمود السيبراني.
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