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DECISION 630

(adopted at the fourth Plenary meeting)

Informational resource to help Member States build their cybersecurity and cyber resilience capacity

The ITU Council,

considering

*a)* Resolution 130 (Rev. Bucharest, 2022) on Strengthening the role of ITU in building confidence and security in the use of information and communication technologies;

*b)* WTDC Resolution 45, (Rev. Kigali, 2022) on Mechanisms for enhancing cooperation on cybersecurity, including countering and combating spam;

*c)* WTSA Resolution 50 (Rev. Geneva, 2022) on Cybersecurity;

*d)* Recommendation 3 of the Working Group of the Plenary of the Plenipotentiary Conference 2022, that invites the Council to consider proposals from Member States regarding the GCA, its current use and possible future elaboration,

recalling

*a)* that cybersecurity is a fundamental element for securing telecommunication/ICT infrastructures;

*b)* that building confidence and security in the use of ICTs is essential to reap the immense opportunities of digital technologies;

*c)* that greater digital connectivity necessitates more work to build capacity for cyber resilience and cybersecurity awareness, as well as to address digital divides,

decides to instruct the Secretary-General, in close cooperation with the Directors of the three Bureaux

1 to develop an informational resource for Member States, that includes, under each of the pillars of the Global Cybersecurity Agenda (GCA):

1. examples of existing best practices;
2. sources of advice, assistance and guidance from the ITU and other relevant organisations for countries to strengthen their cybersecurity and cyber resilience;
3. information about capacity building programmes that the ITU and other relevant organisations are providing;

2 to maintain and regularly update this resource, to take account of new challenges, new developments and new ITU related- activities, as well as new activities lead by other organizations that can assist Membership in strengthening their cybersecurity and cyber resilience capacity.
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