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Facts at a glance:

• One in three internet users is aged 18 or under.

• UNICEF estimates that 71% of young people are online

worldwide.

• Risks include exposure to (age-)inappropriate or illegal 

content, harassment, cyberbullying, misuse of personal data

or location information, illicit communication from unlawful 

individuals, or the sharing of sensitive personal information or 

images.

Introduction
The second half of the 20th century saw an increased focus on children's rights, culminating in the 

UN Convention on the Rights of the Child.

• The resulting treaty was made available for signatures on 20 November 1989 and went 
into force on 2 September 1990.

• It is the most ratified human rights treaty in the world.

• As of 14 January 2024, 196 countries are party to the treaty, including all UN 
member states (excluding the US).

Child protection, though, goes beyond law enforcement. There are a number of initiatives 

worldwide and from a variety of entities, including governments, governmental entities, and 

NGOs, which provide assistance, tools, and information to young people, parents/guardians, 

educators, industry, and policymakers.



• Canadian Centre for Child Protection –
Canada

• National Society for the Prevention of 
Cruelty to Children – UK

• Ghanaians against Child Abuse (GACA) 
– Ghana

National
Organisations

• The Age-Appropriate Design 
Code – UK

• The Harmful Digital 
Communications Act – New 
Zealand

• The eSafety Commisioner –
Australia

• Rwanda Child Online Protection 
Policy –
Rwanda

National Models

• The WePROTECT Global Alliance

• The Global Partnership and Fund 
to End Violence Against Children

Transnational Models

• Organisation for Economic Co-
operation and 
Development (OECD)

• UNICEF

• International 
Telecommunications Union

• The World Childhood Foundation

International
Organisations

International Initiatives

Key considerations:

Digital literacy is a key educational component in society today. Therefore, 

despite possible dangers, young people should not be denied the right –

through online means – to obtain information, be creative, express 

themselves, interact with peers and family, and play.

The Internet of Things (IOT) is increasingly more of a reality, now incorporating 

many kinds devices connected to the internet, such as toys and baby 

monitors, which form a part of young people's lives in the 21st century.

Young people should be educated on how to avoid pitfalls and dangers online 

and be made aware of the digital footprint they leave behind.

Resources and educational materials should be made available to young 

people, parents/guardians/educators, and industry in order to promote COP 

and provide guided steps to take and assistance in the case of any breach of 

online safety.

Companies should be responsible for and held accountable to protect young 

people online, providing any safety protocols needed to ensure a protected 

user experience.

All stakeholders should collaborate together to ensure young people are 

increasingly protected and technology advances and becomes an ever more 

integral part of daily life.



UAE Centennial 2071

Achieving Social 
Wellbeing

Consolidating Moral
Values

Consolidating Values 
of Tolerance

Federal Government
Strategies and Plans

Safe and positive 
digital communities

Ministry of Education Initiatives

Curriculum Policies and Guides Campaigns

UAE Initiatives



Curriculum and Guides Overview

The purpose of the Digital Literacy Framework is to provide stakeholders with an 

outline of the importance of digital literacy and how its related concepts, skills, 

and values can be incorporated across all subject curricula. The framework 

provides a set of stage-appropriate goals aligned to national and international 

frameworks, which are informed by United Arab Emirates (UAE) national policies, 

the UAE Centennial 2071 pillars, and the Ministry of Education (MoE) Computing, 

Creative Design, and Innovation (CCDI) subject. The skills embedded within the 

Digital Literacy Framework act as indicators for academic readiness and build a 

strong foundation for entry into Higher Education institutions and future careers. 

Within the Digital Literacy Cross-curricular Framework, there is a domain that 

explicitly focusses on citizenship and protection.

The UAE Ministry of Education strategically incorporates online safety lessons 

throughout various subjects, aligning with the Digital Literacy Framework's goals. 

This integration ensures students acquire crucial technology skills while fostering 

a deep understanding of responsible online practices. By drawing on national 

policies, the UAE Centennial 2071 pillars, and the Ministry's CCDI subject, the 

curriculum equips students to navigate the digital landscape competently and 

conscientiously. This approach not only prepares them for academic success but 

also instills the essential tools for thriving in our digitally interconnected world, 

aligning with the broader goals of the UAE's educational vision.

A guide that includes practical steps taken by the student, guardian, and school to achieve 

a safe educational environment from cyberbullying including online gaming.

A guide designed for academics, professionals, and social workers to promote awareness 

regarding digital protection, aiming to assess the skills students acquire for safeguarding 

themselves against virtual threats.

Digital Literacy Cross-curricular Framework Online Safety Curriculum Content

Safe Education and Anti-Cyberbullying Guide Digital Security Guide



Awareness campaigns in the field of digital protection
Awareness workshops for parents to educate them about the available digital prevention methods so that they can benefit from this 
knowledge to protect their children from any electronic danger. Digital prevention educational campaign

Celebrating World Cyberbullying Day by launching a guide to preventing cyberbullying and a video recording for training (workers in the 
field of social care, counselling, mental health, child protection, and special needs) to be used while working with students in the field 
of awareness, case studies, and treatment.

World Day for the Prevention of 
Cyberbullying

A national campaign to raise awareness and prevent cyberbullying and its signsIts effects and the correct procedures followed to 
prevent, reduce, and treat its effects in a manner appropriate to different ages, in cooperation with the National Committee for the 
Prevention of Bullying in the School Environment ,

National Bullying Prevention Week 
Campaign (Cyberbullying)

An awareness cartoon series consisting of four episodes that addresses a number of dangers facing children in the digital world and 
introduces the appropriate ways of behaving .

The cartoon series “A Happy Student in 
the Digital Environment”

An awareness workshop targeting students in the second and third cycle to raise awareness about the risks facing children in the
digital world and how to confront and prevent them. Through the workshop, students are also introduced to the relevant authorities to 
support and protect children.

Awareness in digital protection

Training for parents to raise their awareness about child protection in all aspects, based on the national policy for child protection in 
educational institutions. The role of the family in child protection

Electronic family consultations for parents in order to enhance family stability in building a student with psychological and social 
balance by providing family support to parents regarding the problems that hinder them from achieving family stability. Family Counseling Initiative

Numbers of beneficiaries

243,032

Numbers of events

283

Number of partners

32



Curriculum Examples



Digital Literacy Cross-curricular Framework

Example of the Citizen and Protection Domain 



6th Grade lesson on 

Creative Computing, Design and Innovation Curriculum

Examples of lesson on Online Safety and Ethics

6th Grade lesson on 
Online Safety Online Safety



11h Grade lesson on 

Health Sciences Curriculum

Examples of lesson on Digital Health

11th Grade lesson on 

Digital Health Online Presence and Digital 
Footprint



12th Grade lesson on 

English Curriculum

Examples of lesson on Online Safety and Cyberbullying

12th Grade lesson on 
Online Safety Cyberbullying



4th Grade lesson on 

Arabic Curriculum

Examples of lesson on Cyberbullying

I Am Brave



7th Grade lesson on 

Moral, Social and Cultural Studies Curriculum
Examples of lesson on Cyberbullying

Electronic Abuse



6th Grade lesson on

Islamic Education Curriculum

Examples of lesson on Cyberbullying

اختيار الجليس



Thank you

@moeuaeofficial

www.moe.gov.ae
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