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1 Introduction
In IPTV markets, there will be various types of service providers; like IPTV transport provider, content provider, and contents aggregator. Each provider need service combination of different type of service providers or need the clear contract with other service provider to get the quick service spreading. With such a clear internetworking contract amongst IPTV SPs, user can get any sources from content providers through the IPTV transport provider, and we can make IPTV service popular.

To make the optimal contract amongst multicast based IPTV SPs and to provide the stable IPTV services amongst multicast service providers, we need to define the requirements for interoperability amongst IPTV multicast service providers and  to make the standardization of the functional requirements for IPTV network interoperability.
At last IPTV FG meeting in Busan, these interoperability issues were introduced, and it was decided to include them into output document in WG1 and WG4. But in WG1, those interoperability issues are too specific to arrange the WG1’s high level IPTV service requirement. And in WG4, the output document is not clear yet to satisfy the functional requirement for interoperability issues. So in this contribution, we are going to propose that rearrange the essential functional requirement for IPTV interoperability from living list document to accomplish the WG4’s output document as the multicast functional requirement perspective.

2 Discussion
The essential functional requirements for IPTV network interoperability are the definition of the IPTV service exchange information and the network interoperability functions. 
2.1 Definition of IPTV service exchange information 

For IPTV interoperability, the fundamental information for each IPTV provider should be announced, like following IPTV service exchange information. The purpose of the IPTV service exchange information is to define the IPTV source information from all IPTV providers.
· ID of content aggregator or video provider

· source IP address block

· multicast IP address block
· Transport protocol(UDP or TCP)

· Port number

· Authentication key 
· Service Start & End time

2.2 Definition of the functional requirement for IPTV network interoperability
2.2.1 Access Privileges and authentication functionWe need to give Authorization to only allowed user group or IPTV service exchange peer to use SP resources. So negotiation of access privileges is absolutely needed.
2.2.2 Resource Usage, CAC support
We need to give Admission control and/or resource reservation in user base or service volume base, which is a kind of resource broking feature. This feature can be used for essential contract conditions between SPs.
2.2.3 QoS and Quality monitoring functionThis feature means the function to push the QoS policies to IPTV service elements, monitor the quality of each IPTV service.

2.2.4 Inter-domain address translation and Control of multicast injection
  Each content aggregator or video transport provider may have its own address policy and the policy of video transport provider’s internal address may not match the inter-domain address policy. Therefore, each video provider can translate the address from content aggregator to the internal address. The address translation is up to the video provider’s policy.
2.2.5 VoD Admission Control SupportIn IPTV service, VoD is one of killer application and it consumes big bandwidth. So, QoS of VoD service is key requirement and to provide the guarantee of VoD service quality, the IPTV service exchange point provides the admission control information for the VoD traffic. 

2.2.6 Security Support function
IPTV service exchange point should protect the IPTV network and IPTV source against the malicious traffic injection. This feature should be implemented in IPTV service exchange point.
· uRPF in exchange peer interface
· Filtering about non-approved group range, source Block and non approved application port numbers

· PIM neighbor authentication
· TCP/ICMP message filtering for 224/4
· Protection against multicast source spoofing
· BSR message filtering
· Multicast Route limit 
2.2.7 Policing of Multicast traffic and Unicast trafficBased on contract, IPTV service exchange point can regulate the multicast IPTV traffic or Unicast IPTV traffic. 

2.2.8 Policy exchange feature
IPTV service exchange point should change the policy information between SPs. That information includes the Video encoding rate, SLA information and traffic rate, etc.

2.2.9 Multicast Addressing requirementsFor interoperable multicast channels, it is recommended to use RFC 3180 range(GLOP addressing in 233/8).  ISPs can use RFC 3138 range(Extended Assignments in 233/8) or RFC 2365  range(Administratively scoped block) if there is an agreement between peering ISPs.

2.2.10 Multicast routing requirements· MBGP policy
· Advertising summarized prefixes if possible
· Recommended route filtering policy
· default information
· private addresses(RFC 1918 range)
· all Multicast groups(224/4)

· ISP’s unicast prefix range from peer ISP
· AS Path filtering
· Maximum prefix limit
· Md5 authentication between MBGP peers
· MSDP policy
· Recommended MSDP SA Filter (inbound/outbound)
· Domain-local multicast applications

· Auto-RP groups

· Administratively scoped groups(239/8)
· Default SSM range(232/8)
· Loopback addresses(127/8)

· Private addresses(RFC1918 range)
2.2.11 Unicast traffic policyISPs can send multicast and unicast traffic simultaneously over the same links or different links. Unicast routing table is used for multicast RPF check. Multicast traffic should not reject due to conflict between unicast routing policy and multicast routing policy. Load-balancing mechanism is not exactly same between unicast and multicast. So SPs should establish the traffic/link policy considering these mechanisms.

2.2.12 End to End High Availability guarantee policyMulticast services are mostly effected by network link failure and/or routing protocol neighbor down. There have been graceful restart techniques to avoid temporary service disruption during link failure and neighbor down. If these techniques are applied, SPs can improve multicast service stability during temporary outages. One thing to remind is that graceful restart feature is sometimes not compatible among vendors, so make sure if all vendors’ equipments work as an expected manner.
3 Proposal

At last IPTV FG meeting in Busan, these interoperability issues were introduced, and it was decided to include them into output document in WG1 and WG4 or living list document. But in WG1, those issues are too specific to arrange the WG1’s high level IPTV service requirement. And in WG4, the output document is not clear yet to satisfy the functional requirement for interoperability issues. So we propose that rearrange the essential functional requirement for IPTV interoperability from living list document to accomplish the WG4’s output document as the multicast functional requirement perspective.
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