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ABSTRACT

This contribution summarizes the activities on Application layer Forward Error Correction for IPTV services. It summarizes the standard activities on application layer FEC and specifically addresses the advantages of the DVB-IPI solution on application layer FEC. The document proposes to reuse the DVB-IPI solution on AL-FEC in IPTV FG and to communicate its availability within IPTV FG.

1
Introduction

Digital Fountain provided an overview on application layer reliability techniques in FGIPTV-ID-0097e. Specifically the advantages of application layer forward error correction (AL-FEC) have been highlighted. Based on this contribution, it has been decided to generate a Working document on “Application layer reliability solutions for IPTV”. 

For this meeting IPTV FG has been informed by the DVB project in an input liaison (FG IPTV-IL-0031) on the latest information on the work of on AL-FEC LS: The DVB TM on November 23, 2006 approved the specification of the AL-FEC to be published as an Annex to the DVB-IP phase 1.3 specification (TS 102 034) ‎[4]. This letter includes a detailed presentation on the AL-FEC work, but the full specification still needs final approval from DVB Steering Board before it is published through ETSI. The publication is expected in February 2007. 

This contribution specifically addresses the advantages of the DVB-IPI solution on application layer FEC. The document also proposes to reuse the DVB-IPI solution on AL-FEC in IPTV FG and to communicate its availability within IPTV FG.
2
Standards-Activities on Application Layer FEC

Despite many FEC schemes exist applicable for streaming media in IPTV, to the best of our knowledge only three packet erasure correction schemes for streaming media have been standardized elsewhere: 

· IETF RFC2733 ‎[1] 

· This defines a simple mechanism for applying short block parity codes to RTP streams. The scheme is limited by the small number of packets that can be protected as a block (24 packets). This RFC has not been widely implemented and will shortly be obsoleted by an update which allows slightly longer block sizes (48 packets) and the possibility to apply unequal protection to different parts of each packet.

· 3GPP TS26.346 “Multimedia Broadcast/Multicast: Protocols and Codecs” ‎[2]
· This standard defines a generic framework for application of FEC to media streams. The framework is not specific to RTP and operates just above the UDP layer. This framework could possibly be used with many FEC codes, however 3GPP specify and require support of a single specific code (the Digital Fountain Raptor code).

· ETSI EN301 192 “Digital Video Broadcasting: DVB Specification for Data Broadcasting” ‎[3]
· This defines what is in fact a link layer erasure code intended to be used with the DVB-H system for transmission to mobile terminals to combat the terrestrial mobile channel environments. This FEC scheme operates below the IP layer and so is completely independent of the applications and is based on a large Reed-Solomon erasure code.
In addition to these approved and published standards there is ongoing work on this topic in a number of standards bodies. 

· The IETF AVT group is close to finalizing a scheme based on RFC2733 which also provides for unequal level protection (draft-ietf-avt-ulp). 

· SMPTE N29 is considering publication of another scheme based on RFC2733 originally developed by the Pro-MPEG Forum (generally referred to as “Code of Practice 3”, or ‘CoP3’) for protection of video streams in contribution applications.
· The IETF has also recently initiated a new working group (“fecframe”) to standardize a framework for application of FEC to media streams along similar lines to that defined by 3GPP. The framework will not specify a particular FEC code but will use an approach similar to that adopted by the IETF RMT working group which standardized protocols for reliable file delivery over IP multicast (which, incidentally, may also be of interest to the IPTV FG for multicast download e.g. for content, service guides, interactive applications or software). The RMT group defined an FEC Building Block which described how the specification of protocols which use FEC could be separated from specification of the FEC codes themselves. This results in a set of “plug & play” specifications which can be combined according to the needs of a given application.

· Finally, and most immediately relevant to the IPTV FG, the DVB IP Infrastructure group (DVB-IPI) has been progressing an activity to evaluate and select an FEC code for IPTV. The group has decided on a FEC solution, but the specification is not yet published. DVB has provided the IPTV FG the latest information on the work of on AL-FEC in an input liaison (FG IPTV-IL-0031): The DVB TM on November 23, 2006 approved the specification of the AL-FEC to be published as an Annex to the DVB-IP phase 1.3 specification (TS 102 034) ‎[4]. This letter includes a detailed presentation on the AL-FEC work, but the full specification still needs final approval from DVB Steering Board before it is published through ETSI. The publication is expected in February 2007.

3
DVB-IPI Solution for AL-FEC in IPTV FG

Document FGIPTV-ID-0097e already discussed the advantages of AL-FEC in IPTV environments. Packet losses experienced in IPTV deployments can be mitigated or even eliminated to provide such benefits as

· Eliminate packet loss

· Reduce overengineering

· Reduce QoS overheads

· Extend loop lengths

· Add service-specific protection.

Specifically the DVB-IPI is very suitable for IPTV deployments for telcos, mainly due to the inclusion of Raptor Codes. Some advantages are: 

· The DVB code provides almost the performance of ideal erasure codes over a huge range of packet loss rates. 

· The code can protect against different types of losses, random losses, burst losses of different length, etc.

· The flexibility available with Raptor codes for changing loss environments, allows easy and straightforward dimensioning and configuration. 

· The Raptor component of DVB-IPI allows extensibility to support expected upcoming IPTV services such as content download delivery services or firmware updates, as Raptor is already integrated in such services (see for Download Delivery in MBMS ‎[1] and File Delivery in IPDC CDP ‎[5]).

· Raptor has proven to be ready for expected IPTV-mobile TV convergence as it is applied and highly efficient in both worlds.

Digital Fountain has assessed and also partly deployed Application Layer FEC and specifically the DVB-IPI solution in different environments such as realistic DSL lines, power line communication hone networks, wireless home networks, wireless access networks, and mobile TV environments. If any of these areas fall into the application space of ITU FG IPTV, DF will provide additional background.   

4
Proposal
We propose that the ITU FG on IPTV, specifically WG2:

· decides the integration of an AL-FEC in the Working document on “Application layer reliability solutions for IPTV”.

· recommends and references the solution from DVB-IPI once it is available. This decision will avoid market fragmentation and will allow making use of the excellent efficiency of the solution.

· assesses the DVB-IPI solution in all application environments, which are of interest for ITU IPTV FG.

· communicates the availability of an AL-FEC solution within the IPTV FG such that the impacts of its use on the design of the rest of the IP TV systems – particularly the implications for IP network quality of service requirements are considered in the network design. Whilst “well-designed” networks prevent packet losses as much as possible, a truly “error-free” or even “quasi-error-free” network design introduces inefficiencies, wasted bandwidth, incurs significant maintenance costs, and may require additional expensive router technologies as it contradicts the best-effort transport principle of IP. Therefore, awareness of effective end-to-end reliability solutions will help to prevent over-engineered networks and can results in solutions which are both more effective and more cost-effective than network engineering alone.
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