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5.4.6
Home Network
	Requirement
	Note

	IPTV_NET_082: The Home Network (HN) shall support at least one IPI-4 interface with sufficient bandwidth and QoS to support the IPTV service. This should include the simultaneous transport of multiple video streams, in addition to voice and data traffic [IIF.ARCH.HOME.09].
	Due to the limitation of available bandwidth on the access network, multiple video streams may not be possible.  Thus, the second sentence should be optional.

	IPTV_NET_083: The IPI-4a interface, if supported, shall comply with the appropriate standard DSL specifications. [IIF.ARCH.HOME.10]
	A proposed requirement on IPI-4a.

IPI-4a interface should be mentioned if IPI-4c and IPI-4d interfaces are mentioned under IPI-4 interface.

	IPTV_NET_084: The IPI-4b interface, if supported, shall comply with the appropriate optical access network specifications such as G.983, G.984 and IEEE802.3.
	A proposed requirement on IPI-4b.

IPI-4b interface should be mentioned if IPI-4c and IPI-4d interfaces are mentioned under IPI-4 interface.

	IPTV_NET_086: The RF carrier(s) utilized to carry the digital information over the IPI-4c Interface shall not interfere with the standard CATV RF plan within the residence. To clarify further, the new RF carrier(s) used for the IPTV service may either operate below the CATV-defined RF spectrum or above it [IIF.ARCH.HOME.13].
	The frequency allocation on coaxial cable is not necessary below or above conventional services.  It may be possible to assign a frequency for the new RF signal within the operational range of CATV service if both signals do not interfere.

	IPTV_NET_089: The IPTV Architecture should support the ability to simultaneously transport multiple video streams and voice and data over an IPI-4 interface.  [IIF.ARCH.HOME.16]
	Due to the limitation of available bandwidth on the access network, multiple video streams may not be possible.  Thus, the second sentence should be optional.

	IPTV_NET_090: The IPTV Architecture should support the ability for the DNGF to implement standard IP routing functions, per established IETF specifications. [IIF.ARCH.HOME.17]
	DNGF can be a bridge type device.

	IPTV_NET_091: The IPTV Architecture should support the ability for the DNGF to support routing functions per IPv4 specifications. [IIF.ARCH.HOME.18]
	DNGF can be a bridge type device.

	IPTV_NET_093: The IPTV Architecture should support the ability for the DNGF to support the routing of IP packets between all interfaces toward the access/core network (WAN side of the HN), and toward the ITF (LAN side of the HN). Specifically, this means: [IIF.ARCH.HOME.20]

· Routing should be supported from DN to HNS (downstream flow).

· Routing should be supported from HNS to DN (upstream flow).

· Routing should be supported from any HNS to any other HNS (bidirectional flows).
	DNGF can be a bridge type device.

	IPTV_NET_096: The IPTV Architecture should support the ability for the DNGF to support multiple logical IP interfaces (multiple attachment points at the IP layer) on any particular physical DN interface [IIF.ARCH.HOME.23].
	There may be a case where a single IP interface is enough for DNGF.  Thus, this item should be optional.

	IPTV_NET_098: The IPTV Architecture should support the ability for the DNGF to assign IP addresses to devices in the Home Network [IIF.ARCH.HOME.25].
	It is possible that Network/Service provider, not by the DNGF, assigns all devices in the Home Network.  Thus, this item should be optional.

	IPTV_NET_099: [Deleted]
	The usage, as well as details, of ITF’s information is not clear and should be clarified, otherwise proposed for elimination.

	IPTV_NET_100: [Deleted]
	This item seems to be similar with IPTV_NET_101.  Proposed for elimination.

	IPTV_NET_101: The DNGF should support NAT/NAPT capability mapping IP addresses and port numbers between the public WAN and the LAN(s) [IIF.ARCH.HOME.28].
	There may be a case where NAT/NAPT is not used at the DNGF.  Thus, this item should be optional.

Also, it should be clarified that this item is a requirement for DNGF.

	Editor’s note: contributions are welcomed on IPTV_NET_102 for refinement

IPTV_NET_102: To protect the home network from malicious or unauthorized access, the IPTV architecture should support the ability for the DNGF to establish a firewall, with multiple levels of security and appropriate application level gateways [IIF.ARCH.HOME.29].
	There may be a case where firewall is not used at the DNGF.  Thus, this item should be optional.

	IPTV_NET_105: If Ethernet over point-to-point CAT5 copper interface is supported in the home network, the IPI-1b Interface should comply with standard such as IEEE 802.3 10/100/1000BaseT specifications. Multiple instances (multiple lines) may exist between the DNGF and the different devices implementing the ITFs [IIF.ARCH.HOME.43].
	This item seems to be too much detail for the service requirement.  The standards mentioned should be described as examples.

	IPTV_NET_106: If Ethernet over copper telephony wiring is supported in the home network, the IPI-1c Interface should comply with standard HomePNA over copper specifications, such as ITU-T G.9954. IIF.ARCH.HOME.44
	This item seems to be too much detail for the service requirement.  The standards mentioned should be described as examples.

	IPTV_NET_107: If coaxial HNS networking is supported in the home network, the IPI-1d interface should comply with, including but not limited to, coaxial transport specifications listed below: [IIF.ARCH.HOME.45]

I)
HomePNA 3.0, per ITU-T G.9954. 

II)
Recommendation offered by the Multimedia over Coax Alliance (MoCA), which is a consortium of companies and not a formal standards organization. More information can be found at < http://www.mocalliance.org >.

III)
TVnet technology offered by Coaxsys, which argues for a simple solution that does not require software to operate.

NOTE - There are at least three competing technologies for the transport of digital data over coax.
	This item seems to be too much detail for the service requirement.  The standards mentioned should be described as examples.

	IPTV_NET_108: If wireless HNS interface is supported in the home network, the IPI-1e Interface should comply with standard WiFi specifications, such as IEEE 802.11 a/g/n [IIF.ARCH.HOME.46].

The IPTV Architecture shall support the ability for the ITF to support channel change functionality [IIF.ARCH.HOME.54].
	This item seems to be too much detail for the service requirement.  The standards mentioned should be described as examples.

	IPTV_NET_109: The IPTV Architecture should support the ability for the DNGF to support channel change functions between the ITF and service provider [IIF.ARCH.HOME.55].
	There may be a case where DNGF does not support channel change functions.  Thus, this item should be optional.

	IPTV_NET_116: The IPTV Architecture should support the ability for the DNGF to be the arbitrator for local traffic traversing from one HNS network to another HNS network, attached to the DNG [IIF.ARCH.HOME.31].
	Since there may be some technical solutions for QoS mechanism of DNGF and the arbitrator, which needs further clarification, is supposed to be a possible solution, this item should be stated as optional.

	IPTV_NET_119: [Deleted]
	The SLA between end-user and delivery network (network provider?) on upstream signal seems to be an unusual case and should be clarified. Otherwise this item should be eliminated.

	IPTV_NET_120: The IPTV Architecture should support the ability for the DNGF to route IP traffic based on provision-able/manageable mechanisms to guarantee QoS for different service classes [IIF.ARCH.HOME.35].
	IP routing for QoS management, if this requirement means so, seems to be a typical case for QoS management in Home Network.  Thus, this item should be optional.

	IPTV_NET_122: The IPTV Architecture should support the ability for the DNGF to map downstream traffic to corresponding local flows to provide QoS for the different services. This includes L3 to L2 mapping, based on the local HNS [IIF.ARCH.HOME.37].
	There may be some mechanisms to bridge QoS at DNGF other than mapping downstream traffic to corresponding local flows. Thus, “should” rather than “shall” is proposed, if no rationale is provided on this item.

	IPTV_NET_123: The IPTV Architecture should support the ability for the DNGF to map upstream traffic generated by the end-devices to corresponding outgoing flows to provide QoS for the different services. This includes L2 to L3 mapping [IIF.ARCH.HOME.38].
	There may be some mechanisms to bridge QoS at DNGF other than mapping upstream traffic to corresponding outgoing flows. Thus, “should” rather than “shall” is proposed, if no rationale is provided on this item.

	IPTV_NET_124: The IPTV Architecture shall support the ability to configure QoS rules at the DNGF that govern traffic mapping (upstream or downstream) for the different services [IIF.ARCH.HOME.39].
	Unclear requirement.


	IPTV_NET_125: [Deleted]
	Unclear requirement.  Proposed for elimination.
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