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1 Abstract

This contribution proposes modifications to the contents of sub-clause 6.1.1 “Admission Control”, as given in the latest Working Document: Traffic Management Mechanisms for the Support of IPTV Services (FG IPTV-DOC-0064), and proposes new text for sub-clause 6.3 “Multicast”.
2 Discussion

Sub-clause 6.1.1 “Admission Control” consists of the following contents which, according to the WG2 Mountain View meeting report, are supposed to be the same as the text given in Section 7.1 of Rec. Y.1291.

"This mechanism controls the traffic to be admitted into the network. Normally the admission criteria are policy driven [IETF RFC 2753]. Whether traffic is admitted depends on an a priori service level agreement. In addition, the decision can depend on if adequate network resources are available so that newly admitted traffic does not overload the network and degrade service to ongoing traffic. For a service provider, maximal traffic should be admitted while the same level of QoS (including transaction performance as well as service reliability/availability expectations) is maintained for the existing traffic.

…

Specifically, the desired service reliability/availability can be requested as a priority level for admission control that, in turn, determines the setup of a "connection" or link such as an LSP. Admission control policies give preference to traffic streams (e.g., for emergency communications) deemed to be more critical by a service provider under conditions of congestion. Admission control priority is a way of giving preference to admit higher priority traffic ahead of lower priority traffic. "

However, the following text is also included in the final paragraph of sub-clause 6.1.1 “Admission Control”:

"For IPTV services, the admission control should be used closely working with the hierarchical queue management and signalling for IPTV services. The hierarchical queue management supports the isolation for subscribers. A new IPTV service session of a subscriber should not affect the other subscribers' sessions. The signalling mechanism can be layer 2 or layer 3 according to the admission control point. The representative L2 and L3 protocols are IGMP and PIM, respectively."

This text is NOT a part of Rec. Y.1291. As is well known, the hierarchical queue technology supporting a Diffserv-aware hierarchical scheduler is one of the common IP QoS mechanisms to manage multiple different applications and is not the only method for admission control.  Admission control is also a very necessary IP QoS mechanism for IPTV multicast services to realize Quality of Service. Both the hierarchical QoS and admission control have no clearly direct relationship. Therefore, admission control cannot closely work with the hierarchical queue management for IPTV services,and the final paragraph of sub-clause 6.1.1 “Admission Control” should not be included. 

In addition, in the first three paragraphs of the sub-clause 6.1.1“Admission Control” provides a general description about admission control. We suggest that parts of the contents may be abstracted.  According to the WG2 Mountain View meeting report, the contribution C317 proposed to add text for admission control. It was agreed to use the first part of the proposed text in the drafting session. Therefore, we propose to combine the contents of these two parts to the sub-clause 6.1.1“Admission Control”.
3 Proposal

Proposal 1: Modify the text of sub-clause 6.1.1 “Admission Control” in the working document Traffic Management Mechanisms for the Support of IPTV Services to read as follows:

6.1.1
Admission Control

This mechanism controls the traffic to be admitted into the network. Normally the admission criteria are policy driven [IETF RFC 2753]. Whether traffic is admitted depends on an a priori service level agreement. In addition, the decision can depend on whether adequate network resources are available so that newly admitted traffic does not overload the network and degrade service to ongoing traffic. For a service provider, maximal traffic should be admitted while the same level of QoS (including transaction performance as well as service reliability/availability expectations) is maintained for the existing traffic.

Admission control meets requirements for IPTV multicast/unicast services as negotiated in the SLA. Specifically, the desired IPTV services reliability/availability can be requested as a priority level for admission control. Admission control mechanisms can efficiently support QoS assurance for IPTV services on a managed network. IPTV Services supported by admission control will meet unicast and multicast service demand for subscribers. Unicast admission control ensures IPTV unicast services, such as VOD, Time Shifted TV etc. Multicast admission control satisfies multicast services, such as BTV, NVOD etc. The policy of multicast admission control is triggered through subscribers joining multicast groups via IP multicast protocols (e.g., IGMP).

Proposal 2: Include the following text in sub-clause 6.3 “Multicast” in the working document Traffic Management Mechanisms for the Support of IPTV Services.

6.3 Multicast

IPTV network supports transportation of multicast traffic and multicast admission control policy for QoS of IPTV services. The multicast admission control system based on users’ admission control policy allocates, reserves resource and controls IPTV multicast transportation for subscribers. The multicast replication function forwards the IPTV multicast stream to subscribers according to their successful resources allocation in the network control system. So quality of service for IPTV multicast services will be able to be guaranteed by multicast admission control. 
	Contact:
	Palin
Huawei Technologies Co.,Ltd.
China
	Tel:


Fax:


Email


	

	Attention: This is a document submitted to the work of ITU-T and is intended for use by the participants to the activities of ITU-T's Focus Group on IPTV, and their respective staff and collaborators in their ITU-related work.  It is made publicly available for information purposes but shall not be redistributed without the prior written consent of ITU.  Copyright on this document is owned by the author, unless otherwise mentioned.  This document is not an ITU-T Recommendation, an ITU publication, or part thereof.



