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1. Introduction
In the last meeting in Mountain View, WG4 agreed to create new output document on IPTV multicast frameworks. As a result, WG4 has two separate working documents, the original WD(IPTV network control aspects) and the new WD(IPTV multicast frameworks). “IPTV network control aspects” is an umbrella WD such that “IPTV multicast frameworks” needs to deal with more specific functional requirements on multicast issues in order to minimize duplication between two WDs. We proposed the requirements of IPTV multicast availability and security in the last meeting, and they were both included in the chapter 7 of the original WD and the chapter 6 of the new WD. In this text, we modified and reorganized the functional requirements according to the scope of each WD and separate the details into two WDs accordingly.
2. Discussion
Functional requirements of availability and security of IPTV multicast highly depends upon IPTV content delivery infrastructure, that is, whether it uses genuine multicast model or other possible ways of delivering IPTV contents. These two topics should be reorganized in such a way that “IPTV network control aspects” focuses on more general functional requirements whereas “IPTV multicast frameworks” focuses on more specific requirements regarding multicast mechanism.
2.1. Reorganizing: Availability of IPTV Multicast
The left column should be included in the chapter 7 of “IPTV Network Control Aspects,” and the right column should be included in the chapter 6 of “IPTV Multicast Frameworks.”
	IPTV Network Control Aspects
	IPTV Multicast Frameworks

	· IPTV service shall be restored without service intervention in the event of IPTV content delivery infrastructure failures.
· IPTV architecture shall provide redundancy and failover mechanisms in order to avoid a single point of failure affects the whole IPTV service.
· IPTV architecture shall be robust against denial of service attacks throughout the infrastructure.

· IPTV architecture shall provide a mechanism to guarantee quality of experience factors such as channel zapping time, loss, delay, and jitter, etc.
· IPTV service shall be managed and monitored for each service group in order to perceive service outages.

· IPTV architecture shall provide a mechanism to avoid service intervention in the event of maintenance period.
	· IPTV service shall be restored without service intervention in the event of multicast mechanism abnormalities.
· Multicast distribution trees shall be dynamically restored in the event of multicast mechanism failures.

· Multicast system architecture and its components shall be fully redundant in order to avoid a single point of failure affects the whole IPTV service.

· IPTV service contents should be distributed in a load balanced manner in order to utilize multicast links efficiently.

· Multicast system architecture shall provide an admission control mechanism to manage multicast events.


2.2. Reorganizing: Security of IPTV Multicast

The left column should be included in the chapter 7 of “IPTV Network Control Aspects,” and the right column should be included in the chapter 6 of “IPTV Multicast Frameworks.”
	IPTV Network Control Aspects
	IPTV Multicast Frameworks

	· IPTV architecture shall provide an admission control mechanism to regulate undesirable events.
· IPTV architecture shall be robust against denial of service attacks targeting the IPTV service components.
· IPTV architecture shall be robust against denial of service attacks initiated by the IPTV service components.

· IPTV architecture shall provide a mechanism for service user authentication and authorization any time.

· IPTV architecture shall provide a mechanism to protect contents from being illegally peculated.
	· IPTV architecture shall be robust against denial of service attacks targeting any multicast mechanisms.
· Multicast system architecture shall provide a mechanism of multicast protocol adjacency authentication in order to establish a reliable peer.
· Multicast system architecture shall provide an admission control mechanism to regulate any multicast events.
· Multicast system architecture shall be independent of adjacent domain such that it shall not affect the adjacent multicast domain without permission.
· Multicast system architecture shall provide a mechanism to check integrity of multicast contents before service delivery such that it prevents unauthorized contents from becoming the content source.


3. Conclusion
Since two working documents of WG4 include some contents in common, it is easily confused the difference and scope of each WD. The original WD is an umbrella WD that covers with more general or wider view whereas the new WD focuses on the details of multicast issues. We modified and reorganized the text of what we previously contributed in the last meeting in order to avoid duplication between the two WDs such that it minimizes the duplication and clarifies the scope of each WD.
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