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Abstract

Proposed changes for Working Document: IPTV Services Requirements (DOC-0083).
1. Introduction

This contribution discusses some IPTV network and control requirements. We propose to change following requirements relevant to network and control in the section 5.4 Requirements for Network and Control Aspects, Working Document: IPTV Services Requirements (DOC-0083).
2. Proposal

	Requirement
	Note/Proposal

	IPTV_NET_017: The IPTV Architecture is required to support mechanisms for the ITF to decode EAN messages which communicate the following information, if required by the national authority. [IIF.ARCH.SERVICE.42]:  
A unique tag identifying the EAN event. This allows end devices to determine whether the event is new or a duplicate.

· Originator of the EAN message.

· EAN Priority (National, State, or local).

· EAN Text for graphic overlay on current user programming

· Network address (assumed to be IP multicast address) of Emergency Alert Video and associated audio.

· Target Location ID -- this is the geographic area that is compelled to handle the EAN it consists of State and county code. If the priority is National, then all areas are compelled to process the EAN.

· Exempted Channels -- the ID of content streams that are empted from the alert because they are direct processors of the EAN such that their content stream will contain the EAN without any intervention from the service provider.

· An option to set a trigger for the start time and either duration or end time of the EAN. 
	This is North American specific requirement. Adding the clause “if required by the national authority”. It is also proposed to move to 6.7 (IPTV_PUB_xxx).



	IPTV_NET_024: The IPTV Architecture is required to support mechanisms to support the enforcement of parental controls in a manner consistent [IIF.ARCH.SERVICE.59].
	Each country has its specific rating methodology. Only the mechanism is necessary for requirement text. It is proposed to delete the part “with ratings defined by recognized content advisory boards”. 

	IPTV_NET_027: The IPTV Architecture is required to have a mechanism to listen for notification messages, and display notifications to the user based on pre-set preferences -- e.g. do not disturb, service operator override [IIF.ARCH.SERVICE.62].
	Clarification of “notification” is required. If not, this should be deleted. If it is equivalent to EAN, this requirement should be deleted because of the duplication with IPTV_PUB_012.

	Editor’s Note related the NET_028: “This is EPG role not the architecture” clarification is needed for selection mechanism; is it about EPG or something else?

IPTV_NET_028: The IPTV Architecture is recommended to support service selection mechanism.
	As stated in Editor’s Note, this is not requirement for network. It should be moved to 6.6

	IPTV_NET_033: The IPTV Architecture is recommended to include interfaces that allow service elements within the architecture to obtain information about the location (e.g. postal address) of the end-user's end-point [IIF.ARCH.OPERATOR.18].
	Clarification of “location of the end-user’s end-point” is required. Adding the example (e.g. postal address) might be appropriate.

	IPTV_NET_040: The IPTV Architecture is required to support the following triggers: [IIF.ARCH.OPERATOR.29]

· Time In – Time used to trigger the consumption of the non-video service. 

· Time-out – The time to stop the use of the object.

Time-in and Time-out can also be used to indicate the window of relevance for the non-video service.  For instance, IPG data would use this to indicate that the entries cover a specific time window.
	This is not requirement for network. It should be moved to 6.6

	IPTV_NET_041: The IPTV Architecture is required to support the following flags: [IIF.ARCH.OPERATOR.30]

· Mandatory – The non-video service can not be ignored.

· Discretionary –The ITF can optionally choose to ignore the non video service.

· Advertisement – Declares the non-video service to be an advertisement.

· Unsolicited – The data is not in response to a user request.

· Disposition – This indicates what is recommended to be done with the non-video service once it has been consumed.  The disposition flag has several values including:

· Delete.

· Acknowledge – Send a message to the originator indicating it has been consumed.

Persist - Stay resident for subsequent use, includes an expiration time (which can optionally be a value indicating never).
	This is not requirement for network. It should be moved to 6.6

	IPTV_NET_042: The IPTV Architecture is required to be robust against Denial of Service (DoS) attacks on or initiated by other devices in the home network [IIF.ARCH.OPERATOR.36]
	It is not clear the concept robust in the presence of DoS attack. Robust against DoS attacks might be appropriate. 
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