- 10 -

FG IPTV–C–0674

	INTERNATIONAL TELECOMMUNICATION UNION
	Focus Group On IPTV

	TELECOMMUNICATION
STANDARDIZATION SECTOR

STUDY PERIOD 2005-2008
	FG IPTV-C-0674

	
	English only

	WG(s): 5
	5th FG IPTV meeting:
Geneva, 23-31 July 2007

	CONTRIBUTION

	Source:
	NTT Corporation

	Title:
	Issues on the IPTV Home Network: Home Network QoS


1.
Introduction

As we agreed at the last FG-IPTV meeting, the home network discussion will be done basically based on the HGI document (FG IPTV-IL-0060).  Although HGI document is well organised and provides almost a complete set for the home network technologies, the current version of document does not cover sufficiently the characteristic of IPTV.

The contribution raises issues related to IPTV for further discussion.

2.
The relationship between HGI and WG5 document

Table 1 – The proposed relationship between both documents

	Home Network WD
	Corresponding part of HGI document
	Note

	6.2
QoS &QoE
	
	

	6.2.1.1
Potential Congestion Points
	5.5.2.1 The Home Gateway upstream
5.5.2.2 The HG Downstream
5.5.2.3 HG Transit Traffic
5.5.3 Bridges and switches in the Home Network
	See FG IPTV-DOC-0094 for detail.

	6.2.1.2
Basic principle of operation
	5.5.4 Basic principle of operation
	See FG IPTV-DOC-0094 for detail.

	6.2.1.3
DSCP and VLAN Usage
	5.5.5 DSCP and VLAN Usage
	See FG IPTV-DOC-0094 for detail.

	6.2.1.4
Traffic Classification
	5.5.6 Traffic Classification
	See FG IPTV-DOC-0094 for detail.

	6.2.1.5
Upstream Classification
	5.5.7 Upstream Classifiers
	See FG IPTV-DOC-0094 for detail.

	6.2.1.6
Downstream Classifiers
	5.5.8 Downstream Classifiers
	See FG IPTV-DOC-0094 for detail.

	6.2.1.7
Traffic Classifiers
	5.5.7 Upstream Classifiers
5.5.8 Downstream Classifiers
5.5.9 Transit classifiers
	See 3.1.

	6.2.1.7.1 IP Destination Address (IP DA)
	5.5.7.1 IP Destination Address (IP DA)
	See 3.2.

	6.2.1.7.2 IP Source Address (IP SA)
	5.5.7.2 IP Source Address (IP SA)
	

	6.2.1.7.3 Physical port
	5.5.7.3 Physical port
	

	6.2.1.7.4 Packet Length
	5.5.7.4 Packet Length
	

	6.2.1.7.5 MAC Source Address (SA) and Destination Address (DA)
	5.5.7.5 MAC Source Address (SA) and Destination Address (DA)
	

	6.2.1.7.6 TCP/UDP Port number
	5.5.7.6 TCP/UDP Port number
	

	6.2.1.7.7 Protocol type
	5.5.7.7 Protocol type
	

	6.2.1.8
QoS Mapping
	5.5.10 QoS Mapping
	

	6.2.1.9
Upstream Queue structure
	5.5.11 Upstream Queue structure
	See 3.3.

	6.2.1.9.1 Downstream and Transit Queue Structure
	5.5.11.1 Downstream and Transit Queue Structure
	See 3.4.

	6.2.1.10Class Based QoS, Sessions and Policy
	5.5.12 Class Based QoS, Sessions and Policy
	See 3.5.

	6.2.2
Quality of Service
	6.4 Quality of Service
	

	6.2.2.1
Classification of traffic
	6.4.1 Classification of traffic
	

	6.2.2.1.1 Requirements for Classification of packets received upon the WAN ingress
	6.4.1.1 Requirements for Classification of packets received upon the WAN ingress
	See 3.6.

	6.2.2.1.2 Requirements for Classification of LAN-LAN traffic
	6.4.1.2 Requirements for Classification of LAN-LAN traffic
	

	6.2.2.1.3 Requirements for Multi-field Classification packets received on the LAN ingress ports
	6.4.1.3 Requirements for Multi-field Classification packets received on the LAN ingress ports
	See 3.7.

	6.2.2.1.3.1 Requirements for Classification of packets received on the LAN ingress using information determined by DHCP Options 60, 61, and 77
	6.4.1.3.1 Requirements for Classification of packets received on the LAN ingress using information determined by DHCP Options 60, 61, and 77
	See 3.8.

	6.2.2.1.4 Requirements for Classification of bridged packets received on the LAN ingress ports
	6.4.1.4 Requirements for Classification of bridged packets received on the LAN ingress ports
	See 3.9.

	6.2.2.2
LAN-side VLAN support
	6.4.2 LAN-side VLAN support
	See 3.10.

	6.2.2.3
Classification Rule Sets
	6.4.3 Classification Rule Sets
	

	6.2.2.3.1 Overview
	6.4.3.1 Overview
	

	6.2.2.3.2 Requirements for Classification Rule Sets
	6.4.3.2 Requirements for Classification Rule Sets
	See 3.11.

	6.2.2.3.3 Requirements for Sequencing Among Classification Rule Sets
	6.4.3.3 Requirements for Sequencing Among Classification Rule Sets
	

	6.2.2.4
Overload Protection Mechanism
	6.4.4 Overload Protection Mechanism
	

	6.2.2.5
QoS Mappings
	6.4.5 QoS Mappings
	

	6.2.2.5.1 Overall Mappings
	6.4.5.1 Overall Mappings
	

	6.2.2.5.1.1 Access Gateway Egress Markings
	6.4.5.1.1 HG Egress Markings
	See 3.12.

	6.2.2.5.2 Integrated Access Devices
	6.4.5.2 Integrated Access Devices
	

	6.2.2.6
Dropping/Congestion Management
	6.4.6 Dropping/Congestion Management
	See 3.13.

	6.2.2.7
Class Queue structure and Scheduling
	6.4.7 Class Queue structure and Scheduling
	

	6.2.2.7.1 Queuing into the WAN Egress port
	6.4.7.1 Queuing into the WAN Egress port
	See 3.14.

	6.2.2.7.2 Queuing into the LAN Egress ports
	6.4.7.2 Queuing into the LAN Egress ports
	See 3.15.

	6.2.2.7.3 Example of Queuing Configuration
	6.4.7.3 Example of Queuing Configuration
	

	6.2.2.8
QoS Management Object
	6.4.8 QoS Management Object
	

	6.2.2.8.1 Overall Requirements
	6.4.8.1 Overall Requirements
	

	6.2.2.8.2 Notation
	6.4.8.2 Notation
	

	6.2.2.8.3 QoS Profile
	6.4.8.3 HGI QoS Profile
	

	6.2.2.8.4 QoS Dynamic Profile
	6.4.8.4 HGI QoS Dynamic Profile
	

	6.2.2.9
Non-Integrated Device Requirements
	6.4.9 Non-Integrated Device Requirements
	

	6.2.2.9.1 LAN Infrastructure Devices
	6.4.9.1 LAN Infrastructure Devices
	

	6.2.2.9.2 Non-integrated Ethernet Infrastructure Devices
	6.4.9.2 Non-integrated Ethernet Infrastructure Devices
	See 3.16.

	6.2.2.9.3 End devices
	6.4.9.3 End devices
	See 3.17.

	6.2.2.9.3.1 Informative notes on IPTV-TD and VoIP Client Devices
	6.4.9.3.1 Informative notes on Set Top Boxes and VoIP Client Devices
	


3.
Issues of consideration

3.1 Issue of 6.2.1.7
Traffic Classifiers

This clause corresponds to clause 5.5.7, 5.5.8 and 5.5.9 of HGI.

In the original text of HGI document, the title of the corresponding clause is “Upstream Classification”.  To be a more generic description, the title of this clause is proposed to “Traffic Classification”.  Also, the text for inclusion is proposed to be changed from the original text of clause 5.5.7 (HGI) as below.

This section clause describes some of the key upstream traffic classification parameters. A full list of classification parameters is given in Section clause 6.46.2.2
With regard to the downstream classification that is originally described in clause 5.5.8 of HGI document, it is proposed to be changed as below for inclusion of this clause. Also, the underlined text needs further discussion.

The main requirement in the downstream direction is to be able to distinguish between managed and unmanaged services, and this can often be done on the basis of IP SA alone. Some of the above classifiers are also included in the downstream (DS) scheme, as they may be required on occasion. However packet length, MAC address, and physical port are not needed in this direction; there is only 1 WAN port, and so the fact that it is downstream traffic can be taken into account without there needing to be an explicit classifier.
With regard to the transit classification that is originally described in clause 5.5.9 of HGI document, it is proposed to be changed as below for inclusion of this clause. Also, the underlined text needs further discussion.

The SP is not directly involved with the transit traffic; his main concern is to prevent it adversely impacting his managed service traffic. This could be done by always separating out DS and transit traffic, and simply giving absolute priority to the DS traffic. However there may be an opportunity to distinguish between (transit) streaming and data traffic on the HN, and prioritize the former. The problem is that if this traffic is simply bridged, then it may not be seen by what is essentially a L3 classification engine, and indeed if all such traffic was forced via the full classifier, this would require it to be able to operate at a line rate of up to 100 Mbps. (Contributor’s note – The mentioned bandwidth seems to be too much specific.) Further, the SP has no awareness of these LAN-LAN flows as services which makes a service-based classifier hard to configure. Therefore there is a simple transit priority scheme, which is essentially device-based and uses MAC address pairs (SA and DA) to identify traffic which can be given higher priority. Separation between DS and transit traffic is still maintained.
3.2 Issue of 6.2.1.7.1
IP Destination Address (IP DA)

This clause corresponds to clause 5.5.7.1 of HGI.

The text for inclusion is proposed to be changed from the original text of HGI as below.

This is a particularly useful service classifier for upstream unicast traffic. Many Managed Some IPTV Services have some kind of Border Gateway functional entities in Service and Network Provider, and so there is a single destination IP address associated with that service. This has 3 major advantages:
• It requires a single, initial configuration
• It cannot be usefully spoofed, as the traffic would go to an inappropriate destination
• It can be used for an encrypted service as long as the tunnel address is known.
Also, it is proposed to add the following note for clarification, because IP destination address in case of multicast has a different meaning.

Note – The relevancy of IP destination address as a traffic classifier in case of multicast transmission needs further study.

3.3 Issue of 6.2.1.9
Upstream Queue structure

This clause corresponds to clause 5.5.11 of HGI.

The inclusion of the following text should be discussed.

1st paragraph:

“There are 3 fundamentally different types of traffic with regard to QoS, voice, video and data, This would require 3 queues, However there is a need to further distinguish between 2 different types of data (e.g. for higher priority control data or to support a premium data service), Further, the overload protection mechanism requires an additional queue, making the total number required at least 5.”
The above text gives the rationale for defining the minimum number of queues.

2nd paragraph:

“There are 3 fundamentally different types of traffic with regard to QoS, voice, video and data, This would require 3 queues, However there is a need to further distinguish between 2 different types of data (e.g. for higher priority control data or to support a premium data service), Further, the overload protection mechanism requires an additional queue, making the total number required at least 5.”
The above text gives the rationale for defining the minimum number of queues.

The right category of IPTV traffic should be studied. HGI document mentions some kinds of traffic such as voice, video, data, higher priority data, premium data service and so on.

3.4 Issue of 6.2.1.9.1
Downstream and Transit Queue Structure

This clause corresponds to clause 5.5.11.1 of HGI.

The relevancy of the text below should be discussed, because this text gives a justification for the service differentiation between downstream and local traffic.

“ensuring that WAN traffic is not blocked by transit traffic,”
The inclusion of the text below should be carefully studied.

“The downstream needs a somewhat simpler queue structure, with 4 queues (LAN Managed Services, WAN Best Effort, LAN Managed Services, LAN Best Effort) per LAN port.”
3.5 Issue of 6.2.1.10Class Based QoS, Sessions and Policy

This clause corresponds to clause 5.5.12 of HGI.

The applicability of class based QoS to IPTV service should be discussed.
3.6 Issue of 6.2.2.1.1
Requirements for Classification of packets received upon the WAN ingress

This clause corresponds to clause 6.4.1.1 of HGI.

Comment on R103, R104, R105, R106, R107, R108, R109 and R110 – These requirements state the ability of classification based on IP destination/source address, DSCP, Protocol field in the IP header and TCP/UDP port number as mandatory.  The relevancy of these classifications in the IPTV context needs to be studied.

Comment on R112 - Further study is needed on the number of classification parameters.

R112: “The HG MUST be able to classify packets based upon any combination of up to 5 of the WAN ingress classification parameters.”
Comment on R115, R116, R117, R118, R119, R120 and R121 - These requirements state the ability of classification based on Ethernet priority defined in IEEE 802.1D, VLAN ID defined in IEEE802.1Q, MAC address and Ethernet Length/Type field as mandatory.  The relevancy of these classifications in the IPTV context needs to be studied.

3.7 Issue of 6.2.2.1.3
Requirements for Multi-field Classification packets received on the LAN ingress ports
This clause corresponds to clause 6.4.1.3 of HGI.

Comment on R128, R129, R130, R131, R132, R133, R134, R135, R136, R137, 138, R139, R140, R141 and R142 - These requirements state the ability of classification based on LAN type, physical port, MAC address, Wi-Fi SSID, IP source/destination address, DSCP, the Protocol field in the IP header and TCP/UDP port number as mandatory.  The relevancy of these classifications in the IPTV context needs to be studied.

Comment on R144 –This item needs further discussion on the number of classification parameters.

R144: “The HG MUST be able to classify packets based upon any combination of up to 5 of the LAN ingress classification parameters.”
3.8 Issue of 6.2.2.1.3.1
Requirements for Classification of packets received on the LAN ingress using information determined by DHCP Options 60, 61, and 77
This clause corresponds to clause 6.4.1.3.1 of HGI.

Comment on R146, R147, R148, R149, R150 and R151 – These requirements state the use of DHCP options. The relevancy of DHCP options in IPTV context needs to be studied.

3.9 Issue of 6.2.2.1.4
Requirements for Classification of bridged packets received on the LAN ingress ports
This clause corresponds to clause 6.4.1.4 of HGI.

Comment on R154 and R155 – These requirements states the ability of classification based specifically on MAC address as mandatory.  There may be other classifications relevant for IPTV traffic. Further study is needed.

3.10 Issue of 6.2.2.2
LAN-side VLAN support
This clause corresponds to clause 6.4.2 of HGI.

Comment on R157 – This requirement prohibits the attachment of VLAN tag to the frame transmitted from any LAN ports. This makes the traffic management using VLAN tag within the Home Network almost impossible.  Further study is needed to accept this requirement.

Comment on R158 – This requirement prohibits any change on VLAN tag or priority tag of frame received from LAN ports. This makes the traffic management using VLAN tag or priority tag within the Home Network almost impossible.  Further study is needed to accept this requirement.

3.11 Issue of 6.2.2.3.2
Requirements for Classification Rule Sets
This clause corresponds to clause 6.4.3.2 of HGI.

Comment on R161 – This requirement prohibits any configuration by the end user.  Further study is needed.

Comment on R164 – This requirement seems to be too much restrictive.  Further study is needed taking into account the possibility of remote configuration.

Comment on R166, R168, R169 and R170 – These requirements specifies a minimum number of concurrent rules. Further study is needed.

R167: “The HG MUST support a minimum of 32 concurrent rules for WAN_Rule_Set_1.”
R168:”The HG MUST support a minimum of 32 concurrent rules for LAN_Rule_Set_1.”
R169: ”The HG MUST support a minimum of 16 concurrent rules for LAN_Rule_Set_2.”
R170: “The HG MUST support a minimum of 16 concurrent rules for LAN_Rule_Set_3.”
3.12 Issue of 6.2.2.5.1.1
Access Gateway Egress Markings
This clause corresponds to clause 6.4.5.1.1 of HGI.

The content of table 3 of HGI document should be discussed.  Documents and practices on the QoS marking need to be collected.

Table 3 specifies some traffic.  IPTV traffic and desirable priority among traffic classes need to be specified.

	HGI
	Layer3
	Layer 2

	
	Diffserv
	WMM/

802.11e
	PLC

(4 Level)
	PLC

(8 Level)

	Class Service
	DSCP
	Access

Category
	Channel

Access Priority
	Channel

Access Priority

	Transit BE

Data
	0x00
	AC_BE

(AC1)
	Priority 1

(CA 1)
	CA0

	Downstream

BE Data
	0x18
	AC_BE

(AC1)
	Priority 1

(CA 1)
	CA3

	Transit VAS
	0x20
	AC_VI

(AC2)
	Priority 2

(CA 2)
	CA4

	Downstream

Video
	0x28
	AC_VI

(AC2)
	Priority 2

(CA 2)
	CA5

	Downstream

Voice
	0x38
	AC_VO

(AC3)
	Priority 3

(CA 3)
	CA7


[HGI] Table 3 Correspondence between Service Classes and HG Egress Markings
3.13 Issue of 6.2.2.6
Dropping/Congestion Management
This clause corresponds to clause 6.4.6 of HGI.

Comment on R179, R180, R181, R182, R183, R184 and R185 – The mechanism of RED is specified in an academic paper (Floyd, S., and Jacobson, V., Random Early Detection gateways for Congestion Avoidance. IEEE/ACM Transactions on Networking, Volume 1, Number 4, August 1993, pp. 397-413. )), not approved standard. The relevant reference should be sought if these requirements are accepted.  Also, the impacts of RED on the quality of IPTV traffic need to be evaluated.

3.14 Issue of 6.2.2.7.1
Queuing into the WAN Egress port
This clause corresponds to clause 6.4.7.1 of HGI.

Comment on R186 – This requirement specifies a minimum number of queues at the WAN egress interface. Discussion is needed.

R186: “The HG MUST support at least five class queues at the WAN egress interface.”
Comment on R191 and R192 – These requirements state configuration of queues.  The relevancy of this configuration needs to be studied.  The relevant queue for IPTV traffic needs to be specified.

Comment on R193 – If this requirement is applied, a certain level of bandwidth is ensured for traffic using WRR.  This suggests that, although this mechanism may be useful for equality among some service classes, the absolute priority for IPTV traffic may not be guaranteed.  The impact on the expected performance for IPTV traffic needs to be discussed.

Comment on R195, R196 and R197 – These requirements specify the traffic relevant for each strict queue.  The second priority queue is assigned for the IPTV traffic.  Further study is needed.

3.15 Issue of 6.2.2.7.2
Queuing into the LAN Egress ports
This clause corresponds to clause 6.4.7.2 of HGI.

Comment on R200, R201, R202 and R203 – These requirements specify the configuration of queues for the LAN egress queues.  The relevancy of these requirements needs to be discussed.

Comment on R205 and R206 – These requirements specify the possible usage of each priority queues.  The first and second priority queues are assigned for WAN ingress Managed Service and transit stream traffic.  The relevancy of these requirements need to be discussed.

3.16 Issue of 6.2.2.9.2
Non-integrated Ethernet Infrastructure Devices
This clause corresponds to clause 6.4.9.2 of HGI.

Documents and practices need to be collected for the discussion of table 7 (HGI).

	Layer3
	Layer 2

	Diffserv
	802.1D
	WMM/

802.11e
	PLC

(4 Level)
	PLC

(8 Level)

	DSCP
	User

Priority
	Access

Category
	Channel

Access

 Priority
	Channel

Access

 Priority

	0x08
	1
	AC_BK

(AC0)
	Priority 0

(CA 0)
	CA1

	0x10
	2
	AC_BK

(AC0)
	Priority 0

(CA 0)
	CA2

	0x00
	0
	AC_BE

(AC1)
	Priority 1

(CA 1)
	CA0

	0x18
	3
	AC_BE

(AC1)
	Priority 1

(CA 1)
	CA3

	0x20
	4
	AC_VI

(AC2)
	Priority 2

(CA 2)
	CA4

	0x28
	5
	AC_VI

(AC2)
	Priority 2

(CA 2)
	CA5

	0x30
	6
	AC_VO

(AC3)
	Priority 3

(CA 3)
	CA6

	0x38
	4
	AC_VO

(AC3)
	Priority 3

(CA 3)
	CA7


[HGI] Table 7 Correspondence between Service Classes and Infrastructure Device Markings
3.17 Issue of 6.2.2.9.3
End devices
This clause corresponds to clause 6.4.9.3 of HGI.

Documents and practices need to be collected for the discussion of table 8 (HGI).

	HGI
	Layer3
	Layer 2

	
	Diffserv
	WMM/

802.11e
	PLC

(4 Level)
	PLC

(8 Level)

	Class Service
	DSCP
	Access

Category
	Channel

Access

 Priority
	Channel

Access

 Priority

	Transit BE

Data

Transit BE Data
	0x00
	AC_BE

(AC1)
	Priority 1

(CA 1)
	CA0

	Upstream

Premium Data
	0x18
	AC_BE

(AC1)
	Priority 1

(CA 1)
	CA3

	Upstream Video Transit VAS
	0x20
	AC_VI

(AC2)
	Priority 2

(CA 2)
	CA4

	Upstream Voice
	0x38
	AC_V0

(AC3)
	Priority 3

(CA 3)
	CA7


[HGI] Table 8 Correspondence between Service Classes and End Device Markings
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