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This contribution describes some IPTV security requirements. We propose to change following requirement relevant to Service Security and Contents Protection Aspects in the section 6.3 of FGIPTV-DOC-083e.
6.3.4 Content Security Requirements
	Proposed change
	Proposal and reason

	IPTV_SEC_C_103: The IPTV Architecture is required to make possible rights specifications and protect content for multiple common existing content formats (e.g., MP-3, MPEG-4, etc.) and/or common computing platforms.
	It is necessary to clarify “and/or”　or we propose to change “and”. 

	IPTV_SEC_C_WWW: The IPTV Architecture is required to use the scrambling algorithm which is designed to last a minimum of 10 years with suitable, variable key lengths by the appropriate experts.
IPTV_SEC_C_XXX: The IPTV Architecture is required to adapt technical solution which allows configurable, variable parameters (such as key length, crypto periods, etc.) for scalable and future proof levels of security in the same stream.
IPTV_SEC_C_YYY: The IPTV Architecture is required to use the scrambling algorithm which is designed by appropriate experts and is not broken the content within a reasonable amount of time, using "brute force" attacks.
IPTV_SEC_C_ZZZ: The IPTV Architecture is required to use the scrambling algorithm which is designed by appropriate experts and whose rationale is a cost/benefit analysis of implementing a solution for today that will still be valid at least 10 years out in time.
	Current IPTV_SEC_C_112 includes some requirements. Therefore we propose that we divide IPTV_SEC_C_112 into four requirements.


6.3.5 Service Security Requirements
	Proposed change
	Proposal and reason

	IPTV_SEC_S_101: The IPTV Architecture can optionally support a mechanism to signal the IPTV Receiving Device to utilize a specified scrambling algorithm based on a standardized framework.
	We propose a change to “can optionally” from “is required”.

Because requirement of IPTV_SEC_S_113 is used “can optionally”.

	IPTV_SEC_S_109:
 The IPTV Architecture is required to support a mechanism for transmitting signalling messages between the DRM Server and the IPTV Receiving Device DRM Component.
	It is necessary to clarify “signalling messages”.

	IPTV_SEC_S_110: The IPTV Architecture is required to support a mechanism to allow for the confidentiality of signalling messages between the DRM Server and the IPTV Receiving Device DRM Component.
	It is necessary to clarify “signalling messages” or we propose to add “between the DRM Server and the IPTV Receiving Device DRM Component” in the sentence. 

	IPTV_SEC_S_111: The IPTV Architecture is required to support a mechanism to allow for the authenticity of signalling messages between the DRM Server and the IPTV Receiving Device DRM Component.
	It is necessary to clarify “signalling messages” or we propose to add “between the DRM Server and the IPTV Receiving Device DRM Component” in the sentence.

	IPTV_SEC_S_112: The IPTV Architecture is required to support a mechanism to allow for the integrity of signalling messages between the DRM Server and the IPTV Receiving Device DRM Component.
	It is necessary to clarify “signalling messages” or we propose to add “between the DRM Server and the IPTV Receiving Device DRM Component” in the sentence.
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