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Abstract
     This contribution puts forward the controlling method of multicast source port at IPTV multicast access node.
Analysis
    IPTV multicast access equipment implements IGMP PROXY or SNOOPING without any extra controlling measures over multicast source that enters the equipment. That is to say, the multicast source can enter the equipment through any access interface , which brings serious influence on multicast user access. At the same time, if IGMP query can be received at user interface, the information related to all multicast user access channel will be leaked.
User receives a multicast traffic in the following process as shown in figure1:               
A. PC1 sends a multicast request with address of  224.1.1.1 to access equipment.
B. Access equipment records the request and informs uplink equipment.
C. The uplink equipment distributes 224.1.1.1 multicast traffic to user access equipment.
D. User access equipment duplicates 224.1.1.1 multicast traffic to PC1.
However, the above process lacks control over multicast source. That is to say, if other user in figure1 privately send 224.1.1.1 or other multicast, PC1 is possible to receive it. If PC1 sends multicast query packet, it can get the multicast user information from the access equipment.
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Therefore, the requirements of control over multicast source at IPTV multicast access point equipment are as follows:
A. The ports connected with users on access equipment don’t respond to multicast query packet to prevent multicast user information at access point equipment from leaking. They don’t forward any ingress multicast traffic.
B. Set access equipment network port as multicast source port. That is, multicast can be forwarded to requesting user only when they ingress through network port. Multicast ingress through other ports will be discarded to prevent illegal multicast from spreading. The ports respond to multicast query packets.
C. Some special ports can be both multicast receiving ports or source ports.
Proposal
Based on the above analysis, it is suggested to take controlling measures over multicast source port at IPTV multicast access point.
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