- 3 -

FG IPTV–C–0707

	INTERNATIONAL TELECOMMUNICATION UNION
	Focus Group On IPTV

	TELECOMMUNICATION
STANDARDIZATION SECTOR

STUDY PERIOD 2005-2008
	FG IPTV-C-0707

	
	English only

	WG(s): 4
	5th FG IPTV meeting:
 Geneva, 23-31 July 2007

	CONTRIBUTION

	Source:
	ZTE Corporation

	Title:
	Multicast Group Management Extensions in IPTV Network


Abstract: 
         This contribution describes multicast group management extensions in IPTV network, i.e. adding a new type of IGMP message. So that, one piece of message can support multiple IGMP messages and users’ information, which shortens the processing time of  access point and its uplink equipment, and reduces the traffic among the devices. 
Analysis: 
The equipment at the access point should be powerful enough to process IGMP message when there are lots of IPTV multicast access users. Although IGMP PROXY can be implemented on the equipment at the access point, the traffic can not be restricted efficiently when more and more user channels occur. 
1、 The description of IGMP message
With three versions all together (V1, V2, V3 respectively), currently IGMPV2 is adopted frequently. Figure 1 shows the format of IGMPV2 message: 
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                              Figure 1： Format of IGMPV2 message
Type： The type of IGMP message
0x16  Membership report message;
0x17  Leave-group message;
0x11  Member query message;
Max Resp Time： Maximum responding time; 
Group Address： It refers to the address of the group to join in or to leave or for specified query. 
So in IPTV implementation, one IGMP message should be delivered when user adds one more channel; if there are too many users or channels switched too often, too many IGMP messages will affect the processing of access equipment dramatically. 
2、 New format of IGMP message 
A new type of IGMP message composed by combining multiple IGMP messages is called multi-user IGMP message; figure 2 and figure 3 display its format: 
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Figure 2 Combined IGMP message
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Figure 3 Host Record 
A new type of IGMP message marked as 0xef is generated by combining users’ IGMP messages. The length of the combined IGMP message should be proper to avoid packet fragment. So that, the IGMP message combing users’ information can greatly reduce the number of IGMP message and deliver detailed information to uplink equipment, which enhances the access capability of IPTV multicast. 
The processes of the interaction of IGMP protocol among equipments are as shown in figure 4, requiring: 
A. The equipment at the access point can combine users’ join-in/leave-group messages and add users’ other detailed information optionally, and it can deliver the combined message to uplink nodes;
B. The uplink node can tell the users’ join-in/leave-group information and other detailed information in the combined IGMP message from each other 
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Figure 4
Proposal: 
          At IPTV access point, IGMP (including IGMP PROXY) should support the type of  combined IGMP message.
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