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IPTV Architecture



1 Scope



This document describes the IPTV functional architecture intended to support IPTV services based on the IPTV service requirements and definitions provided in the related documents from the IPTV Focus Group.  Starting from a basic description of IPTV roles and services, a high level IPTV functional model is outlined.  This model is then developed into a more detailed functional architecture.  Specific cases are also described in more detail.



The IPTV functional architecture may be based on use of existing network components and technologies, as well as on NGN architectures.  This leads to three possible options for the architectural representations:



1. IPTV functional architecture for non-NGN network components (including existing networks)



2. IPTV functional architecture based on the NGN functional architecture, but not based on IMS



3. IPTV functional architecture based on  NGN and its IMS component



The common elements between these alternatives as well as the differences are described in this document.



2 References



The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this working document. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this working document are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.



The reference to a document within this working document does not give it, as a stand-alone document, the status of a Recommendation



[ITU-T Y.2012]
ITU-T Recommendation Y.2012 (2006), NGN Framework Reference Architecture


[ITU-T Y.2021]
ITU-T Recommendation Y.2021 (2006), IMS for Next Generation Networks



[IPTV.REQ]
ITU-T FG IPTV working document (FG IPTV-DOC-0114), IPTV services requirements


[ATIS-0800002] 
ATIS standard ATIS-0800002 (2006), IPTV Architecture Requirements


3 Definitions



3.1
This working document uses the following terms defined elsewhere:



3.1.1
Functional entity [ITU-T Y.2012]: An entity that comprises an indivisible set of specific functions. Functional entities are logical concepts, while groupings of functional entities are used to describe practical, physical implementations.


3.1.2
Functional architecture [ITU-T Y.2012]:  A set of functional entities and the reference points between them used to describe the structure of an NGN. These functional entities are separated by reference points, and thus, they define the distribution of functions. 



NOTE1: The functional entities can be used to describe a set of reference configurations.  These reference configurations identify which reference points are visible at the boundaries of equipment implementations and between administrative domains. 



NOTE2: This definition is taken from Y.2012 and therefore relates to NGN. However, it is also valid for other networks, e.g. networks supporting IPTV.



3.1.3
Reference point [ITU-T Y.2012]:A conceptual point at the conjunction of two non-overlapping functional entities that can be used to identify the type of information passing between these functional entities. 



NOTE: A reference point may correspond to one or more physical interfaces between pieces of equipment.



3.2
This working document defines the following terms:



3.2.1 
Linear TV: A television service in which a continuous stream flows in real time from the service provider to the terminal device and where the user cannot control the temporal order in which contents are viewed. 


4 Abbreviations and acronyms 



This working document uses the following abbreviations and acronyms.


BSS
Business Support Systems



CAS
Conditional Access System



DNG
Delivery Network Gateway



DRM
Digital Rights Management



EPG
Electronic Programme Guide



FE
Functional Entity



HSS
Home Subscriber Server


IMS
IP Multimedia Subsystem



IPG
Interactive Program Guide



IPTV
Internet Protocol TV



NGN
Next Generation Network



OSS
Operational Support System



PVR
Personal Video Recorder


QoS
Quality of Service


SIP
Session Initiation Protocol



URL
Universal Resource Locator



VoD
Video on Demand



5 IPTV Functional Domains


The following figure shows the main functional domains that are involved in the provision of an IPTV Service. These functional domains do not define a business model. This decomposition does not preclude that one provider may be involved in the support of any given IPTV service across more than one functional domain.



[image: image1]


Figure 5-1: IPTV Functional Domains



The four IPTV functional domains are as described below:



>>> In the document “IPTV Service Requirements” other definitions are used. It is proposed to align the definitions. 



Content Provider: The entity that owns or is licensed to sell content or content assets.



Service Provider: The entity that provides the IPTV services to the end-user.


Service provider [ITU-T M.1400]: A general reference to an operator that provides telecommunication services to customers and other users either on a tariff or contract basis. A service provider may or may not operate a network. A service provider can optionally be a customer of another service provider.


Note: Typically, the service provider acquires or licenses content from content providers and packages this into a service that is consumed by the end-user. 


Network Provider: The entity that connects the end-users and the service providers 


Network provider [ITU-T Q.1290]: The organization that maintains and operates the network components required for IPTV functionality. A network provider can optionally also act as service provider.


Note: Although considered as two separate entities, the Service Provider and the Network Provider may in fact be one organizational entity.  



End-user: The end-user consumes the IPTV services. 


End-user [ITU-T J.112]: A human being, organization, or telecommunications system that accesses the network in order to communicate via the services provided by the network.


Note: an end-user is not necessarily a subscriber



Note: The functional elements constituting these domains above will be described in more detail in clause 8, of this document.



6 IPTV related components in the NGN architecture 


It is useful to relate the IPTV architecture to the general NGN framework architecture and other networks to clarify the similarities and differences, as well as provide a reference for the more detailed description of IPTV specific components.  The “NGN-based” architecture means the IPTV architecture in accordance with [Y.2012] for providing IPTV services.  The NGN components described in [Y.2012] are shown in Figure 6-1. 



As the Non-NGN IPTV functional architecture mentioned in the scope and detailed later in this document does not necessarily require NGN components, and uses conventional and/or legacy technology networks for delivery of IPTV services, Figure 6.1 should not be construed as the only basis for IPTV services.  
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Figure 6-1: Transport and service configuration of the NGN


7 IPTV Architectural Overview



The Functional Architectural Overview for IPTV shows the principal functional groups for IPTV. These functional groups provide a more detailed breakdown of the IPTV functional domains that are defined in Clause 5. The functional domains of Content Provider and End-User remain the same. The functional domains of Service Provider and Network provider are not used in the architecture as the commercial and operational boundaries that this implies are not appropriate to an architectural decomposition. The functional groups in the architecture are derived by grouping related functions, how these functional groups are allocated across operational and organisational boundaries will vary between implementations.  
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Figure 7-1:  IPTV Functional Architecture Framework


 [Editor’s note: Y2012 places the management functions on left hand side of the diagram.]


7.1
IPTV functional architecture components


7.1.1 End-User Functions



The End-User Function (EUF) performs mediation between the end-user and the IPTV infrastructure.



7.1.2 Application Functions



The application functions (AF) enable the End-User Functions to select, and purchase if necessary, a content item.


7.1.3 Content Delivery Functions


The content delivery functions (CDF) facilitate delivery of content from the application functions to the end-user IPTV terminal functions using the capabilities of the network transport and control functions.



The content is sent from the application functions to the content delivery functions before or during the service offering process.



Content delivery functions also provide the capability to facilitate interaction between the end-user Functions and selected content, such as playback control (trick mode play functionality with VoD and Network PVR). 



7.1.4 Service Control Functions



The service control functions (SCF) provide the functions to request and release the network and service resources required to support the IPTV services.



For example, it could request the content delivery functions to allocate Content Delivery & Storage functions capacity and request the network transport and control functions to reserve Network bandwidth for the media Stream.



[Editor’s note: relationships with other functional groups should be elaborated upon.]



7.1.5 Management Functions


The Management functions (MF) performs overall system management, status monitoring and configuration. This set of functions may be deployed in a centralized or distributed manner.



7.1.6 Content Provider Functions


The content provider functions (CPF) are provided by the entity that owns or is licensed to sell content or content assets (i.e. owner of the content, metadata and usage rights).



7.1.7 Network Transport and Control Functions


The network transport and control functions (NTF) are the combination of network transport and network control functions.



The network control functions control the network transport layer to provide the required Quality of Service (QoS) for the successful operation of IPTV.



The network transport and control functions provide IP layer connectivity between the IPTV service components and the end-user functions. These components are normally shared across all services delivered by IP to an end-user.



[Editor’s Note: The description of the functional may need to be aligned with the diagrams and the equivalent sections in clause 8.]



7.2 
IPTV Architectural Approaches



Three general approaches have been identified for describing IPTV Functional Architectures, to enable service providers to deliver IPTV services depending on the type of network architecture and evolutionary choices they select. 



· (1)“Non-NGN IPTV functional Architecture” (Non-NGN IPTV)



The Non-NGN IPTV architecture is based on existing IPTV network components and protocols/interfaces. The technology components, protocols and interfaces used in this IPTV architecture are already in widespread use and hence this model is a representation of typical existing IPTV networks and services. It is intended to use these as the basis for evolution towards the other IPTV architectures listed below. 



·  (2) “NGN-based non-IMS IPTV Functional Architecture” (NGN-non-IMS IPTV)



 The NGN non-IMS IPTV functional architecture utilizes the components of the NGN framework reference architecture as identified in Recommendation Y.2012 to support the provision of IPTV services, in conjunction with other NGN services if required.



· (3) “NGN IMS-based IPTV Functional Architecture” (NGN-IMS-IPTV)



 The NGN-IMS based IPTV functional architecture utilizes the IMS component to support the provision of IPTV services, in conjunction with other IMS services if required.



Although the above three architectural approaches in describing IPTV have been selected it is recognized that there are several common functional entities and similarities between these alternative approaches.  This aspect simplifies inter-working between these approaches, as well as allowing an evolution path to be described to maximise similarities.  The use of common elements is a key feature of the representations used in this document to describe these three approaches.  


8 IPTV Functional Architecture


 The following three functional architectures, shown in figures 8-1 to 8-4, are based on Figure 7-1. The functional groups identified in Figure 7-1 are used to structure their layouts. These functional architectures are expected to provide functionality for all envisaged IPTV services. Figures 8-2, 8-3 and 8-4 respectively provide Non-NGN IPTV functional architecture, NGN-based non-IMS IPTV functional architecture and NGN IMS-based IPTV functional architecture.


Key to Figures



· The rectangular blocks represent functional blocks in the IPTV architecture.



· The rounded rectangular areas represent the main groupings of functionality.



· The solid lines represent direct relationship between functional blocks.


· The dotted lines represent end-to-end logical relationship between functional components (i.e. protocol endpoints).



8.1 High Level Architecture of IPTV 
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Figure 8-1 Functional Architecture for IPTV


The dotted line between “Control Client” and “IPTV Service Control Function” should be named (probably “Control Protocol”) as is done with the other three dotted lines. This applies also to the following figures.


8.1.1 End-User Functions



The end-user functions (EUF) are comprised of IPTV terminal functions and the home network functions.



The IPTV terminal functions are responsible for collecting control commands from the end-user, and interacting with the application functions to obtain service information (e.g. EPG), content licenses, and keys for decryption.  They interact with the content delivery functions to receive the streaming parts of the IPTV Service. They also provide the capability for content reception, decryption, and decoding.


The home network functions provide the connectivity between the external network and each IPTV terminal device. These functions include IP connectivity and IP address allocation and configuration from the network transport and control functions to each of the IPTV terminal devices.  All media, data, content, and control traffic must pass through the home network functions in order to enter or exit the end-user’s IPTV terminal device.  The home network functions serve as the gateway between the IPTV terminal functions and the network transport and control functions carrying the interactive services provided by the application functions.


Not all IPTV terminal devices may support functions; this issue is for further study.


>>> This sentence is incomplete: which functions?


8.1.1.1 IPTV Terminal Functions



8.1.1.1.1 Application Clients functional block


The application client functional block is part of the IPTV terminal functions. It exchanges information with the application functions to support IPTV and interactive applications.


8.1.1.1.2 Media Client functional block



This functional block is part of IPTV terminal functions. This functional block receives and controls the delivery of the media from its source.  The media client acquires the media data from the content delivery & storage functional block. After acquiring the content it then decrypts and decodes it and supports playback control.


8.1.1.2 End-User Network functions 



The functions used by the customer to provide connectivity between the IPTV Terminal Functions and the Access Network Functions.



[Editor’s Note: should align terminology between home and end-user network functions (notably with section 7).]



8.1.1.2.1 Delivery network gateway functional block



This functional block is part of Home Network functions. This functional block provides connectivity between the external network and the IPTV terminal device.



In general, it manages the IP connectivity, obtaining IP address(s) and configuration for the home and IPTV terminal devices. This functional block is normally implemented within the delivery network gateway (DNG).


8.1.2 Application Functions


This contains the functional components of the IPTV Applications. It also contains support components for content preparation, protection and application profile functions.


8.1.2.1 IPTV applications functional block


Provides the server side functions of the IPTV Applications. One of the roles of this functional block is to allow the IPTV terminal to select, and purchase if necessary an item of content.



8.1.2.2 Application Profile Functions



Application Profile Functions Stores the profiles for the IPTV Applications.



8.1.2.3 Content Preparation Functions



[Editor’ Note: Text is encouraged in next meeting, it should keep consistent with clause 8.3.2.3 .]



8.1.3 Functional blocks constituting content delivery functions



[Editor’ Note: Text is encouraged in next meeting; it should keep consistent with clause 8.3.]



8.1.3.1 Content delivery and control functional block 


8.1.3.2 Content delivery and storage functional block



8.1.4 Functional blocks constituting network transport and control functions


[Editor’ Note: Text is encouraged in next meeting; it should keep consistent with clause 8.3.4.]



8.3.4.1 Access network functional block



TBD



8.3.4.2 Edge functional block


TBD


8.3.4.3 Core transport functional block


TBD


8.1.5 Functional entities constituting management functions


[Editor’ Note: Text is encouraged in next meeting.]


8.1.5.1 Application OSS/BSS functional block


TBD



8.1.5.2 Content delivery OSS/BSS functional block


TBD



8.1.5.3 Service control OSS/BSS functional block


TBD



8.1.5.4 Transport OSS/BSS functional block


TBD



8.1.6 Functional blocks constituting content provider functions


[Editor’ Note: Text is encouraged in next meeting.]



8.1.6.1 Content and data sources functional block


8.2 Architectural differences


Editor’s note: contributions are encouraged to explain the architectural differences between the three variants.
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Fiure8-2: Non-NGN IPTV Architecture
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Fiure8-3: NGN Non-IMS IPTV Architecture
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 Figure 8-4: NGN IMS IPTV Architecture


8.3 Description of functional entities common to all three architectures


8.3.1 Application Functions



The following section provides a breakdown of the principle Application function of the IPTV Architecture. All functions below the horizontal dotted line are as described in the high-level architecture sections, the set show is for the non-IMS case, and however, these could be replaced with the IMS ones.


>>> This sentence is unclear. The title says that the chapter describes common parts. So there should no mentioning of architecture-specific parts. It is proposed to delete the marked text and to - avoid confusion - delete in the following figure the two rectangular blocks below the horizontal dotted line.
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Figure 8-5: Detailed Application Functional Architecture



8.3.1.1 Applications & Clients


8.3.1.1.1 Service Discovery & Selection Client and Service Discovery & Selection Application


These functional components provide for the discovery and selection of the available IPTV services. This can include the discovery and selection of services from multiple Service Providers. The ordering of service selection or provider selection is not specified.



 [Editor’s Note: elaboration on service discovery and selection and the order in which service and provider selection happens is required.]


[Editor’s Note: Could this be changed to Application Discovery. The selection of Applications that are available from different Service Providers?]


>>> This is a difficult issue: as we combine always the pairs “Client – Application” and as we need some mechanism to select “Applications” we need an “Application to select Applications”. We might need another wording. 


However, the term “Service Discovery & Selection” is already widely used an should not be changed to “Application Discovery & Selection”.


8.3.1.1.2 On-Demand Client and On-Demand Application


These functional components perform session management, service authorization, presentation of the content metadata, and execution of the service logic of the On-Demand service.



8.3.1.1.3 Linear TV Client and Linear TV Application


These functional components perform session management, service authorization, presentation of the content metadata, and execution of the service logic of the Linear TV service



8.3.1.1.4 Other Clients and Other Applications


These functional components provide for the delivery and presentation of additional IPTV services and their content, e.g. games, distance learning etc


All application functions may communicate with the Application Profile Function to support the personalisation of the IPTV services.



8.3.1.2 DRM Components 



>>> It was decided to use “Content Protection” instead of “DRM”. The texts have to be aligned accordingly.



The DRM Rights & Key Management - Controls the protection of the content and is responsible for the management of the content rights and the keys used to encrypt and decrypt the content. It acquires the content rights (or content license, originated from Content Provider) from the Content Preparation function, generates and distributes this security information (rights object or keys) to DRM Client, it may also provide the keys to Content Encryption.


For example, when the end user is about to consume a piece of content, it interacts with Application Profile Function for the user related security subscription information, e.g. time limited, whether FF/FR is allowed etc,  generates the right object and delivers it to the end user.


Content Encryption – Encrypts the content, can be performed by Content Preparation or within Content Delivery.  



[Editor’s Note: Content Encryption function should be moved into Content Preparation Functions.]



DRM Client – The DRM function with the IPTV Device that enables the decryption of the content. 


[Editor’s Note: DRM Client function should be moved into IPTV Terminal Functions.]



DRM Rights Source – The source of the rights that define how the Service Provider can use the content.



[Editor’s Note: DRM Rights Source function should be moved into Content Provider Functions.]



8.3.1.3 Application Profile Functions 


Application Profile Functions Stores the profiles for the IPTV Applications.



8.3.1.4 Application Provisioning 


Application Provisioning manages the life-cycle of IPTV applications


8.3.1.5 Content Preparation Functions



8.3.1.5.1 Content Preparation Functions


Includes Content Aggregation, Content Management, Metadata Processing, Content Processing and Content Encryption. These functions may be used to convert the content, as delivered by the content owner, into the required delivery format.



The Content Preparation Functions may be subject to commercial agreements with Content Owners, not all content may be subject to the functions described below.



First the content is acquired by Content Aggregation. The metadata and rights information are delivered to the Metadata Processing function. Content may be re-coded and encrypted in Content Processing and Content Encryption functions before delivered to Content Delivery Functions. The programme related metadata is delivered to IPTV applications. Should the original content from the content owner be modified or re-coded in any way, it may be necessary to also edit the programme related metadata.



8.3.1.5.2 Content Management


Content Management manages the content’s life-cycle in compliance with commercial agreements with the content owner. The management may be triggered by a request from an IPTV Application Function. It directs the Content Processing Functions to process the content, e.g. to perform packaging, scheduling or re-coding.


>>> The following parts describe Content Processing and should be shifted. Here only short hints on what is processing are sufficient (marked text).











8.3.1.5.3 Metadata Processing 


It gets and manages the programme related metadata from the metadata sources, via Content Aggregation, and converts it if necessary, and provides it to the IPTV Applications. The metadata may include title, brief introduction etc. from CP, price, time schedule etc. 



8.3.1.5.4 Content Aggregation 


It aggregates content delivered by the content owners. 



8.3.1.5.5 Content sources


Content can be received from a number of different sources; the physical interfaces and signal formats may all be different from each of the sources. E.g. IP networks satellite decoders. It may include functions such as content ratifying, which means it needs to ratify content license, content access prioritization and parental control level.   



[Editor’s Note: Content Source function should be moved into Content Provider Functions.]



8.3.1.5.6 Content Processing


>>> The following was taken from 8.3.1.5.2 and combined with the former content of 8.3.1.5.6:



Content Processing functions may perform :



· content packaging. Content packaging is the selection and combination of multiple contents into a single content item for delivery (e.g., packaging a movie with different subtitles), 



· content scheduling by the provision of timing information for ad-insertion or for the scheduling of content delivery.



· re-coding to encode the video content from the original format (e.g. MPEG-2 into a more efficient format for delivery, such as ITU-T Recommendation H.264 for saving bandwidth. 


· other functions such as ad-insertion into streams, format conversion, resolution conversion, editing, etc.





8.3.2 Functional blocks constituting content delivery functions



The figure below extends the NGN IPTV Functional Architecture, to include the detail functional components that relate to Content Delivery Functions and their relationship to the Network Transport and Control functions. The details for Unicast Delivery, as used in Content on Demand, and Multicast Delivery, as used in Linear TV, are considered.



The figure shows the non-IMS case, the IMS case would replaces the Service Control Functions with those in the IMS Architecture shown above.
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>>> In the figure there are two dashed lines marked “Delivery Protocol”. They should read “Unicast Delivery Protocol” and “Multicast Delivery Protocol”, respectively.


Figure 8-6: Content Delivery Functional Architecture [non-IMS case]


[Editor’s Note: Contributions are expected to explain the role and relationships between the content delivery functions, and particularly where control functions reside.]


The high-level functionality for Applications, Service Control and Content Delivery is as described above. The following describes the additional functions introduced in this figure:



8.3.2.1 Content Delivery Control Functions


The Content Delivery Control Functions control the Delivery & Storage Functions to optimize content distribution,  selection and delivery of content to the end user.  It includes two major functionalities: Distribution Control Function and Location Function. 


>>> I assume the word “optimize” relates to “distribution, selection and delivery”.


8.3.2.1.1 Distribution Control Function


The Distribution Control Function coordinates the Delivery & Storage resources and establishes the optimal distribution policy for distributing content among the Content Delivery & Storage Functions. It uses and maintains the distribution information about how the content is distributed among the Content Delivery & Storage Functions.  It may also use the request information obtained from Location Function and distribution information to optimize the distribution policy. 


8.3.2.1.2 Location Function


The Location Function is used to identify the “best” Content Delivery & Storage Function to be used to deliver content to the Media Client.  The selection criterion includes the distribution information and load status of Content Delivery & Storage Functions, the terminal information, e.g. terminal location and capability, and others.  



The Location Function serves the application information. 


It resolves addresses, e.g. such as logical content identifier, into the physical content serving information, such as the address of the server providing the requested content, the protocol used, and in the case where multicast is used. I



It may associate and maintain the mapping between logical channel identifiers and their corresponding multicast network parameters (e.g. multicast address), and provides the mapping to IPTV Application or IPTV Service Control Function when requested.


>>> I’m still not happy with this sentence …Maybe a better wording can be found.


8.3.2.2 Content Delivery & Storage Functions


The Content Delivery & Storage Functions distribute, cach, store and deliver the content to the end user. They handle the media control messages, for example, Pause and Fast Forwards, for controlling the IPTV media flows.  


They include the major functionalities: Delivery Functions (Unicast & Multicast), Cache & Storage Function, and Distribution Function.


8.3.2.2.1 Delivery Functions (Unicast & Multicast)


Delivery Functions (Unicast & Multicast) are the functional elements responsible for streaming and delivering (e.g. via RTP over UDP, Unicast or Multicast) content streams to the Media Client via the Network Transport and Control Functions.  It may provide other serving functions, such as file downloading and uploading to and from the Media Client.


The Delivery Functions may use the Application’s security information, which is carried by the Media Client’s request, to verify the request from the Media Client.  



8.3.2.2.2 Cache & Storage Function


The Cache & Storage Function is responsible for caching the live stream content, such as for time-shifted linear TV, and for storing the file content, such as for video on demand or other file-based IPTV services.  



8.3.2.2.3 Distribution Function


The Distribution Function distributes the content, which include live streams or files, among the Storage and Delivery Functions.  It will receive the content from Content Preparation Functions.


8.3.3 Network and Transport Control Functions



8.3.3.1 Multicast Network Functions


8.3.3.1.1 Multicast Control Point


Provides for the selection of the individual Multicast stream that is to be delivered, over the access network, to the IPTV Devices.  The request for a Multicast Stream may need to be authorised before it is accepted. This is one of the Transport Network functions.



8.3.3.1.2 Multicast Replication



The functions in the Transport Network that replicate the multicast stream from a Multicast Delivery Function to all the Multicast Control Points that need to receive it.


8.3.4 Third  Party Application Gateway Function



 [Editor’s Note: Contributions are requested on how 3rd party applications interact with EUF, IPTV applications and the Gateway.]



Application Support Function is added for 3rd party application in the figure X-X. This new functional component provides an interface for 3rd party IPTV application.
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Figure X-X IPTV Application Architecture.



3rd party application is an application which invokes application interfaces to make use of IPTV functionality. The open interface is intended to stimulate the development of a new innovative IPTV service by the 3rd party service provider who does not operate the network components required for IPTV functionality.


3rd Party Application Gateway Function exposes a highly abstracted application interface to 3rd party application. This function provides a secure open interface for the 3rd party applications to utilise the IPTV capabilities and resources. The following are the possible candidates for the application interface:


· Policy control



· Accessing user profile



· Fetching and notifying IPTV presence information (e.g., the requested service status, channel currently accessed, content currently accessed)



· Handling media flow control


· Fetching and notifying the status of a media stream


8.4 Description of functional entities specific to non-NGN IPTV functional architecture 



8.4.1 Control client functional block



Provides the functions required to communicate with the IPTV Service Control Function to identify and prepare for the connection to the content delivery function.



*: common with non-NGN IPTV functional architecture


>>> What does the star mean? The headline points out, that this chapter deals only with non-NGN items - there is no commonality with other architectures. Otherwise the headline has to be adapted or another chapter is needed which contains items common in different architectures.


8.4.2 IPTV service control functional block



Provides the functions to handle service initiation and/or termination requests, perform service access control, establish and maintain the network and system resources required to support the required IPTV Terminal functionality.


*: common with NGN non-IMS IPTV functional architecture



8.4.3 
Service profile functional block



The Service Profile Function consists of profiles and databases that can be used to maintain, organize, and support the IPTV Service Control functions.  The Profile Management component may maintain and organize any information necessary to help control and operate the IPTV Service Control functions.  


[Editor’s Note: The Profile Management is not shown in the figure. Either is should be in the figure or the text should be more generic, not referencing to s specific component.]



8.4.4 Authentication and IP allocation functional block


TBD



8.4.5 Resource control functional block


TBD


8.5 Description of functional entities specific to NGN Non-IMS IPTV architecture


8.5.1 Control Client Function Block


Provides the functions required to communicate with the IPTV Service Control Function to identify and prepare for the connection to the content delivery function.



*: common with non-NGN IPTV functional architecture


>>> The same comment as above.


8.5.2 
Service Control Functions


Provides the functions to handle service initiation and/or termination requests, perform service access control, establish and maintain the network and system resources required to support the required IPTV Terminal functionality .


 [Editor’s Note: there is an objection to naming this block non-IMS.]



*: common with non-NGN IPTV functional architecture


8.5.3 User profile functional block 



TBD



8.5.4 Network attachment control function (NACF) **


TBD



**: This is not a functional entity and is defined in other ITU-T Recommendations. It is also common with the NGN IMS-based IPTV functional architecture. 


>>> At the beginning of chapter 8 rectangular blocks were defined:


“The rectangular blocks represent functional blocks in the IPTV architecture.”



The problem her is that the headlines of 8.4 and 8.5 talk about “functional entities”, but what is described are “functional blocks”. There seems to be a consolidation and alignment needed.


8.5.5 Resource and admission control function (RACF) **



TBD



**: This is not a functional entity and is defined in other ITU-T Recommendations. It is also common with the NGN IMS-based IPTV functional architecture. 


8.6 Description of functional entities specific to NGN IMS IPTV architecture



8.6.1 Session client functional entity (SC-FE)



TBD



8.6.2 Core IMS functional entity (CIMS-FE)



TBD



8.6.3 Service user profile functional entity (SUP-FE)


TBD



8.6.4 Network attachment control function (NACF) **



TBD



**: This is not a functional entity and is defined in other ITU-T Recommendations. It is also common with the NGN non-IMS IPTV functional architecture. 



8.6.5 Resource and admission control function (RACF) **



TBD



**: This is not a functional entity and is defined in other ITU-T Recommendations. It is also common with the NGN non-IMS IPTV functional architecture. 



8.7 Inter-working between NGN variants of the IPTV architecture
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Figure 8-7: Inter-working between NGN variants of the IPTV architecture


[Editor’ Note: contributions are required to elaborate on the rationale for this scenario, and reconsider the title accordingly..]


8.8 Application support function


Editor’s note: this was prompted by C539 but will need further elaboration. Section should be renumbered appropriately and placed with other sections describing components. This section should be moved in a more general section of the architecture since it is not specific to any NGN, IMS or non-IMS variants.


[Editor’s Note: Contributions are requested to elaborate on this separation, and notably to find clear discriminating factors for what is support. Guidance from SG13 is requested to clarify the differences between Application and ASF, ASF and SSF in the case of IPTV.]



8.9 Functional architecture for management and monitoring 


[Editor’ Note: .clause 8.9 need to be checked whether fit for this IPTV functional architecture section. ]



[image: image12]


Figure 8-8: Diagram of monitoring and management IPTV system


 [Editor’s Note: Contributions are encouraged.]



[Editor’s Note: Already covered, Role of UE should be clarified.]



[Editor’s Note1: add the following text as a new subsection in IMS-Based IPTV architecture titled as “Benefits of IMS-Based IPTV Architecture”.]


[Put in 8.3.2 to replace IMS advocacy paragraph, check title]



IMS-based IPTV implies that the system will use SIP for session control, and the IMS could be used for authentication and authorization of subscribers, as well as admission control and resource reservation. 



The use of IMS as a control mechanism can provide a number of functions that will be required by the IPTV architecture. For the IMS-based IPTV architecture these IMS functions must be evaluated to determine if/how they can provide required IPTV functionality. The functions that will be considered in this context include: 


1. Service integration:  integration of IPTV services with IMS communication services, such as multimedia telephony, messaging etc. can use IMS capabilities. 



2. Security: this could be provided by making use of the IMS built-in identity management, authentication, authorization, and service access protection functions. 



3. QoS:  IMS mechanisms could be used to support the delivery of multiple services over the common managed transport with a controllable Quality of Service (QoS). 



4. User preferences: IMS mechanisms could be used to support interactivity and personalization of IPTV services.



5. Charging:  IMS standardized  charging capabilities, both off-line and on-line could be re-used within the context of an IMS based IPTV solution



6. Roaming: IMS mechanisms to support roaming could be used to provide roaming for IPTV.  


8.10 Reference Points



 [Editor’s Note: Need to define what reference points are.]


>>> ITU-T Rec. I.411 contains a definition of reference points:



Reference points are: The conceptual points dividing functional groups. In a specific access arrangement, a reference point may correspond to a physical interface between pieces of equipment, or there may not be any physical interface corresponding to the reference point. Physical interfaces that do not correspond to a reference point (e.g. transmission line interfaces) will not be the subject of ISDN user-network interface Recommendations.


I think the first sentence is important, as well as the statement that a reference point MAY correspond to a physical interface (so this is an optional feature).


9 IPTV Interconnection over NGN


The section below shows the extension of the Mid Level Architecture to include the interconnection of two NGN networks. These extensions are needed to cover roaming and access to 3rd party services that connect via another NGN.


9.1 Interconnection with the visited provider



Figure 9-1 illustrates the interconnection between the home provider and the visited provider. In this figure, either the Core IMS or the IPTV Service Control Function is used depending on the capabilities of the home provider and the visited providers, respectively.  The Service Control Function of each provider requests the network resources via their RACF. Each network may be interconnected to other networks through intermediate transit networks and the RACF-to-RACF interface can be used to request resource and admission control over intermediate transit networks.
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Figure 9-1: Interconnection with the visited provider



Figure 9-2 illustrates the interconnection with the visited provider without Service Control Functions. In this figure, either the Core IMS or the IPTV Service Control Function is used depending on the capabilities of the home provider. The RACF of the home provider requests the network resources from the visited provider via the RACF of the visited provider.


If no Service Control Functions are applicable due to the absence of the Service Control Functions or the agreement between providers,. the RACF-to-RACF interface is used to request the network resources of the visited network.


[Note] The detailed procedures and information for RACF-to-RACF interface are not specified yet in Y.2111. 
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Figure 9-2: Interconnection with the visited provider without Service Control Functions


9.2 Interconnection with the 3rd party provider



Figure 9-3 illustrates the interconnection with the 3rd party provider. In this figure, either Core IMS or IPTV Service Control Function is used depending on the capabilities of the home provider and 3rd party provider, respectively.  The Application Functions and Content Delivery Functions of the 3rd party provider are involved in providing IPTV services. The Service Control Functions of each provider request the network resources to their RACF.
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Figure 9-3: Interconnection with the 3rd party provider


Annex A


>>> Annex A was not checked.


Content Delivery Functions



[Begin: From C62 Section 8.1.2 NGN based architecture]


Provides the functions for the distribution and delivery of content for the IPTV Applications.



For example, for On-Demand it could receive a content item, e.g. a digital video file, and distribute this to a set of video servers. The distribution can be rule based and or usage based and the servers may be geographical distributed. It could also provide for the mapping between the Content identifier provided by the IPTV Application to the actual video server and content instance to be allocated to the Media Client.



For example, for Linear TV it could receive one or more digital video streams (IP or otherwise) and output these as IP multicast streams. The reception and streaming may be geographically distributed. It could also provide for the mapping between a Logical Channel Number and the Multicast Address that the IPTV terminal can receive the channel on.


[End: From]


Content Delivery Control Function



 [Begin: From C479 Huawei]


For IPTV multicast service, it assigns or acquires necessary service parameters, e.g. multicast addresses for multicast services, source of original content, codec, etc.,  associates them with a specific multicast service, and provide the association based on request, e.g.  Providing for the mapping between a logical channel number and the multicast address that the IPTV device can receive it on.



[End: From]


 [Begin: From C484 Huawei]


The function of the Content Delivery Control includes:



Distribute the content to the Content Delivery & Storage functions throughout the network according to operator’s rules.



Gather information for the resource assignment of the Content Delivery & Storage function, e.g. resource utilization, resources status (e.g. in-service and out-of-service), and perform the assignment according to some criteria, e.g. the gathered information etc.



Gather the information for the selection of a suitable Content Delivery & Storage function, e.g. the content distribution information, the load status of Content Delivery & Storage functions etc, and perform the selection according to some criteria, e.g. the gathered information, the terminal capability etc.



 [End: From]


 [Begin: From C524, Cisco]



The physical location of requested content is resolved by this functional element before delivery of the requested content is performed by the Content Delivery function.  The Content Delivery Control function is in communication with the Content Preparation function to receive VOD location/acquisition information to aid in the delivery of content through services such as VOD and Network PVR.


[End: From C524, Cisco]



Content Delivery & Storage Function


Contains functions for Content Storage and Content Delivery.



[Begin: From C524, Cisco]



The Content Storage function not only stores and caches the content from Content Provision functions, but also transfer the content data among peers for efficiency of delivering.



The Content Delivery function is the functional element responsible for streaming and delivering (e.g. via RTP over UDP, Unicast or Multicast) content streams to the Media Client via the Network Transport and Control Functions. 



 [End: From C524, Cisco]



Network Transport and Control Functions



[Begin: From C62 Section 8.1.2
 Architecture Framework for IPTV]


Access Network and Core Transport Functions provide the IP layer connectivity between the IPTV Service Components and the Customers Transport. These component are normally shared across all service delivered by IP to a customer.


[End: From]


Authentication & IP Allocation Functions: Provides the functions to authentication the Delivery Network Gate Functions connection to the Network Transport and Control Functions and the allocation of an IP address to the


Resource Control Functions: Provides control of the resources in the Access and Transport networks to allow appropriate resources to be provided to the Content Streams.



Management Functions



 [Begin: From C524, Cisco]



The Management Functions manage overall system status monitoring, configuration. This set of functions may be deployed in a centralized or distributed manner.


[End: From C524, Cisco]


Management functions will be provided to each of the main functional groups:



Application Management Function



Content Delivery Management Function



Service Control Management Function



Transport Management Function



Content Provider Functions



Content & Data Source



[Begin: From C 62  


Content and Data Source – These functional components provide for the sourcing of the content and metadata for the IPTV services.



[End: From]



Network and Control approaches in the IPTV Architecture


 [Begin: From C 62  


As described above, 3 approaches were identified for the architecture of IPTV. 



(1) “NGN-based” and “IMS-based” architecture



 An IPTV service component is drawn on top of the “other NGN service components” in NGN architecture shown in Figure TBD.  The IPTV service component is achieved by using IMS.



(2) “NGN-based” and “non-IMS-based” architecture



 An IPTV service component is drawn on top of the “other NGN service components” in NGN architecture shown in Figure TBD.  The IPTV service component is achieved without using IMS.



(3) “Non-NGN-based” architecture



 The architecture does not depend on NGN architecture [1].



In the following sections only new function components are described.



Non-NGN based IPTV Architecture



Case (3) is described in the figures and text above, the figures and text below cover the differences for cases (1) and (2).



[End: From]


[Begin: From C 62  


NGN based Architecture - Non-IMS session control
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 Figure A-1:


NGN Service Stratum 


For the architecture of an IPTV Service that operates of a Next Generation Network, NGN, there are the main layers in the decomposition: Application, Service and Network. The Application layer aligns to the Applications Functions described above. The Service Stratum includes the Service Control Functions and the Network Stratum includes the Network Transport and Control  functions.  



The NGN Service Stratum is divided into Service Support Functions and Service Control Functions 


Service Support Functions - Gateway functions to the Service Control Functions will exist in this layer but are not shown at this level of decomposition.


Service Control Functions - this contains the functional components for the management of the network to ensure the delivery of the media content from it source to the IPTV Terminal.


[Begin: From C 62


NGN Transport Stratum



NGN Transport Stratum – divided into Transport Functions and Control Functions



The Network Transport and Control functions are as defined in NGN standards documents such as ITU-T Y.2012



Transport Control Functions



The transport control functions in Rec. Y.2012, which include resource and admission control functions and network attachment control functions.


NACF


The network attachment and control functions part of the NGN transport control functions as described in Rec. Y.2012.


RACF


The resource and admission control functions part of the NGN transport control functions as described in Rec. Y.2012.


[End: From]


NGN Transport Functions



[Begin: From C 62 


The transport functions provide the connectivity for all components and physically separated functions within the NGN. These functions provide support for the transfer of media information, as well as the transfer of control and management information.



Transport functions include access network functions, edge functions, core transport functions, and gateway functions.



Access Network Functions



The access network part of the NGN transport functions as described in Rec. Y.2012.


Edge Functions



The edge network part of the NGN transport functions as described in Rec. Y.2012.


Core Transport Functions



The core network part of the NGN transport functions as described in Rec. Y.2012.


[End: From]


[Begin: From C 62 NGN based architecture IMS session control 


NGN based Architecture - IMS based session control


The figure below, NGN based Architecture using IMS for session control show the changes to the functional architecture for IMS based IPTV service. It shows the interfaces to common components and other NGN supporting functions where the Core IMS is used for session control.
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 Figure A-2: IPTV Functional Architecture using IMS for Service Control



End-User Functions



Control Client



Provides the functions required to communicate to Core-IMS to establish the SIP-based session to the content delivery server. For example, it could use the SIP address of the server and content from the IPTV application.



NGN Service Stratum



Core-IMS



Provides the session control to deliver SIP-based services to the IPTV Terminal. It provides functions for authentication, authorization of the end user, for the setup of the provision of the IPTV services and the content delivery; it routes or triggers the signalling messages to the appropriate IPTV application; it interacts with RACS for resource reservation and admission control function.



Service User Profile Function



Provides for the storage and management of the user profiles required to support the network service functions. In the IMS-based implementation, this includes the full HSS capability as defined by 3GPP. 



[End: From ]



Appendix I 
Call Flows of IPTV Services



The high-level architecture in section 8.1 shows the static arrangement of the functional components of the IPTV architecture. The following sections illustrate the dynamic nature of the architecture by describing dynamic call flows.



I.1 High level flows


[Editor’s Notes: request further elaboration and thorough checking of its applicability to the IMS-based architectural variant.]


The high-level flow just considers the major interactions between the layers in the architecture, in this description the Content Delivery and Service Control function are combined so that the different interaction between the application layer and these functions can be seen.



Detail breakdown of the functions, and their associated call flows, are described later.



In general a transactional protocol is used between the ITF and the Application, this protocol is used for the selection and, if required, purchase of content. A streaming control protocol is used between the ITF and the Service Delivery and Control functions to establish the delivery and control the content. A delivery protocol is used to carry the content from a delivery function to the ITF.



There are two main approaches to timing of the allocation resources;



Tightly Coupled: The delivery and network resources are allocated on request of the application during the transactional phase of the service. They are released by a request from the application after viewing has been completed. This requires a session to be maintained with the transaction protocol. This approach is called tightly coupled as the application layer is tightly coupled to the control and delivery layer.



Loosely coupled: The delivery and network resources are allocated in response to the establishment of the streaming protocol session. They are released when this streaming protocol session is terminated. This approach is called loosely coupled as the application layer is only loosely coupled to the control and delivery layer.



Although the event sequences for the Tightly Coupled Content On-Demand and Loosely Coupled Content On-Demand operation for Content On-Demand are different the sequence of messages sent by the ITF are the same. The same is true for the two Linear TV cases. This should allow an ITF to interoperate with either style of application to Service Deliver and Control operation.



I.1.1 High level flow for loosely coupled Content-on-Demand


The following sequence represents the high-level sequence of flows for a Content-on-Demand application that uses the Unicast Content Delivery Functions where the application is loosely coupled to the Service Control.



Pre Conditions: Provisioning, network attachment and service selection have been completed.
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>>> In the figure the blocks are named “XXX Strata”. These terms are nowhere defined.


1. IPTV Terminal Function, ITF, connects to and interacts with the Application to select the content item that the customer wishes to receive.



2. The Application connects to the IPTV Service Control and Delivery Functions, SC&DF, to establish the authority for the ITF to consume the content.


>>> In the figure the term “Delivery and Control” is used. This should be aligned for consistency. The abbreviation SC&DF is not yet defined.


3. The application returns the URL containing the URL of the SC&DF and content item



4. The ITF connects to the SC&DF to request the delivery of the content item. 



5. The SC&DF determined the location of the ITF, for example by querying the Network Control function. 



6. The SC&DF determines which delivery function has the requested content and can be connected to the ITF and allocates this.



7. The SC&DF requests the allocation of the network resources needed to support the network path from the delivery function to the ITF. 



8. The ITF issues a Play request



9. The SC&DF streams the content to the ITF



10. At the end of the viewing session the ITF closes the Streaming Session



11. The SC&DF releases the delivery resources



12. The SC&DF requests the release of network resources 



13. The SC&DF confirms that the session is closed



I.1.2 High level flow for tightly coupled Content-on-Demand


The following sequence represents the high-level sequence of flows for a Content-on-Demand application that uses the Unicast Content Delivery Functions where the application is tightly coupled to the Service Control.



Pre Conditions: Provisioning, network attachment and service selection have been completed.
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1. The IPTV Terminal Function, ITF, connects to and interacts with the Application to select the content item that the customer wishes to receive.



2. The Application connects to the IPTV Service Control and Delivery Functions, SC&DF, to establish the authority for the ITF to consume the content and reserve the delivery and network resources.



3. The SC&DF determined the location of the ITF, for example by querying the Network Control function. 



4. The SC&DF determines which content delivery function has the requested content and could be connected to the ITF and allocates this



5. The SC&DF requests the allocation of the network resources needed to support the network path from the content delivery function to the ITF. 



6. The application returns the URL containing the URL of the SC&DF and content item



7. The ITF connects to the SC&DF to request the delivery of the content item. 



8. The ITF issues a Play request



9. The SC&DF streams the content to the ITF



10. At the end of the viewing session the ITF closes the Streaming Session



11. The ITF closes the transaction session with the Application



12. The Application informs the SC&DF that the session has ended



13. The SC&DF releases the delivery resources



14. The SC&DF requests the release of network resources 



I.1.3 High level flow for loosely coupled Linear TV


The following sequence represents the high-level sequence of flows for a Linear TV application that uses the Multicast Delivery Functions where the application is loosely coupled to the Service Control.



Pre Conditions: Provisioning, network attachment and service selection have been completed.
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1. The IPTV Terminal Function, ITF, connects to and interacts with the Linear TV Application to obtain the list of channels that the customer wishes to receive.



2. The Application connects to the IPTV Service Control and Delivery Functions, SC&DF, to establish the authority for the ITF to consume the channels.



3. The application returns the URL of the SC&DF and the list of multicast addresses



4. The ITF connects to the SC&DF to request the network resources for the reception of the channels. 



5. The SC&DF determined the location of the ITF, for example by querying the Network Control function. 



6. The SC&DF requests the allocation of the network resources needed to support the network path from the delivery function to the ITF. 



7. The ITF issues a Multicast Group Join request to receive the channel



8. At the end of the viewing session the ITF closes the Streaming Session



9. The SC&DF requests the release of network resources 



10. The SC&DF confirms that the session is closed



I.1.4 High level flow for tightly coupled Linear TV


The following sequence represents the high-level sequence of flows for a Linear TV application that uses the Multicast Delivery Functions where the application is tightly coupled to the Service Control.



Pre Conditions: Provisioning, network attachment and service selection have been completed.
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1. The IPTV Terminal Function, ITF, connects to and interacts with the Linear TV Application to obtain the list of channels that the customer wishes to receive.



2. The Application connects to the IPTV Service Control and Delivery Functions, SC&DF, to establish the authority for the ITF to consume the channels and reserve the network resources.



3. The SC&DF determined the location of the ITF, for example by querying the Network Control function. 



4. The SC&DF requests the allocation of the network resources needed to support the network path from the content delivery function to the ITF. 



5. The Application returns the URL of the SC&DF and the list of multicast addresses



6. The ITF issues an Multicast Group Join request to receive the channel



7. At the end of the viewing session the ITF closes the Application Session



8. The Application informs the SC&DF that the session has ended



9. The SC&DF requests the release of network resources 



I.2 Non NGN call flows


I.3 NGN Non-IMS call flows


Editor’s Notes: further elaboration is required.



The preceeding sections showed the static arrangement of the functional components of the IPTV architecture and its high-level dynamic architecture. The following sections provides more detail of the dynamic nature of the architecture for Content Delivery where the core-IMS is not used.



Section X.X discussed the coupling between the application layer and the Service Control and Service Delivery functional groups. In this section the relationship between the IPTV Service Control and the Delivery functions is described.



The principle differences between Tight and Loose Coupling of the application with the Service Control is the timing of the allocation of delivery and network resources. Close coupling may be more appropriate for the immediate consumption of content as delivery can be guaranteed. Loose coupling may be more appropriate for delayed consumption of content as resources are not allocated until actually needed.



There are also two ways in which the IPTV Control and the Content Delivery functions may interoperate:



Proxy:  One approach is for IPTV Service Control to proxy all requests between the ITF and the Content functions. In this way IPTV Control can request the allocation of delivery and network resources, track the progress of the streaming session and request the release of resources at the end of the session.



Redirect: The other approach is for IPTV Service Control to request the allocation of delivery and network resources and then redirect the ITF to communicate with the actual Content Storage and Delivery function that has been allocated.



The Proxy approach has the advantage that a single function, IPTV Service Control, keeps track of the allocated resources. The Redirect approach has the advantage that the ITF communicates directly with the Content Storage and Delivery function, reducing latency and resource usage.



The Redirect approach requires that the streaming control protocol can be redirected during sessions establishment. This is supported by most protocols, and if supported means that a single ITF implementation can communication to ITPV services using either proxy or redirect.



The following figures show the call flows for the four use-cases resulting from the combination of Lose and Tight Coupling with Proxy and Redirect. In all cases the Content On-Demand Application is shown making us of the Unicast Content Delivery Functions.



Pre Conditions: Provisioning, network attachment and service selection have been completed.



I.3.1 Content On-Demand with Loose Coupling and Redirect


The following flow shows the interaction between the ITF and the application, the IPTV Service Control and the Content Delivery Functional elements, where the Application and the IPTV Service Control do not communicate and the IPTV Service Control redirects the ITF to the allocated Content Storage and Delivery Function.
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Figure I.1 On-Demand Call flows with loose coupling and redirect



1. The ITF runs the On-Demand Client which connects, using a transactional protocol, to On‑Demand Application to obtain the URL of the IPTV Service Control Function with a reference to the content item that the customer wishes to receive. During this interaction that application will validate the ITF’s connection, it may use the application profile to personalise the service, it may record the transaction and any associated purchase in the application profile. The application will establish, within the service profile, the authority for the ITF to subsequently consume the content.



2. The ITF connect to the IPTV Service Control Function, using a session control protocol, passing it the reference to the content item to be consumed.  The IPTV Service Control Function validates the ITF’s connection request against the authority that has been established.



3. The IPTV Service Control Function determines the location of the IPTV Device, for example by querying the NACF. It passes this information and the content reference to the Unicast Delivery Control Function to request the allocation of delivery resources.



4. The Content Delivery Control Function determines which Unicast Delivery & Storage Function has the requested content and could be connected to the IPTV Device. It queries, or maintains the state of, the Unicast Delivery & Storage Functions to identify one that has free capacity and allocates this to the ITF. It returns the URL of physical server containing the allocated content item to the IPTV Service Control Function.



5. The IPTV Service Control Function requests the network resources needed to support the network path from the Unicast Delivery & Storage Function to the IPTV Device. IPTV Service Control Function returns the ITF a redirect containing the URL of physical server and content item



6. The ITF redirects its session control connection to the identified Unicast Delivery & Storage Function to control and receive the content 



7. The Unicast Delivery & Storage Function uses a delivery protocol to send the content to the ITF.



8. At the end of the viewing the ITF terminates the streaming control session with the Unicast Delivery & Storage Function



9. The Unicast Delivery & Storage Function informs the Unicast Delivery Control Function that the session has ended



10. The Unicast Delivery Control Function releases the delivery resources and informs the IPTV Control Function that the session has ended.



11. The IPTV Control Function requests the release of network resources that were allocated to the network path from the Unicast Delivery & Storage Function to the ITF.



In the exception case where the ITF does not perform step 8 the Unicast Delivery & Storage Function monitors the session and if this fails performs step 9. Steps 10 and 11 would also follow.



I.3.2 Content On-Demand with Loose Coupling and Proxy



The following flow shows the interaction between the ITF and the application, the IPTV Service Control and the Content Delivery Function elements, where the Application and the IPTV Service Control do not communicate and the IPTV Service Control proxies the communications between the ITF and the allocated Content Storage and Delivery Function.
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Figure I.2 On-Demand Call flows with loose coupling and proxy



1. The ITF runs the On-Demand Client which connects, using a transactional protocol, to On‑Demand Application to obtain the URL of the IPTV Service Control Function with a reference to the content item that the customer wishes to receive. During this interaction that application will validate the ITF’s connection, it may use the application profile to personalise the service, it may record the transaction and any associated purchase in the application profile. The application will establish, within the service profile, the authority for the ITF to subsequently consume the content.



2. The ITF connect to the IPTV Service Control Function, using a session control protocol, passing it the reference to the content item to be consumed.  The IPTV Service Control Function validates the ITF’s connection request against the authority that has been established.



3. The IPTV Service Control Function determines the location of the IPTV Device, for example by querying the NACF. It passes this information and the content reference to the Unicast Delivery Control Function to request the allocation of delivery resources.



4. The Content Delivery Control Function determines which Unicast Delivery & Storage Function has the requested content and could be connected to the IPTV Device. It queries, or maintains the state of, the Unicast Delivery & Storage Functions to identify one that has free capacity and allocates this to the ITF. It returns the URL of physical server containing the allocated content item to the IPTV Service Control Function.



5. The IPTV Service Control Function requests the network resources needed to support the network path from the Unicast Delivery & Storage Function to the IPTV Device. 



6. The IPTV Service Control Function starts to proxy the ITF’s session control connection to the identified Unicast Delivery & Storage Function to control and receive the content 



7. The Unicast Delivery & Storage Function uses a delivery protocol to send the content to the ITF.



8. At the end of the viewing the ITF terminates the streaming control session which the IPTV Service Control is still proxying to the Unicast Delivery & Storage Function



9. The IPTV Service Control informs the Unicast Delivery Control Function that the session has ended



10. The Unicast Delivery Control Function releases the delivery.



11. The IPTV Control Function requests the release of network resources that were allocated to the network path from the Unicast Delivery & Storage Function to the ITF.



In the exception case where the ITF does not perform step 8 the IPTV Service Control function monitors the session and if this fails terminates the connection to the Unicast Delivery & Storage Function and the performs step 9. Steps 10 and 11 would also follow.



I.3.3 Content On-Demand with Tight Coupling and Direct



The following flow shows the interaction between the ITF and the application, the IPTV Service Control and the Content Delivery Function elements, where the Application calls the IPTV Service Control to pre-allocated resources. As the Delivery resources have already been allocated the ITF communicated directly to the allocated Content Storage and Delivery Function.
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Figure I.3 On-Demand Call flows with tight coupling and direct



1. The ITF runs the On-Demand Client which connects, using a transactional protocol, to On‑Demand Application to obtain the URL of the IPTV Service Control Function with a reference to the content item that the customer wishes to receive. During this interaction that application will validate the ITF’s connection, it may use the application profile to personalise the service, it may record the transaction and any associated purchase in the application profile. The application will establish, within the service profile, the authority for the ITF to subsequently consume the content.



2. The Application connects to the IPTV Service Control Function passing it the reference to the content item to be consumed and the ITF.



3. The IPTV Service Control Function determines the location of the ITF, for example by querying the NACF. It passes this information and the content reference to the Unicast Delivery Control Function to request the allocation of delivery resources.



4. The Content Delivery Control Function determines which Unicast Delivery & Storage Function has the requested content and could be connected to the IPTV Device. It queries, or maintains the state of, the Unicast Delivery & Storage Functions to identify one that has free capacity and allocates this to the ITF. It returns the URL of physical server containing the allocated content item to the IPTV Service Control Function.



5. The IPTV Service Control Function requests the network resources needed to support the network path from the Unicast Delivery & Storage Function to the IPTV Device. IPTV Service Control Function returns to the Application the URL of physical server and content item, which in turn pass this to the ITF.



6. The ITF establishes session control connection to the identified Unicast Delivery & Storage Function to control and receive the content  The Unicast Delivery & Storage Function validates this request by checking with the service profile



7. The Unicast Delivery & Storage Function uses a delivery protocol to send the content to the ITF.



8. At the end of the viewing the ITF terminates the streaming control session with the Unicast Delivery & Storage Function



9. The ITF then terminates that connection to the Application with in turn informs the IPTV Service Control that the session has ended



10. The IPTV Service Control Function informs the Unicast Delivery Control Function that the session has ended so that it can release the delivery resources.



11. The IPTV Control Function requests the release of network resources that were allocated to the network path from the Unicast Delivery & Storage Function to the ITF.



In the exception case where the ITF does not perform step 9 the Application is monitoring the session and if this fails, it request terminates the session and notifies the IPTV Control Function. Steps 10 and 11 would also follow.



I.3.4 Content On-Demand with Tight Coupling and Proxy


The following flow shows the interaction between the ITF and the application, the IPTV Service Control and the Content Delivery Function elements, where the Application calls the IPTV Service Control to pre-allocated resources. The IPTV Service Control function proxies the communications between the ITF and the allocated Content Storage and Delivery Function.
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Figure I.4 On-Demand Call flows with tight coupling and proxy



1. The ITF runs the On-Demand Client which connects, using a transactional protocol, to On‑Demand Application to obtain the URL of the IPTV Service Control Function with a reference to the content item that the customer wishes to receive. During this interaction that application will validate the ITF’s connection, it may use the application profile to personalise the service, it may record the transaction and any associated purchase in the application profile. The application will establish, within the service profile, the authority for the ITF to subsequently consume the content.



2. The Application connects to the IPTV Service Control Function, passing it references to the content item to be consumed and the ITF. 



3. The IPTV Service Control Function determines the location of the IPTV Device, for example by querying the NACF. It passes this information and the content reference to the Unicast Delivery Control Function to request the allocation of delivery resources.



4. The Content Delivery Control Function determines which Unicast Delivery & Storage Function has the requested content and could be connected to the IPTV Device. It queries, or maintains the state of, the Unicast Delivery & Storage Functions to identify one that has free capacity and allocates this to the ITF. It returns the URL of physical server containing the allocated content item to the IPTV Service Control Function.



5. The IPTV Service Control Function requests the network resources needed to support the network path from the Unicast Delivery & Storage Function to the IPTV Device. IPTV Service Control Function returns to the Application the URL of physical server and content item, which in turn pass this to the ITF. 



6. The ITF starts to session control connection to the IPTV Service Control Function  which proxies the request to the selected Unicast Delivery & Storage Function



7. The Unicast Delivery & Storage Function uses a delivery protocol to send the content to the ITF.



8. At the end of the viewing the ITF terminates the streaming control session which the IPTV Service Control is still proxying to the Unicast Delivery & Storage Function



9. The ITF then terminates that connection to the Application with in turn informs the IPTV Service Control that the session has ended



10. The IPTV Service Control requests that the Unicast Delivery Control Function releases the delivery.



11. The IPTV Control Function requests the release of network resources that were allocated to the network path from the Unicast Delivery & Storage Function to the ITF.



In the exception case where the ITF does not perform step 9 the Application is monitoring the session and if this fails, it request terminates the session and notifies the IPTV Control Function. Steps 10 and 11 would also follow.



I.4 NGN IMS IPTV call flows


I.4.1 VoD service call flows
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Figure I.5



Pre Conditions: Provisioning, network attachment has been completed.



1. The IPTV Terminal obtains the Content Identifier, logical URL for a content item that the        customer wishes to receive. It may be achieved by interaction with the Program Guide Function, or by other means.


2. The ITF initiates a service request with Content Identifier and logical URL to the Core IMS.


3. , and



4. The Core IMS determines the location of the IPTV Device, for example by querying the NACF.


5. The Core IMS forwards the service request to On-Demand IPTV Application Function with the location information, content identifier and the logical content URL


6. to the Content Delivery Control Function.



7. and


8. The On-Demand Application forwards the service request to CDCF, which selects a suitable CD&SF  based on some criteria, e.g. the queried or maintained the state of the CD&SFs (e.g. load state etc.), the ITF location, the knowledge of distributed content among the  CD&SF etc. The CDCF resolves the logical URL of Content into the physical URL of an allocated CD&SF.



9. and



10. The On-Demand IPTV Application requests the allocation of media delivery resources to guarantee available resources.



11. The On-Demand IPTV Application returns the URL of the physical server containing the allocated content item to the Core IMS.


12. The Core IMS returns the URL of the physical server and content item to the ITF.



13. The ITF connects to the identified Content Delivery& Storage Function to receive the content. 


I.4.2 LinearTV service call flows in NGN IMS IPTV



[Editor’s Notes: Need further clarification.]
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Figure I.6



Pre Conditions: Provisioning, network attachment has been completed. The channel streams have been delivered to Multicast Replication Point Function (McRF)/ Multicast Control Point Function (McCPF).



1. The ITF acquires linear TV service parameters (such as a logical channel identifier or a list of logical channel identifiers), e.g. by a service selection procedure;


2. The ITF initiates a service request with logical channel identifier(s) to the Core IMS.



3. and



4. The Core IMS determines the location of the IPTV Device, for example by querying the NACF.


5. The Core IMS forwards the request to the LTV application with ITF location and logical channel identifier(s).


6. The Linear TV application passes the ITF location and the logical channel identifier(s) to the Content Delivery Control Function. 


7. The Content Delivery Control Function determines the multicast addresses, which Content Delivery& Storage Function uses to output the required channels and has multicast network paths to the IPTV Terminal based on the association between logical channel identifiers and multicast addresses. It returns of the corresponding multicast address (es) to the Linear TV application.


8. The Linear TV application returns the multicast network parameters to the Core IMS.



9. The Core IMS requests the network resources to support the network path from the Content Delivery &Storage Function to the IPTV Device.


[contributor’s notes: ] The resources reservation procedure is under study of Q4/SG 13, and is out of scope of this contribution.



10. Core IMS forwards response to ITF.


11. ITF receives the one or a list of logical channels and their multicast addresses and maintains this mapping for the duration of the Multicast session. After that, ITF initiate channel control request by initialling a multicast join request and receives the multicast stream.



When the user exits the Linear TV Application, i.e. they stop watching TV. The ITF will request to end the session and release any requested resources.


I.5 NGN interconnection call flows


The following scenarios show how network attachment process and service session establishment process can be coordinated in order to realize the roaming case in Figure 9-2, where the service control function in the visited network is not used. Some NGN related interfaces (e.g. RACF-RACF interaction, NACF-NACF interaction) require further standardization work in the future.  Figure 9-2-1 illustrates a session setup procedure specific for CoD in the NGN IMS based IPTV in the case of a visited network without IMS control function (as in Figure 9-2). 



The network attachment procedure may be independent from the service establishment procedure.
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Figure 9-2-1: Basic setup procedure for IMS based IPTV in Figure 9-2



[Editor’s note: figure numbering should be updated]



The steps in Figure 9-2-1 are described below. 


1. The IPTV Terminal attaches to the Access Network and requests the user authentication and authorization in order to obtain the valid IP address and establish the link.



2. The Access Network sends the user authentication request to the home NACF through the visited NACF.



3. After the completion of the user authentication and authorization, the Access Network assigns the valid IP address to the IPTV Terminal and establishes the link. 



4. The Access Network obtains the user policy rules from the home RACF through the visited RACF and opens the gate for signalling messages (e.g., SIP port number) based on the provider’s agreement.



5. The IPTV Terminal executes the SIP registration mechanism with the Core IMS including the User Profile.



6. The IPTV Terminal sends a SIP INVITE message to the Core IMS in order to request the IPTV application session. The Core IMS then sends it to the Application Functions.



7. The Application Functions requests the resource allocation for the IPTV Terminal to the Content Delivery Functions.



8. The Content Delivery Functions requests the resource allocation for the IPTV Terminal to the Core IMS. The Core IMS then sends the IPTV media information (e.g., IP address, port number, media type and bandwidth) to the home RACF so that the home RACF can request the visited RACF to open the gate on the Access Network for the IPTV media. Policy rules may be allocated to the Access Network.



9. The IPTV Terminal requests the Application Functions to send the media.



10. The Application Functions requests the Content Delivery Functions to start sending the media. 



11. The IPTV Terminal receives the IPV media from the Content Delivery Functions.



Figure 9-2-2 illustrates basic CoD session setup procedure for NGN non-IMS based IPTV in the case of a visited network without IPTV service control function (as in Figure 9-2). 



The network attachment procedure may be independent from the service establishment procedure.
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Figure 9-2-2: Basic setup procedure for non-IMS based IPTV in Figure 9-2



The steps in Figure 9-2-2 are described below. 



1. The IPTV Terminal attaches to the Access Network and requests the user authentication and authorization in order to obtain the valid IP address and establish the link.



2. The Access Network sends the user authentication request to the home NACF through the visited NACF.



3. After the completion of the user authentication and authorization, the Access Network assigns the valid IP address to the IPTV Terminal and establishes the link. 



4. The Access Network obtains the user policy rules from the home RACF through the visited RACF and opens the gate for signalling messages (e.g., IPTV control port number) based on the provider’s agreement.



5. The IPTV Terminal requests the IPTV media to the IPTV Service Control including the User Profile.



6. The IPTV Service Control requests the IPTV application session to the Application Functions.



7. The Application Functions requests the resource allocation for the IPTV Terminal to the Content Delivery Functions.



8. The Content Delivery Functions requests the resource allocation for the IPTV Terminal to the IPTV Service Control. The IPTV Service Control then sends the IPTV media information (e.g., IP address, port number, media type and bandwidth) to the home RACF so that the home RACF can request the visited RACF to open the gate on the Access Network for the IPTV media. Policy rules may be allocated to the Access Network.



9. The IPTV Terminal requests the Application Functions to send the media.



10. The Application Functions requests the Content Delivery Functions to start sending the media. 



The IPTV Terminal receives the IPV media from the Content Delivery Functions.


Appendix J   
IPTV Physical Network Hierarchy


The IPTV Architecture needs to allow for IPTV Network, Service and Application Components to exist at different physical and logical points in a network. This is common for many operators where the network and service components are hierarchically distributed.



The functional elements of the IPTV Architecture can be mapped to a physical network hierarchy as shown in Figure X.3.  
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Figure X.3: Network Hierarchy for an IPTV Network (Linear TV example)



This Figure includes a network hierarchy as media and control flows from content provider to the end-user.  This hierarchy is intended to be typical, with larger networks having more levels and smaller networks having fewer. The figure shows the components and flows for a Linear TV service.



Super Head End (SHE) Network node(s) with the broadest content scope. The SHE sources content to an entire IPTV network. Intended uses include primary storage for off-line content and transmission of region-independent off-air content (e.g. premium and specialty programming).



Video Hub Office (VHO)  Network node(s) with a local/regional content scope. The VHO sources region-dependent off-air content (e.g. local programming) and houses local off-line storage of content.



Video Serving Office (VSO) Network node(s) that connect end-users (via access systems) to the IPTV network. The VSO (typically a Central Office) hosts or connects all access systems for interconnection to end-users. In addition, the VSO contains aggregation equipment to enable efficient interconnection of access systems to the IPTV network. The option to locate content interconnection and/or content processing equipment is shown, though perhaps not typical.



Note: SHE can be called central server, VHO is regional or metro servers, and VSO is local servers.



Appendix K 
Optional Functions


One means for providing an overlay networking function for IPTV services and multicast and the functions of overlay networking may be performed under the Content Delivery Control Function.


One way of controlling QoS enabled multicast delivery is to utilize the concept of overlay network.



The following functions may be present in the Content Delivery Control Function :



a) Control overlay networking configuration and topology management and overlay multicast tree management, etc.  The overlay network will be created virtually with the control of “Content Delivery Control”. 


b) Provide multi-homed “Content Delivery Control Functions” through constructed overlay networks to meet efficient content delivery with high quality service requirements for IPTV services


c) Support overlay network to configure delivery failure with explicit to ensure that clients are not easily connected/disconnected from the delivery function. With addition, the “Content Delivery Control Function” will provide control function that seeks out multiple servers when they are available in order to reduce the impact of server delivery failures.


>>> The last item is unclear. Check the following proposals:


Support overlay network configurations to ensure that clients are not connected/disconnected from the delivery function in case of failures. 


In addition, the “Content Delivery Control Function” will provide control functions that support redundancy in case of multiple servers in order to reduce the impact of server delivery failures.


Appendix L
Adaptation of the IPTV Architecture for HFC Networks


The following figure shows the function architecture for IPTV where the network layer is provided by a HFC Cable network. Detail decomposition of the diagram is shown in Draft Recommendation J.iptvfra
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Figure L-1: High-Level Functional Architecture for Cable delivered IPTV


HFC Access Network



The Hybrid Fibre Coax, HFC, access network is defined as the network between the CMTS and the Cable Modem.  Attributes of the HFC access network include:



–
Supported or required DOCSIS versions



–
DOCSIS Set top box Gateway (DSG)



–
Edge QAMs



–
Modular CMTS



–
Optical Distribution Network



–
RF Network



CMTS



The cable modem termination system, CMTS, provides support for IP based data services, such as Internet or Voice over IP.



_______________________
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� Recommendation Y.2012 (formerly Y.NGN-FRA) "Functional requirements and architecture of the NGN"




� IPTV Service Requirements and Framework for Secondary Distribution, figure 11.
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