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1.
Introduction
This contribution gives a short review to the WG3 working document (i.e. FG IPTV-DOC-0122) and Security part of WG1 requirements working document (i.e. FG IPTV-DOC-0114) and proposes the revised text for both sub-clauses 3.2 Terms defined in this Recommendation of them.
2.
Comments and modifications about the definition on security aspects to sub-clause 3.2
2.1 Modification of definition to Content protection
The original definition:
Content protection: Ensuring that an end-user can only use the content they have already acquired in accordance with the rights that they have been granted by the rights holder.
Comments:

Here, this definition only indicates the meaning of protection after content had been acquitted, but content protection is the total procedure for content from the source to destination (end-user). So, proposes a revised text.

The proposed definition:
Content Protection: A set of functions between content source and IPTV terminal devices to ensure the content can be distributed (or transmitted) securely by a network,  and can be acquired, consumed, exported, stored, redistributed (or retransmitted) securely by an end-user.
NOTE – The content protection can consist of content distribution, content acquisition, content consumption, content storage, content export and content redistribution according to the time sequence base on the procedure of content processing.

Change the definition to ‘Post acquisition content protection’:
Post acquisition content protection: Ensuring that an end-user can only use the content they have already acquired in accordance with the rights that they have been granted by the rights holder.
2.2 Modification of the definition to Content Tracing
The original definition:
Content tracing: The attachment of information to content to identify the (arbitrary) origin of the content, and/or the responsible party (e.g. the end-user), to facilitate subsequent investigation in the event of unauthorized content copying or distribution.

Note: Content tracing information may be attached to content either as metadata, or as a forensic watermark.
Comments:
The definition looks like a definition for the information of content tracing.
The proposed definition:
Content tracing: The process for content to identify the (arbitrary) origin of the content, and/or the responsible party (e.g. the end-user), to facilitate subsequent investigation in the event of unauthorized content copying or distribution.
Change the definition to ‘content tracing information:
Content tracing information: The attachment of information to content tracing. 
Note: Content tracing information may be attached to content either as metadata, or as a forensic watermark.
2.3 Modification of the definition to Digital Right Management
The original definition:
Digital Rights Management: A synonym for SCP
Comments:

[Wikipedia] DRM is a technology intended to give content providers control over redistribution and access to material.
[Webopedia: http://isp.webopedia.com/TERM/D/DRM.html] A DRM system protects the copyrights of data circulated via the Internet or other digital media by enabling secure distribution and/or disabling illegal distribution of the data. Typically, a DRM system protects intellectual property by either encrypting the data so that it can only be accessed by authorized users or marking the content with a digital watermark or similar method so that the content can not be freely distributed.
The proposed definition:
Digital Rights Management: A technology protects the copyrights of multimedia by enabling secure distribution and/or disabling illegal distribution of the data and intended to give control over redistribution and access to material.
NOTE - Typically, a DRM system protects intellectual property by either encrypting the data so that it can only be accessed by authorized users or marking the content with a digital watermark or similar method so that the content can not be freely distributed.
2.4 Modification the definition of Service Protection
The original definition:
Service Protection: Ensuring that an end-user can only acquire content that they are entitled to.

Note: Service protection is sometimes referred to conditional access.

Comments:
Service Protection is not only referred to Conditional Access.
The proposed definition:
Service Protection: A set of functions between service provider and IPTV terminal devices to ensure the service can be offered securely, and can be accessed securely by an end-user.
NOTE – The service protection can include service authentication, service authorization, and conditional access.

2.5 The definition of Conditional Access
The original definition:
Conditional Access: Usually refers to a traditional form of Service Protection for delivering Pay-TV content to a Set-top-box. However, modern CA solutions often include post-acquisition protection, so there is no precise mapping.
Comments:

The original definition dose not gives description of the feature for Conditional Access, so provides a reference from ITU-R BT.2070.
The proposed definition:
Conditional Access [ITU-R BT.2070]: A system is primarily intended to protect from theft of the service rather a specific content item. This is achieved by encryption of the broadcast content (often referred to as “scrambling”) with a single, frequently changing key (control word).
NOTE – Usually refers to a traditional form of Service Protection for delivering Pay-TV content to a Set-top-box. However, modern CA solutions often include post-acquisition protection, so there is no precise mapping.
3.
Proposals

This contribution provides revised texts and proposes them to be adopted and merged into new version for the security related definitions in sub-clause 3.2 of WG1 requirements working document (i.e. FG IPTV-DOC-0114).
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