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1. Introduction
During the last meeting, requirements from WG3 have been moved to WG1 working document [IPTV-DOC-114]. Several new terms, such as Intermediate Devices, appeared first time in WG1 and had not been defined. This contribution is trying to give definitions to these terms. 
We also found several mistakes in the requirements. This contribution will fix the mistakes and give some background information.
2. Proposals
2.1 Definitions
We hope the following definitions can be discussed in Tokyo meeting and included in WG1 and WG3 working documents.

Intermediate Devices: Any devices “performing functions other than the normal standard functions of an IP router on the datagram path between a source host and destination host.” [RFC3234] 

Some example Intermediate Devices: Security Gateways, Tunnel Terminators, Firewalls and QOS enforcement devices.

The following description is quoted from [RFC3303] to further explain the function of Intermediate Devices.
“Intermediate devices requiring application intelligence …  Many of these devices enforce application specific policy based functions such as packet filtering, VPN (Virtual Private Network) tunneling, Intrusion detection, security and so forth.”
2.2 Revised Requirements

The following part lists original requirements and revised requirements in order to compare the differences.
(Original) IPTV_SEC_N_005: If an implementation of the IPTV architecture employs Intermediate Devices, then these devices is recommended to be self protected to avoid the risks of possible threats.
(Revised) IPTV_SEC_N_005: If an implementation of the IPTV architecture employs Intermediate Devices, then these devices are recommended to be authenticated and self protected to avoid the risks of possible security threats, such as impersonation attack and Denial-of-Service attack.
(Original) IPTV_SEC_N_008: If an implementation of the IPTV architecture employs Intermediate Devices, then these devices can optionally use a secure communications path to report security monitoring results.
(Revised) IPTV_SEC_N_008: If an implementation of the IPTV architecture employs Intermediate Devices, then these devices can optionally use a secure communication path to exchange security monitoring results, such as Traffic Summary, Key Events and Notifications. 
(Original) IPTV_SEC_N_009: If an implementation of the IPTV architecture employs Intermediate Devices, then these devices can optionally be centralized organized.
(Revised) IPTV_SEC_N_009: If an implementation of the IPTV architecture employs Intermediate Devices, then these devices can optionally be centrally organized in order to dynamically update security policies.
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