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1. Introduction
This contribution describes the extended IGMP Proxy functionalities which are needed on a CPE at the end users premises in order to support IP-Multicast based live TV services.
2. IGMP Requirements
2.1. IGMP Proxy
A CPE should support IGMP proxy for IGMPv2 and IGMPv3 If more than one upstream interface is available (e.g. different VLANs) the following rules apply:

“Simple Mode”, only one Upstream Interface for IGMP/Multicast”: If only one upstream interface needs to support Multicast/IGMP it should be possible to select the proxy interface by static configuration or a dynamic mechanism like a Multicast default route using the DHCP option 121 (Classless Static Route Option).
“Extended Mode”, different Upstream Interfaces for IGMP/Multicast: More than one upstream interface needs to support Multicast/IGMP (e.g. different service VLANs). In this scenario the Multicast groups/Multicast channels need to be configured on the corresponding interfaces; e.g. 239/8 on interface #1 and 232/8 on interface #2. The proxy needs to separate the address spaces, e.g. an IGMP report on interface #1 must not include information about multicast groups/channels on interface #2. The device must support a mechanism to configure (assign) the multicast groups/channels to the corresponding upstream interfaces. This can be done by using static configuration (pre configured device, using a GUI, etc.) or a dynamic mechanism.
“Forking Mode”: In this mode IGMP reports are sent to more than one upstream interface. Queries will be answered on all upstream interfaces which are configured for “Forking Mode”; reports include information about all Multicast groups/channels the CPE is subscribed to. It is within the responsibility of the receivers of the membership reports to take action on the received reports. In a standard scenario only one of the receivers will forward multicast traffic to avoid duplicate traffic. Other network components can act on the membership reports (e.g. change filters or QoS settings) without forwarding the traffic (see Figure 1).
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Figure 1: IGMP Proxy in Forking Mode

2.2. Source Specific Multicast

The proxy must support Source Specific Multicast in the standard SSM address range 232/8. SSM should be supported in other address ranges as well. All IGMPv3 filter modes should be supported.
2.3. Filter

L3 Filters for IGMP should be supported. It should be possible to exclude certain multicast addresses or address ranges from the proxy functionality (e.g. UPnP). Such membership reports are not forwarded to the upstream interface(s) and not reported as answer on an IGMP query from the network. This avoids unnecessary states for Multicast groups which have only local relevance. A mechanism should be provided to configure the filters (e.g. analogue to port forwarding rules or firewall rules).
3. Proposal

Include 2.1, 2.2 and 2.3 in the requirements section for IAD (WG5, Working Document: Aspects of Home Network supporting IPTV services) and general Multicast Requirements (WG4).
4. References
[RFC4541]: Considerations for Internet Group Management Protocol (IGMP) and Multicast Listener Discovery (MLD) Snooping Switches
[RFC3442]: The Classless Static Route Option for Dynamic Host Configuration Protocol (DHCP) version 4.
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