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Abstract

This contribution reviews definitions provided for a single term in different FG IPTV working documents and if they differ it proposes one which is hoped to be adopted for all documents. 
Background and discussion

Great effort was made at the last meeting to align definition of common terms in all documents. However, there are still some terms hat have different definitions in different documents. This contribution is proposing a unique definition for such terms to be used in all documents.
Reference
FG IPTV-DOC-0167 (15-19 October 2007), “Working Document: IPTV vocabulary of terms”
Proposal
It is proposed to accept the proposed definition for each term to be used in all related documents. 

Existing ones
(DOC-0161) Application Programming Interface (API) Consists of software libraries that provide uniform access to system services. [ITU-T J.200] 

Note: In the case of middleware, it is an interface between application layer and middleware service which encapsulates the services offered by the middleware and enable application developer to develop new application.
(DOC-0164) Application Program Interface (API) [ITU J.200]: Consists of software libraries that provide uniform access to system services. 
Proposed definition

(DOC-0164) Application program interface (API) [ITU-T J.200]: Consists of software libraries that provide uniform access to system services. 
-----------------------------------------------

Existing ones
(DOC-0147) Content protection: Ensuring that an end-user can only use the content they have already acquired in accordance with the rights that they have been granted by the rights holder.
(DOC-0155) Content Protection: Ensuring that a end-user can only use the content they have already acquired in accordance with the rights that they have been granted by the rights holder.
(DOC-0161) Content protection: Act of preventing unauthorized use of any content.
Proposed definition

(DOC-0147) Content protection: Ensuring that an end-user can only use the content they have already acquired in accordance with the rights that they have been granted by the rights holder.
-----------------------------------------------

Existing ones
(DOC-0147) Content tracing: A process to enable the identification of the (arbitrary) origin of content, and/or the responsible party (e.g. the end-user), to facilitate subsequent investigation in the event of unauthorized content copying or distribution.

Note: Content tracing information may be attached to content either as metadata, or as a forensic watermark.
(DOC-0155) Content tracing: A process to enable identification the (arbitrary) origin of the content, and/or the responsible party (e.g. the end-user), to facilitate subsequent investigation in the event of unauthorized content copying or distribution. 
Proposed definition

(DOC-0147) Content tracing: A process to enable the identification of the (arbitrary) origin of content, and/or the responsible party (e.g. the end-user), to facilitate subsequent investigation in the event of unauthorized content copying or distribution.

Note: Content tracing information may be attached to content either as metadata, or as a forensic watermark.
-----------------------------------------------

Existing ones
(DOC-0147) & (DOC-0149) Electronic program guide (EPG): A structured set of data, intended to provide information on available content that may be accessed by end-users.
(DOC-0161) Electronic Program Guide (EPG): A service navigation interface which is used especially for programs. 
Note: in some traditional Broadcast Services, EPG is defined as an on-screen guide used to display information on scheduled live broadcast television programs, allowing a viewer to navigate, select, and discover programs by time, title, channel, genre. This traditional definition does not cover “catalogues” for on-demand and download services (sometimes called ECG) and bi-directional interactive service (sometimes called IPG) for end-user interaction with a server or head-end.
Some EPGs utilize web-pages, or teletext to realize this function.
Proposed definition

(DOC-0147) & (DOC-0149) Electronic program guide (EPG): A structured set of data, intended to provide information on available content that may be accessed by end-users.
-----------------------------------------------

Existing ones
(DOC-0147) Home network (HN): A communication system designed for the residential environment, in which two or more devices exchange information.
(DOC-0159) Home Network (HN) [J.190]: See WG1 document for final definition of HN.

(DOC-0160) Home Network (HN): Home network is the collection of elements that process, manage, transport, and store information, thus enabling the connection and integration of multiple computing, control, monitoring, communications and entertainment devices in the home 
Proposed definition

(DOC-0147) Home network (HN): A communication system designed for the residential environment, in which two or more devices exchange information.
-----------------------------------------------

Existing ones
(DOC-0147) Hybrid terminal device: An IPTV terminal device that can also receive content from different types of transmission systems (e.g. satellite, cable).
(DOC-0159) Hybrid terminal device: See WG1 document for final definition of Hybrid Terminal Device.

(DOC-0160) Hybrid terminal device: A terminal device that has both broadcast and broadband interfaces and is capable of handling broadcast terrestrial/satellite/cable and broadband IPTV services synchronously.
Proposed definition

(DOC-0147) Hybrid terminal device: An IPTV terminal device that can also receive content from different types of transmission systems (e.g. satellite, cable).
-----------------------------------------------

Existing ones
(DOC-0147) IPTV TD: A terminal device which has ITF functionality, e.g. a STB.
(DOC-0159) IPTV TD: See WG1 document for final definition of IPTV TD.

(DOC-0160) IPTV TD: An IPTV service enabled terminal device such as an IPTV set-top box, an IPTV service enabled TV set or a mobile device which can support IPTV services.

Proposed definition

(DOC-0147) IPTV TD: A terminal device which has ITF functionality, e.g. a STB.
-----------------------------------------------

Existing ones
(DOC-0147) IPTV terminal function (ITF): The functionality that is responsible for processing the content conveyed by the IP transport.
(DOC-0161) IPTV Terminal Function (ITF)*: The functionality within the home network that is responsible for terminating the IP signal, and converting the content into a renderable [i.e. enabling to be seen and/or heard] format, e.g. a STB.
*: Based on [ATIS-0800002] with modification

Proposed definition

(DOC-0147) IPTV terminal function (ITF): The functionality that is responsible for processing the content conveyed by the IP transport.
-----------------------------------------------

Existing ones
(DOC-0161) Metadata: Structured, encoded data that describe characteristics of information-bearing entities to aid in the identification, discovery, assessment, and management of the described entities

Note: EPG metadata has many applications and may vary in depth from merely identifying the content package title or information to populate an EPG to providing a complete index of different scenes in a movie or providing business rules detailing how the content package may be displayed, copied, or sold. 
(DOC-0164) & (DOC-0165) Metadata [ITU J.98]: Metadata is descriptive data associated with a content asset package or file. It may vary in depth from merely identifying the content package title or information to populate an EPG to providing a complete index of different scenes in a movie or providing business rules detailing how the content package may be displayed, copied, or sold. Separate uses for metadata have originated from the studios, distribution networks (Cable, Satellite), down to the CPE (STBs, PVRs). 
Proposed definition

 (DOC-0161) Metadata: Structured, encoded data that describe characteristics of information-bearing entities to aid in the identification, discovery, assessment, and management of the described entities

Note: EPG metadata has many applications and may vary in depth from merely identifying the content package title or information to populate an EPG to providing a complete index of different scenes in a movie or providing business rules detailing how the content package may be displayed, copied, or sold. 
 -----------------------------------------------

Existing ones
(DOC-0147) Network personal video recorder (nPVR): Same as PVR except that the recording device is located at the service provider premises.
(DOC-0159) Network PVR (nPVR): An instance of PVR, where a network element contains the recording capability that can be solicited and operated by end-users to record and store video, audio, and other associated data in the network for subsequent playback.

Proposed definition

(DOC-0147) Network personal video recorder (nPVR): Same as PVR except that the recording device is located at the service provider premises.
-----------------------------------------------

Existing ones
(DOC-0147) Personal video recorder (PVR): An end-user controlled device that records, stores and plays back multimedia content. PVR is also known as personal digital recorder (PDR).
(DOC-0159) Personal Video Recorder (PVR): A recording capability that can be solicited and operated by end-users to record and store video, audio, and other associated data for subsequent playback.  PVR is also referred to as Personal Digital Recorder (PDR) or Digital Video Recorder (DVR).

Proposed definition

(DOC-0147) Personal video recorder (PVR): An end-user controlled device that records, stores and plays back multimedia content. PVR is also known as personal digital recorder (PDR).
-----------------------------------------------

Existing ones
(DOC-0147) Service provider [ITU-T M.1400]: A general reference to an operator that provides telecommunication services to customers and other users either on a tariff or contract basis. A service provider may or may not operate a network. A service provider can optionally or can optionally not be a customer of another service provider.
(DOC-0149) Service provider [ITU-T M.1400]: A general reference to an operator that provides telecommunication services to customers and other users either on a tariff or contract basis. A service provider may or may not operate a network. A service provider can optionally be a customer of another service provider

Proposed definition

 (DOC-0147) Service provider [ITU-T M.1400]: A general reference to an operator that provides telecommunication services to customers and other users either on a tariff or contract basis. A service provider may or may not operate a network. A service provider can optionally or can optionally not be a customer of another service provider.
-----------------------------------------------

 Existing ones
(DOC-0147) Terminal device (TD): A device which typically presents and/or processes the content, such as a personal computer, a computer peripheral, a network appliance, a mobile device, a TV set, a monitor, a VoIP Terminal or an audio-visual media player.
(DOC-0160) Terminal Device (TD) :  A device such as a personal computer, a computer peripheral, a set-top box, a network appliance, a mobile device, a TV set, a monitor , a VoIP Terminal, or an audio-visual media player that is connected to a network and which typically terminates the IP based information service. 
(DOC-0159) Terminal Device (TD):  See WG1 document for final definition of TD. 
Proposed definition

(DOC-0147) Terminal device (TD): A device which typically presents and/or processes the content, such as a personal computer, a computer peripheral, a network appliance, a mobile device, a TV set, a monitor, a VoIP Terminal or an audio-visual media player.
-----------------------------------------------

 Existing ones
(DOC-0147) Terminal device protection: Ensuring that a terminal device employed by an end-user in the reception of a Service can reliably and securely use content while enforcing the rights of use granted for that content, and while physically and electronically protecting the integrity of the terminal device, and the confidentiality of the content and critical security parameters not otherwise protected by encryption or watermarking.
(DOC-0155) Terminal Device Protection: Ensuring that a Device employed by a User in the reception of a Service can reliably and securely use Content while enforcing the rights of use granted for that Content, and while physically and electronically protecting the integrity of the Device.
Proposed definition

(DOC-0147) Terminal device protection: Ensuring that a terminal device employed by an end-user in the reception of a Service can reliably and securely use content while enforcing the rights of use granted for that content, and while physically and electronically protecting the integrity of the terminal device, and the confidentiality of the content and critical security parameters not otherwise protected by encryption or watermarking.
-----------------------------------------------

 Existing ones
(DOC-0147) Time shifting: A function which allows playback of content after its initial transmission.
(DOC-0161) Time-shifting: Act of recording of programmed content (i.e. video stream or sound) for the purpose of viewing or listening at other than original scheduled time.
Proposed definition

(DOC-0147) Time shifting: A function which allows playback of content after its initial transmission.
-----------------------------------------------

 Existing ones
(DOC-0147) User Privacy Protection: Ensuring that information considered to be private (or confidential) by an end-user be maintained in confidence, while remaining subject to mandatory disclosure due to legal processes.
(DOC-0155) User Privacy Protection: Ensuring that information considered to be private (or confidential) by a User be maintained in confidence, while remaining subject to mandatory disclosure due to legal processes.
Proposed definition

(DOC-0147) User Privacy Protection: Ensuring that information considered to be private (or confidential) by an end-user be maintained in confidence, while remaining subject to mandatory disclosure due to legal processes.
-----------------------------------------------

 Existing ones
(DOC-0148) VoD: TBD.
(DOC-0161) Video-on-Demand (VoD): A service in which the subscriber can view video content whenever desired. The operating assumption is that the content is stored on the provider’s VoD server. Subscriber accesses the movie from a library directory which may include search engine that accesses movie description and rating. Subscribers typically have the ability to pause, play, rewind, fast forward the content, or even stop viewing it and return to it at a later time when using this service.

Proposed definition

(DOC-0161) Video-on-Demand (VoD): A service in which the subscriber can view video content whenever desired. The operating assumption is that the content is stored on the provider’s VoD server. Subscriber accesses the movie from a library directory which may include search engine that accesses movie description and rating.  Subscribers typically have the ability to pause, play, rewind, fast forward the content, or even stop viewing it and return to it at a later time when using this service.

__________________
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