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1. Scope
This working document describes a set of traffic management mechanisms which needs to be implemented at the transport network for the efficient support of IPTV services. The network supporting IPTV services will span a number of network segments, with the possibility of being established by different providers and may differ in their traffic management capabilities. Therefore, it is expected that the network provider (s) will implement a subset of these mechanisms to ensure IPTV service objectives are satisfied efficiently.

Traffic management mechanisms will be discussed for the home, access, and core networks.

2. References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this working document. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this working document are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.

The reference to a document within this working document does not give it, as a stand-alone document, the status of a Recommendation.
IETF RFC 2550 (January 1998), “RTP Payload Format for MPEG 1 and MPEG 2 Video”

IETF RFC 3984 (February 2005)
, “RTP Payload Format for H.264 Video”
3. Definitions

This Working Document uses or defines the following terms 
4. Abbreviations

This Working Document uses the following abbreviations.

IP
Internet Protocol
5. Conventions

Tbd

6.
Traffic Management Mechanisms

This section provides an overview of the basic traffic management capabilities that are commonly deployed in a managed network. A provider may choose to deploy a subset of these capabilities depending on the performance objectives of applications supported by the network.

Traffic management is a set of generic network mechanisms for controlling the network service response to a service request, which can be specific to a network element, or for signalling between network elements, or for controlling and administering traffic across a network, mainly including bandwidth allocation, admission control, packet classification/marking, congestion management, congestion avoidance, traffic policing, and traffic shaping and line rate constraint, etc. Its basic processing sequence is shown in Figure xx


[image: image1]
Figure xx:
The basic processing sequence of traffic management
6.1 Admission Control

6.2 Traffic Conditioning

The following are required in access network for supporting multimedia service such as IPTV.

· QoS provisioning per subscriber and per service

· Traffic classification based on multiple header fields (5-tuple, 6-tuple, and etc.)

· Minimum bandwidth guarantee

· Traffic shaping/policing

· Advanced packet queuing and scheduling

· Traffic marking (DSCP, 802.1p, and etc.)
6.3
Nodal Mechanisms
6.3.1 Transmission Schedulers
6.3.2 Buffer Management

6.4 
Multicast 

7.
IPTV Service Mapping to IP Performance Classes

7.1
Network QoS Classes

ITU-T Recommendation Y.1541 defines classes of network Quality of Service (QoS) with objectives for Internet Protocol performance parameters. Each QoS class defines a specific combination of limits on the performance values. The following Table 1 shows IP network QoS definitions, network performance objectives and guidance for applicability. Class 6 and 7 are intended to support the performance requirements of high bit rate user applications that have more stringent loss/error requirements than those supported by classes 0 through 4.

Table 1/Y.1541 – IP network QoS class definitions and network performance objectives/Applications

	QoS class
	IPTD
	IPDV
	IPLR
	IPER
	IPRR
	Applications (examples)

	0
	100 ms
	50 ms
	1 x 10-3
	1 x 10-4
	-
	Real-time, jitter sensitive,

high interaction (VoIP, VTC)

	1
	400 ms
	50 ms
	1 x 10-3
	1 x 10-4
	-
	Real-time, jitter sensitive,

Interactive

	2
	100 ms
	U
	1 x 10-3
	1 x 10-4
	-
	Transaction data, 

highly interactive (Signalling)

	3
	400 ms
	U
	1 x 10-3
	1 x 10-4
	-
	Transaction data, interactive

	4
	1 s
	U
	1 x 10-3
	1 x 10-4
	-
	Low loss only (short transaction, bulk data, video streaming)

	5
	U
	U
	U
	U
	-
	Traditional applications of

default IP network

	6
	100ms
	50 ms
	1 x 10-6
	1 x 10-5
	1 x 10-6
	High bit rate, strictly low loss/error (TV broadcast on IP)

	7
	400ms
	50 ms
	1 x 10-6
	1 x 10-5
	1 x 10-6
	High bit rate, strictly low loss/error


Editor Note: further clarification is needed on the IPLR values for classes 6 and 7.

7.2
Association of IPTV Services with Y.1541 Classes
This section presents classified sets of IPTV services by network QoS requirements and associates them with IP QoS classes defined in Y.1541. We classify IPTV services into 5 categories. The first set is named Best Effort (BE) service. In this set, services are regarded as traditional default IP network applications. They do not need to be real-time, and errors can be recovered using transmission control protocol on the best effort network. So this equals to the QoS class 5 of Y.1541. The second set is Low Loss (LL) service set. This set is equal to the QoS class 4, because of its features of short transaction and bulk data. The next sets are Interactive (I) service, Real-Time Interactive (RTI) service, and Real-Time Multicast & Unicast (RTMU) service. And they are corresponding to QoS class 2/3, QoS class 0/1 and QoS class 6/7, respectively. And Table 2 also shows the IPTV service examples of each category.

Table x - Association of IPTV services with Y.1541 QoS classes

	IPTV service category
	IP QoS class
	IPTV service examples

	Best Effort (BE) service
	QoS class 5
	content download service

	
	
	regulatory information service

	
	
	T-information

	
	
	e-mail

	Low Loss (LL) service
	QoS class 4
	Download VOD, MOD

	
	
	T-commerce

	
	
	T-learning based on VOD

	Interactive (I) service
	QoS class 2/3
	messenger

	
	
	T-learning based on interactive

	Real-Time Interactive (RTI) service
	QoS class 0/1
	VOIP, video phone

	
	
	multi player game

	Real-Time Multicast & Unicast (RTMU) service
	QoS class 6/7
	linear/broadcast

	
	
	multi angle

	
	
	pay per view (PPV)

	
	
	networked personal video record (PVR,  time-shift)


Editor Note: The above table is just a starting point. To be updated based on future contributions

7.3
Mapping of IPTV Services with QoS Classes
This section defines the mapping of Y.1541 QoS classes on IPTV services currently identified.. 
Editor Note: The list and definition of IPTV services still needs to be clarified further , according to the WG1 work progress on defining IPTV services. Thus, this table should be updated after the service list and each IPTV service scenarios are clearly defined. The identified services are examples pending WG 1 outcome.
Table xx - Mapping of IPTV services with Y.1541 QoS classes

	IPTV services
	IPTV service category/QoS class

	
	BE
	LL
	I
	RTI
	RTMU

	
	5
	4
	3
	2
	1
	0
	7
	6

	Linear/broadcast TV (audio, video and data)
	
	
	
	
	
	
	
	(

	Multi-angle service
	
	
	
	
	
	
	
	(

	Time-shift TV (network PVR)
	
	
	
	
	
	
	(
	

	Pay Per View (PPV) (Near Vod)
	
	
	
	
	
	
	(
	

	Real VoD
	
	(
	
	
	
	
	
	

	Downloaded based video content distribution (Push VoD)
	(
	
	
	
	
	
	
	

	Content download service
	(
	
	
	
	
	
	
	

	Consumer originated content (video, etc. and applications)
	
	(
	
	
	
	
	
	

	Consumer originated broadcast 
	
	
	
	
	
	
	
	(

	Linear broadcast audio
	
	
	
	
	
	
	(
	

	Music on demand including audio book
	
	(
	
	
	
	
	
	

	Pictures
	(
	
	
	
	
	
	
	

	T-learning based on VoD
	
	(
	
	
	
	
	
	

	T-learning based on interactive
	
	
	
	(
	
	
	
	

	Single player games (game on demand)
	
	(
	
	
	
	
	
	

	Multiplayer games
	
	
	
	
	(
	
	
	

	T-information 
(news, weather, transportation, etc.)
	(
	
	
	
	
	
	
	

	T-commerce (banking, stock, shopping, ticketing, auction, delivery, event etc.)
	
	
	
	
	
	(
	
	

	T-communication data (e-mail, SMS, web surfing, etc.)
	(
	
	
	
	
	
	
	

	T-communication interactive (messenger, channel chatting)
	
	
	(
	
	
	
	
	

	T-communication voice (VoIP, multiple video conference, video phone, etc.)
	
	
	
	
	
	(
	
	

	T-entertainment data
(photo album, lottery, blog, etc.)
	(
	
	
	
	
	
	
	

	T-entertainment VOD (karaoke)
	
	(
	
	
	
	
	
	

	Presence service
	(
	
	
	
	
	
	
	

	Communication messaging
	(
	
	
	
	
	
	
	


__________
8.
Video Coding and Transmission over IP Networks

Video information is encoded at the content server or at the head end using video coding techniques such as MPEG 2, MPEG 4, or H.264 (MPEG 4 AVC). Depending on the coding scheme in use the encoded information is packaged into transport packets which are then arranged into packets using Real Time Protocol (RTP). 
Editor Note: Additional coding and mapping will be included based on input.

An MPEG 2 transport packet is 188 byte long and contains video, audio, or other data. A transport stream packet contains at least 4 bytes used for header. Header fields include information related to synchronization, packet priority, etc. For MPEG 2 transport streams the RTP payload will contain an integral number of MPEG transport packets. The common practice is to pack seven MPEG transport packets into the RTP payload. This choice ensures that the network layer protocol data unit (PDU) fits into the payload of 1500 bytes Ethernet frame. Improved delay performance may be achieved by including less than 7 MPEG transport stream at the expense of increased overhead.

One of the main features of the H.264 is the separation between the video coding layer (VCL) and the network adaptation layer (NAL). A NAL unit (NALU) is of variable size with a single byte header. The overhead information includes the NALU type, the priority of the NALU, and a bit that allows network elements to deliver NALU that is detected to include bit errors for possible use by the video decoder. The RTP payload format for H.264 video allows a simple packetization scheme that put exactly one NALU in one RTP packet. In this case the priority of the RTP packet is the same as that of the NALU. The NALU priority is determined by the contribution of the current NALU for encoding other NALUs.

9.
Traffic Management Capabilities: Core Networks

9.1
IP Network Traffic Management Capabilities

This sub-clause describes an overview of the IP traffic management capabilities including those related to integrated services and differentiated service.

9.2
IP Traffic Management Capabilities applicable to IPTV

This sub-clause describes those IP traffic management mechanisms applicable to traffic management. The discussion should include IPTV delay and loss requirements and how they can be satisfied using the available techniques.

10.
Traffic Management Capabilities: Access Networks
10.1
Overview of Access Network Technologies

This sub-clause provides list of access network technologies and their related traffic management mechanisms

10.2
Access Traffic Management Capabilities applicable to IPTV

This sub-clause describes architectural choices related to traffic management for a number of access networks.

11.
Traffic Management Capabilities: Home Networks

This clause describes home network environment and the need for traffic management.
____________
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