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The following living list structure and procedures are intended to progress the work on WG1 (architecture and requirement of IPTV). 

1. Structure
A. List of Items

- Title of item

B. Description of each item

- Title

- Description of the problem and possible solutions

- List of documents addressing the issue

- Intermediate agreements
2. Status of proposals

Status of proposals

U – Under study

P – Provisionally agreed

F – Frozen
3. Guidelines

· Insertion of an issue into the Living List is generally based on contributions and requires a general agreement that the issue is important for further consideration within IPTV Focus Group.

· Proposal should include texts conforming to the document structure and provide for enhancements and/or modifications of the relevant parts of the Recommendation.

· An issue is deleted from the Living List if no contributions addressing the issue have been provided in a long period and there is a general consensus for its removal.

· When an item is added to the living list, its status is U by default.

· Transition from U to P may happen at the next meeting if there is a consensus on the solution proposed in the form of modifications to the current text of the Recommendation and if no contradicting contribution is provided.

· Transition from P to F may happen at the next WG1 meeting if no contribution contradicts the provisionally agreed text and there is consensus.
· When contribution (s) are provided contradicting the existing text with status “P” and no consensus is achieved on the contribution, the status of the existing text is unchanged. Transition from P to U happens only if consensus is achieved on the contradicting contribution.

· Frozen texts are inserted in the updated version of the Recommendation if there is consensus.

4. Operational rules
· All proposed modifications to the document should be made available to the IPTV Focus Group meetings in electronic version.

	No.
	Title of Living Lists
	Status

	1
	Requirements of IPTV 
	Under Study (Jan. 2007, Mountain View)

	2
	IPTV Standardization Roadmap
	Under Study (Jan. 2007, Mountain View)


___________________
Living List #1: Requirements for IPTV Services

(Editor Note) The texts accepted and reflected at the output document of IPTV Service Requirements are removed.
1. Requirements for Architecture and Service

IPTV_ARC_xxx: provide user and home requirements for IMS-based IPTV services by using MBMS

· Home environment requirements: Multicast services, Multicast subscription groups and multicast group, Quality of service, Network and radio efficiency, Types of services, Multicast service announcements

· User requirements for MBMS: User mobility, User selectivity, Multicast subscription groups and multicast groups, Availability

<ID-76> 
IPTV_ARC_xxx: high level requirements of service level multicast for IPTV (independent of carriers or providers, that is a kind of network transparency) session control, session membership management and service user profile management at the service level. 

· controlling media resources i.e., specialized resources and gateways at the service-signaling level.

· multicast interworking over converged network platforms, e.g. wired, wireless and broadcast networks. 

· IPTV Service User Profile functions are based on the user subscription data and network data. 

· Overlay multicast networking capabilities is one of the possible approach for service level multicast for IPTV services.

<ID-77> 
IPTV_ARC_xxx: requirements of overlay multicast network in NGN environment support heterogeneous network environments

· define control actions (such as configuration and monitoring , etc) performed on a set of service dependent resources 

· provide IPTV service and network management process. 

· provide resource interaction model for IPTV service

· provide interactions between network management system and service control options 

· provide virtual interfaces to overlay networks feature interaction manager

<C-221>

IPTV_ARC_xxx: Requirements for overlay multicast based IPTV media delivery system
· deal with requirements of overlay multicast mechanism to deal with efficient IPTV media delivery 
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Figure  - Characteristics of alternative multicast

<C-183>

IPTV_ARC_xxx: Interworking between IPTV Network and Cable TV Network
· Interworking Model
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Figure 1 : Interworking between IPTV Network and Cable TV Network

· General Requirements of Interworking Functions
· IWF should provide sufficient bandwidth to enable all programmes to be distributed simultaneously.
· IWF should eliminate or reduce the jitter caused in the network and minimize transmission latency.
· Error protection encoding should work against IP-level packet-loss while keeping the transmission latency low enough.

· IWF should support intelligent multicast routing to optimize video bandwidth allocation.
· IWF should be able to receive and process video from HFC delivered MPEG based broadcast and unicast video sources.

· Packet header should enable STB to recognize the sequence of transmitted IP packets.
· Network information table in IWF should contain the sufficient information to specify the logical location of programmes.
· IPTV STB should minimize the programme selection time, which is desired to be the same degree as a cable TV STB.
· IWF should include copy protection and redistribution control for programming received from Cable TV network, and this should be controllable on a per-program basis.
<C-183>

IPTV_ARC_xxx: Interworking between IPTV Network and Existing IP Network

· Interworking Model


[image: image3.emf]IPTV Network

IP Network

IWF


Figure 2 : Interworking between IPTV Network and Existing IP Network
· General Requirements of Interworking Functions

· IWF should provide specialized resources and services to end users, such as video servers, e-mail, web service and FTP.
· IWF should support both unicast & multicast traffic.
· IWF should support enhanced IP multicast support including multicast QoS.
<C-183>

IPTV_ARC_xxx: Interworking between IPTV Network and Existing PSTN/ISDN

· Interworking Model
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Figure 2 : Interworking between IPTV Network and Existing PSTN/ISDN
· General Requirements of Interworking Functions

· IWF should provide connectivity to the IPTV network for calls coming from the PSTN/ISDN network.
· IWF should support encode and decode the voice coming from the PSTN network and going to the IPTV network. 

· IWF should support a large number of connections in real time.
· IWF should be able to provide real-time audio, with acceptable voice quality.
· IWF should have a server to offer address translation, admission control, routing and other call control services.

· IWF should have a gateway which performs translations between different transmission formats, communications procedures and signal coding methods.

2. Requirements for QoS and Performance Aspects

3. Requirements for Service Security and Contents Protection Aspects
<C-149>
IPTV_SEC_xxx: Device security requirements

Terminal devices shall satisfy following security requirements. 

· Content protection

The final goal of device hacking is to steal or copy clear contents. Although content protection systems such as CAS and DRM are used to protect the contents, they still have limitation. DRM/CAS systems protect contents by cryptographic techniques, and the contents must be decrypted for consumption. The contents are no more protected by DRM/CAS systems after decryption. Then, devices should protect the decrypted contents.

Terminal devices shall meet the following requirements.

· Clear contents shall not be transmitted through user accessible buses or stored into user accessible storage or memory.

· Devices shall not retransmit contents to output or display ports without the permission of content protection systems such as DRM/CAS systems.

· Content key protection

The leakage of content keys means the leakage of clear contents. Therefore, content keys should be safely stored in devices.

· Devices shall provide methods to protect content keys from unauthorized access. Only DRM/CAS systems shall access their contents keys.

· Device secret protection 
IPTV devices will contain some values such as device secret keys. In addition to secret keys, devices may have other secret or trust values such as secure clock state and device ID. Malicious users can copy or modify these values to use contents illegally. For example, they can use time expired contents by modifying clock state. Any secret values used in IPTV devices shall be protected from unauthorized access.

· Device secret keys shall be accessible only by a built-in device cryptographic module, and all cryptographic operation with the keys shall be done through the cryptographic module. Users and system components other than the cryptographic module shall not be able to access the device secret keys directly. The cryptographic module and keys shall be packaged into a tamper resistant hardware such as silicon chip so that the device key cannot be accessed from outside.

· Devices shall store secret or trust values securely so that they cannot be accessed and modified in unauthorized way.

· User information protection
Hackers can try to steal other users’ information such as ID and password. The stolen information can be used for impersonation.

· Devices shall store user information securely so that unauthorized users or software cannot access them. 

· Software protection
There are many kinds of software in IPTV devices from system software to application software. System software such as operating system, and content protection system software, such as DRM and CAS software, are important in security aspect. Tampering these software can cause device failure or contents leakage. 

· Devices shall be designed to frustrate attempts to tamper system software and content protection system software.

· Devices shall have methods to verify the integrity of system software and content protection system software.

· Hardware tamper resistance
Malicious users may replace or modify hardware components to steal clear contents, secret information or circumvent content protection systems.

· Attempts for removing, replacing, or modifying any hardware components shall cause system failure.

· Providing secure communication method and authentication

IPTV devices normally communicate with other components in the network such as content servers to use contents. During the communication, secure channels should be established between server and IPTV devices to exchange secure information. Mutual authentication between device and server is also required.

· Devices shall support secure communication protocols.

· Devices shall support mutual authentication method.

· Protection from malicious code
Malicious codes can be installed and cause various problems in the IPTV devices. Worms can reduce device performance by occupying system resources such as CPU and RAM. Trojan horse viruses can be installed so that hackers can manage the device or steal secret information. IPTV devices shall provide countermeasures against the malicious codes.

· During software installation, devices shall check the possibility of the danger of the software. For example, devices can perform software authentication process before installation.

· Devices shall provide hardware or software mechanisms to detect, isolate and remove malicious codes or viruses.

· Interoperability and renewability support for content protection system.

Content protection systems should be interoperable and renewable. Downloadable DRM/CAS can be a possible solution for both requirements. New DRM/CAS software can be downloaded from servers when it is required to use a new type of content or when existing DRM/CAS software is compromised. For this purpose, devices shall meet the following requirements. 
· Devices shall support secure download protocol for DRM/CAS software. 

Devices shall have the ability to authenticate the DRM/CAS software and servers providing the software.

4. Requirements for Network and Control Aspects 

<ID-34>

IPTV_NET_006: provide architectural requirements for p2p services of IPTV
· Distributed Lookup and Service

· System should provide a method to allow user/server get media resource from several servers efficiently, never limit the superior of the user/server in one server or one location.

· A high-efficient logical topology should be applied among servers and users. With the help of topology, user or server can schedule and acquire resource in an easy way.

· To ease search and retrieval, suitable metadata will need to be stored along with the content.

· To eliminate the redundant query messages in system, one user can only send signalling flow to one server.
· Reliability

· must continue to function as peers/end servers arrive, depart, and fail. 
· should allow reallocating the resources of a graceful or ungraceful departing peer to existing peers in a seamless way. Time interval for detection of failed peers should be adjustable based on scale and other system requirements.

· Topology-awareness

· should be topology-aware of the heterogeneous bearer network
· Operability and Manageability

· should provide a mechanism to process the new peer/end server’s bootstrapping and registering
· must have the ability to detect that misbehaving or malicious peer/end user and take appropriate action

<ID-59>

IPTV_NET_010: 
Should provide for the distribution and delivery of content within IPTV service

· Content Storage
· Content Delivery
· Streaming Media Service function
· Content/Schedule Control
IPTV_NET_xxx: provide OAM requirements for CDN architecture
· Configuration Management
· VCDN Management
· Performance Monitoring
· Fault Management
· Log Management
· Performance Statistic
IPTV_NET_xxx: provide interface requirements for CDN architecture

· Interfaces with CMS, EPG, Service Management System, STB, EMS, etc.
<C-157> 

IPTV_NET_xxx: provide multicast address requirements of IPTV Network
· one multicast group address representing a IPTV channel
· should interconnect some broadcasting service sources across multiple multicast bearer domains 
· the multicast address of IPTV stream coming from other domains should be optionally changed before entering local domain
· should arrange the inquiry and registration on the PORTAL of carrier-provided Multicast Address and Service Control Platform

· check the situation of this multicast address from multicast address policy controller

<ID-58>

IPTV_NET_xxx: provide Management Requirements for IPTV
· Resource Management
· Topology Management
· Configuration Management
· Version Management
· Policy Management
· Report Forms Management
· Fault Management
· Measure and Diagnosis Management
· Security Management
· System Log Management
· Northbound Interface Management
5. Requirements for End Systems and Interoperability aspects

IPTV_ESI_xxx: provide the p2p IPTV system
· Suitable System Cost and Complexity

· Low cost of encoder - Generally, in P2P-based system, the encoding are performed by end user.

· Low complexity of mobile terminal -To mobile device such as PDA, it can not afford too high calculation. 

· Low additional bandwidth– In compare to single rate code, network code may add about 20% to 40% cost, it’s a disadvantage to the network’s burden.
<C-135>

IPTV_ESI_xxx: provide IPTV SEP (service exchange point) requirements

· Access Privileges and authentication function

· Resource Usage, CAC support

· QoS and Quality monitoring function

· Inter-domain address translation and Control of multicast injection

· VoD Admission Control Support

· Security Support function

· Policing of Multicast traffic and Unicast traffic

· Policy exchange feature
6. Requirements for Middleware and Application Platforms
___________

Living List #2: IPTV Standardization Roadmap

Objectives

It helps the development process of IPTV standardizations at IPTV Focus Group. 
Introduction

The roadmap for IPTV standardization to efficiently promote the standardization process of IPTV service and technologies are proposed. A three phased evolution scenario to define features of each phase are proposed here to initiate this work.
(Note) The terminology “phase” are requested for further study. This terminology may be changed based on work priority or classification of capability sets during IPTV standardization process. 

It also consider to develop a very basic IPTV service scenario, which any IPTV service would need to satisfy and proposes  a set of profiles that would be helpful in demarcating the base-line requirements on functionalities that would call for immediate attention of the standardization.
Discussions
1. Direction of IPTV evolution
Currently telecom service providers have placed a high priority on delivering video over IP and replacement of linear multi channel broadcasting as a means to complete their triple-play service bundles. Technically, the 1st phase technologies are composed by simple integration of existing technologies of broadcasting area and communication area.

In the future, IPTV service will be evolved as future multimedia contents service which can provide various value-added and blended services and rich multi-media contents on the standard platform. And also the number of customers is growing rapidly and geographical and operational service domain is getting extended for global interoperable service. Accordingly, SPs are going to demand scalable and efficient delivery technologies and global interoperability for spreading out service. 

2. Analysis of market needs

· Phase 1 – “Enhanced and/or Interactive TV over IP network”
· delivering video over IP and replacement of linear/broadcast service as a means to complete triple-play service bundles for improving ARPU
· Deploying services rapidly as soon as possible based on simple integration of existing technologies 

· Need standardized service layer platform(End systems, Middleware, Media Codec, Security Software etc) and Interfaces for service operation systems

· Phase 2 –  “TV + Internet + (Home network, Dispersing subscribers and channels)”
· Integrated web browsing service

· Dispersing subscribers and channels

· Exclusivity of contents, niche Contents

· QoE  for premium customers

· Upgrading IP delivering for efficiency and   scalability

· Phase 3 – “TV + Internet + Fixed/Mobile Telephony + (QoS, Mobility, Service Blending)”
· Seamless mobility, personalized service, blended service of  communication and broadcasting

· QoS guaranteed global interoperability, inter-working

· Building future contents service infrastructure(Navigation, Personalization, Targeting etc)

· Need standardized service/network control infrastructure for integrated/blended service and integrated QoS control(session/call control, service signalling, QoE control, service blending etc)

3. Classification of  IPTV application services priority based on market needs 

< Table 1>  Classification of  IPTV application services priority based on market needs
	
	Example applications
	Market Needs

	
	
	Phase 1
	Phase 2
	Phase 3

	1) Linear/Broadcast Service
	· Basic Linear/Broadcast TV(A/V/D)
	H
	
	

	
	· Linear Broadcast with Trick Modes(PVR/NPVR)
	
	H
	

	
	· Pay Per View/Pay Per Channel
	H
	
	

	
	· Multi angle TV
	
	
	Hnote
)

	2) On Demand Service
	· Multi-media on Demand(Video/Music/Audio)
	H
	
	

	3) Downloadable Multi-Media service
	· Video/Music/Audio
	H
	
	

	4) Interactive TV Service
	· T-information(news, weather, transportation, local community, government)
	H
	
	

	
	· T-commerce(banking, stock, shopping, ticketing, auction etc)
	H
	
	

	
	· T-entertainment(photo album, karaoke etc)
	H
	
	

	
	· T-education
	H
	
	

	5) Communication and Messaging
	· VoIP, Video Conference, e-mail, SMS, Messenger etc 
	
	
	H

	6) Internet Service
	· Walled Garden(Data portal, Terrestrial portal)
	H
	
	

	
	· Internat Access
	
	H
	

	7) Games
	· Single Player Games
	H
	
	

	
	· Multi-Player games
	H
	
	

	9) Advertising Service
	· Typical Broadcast Advertising
	H
	
	

	
	· Targeted Advertising
	
	H
	

	
	· Embedded Advertising with other services such as e-mail and games
	
	H
	

	10) Service Information
	· EPG/IPG
	H
	
	

	11) 3rd Party Contents Service
	· Downloadable Video/Music/Audio
	
	H
	

	
	· On Demand Video/Music/Audio 
	
	H
	

	
	· Linear/Broadcast Video/Music/Audio
	
	
	Hnote
)

	12) User Created Contents Service
	· Downloadable Video/Music/Audio/Photo etc
	
	H
	

	
	· On Demand Video/Music/Audio
	
	H
	

	
	· Linear/Broadcast Video/Music/Audio
	
	H
	

	13) Blended Service
	· New application based on integration of Communication, Broadcast,  and Community

· For example, Channel Invitation or Channel Presence between Community Group Members 
	
	
	H

	14) Mobile IPTV
	· On Demand Video/Music/Audio
	
	
	H

	
	· Linear/Broadcast Video/Music/Audio
	
	
	H


It is rather clear from the discussion over IPTV that the term IPTV can mean many things. It is also clear that IP (Internet Protocol) can provide many services and functions.  Since it is unrealistic to take into account the whole of the multitude of possibilities of IPTV, it is necessary to clarify the basic use cases and scenarios essential to IPTV and to demarcate the minimal requirements that need to be standardized. This contribution describes one such minimal scenario and defines levels of profiles -- configurations or collections of features of service and terminal functions -  that satisfy the scenario, and proposes the basic profile as the one that needs to be targeted at.  
4. A Simple scenario

The following would be deemed a scenario which any (ITU-T compliant) IPTV service would satisfy:

“You buy a standard IPTV box.  You are already subscribed to a service operator and a network operator.  You bring the box home with you and connect it to the IPTV service outlet with the cable that comes with the box.  You turn it on with the controller, and start looking for the content you would like to enjoy. You find such content and start consuming the content.”

This simple scenario may be realized in various ways by different implementations. The scenario itself may be open to different interpretations. For example, the box may be a set-top box or a TV set; the cable may or may not be Ethernet cable; “looking for content” may mean “being guided by an EPG”, “searching with a keyword”, or simply “zapping”; and finally the consumption of the content may mean just “tuning in” to a broadcast program or receiving a VoD program. 

Proposals

1. three phased evolution scenario of IPTV service architecture

<Table 2> is proposed as the three phased evolution roadmap of  IPTV architecture. This table should be used in IPTV standardization roadmap document.
< Table 2>  Three Phased IPTV Architecture Evolution Roadmap
	
	Phase 1
	Phase 2
	Phase 3

	1) Target
	· Enhanced and/or Interactive TV over IP network
	· TV + Internet + (Home network, Dispersing subscribers and channels) 
	· TV + Internet + Fixed/Mobile Telephony + (QoS, Mobility, Service Blending)

	2) Service Features
	2.1)

Contents
	· Multi Channel Broadcasting

· MMoD(Video, Music, Audio)
· Walled Garden Internet Contents
	· Stored Broadcast Contents
· Internet Contents
· 3rd party  and User Created Contents(downloadable, on-demand)
	· Multi angle TV
· 3rd party  and User Created Contents(Linear/Broadcast)
· Contents for Mobile Device(On-demand, Linear/Broadcast)

	
	2.2)

Service Feature
	· Refer to <Table 1>
	· Refer to <Table 1>
	· Refer to <Table 1>

	3) End

Systems/Home Network
	· STB+TV
	· PC-type
· Harmonization with Home Network
	· Mobile phone
· PDA-type, Portable Video Device

	4) Function-al

Capability 

of

Service

Layer
	4.1) Middle-ware
	· ACAP/OCAP/MHP/

Proprietary

· de-facto
	· Optimized IPTV Middleware for IP Environment
	

	
	4.2) 

Media

Codec
	· MPEG-2TS(SD, HD)

· H.264
	· H.264-SVC

· Optimized for IP Environment
	· Optimized for Mobile  IP Streaming Environment

	
	4.3) Security 

SW
	· CAS and DRM
	· tbd
	· tbd

	
	4.4) Metadata
	· Basic EPG
	· EPG + Navigation(IPG)
	· Personalized EPG

	5) Function-al

Capability

of

Transport

Network


	5.1) QoE/QoS
	· SLA based Static RM
	· Service driven On Demand RM
	· Integrated QoS Control for TPS Service

· Session Admission Control with On Demand RM

	
	5.2) Delivery Protocol
	· IP/UDP/RTP/MPEG-2TS(H.264)
	· Direct IP Transport for Efficiency
	· Efficient Streaming  for Wireless IP Environment

	
	5.3)

Multicast
	· Restricted

· PIM-SSM/IGMPv2/IGMPv3
	· Scalable Multicast

· IGMP + Access Security
	· Multicast + QoS

	
	5.4)

Access
	· xDSL, Ethernet/E-PON
	· Hybrid(IP + Terrestrial  Broadcast/Satellite)
	· WLAN, WiFi

	
	5.5) 

Inter-working
	· None
	· Loose Interworking for 3rd Party Downloadable/On-Demand Contents
	· QoS Enabled Interworking for 3rd Party Live/Broadcast Contents

	6) Service/

Network

Control Capability
	6.1) QoS

Control
	· Static SLA for Each Service
	· On-Demand QoS control for IPTV Applications

· QoS for Home Network
	· Integrated QoS Control for all Multi Media Applications

	
	6.2) Session/

Call Control
	· Service Control Architecture for Session-based Service
	· Monitoring of IPTV Service Status for Network Control
	· Blended Service Control Architecture 

· IMS Integration

	
	6.3)

Service

Signalling


	· Real Time Streaming Protocol and IGMP
	· Incorporation of SIP-IETF Protocol 
	· Unified and Scalable Protocol

	7)

Service Operation 

and

Manage-ment
	7.1)

Subscriber Profile

Manage-ment
	· Separated 
	
	· Unified Subscriber Profile Management


2.  Profiles

2.1 Functions and Services

The terminal that satisfies the requirements implicit in this scenario can also vary. The following functionalities are some of the options that the terminal may or may not have.

· Multicast IPTV channel service

· Bi-directional (unicast) On-demand service

· Service with a local storage

In addition to these services or capabilities, it is natural to expect that various additional services enabled specifically by IP would be provided, such as IP phone and e-mail and other messaging. 

These options constitute the basic functionalities that comprise the profiles.

2.2 Levels of Profiles
Based on the above services and functionalities, the following different profiles can be defined:

· Minimal Profile – provides either Multicast IPTV channel service only (Minimal-Channel) or VOD service only (Minimal-VOD).

· Basic Profile – provides both Multicast IPTV channel service and VOD service.

· Core Profile – provides DVR service. This assumes the terminal has a local storage.

· Enhanced Profile – provides additional IP-based services.

This is summarized in Table 3.

Table 3: The Relation between Profiles and Terminal Functions
	
	Minimal1
	Minimal2
	Basic
	Core
	Enhanced

	Multicast channel 
	X
	
	X
	X
	X

	VOD
	
	X
	X
	X
	X

	DVR
	
	
	
	X
	X

	Other IP services (e.g. VoIP)
	
	
	
	
	X


3. Proposed table of contents

Title: Architectural Roadmap for IPTV services
Contents

1. Scope

2. Overview of Architectural Evolution of IPTV services 

3. Requirements

3.1 Minimal Requirements

3.2 Architecture and Service Scenario for Basic Requirements(Phase 1)

3.2.1 Basic Requirements for Phase 1

3.2.2 Reference Architecture for Phase 1


3.2.3 Use cases for Phase 1
3.3 Architecture and Service Scenario for Core Requirements(Phase 2)

3.3.1 Core Requirements for Phase 2


3.3.2 Reference Architecture for Phase 2

3.3.3 Use cases for Phase 2
3.4 Architecture and Service Scenario for Enhanced Requirements(Phase 3)

3.4.1 Enhanced Requirements for Phase 3

3.4.2 Reference Architecture for Phase 3

3.4.3 Use cases for Phase 3
__________

List of documents addressing the issue
- C-195(ETRI, Korea), C-257(NTT, Japan), C-355 (NTT, Japan)
Status: Under study (Jan. 2007, Mountain View)

________________
note�) Categorised as a 3rd phase service because of QoS requirement


note�) Categorized as a 3rd phase service because it demands QoS-guaranteed inter-working is required





	Contact:
	Jun Kyun Choi

Korea (Republic of)
	Tel:
+82-42-866-6122
Fax:
+82-42-866-6226
Email
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	Attention: This is a document submitted to the work of ITU-T and is intended for use by the participants to the activities of ITU-T's Focus Group on IPTV, and their respective staff and collaborators in their ITU-related work.  It is made publicly available for information purposes but shall not be redistributed without the prior written consent of ITU.  Copyright on this document is owned by the author, unless otherwise mentioned.  This document is not an ITU-T Recommendation, an ITU publication, or part thereof.
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