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1. Introduction
This contribution proposes additional texts describing Inter-CN location management for Rec.LMF. 

In Section 7.4 of Rec.LMF, a functional element called Gateway Location Manager (GLM) is introduced for hierarchical location management for roaming mobile terminal. The GLM handles the location update procedure locally as long as the roaming mobile terminal moves within the visited network. 

In this contribution, we describe Inter-CN Location Management framework based on three scenarios, namely, (1) mobile terminal moving from its home network to a visited network, (2) mobile terminal moving from one access network to another within a visited network, (3) mobile terminal moving from one visited network to another visited network. 

2. Proposal 
It is proposed that the texts in this contribution be inserted in Section 7.4 of Rec.LMF after discussion. 
[Editor’s Note: This editor note is deleted because two example reference models, which were main reason of this editor note because they have not been agreed, are deleted 

1
Scope

[Editor’s Note: Scope section is modified to reflect the changed ToC]

This Recommendation is purposed to provide the framework of location management for NGN. To design the framework of location management for NGN, this Recommendation describes the followings: 

· Design considerations and basic functions for location management;
· Reference functional architecture for location management;
· Functional information flows of location management; and
· Application of candidate protocols for location management.
This work on Location Management Framework has been made based on the ITU-T Recommendations: Mobility Management Requirements (MMR) and Mobility Management Framework (MMF).

2
References
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The reference to a document within this Recommendation does not give it, as a stand-alone document, the status of a Recommendation
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3
Definitions
This Recommendation uses the definitions and terms that have been defined in the draft Recommendations MMR and MMF.

In addition, the following terms are used in this Recommendation:

[Editor’s Note] definitions section will be filled as the work progresses.

	Location Management
	A process that enables the network to determine a mobile’s current location, i.e., the mobile’s current network attachment point where the mobile can receive traffic from the network.

	
	

	
	

	
	


4
Abbreviations

[Editor’s Note] There abbreviations will be filled as the work progresses.

5
Design Considerations

[Editor’s Note: Previous section 5(Introduction), 6(Design consideration), 7(Basic functions) are merged into this section according to the change of ToC]

This Recommendation describes the Location Management Framework (LMF) for NGN, which is based on the associated ITU-T Recommendations: Mobility Management Requirement (MMR) in terms of the requirements for MM in the NGN and Mobility Management Framework (MMF) in terms of the generic framework of MM in the NGN. 

The goal of the location management functionality is to keep track of the mobile users/terminals in the network, to identify where the mobile user is in the network, and to maintain the location information of the mobile user as it continues to move around in the network. For this purpose, the location information of a mobile user/terminal needs to be identified, registered, and maintained at the corresponding location manager. The location information will be referred to, whenever the connection request for the concerned mobile user arrives from the correspondent user.

As described in the ITU-T Recommendation MMF, the basic functional flows for location management can be briefly classified into the functions for MTs and for caller, which can be mobile or fixed. The functions for MTs is to register current MTs’ location in network and includes interworking with AAA for user/terminal identification, configuration of location ID (e.g. new IP address), location registration and location update function. The functions for caller are to track current MT’s location and delivery packet to the location. It includes location query using user/terminal ID, location reply and packet delivery.

This Recommendation describes the basic functions of location management. This Recommendation will also describe the reference functional architecture and procedures of location management. Based on the LMF designed in this Recommendation, a couple of the existing IP-based protocols, Mobile IP and SIP, will be reviewed as candidates for location management in the NGN.

[Editor’s Note: This text comes from section 6 of previous version. More design considerations need to be added]

In this Recommendation, the LMF is designed with the following considerations:

A. Various mapping scenarios between Local Location Manager (LLM) and Access Networks (ANs)

It is noted that the location managers are local entities rather than physical entities. Considering how to map them into the practical access networks, there could be various mappings between LLM and ANs according to operators’ policies such as capacity of LLM. Therefore the structure and procedure of LMF should be designed to cover these various mappings.

[Editor’s Note: This text comes from section 7 of previous version.]

In this Recommendation, the LMF  has following basic functions to support location management:

A. Terminal/User Identification

The MM protocols for NGN must specify how users/terminals are to be authenticated, authorized accounted, and secured for services using standard AAA and security mechanisms. 

The result of the AAA functionality will be a yes/no decision on the service request made by a user. As a next step, the access network configuration will be adapted to the mobile/nomadic user such that it satisfies the particular Quality of Service (QoS) level and security association for the requested service. These mechanisms should be based on the user’s subscription profile and the technical resource constraints of the respective access networks.

While it is envisaged that many users will have a terminal for their exclusive personal use, there will also be many cases where terminals must be shared among multiple users (e.g., public telephones) and cases where a particular user, for good and valid reasons, may need to borrow a terminal from another user who normally has exclusive use of his terminal but is willing to let it be used by someone else for good and valid reasons (e.g., an emergency call when the terminal has exhausted its battery.) For these and other circumstances, it is considered essential that the mechanisms for identifying users and terminals be separate, that is, that a user’s identify is distinct from a terminal’s identity, and that there is a non-permanent association of a user with a particular terminal, which may be transitory or long lasting, depending on the circumstances. Users may also have multiple terminals and will want to be able to transfer from one terminal to another according to their needs. As the overall context is mobility, it is also important that geographic information be separate from the user identity and the terminal identity. The mechanisms to handle all of these will require careful investigation since it will also be essential that they are interoperable with existing naming, numbering, addressing and routing mechanisms.
B. Configuration of location ID

It is noted that the user ID for an MT is given by the home operator or service provider. The user ID may typically contain the domain name of the home operator, as we can see in the example of “user@domain”.

When an MT enters a new network region, it must first get its current location ID (e.g., a routable IP address). For this purpose, the MT may use the Dynamic Host Configuration Protocol (DHCP), IP Control Protocol (IPCP), or IPv6 stateless IP address auto-configuration. The location ID will be typically an IP address or an identifier to be converted in the unique IP address, which may include the information on the local network (or local network operator).

In the configuration of a location ID, the MT may be enforced to contact with the AAA server for authentication and authorization. In this Recommendation, the MMF assumes that the MT could get an IP address using the relevant IP address configuration and AAA scheme. The detailed procedures of the address configuration and interaction with the AAA servers are outside the scope of this recommendation.

C. Location Registration/Update

Each MT should register its current location ID (e.g. IP address) with its associated location manager, when it awares that not in Home network in order to be tracked by the network.   Also it should update its locatin ID whenever it moves into another new region and gets a new location ID. Each location manager will keep and maintain the information of mapping between User ID and Location ID for the concerned MTs. 

D. Packet Delivery to an MT

When another external or internal (fixed or mobile) terminal, named the ‘caller,’ wants to communicate with the MT, first of all, the caller terminal should know the current location ID of the called MT. In this case, the location information managed by LM will be used. The caller terminal will first query the home LM about the current location ID (IP address) of the called MT. After getting the current location of the MT, now the caller terminal will begin the call/session establishment and/or the data transport process with the destination MT. 

It is noted that the location query and reply procedures could be differently applied to the services or applications, depending on whether or not they need out-of-band signaling for call/session setup. 

E. Paging for Idle Terminals

The paging capability for supporting idle mode terminals is essential in large-scale networks because it provides power saving in mobile terminals as well as signalling reduction in networks, which improve the scalability of NGN. In particular, paging support needs to be provided together with location management.
When an MT goes into the idle (or dormant) state, it registers with a Paging Manager. The MT will also update its paging area, whenever it changes the paging area. The paging management could be implemented in the access link layer and/or IP-based network layer. In the LMF, the IP-based paging may be concerned, since the paging schemes in the underlying access link layer are subject to a specific access technology.

6 
Reference Functional Architecture 

[Editor’s Note: previous example reference architecture was deleted. Contributions for functional architecture are solicited]

[Editor’s Note: This section should include the contents regarding follows issues as proposed in contribution C-194;

- Detailed Functional architecture, which includes LM and AAA, DHCP, CSCF, etc

- Reference Configuration for MM1/2/3 Scenarios
- Text that shows the linkage with NGN-FRA]

 [Editor’s Note: Section 6.1 comes from contribution C-198. The interface between control functions and transport function is deleted as agreed. ]

[Editor’s Note: Further consideration on the usage of “Home” in location manager and home network is requested]

6.1 Basic functional architecture

The figure 1 shows general model to support the consistency of conceptual function between LMF and NGN architecture.
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Figure 1. Conceptual model for location management

The separation between control plane and transport plane is a basic assumption for location management (LM). LM are hierarchically composed into Local Location Manager (LLM) and Home Location Manager (HLM). These location managers also could be distributed between a visited network and a home network.

UE, User equipment, also need a LLM to support location management procedure, for example, sending location update(LU) message and receiving LU-ACK message.

LM may be located at transport control function or service control function. LM is likely to be LLM for various access network and HLM for core network. Especially HLM supports the capability to provide the control connection with other networks.

Based on this generalized conceptual model for location management, other location managers for personal/service mobility management also could be added.

7
Functional Information Flows    

[Editor’s Note: Section 7 (Location Management Procedure) of previous version is deleted because its text are also included in MMF. More detail functional information flows will be described in this section. Contributions are requested]
 [Editor’s Note: It is agreed to add following three sub-sections. Contributions for these sub-sections are requested]

7.2 
Location Management for Intra-AN (MM3)

7.3 
Location Management for Inter-AN (MM2)

7.4 
Location Management for Inter-CN (MM1)

[Editor’s Note: Section 7.4.1 comes from contribution C-26 which was agreed to be added to LMF. Further contributions are requested]

7.4.1 Inter-CN Location Management Scenario

7.4.1.1 Gateway Location Manager

Following figure shows Inter-CN location management architecture for NGN. A gateway location manager (GLM) is deployed in each visited network to perform location management function for visiting mobile terminals. While a visiting mobile terminal stays within the visited network, the GLM of the visited network is responsible for managing the location of the visiting mobile without intervention of the mobile’s home LM. From the view point of the home LM of the mobile’s home network, the GLM is considered as a local LM. From the view point of the local LM of visited network, the GLM is considered as a home LM of the mobile. As far as the physical location is concerned, the GLM can be collocated with the home LM of the visited network. 
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Figure: Inter-CN Location Management Architecture

7.4.1.2 Roaming from Home Network to Visited Network

As a mobile terminal moves from its home network to a visited network, a local LM in the visited network performs location registration with the GLM in the visited network. The GLM registers mobile’s location with the home LM of the mobile’s home network. During the location registration process, the user’s subscription information is passed from the home LM to the GLM, and the GLM forward the subscription information to local LM. The GLM may de-register the mobile’s location with the old local LM. 
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Figure: Inter-CN Location Registration

Following figure shows the signaling flow for the first location registration of a visiting mobile in a visited network. The location registration procedure between a local LM and a GLM is same as the location registration procedure between a local LM and a home LM. Likewise, the location registration procedure between a GLM and a home LM is same as the location registration procedure between a local LM and a home LM. The GLM may download user profile information from the home LM of the mobile’s home network. The GLM forwards the subscription information to local LM. The home LM may send deregistration message to the old local LM in the home network. 
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Figure: Inter-CN Location Registration Signaling

7.4.1.3 Inter-AN Location Management for Visiting Mobile within Visited Network

After the first location registration in the visited network, the mobile may move freely within the visited network. The subsequent location registrations due to the mobile’s movement do not need any location registration signaling between the home LM and the GLM. As the mobile moves from one access network to another, the mobile’s new local LM registers the mobile’s location with the GLM, and the GLM de-registers the mobile’s location with the old local LM. 
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Figure: Inter-AN Location Registration for Visiting Mobile Terminal

Following figure shows the signaling flow for location registration of a mobile terminal that moves from one access network to another within a visited network. The mobile’s new local LM registers the mobile’s location with the GLM. The location registration procedure between a local LM and a GLM is same as the location registration procedure between a local LM and a home LM. The local LM may download user profile information from the GLM. The GLM may send deregistration message to old local LM. 
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Figure: Inter-AN Location Registration Signalling for Visiting Mobile Terminal

7.4.1.4 Roaming between Visited Networks

As a mobile terminal moves from one visited network to another, a local LM in the newly visited network performs location registration with the GLM in the newly visited network. The GLM registers mobile’s location with the home LM of the mobile’s home network. During the location registration process, the user’s subscription information is passed from the home LM to the GLM of the newly visited network, and the GLM forwards the subscription information to the local LM in the newly visited network. The home LM may send deregistration message to the GLM of the old visited network. The GLM may de-register the mobile’s location with the old local LM in the old visited network. 
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Figure: Inter-CN Location Registration between Visited Networks

Following figure shows the signaling flow for the first location registration of a visiting mobile in a newly visited network. The mobile’s new local LM registers the mobile’s location with the GLM in the newly visited network, and the GLM registers the mobile’s location with the home LM of the mobile’s home network. The location registration and the subscription information download procedure between the local LM and the GLM is same as one described in Section 7.4.1.2. The home LM may send deregistration message to the GLM in the old visited network, and the GLM may forward the deregistration message to the local LM of the old visited network. 
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Figure: Inter-CN Location Registration Signaling between Visited Networks

8
Application of Candidate Protocols 

[Editor’s Note] this section will describe how some of the candidate IP-based protocols could be used for location management and what are needed for it, based on the LMF identified in this Recommendation. Some reference texts are given below. Further contribution is invited.

8.1 
SIP for Location Management 

The Session Initiation Protocol (SIP) has been specified in the IETF for supporting the control of IP-based multimedia sessions as a signaling protocol. The SIP is an application-layer control protocol that can establish, modify, and terminate multimedia sessions. The SIP functional entities include UA, Proxy Server, Redirect Server, Registrar and the location DB. It operates independently of the underlying transport layer protocols such as Transmission Control Protocol (TCP), User Datagram Protocol (UDP) and Stream Control Transmission Protocol (SCTP). More details on SIP are given in IETF RFC 3261.
8.1.1
SIP-based Location Update

SIP provides the location registration and update functionality using the SIP Registrar. When an MT moves into a new network region, it registers its current location ID (SIP URI) with the location database via a SIP Registrar. 
Figure A2-1 shows the functional information flows for the SIP-based location registration and update operations.
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Figure 6. SIP-based Location Update

As shown in the figure, each time an MT gets a new location ID (IP address) from the new AR region, it will update its location with the SIP Registrar server by sending the SIP REGISTER request message. In response to the REGISTER message, the Registrar will send an SIP status message (e.g., 200 OK) to the MT.

8.1.2
SIP-based Location Query and Session Establishment

SIP also provides the location query functionality for call/session establishment using the SIP Proxy or Redirect servers. It is noted in SIP that the session establishment could be done at the same time with the location query operations, in particular, in case of using SIP proxy server instead of SIP redirect server.

The following figure illustrates an example flow of the SIP-based location query with the call/session establishment. The SIP INVITE message is used for the session establishment, in which the location query operation is performed at the same time.


[image: image11.wmf]Local SIP Proxy

Caller MT

Home SIP Proxy

(with location DB)

LQ (INVITE)

Called MT

LQ (INVITE)

LQ (INVITE)

LQ-ACK (OK)

LQ-ACK (OK)

LQ-ACK (OK)

Data Transport


Figure 7. SIP-based Location Query with Session Establishment

8.2 
MIP for Location Management 

The Mobile IP (MIP) is an MM protocol that has been specified in the IETF. Mobile IP may be divided into Mobile IPv4 (MIPv4) and Mobile IPv6 (MIPv6). Details of MIPv4 and MIPv6 are described in IETF RFC 3344 and RFC 3775, respectively. 

These two protocols basically provide similar functionality with some exceptions in the detailed operation mechanisms. In this section, the Mobile IPv4 is reviewed in terms of the LMF. 

8.2.1
MIP Location Update 

When a MT moves into a new subnet, apart from the Home Network, it will get a CoA of FA (IP address of FA) in the new network. The MT may use a Co-located CoA (CCoA), which will be obtained by Dynamic Host Configuration Protocol (DHCP). In the process of obtaining the CoA address, the MT may be required for performing the appropriate authentication procedure via AAA server.

After realizing that the MT is in the new network, it registers with the HA with a Care of Address (CoA). The MT must register its CoA with the HA whenever the MT changes its subnet. This is called ‘Binding Update’ procedure in the MIP. It is noted that the MIP HA is used as an LM. That is, the HA maintains the location information for the MT. In this case, the Home Address (HoA) of the MT is used as the User or Terminal ID, whereas the CoA of FA will be used as the Location ID (IP address).

In this way, the HA maintains and updates the current location ID for the MT, as shown in the figure below.
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Figure 8. Location Update by MIP

8.2.2
MIP Data Transport with Location Management

When an external Correspondent Host (CH) sends a data packet toward the MT (over the HoA of the MT), the HA will intercept and receive the packets destined for the MT from the CH, since the MT is roaming in a visited network.

The HA then forwards these packets to the MT using the CoA of MT. These data packets will be delivered to the MT through the Mobile IP tunnel. Basically, the MIP uses the standard IP routing scheme for the data transport.

When receiving the tunneled packets from the HA, the FA will de-capsulate the received packets and delivers the original packets to the MT, as shown in the figure below. 
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Figure 9. Data Transport by MIP

Appendix

[Editor’s Note: Regarding following architecture, some issues that should be addressed are raised as follows;

- Consider if Mobile Location Agent may not be collocated with the End User Function.
- Where is the delineation between Access and Core Network? We should make sure there is a coherency with FMC and NGN FRA.
- Should the LLM and HLM be also in Service Control Function?
[Editor’s Note: Following architecture is not agreed. However it is agreed that it includes many valuable information for future works of LMF and should be reflected later in main text. Further contributions are solicited for this]  

A. Functional compatibility considerations for Recommendation LMF

A.1 Functional concept for compatibility with NGN 

Fig A.1 shows the location management functional architecture model for transport stratum. In this figure, we propose to consider the location management function in both access network and core network as defined in Q.MMF and Q.LMF. In the access network, local location management function is considered, while home location management is considered in the core network. Both location management functions are worked with other specific functions such as user profile management function, AAA function, and network access control function. The local location management function is connected with ‘mobile location agent’ as well as with home location management function. The mobile location agent is physically located in the part of an end user, and just works as the functional interface between an end user and an access network. Also, LLM / HLM functions are connected with service control function such as SIP and non-SIP based mobility management. 
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Fig. A.1. Location management functional architecture model for transport stratum
In the basis of Fig. A.1, Fig. A.2 illustrates the location management functional architecture for the compatibility with NGN. This figure is reasonable to align with NGN architecture. 
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 Fig. A.2. Location management functional architecture for compatibility with NGN

2.2 Compatibility of location management functions among various mobile technologies

Functional entities related to location management are defined in various mobile technologies, such as Mobile IP, GPRS, and 3GPP LTE (Long Term Evolution). For future convergence networks, we need to consider the functional compatibility among these standardized technologies due to the efficient management without any modification. Currently, similar functions are defined somewhat differently in various technologies. The functional architecture discussed in Fig.1 must provide the required location management functions by Mobile IP, GPRS, and 3GPP/3GPP2, especially for vertical handovers. In summary, table 1 shows a draft description how functions of HLM and LLM are provided by functional entities of other standard technologies. The reference of the table 1 is shown in the Appendix of this contribution.

Table A.1. Compatibility of Functional Entities among Various Technologies

	ITU-T Functional Entity

Mobile Technology
	HLM
	LLM

	Provided by
	MIPv4, MIPv6
	Home Agent
	Foreign Agent

	
	IEEE 802.xx family
	To Be Determined
	To Be Determined

	
	SIP
	To Be Contributed
	To Be Contributed

	
	GPRS (GSM, Circuit switched)
	HLR

SGSN
	VLR

	
	3GPP LTE
	Circuit switched service
	HLR

HSS
	VLR

3GPP Anchor

(for GPRS)

MME/UPE

	
	
	Packet switched service
	To Be Contributed
	SAE Anchor

(for packet networks)


- HLR: home location register, VLR: visited location register, SGSN: serving GPRS support node

- HSS: home subscriber server, MME: mobility management entity

- UPE: user plane entity, SAE: system architecture evolution 
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