|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| ITU logo | | **国 际 电 信 联 盟**  **电信标准化局** | |  |
|  | | | 2017年10月18日，日内瓦 | |
| 文号： | **电信标准化局第57号通函** | | **致：**  - 国际电联成员国主管部门；  - ITU-T部门成员；  - ITU-T部门准成员；  - 国际电联学术成员 | |
| 电话： | +41 22 730 6206 | |
| 传真： | +41 22 730 5853 | |
| 电子 邮件： | [tsbsg17@itu.int](mailto:tsbsg17@itu.int) | | **抄送：**  - ITU-T各研究组正副主席；  - 电信发展局主任；  - 无线电通信局主任 | |

|  |  |
| --- | --- |
| 事由： | **有关打击垃圾信息的研究** |
|  |  |
| 行动： | 请最迟于**2018年2月28日前**将问卷返回 |

尊敬的先生/女士：

1 根据世界电信标准化全会（2016年，哈马马特）第52号决议（抵制和打击垃圾信息），ITU-T的目标是促进打击垃圾信息方面的有效和高效技术措施的出台。此类技术措施由ITU-T第17研究组开发，并以统计分析、风险评估、国际电联成员的举措、相关法规和最佳做法为基础。

2 WTSA-16第52决议责成电信标准化局主任“启动一项研究（包括向国际电联成员发放问卷调查表），**以说明垃圾信息业务量的数量、类型（如垃圾邮件、垃圾短信、IP多媒体应用中的垃圾信息）和特点（如不同的主要路由和来源），**从而帮助成员国和相关运营机构确定此类路由、来源和数量，估算用以抵制和打击垃圾信息的设施和其他技术手段所需的投资额，同时顾及已开展的工作”。

3 本研究旨在帮助国际电联成员国和相关运营机构来调查其垃圾信息问题的发展程度和特点。问卷亦旨在估算设施和其他技术手段的投资成本，以帮助国际电联成员国和相关运营机构抵制和打击垃圾信息。

4 我在此邀请您参加这次调查，并希望您能在**2018年2月28日**前最好通过网址<https://www.research.net/r/sg17counteringspam> （密码：sg17-counter-spam）在线填妥**附件1**中的问卷调查表，或者填妥后通过电子邮件地址[tsbsg17@itu.int](mailto:tsbsg17@itu.int)或通过传真+41 22 730 5853寄回。

5 如您要求我们提供本问卷调查表的进一步细节信息或要求我们予以澄清说明，请最好通过电子邮件地址[xiaoya.yang@itu.int](mailto:xiaoya.yang@itu.int)与杨晓雅女士联系。

![](data:image/png;base64,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)顺致敬意！

电信标准化局主任  
李在摄

**附件：1件**

Annex 1

**Questionnaire on countering spam**

|  |  |
| --- | --- |
| **Nation / Company / Organization information** | |
| Type | Member State  Sector Member  Academia  Associate |
| Country |  |
| Full name |  |
| **Contact information** | |
| E-mail |  |
| Telephone / Mobile phone |  |
| Fax |  |
| **Questions** | |
| **1. General information of spam**  1) What are the main types of spam in your country? (multiple choice)  Text message spam  Mobile spam  E-mail spam  Social networking spam  Spam in IP-based multimedia applications  Crank call  Other types. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.  2) What are the main purposes of spam? (multiple choice)  Fraud  Sales or advertisement  Virus/malware  Just unwanted information  Other types. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.  3) What is the average frequency of receiving e-mail spam in 2016?  Several message spams a day  One message spam a day  One message spam couple of days  One message spam occasionally  3-1) What is the average frequency of receiving mobile spam in 2016?  Several mobile spams a day  One mobile spam a day  One mobile spam couple of days  One mobile spam occasionally  3-2) If available, please provide volume & share of mobile phone spam by source as of 2016:  (Unit: spams)   |  |  |  | | --- | --- | --- | | Source | Spam volume | Share (%) | | Bulk SMS transmission service on the Internet (SMSs over the Internet) |  |  | | Mobile communication service (SMSs over Mobile phone) |  |  | | Internet phone, wired fixed phone |  |  | | Total |  |  |   4) Has spam caused any financial loss?  Yes  No  5) If 4) is yes, how much economic loss has been caused by spam annually in 2016?  Less than 100 thousand US dollar  More than 100 thousand US dollar  More than 1 million US dollar  More than 10 million US dollar  More than 100 million US dollar  More than 1 billion US dollar  6) In general, what is the trend of spam in terms of the number of e-mail and mobile spam received per day or percentage of spam in total e-mail traffic in 2016 compared to the last three-year period?  a (steady) increase  a (steady) decrease  fluctuation (an increase and decrease)  remain constant | |
| **2. Organizations responsible for countering spam**  1) What organizations are responsible for countering spam? (multiple choice)  Government administrative department  Social non-profit organizations  Special agencies  Social company  Other. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  2) If there is a national focal point for spam matters, please provide her/his contact address, so she/he can be contacted publicly.  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | |
| **3. Legislation and regulation on countering spam**  1) Are there any national legislations or regulations in place to counter spam?  Yes  No  2) If 1) is yes, please identify any national legislation and regulations in place to counter spam.  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  3) What is your evaluation of the effectiveness of these legislations and regulations? (Mark from 1 to 10; the higher value represents the better.)  Poor  1  2  3  4  5  6  7  8  9  10 Good  4) Which types of spam have your legislations and regulations specified to counter spam? (multiple choice)  Text message spam  Mobile spam  E-mail spam  Social Network spam  Spam in IP-based multimedia applications  Crank call  none  Other types. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.  5) Which types of spam do ITU-T Recommendations or Standards need to further develop or strengthen to counter spam from your country’s perspective? (multiple choice)  Text message spam  Mobile spam  E-mail spam  Social Network spam  Spam in IP-based multimedia applications  Crank call  Other types. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_. | |
| **4. Technical solutions**  1) What types of technical solutions to counter mobile spam are being implemented in your country or organization? (multiple choice)  Recognition and filtering mechanisms  Complaint and report mechanisms (e.g., Easy Spam Reporting service via mobile phone)  A black or white list  A spam blocking list of mobile phones  Comprehensive monitoring and analysis system  None  Other solutions. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.  2) What types of technical solutions to counter e-mail spam are being implemented in your country or organization? (multiple choice)  Recognition and filtering mechanisms  Complaint and report mechanisms (e.g., Easy Spam Reporting service via mobile phone)  A black or white list  A spam blocking list of mobile phone  A comprehensive monitoring and analysis system  Sender Policy Framework (SPF)  None  Other solutions. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.  3) What is your evaluation of the effectiveness of these solutions? (Mark from 1 to 10; the higher value represents the better.)  Poor  1  2  3  4  5  6  7  8  9  10 Good  4) Which ITU-T Recommendations or other standards are mainly used to counter spam in your country? (multiple choice)  ITU-T  GSMA  3GPP  Your own country’s standards  Standards set by companies or organizations  None  Others. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_. | |
| **5. Education and awareness**  1) What types of education initiatives on countering spam have been more frequently undertaken? (multiple choice)  Awareness campaigns  Distribution of printed material (e.g. guidelines)  Informational websites  Simulations and drills  None  Others. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.  2) To whom are such initiatives mainly targeted? (multiple choice)  The population at large  Children  Elderly people  Local communities  Small businesses  Local authorities  None  Others. Please enumerate\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_. | |
| **6. International cooperation**  1) Are there any international collaboration mechanisms and platforms on countering spam that have been established?  Yes  No  1-1) If yes, provide examples of effective international initiatives to counter spam.  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  2) What are the main international collaboration mechanisms and platforms on countering spam? (multiple choice)  Through ITU  Through other international platforms (e.g. 3GPP, GSMA)  Bilateral cooperation  Multilateral cooperation  Others. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.  None  3) What are the main fields of international collaboration on countering spam? (multiple choice)  Education and awareness  Technical solutions  Legislation and regulation  Standards  None  Others. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_. | |
| **7. Best practices**  1) Which fields are the best practices in place? (multiple choice)  Technical solutions  Legislation and regulation  Standards  Education and awareness  None  Others. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.  2) Which organisations act as a lead role in implementing the best practices of countering spam? (multiple choice)  Government  Telecom enterprise (e.g. Telecom service provider)  Internet enterprise (e.g. Internet service provider)  Independent third party organization  None  Others. Please enumerate: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_.  3) Please give us any details about best practices in place.  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | |
| **8. Other information (optional)**  1) Please provide any further information that you consider useful for countering spam.  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_  \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ | |

\_\_\_\_\_\_\_\_\_\_\_\_\_\_