|  |  |
| --- | --- |
| The International Teleocmmunication Union - Connecting the World. | **Международный союз электросвязи**  **Бюро стандартизации электросвязи** |

Женева, 5 сентября 2019 года

|  |  |  |
| --- | --- | --- |
| Осн.: | **Циркуляр 192 БСЭ** TSB Events/VM | **Кому**:  − Администрациям Государств – Членов Союза  − Членам Сектора МСЭ-Т  − Ассоциированным членам МСЭ‑Т  − Академическим организациям − Членам МСЭ  **Копии**:  – Председателям и заместителям председателей исследовательских комиссий МСЭ-Т  − Директору Бюро развития электросвязи  − Директору Бюро радиосвязи |
| Для контактов: Тел.:  Факс:  Эл. почта: | **Виджей Мори (Vijay Mauree)** +41 22 730 5591 +41 22 730 5853 [tsbevents@itu.int](mailto:tsbevents@itu.int) |
|  |  |

|  |  |
| --- | --- |
| Предмет: | **Практикум по безопасности FIGI: Обеспечение безопасности инфраструктуры и приложений ЦФУ**  **(Женева, Швейцария, 4−5 декабря 2019 г.)** |

Уважаемая госпожа,  
уважаемый господин,

1 Международный союз электросвязи совместно с Фондом Билла и Мелинды Гейтс, Группой Всемирного банка и Банком международных расчетов организует **Практикум по безопасности в рамках Глобальной инициативы по охвату финансовыми услугами (FIGI): Обеспечение безопасности инфраструктуры и приложений цифровых финансовых услуг (ЦФУ)**, который пройдет 4–5 декабря 2019 года в штаб-квартире МСЭ по адресу: rue de Varembé 2, Женева, Швейцария.

2 Плата за участие в этом мероприятии не взимается, и оно открыто для Государств – Членов МСЭ, Членов Секторов МСЭ, Ассоциированных членов МСЭ и Академических организаций – Членов МСЭ, а также для любого лица из страны, являющейся Членом МСЭ, которое пожелает внести свой вклад в работу. К числу таких лиц относятся члены международных, региональных и национальных организаций, представители регуляторных органов в области электросвязи, центральных банков, поставщиков ЦФУ, сектора финансовых технологий, сектора безопасности ИТ, поставщиков платежных услуг, поставщиков платформ мобильных денег, поставщиков платформ цифровых валют, а также представители правоохранительных органов в области цифровых финансов. **Содержание данного практикума по безопасности будет носить узкоспециализированный технический характер, и основной целевой аудиторией являются специалисты, активно занимающиеся цифровыми финансовыми услугами, а также реализацией и приложениями безопасности мобильных платежей**.

3 Мероприятие будет проходить только на английском языке.

4 Основной целью практикума по безопасности FIGI является представление результатов деятельности [Рабочей группы по вопросам безопасности, инфраструктуры и доверия](https://www.itu.int/en/ITU-T/extcoop/figisymposium/Pages/FIGISITWG.aspx) путем проведения ряда технических конференций для специалистов в области безопасности. Сессии первого дня образуют конференцию, на которой состоится представление и обсуждение результатов деятельности Рабочей группы по вопросам безопасности, инфраструктуры и доверия по следующим темам:

a) смягчение влияния уязвимостей и угроз SS7 на цифровые финансовые услуги;

b) реализация технологий строгой аутентификации клиентов для укрепления безопасности и обеспечения бесперебойной работы пользователя с ЦФУ;

c) разработка системы гарантий безопасности для поставщиков ЦФУ и операторов электросвязи для более эффективного управления рисками и угрозами в своих системах;

d) аналитические оценки уязвимостей приложений ЦФУ на основе USSD и STK и способы смягчения их влияния.

5 Программа второго дня мероприятия состоит из серии практикумов по безопасности, ориентированных в первую очередь на лиц, активно занимающихся технической реализацией безопасности в области цифровых финансовых услуг. **Эти практикумы по безопасности будут проводиться параллельно в течение всего дня 5 декабря, и, учитывая ограниченное количество мест, участникам следует зарегистрироваться для участия только в одном практикуме в зависимости от области своих интересов**. Темы, которым будут посвящены проводимые 5 декабря практикумы, включают, в том числе, следующие:

− реализация децентрализованной идентификации для ЦФУ;

− отслеживание цифровых финансовых пирамид;

− реализация аутентификации Альянса Fast Identity Online (FIDO) для ЦФУ;

− руководящие принципы разработки структуры безопасности приложений для поставщиков ЦФУ.

6 Информация о мероприятии, включая проект программы, размещена на веб‑сайте мероприятия по следующему адресу: [https://www.itu.int/en/ITU-T/Workshops-and-Seminars/201912/Pages/ default.aspx](https://www.itu.int/en/ITU-T/Workshops-and-Seminars/201912/Pages/%20default.aspx). Этот веб-сайт будет регулярно обновляться по мере появления новой или измененной информации. Участникам предлагается периодически знакомиться с новой информацией.

7 В зонах расположения основных конференц-залов МСЭ имеются средства беспроводной ЛВС, которыми смогут воспользоваться делегаты. Подробная информация представлена на веб-сайте МСЭ‑Т (<http://www.itu.int/ITU-T/edh/faqs-support.html>).

8 **Участникам, которым требуется финансовая поддержка и/или персональное письмо с приглашением принять участие в мероприятии, предлагается заполнить форму в Приложении 1**. **Подробную информацию о критериях соответствия требованиям см. в Приложении 2**. Участникам, которым требуется помощь, необходимо обратиться в Секретариат мероприятий БСЭ по эл. почте ([tsbevents@itu.int](mailto:tsbevents@itu.int)).

9 Предлагаю вам заполнить до **25 ноября 2019 года** онлайновую регистрационную форму, размещенную по адресу: <https://www.itu.int/net4/CRM/xreg/web/Registration.aspx?Event=C-00006506>. **Просьба принять к сведению, что предварительная регистрация участников проводится** **только в *онлайновой форме***.

10 Ряд гостиниц в Женеве предлагают льготные тарифы для делегатов, участвующих в собраниях МСЭ, и предоставляют карту, которая обеспечивает бесплатный доступ к системе общественного транспорта Женевы. Список соответствующих гостиниц и руководство по запросу скидки, содержатся по адресу: <http://itu.int/travel/>.

11 Для въезда в Швейцарию и пребывания в ней в течение любого срока гражданам некоторых стран необходимо получить визу. **Визу следует запрашивать не менее чем за четыре (4) недели до даты начала семинара-практикума** и получать в учреждении (посольстве или консульстве), представляющем Швейцарию в вашей стране, или, если в вашей стране такое учреждение отсутствует, в ближайшем к стране выезда.

В случае возникновения трудностей для **Членов МСЭ** – [**Государств – Членов МСЭ**](http://www.itu.int/online/mm/scripts/gensel8)**,** [**Членов Секторов МСЭ**](https://www.itu.int/online/mm/scripts/gensel11)**,** [**Ассоциированных членов МСЭ**](https://www.itu.int/online/mm/scripts/gensel11?_memb=A) **или** [**Академических организаций – Членов МСЭ**](https://www.itu.int/online/mm/scripts/gensel11?_memb=U) и на основании официального запроса, представленного ими в БСЭ, Союз может обратиться в компетентные органы Швейцарии, с тем чтобы содействовать в получении визы, но только не позднее указанного **четырехнедельного** срока. Любой такой запрос следует осуществлять путем отметки в соответствующей ячейке регистрационной формы не менее чем за четыре недели до мероприятия. Все вопросы следует направлять в Секцию поездок МСЭ ([travel@itu.int](mailto:travel@itu.int)) с пометкой "**визовая поддержка**" (**visa support**).

**Основные предельные сроки**:

|  |  |
| --- | --- |
| 15 октября 2019 г. | − Представление запросов на финансирование (см. п. 8, выше) |
| 15 октября 2019 г. | − Представление запросов на персональное пригласительное письмо (см. п. 8, выше) |
| 6 ноября 2019 г. | − Представление запросов на письмо для содействия в получении визы (см. п. 11, выше) [**только для Членов МСЭ**] |
| 25 ноября 2019 г. | − Регистрация |

С уважением,

(*подпись*)

Чхе Суб Ли  
Директор Бюро  
стандартизации электросвязи

**Приложения**: 2

ANNEX 1

|  |  |  |
| --- | --- | --- |
| C:\Users\restivo\AppData\Local\Microsoft\Windows\INetCache\Content.Outlook\2XA4AODR\logo ITU blue UN (5) (003).png | **APPLICATION FORM FOR FUNDING & PERSONALIZED INVITATION**  **FIGI Security Clinic**  **4−5 December 2019**  **Geneva, Switzerland** | C:\Users\restivo\AppData\Local\Microsoft\Windows\INetCache\Content.Outlook\2XA4AODR\logo ITU blue UN (5) (003).png |

**All fields are mandatory**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Registration ID (required) | | |  | | [Register online](https://www.itu.int/net4/CRM/xreg/web/Registration.aspx?Event=C-00006506) for the meeting to obtain the registration ID |
| Title (e.g. Mr, Mrs, Dr …) | | |  | | |
| First name | | |  | | |
| Last name | | |  | | |
| Date of Birth (dd/mm/yy) | | |  | | |
| Gender (Male/Female) | | |  | | |
| Job title | | |  | | |
| Name of Company/Organization | | |  | | |
| Nationality as written on Passport | | |  | | |
| Company/Organization mailing address | | Address |  | | |
| Postal Code |  | | |
| Country |  | | |
| Telephone number: | | | E-mail address: | | |
|  | | | **Note instructions to follow below so your request can be processed:** | | |
| **Participant Request** | | | **Response (Yes/No)** | **Instructions for each request** | |
| I am applying for **funding** to attend the Symposium: (Yes or No) | | |  | Complete and e-mail the Form together with an official letter of nomination from your employer to [tsbfigisit@itu.int](mailto:tsbfigisit@itu.int) before **15 October 2019** | |
| I require a **personalized letter of invitation**: (Yes or No) | | |  | Complete and e-mail the Form to [tsbfigisit@itu.int](mailto:tsbfigisit@itu.int) by **15 October 2019** | |
| Specify city and country of departure | | | City: Country: | | |
| Your stay in Geneva  (dd/mm/yy) | Date of arrival | |  | | |
| Date of departure | |  | | |
| Date: | | | Signature: | | |

ANNEX 2

Funding for participants from eligible countries

Funding for participants from eligible countriesmay be provided through ITU. Please note that the decision criteria to grant this funding include but are not limited to the following:

a) Available budget;

b) Participation of speakers from eligible countries (<https://www.itu.int/en/ITU-T/gap/Documents/Fellowships_BSG_EligibleCountries.pdf>);

c) Equitable distribution among countries and regions; and

d) Gender balance.

Preference will be given to national regulators and public officials. Funding requests (please use enclosed form in Annex 1) must be returned to ITU no later than **15 October 2019**.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_