|  |  |  |  |
| --- | --- | --- | --- |
| The International Teleocmmunication Union - Connecting the World. | | **Unión Internacional de Telecomunicaciones**  **Oficina de Normalización de las Telecomunicaciones** | |
|  |  | | Ginebra, 5 de septiembre de 2019, |
| **Ref.:** | **Circular TSB 192**  TSB Events/VM | | – las Administraciones de los Estados Miembros de la Unión;  – los Miembros de Sector del UIT-T;  – los Asociados del UIT-T;  – las Instituciones Académicas de la UIT |
| **Contacto:** | **Vijay Mauree** | |
| **Tel.:** | +41 22 730 5591 | |
| **Fax:** | +41 22 730 5853 | |
| **Correo-e:** | [tsbevents@itu.int](mailto:tsbevents@itu.int) | | **Copia**:  – a los Presidentes y Vicepresidentes de las Comisiones de Estudio del UIT-T;  – a la Directora de la Oficina de Desarrollo de las Telecomunicaciones;  – al Director de la Oficina de Radiocomunicaciones |
| **Asunto:** | **Taller práctico de seguridad de la FIGI: Protección de la infraestructura y de las aplicaciones de SFD (Ginebra, Suiza, 4-5 de diciembre de 2019)** | | |

Muy Señora mía/Muy Señor mío,

1 La Unión Internacional de Telecomunicaciones, en colaboración con la Fundación Bill & Melinda Gates, el Grupo del Banco Mundial y el Banco de Pagos Internacionales, está organizando un **Taller práctico de Seguridad de la Iniciativa Mundial para la Inclusión Financiera (FIGI): Protección de la infraestructura y de las aplicaciones para aplicaciones de servicios financieros digitales (SFD)**,que tendrá lugar los días 4 y 5 de diciembre de 2019 en la Sede de la UIT, Rue de Varembé 2, Ginebra, Suiza.

2 La participación en este evento es gratuita y está abierta a todos los Estados Miembros, Miembros de Sector, Asociados e Instituciones Académicas de la UIT, así como a cualquier persona procedente de un país Miembro de la UIT que desee participar en los trabajos, lo que incluye a los miembros de las organizaciones internacionales, regionales y nacionales, los reguladores de telecomunicaciones, los bancos centrales, los proveedores de SFD, el sector de la tecnología financiera, el sector de la TI, los proveedores de servicios de pago, los proveedores de plataformas de dinero móvil, los proveedores de plataformas de divisas digitales y los organismos de aplicación de la ley en el ámbito de las finanzas digitales. **El contenido del Taller práctico de seguridad será muy técnico, por lo que está principalmente dirigido a profesionales dedicados activamente a los servicios financieros digitales y a las implementaciones y aplicaciones de seguridad de pagos móviles.**

3 El evento se celebrará en inglés únicamente.

4 El principal objetivo del Taller práctico de Seguridad de la FIGI es presentar las conclusiones del [Grupo de Trabajo sobre Seguridad, Infraestructura y Confianza](https://www.itu.int/en/ITU-T/extcoop/figisymposium/Pages/FIGISITWG.aspx) a través de una serie de conferencias técnicas y talleres prácticos para los profesionales de la seguridad. Durante el primer día se celebrará una conferencia en la que se presentarán y debatirán las conclusiones del Grupo de Trabajo sobre Seguridad, Infraestructura y Confianza:

a) Paliación de las vulnerabilidades del SS7 y amenazas para los servicios financieros digitales.

b) Implantación de tecnologías de autentificación del consumidor fuertes para aumentar la seguridad y ofrecer al usuario de SFD una experiencia fluida.

c) Creación de un marco de garantía de seguridad para que los proveedores de SFD y los operadores de telecomunicaciones puedan gestionar mejor los riesgos y amenazas en sus sistemas.

d) Información sobre las vulnerabilidades de las aplicaciones SFD según USSD y STK y cómo paliarlas.

5 Durante el segundo día se llevarán a cabo diversos talleres prácticos de seguridad, dirigidos principalmente a aquellos que participan activamente en la seguridad técnica de los servicios financieros digitales. **Estos talleres prácticos se celebrarán en paralelo el 5 de diciembre; los participantes deben inscribirse a un solo taller, en función de sus intereses, pues el número de participantes es limitado**. En los talleres prácticos el 5 de diciembre se abordarán, entre otros, los siguientes temas:

‑ descentralización de la ID para los SFD;

‑ rastreo de fraudes piramidales (esquema de Ponzi);

‑ aplicación de la autentificación Fast Identity Online (FIDO) en los SFD; y

‑ directrices para la creación de un marco de seguridad de aplicación para los proveedores de SFD.

6 La información relativa a este evento, incluido el programa provisional, está disponible en el sitio web del evento, en la dirección: <https://www.itu.int/en/ITU-T/Workshops-and-Seminars/201912/Pages/default.aspx>. Este sitio web se actualizará periódicamente a medida que se disponga de información nueva o modificada. Se ruega a los participantes que consulten regularmente el sitio web.

7 Los delegados disponen de instalaciones de red de área local inalámbrica en las zonas aledañas a las principales salas de conferencias de la UIT. En el sitio web del UIT-T figura información más detallada (<http://www.itu.int/ITU-T/edh/faqs-support.html>).

8 **Se ruega a los participantes que deseen solicitar apoyo financiero y/o una carta de invitación personalizada para asistir al evento que cumplimenten el formulario del Anexo 1. Puede encontrar en el Anexo 2 más información sobre los criterios de admisibilidad.** Los participantes que necesiten ayuda pueden dirigirse a la Secretaría de Eventos de la TSB por correo‑e ([tsbevents@itu.int](mailto:tsbevents@itu.int)).

9 Se invita a los participantes a cumplimentar el formulario de inscripción en línea que podrán encontrar en la dirección: <https://www.itu.int/net4/CRM/xreg/web/Registration.aspx?Event=C-00006506> antes del **25 de noviembre de 2019.** **Téngase en cuenta que la inscripción de los participantes se lleva a cabo exclusivamente *en línea*.**

10 Varios hoteles de Ginebra ofrecen precios especiales para los delegados que asisten a reuniones de la UIT, y regalan un abono gratuito para los transportes públicos de la ciudad. Puede consultar una lista de esos hoteles, e información sobre cómo solicitar los descuentos, en la dirección: <http://itu.int/travel/>.

11 Los naturales de algunos países necesitan un visado para poder entrar y efectuar una estadía en Suiza. **El visado debe solicitarse al menos cuatro (4) semanas antes de la fecha de inicio del Taller**, y obtenerse en la oficina (Embajada o Consulado) que representa a Suiza en su país, o, si no existiera dicha oficina en su país, en la que sea más cercana al país de salida.

Si los **Miembros de la UIT**, ya sean[**Estados Miembros**](http://www.itu.int/online/mm/scripts/gensel8)**,** [**Miembros de Sector**](https://www.itu.int/online/mm/scripts/gensel11)**,** [**Asociados**](https://www.itu.int/online/mm/scripts/gensel11?_memb=A) **o** [**Instituciones Académicas**](https://www.itu.int/online/mm/scripts/gensel11?_memb=U), tropiezan con problemas, y previa solicitud oficial de su parte a la TSB, la Unión puede intervenir ante las autoridades suizas competentes para facilitar la expedición del visado, pero solamente durante el periodo mencionado de **cuatro** semanas. Toda solicitud al respecto debe formularse marcando la casilla correspondiente en el formulario de inscripción a más tardar cuatro semanas antes del evento. Las solicitudes de información deben enviarse a la Sección de Viajes de la UIT ([travel@itu.int](mailto:travel@itu.int)), con la mención "**ayuda para la obtención de visado**".

Plazos clave

|  |  |
| --- | --- |
| 15 de octubre de 2019 | – Presentación de solicitudes de apoyo financiero (véase el §8 anterior) |
| 15 de octubre de 2019 | – Presentación de solicitudes de cartas de invitación personalizadas (véase el §8 anterior) |
| 06 de noviembre de 2019 | – Presentación de solicitudes de apoyo a la obtención de visados (véase el §11 anterior) **[Miembros de la UIT únicamente]** |
| 25 de noviembre de 2019 | – Inscripción |

Atentamente,

*(firmado)*

Chaesub Lee  
Director de la Oficina de   
Normalización de las Telecomunicaciones

**Anexos: 2**

**ANNEX 1**

|  |  |  |
| --- | --- | --- |
| C:\Users\restivo\AppData\Local\Microsoft\Windows\INetCache\Content.Outlook\2XA4AODR\logo ITU blue UN (5) (003).png | **APPLICATION FORM FOR FUNDING & PERSONALIZED INVITATION**  **FIGI Security Clinic**  **4-5 December 2019**  **Geneva, Switzerland** | C:\Users\restivo\AppData\Local\Microsoft\Windows\INetCache\Content.Outlook\2XA4AODR\logo ITU blue UN (5) (003).png |

**All fields are mandatory**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Registration ID (required) | | |  | | [Register online](https://www.itu.int/net4/CRM/xreg/web/Registration.aspx?Event=C-00006506) for the meeting to obtain the registration ID |
| Title (e.g. Mr, Mrs, Dr …) | | |  | | |
| First name | | |  | | |
| Last name | | |  | | |
| Date of Birth (dd/mm/yy) | | |  | | |
| Gender (Male/Female) | | |  | | |
| Job title | | |  | | |
| Name of Company/Organization | | |  | | |
| Nationality as written on Passport | | |  | | |
| Company/Organization mailing address | | Address |  | | |
| Postal Code |  | | |
| Country |  | | |
| Telephone number: | | | E-mail address: | | |
|  | | | **Note instructions to follow below so your request can be processed:** | | |
| **Participant Request** | | | **Response (Yes/No)** | **Instructions for each request** | |
| I am applying for **funding** to attend the Symposium: (Yes or No) | | |  | Complete and e-mail the Form together with an official letter of nomination from your employer to [tsbfigisit@itu.int](mailto:tsbfigisit@itu.int) before **15 October 2019** | |
| I require a **personalized letter of invitation**: (Yes or No) | | |  | Complete and e-mail the Form to [tsbfigisit@itu.int](mailto:tsbfigisit@itu.int) by **15 October 2019** | |
| Specify city and country of departure | | | City: Country: | | |
| Your stay in Geneva  (dd/mm/yy) | Date of arrival | |  | | |
| Date of departure | |  | | |
| Date: | | | Signature: | | |

**ANNEX 2**

**Funding for participants from eligible countries**

Funding for participants from eligible countriesmay be provided through ITU. Please note that the decision criteria to grant this funding include but are not limited to the following:

1. Available budget;
2. Participation of speakers from eligible countries (<https://www.itu.int/en/ITU-T/gap/Documents/Fellowships_BSG_EligibleCountries.pdf>);
3. Equitable distribution among countries and regions; and
4. Gender balance.

Preference will be given to national regulators and public officials. Funding requests (please use enclosed form in Annex 1) must be returned to ITU no later than **15 October 2019**.