|  |  |  |
| --- | --- | --- |
| The International Teleocmmunication Union - Connecting the World. | **Union internationale des télécommunications****Bureau de la Normalisation des Télécommunications** |  |
|  |  | Genève, le 3 décembre 2021 |
| **Réf.:** | **Circulaire TSB 365**CE 17/XY | - Membres de l'UIT-T de la région Afrique |
| **Tél.:** | +41 22 730 6206 |
| **Télécopie:** | +41 22 730 5853 |
| **Courriel:** | tsbsg17@itu.int | **Copie**:- Aux Administrations des États Membres de l'Union;- Aux Membres du Secteur UIT-T;- Aux Associés de l'UIT-T;- Aux établissements universitaires participant aux travaux de l'UIT;- Aux Président et Vice-Présidents des Commissions d'études de l'UIT‑T;- À la Directrice du Bureau de développement des télécommunications; |
| **Objet:** | **Questionnaire sur l'évaluation des centres de cyberdéfense en Afrique au moyen de la Recommandation UIT-T X.1060: Cadre relatif à la création et à l'exploitation d'un centre de cyberdéfense** |

Madame, Monsieur,

À sa dernière réunion (réunion virtuelle, 24 août – 3 septembre 2021), la Commission d'études 17 de l'UIT-T a approuvé la proposition de son Groupe régional pour l'Afrique (SG17RG-AFR) visant à diffuser *un questionnaire sur l'évaluation des centres de cyberdéfense (CDC) en Afrique au moyen de la* [*Recommandation UIT-T X.1060: Cadre relatif à la création et à l'exploitation d'un centre de cyberdéfense*](https://www.itu.int/rec/T-REC-X.1060-202106-I).

Cette enquête a pour objet de mieux comprendre l'état d'avancement de la mise en œuvre des mesures relatives à la cybersécurité pour ce qui est des centres CDC, notamment les Centres des opérations de sécurité du secteur public et du secteur privé (SOC), les équipes d'intervention en cas d'urgence informatique (CERT), les équipes d'intervention en cas d'incident de sécurité informatique (CSIRT), etc., **dans les pays africains** qui souhaitent adopter le cadre défini dans la Recommandation [UIT-T X.1060](https://www.itu.int/rec/T-REC-X.1060-202106-I).

Les participants à l'enquête seront informés du cadre pour la mise en place et l'exploitation d'un centre CDC décrit dans la Recommandation [UIT-T X.1060](https://www.itu.int/rec/T-REC-X.1060-202106-I) et l'utiliseront pour évaluer et planifier les services des Centres CDC, afin d'améliorer la cybersécurité de leurs organisations.

À terme, cette enquête pourra être étendue à d'autres régions.

Le questionnaire est disponible à l'adresse: <https://www.research.net/r/ITUTSG17CDCX1060>.

Les membres de l'UIT, à savoir les États Membres, les Membres du Secteur UIT-T, les Associés de l'UIT-T et les établissements universitaires participant aux travaux de l'UIT, issus de la région Afrique sont invités à répondre à ce questionnaire d'ici au **31 mars 2022** (23 h 59 heure de Genève).

Je vous remercie par avance de bien vouloir porter la présente Circulaire à l'attention des experts chargés de la cybersécurité dans votre organisation.

Nous vous invitons également à encourager la participation de toutes les parties prenantes intéressées de votre pays, y compris des entités qui ne sont pas membres de l'UIT, afin que les réponses à ce questionnaire soient nombreuses.

Les résultats de l'enquête seront examinés à la prochaine réunion de la CE 17, après l'AMNT-20 qui se tiendra à la mi-2022.

Veuillez agréer, Madame, Monsieur, l'assurance de ma considération distinguée.

Chaesub Lee
Directeur du Bureau de la normalisation
des télécommunications