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Note:

The purpose of this document is to give some background information on the respective roles of ICANN, the US Government, and Verisign in Internet governance.

_________________

Background on ICANN and its authority

ICANN was incorporated on September 30, 1998.  In November 1998, ICANN signed a memorandum of understanding (“MOU”)
 with the United States Department of Commerce.  The purpose of the MOU was to define ICANN’s role in the privatization of the technical management of the Internet.  In the MOU, the parties agreed to “jointly design, develop and test the mechanisms, methods, and procedures that should be in place and the steps necessary to transition management responsibility for DNS [domain name system] functions now performed by, or on behalf of, the U.S. Government to a private-sector not-for-profit entity.”  Under Section VB7 of the MOU, the Department of Commerce specifically assumed responsibility for “general oversight of activities conducted pursuant to this Agreement.”

The MOU specifically provides in Section VB8 that the Department of Commerce will maintain oversight responsibility of the technical management of the domain name system until such time as further agreements are arranged for the private sector to undertake that management.  The Department of Commerce continues today to have authority over the technical management of the domain name system.  ICANN does not have the authority to implement new top level domain names on its own, since the Department of Commerce remains involved, as explained further below.

For several years, some aspects of the U.S. Government’s administration of certain technical issues associated with the Internet was supported by the IANA, which was then a function of the University of Southern California, which had a contract with the U.S. Government to assist in the administration of the Internet (and its predecessor).  On February 2, 2000, ICANN presented a proposal to the U.S. Government to perform the IANA function.  On February 9, 2000, the U.S. Government and ICANN entered into a contract for the performance of the IANA function (the “IANA Contract”)
.  This contract was updated on 21 March 2001
.

Two sections are of particular importance to the understanding of the current allocation of authority to establish new top-level domains (“TLDs”) or to revise the delegation of existing TLDs.  As a technical matter, the delegation of TLDs is established by entries in the “root zone.”  Section 12.3 of the original contract (section 2.1.1.2 of the updated contract) provides that ICANN (referred to in the IANA contract as the contractor) shall perform the following IANA functions:

“Administrative functions associated with root management.  This function involves facilitation and coordination of the root zone of the domain name system.  It includes receiving requests for and making routing updates of ccTLD contact and nameserver information.  It also includes receiving delegation and redelegation requests, investigating the circumstances pertinent to those requests, and reporting on the requests.  This function, however, does not include authorizing modifications, additions, or deletions to the root zone file or associated information that constitute delegation or redelegation of top-level domains.  The purchase order award will not alter the root system responsibilities defined in Amendment 11 of the Cooperative Agreement [see below regarding Amendment 11 of the Cooperative Agreement].” 

Section 12.5 of the original version or the IANA Contract (section 2.1.1.5 of the updated version) sets forth “performance exclusions”: “The performance of administrative functions associated with root management does not include authorizing modification, additions, or deletions to the root zone file or associated information that constitute delegation or redelegation of top-level domains.  The purchase order award will not alter root system responsibilities as defined in Amendment 11 of the Cooperative Agreement.”

The “root zone file” referenced in the previous paragraphs is maintained by Verisign, the legal successor of Network Solutions, Inc. (“NSI”) in Virginia pursuant to a Cooperative Agreement between NSI and the Department of Commerce.  Amendment 11
 to that cooperative agreement, which was effective October 7, 1998, specifically provides that NSI “shall request written directions from an authorized USG [United States Government] official before making or rejecting any modification, additions or deletions to the root zone file”.

In sum, ICANN has no legal authority at present to authorize the issuance of new TLDs or to change the delegation of those TLDs.  ICANN expects that the Department of Commerce will act on ICANN’s recommendations regarding TLDs, but the legal authority to make the decision rests with the Department of Commerce.

Country Code TLDs

In addition to so-called “generic” TLDs such as “.com,” “.net,” and “.gov,” there are also numerous “country code” TLDs, which are commonly referred to as ccTLDs.  Examples of ccTLDs are “.us” for the United States, “.uk” for the United Kingdom,.”fr” for France, etc.  These ccTLDs are generally used for Internet addresses that are specific to a country based on two-letter codes that appear on a list prepared by the International Organization for Standardization (ISO).  Country code TLDs are administered by appointed ccTLD managers, who act as trustees performing a service on behalf of the Internet community, both globally and in the country or territory designated by the country code.

A summary of ICANN’s practices with respect to ccTLDs is found in a release that ICANN published May 1999, which is generally referred to as “ICP-1”
.  The last paragraph of ICP-1 reaffirms the extent of ICANN’s authority:  “The primary root zone file is currently located in the A root server, which is operated by Network Solutions, Inc. (NSI), under a cooperative agreement with the U.S. Government.  Changes to the root zone file are made by NSI according to procedures established under Amendment 11 of that cooperative agreement.”

Each ccTLD has a technical contact and an administrative contact (in a few cases they are the same person).  Pursuant to ICP-1 and other aspects of existing policies and procedures, ICANN can and does make recommendations to the Department of Commerce in regard to replacement of those contacts.  As noted above, the IANA Contract provides that ICANN is not authorized to redelegate top-level domains.  ICP-1 further states: “TLD Manager responsibility.  THD managers are trustees for the delegated domain, and have a duty to serve the community.  The designated manager is the trustee of the TLD for both the nation, in the case of ccTLDs, and the global Internet community.  Concerns about ‘rights’ and ‘ownership’ of domains are inappropriate.  It is appropriate, however, to be concerned about the ‘responsibilities’ and ‘service’ to the community.”

ICANN’s recommendations regarding the possible replacement of the managers of a ccTLD are based on a number of factors that are designed to ensure the sound operation of the Internet.  Although one of those factors is the wishes of the government of the country involved, under the current governance structure no foreign government “owns” its ccTLD or can order ICANN or the Department of Commerce to take any actions with respect to a ccTLD.

Overview of ICANN functions

The Internet Corporation for Assigned Names and Numbers (ICANN) is responsible for coordinating the Internet's naming, address allocation, and protocol parameter assignment systems. These systems enable globally unique and universally interoperable identifiers for the benefit of the Internet and its users.

These systems are highly distributed: hundreds of registries, registrars, and others, located around the world, play essential roles in providing naming and address allocation services for the Internet. ICANN's paramount concern is the stability of these remarkably robust services. 

As overall coordinator of the Internet's systems of unique identifiers, ICANN's role, while defined and limited, includes both operational and policymaking functions. 

Operations
In the operational sphere, the ICANN staff perform a range of day-to-day services, including:

(1) 
maintaining the DNS root zone file, 

(2) 
allocating top-level blocks of IPv4 and IPv6 addresses and AS numbers to the regional Internet registries, 

(3) 
maintaining 120+ registries of protocol port and parameter numbers, 

(4) 
publishing online databases of information about the top-level domain registries included in the DNS root zone file, 

(5) 
operating one of the thirteen authoritative DNS root name servers, and coordinating the overall DNS root name server system, 

(6) 
publishing the InterNIC website and related functions, 

(7) 
operating the .int registry, 

(8) 
maintaining common/technical IP address spaces, such as the private-use address space, 

(9) 
managing the reverse delegation namespace at the top level, and 

(10) 
administering the DNS implementations of certain technical registries, such as .arpa and the legacy infrastructure-related .int zones. 

In addition, ICANN staff perform a set of day-to-day administrative and policy functions relating to the generic top-level domain (gTLD) registries, including:

(1)
accreditation of competitive registrars; 

(2)
supervising the administration of the Uniform Dispute Resolution Policy; 

(3) 
handling of complaints about registrations;

(4) 
monitoring and enforcement of registry and registrar agreements, and 

(5) 
implementation of data escrow programs. 

For the country-code top-level domain (ccTLD) registries, ICANN staff handle, investigate, and process requests for delegation and redelegation, and for changes in the TLD nameservers specified in the root zone file.

Security
Finally, ICANN has the responsibility for policy coordination with respect to the security of the various parts of infrastructure that make up the operational DNS. This activity is reflected in the recent creation of the Standing Committee on Security and Stability. In addition, ICANN has certain operational security responsibilities with respect to ICANN's operational activities. Finally, ICANN attempts to nurture and encourage continuing and serious attention to security and stability issues by all participants in the DNS, and to ensure that necessary tasks are undertaken by some responsible party. 

Policymaking
In the policymaking sphere, ICANN is responsible for developing and implementing policies related to each of its operational functions. The nature and scope of ICANN's policymaking role differs for each function.

For example, in the area of IP address and AS number allocation, ICANN's responsibility extends only to global addressing policies; local policies are made by each regional Internet registry or lower-level Internet registries. ICANN's policy role for the country-code top-level domain registries (ccTLDs) is similarly limited to global policy coordination with deference to each local Internet community's responsibility to set its own registry-level policies (i.e., registration criteria, pricing, dispute resolution, mechanisms for local community participation and policymaking, etc.). In the area of protocol numbering, ICANN administers the IANA registries pursuant to the instructions of the Internet Engineering Task Force (IETF).

By contrast, ICANN plays a more direct and significant role in setting registry-level policies for the global top-level domain registries (gTLDs), such as .com, .net, .org, .info, .name, and .biz. In effect, ICANN serves as the global Internet community's open policymaking forum for the gTLD registries.

In its initial charge from the U.S. Government, embodied in the 1998 White Paper, ICANN policymaking was to be guided by a set of non-technical principles: preserving stability; promoting competition; relying where possible on private-sector, bottom-up, participatory mechanisms that reflect the functional and geographic diversity of the Internet; development of efficient dispute resolution alternatives (for the gTLD registries); and promoting accountability in management (for all registries).

These principles are necessarily somewhat general, which has led to some confusion and disagreement about the exact boundaries of ICANN's policymaking mission. This has led some to suggest that those boundaries should be restated and described in as much detail as is feasible, taking into account the necessary flexibility required to effectively deal with the rapidly changing nature of the Internet. Such an effort, to the extent it produced useful guidance both for ICANN and the Internet community as a whole, would undoubtedly be a helpful contribution to the current ICANN reform discussions.

A note on terminology: Historically, most of the operational functions described above were performed under the label of the Internet Assigned Numbers Authority (IANA). Though administered by a single team at the Information Sciences Institute of the University of Southern California, the IANA functions were performed at the direction of two sources: the IETF and the U.S. Government. Pursuant to an agreement with the U.S. Government and a Memorandum of Understanding with the IETF, ICANN is currently responsible for the full set of IANA functions. Thus, one should keep in mind that IANA refers to a set of functions, and that ICANN is the organization designated separately by the U.S. Government and the IETF to perform the IANA functions for the benefit of the global Internet community.

_______________

� See in particular � HYPERLINK "http://www.icann.org/general/toward-mission-statement-07mar02.htm" ��http://www.icann.org/general/toward-mission-statement-07mar02.htm� 


� � HYPERLINK "http://www.icann.org/general/icann-mou-25nov98.htm" �http://www.icann.org/general/icann-mou-25nov98.htm�


� � HYPERLINK "http://www.icann.org/general/iana-contract-09feb00.htm" �http://www.icann.org/general/iana-contract-09feb00.htm�


� � HYPERLINK "http://www.icann.org/general/iana-contract-21mar01.htm" ��http://www.icann.org/general/iana-contract-21mar01.htm� 


� This was formerly available at � HYPERLINK "http://www.networksoultions.com/legal/internic/cooperative-agreement/amendment11.html" �http://www.networksoultions.com/legal/internic/cooperative-agreement/amendment11.html� but is no longer there.


� � HYPERLINK "http://www.icann.org/icp/icp-1.htm" �http://www.icann.org/icp/icp-1.htm�


� This section is copied from a paper drafted on 7 March 2002 by ICANN staff, available at � HYPERLINK "http://www.icann.org/general/toward-mission-statement-07mar02.htm" ��http://www.icann.org/general/toward-mission-statement-07mar02.htm� 
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