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About IMPACT

E Non-profit organisation !
E Focused on “upper end of cyber threats” !

|! International & multilateral in nature !
|! Public-private partnership !
l! Global HQ — Cyberjaya, Malaysia !
E Staffed by international team of experts !




Global Coalition

neos =2 | M P AC T

INTERNATIONAL MULTILATERAL PARTNERSHIP AGAIN

Academia g 191

Partner
Countries

International *
Bodies

Think
Tank *




I

MPACT Partner Countries

Confirmed Partner Countries

Afghanistan
Andorra
Bulgaria
Burkina Faso
Cape Verde

| 6 [CostaRica ]
| 8  |DemocraticRepublicofCongo |
| o |ehawa 0000000000 |
Malaysia
14 Mauritius
Poland
22 Romania
Saudi Arabia
Serbia
Gabon
Austria
Israel
Vatican
Egypt



IMPACT International Advisory Board

Eugene Kaspersky — Founder and CEO of Kaspersky Lab

Dr. Hamadoun Touré — Secretary General of International
Telecommunications Union (1TU)

Mikko Hypponen — Chief Research Officer of F-Secure

Steve Chang — Founder and Chairman of Trend Micro

Ayman Hariri — Chairman of Oger Systems

John W. Thompson — Chairman of Symantec Corporation

Prof. Fred Piper — Cryptologist, Founder of the Information
Security Group at Royal Holloway, University of London




Partnership with UN/ITU

= IMPACT to operationalise UN’'s global
cybersecurity initiatives through ITU. _',:;;5_'_.;.1_'@jj:'1_,'-;j'_":",é'i;':;_!;_;".:-

MOU with ITU in 2008 — IMPACT HQ in —
Cyberjaya will be the new physical home for 3 ;‘
ITUs Global Cybersecurity Agenda \h : J.__}J
(GCA) -

GCA - framework for International
cooperation aimed at enhancing confidence
and security in the information society

The GCA has fostered initiatives such as the
Child Online Protection (COP) and through
its partnership with IMPACT and with the
support of leading global players s
currently deploying cybersecurity solutions
to countries around the world.
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IMPACT-ITU Child Onl

e Protection

= The Child Online Protection (COP) initiative
aims to tackle cybersecurity holistically
addressing legal, technical, organisational and
procedural issues as well as capacity building
and international cooperation.

= COP’s key objectives are:

Identify key risks and vulnerabilities to children in
cyberspace;

Create awareness of the risks and issues through
multiple channels;

Develop practical tools to help governments,
organizations, industry and educators minimize risk;

Share knowledge and experience while facilitating
international strategic partnerships to define and
implement these concrete goals.
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Some of IMPACT's Key Partners




IMPACT's 4 Pillars

Centre for Training &

Global Response Centre Skills Development
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Centre for Security Assurance & Centre for Policy &
Research International Cooperation




IMPACT Services

« Incident response coordination, reporting & analysis

G |Oba| ReSponse » Network early warning system (NEWS)

C t » Collaborative platform for experts (ESCAPE)
entre e IMPACT GRC Sensor Networks (IGSN)

e International certification programs (SANS, EC-Council, (1SC)?)

Training & Skills SRR
DeveIOpment = Specialised seminars, workshops & conferences

Secu th e IMPACT Government Security Scorecard (IGSS)
e Computer Incident Response Team — CIRT-Lite

ASSU Fance & e Security audits, international best practices
* IMPACT Research Online Network (IRON), joint research efforts
Research (IRON). |

Pol |Cy & « Formulation of policies

= Advisory services on policy and regulatory to partner countries

I nternational - Cooperation & collaborations
COOperatiOn » Child Online Protection (COP)




ESCAPE Features
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NEWS Features IMPACT
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IMPACT GRC Sensor Networks
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IMPACT CIRT-Lite Architecture

Local Users and International CERTs
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IMPACT I1GSS Architecture
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Some Key Activities by Division

Global Response Centre
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Some Key Activities by Division (cont...)

Training & Skills Development
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Some Key Activities by Division (cont...)

Security Assurance & Research
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Some Key Activities by Division (cont...)

Policy & International Cooperation
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Jalan IMPACT,
63000 Cyberjaya
Malaysia.

Tel: +60 (3) 8313 2020
Fax: +60 (3) 8319 2020
Email: contactus@impact-alliance.org




