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Summary

This Annex specifies the log manager CGOE component.
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1
Scope

This Annex specifies the log manager CGOE component.

2
References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.

The reference to a document within this Recommendation does not give it, as a stand-alone document, the status of a Recommendation

Editor’s note: To be completed
3
Definitions

Editor’s note: To be completed

This Recommendation defines the following terms:

3.1 
Application: (See Recommendation Y.CGOE) 
3.2 
Carrier grade: (See Recommendation Y.CGOE) 
3.3 
CGOE component: (See Recommendation Y.CGOE) 
3.4
End-to-End Security: End-to-end security refers to security between two Diameter nodes, possibly communicating through Diameter Agents.  

3.5
Functional requirements: (See Recommendation Y.CGOE)
3.6
Middleware: (See Recommendation Y.CGOE)
3.7 
Non-functional requirements: (See Recommendation Y.CGOE)
4
Abbreviations

Editor’s note: To be completed
	AAA
	Authentication, Authorization and Accounting

	CGOE
	Carrier Grade Open Environment


5
Conventions

This Recommendation uses the CGOE component diagram conventions detailed in clause 5 of the main body of this Recommendation.
6
The log manager CGOE manager

6.1
General

The Log Manager collects, stores and presents information, which is required to follow up the history of system state changes for purposes of  tracking problems: e g. security breaches, outages or system isolation. 

The Log Manager consists of at least there functions 

1. The Application Programming Interface (API)
2. The storage function 
3. The retrieve function

The Log Manager is frequently abbreviate with the term Logging. 

6.2 
Relationship with other CGOE components

The following figure shows the Log Management component relative to other system components.   
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6.3
Internal functional properties

6.3.1
Collection of Incidents 

Description

The Log Manager Alarm gets the incidents from an application which invokes the Log Manager and stores the incident (data, date, caller, etc.) in a non volatile storage for later retrieval. The caller does not need to care about the storage facility and type of persistence of the data. 

This part of the Log Manager provides the API to the callers. Invoke identifier

Applicable Standards
· SAF-AIS-A.01.01 Event Service has an option for persistent events. Using this standard requires of course that only events are logged. 

· POSIX 1003.25 Event Logging and Notification standardized an interface to log events, and is required also in CGL 2.0 as STD.21.0.

· syslog (RFC 3164 for BSD syslog; draft-ietf-syslog-protocol-12.txt from 1st of June 2005 for transport independent syslog) provides format conventions suitable for diagnostic logging in log files.

No standard for the API has been defined, yet. 

Even though the International Telecommunications Union (ITU) Recommendation ITU-T X.733, Alarm Reporting Function, defines some format for alarms, this is not really an appropriate standard for Log Manager API.


6.3.2
Logging 

The Log Manager stores the data in a persistent storage. It keeps administration information for later retrieval of the queried data.  
Logged data age, therefore, if data is not retrieved in a preset  timeframe, it can be automatically deleted by the Log Manager. 

Applicable Standards
This is an internal function, for which no specific standard seems to be neither applicable nor required.

6.3.3
Log retrieval 

The Log Manager provides the capability to retrieve the logged data in a qualified manner. Data should be presented in an alphanumeric form. 

Applicable Standards

No specific standard exists that defines this functional property. This is an internal function, for which no specific standard seems to be neither applicable nor required.

6.4
Non-functional properties

6.5 
Interfaces

6.5.1
Log Manager-IF-01 <Log>

Provides an API to other CGOE components to Log incidents which these components deem to be necessary to log.  

Standard 
· SAF-AIS-A.01.01 Event Service has an option for persistent events. Using this standard requires of course that only events are logged, and that the Event Manager interfaces to the Log Manager for that. 

· syslog (RFC 3164 for BSD syslog; draft-ietf-syslog-protocol-12.txt from 1st of June 2005 for transport independent syslog) provides format conventions suitable for diagnostic logging in log files.

6.5.2
Log Manager-IF-02 <Retrieve>

The Retrieve interface allows to retrieve selected information from the Log files.

Standard

· A standardized interface and semantics for this procedure might be helpful. syslog format (s. a.) might help here.

6.5.3
Log Manager-IF-03 <FTP Life Cycle Manager>

This interface is used to attach to the Life Cycle Manager for SW upgrade and SW correction purposes. 

Standard

See Life Cycle Manager 
6.5.4
Log Manager-IF-4 <OAM&P Middleware>

Provides the opportunity for remote configurability of the Log Manager component. It uses either the OAM&P component or a CLI interface for emergency access. It does especially allocate, de-allocate and assign resources (e. g. log files, their names, properties and access rights, space reserved for log file extensions).

Standard

Gap - A standard neutral modeling technique is (missing see OAM&P middleware). Probably we will have to commit to a specific level of resource handling before finding a standard.
7
Security

Editor’s note: To be added
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