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This document describes Future Network (FN) related project information, collected by FG-FN through its activities. 

This document describes Future Network (FN) related project information. This document consists of two parts. The first part is project descriptions which were described by volunteers who attend FG-FN meeting. The projects in the first part are listed below. The second part is comprehensive list of FN related projects founded by European commission (EC) through The Seventh Framework Program (FP7) and National Science Foundation (NSF) through Future Internet Design (FIND) program. It is noted that these two lists were write up at the beginning of December 2010. The FP7 projects list only covers ICT challenge 1.1 “Future Networks” or “The network of the future” and ICT challenge 1.6 “Future Internet Research & Experimentation”.  

Table: Project list in the first part

	Acronym
	Category
	Title

	CCFW
	Europe
	Cooperation and Coding Framework 

	Pervasive
	China
	The Future Pervasive Network

	NetInf
	Europe
	Network of Information 

	AKARI 
	Japan
	AKARI architecture design project

	ANA
	Europe
	Autonomic Networking Architecture 

	AutoI
	Europe
	Autonomic Internet 

	CERNET2
	China
	next generation China Education and Research Network (CERNET2)

	FIRST 
	Korea
	Future Internet Research for Sustainable Testbed

	ResumeNet
	Europe
	Resilience and Survivability for future networking: framework, mechanisms,
 and experimental evaluation 

	Trilogy
	Europe
	Trilogy

	vrouter
	Europe
	The Virtual Router Project

	VNRG
	Europe
	Virtual Networks (VNRG) activity

	Minimum Core
	Japan
	Minimum Core

	GIGA
	Brazil
	High-speed Experimental Network – GIGA

	ECOR/SW
	Japan
	ECO Routing / ECO Switching 

	ARCMIP
	Brazil
	New Architectures for Future Internet  - ARCMIP 

	NV_ML
	Japan
	Virtualization of multilayer transport network

	MOFI
	Korea
	Mobile-Oriented Future Internet

	IEC PT 62379 
	IEC
	Common Signaling Protocol


Project Description
Project Description

Version : 24.6.2009

1. Project Name, including acronym
Cooperation and Coding Framework (CCFW)
2. Parent project/organization, if any
FP7 4WARD
3. Technical aspect of the project

a) Research Area
Network architecture that simplifies developing, deploying, and controlling cooperation and coding techniques

b) Objectives and Motivations including problem statements
(1) In some situations, cooperation and coding techniques provide a much better performance than plain forwarding. Therefore, dynamic switching between different operation modes (e.g., cooperative transmission vs. plain transmission) is required.
(2) There are different techniques required for different scenarios. Hence, a selection mechanism is required that decides which cooperation/coding technique is most beneficial in the current environment.
(3) Today, implementing and deploying such techniques in real networks is very complicated. This fact is caused by the complexity of these techniques (e.g., you cannot simply modify the MAC layer of a network interface card) and the property of implementations to often be device-specific. These issues are addressed by providing a modular architecture with common and well-known interfaces that permit reusing of existing modules and simple integration in any system that is “CCFW-enabled”.

c) Timeframe, target date
We plan to provide detailed specifications and a first prototype implementation until the end of 2009.
d) Relevant works, past and present
[1] T. Biermann, Z. Polgar, and H. Karl, “Cooperation and Coding Framework”, Proc. International Workshop on the Network of the Future, 2009
[2] T. Biermann et al., “D-5.2.0: Description of Generic Path Mechanism”, 4WARD Deliverable, 2009
e) Key ideas
Introduce a modular framework that is available at all nodes involved in cooperation and coding operations. Thereby, well known interfaces are created that enable to easily transfer and reuse implementations of cooperation/coding techniques, so called “Transformation Modules (TM)”, between different devices. These modules provide specifications that contain (1) requirements that have to be fulfilled for the module to be able to operate (e.g., regarding the traffic, topology, node capabilities) and (2) consequences that occur when actually enabling the module (e.g., reduced data rate, higher resilience). Based on these specifications, the framework is able to decide whenever activating a certain technique is beneficial.
Note that the applicable cooperation/coding techniques are not limited to node-local techniques, like video transcoding, but can also be distributed over multiple nodes, like linear network coding in butterfly topologies.
f) Goals and achievements
(1) Design interfaces of the modules
(2) Develop an appropriate “language” for defining the modules’ specifications
(3) Build a prototype implementation
All 3 points are current work.
g) Important milestones
--
h) Important publications
See 3d).
i) Other deliverables, e.g., open-source programs
Will be available as soon as the prototype is available.
4. Management aspect of the project

a) Start/end of the project
Jan. 2008/Jun. 2010
b) Members of the project
Project Lead:
Ericsson AB, Sweden

Project Partners:
Alcatel Lucent France, France
Alcatel-Lucent Deutschland AG, Germany 
Deutsche Telekom AG, Germany
Ericsson Canada Inc., Canada
Ericsson GmbH, Germany
France Telecom, France
Fraunhofer Gesellschaft zur Förderung der angewandten Forschung e.V., Germany
FUNDACIÓN ROBOTIKER, Spain
Groupe des Ecoles des Télécommunications, France
Instituto Superior Técnico – Technical University of Lisbon, Portugal
Instituto de Telecomunicações, Portugal
KUNGLIGA TEKNISKA HÖGSKOLAN, Sweden
Lancaster University, United Kingdom
NEC Europe Ltd, United Kingdom
Nokia Siemens Networks GmbH & Co. KG, Germany
Nokia Siemens Networks Oy, Finland
Oy LM Ericsson Ab, Finland
Portugal Telecom Inovação, SA, Portugal
Rutgers University, USA
SICS, Swedish Institute of Computer Science AB, Sweden
Siemens Program and System Engineering SRL Brasov – Punct de lucru Cluj, Romania
Technion – Israel Institute of Technology, Israel
Technische Universität Berlin, Germany
Telecom Italia S.p.A., Italy
Telefónica, Investigación y Desarrollo, Sociedad Anónima Unipersonal, Spain
Telekomunikacja Polska S.A., Poland 
Universität Basel, Switzerland
Universität Bremen, Germany
Universität Karlsruhe (TH), Germany
Universität Paderborn, Germany
Universitatea Tehnica din Cluj-Napoca, Romania
Université Pierre et Marie Curie – Paris 6, France
University of Surrey, United Kingdom
Valtion Teknillinen Tutkimuskeskus, Finland
Waterford Institute of Technology, Ireland

5. More information on the project

a) Web site
http://www.4ward-project.eu/
b) Contact Person: 

i Name
Thorsten Biermann, University of Paderborn, Germany

ii tel, fax, email
thorsten.biermann@upb.de
6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry
Integrating the CCFW into network architectures heavily simplifies implementation and deployment of cooperation/coding techniques. Hence, introducing promising techniques to the market is accelerated noticeably.

b) Expectation to standardization
Some components of the CCFW need to be standardized to guarantee interoperability of different CCFW implementations. These parts are discussed in detail in Section III of FG-FN TD/C-019.
c) Expectation to ITU-T, in particular to the Focus Group on Future Networks
Finding similar projects/approaches.
7. This sheet

a) The date of the description
30.6.2009
b) The writer of this description 
See 5b).
Project Description

Version : 24.6.2009

1. Project Name 
The Future Pervasive Network
2. Parent project/organization 
This work was supported by the National Basic Research Program of China (No.2007CB307100).
3. Technical aspect of the project

a) Research Area
Future network architecture
b) Objectives and Motivations including problem statements
There are many problems of current Internet, such as dual use IP address, lacking of unified management of network service and resource, inefficient of transport protocol.
Our objectives are to develop new network layer and identifier architecture to resolve these problems, and design future network supporting different accessing devices and different services.
c) Timeframe, target date
In our design of the new pervasive network, we have considered the long term development layout for Internet in future 10 to 15 years.
d) Some of past and present related work
Hongbin Luo, Yajuan Qin, Hongke Zhang, "A DHT-Based Identifier-to-Locator Mapping Scheme for a Scalable Internet," IEEE Transactions on Parallel and Distributed Systems, 19 Feb. 2009.
Hongbin Luo, Lemin Li, Hongfang Yu, Routing connections with differentiated reliability requirements in WDM mesh networks. IEEE/ACM Transactions on Network. 17(1): 253-266 (2009)
Deyun Gao, Jianfei Cai, "Admission Control Based on Rate-Variance Envelop for VBR traffics over IEEE 802.11e HCCA WLANs", IEEE Transactions on Vehicular Technology, vol. 57, no. 3, pp. 1778-1788, Mar. 2008.
Deyun Gao, Jianfei Cai, Chuan Heng Foh, Chiew Tong Lau, King Ngi Ngan, "Improving WLAN VoIP capacity through service differentiation", IEEE Transactions on Vehicular Technology, vol. 57, no. 1, pp. 465-474, Jan. 2008.
e) Key ideas
In fact, it is a thorough new “identification network”, which mainly includes two layers, i.e., “switching and routing layer” and “pervasive service layer”. The research objective on “switching and routing layer” is to provide the confidential access for heterogeneous networks and end users in the universal network platform, guarantee the trust and mobility for information exchange, and support pervasive service. “Pervasive service layer” is responsible for the traffic sessions control and management. The traffic includes those from service operators or the third-party value-added service providers, such as voice traffic, data or streaming traffic. Different traffic can be delivered over a single “pervasive service layer”. 
In our design, the switching and routing layer is divided into access and core parts, and has two types of identifies: access identifier, switching and routing identifier. The access identifier represents the identification information of end hosts, and only can be used in the access part. The switching and routing identifier represents the location information of end hosts, and only can be used in the core part.
In pervasive service layer, there are two main problems: unified management of network service and resource, efficient transmission protocol design over multiple connections and multiple paths. To solve these two problems, “service identifier” and “connection identifier” are introduced in pervasive service layer.
f) Goals and achievements
The project has four goals. 
(1) The design of new network layer and identifier architecture efficiently solve one decouple mode problem of current information network, i.e., one kind of network mainly supports one kind of service.
(2) The design of “switching and routing layer” efficiently solves the dual use of  IP address through the introduction of separating and mapping of access identifier, switching and routing identifier.
(3) The design of “service identifier” efficiently solves unified management of network service and resource.
(4) Efficient transmission protocol design over multiple connections and multiple paths using “connection identifier”.
g) Important milestones
Several universities and companies, such as Beijing information science and technology university and ZTE (Zhongxing Telecommunication Equipment) company, have bought our devices to build network in 2009. 
h) Important publications
Hongbin Luo, Yajuan Qin, Hongke Zhang, "A DHT-Based Identifier-to-Locator Mapping Scheme for a Scalable Internet," IEEE Transactions on Parallel and Distributed Systems, 19 Feb. 2009.
4. Management aspect of the project

a) The project started at 2005, and the first stage ends at 2012.
b) Members of the project
Our research community consists of the best research organizations of China in this field, such as Chinese Academy of Sciences, Tsinghua University, Beijing Jiaotong University, etc. Prof. Zhang, the Principle Investigator (PI) of this project, supervises all of other research groups. Now there are six research aims as follows.
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5. More information on the project

a) web site: iplab.njtu.edu.cn
b) Contact Person: 

i Name: Dong Yang
ii Email: youngmanyd@sohu.com
6. Relationship with industry and standardization

One of  the biggest communication company ZTE in China is our cooperator now, and they have bought our devices to build network.
Project Description

Version : 24.6.2009

1. Project Name, including acronym
Network of Information (NetInf)

2. Parent project/organization, if any
4WARD – EU FP7 project

3. Technical aspect of the project

a) Research Area
Information-centric network architecture

b) Objectives and Motivations including problem statements
The traditional role of networking has been to interconnect remotely located devices like computers or telephones. This function is increasingly recognized to be ill-adapted and inadequate for the information-centric applications that currently generate the vast majority of Internet traffic. In NetInf, we take a different approach: Instead of the node-centric paradigm, we adopt an information-centric paradigm. In this paradigm, the communication abstraction presented to applications is based on transfer of application data objects instead of the end-to-end reliable byte-stream used by the majority of applications today. 
c) Timeframe, target date
Design and first evaluation of an information-centric network architecture until June 2010.

d) Relevant works, past and present

Deliverable D-6.1: First NetInf architecture description (http://www.4ward-project.eu/index.php?s=Deliverables)

Ahlgren, B.; D'Ambrosio, M.; Dannewitz, C.; Marchisio, M.; Marsh, I.; Ohlman, B.; Pentikousis, K.; Rembarz, R.; Strandberg, O. & Vercellone, V.: Design Considerations for a Network of Information,  Proceedings of the First International Workshop on Re-Architecting the Internet (ReArch2008), 2008

Dannewitz, C.; Pentikousis, K.; Rembarz, R.; Renault, É.; Strandberg, O. & Ubillos, J.: Scenarios and Research Issues for a Network of Information, Proceedings of the 4th International Mobile Multimedia Communications Conference, 2008

Dannewitz, C.: Augmented Internet: An Information-Centric Approach for Real-World / Internet Integration, Proc. International Workshop on the Network of the Future (Future-Net), colocated with IEEE ICC, 2009

Dannewitz, C.: NetInf: An Information-Centric Design for the Future Internet, Proc. 3rd GI/ITG KuVS Workshop on The Future Internet, 2009

Further publications can be found here: http://www.4ward-project.eu/index.php?s=publications&c=WP6
e) Key ideas
General:
Designing a network architecture that focuses on information as the key element, thereby, better suiting the information-centric applications that dominate the current Internet usage. Our information-centric network architecture provides efficient data dissemination, improved information and data availability, persistent naming of information, attribute-based search, and an information-centric security model, solving some of today’s pressing security issues.

More detailed key ideas:
Information model: Designing an information model that provides location- and potentially encoding-independent access to information. Furthermore, the information model can provide access to information related to, e.g., services, streams, users, and real-world entities.

Information-centric security and persistent naming framework: A generic naming framework to persistently name information. The naming framework is also key to enable the overall information-centric security model, providing, e.g., self-certification, owner authentication, and owner identification.

Resolution service: Several alternative mechanisms to resolve identifiers into locators and related information. These resolution services can have local scope, private scope, as well as global scope, including a globally scalable resolution service.

Information search: Integration of attribute-based search mechanisms into the information-centric network architecture.

f) Goals and achievements
Design and initial evaluation of our information-centric network architecture, including the components as mentioned in 3.e.
The design of the main NetInf components is finished.
The evaluation in ongoing work.

g) Important milestones
---

h) Important publications
See 3.d.

i) Other deliverables, e.g., open-source programs
---

4. Management aspect of the project

a) Start/end of the project: 01.01.2008-30.06.2010
b) Members of the project
Project Lead
Ericsson AB, Sweden
Project Partners
Alcatel Lucent France, France
Alcatel-Lucent Deutschland AG, Germany 
Deutsche Telekom AG, Germany
Ericsson Canada Inc., Canada
Ericsson GmbH, Germany
France Telecom, France
Fraunhofer Gesellschaft zur Förderung der angewandten Forschung e.V., Germany
FUNDACIÓN ROBOTIKER, Spain
Groupe des Ecoles des Télécommunications, France
Instituto Superior Técnico – Technical University of Lisbon, Portugal
Instituto de Telecomunicações, Portugal
KUNGLIGA TEKNISKA HÖGSKOLAN, Sweden
Lancaster University, United Kingdom
NEC Europe Ltd, United Kingdom
Nokia Siemens Networks GmbH & Co. KG, Germany
Nokia Siemens Networks Oy, Finland
Oy LM Ericsson Ab, Finland
Portugal Telecom Inovação, SA, Portugal
Rutgers University, USA
SICS, Swedish Institute of Computer Science AB, Sweden
Siemens Program and System Engineering SRL Brasov – Punct de lucru Cluj, Romania
Technion – Israel Institute of Technology, Israel
Technische Universität Berlin , Germany
Telecom Italia S.p.A., Italy
Telefónica, Investigación y Desarrollo, Sociedad Anónima Unipersonal, Spain
Telekomunikacja Polska S.A., Poland 
Universität Basel, Switzerland
Universität Bremen, Germany
Universität Karlsruhe (TH), Germany
Universität Paderborn, Germany
Universitatea Tehnica din Cluj-Napoca, Romania
Université Pierre et Marie Curie – Paris 6, France
University of Surrey, United Kingdom
Valtion Teknillinen Tutkimuskeskus, Finland
Waterford Institute of Technology, Ireland
5. More information on the project

a) web site: http://www.4ward-project.eu/
b) Contact Person: 

i Name: Bengt Ahlgren

ii Tel: +46 (8) 633 1562; email: Bengt.Ahlgren@sics.se
6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry:
Significant improvements in network utilization based on efficient data dissemination.
Development of new business use cases.

b) Expectation to standardization
Standardization of API between applications and NetInf nodes.
Standardization of interfaces between NetInf nodes.
Standardization of interfaces between NetInf and transport technologies.

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks:
Collaboration with other interested groups and harmonizing the standardization process.

7. This sheet

a) 03.07.2009

b) Christian Dannewitz, cdannewitz@upb.de

Project Description
1. Project Name, including acronym
AKARI architecture design project
2. Parent project/organization, if any
NwGN / NICT

3. Technical aspect of the project

a) Research Area
Network Architecture and key technologies such as

i Optical path and packet integration

ii Id and locater split

iii Regional Platform NW with Managed Mesh
iv Network virtualization

b) Objectives and Motivations including problem statements
The primary goal of the AKARI Project is to design a network of the future. The AKARI Project aims to build technologies for new generation network by 2015, developing a network architecture and creating a network design based on that architecture. Our philosophy is to pursue an ideal solution by researching new network architectures from a clean slate without being impeded by existing constraints. Once these new network architectures are designed, the issue of migration from today's conditions can be considered using these design principles. Our goal is to create an overarching design of what the entire future network should be. To accomplish this vision of a future network embedded as part of societal infrastructure, each fundamental technology or sub-architecture must be selected and the overall design simplified through integration. 

c) Timeframe, target date
Our objective is to design a network for 2020 and sustainable 50~100 years. 
We will therefore design the architecture and make publicly available experimental implementation by 2015. 

d) Relevant works, past and present
i AKARI Architecture Conceptual Design 1.0, June,2007 (in Japanese)

ii AKARI Architecture Conceptual Design 1.1, June.2008 (in Japanese)

e) Key ideas
First, we design a new generation network for reference. We must have a vision for the network of the future. It is difficult to predict what it will be in 15 years but there should be an ideal network-oriented society. Research and development should be conducted concerning the network for implementing it. This network should only be accountable to the ideal future, featured by answering the minimizing the negatives and maximizing the potentials. This network should not be posed by currently-used technologies or current society. That’s why we are in clean-slate approach. After that, we revise a next generation network to bridge between current network and a new generation network design. So, this is an incremental development scenario with a future direction.

f) Goals and achievements
1)To implement a new generation network by 2015
2)Developing a network architecture

3)Creating a network design based on that architecture. 


g) Important milestones

Y2006 start project

Y2011 Blueprint of AKARI Architecutre

Y2015 start of deployment

h) Important publications
i AKARI Architecture Conceptual Design
i) Other deliverables, e.g., open-source programs

4. Management aspect of the project

a) Start/end of the project

i 2006/2011 for secured 

ii 2011/2016 for planned 

b) Members of the project

5. More information on the project

a) http://akari-project.nict.go.jp/
b) Contact Person: 

i Hiroaki HARAI, Hideki OTSUKI

ii +81-42-327-5418, +81-42-327-6680, harai@nict.go.jp, +81-42-327-6931, +81-42-327-6680, eiji@nict.go.jp
6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry

b) Expectation to standardization

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks

7. This sheet

a) 2009/07/01

b) Hideki OTSUKI, +81-42-327-6931, +81-42-327-6680, eiji@nict.go.jp
Project Description

Version : 24.6.2009

1. Project Name, including acronym
Network of Information (NetInf)

2. Parent project/organization, if any
4WARD – EU FP7 project

3. Technical aspect of the project

a) Research Area
Information-centric network architecture

b) Objectives and Motivations including problem statements
The traditional role of networking has been to interconnect remotely located devices like computers or telephones. This function is increasingly recognized to be ill-adapted and inadequate for the information-centric applications that currently generate the vast majority of Internet traffic. In NetInf, we take a different approach: Instead of the node-centric paradigm, we adopt an information-centric paradigm. In this paradigm, the communication abstraction presented to applications is based on transfer of application data objects instead of the end-to-end reliable byte-stream used by the majority of applications today. 
c) Timeframe, target date
Design and first evaluation of an information-centric network architecture until June 2010.

d) Relevant works, past and present

Deliverable D-6.1: First NetInf architecture description (http://www.4ward-project.eu/index.php?s=Deliverables)

Ahlgren, B.; D'Ambrosio, M.; Dannewitz, C.; Marchisio, M.; Marsh, I.; Ohlman, B.; Pentikousis, K.; Rembarz, R.; Strandberg, O. & Vercellone, V.: Design Considerations for a Network of Information,  Proceedings of the First International Workshop on Re-Architecting the Internet (ReArch2008), 2008

Dannewitz, C.; Pentikousis, K.; Rembarz, R.; Renault, É.; Strandberg, O. & Ubillos, J.: Scenarios and Research Issues for a Network of Information, Proceedings of the 4th International Mobile Multimedia Communications Conference, 2008

Dannewitz, C.: Augmented Internet: An Information-Centric Approach for Real-World / Internet Integration, Proc. International Workshop on the Network of the Future (Future-Net), colocated with IEEE ICC, 2009

Dannewitz, C.: NetInf: An Information-Centric Design for the Future Internet, Proc. 3rd GI/ITG KuVS Workshop on The Future Internet, 2009

Further publications can be found here: http://www.4ward-project.eu/index.php?s=publications&c=WP6
e) Key ideas
General:
Designing a network architecture that focuses on information as the key element, thereby, better suiting the information-centric applications that dominate the current Internet usage. Our information-centric network architecture provides efficient data dissemination, improved information and data availability, persistent naming of information, attribute-based search, and an information-centric security model, solving some of today’s pressing security issues.

More detailed key ideas:
Information model: Designing an information model that provides location- and potentially encoding-independent access to information. Furthermore, the information model can provide access to information related to, e.g., services, streams, users, and real-world entities.

Information-centric security and persistent naming framework: A generic naming framework to persistently name information. The naming framework is also key to enable the overall information-centric security model, providing, e.g., self-certification, owner authentication, and owner identification.

Resolution service: Several alternative mechanisms to resolve identifiers into locators and related information. These resolution services can have local scope, private scope, as well as global scope, including a globally scalable resolution service.

Information search: Integration of attribute-based search mechanisms into the information-centric network architecture.

f) Goals and achievements
Design and initial evaluation of our information-centric network architecture, including the components as mentioned in 3.e.
The design of the main NetInf components is finished.
The evaluation in ongoing work.

g) Important milestones
---

h) Important publications
See 3.d.

i) Other deliverables, e.g., open-source programs
---

4. Management aspect of the project

a) Start/end of the project: 01.01.2008-30.06.2010
b) Members of the project
Project Lead
Ericsson AB, Sweden
Project Partners
Alcatel Lucent France, France
Alcatel-Lucent Deutschland AG, Germany 
Deutsche Telekom AG, Germany
Ericsson Canada Inc., Canada
Ericsson GmbH, Germany
France Telecom, France
Fraunhofer Gesellschaft zur Förderung der angewandten Forschung e.V., Germany
FUNDACIÓN ROBOTIKER, Spain
Groupe des Ecoles des Télécommunications, France
Instituto Superior Técnico – Technical University of Lisbon, Portugal
Instituto de Telecomunicações, Portugal
KUNGLIGA TEKNISKA HÖGSKOLAN, Sweden
Lancaster University, United Kingdom
NEC Europe Ltd, United Kingdom
Nokia Siemens Networks GmbH & Co. KG, Germany
Nokia Siemens Networks Oy, Finland
Oy LM Ericsson Ab, Finland
Portugal Telecom Inovação, SA, Portugal
Rutgers University, USA
SICS, Swedish Institute of Computer Science AB, Sweden
Siemens Program and System Engineering SRL Brasov – Punct de lucru Cluj, Romania
Technion – Israel Institute of Technology, Israel
Technische Universität Berlin , Germany
Telecom Italia S.p.A., Italy
Telefónica, Investigación y Desarrollo, Sociedad Anónima Unipersonal, Spain
Telekomunikacja Polska S.A., Poland 
Universität Basel, Switzerland
Universität Bremen, Germany
Universität Karlsruhe (TH), Germany
Universität Paderborn, Germany
Universitatea Tehnica din Cluj-Napoca, Romania
Université Pierre et Marie Curie – Paris 6, France
University of Surrey, United Kingdom
Valtion Teknillinen Tutkimuskeskus, Finland
Waterford Institute of Technology, Ireland
5. More information on the project

a) web site: http://www.4ward-project.eu/
b) Contact Person: 

i Name: Bengt Ahlgren

ii Tel: +46 (8) 633 1562; email: Bengt.Ahlgren@sics.se
6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry:
Significant improvements in network utilization based on efficient data dissemination.
Development of new business use cases.

b) Expectation to standardization
Standardization of API between applications and NetInf nodes.
Standardization of interfaces between NetInf nodes.
Standardization of interfaces between NetInf and transport technologies.

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks:
Collaboration with other interested groups and harmonizing the standardization process.

7. This sheet

a) 03.07.2009

b) Christian Dannewitz, cdannewitz@upb.de

Project Description

Version : 09.7.2009

Project Name, including acronym

1. Autonomic Internet (AutoI)

Parent project/organization, if any

2. EU FP7

3. Technical aspect of the project

Research Area

a) The following key research challenges are identiﬁed as the basis of the AutoI design: 

1. Virtualisation of Network and Service Resources: Design & new Models 

2. Autonomically Enabled Service Delivery 

3. Assurable Resources 

4. Self-Management 

5. Context Awareness 

6. Orchestrations 

7. Network & Service enablers for programmability
b) Objectives and Motivations including problem statements

c) AutoI aspires to be a solution to the problems generated by the current growth of the Internet. Our main aim is to design and develop a solution that can span across heterogeneous networks, support service mobility, quality of service and reliability. In other words, the main objective of AutoI is to design and develop, based on well-defined methodologies, an open software infrastructure and tools that enables the composition of better (fast and guaranteed) services in an efficient manner and the execution of these services in an adaptive (Autonomic form) way.
Timeframe, target date

d) The target date of AutoI is to finish the technical work by the first quarter of 2010. 

Relevant works, past and present

Deliverable D 6. 1 Initial AutoI Framework 

Deliverable D 6. 2: Initial Test-bed  
Bassi, A., Denazis, S., Galis, A., Fahy, C., Serrano, M., Serrat, J.: Autonomic Internet: A Perspective for Future Internet Services Based on Autonomic Principles, invited paper for IEEE 3rd International Week on Management of Networks and Services End-to-End Virtualization of Networks and Services (Manweek 2007) 
Galis, A., Denazis, S., Bassi, A., Giacomin, P., Berl, A., Fischer, A., de Meer, H., Srassner, J., Davy, S., Macedo, D., Pujolle, G., Loyola, J. R., Serrat, J, Lefevre, L. , Cheniour, A.: . Management Architecture and Systems for Future Internet Networks - FIA Book Prague, May 2009
e) Further publications can be found here: http://www.ist-autoi.eu

Key ideas

f) Virtualisation of Network and Service Resources: Design & new Models 
· In a virtualised network, multiple virtual networks co-exist on top of a shared substrate. In AutoI, the aim is to benefit from the properties that different virtual networks can provide to Internet services delivery such as, alternate end-to-end packet delivery systems and the use of different protocols and packet formats. However virtual networks are implemented by virtual routers, connected by virtual links; therefore self management implications of virtualisation are one of the key research challenges considered in AutoI. 
· Autonomically Enabled Service Delivery 
· Autonomic solutions, pursuing the idea of self-management of systems are becoming more  complex as a result of the integration of multiple technologies and systems. Heterogeneity of computer systems and technologies is inherent to all scenarios where many systems and devices are supporting services using different techniques and mechanism for supporting services. New Internet services demand different and inter-related management structures and multiple technological platforms supporting such services. This challenge is one of the main objectives to cope with in AutoI project 
· Assurable Resources 
· A premise of next generation services is a differentiated grouping of network resources which does not necessarily correspond to administrative, topological or geographical domains, but would be based on assurable resources taking concerns such as confidentiality, availability, integrity, and safety into account, which in turn depend on authentication and accountability. In AutoI the challenge is the grouping of resources is used to enable collaborative groups of users to exchange information in pursuit of shared interests, services or business processes. 
· Self-Management 
· AutoI addresses the development of primitives and methods at all levels of network elements and their relations to network bootstrapping and operations (i.e. self-configuration, self-organisation, self-optimisation, self-(re)configuration, self-adaptation, self-contextualisation, self-healing, self- protection, self - programmability). 
· Context Awareness 
· A big challenge has been the development of a context aware infrastructure for aggregation, refinement and dissemination in support of network bootstrapping, self-management, service overlay, and the use of network context information for self-adaptation in the provision of context-aware services. However, these capabilities need to be extended to consider interaction with the service layer and to integrate convergence of network infrastructures as a research task into the AutoI project. 
· Orchestrations 
· Next generation network and services require the optimisation of multiple types of orchestration mechanisms, enabling network operations (i.e. optimisation for initialisation, dynamic reconfiguration, adaptation and contextualisation, dynamic service deployment support and other tasks) and service task to be optimised. In the AutoI project, new primitives and orchestration mechanisms will be developed, acting as intelligent intermediaries between control & management entities and the network & service context to alter the flow of orchestration between security, management, mobility, context, and service support based on run time information and execution of task-driven orchestration scripts.  
· Network & Service enablers for programmability 
· Programmability in network and services encompasses the study of decentralised enablers for dynamic (de)activation and reconfiguration of new/existing services, including management services and network components. The challenge in AutoI, is to enable trusted parties (users, operators, and service providers) to activate management-specific service and network components into a specific platform. Dynamic programming enablers will be created that are applied to executable service code which can be injected/activated into the system’s elements to create the new functionality at runtime. 

Goals and achievements

Initial AutoI framework.

Definition of parameters, algorithms, information model, service requirements and service framework, Initial Orchestration and Knowledge plane. 

g) Demonstration and Validation of Use case.

Important milestones

h) ---

Important publications

i) See 3.d.

Other deliverables, e.g., open-source programs

j) At the end of the project the open-source programs will be available on sourceforge. 

4. Management aspect of the project

a) Start/end of the project: 01.01.2008-31.12.2009 (to be extended)
Members of the project

Project Lead
Hitachi Europe SAS, France

Project Partners
University College London, United Kingdom

Waterford Institute of Technology, Ireland

Universitat Politecnica de Catalunya, Spain 

Institut National de Recherche en Informatique et en Automatique, France 

University of Passau, Germany 

Universite Pierre et Marie Curie – Lip6, France

Ucopia Comminications, France 

University of Patras, Greece

Gingko networks SA, France 

5. More information on the project

a) web site: http://www.ist-autoi.eu/

b) Contact Person: 

i Name: Alessandro Bassi

ii Tel: +33 6 7386 9224; email:alessandro.bassi@hitachi-eu.com

6. Relationship with industry and standardization

Impact on industry, in particular to telecommunication industry:

a) Development of an open software infrastructure and tools that enables the composition of fast and guaranteed services in an efficient manner and the execution of these services in an adaptive way. 

Expectation to standardization

Standardization of general architecture.

Standardization of interfaces between components.

Expectation to ITU-T, in particular to the Focus Group on Future Networks:

b) Collaboration with other interested groups and harmonizing the standardization process.

7. This sheet

a) 09.07.2009

b) Alessandro Bassi, alessandro.bassi@hitachi-eu.com

Project Description

Version : 2 July, 2009

1. Project Name, including acronym
China Next Generation Internet (CNGI), next generation China Education and Research Network (CERNET2)
2. Parent project/organization, if any
CNGI is initiated by China Development and Reform Committee. CERNET2 is a sub project of CNGI and under the supervision of Ministry of Education of China. The operation of CERNET2 is managed by CERNET2 member universities, CERNET2 headquarter is located in Tsinghua University in Beijing. 
3. Technical aspect of the project

a) Research Area
Testbed, Next Generation Internet, IPv6
b) Objectives and Motivations including problem statements
The Internet has become a fundamental communication infrastructure for our global economy nowadays. With the rapid development of the Internet, IPv4 addresses for allocation will be exhausted in the next 2~3 years. This situation is very critical for the social and economy development, especially for China and other developing economies. The objectives of CNGI have been set on the following:
· setup training programs and raise awareness

· initiate research projects on next generation Internet technologies
· build IPv6 enabled nation-wide testbeds, exchange points, campus networks

· develop advanced applications
c) Timeframe, target date
This national project has started in 2003. 
During last 5 years,  a series of research projects focused on the key elements of Next Generation Internet technologies, including . 
By 2010, over 100 CNGI-CERNET2 member university campus networks will be upgraded, 1 million IPv6 user of the campus network are expected. 

Relevant works, past and present
Natural Science Foundation of China supported NSFCnet, National ‘863’ projects and National Science and Technology program supported projects.
Project Description

1. Project Name, including acronym
FIRST (Future Internet Research for Sustainable Testbed)
2. Parent project/organization, if any

3. Technical aspect of the project

a) Research Area
Future Internet Experimentation and Infrastructure 
b) Objectives and Motivations including problem statements
The current Internet architecture is under serious reconsideration and people started thinking about alternatives. However, redefining Internet architecture requires many challenged works. Thus, it’s necessary to support a variety of the new different architectures to accommodate the heterogeneity of Future Internet. FIRST’s objective is to develop a virtualized programmable platform for Future Internet. It would be used to accommodate the new heterogeneous architecture research and experiments in a single shared infrastructure. 
c) Timeframe, target date
To make an early prototyping by around 2011 ~ 2013
d) Relevant works, past and present
GENI (Global Environment for Network Innovations), esp. Spiral-2.
Cluster C – ProtoGENI 
e) Key ideas
To adopt virtualization and programmability in the networks/ infrastructure.
To provide common interfaces for experiments developers on the programmable platform

To support international federation (e.g., US GENI, EU FIRE, etc.) 
f) Goals and achievements
The one of important objectives is to build protoGENI control framework in FIRST platform and extend this framework for federated controls across national boundaries (e.g., GENI – Korea). ETRI will develop a virtualized programmable router platform for its own, based on protoGENI control framework. Since FIRST platform is an entirely different hardware platform from the one Emulab normally manages, ETRI plans to implement a ProtoGENI compatible Component Manager interface for FIRST platform. Korean researchers will be able to use a common API to create slices and allocate resources on any of protoGENI-based federated testbeds (Cluster C team) across national boundaries.  

g) Important milestones
Early prototype will be provided around 2011. 
h) Important publications

i) Other deliverables, e.g., open-source programs

4. Management aspect of the project

a) Start/end of the project 
2009. 3 ~ 2014.2 

b) Members of the project
ETRI, GIST, KAIST, CNU, etc. 
5. More information on the project

a) web site

b) Contact Person: 

i Name : Jin-Ho Hahm 
Myung-Ki Shin 
ii E-mail : jhhahm@etri.re.kr
              mkshin@etri.re.kr

6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry

b) Expectation to standardization
IRTF Network Virtualization RG 

ITU-T Q21/SG13 and FG-FN 
c) Expectation to ITU-T, in particular to the Focus Group on Future Networks
Network Virtualization Architecture and Component Blocks

Open Programmable Platform APIs  
7. This sheet

a) The date of the description 
1 July 2009 
b) The writer of this description 

Myung-Ki Shin, ETRI 
Project Description

Version : 24.6.2009

1. Project Name: “Resilience and Survivability for future networking: framework, mechanisms, and experimental evaluation (ResumeNet)”

2. Parent organization: EU FP7 ICT-2007.1.6

3. Technical aspect of the project

a) Research Area
Resilience and Survivability, Autonomic Networking, Communication in challenged environments

b) Objectives and Motivations:
Society increasingly depends on communication networks in general and the Internet in particular, for just about every aspect of daily life. Consumers use the Internet to access information, obtain products and services, manage finances, and communicate with one-another. Businesses use the Internet to conduct business with consumers and other businesses. Nations rely on the Internet to conduct the affairs of government, deliver services to their citizens, and, to some extent, manage homeland security, and conduct military operations. With this increasing dependence on the Internet the consequences of networked service disruption become more significant. The personal and professional life of individuals, the economic viability of businesses and organizations, and the security of nations are directly linked to the resilience, survivability, and dependability of the Global Internet. Ironically, the higher dependence on services renders Internet more vulnerable to problems. Mobile wireless Internet access is more susceptible to the challenges of time-varying, weakly connected channels, and unpredictable delay. The Internet is an increasingly attractive target to recreational crackers, industrial espionage, terrorists, and information warfare. In the same time, it is recognized that the Internet largely relies on isolated tweaks and patches, rather than on coherent systematic approach, to cope with these challenges.
The ResumeNet project addresses this gap. Its main objective is to host original research work that will systematically embed resilience into future Internet. Based on the D2R2+DR framework research and experimentations on resilience metrics, impact of challenges on networked systems and policies for resilient network operations are conducted.

c) Project duration: 09/08 – 08/11
Research addresses future emerging technologies and targets long term research objectives.

d) Relevant works, past and present

i For publications look at: www.seumenet.eu and https://wiki.ittc.ku.edu/resilinets_wiki/index.php/ResiliNets_Publications 

ii Relevant projects: ANA, Ecode

e) Key ideas
This project investigates implementations of the D2R2+DR (defend, detect, remediate, recover + diagnose, refine) strategy and develops its key building blocks. Based on resilience metrics and policies and an understanding of challenges to networked system, a framework for network resilience will be provided for future Internet experimentations.

f) Goals and achievements

i At framework-level, work will elaborate on the D2R2+DR (Defend, Detect, Remediate, Restore; Diagnose, Refine) framework, and quantify the impact of different types of challenges and failures on normal network service operation. Metrics, classes of network resilience, policies and ways to negotiate them are central research questions, whose outcome should ease the understanding of network engineers about of resilient network services.

ii The project will then look into the mechanisms and algorithms to add to the network infrastructure so that the requirements identified at the framework level are met. The network infrastructure, both the end-to-end transport infrastructure and the service layer, including servers and data storage equipment, are the subject of work. The focus is on basic functions and technologies that constitute the building blocks of the D2R2+DR framework; to achieve this some study cases (scenarios) of network service failure are considered, to exemplify the synthesis of these blocks into a working system.
1) Finally, experimentation is starring at the project, both in terms of resource consumption and significance to the project objectives. Specific scenarios focusing on particular network service provision are composed out of failure types, and resilience mechanisms. The aim is to demonstrate the applicability of the systematic approach and the benefits for several aspects of the network functionality. The experimentation facilities will come from in-house test beds and facilities developed by other EU projects, such as ANA and OneLab.
4. Management aspect of the project

a) 09/08 – 08/11

b) ETH Zurich (coordinator), Lancaster University, Munich University of Technologies, France Telecom, NEC Europe Ltd., University Passau, Delft University of Technologies, University of Uppsala, University of Liege
Associated partners: Kansas University, University of Sydney

5. More information on the project

a) www.resumenet.eu

b) Contact Person: 

1) Marcus Schöller, NEC Europe Ltd.
2) +49 6221 4342 0
Marcus.schoeller@nw.neclab.eu

6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry:
Provide fundamental understanding of challenges to future networks deployments and how to prepare distributed systems to deal with them. 

b) Expectation to standardization:
A platform for Future Network standardization to which research projects can contribute their ideas and concepts.

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks:
Initiate communication with funding (EC, GENI, ...) and research (IRTF, ...) agencies how and where future networks aspects can be consolidated and standardized.

7. This sheet

a) Date: 02/07/2009

b) Author: Marcus Schöller
Project Description

Version : 24.6.2009

1. Project Name, including acronym
Trilogy

2. Parent project/organization, if any
EU FP7

3. Technical aspect of the project

a) Research Areas
Internet Control Architecture, including Reachability, Resource Control, and Socio-Economic implications 

b) Objectives and Motivations including problem statements
The aim of the project is to develop new solutions for the control architecture of the Internet that remove the known and emerging technical deficiencies while avoiding prejudging commercial and social outcomes for the different players. 

c) Timeframe, target date
Our objective is to design a flexible architecture  that can adjust itself to variations of future demand, as well as for geographical variations of requirements. The technical activities are being proposed for adoption by the IETF.   

d) Relevant works, past and present
See http://trilogy-project.org/publications.html for deliverables and publications. 

e) Key ideas

Design principles:

· resource pooling 

· information exposure 

· separation between mechanism and policy 

· fuzzy end-to-end policy

Technical activities 

· re-feedback concept 

· re-ECN protocol 

· multipath TCP 

· multipath routing 

f) Goals and achievements

* new technical and economic concepts, architecture and protocols;

* simulation, prototyping, strategic analysis and dissemination work, especially standardisation at the IETF.

g) Important milestones

* Internet Reloaded workshop (London, March 2009)

* Multipath TCP meeting at IETF meeting (Stockholm, July 2009) 

* ACM Re-Arch workshops (co-organisors) 

h) Important publications

The Resource Pooling Principle. Mark Handley, Damon Wischik, Marcelo Bagnulo Braun. ACM CCR Online. 'editorial note', Oct 08 issue.

Policing Freedom - to use the Internet Resource Pool. Arnaud Jacquet, Bob Briscoe, Toby Moncaster. ReArch'08 - Re-Architecting the Internet, December 9th, 2008, Madrid 

i) Other deliverables, e.g., open-source programs 

See http://trilogy-project.org/publications.html
4. Management aspect of the project

a) Start/end of the project: Jan 2008 – Dec 2010

b) Members of the project

Industrial: BT, DT, Nokia, NEC, Roke Manor

Academic:  Athens Uni. of Economics and Business, Uni. College London, Uni. Carlos III Madrid, Uni. Catholique de Louvain-la-Neuve, Stanford Law School

5. More information on the project

a) http://trilogy-project.org/ 

b) Contact Person: 

i Arnaud Jacquet 

ii Arnaud.Jacquet@bt.com 

6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry: improvement of resource utilisation, arbitration of concurrent network usage  

b) Expectation to standardization: multipath TCP (resource pooling), re-ECN (congestion transparency) at the IETF

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks: importance of accountability for using shared network resources, and of congestion transparency 

7. This sheet

a) 30 June 2009 

b) Arnaud Jacquet 
Project Description

Version : 30.11.2009

1. Project Name, including acronym
The Virtual Router Project (vrouter)

2. Parent project/organization, if any
Engineering and Physical Sciences Research Council (EPSRC)

3. Technical aspect of the project

a) Research Area
Network virtualization

b) Objectives and Motivations including problem statements
The project investigated the design of virtual and distributed router platforms. The central thesis was twofold: first, as PC performance continues to improve, it becomes reasonable (through careful virtualization of the device forwarding path) to simultaneously support several virtual routers on a single device; second, it also becomes reasonable to construct powerful, flexible and resilient routers from a cluster of commodity PCs

c) Timeframe, target date
To provide a high-performance, flexible, software-based virtual router platform that also provides good isolation between running virtual router instances. The target date was at the end of the project which was August of 2009.

d) Relevant works, past and present
See http://nrg.cs.ucl.ac.uk/vrouter/ for publications.

e) Key ideas
There is a fine balance between performance and flexibility; specialist hardware is clearly needed for very high performance forwarding, but modern x86 hardware is actually remarkably capable and in principle provides arbitrary flexibility for different virtual routers to use completely different stacks. This project focused on such commodity hardware, aiming to cast light on the trade-off between performance, flexibility, isolation and fairness.

One of the driving philosophies behind the work was to provide the flexibility of virtualisation to routers whilst attempting to limit the overheads of virtualisation. In other words, the project aimed to achieve as near to line rate performance as possible for software routers running in a virtual environment.

f) Goals and achievements
The project designed and implemented high-performance, flexible and isolated virtual routers on a software-based (i.e., x86) platform.

g) Important milestones

h) Important publications

[1] 
Norbert Egi, Adam Greenhalgh, Mark Handley, Mickael Hoerdt, Laurent Mathy, and Tim Schooley. Evaluating xen for router virtualization. In International Workshop on Performance Modeling and Evaluation (PMECT '07), August 2007.(pdf)(slides)

[2] 
Norbert Egi, Adam Greenhalgh, Mark Handley, Mickael Hoerdt, and Laurent Mathy. A flexible and performant virtual router. Poster in International Workshop on Self-Organizing Systems (IWSOS '07), September 2007.(poster)(abstract)

[3] 
Norbert Egi, Adam Greenhalgh, Mark Handley, Mickael Hoerdt, Felipe Huici, and Laurent Mathy. Fairness Issues in Software Virtual Routers Workshop on Programmable Routers for Extensible Services of TOmorrow (PRESTO '08), August 2008. (pdf) (slides,pdf)

[4] 
Norbert Egi, Adam Greenhalgh, Mark Handley, Mickael Hoerdt, Felipe Huici, and Laurent Mathy. Towards high performance virtual routers on commodity hardware ACM CoNEXT 2008, December 2008. (pdf) (slides,pdf)

[5] 
Norbert Egi, Adam Greenhalgh, Mark Handley, Mickael Hoerdt, Laurent Mathy, and Panagiotis Papadimitriou Designing a Platform for Flexible and Performant Virtual Routers on Commodity Hardware Invited Paper at GI/ITG Workshop on Overlay and Network Virtualization (NVWS'09), March 2009. (pdf) (slides,pdf)

[6] 
Norbert Egi, Adam Greenhalgh, Mickael Hoerdt, Felipe Huici, Panagiotis Papadimitriou, Mark Handley and Laurent Mathy. A Platform for High Performance and Flexible Virtual Routers on Commodity Hardware. Poster in (SIGCOMM '09), August 2009.(poster)(abstract) Runner-up Poster Award

[7] 
Norbert Egi, Adam Greenhalgh, Mark Handley, Mickael Hoerdt, Felipe Huici, Laurent Mathy and Panagiotis Papadimitriou. Commutation de paquets logicielle sur routeurs PC multi-coeurs. Colloque Francophone en Ingenierie des Protocoles (CFIP'09) , October 2009. (pdf) (slides,pdf)

[8] 
Norbert Egi, Adam Greenhalgh, Mark Handley, Mickael Hoerdt, Felipe Huici, Laurent Mathy and Panagiotis Papadimitriou. Implementing Software Virtual Routers on Multi-core PCs using Click First symposium on Click Modular Router , November 2009. (pdf) (slides,pdf)

i) Other deliverables, e.g., open-source programs

See http://nrg.cs.ucl.ac.uk/vrouter/

4. Management aspect of the project

a) Start/end of the project

August 2006

b) Members of the project

University College London, Lancaster University, NEC Europe

5. More information on the project

a) http://nrg.cs.ucl.ac.uk/vrouter/

b) Contact Person: 

i Felipe Huici

ii tel:+49 62 21 4342-241, fax: :+49 62 21 4342-155, felipe.huici@nw.neclab.eu

6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry: Great potential to provide a paradigm-shift towards software-based network processing (more flexible and at a smaller cost).

b) Expectation to standardization: n/a

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks: We envision that software-based network processing will become more prominent in the future; this project was an important step in that direction.

Project Description

Version : 25.11.2009

1. Project Name, including acronym
Virtual Networks (VNRG) activity

2. Parent project/organization, if any
IRTF

3. Technical aspect of the project

a) Research Area
virtual networks

b) Objectives and Motivations including problem statements
see at the end of this document for the draft charter.

c) Timeframe, target date
e.g., Our objective is to design a network for 2020/2025/2030/2050/next millennium.
We will therefore design the architecture and make publicly available experimental implementation by 2010.

d) Relevant works, past and present
see GENI/4WARD and related projects.

e) Key ideas
The RG works on a set of principles of virtual networks that a single physical resource can be re-used by multiple entities with a clear separation between the actions taken by the single entities. Virtualization delivers an abstraction to the user (i.e., not necessarily a human but a service or whatever) referring to the decoupling from the physical resource, i.e., the abstraction is not bound to a single resource but can be relocated but is a logical structure. Virtualization also offers recursion, i.e., an already virtualized network can again include virtual networks.

f) Goals and achievements

i Consider a whole system for virtualized networks and not only single  components or a limited set of components;

ii Identifying architectural challenges resulting from virtual networks;  

iii Recursive network management of virtual networks;

iv Emerging technological and implementation issues.
v  Important milestones

i No milestones

g) Important publications

i No publications yet

h) Other deliverables, e.g., open-source programs

i In scope but not planned right now.

4. Management aspect of the project

a) Start/end of the project

i Start End of 2009 or early 2010

ii End: open

b) Members of the project

i Open to the general public

5. More information on the project

a) web site: http://user.informatik.uni-goettingen.de/~stiemer/nvrg/

b) Contact Person: 

i Name: Martin Stiemerling

ii tel, fax, email: +49 6221 4342 113, Stiemerling@nw.neclab.eu

6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry

i Not determined yet

b) Expectation to standardization

i Not determined yet

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks

i Collaboration on this topic

Project Description
Version : 20.11.2009

1. Project Name, including acronym
Minimum Core
2. Parent project/organization, if any
NWGN (New Generation Network)
3. Technical aspect of the project

a) Research Area
A new network architecture that realizes scalable mobility management, session control, routing path control and content distribution
b) Objectives and motivations including the problem statements
In the current mobility-supported network architecture, main functionalities such as mobility management, authentication, and Application Server (AS) are installed in the mobile core network or above. The mobile core includes access gateways and mobility anchors for both signaling and data packets (e.g., SGSN and GGSN in GPRS, PDSN and HA in CDMA2000). Therefore, data traffic between the User Equipment (UE) and AS, and between UEs are always exchanged through the mobile core network. Scalability issue will arise due to higher-speed access network and increase in the number of UEs. The objectives of this project are hence (1) to develop a highly scalable architecture having an enormous number of small base stations in perspective, (2) to develop a mechanism of an operator-controlled overlay network, (3) to develop route optimization and localization mechanisms for application data, (4) to develop a signaling network selection mechanism based on the measurement of the session setup time, and (5) to develop a mechanism to provide mobility and security to the user or device regardless of its capability.
c) Timeframe, target date
The goal is to design a network for 2020. The timeframe for the design of the architecture and experimental implementation is around 2015.

d) Relevant works, past and present
NWGN research project (Japan)
e) Key ideas
By flexibly locating functionalities, which conventionally resided in the mobile core, at any part of the network in a distributed fashion, a highly efficient and scalable mobile network can be realized. By providing CPU-intensive functionalities (e.g., security or mobility) to the user equipment from the network, low profile devices can also be equally connected to the network.(agnostic to the terminal capability). Figure 1 depicts the architectural change based on the minimum core concept. Some parts of AS (Application Server), or MM (Mobility Management) function can be moved to access networks from the mobile core network, whereby the data path(s) can be flexibly established. On the other hand, AAA (Authentication, Authorization, and Accounting) function may be handled in the mobile core network. Network nodes in the access networks have the capability of managing mobility and establishing data path to any other nodes. AS can be located closer to the user (e.g., collocated with the network node in the access node or with UE). Data packets can be routed on a different path based on the location of the other peer (UE or AS). Signaling packets for authentication or charging, which should be administrated by the network operator, are still routed to the mobile core network.
[image: image2.png]e L
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Fig. 1 Mobile core network with minimum functionalities

f) Goals and achievements
(1) Route optimization and/or localization of application data and functionality containers in the access networks (closest to the users) such as a set-top box (STB) or a small base station (e.g., femtocell).
(2) Service control in coordination with the (physical) mobile core network and the overlay network composed of distributed network entities such as small base stations. 
(3) Network-based mobility and security provision to the UE (User Equipment) regardless of its capability

g) Important milestones
Experimental implementation will be completed in 2010-2015. Large-scale verification will be conducted in 2015-2020.
h) Important publications
· Tsunehiko Chiba and Hidetoshi Yokota, “Efficient Route Optimization Methods for Femtocell-based All IP Networks”, IEEE International Conference on Wireless and Mobile Computing, Networking and Communications (WiMob), October 2009.
· Tsunehiko Chiba, Satoshi Komorita and Hidtoshi Yokota, “Proxy-based MOBIKE Fast Handoff for Femtocell Integrated Mobile Network”, IEEE Conference on Local Computer Networks (LCN), October 2009.
i) Other deliverables
Soon to be provided
4. Management aspect of the project

a) Start/end of the project
Started in November, 2008 and currently on going
b) Members of the project
Hidetoshi Yokota, Tsunehiko Chiba, Takayuki Warabino and Yoji Kishi (KDDI R&D Laboratories, Inc.)
5. More information on the project

a) web site
work in progress
b) Contact Person: 

i Tsunehiko Chiba, KDDI R&D Laboratories, Inc.
ii +81-492787641, t-chiba@kddi.com
6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry
The proposed concept will provide a break-through to the conventional mobility-supported network architecture to embrace future communication styles and applications. This break-through will bring a structural change in its architecture and gives a substantial impact on both existing telecommunication operators and vendors.

b) Expectation to standardization
The proposed concept requires new functionalities, protocols and software/hardware to realize them; therefore, new standards are required for interoperability and for creating an ecosystem. 
c) Expectation to ITU-T, in particular to the Focus Group on Future Networks
The proposed concept will bring a revolutionary change to the existing network architectures including NGN and those developed by other standards bodies such as 3GPP or 3GGP2. ITU-T should take the initiative foreseeing what the future networks will hold and the FGFN should become a trail blazer in this activity by providing an appropriate guideline in a timely manner especially taking the mobility aspect into consideration. 
3. References
[FGFN-OD05] Future Networks: Vision, Concept, and Requirements
[FGFN-OD06] 1st Summary of Concept, Key Characteristics and Requirements of Future Networks
[FGFN-OD07] Project Description, Minimum Core
Project Description

Version : 20.11.2009

1. Project Name, including acronym
High-speed Experimental Network – GIGA
2. Parent project/organization, if any
Centre for Telecommunication Research and Development (Centro de Pesquisa e Desenvolvimento em Telecomunicações – CPqD), located in Campinas, SP, Brazil, in collaboration with other Brazilian universities.

3. Technical aspect of the project

a) Research Area
Optical networking

b) Objectives and Motivations including problem statements

· Develop networking technologies and telecommunications services-oriented broadband applications, over IP and optical network technology of multiple wavelengths (WDM). 

· To transfer the technologies developed under the Project to national companies. 

· Encourage the provision of new telecommunications technologies to the Brazilian society in the areas of optical components and devices, equipment, network solutions, services, protocols and applications. 

· Operate and manage this high speed network as a testbed for performance of prototype equipment, service and protocol.

c) Timeframe, target date

2003-2007: In this period of the GIGA Project, the goal was to conduct research and development on high-speed networks and advanced telecom services Relevant works, dast and present.

2008 – 2010: During this phase of the GIGA Project, in addition to the goals set for the initial phase, new challenges regarding research, development and innovation (RD&I) activities were faced

d) Key ideas
It is a research project that addresses the construction of a high-speed optical testbed. This network is the first large-scale testbed in South America, with emphasis on Internet applications in an optical network. The R&D focus is on:

· Optical networking

· Internet services and applications

· Internet protocols

Goals and achievements
First large-scale experimental network in South America (2004)

· Focus on optical networking and Internet services and applications

· Facility for experimenting with technologies and validating results from Project GIGA as well as from R&D projects worldwide

· “Pre-deployment” large-scale lab for experimenting ideas of interest to telecom operators, service providers and RNP (Brazilian NREN)

After the first phase of the project:

Seven (7) equipment prototypes were developed and the technology transferred to local companies:

· 2.5 Gbit/s 16-channel CWDM system and CWDM optical amplifier

· 10 Gbit/s 16-channel DWDM system

· Hybrid AGC optical amplifier 

· Eye diagram analyzer 

· 3-link optical cross-connect 

· Dynamic optical power equalizer

Two (2) experimental telecom services related to multimedia communications were developed and are being used by many segments of the Brazilian society in the telemedicine and tele-education areas. 

An experimental network was deployed, operated, managed and used as a testbed – it is ready to serve and evolve. 

More than 100 scientific papers, up to 30 theses and 6 patent applications. 

Twenty three (23) research cooperation agreements signed with universities

e) Important milestones

2003-2007:

In this period of the GIGA Project, the goal was to conduct research and development on high-speed networks and advanced telecom services. During this structuring stage of the project, all efforts from universities and research institutes were optimized and geared towards building and increasing product and service research and development capacity in the telecommunications field.

2008 - 2010

During this phase of the GIGA Project, in addition to the goals set for the initial phase, new challenges regarding research, development and innovation (RD&I) activities were faced:

WDM integrated technologies for long distance and metropolitan area applications. 

· Reconfigurable optical networks. 

· Access optical network infrastructure and physical media. 

· Optical components relevant to 10 and 40 Gbit/s systems. 

· Packet-switching optical networks. 

· Digital media distribution – DMD and Web DMD. 

· Experimental TV.

f) Important publications

http://www.giga.org.br/publicacoes
4. Management aspect of the project

a) Start/end of the project

2003 to 2010/2011

b) Members of the project

Director: Alberto Paradisi

Project Management: Atílio Eduardo Reggiani

Technologic Management: Marcos Rogério Salvador

Partnerships Management: José Pedro de Freitas

Testbed Management: Luciano Martins

Communication Management: Rodney Nascimento

5. More information on the project

a) web site: http://www.giga.org.br/home
b) Contact Person: 

i Name: Alberto Paradisi

ii paradisi@cpqd.com.br   

6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry

Development of new equipments and significant improvements in network utilization based on efficient data dissemination

b) Expectation to standardization

Standardization activities developed in the project  

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks


Collaboration with other interested groups and harmonizing the standardization process.
Project Description
Version 1: 19.11.2009

1. Project Name, including acronym
ECO Routing / ECO Switching (ECOR/SW)

2. Parent project/organization, if any
This work is supported by MIC (Ministry of Internal Affairs and Communications) of Japan.
3. Technical aspect of the project

a) Research Area
Network Architecture and key technologies such as
i Energy saving network / Green network
ii Overlay network
b) Objectives and Motivations including problem statements
As networks carry more traffic, their electric power consumption will increase: in Japan, network power consumption in 2025 is predicted to be 13 times the 2006 level. So energy-saving technologies that reduce network power consumption is becoming increasingly important.
Our objective is therefore to develop network architecture and technologies that improve power consumption efficiency of the entire network. They include to (1) minimize device usage for traffic dynamics, and (2)forward the traffic with less power.

c) Timeframe, target date
Our objective is to apply our energy saving network technologies to a network for 2015 or later.
We will therefore design the architecture and make an experimental implementation by 2013.

d) Relevant works, past and present
Mitsuaki Kakemizu, Akira Chugo, "Approaches to Green Networks", Fujitsu Scientific & Technical Journal, Oct. 2009
Mitsuaki Kakemizu et al., "A Study for Green Network (1) - Technical Requirements -", Proc. IEICE Gen. Conf. 2009, March 2009. (in Japanese)
Akiko Yamada et al., "A Study for Green Network (3) - ECO Routing -", Proc. IEICE Gen. Conf. 2009, March 2009.(in Japanese)
Toshihiko  Kurita et al., "A Study for Green Network (2) - ECO Switching -", Proc. IEICE Gen. Conf. 2009, March 2009.(in Japanese)
e) Key ideas
ECO Routing: Path aggregation mechanism to use minimum number or routers. It aggregates traffic into energy-saving path, and implements sleep mode for routers where possible.

ECO Switching: Transport mechanism to reduce buffering and routing without degrading service quality. It forwards packets on timeslot basis with well-managed time scheduling, and realizes bufferless forwarding without packet loss, and do not need each node's routing.
f) Goals and achievements
(1) ECO Routing: routing algorithm based on power saving metrics
(2) ECO Switching: Packet scheduling to avoid output wait at relay nodes
g) Important milestones

h) Important publications

i) Other deliverables, e.g., open-source programs

4. Management aspect of the project

a) Start/end of the project
Aug. 2009 – March 2013

b) Members of the project

5. More information on the project

a) web site

b) Contact Person: 

i Name: Toshihiko Kurita
ii Tel: +81 44 754 2765; email: kuri@labs.fujitsu.com

6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry
Save energy consumption of network devices such as routers and switches. Accordingly reduce GHG emission of networks.
b) Expectation to standardization
Standardization of green network (energy saving network) architecture.

Standardization of interfaces between the control server and each node to minimize energy saving.

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks
Consideration on green network as one aspect of future networks
Project Description

Version : 20.11.2009

1. Project Name, including acronym
New Architectures for Future Internet (Arquitetura para Comunicações Móveis sobre IP – ARCMIP)
2. Parent project/organization, if any
CPqD Foundation – Telecommunications Research and Development Centre (Centro de Pesquisa e Desenvolvimento em Telecomunicações – CPqD), located in Campinas, SP, Brazil. Project sponsored by FUNTTEL (Brazilian Fund for Telecommunications Technologies Development) managed by Brazilian Ministry of Communications.

3. Technical aspect of the project

a) Research Area
New Architectures for Future Internet (FI)

b) Objectives and Motivations including problem statements

Rethink principles and design of the current Internet architecture, both from an evolutionary approach, with the increment of change in today's networks, as well as in a prism disruptive approach, based on new proposals architectures and new paradigms and requirements.

The main focus of the ARCMIP project is research on new network architectures taking into account the issue of mobility as a key driver. The project works from the construction of scenarios that will serve to build the requirements of future Internet, which will be mapped into a proposed new architecture. The project must also specify architecture recommendations taking into account the requirements needed to support a wireless mobile radio system with heterogeneous services and distributed applications, ad hoc mesh networks, adaptive networks of cognitive radios and sensors.

c) Timeframe, target date

Our objective is to make recommendations on network architectures considering the new requirements and evolution scenarios of Future Internet and identify key research topics to promote the development of telecommunications industry.

d) Relevant works, past and present
International Workshop on New Architectures for Future Internet, September 23 and 24, 2009. (www.cpqd.com.br/futurodainternet ).
e)  Key ideas

The first two phases of the project identified three scenarios and their requirements. The first identified scenario, the User-Centric scenario, provides a portfolio of personal and ubiquitous services to users. The main attributes for this scenario are:

· Mobility and ubiquity;

· User control;

· Network dynamics;

· Context-awareness;

· Dynamic auto-configuration;

· Multi-homing;

· Security and privacy;

· Identity management.

The second scenario identified for the project is the Content-Centric scenario, in which the network is seen not as a network of links, but a network of information and the key attributes of this scenario are:

· Creation and efficient dissemination of digital content;

· Identity of information items;

· New content routing paradigms;

· Receiver-driven networking (e.g., publish / subscribe);

· In-network caching and replication;

· Network enablers for localization and search of information objects;

· Multicast, anycast and multipath information flows;

· Security and privacy.

The third scenario is the scenario centered on the object, which opens for any object in the real world the range of Internet connectivity. Thus, the vision in this scenario is to expand the hosts and the devices creating the so-called "Internet of Things". The main attributes of this scenario are:

· Identification of mobile and ubiquitous objects;

· Interaction among objects without human;

· Interference (smart objects);

· Growth of robots and machines in the domestic environment;

· Increase of real time traffic to control the objects and device;

· Security, privacy and reliability of control information.

The project is currently in the process of mapping the requirements and scenarios found in new architectures. 
f) Goals and achievements
1) Study the state of the art of new architectures proposals

2) Identify trends of the international visions and efforts 

3) Mapping the requirements and rationale found on new architectures proposals; 

4) Make recommendations on new network architectures

5) Identify key technologies for future Internet development

g) Important milestones

Y2008, Q3 – Beginning of the project

Y2009 – Evolution scenarios, requirements and state of the art on new architectures for FI.

Y2010 – Blueprint of recommendations on new architectures and key technologies for FI.

h) Important publications

Tronco, T. R. – ARCMIP Project – Poster Project presentation – Future Internet Summer School (FISS 2009), 20-24 July, 2009, University of Bremen, Bremen, Germany.

Tronco, T. R and Rothenberg, C. E. - New Architectures for the Future Internet & Efforts towards the Future Internet . XXVII Simpósio Brasileiro de Telecomunicações (SBRT09), Oct. 2009, Blumenau / SC, Brazil.

Rothenberg, C. E. - Trends and impacts of new generation data center networking. First CPqD International Workshop on New Architectures for the Future Internet, Sept. 2009, Campinas, Brazil. 

Jokela, A. Zahemszky, C. Esteve, S. Arianfar, and P. Nikander."LIPSIN: Line speed Publish/Subscribe Inter-Networking". In ACM SIGCOMM'09. Aug. 2009, Barcelona, Spain

4. Management aspect of the project

a) Start/end of the project

July 2008/December 2010

b) Members of the project

· Antonio Carlos Bordeaux Rego (Technology Innovation Department Director)

· Marco Antonio Ongarelli (Group Manager)

· Tania Regina Tronco (Project Coordinator and Senior Researcher)

· Takashi Tome (Researcher)

· Christian Esteve Rothenberg (Researcher)

5. More information on the project

a) web site: http://www.cpqd.com.br/futurodainternet/index.html

b) Contact Person: 

i Name: Tania Regina Tronco

ii dgi@cpqd.com.br or tania@cpqd.com.br
+55 19 3705-6504 or 3705-7082

6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry

Provide fundamental understanding of challenges to future networks

b) Expectation to standardization

Identify trends of the international visions and efforts

State of the art of Future Internet international activities

Learn about others experiences and project

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks

Initiate communication with ITU-T and share information. 

Project Description
Version 1: 28.01.2010

1. Project Name, including acronym
Virtualization of multilayer transport network (NV_ML)
2. Parent project/organization, if any
This work is in part supported by NICT (National Institute of Information and Communications Technology) of Japan.
3. Technical aspect of the project

a) Research Area
Network Architecture and key technologies such as
i Virtualization of optical network infrastructure
ii Adaptive control of virtual network topology
b) Objectives and Motivations including problem statements
Network virtualization is one key technology for realizing the extensibility that enables rapid provisions of diversified service networks and robustness under environmental change. In the existing technologies, virtual networks are basically multiplexed over a common packet-based network infrastructure. This can be liable to restrict network performance and cause instability due to interference by other virtual networks.
For high-performance and robustness of virtual networks, we consider the virtualization of multilayer transport network. By adequately combining virtualized multilayer network resources such as packet switching and circuit switching, we can provide enough performance and hard isolation among virtual networks.

c) Timeframe, target date
Our objective is to apply our network virtualization technologies to a network for 2015 or later. We will therefore design the architecture and develop an experimental implementation by 2011-2012.

d) Relevant works, past and present
K. Shiomoto, E. Oki; D. Shimazaki, T. Miyamaura, “Multi-layer traffic engineering experiments in MPLS/GMPLS networks,”, Page(s): 291-293,  BROADNETS.2007, September 2007.
Y. Ohsita, T. Miyamura, S. Arakawa, S. Ata, E. Oki, K. Shiomoto, M. Murata, “Gradually Reconfiguring Virtual Network Topologies based on Estimated Traffic Matrices,” In Proceedings of  IEEE INFOCOM 2007.
K. Shiomoto, et al, “Requirements for GMPLS-Based Multi-Region and Multi-Layer Networks (MRN/MLN),” RFC 5212, July 2008. 
e) Key ideas
Multilayer Network Virtualization: Each virtual network should be capable of directly utilizing circuit-switching technologies such as wavelength and TDM (time-division multiplexing) for performance and isolation. By adequately choosing virtualized network layers and constructing a virtual network, we can efficiently achieve required capability set. 

Resource Contention Resolution: Multiple virtual networks shares common network resources, which can cause unexpected resource contention among virtual networks. The resource contention mechanism adequately resolves the contention among virtual networks and improves the performance and stability.
f) Goals and achievements
(1) Virtualization Platform and Interface: virtualizes physical network resources and allocate a part of the resources through the interface 
(2) Topology Control Algorithm: Design an adequate network topology in response to unexpected environmental changes
g) Important milestones
Experiments on research nation-wide test bed network called JGN2+ on February 2010.
h) Important publications

i) Other deliverables, e.g., open-source programs

4. Management aspect of the project

a) Start/end of the project
September 2008 – March 2012

b) Members of the project
NTT: Kohei Shiomoto, Takashi Miyamura, and Akeo Masuda

5. More information on the project

a) web site

b) Contact Person: 

i Name: Takashi Miyamura
ii Tel: +81 422 59 3527; email: Miyamura.takashi@lab.ntt.co.jp
6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry
Improve the resource efficiency and robustness of network infrastructure and packet-based service network.

Enables new network services using network virtualization.
b) Expectation to standardization
Standardization of network virtualization architecture.

Standardization of interfaces between the network infrastructure and overlay virtual networks.

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks
Consideration on sub-IP layer network virtualization as one feature of network virtualization
Project Description
Version 1: 29.03.2010

1. Project Name, including acronym
Mobile-Oriented Future Internet (MOFI)
2. Parent project/organization, if any
This work has been supported by ETRI (Electronics and Telecommunications Research Institute) of Korea (Republic of) and will be a part of national R&D projects this year.
3. Technical aspect of the project

a) Research Area
A new network architecture which can effectively support future mobile environment.

b) Objectives and Motivations including problem statements
With an explosive growth of the number of subscribers of the existing cellular systems, widely deployed WiFi, and the new emerging wireless systems such as WiMAX, SAE/LTE, B4G, etc., the mobile networks now become the key driver toward future Internet. Moreover, it is expected that a variety of types of wireless access networks like ad-hoc and sensor networks will be also popular access means to future Internet. However, it is noted that the current Internet was originally designed on the assumption of fixed environment, rather than for mobile one. Therefore many additional protocols have been necessary in order to cope with the emerging mobile environment, as shown in the example of Mobile IP. However, it is expected that such patch-on approach will reach its limitation in future network environment in which mobile end hosts will be dominant. MOFI is trying to overcome the limitations in mobile environment in revolutional manner.

c) Timeframe, target date
Our first objective is to complete relevant technical documents by 2010 and to develop experimental running code by 2011, Finally we’re targeting to run it on Korea future Internet testbed, FIRST and global one such as GENI and FIRE by 2013.  
d) Relevant works, past and present
Heeyoung JUNG, Seokjoo KOH, and Woogoo PARK, “Towards the mobile optimized future Internet,” 4th International Conference on Future Internet technologies, June 2009.
Heeyoung JUNG and Seokjoo KOH, “Mobile Oriented Future Internet (MOFI): Architecture and Protocols,” White paper Release 2.1, http://protocol.knu.ac.kr/MOFI/ , February 2010.
e) Key ideas

· Mobile-oriented and Static-allowed

The current Internet basically assumes that a host is static. However, it is envisioned that wireless/mobile hosts will become dominant in the future Internet. Accordingly, we will focus on the design of architecture that is optimized to mobile users/hosts and that also allows static users/hosts at the same time.

· ID-based Communication with LOC-based Routing

MOFI will be designed for ID-based communication, in which a user needs to know only the ID of the corresponding objects (or users) for communication without knowledge of its locator (LOC). The detailed mapping between ID and LOC will be managed by network. 

In the context of ID-based communication, the following principles are also considered.

1) Separation of Identifier and Locator

2) Address-free User Host

3) Location Privacy

· Separation of Access Network and Backbone Network 

In future Internet environment, each access network and the backbone network may have quite different characteristics. For example, access networks might consist of the wireless links with relatively low bandwidth and unreliable transmissions, whereas the backbone network will be the optical network with high bandwidth to provide reliable transmissions. Accordingly, the protocol requirements for the access and backbone networks may be quite different. This implies that Access Network Protocol (ANP) need to be designed to consider the wireless link characteristics, whereas Backbone Network Protocol (BNP) shall be designed to be as simple as possible. 

1) Network-based Mobility Control

2) Intrinsic Route Optimization for Data Delivery

3) Separation of Mobility Control Information from User Data

f) Goals and achievements
Our final goal is to reflect MOFI into global standard of future Internet architecture as a building block. We’ve published MOFI white paper Release 2.1 on February 2010 and it will be continuously updated.
g) Important milestones
We will complete relevant technical documents by 2010 and develop experimental running code by 2011. 
h) Important publications
We’ve published MOFI white paper Release 2.1 on February 2010. Please find the document at http://protocol.knu.ac.kr/MOFI/
i) Other deliverables, e.g., open-source programs
The running code will be released by 2011
4. Management aspect of the project

a) Start/end of the project
March 2009 – March 2013

b) Members of the project
ETRI: Heeyoung JUNG and Woogoo PARK

KNU: Seokjoo KOH
More experts are expected to be joined this year

5. More information on the project

a) Web site: http://protocol.knu.ac.kr/MOFI/
b) Contact Person: 

i Name: Heeyoung JUNG
ii Tel: +82-42-860-4928; email: hyjung@etri.re.kr
6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry
Could be used as a basic technology for beyond NGN and SAE
b) Expectation to standardization
A building block of global future Internet standard

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks
Develop relevant recommendations, if necessary
Project Description

1. Project Name, including acronym
Common Signalling Protocol

2. Parent project/organization, if any
IEC PT 62379 (Common Control Interface)

3. Technical aspect of the project

a) Research Areas
Control protocols for networked audiovisual (and related) equipment. Communication between network elements, and between attached equipment and the network.

b) Objectives and Motivations including problem statements
The aim of PT 62379 is to develop standard protocols for control and monitoring of network-attached audiovisual equipment. The aim of the Common Signalling Protocol initiative is to specify a standard method for managing communications which will support all the facilities offered by future networks.

c) Timeframe, target date
The target for the first Committee Draft is the end of February 2011.   

d) Relevant works, past and present
See 5 below. 

e) Key ideas

The service provided by Internet Protocol is the delivery of individual datagrams (packets), but almost all of the traffic on the internet consists of flows or sessions (referred to below as “calls”) each composed of a number of packets, often thousands or even millions. Examples include streamed media, file transfer, and web browsing using HTTP over TCP.

Future Networks should be structured with a control plane and a data plane, as shown in Figure 1 below. The control plane carries messages relating to the network service between network elements, and between end system applications and the network; the format and content of these messages should be independent of the switching technology. The data plane conveys the payload; the encapsulation may be different for different switching technologies. The system should support legacy as well as future switching technologies, and thus provide a migration path between them.
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Figure 1: simplified model of communication

Control plane messages should relate to calls, not to individual packets. This contrasts with Internet Protocol (where the equivalent functionality uses information such as destination address, type of service, and protocol, which is carried in the header of every packet) and allows much more information about application requirements to be conveyed, for instance:

· addresses do not need to be in a fixed format; the control protocol can include functions which in IP networks require separate protocols such as DNS and SIP and can support new styles of addressing such as data-centric

· applications can negotiate precise values for QoS parameters for flows (including receiving explicit guarantees regarding throughput and latency) rather than being restricted to the loosely-defined indications available in the IP “type of service” byte

· the network can make informed decisions on how to route a call, for instance whether to use a packet network or a dedicated channel on an optical network

· call connection can include authentication which occurs before any data packets are delivered

· per-call billing is possible, enabling business models whereby all parties involved in conveying a call can share in the revenue, and content owners can be remunerated via “premium rate” calls

The improved information available to network elements can be expected to reduce the amount of intervention required by skilled network management staff, and hence reduce OpEx.

Transferring this functionality to the control plane can significantly reduce per-packet overheads on a packet network. Typically each packet will just need an indication of its length and a label (or handle) which selects an entry in a routing table. Data forwarding is simplified, and content-addressable memory is not required so power consumption is reduced. Reducing per-packet overheads also allows the latency for audio flows to be reduced by sending smaller, more frequent packets.

f) Goals and achievements

The goal is to produce a standard for the Common Signalling Protocol in a form which encourages its uptake by the industry.

For achievements see (g) and (h) below.

g) Important milestones

New Work Item approved 23 July 2010 (see IEC document 100/1732/RVN)

h) Important publications

Initial text, published internally in New Work Item ballot and also made available to FGFN (see mail to reflector on 15 October 2009).

i) Other deliverables, e.g., open-source programs 

Reference implementations may be produced.

4. Management aspect of the project

a) Start of the project: NWI approved July 2010

b) Members of the project

Current members of the Project Team include experts from Japan, UK, and US.

5. More information on the project

a) http://www.iec62379.org/
b) Contact Person: 

i John Grant

ii j@ninetiles.com

6. Relationship with industry and standardization

a) Impact on industry, in particular to telecommunication industry: improved service to applications, particularly those that require guaranteed QoS.

b) Expectation to standardization: IEC standard.

c) Expectation to ITU-T, in particular to the Focus Group on Future Networks: the Common Signalling Protocol cannot be finalised until the characteristics of Future Networks are known; collaboration would be valuable.
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	IP 

	216104
	SFERA 
	Structural Funds for European Regional Research Advancement 
	2007/11/1
	2009/10/31
	24
	CSA 

	215134
	sISI 
	sISI - Support action to the Integral Satcom Initiative 
	2008/1/1
	2010/12/31
	36
	CSA 

	216259
	SmoothIt 
	Simple Economic Management Approaches of Overlay Traffic in Heterogeneous Internet Topologies 
	2008/1/1
	2010/12/31
	36
	STREP 

	216284
	SOCRATES 
	Self-Optimisation and Self-Configuration in Wireless Networks 
	2008/1/1
	2010/12/31
	36
	STREP 

	216372
	Trilogy 
	Trilogy: Re-Architecting the Internet 
	2008/1/1
	2010/12/31
	36
	IP 

	216785
	UCELLS 
	Ultra-wide band real-time interference monitoring and CELLular management Strategies 
	2008/1/1
	2010/12/31
	36
	STREP 

	216312
	WALTER 
	WALTER: Specifying, testing and improving interoperability of broadband radio devices 
	2008/1/1
	2009/12/31
	24
	STREP 

	217033
	WHERE 
	WHERE: Wireless Hybrid Enhanced Mobile Radio Estimators 
	2008/1/1
	2010/6/30
	30
	STREP 

	215167
	WiMAGIC 
	Worldwide Interoperability Microwave System for Next-Generation Wireless Communications 
	2008/1/1
	2010/12/31
	36
	STREP 

	248654
	ACCORDANCE 
	A converged copper-optical-radio OFDMA-based access network with high capacity and flexibility 
	2010/1/1
	2012/12/31
	36
	STREP 

	247223
	ARTIST4G 
	Advanced Radio Interface Technologies for 4G Systems 
	2010/1/1
	2012/6/30
	30
	IP 

	248523
	BeFEMTO 
	Broadband Evolved FEMTO Networks 
	2010/1/1
	2012/6/30
	30
	IP 

	248267
	BuNGee 
	Beyond Next Generation Mobile Broadband 
	2010/1/1
	2012/6/30
	30
	STREP 

	248577
	C2POWER 
	Cognitive radio and Cooperative strategies for POWER saving in multi-standard wireless devices 
	2010/1/1
	2012/12/31
	36
	STREP 

	248272
	CARE 
	Coordinating the Antenna Research in Europe 
	2010/1/1
	2012/4/30
	28
	CA 

	248560
	COGEU 
	COgnitive radio systems for efficient sharing of TV white spaces in EUropean context 
	2010/1/1
	2012/12/31
	36
	STREP 

	247733
	EARTH 
	Energy Aware Radio and NeTwork TecHnologies 
	2010/1/1
	2012/6/30
	30
	IP 

	248567
	ETICS 
	Economics and Technologies for Inter-Carrier Services 
	2010/1/1
	2012/12/31
	36
	IP 

	248351
	FARAMIR 
	Flexible and spectrum-Aware Radio Access through Measurements and modelling In cognitive Radio systems 
	2010/1/1
	2012/6/30
	30
	STREP 

	249142
	FIVER 
	Fully-Converged Quintuple-Play Integrated Optical-Wireless Access Architectures 
	2010/1/1
	2012/12/31
	36
	STREP 

	248891
	FREEDOM 
	Femtocell-based netwoRk Enhancement by intErference managEment and coorDination of infOrmation for seaMless connectivity 
	2010/1/1
	2012/6/30
	24
	STREP 

	248657
	GEYSERS 
	Generalised architEcture for dYnamic infraStructure sERvices 
	2010/1/1
	2012/12/31
	36
	IP 

	248993
	LOLA 
	Achieving Low-Latency in Wireless Communications 
	2010/1/1
	2012/12/31
	36
	STREP 

	247706
	MAINS 
	Metro Architectures enablINg Sub-wavelengths 
	2010/1/1
	2012/6/30
	30
	STREP 

	247176
	MONET 
	Mechanisms for Optimization of hybrid ad-hoc networks and satellite NETworks 
	2010/1/1
	2012/6/30
	30
	STREP 

	249025
	OASE 
	Optical Access Seamless Evolution 
	2010/1/1
	2012/12/31
	36
	IP 

	248454
	QOSMOS 
	Quality of Service and MObility driven cognitive radio Systems 
	2010/1/1
	2012/12/31
	36
	IP 

	248303
	QUASAR 
	Quantitative Assessment of Secondary Spectrum Access 
	2010/1/1
	2012/6/30
	30
	STREP 

	249060
	SACRA 
	Spectrum and energy efficiency through multi-band Cognitive Radio 
	2010/1/1
	2012/12/31
	36
	STREP 

	248268
	SAMURAI 
	Spectrum Aggregation and Multi-User MIMO: Real-world Impact 
	2010/1/1
	2012/6/30
	30
	STREP 

	248001
	SAPHYRE 
	Sharing Physical Resources -- Mechanisms and Implementations for Wireless Networks 
	2010/1/1
	2012/12/31
	36
	STREP 

	247674
	STRONGEST 
	Scalable Tunable and Resilient Optical Networks Guaranteeing Extremely-high Speed Transport 
	2010/1/1
	2012/12/31
	36
	IP 

	248894
	WHERE2 
	Wireless Hybrid Enhanced Mobile Radio Estimators - Phase 2 
	2010/7/1
	2012/6/30
	36
	STREP 

	258300
	ONE 
	Towards Automated Interactions between the Internet and the Carrier-Grade Management Ecosystems 
	2010/9/1
	2012/8/31
	36
	STREP 

	257385
	ONEFIT 
	Opportunistic networks and Cognitive Management Systems for Efficient Application Provision in the Future InterneT 
	2010/7/1
	2012/12/31
	30
	STREP 

	257516
	EMOBILITY NETWORLD 
	eMobility NetWorld 
	2010/7/1
	2012/6/30
	24
	CSA

	258542
	CEFIMS 
	Coordination of the European Future Internet forum of Member States 
	2010/9/1
	2013/2/28
	30
	CSA

	257118
	FISI 
	Future Integral SatCom Initiative 
	2010/9/1
	2012/8/31
	24
	CSA

	257740
	TREND 
	Towards Real Energy-efficient Network Design 
	2010/9/1
	2013/8/31
	36
	NoE 

	257262
	EX-FI 
	Expanding the European Future Internet Community 
	2010/5/1
	2011/4/30
	12
	CSA

	258138
	SESERV 
	Socio-Economic SERVices for European research projects 
	2010/9/1
	2012/8/31
	24
	CSA

	257217
	PURSUIT 
	Publish Subscribe Internet Technology 
	2010/9/1
	2013/2/28
	30
	STREP 

	248894
	WHERE2 
	Wireless Hybrid Enhanced Mobile Radio Estimators - Phase 2 
	2010/7/1
	2013/6/30
	36
	STREP 

	258053
	MEDIEVAL 
	MultimEDia transport for mobIlE Video AppLications 
	2010/7/1
	2013/6/30
	36
	STREP 

	257513
	UNIVERSELF 
	UniverSelf 
	2010/9/1
	2013/8/31
	36
	IP 

	258457
	SPARC 
	Split architecture carrier class future networks 
	2010/7/1
	2012/6/30
	36
	STREP 

	257263
	FLAVIA 
	FLexible Architecture for Virtualizable wireless future Internet Access 
	2010/7/1
	2012/6/30
	36
	STREP 

	257418
	ULOOP 
	User-centric Wireless Local-Loop 
	2010/9/1
	2013/8/31
	36
	STREP 

	258644
	CHRON 
	Cognitive Heterogeneous Reconfigurable Optical Network 
	2010/7/1
	2013/6/30
	36
	STREP 

	257422
	CHANGE 
	Enabling Innovation in the Internet Architecture through Flexible Flow-Processing Extensions 
	2010/10/1
	2013/9/30
	36
	STREP 

	257448
	SAIL 
	SAIL: Scalable & Adaptive Internet soLutions 
	2010/8/1
	2013/1/31
	30
	IP 

	258454
	ECONET 
	LOW ENERGY CONSUMPTION NETWORKS 
	2010/10/1
	2013/9/30
	36
	IP 

	258512
	EXALTED 
	EXpAnding LTE for Devices 
	2010/9/1
	2013/2/28
	30
	IP 

	224524
	FIREWORKS 
	Future Internet research and experimentation - strategy working group
	2008/4/1
	2010/9/30
	30
	CSA

	224098
	PARADISO 
	Identifying strategic research directions on network and service infrastructures under the hypothesis of a disruptive paradigm concerning global societal developments
	2008/3/1
	2009/2/28
	12
	CSA

	224218
	OPNEX 
	Optimization driven multi-hop network design and experimentation
	2008/5/1
	2011/4/30
	36
	STREP 

	223936
	ECODE 
	Experimental cognitive distributed engine
	2008/9/1
	2011/8/31
	36
	STREP 

	223994
	N4C 
	Networking for communications challenged communities: architecture, test beds and innovative alliances
	2008/5/1
	2011/4/30
	36
	STREP 

	223937
	SmartNet 
	SMART-antenna multimode wireless mesh Network
	2008/5/1
	2011/4/30
	36
	STREP 

	224024
	Perimeter 
	User-centric paradigm for seamless mobility in future Internet
	2008/5/1
	2011/4/30
	36
	STREP 

	223850
	Nanodatacenter 
	Nano data centres
	2008/5/1
	2011/4/30
	36
	STREP 

	224619
	ResumeNet 
	Resilience and survivability for future networking: framework, mechanisms, and experimental evaluation
	2008/9/1
	2011/8/31
	36
	STREP 

	224344
	Self-Net 
	Self- management of cognitive future internet elements
	2008/5/1
	2010/10/31
	30
	STREP 

	224287
	VITAL++ 
	Embedding P2P technology in next generation networks: A new communication paradigm & experimentation infrastructure
	2008/6/1
	2010/11/30
	30
	STREP 

	224460
	WISEBED 
	Wireless Sensor Network Testbeds
	2008/6/1
	2011/5/31
	36
	STREP 

	224119
	PII 
	Pan-European laboratory infrastructure implementation
	2008/6/1
	2010/11/30
	30
	IP 

	224263
	OneLab2 
	OneLab2: an open federated laboratory supporting network research for the future internet
	2008/9/1
	2010/11/30
	27
	IP 

	　
	FEDERICA 
	Federated e-Infrastructure dedicated to European researches innovating in computing network architectures
	2008/1/1
	2010/6/30
	30
	CSA+STREP

	258142
	TEFIS
	TEstbed for Future Internet Services
	2010/6/1
	2012/11/30
	30
	IP 

	258105
	LAWA
	Longitudinal Analytics of Web Archive data
	2010/9/1
	2013/8/31
	36
	STREP 

	257992
	SMARTSANTANDER
	SmartSantander
	2010/9/1
	2013/8/31
	36
	IP 

	257439
	FIRESTATION
	Future Internet Research and Experimentation SupporT AcTION
	2010/6/1
	2013/5/31
	36
	CSA

	257867
	NOVI
	Networking innovations Over Virtualized Infrastructures
	2010/6/1
	2013/2/28
	30
	STREP 

	258365
	OFELIA
	Open Flow in Europe: Linking Infrastructure and Applications
	2010/9/1
	2013/8/31
	36
	IP 

	257616
	CONECT
	Cooperative Networking for High Capacity Transport Architectures
	2010/5/1
	2013/4/30
	36
	STREP 

	257291
	FIREBALL
	Future Internet Research and Experimentation By Adopting Living Labs - towards Smart Cities
	2010/5/1
	2012/4/30
	24
	CSA

	258348
	MYFIRE
	Multidisciplinary networking of research communities in FIRE
	2010/6/1
	2012/5/31
	24
	CSA

	257386
	BONFIRE
	Building service testbeds on FIRE
	2010/6/1
	2013/11/30
	42
	IP 

	257466
	HOBNET
	Holistic Platform Design for Smart Buildings of the Future Internet
	2010/6/1
	2013/5/31
	36
	STREP 

	258307
	EULER
	Experimental UpdateLess Evolutive Routing
	2010/10/1
	2013/9/30
	36
	STREP 

	258031
	CREW
	Cognitive Radio Experimentation World
	2010/10/1
	2015/9/30
	60
	IP 

	258885
	SPITFIRE
	Semantic-Service Provisioning for the Internet of Things using Future Internet Research by Experimentation
	2010/7/1
	2013/6/30
	36
	STREP 

	258414
	SCAMPI
	Service platform for social Aware Mobile and Pervasive computIng
	2010/10/1
	2013/9/30
	36
	STREP 

	257123
	CONVERGENCE
	CONVERGENCE
	2010/6/1
	2013/2/28
	33
	STREP 

	257230
	PARADISO2 
	　
	2010/4/1
	2011/9/30
	18
	CSA

	
	
	
	
	
	
	

	IP
	Large-scale integrating projects
	
	
	
	

	STREP
	Small or medium-scale focused research actions
	
	
	
	

	CSA
	Coordination and support actions
	
	
	
	

	NoE
	Networks of excellence
	
	
	
	

	Source:
	
	
	
	
	

	ftp://ftp.cordis.europa.eu/pub/fp7/ict/docs/future-networks/fp7-project-future-networks-portfolio_en.pdf
	
	
	
	

	http://cordis.europa.eu/fp7/ict/future-networks/5thconcertation/call4-fnprojects-draft.pdf
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NETS-FIND projects

	Title
	Start
	End
	Organization
	Abstract

	A Geometric Stack for Location-Aware Networking
	2006/9/1
	2010/8/31
	Rutgers University New Brunswick
	This project addresses the challenge of integrating location information into the network architecture through a multi-resolution distributed location service, combined with trajectory-based forwarding as a key routing primitive. The location service that will be developed under this project builds a hierarchy of servers on the location registries available in wireless networks to keep track of associated nodes. Each node is associated with a home area, so that the location-service only needs to track nodes away from home. In addition, each level stores position information at progressively lower resolution, which improves both scalability (less updates) and privacy (less sensitive information). The trajectory-based forwarding mechanisms also allows for efficient coordinate system ranslations at routers.    Project results are expected to provide guidance for handling location information in a future comprehensive network architecture. They may also influence the evolution of current Internet architecture. For example, geographic routing could improve manageability through smaller routing tables or the geocast concept may be incorporated into layer 2.5 designs for future vehicular networks. Similarly, the results of the location-service design may inform interested users of the possibilities of low-cost tracking services for large numbers of objects, for example at the FEMA for disaster management. The experimental and design components of this project will also enhance Rutger's graduate education.

	Market-Enabling Network Architecture
	2006/9/1
	2009/8/31
	Lucent Technologies Bell Laboratories
	This proposal studies how the network architecture can enable markets for network services and for security improvements of the network. The premise of the research is that economic incentives drive the development and deployment of technology. Such incentives exist if there is a market where suppliers and buyers can meet. In today's Internet, such a market is missing.  For instance, users cannot choose different types of communication services. Also, incentives are missing for improved security measures.  The research explores the potential benefits of improved user choice and of incentives for security. Such benefits depend on the network architecture, including differentiated forwarding of packets of various types and pricing stamps on packets.  The study combines models of user utilities and network performance to compare the benefits of different architectures.     The potential broader impact of this research is a set of architectural choices that would enable the free market to drive substantial improvement of the network services and security.

	
	2006/9/1
	2009/8/31
	University of California-Berkeley
	

	
	2006/9/1
	2010/8/31
	University of California-Santa Cruz
	

	Network Fabric for Personal, Social, and Urban Sensing Applications
	2006/9/1
	2010/8/31
	International Computer Science Institute
	This project is investigating the impact on the network architecture of a new class of applications involving embedded sensing technology as it moves from scientific, engineering, defense, and industrial contexts to the wider personal, social and urban contexts. These applications draw on sensed information about people, objects, and physical spaces to enable new kinds of social exchange and offer new and unexpected views of our communities. They require new algorithms and software mechanisms because unlike scientific applications of distributed sensing, a single system is widely distributed, intermittently connected, and privately administered; and unlike traditional Internet applications the physical inputs are critical to the behavior. The project is developing principles and abstractions that are vital for the future Internet to incorporate such applications, to identify the network fabric architecture options, and to develop the key components and services to realize them. These include network services for context verification and resolution control to enable privacy-aware and verifiable sensing, and application services for naming, dissemination, and aggregation of sensed data. In addition, the project is developing concrete instances of personal, social and urban embedded networked sensing applications to act as design drivers for the broader community of researchers architecting the new Internet core, as well tools to assist in application authoring.   Broader Impact: Ultimately, this research will yield fundamental understanding of software architectures, networking models and data processing techniques that are needed to support a citizenry actively participating in collection, sharing, and interpretation of physical sensor data in the public sphere at multiple scales.

	
	2006/9/1
	2011/8/31
	University of California-Los Angeles
	

	Postmodern Internetwork Architecture
	2006/9/1
	2011/8/31
	University of Kansas Center for Research Inc
	Network-layer innovation has proven surprisingly difficult, for various reasons:  existing protocols ignore competing economic interests; also, a few protocols dominate, enabling layer violations that lead to further entrenchment of technologies.  Many shortcomings of today's internetwork layer result from its inflexibility with respect to the policies of the stakeholders, namely users and service providers.  The consequences of these failings are well-known: various hacks, layering violations, and overloadings are introduced to enforce policies and attempt to get the upper hand in various "tussles".  The result is a network that is increasingly brittle, hostile to innovation, vulnerable to attack, and insensitive to concerns about accountability and privacy.  The goal of the Postmodern Internetwork Architecture project is to design, implement, and, through daily use, evaluate a minimalist internetwork layer and accompanying auxiliary functionality that anticipates tussles and allows them to be played out in policy space, as opposed to in the packet-forwarding path.  The overarching goal of the project is to make a larger portion of the network design space accessible without sacrificing the economy of scale offered by the unified Internet.

	
	2006/9/1
	2011/8/31
	University of Kentucky Research Foundation
	

	
	2006/9/1
	2011/8/31
	University of Maryland College Park
	

	Session Layer Management of Network Intermediaries
	2006/9/1
	2011/8/31
	Stevens Institute of Technology
	ISPs and service providers have deployed various forms of network intermediaries with accelerating frequency.  The result of these deployments is an Internet composed of discrete subnetworks, attached at a relatively small number of choke points, lacking universal addressability, and including stateful in-network intermediaries as vital components.  This work develops a novel technical mechanism---a new definition of the ``session layer''---as a way to manage the new complexity, retrieve some of the lost benefits of the original homogeneous model, and open a variety of new possibilities.    A session layer protocol allows endpoints to become aware of and manage intermediate services.  Each endpoint of an application can specify which intermediate services it desires, permits, or prohibits to exist along the path between it and the other application endpoint.  The session layer runs over a sequence of transport connections.  Each intermediary is explicitly addressed, allowing it to be located anywhere in the Internet.  The session layer verifies end-to-end delivery, offering a variety of semantics.  A session can survive a change to the underlying transport parameters, including change of an endpoint's IP address.    Broader Impact:  The extra layer of indirection provided by the session layer promises many benefits.  Among them are a cleaner programming model for both applications and intermediate services; easier deployment of intermediate services; simplified physical network design; improved performance of an individual session; reduced congestion and greater bandwidth utilization for the Internet as a whole; better fault tolerance and manageability; and the enabling of important new services.

	Towards Complexity Oblivious Network Management
	2006/9/1
	2009/8/31
	Cornell University
	Network management is costly and error prone.  At best, this imposes a tremendous cost on industry.  Worse, it compromises critical infrastructure that increasingly relies on the Internet, such as power and emergency services.  The difficulty of network management derives from the fact that the Internet was invented without a network management architecture.  Rather, there are a plethora of after-the-fact management tools and objects.    This project is a ground-up redesign of network management based on three core concepts.  First is a low-level, self-configuring communication channel that allows software network managers to discover devices and other managers.  This channel allows the management system to function even when higher level protocols do not. Second is an abstract interface that allows network modules to represent themselves in simple ways.  This abstraction allows management systems to understand the network without understanding the details of protocol operation.  Third is a declarative configuration language that allows human managers to specify network operation in goal-oriented terms.  This language allows managers to focus on what the network is supposed to accomplish, instead of how.    This research will reduce the manpower and expertise needed to manage networks, increase their reliability, and ultimately lead towards largely self-managing networks.    This research will be tested and deployed in Emulab, a large network testbed used by thousands of researchers.  Methods hardened in Emulab can serve as the basis for management of the GENI infrastructure, where the ideas can be further tested and refined.  GENI in turn will serve as a proof-of-concept for industry adoption.

	Towards Complexity-Oblivious Network Management
	2006/9/1
	2010/8/31
	University of Utah
	Network management is costly and error prone.  At best, this imposes a tremendous cost on industry.  Worse, it compromises critical infrastructure that increasingly relies on the Internet, such as power and emergency services.  The difficulty of network management derives from the fact that the Internet was invented without a network management architecture.  Rather, there are a plethora of after-the-fact management tools and objects.    This project is a ground-up redesign of network management based on three core concepts.  First is a low-level, self-configuring communication channel that allows software network managers to discover devices and other managers.  This channel allows the management system to function even when higher level protocols do not. Second is an abstract interface that allows network modules to represent themselves in simple ways.  This abstraction allows management systems to understand the network without understanding the details of protocol operation.  Third is a declarative configuration language that allows human managers to specify network operation in goal-oriented terms.  This language allows managers to focus on what the network is supposed to accomplish, instead of how.    This research will reduce the manpower and expertise needed to manage networks, increase their reliability, and ultimately lead towards largely self-managing networks.    This research will be tested and deployed in Emulab, a large network testbed used by thousands of researchers.  Methods hardened in Emulab can serve as the basis for management of the GENI infrastructure, where the ideas can be further tested and refined.  GENI in turn will serve as a proof-of-concept for industry adoption.

	A Framework for Manageability in Future Routing Systems
	2006/9/15
	2010/8/31
	University of Massachusetts Amherst
	Routing is a key network component, and manageability, i.e., the ability to monitor, control, and trouble-shoot its operation is critical to stability.  Current challenges in managing and trouble-shooting Internet-scale routing systems demonstrate that manageability cannot be an "after-thought" second to other design criteria.  This project addresses fundamental questions on building manageability into routing systems for future Internet architectures.     The approach taken in the project is two-fold: i) develop a framework for specifying, understanding, and evaluating what features should/could be "designed-in" into routing systems in support of manageability; and ii) evaluate design choices and trade-offs thereof in terms of performance and manageability.  The framework is based on experiences derived from case studies of existing routing systems and new network architectures.  It specifies core tenets for manageability of routing systems, and lays out a "strawman" for building manageable routing systems. This framework is then applied to designing and analyzing routing systems from a manageability standpoint.      A sound design process for managing routing systems is vital to future Internet development. A more manageable routing infrastructure will not only help lower the cost of network operations and management, but also reduce service disruptions that could adversely affect society at large.     The project will deliver results identifying key manageability features that must be incorporated into future routing architectures, and demonstrate their benefits through development and evaluation of actual systems.  Project outcomes will be disseminated through research publications, software prototypes and PIs' active participation in the community efforts towards development of GENI and future Internet architectures.

	
	2006/9/15
	2010/8/31
	University of Minnesota-Twin Cities
	

	
	2006/9/15
	2010/8/31
	University of Pennsylvania
	

	An Architecture for a Diversified Internet
	2006/9/15
	2010/8/31
	Washington University
	This project explores the implications of making virtualization a central component of a new Internet architecture, with the explicit objective of encouraging a diversity of end-to-end networks. The project explores how virtualization can be integrated into the Internet architecture and how it can be delivered, by multiple cooperating organizations, on a large scale and with sufficiently high performance to make it economically compelling. The project activities include development of a complete architecture for a diversified Internet and experimental demonstration of major components of that architecture.  The project also explores how these mechanisms can be effectively used, by developing and demonstrating two complete end-to-end networks that operate within this diversified Internet.     A diversified Internet has the potential to have a broad impact on society at large, by enabling a more competitive environment in which innovation on advanced network services can flourish.

	An Internet Architecture for User-Controlled Routes
	2006/9/15
	2009/10/31
	University of California-Irvine
	This project is developing an Internet architecture that enables users or their end-systems to select the paths their packets take through the network. Such user-controlled routes are desirable for both economic and technical reasons. Economically, user-controlled routes are a key factor in maintaining the competitiveness of the ISP marketplace, just as long distance carrier selection has had a lasting impact on telephony.  Technically, user-controlled routes provide a fundamental means for improving the performance and reliability of network communications. This is because they allow end systems to use multiple diverse paths concurrently and reduce the dependence on a single network path that has undesirable characteristics. The key technical difficulties associated with user controlled routes lie in the areas of scalability and robustness. This project directly addresses these issues. It involves the development of the following components: 1) a scalable inter-domain routing protocol that distributes policy-constrained domain-level maps of the network to users and allows them to explicitly formulate domain-level routes; 2) an end system protocol stack that allows various applications to take advantage of path diversity; 3) algorithms and protocols that prevent users from rapidly switching paths in a fashion that jeopardizes the overall routing stability; 4) techniques that mitigate the security threats associated with user-controlled routes (e.g. source address spoofing, multi-path denial of service attacks).     If successful, this work will have a positive economic impact that fosters ISP competition, result in measurable technical improvements in terms of reliability and performance of network communications, and contribute to education. Algorithms, protocols, and software developed in this project will be disseminated through research publications and a project web-site.

	CABO: Concurrent Architectures are Better than One
	2006/9/15
	2010/8/31
	GA Tech Research Corporation - GA Institute of Technology
	In today's Internet, a single service provider rarely has purview over an entire end-to-end path; this situation hinders the deployment and adoption of new network services.  The PI propose to design and prototype a new network architecture, Cabo (Concurrent Architectures are Better than One), which resolves this problem by separating infrastructure providers (who own and manage the physical network infrastructure) from service providers (who deploy end-to-end services to users).  Using Cabo, service providers will reserve network resources (i.e., virtual nodes and links) on equipment that may span one or more infrastructure providers.  The separation of network service providers from infrastructure providers also allows a single service provider to construct end-to-end services; it also allows a service provider to operate multiple virtual networks, each of which is tailored to a specific application.  For example, one virtual network may provide strict security guarantees but may not provide complete reachability to all destinations, while another virtual network may guarantee global reachability for applications that do not require strong security guarantees.  The outcome of this project will be: (1) the design and implementation of a substrate that service providers can use to deploy new network architectures and services, and (2) investigation of example scenarios where Cabo can provide better security, robustness, and end-to-end performance guarantees.  Cabo's initial design leverages virtualization, tunneling, and new experimental platforms for network protocols and architectures, including the PIs' own Virtual Network  Infrastructure (VINI), which the PIs plan to use to prototype and evaluate their ideas. Successful completion of this project will have significant impact on Future Internet architecture development and deployment.

	
	2006/9/15
	2010/8/31
	Princeton University
	

	
	2006/9/15
	2011/8/31
	University of Massachusetts Amherst
	

	CogNet - An Experimental Protocol Stack for Cognitive Radio Networks and Its Integration with the Future Internet
	2006/9/15
	2010/8/31
	Carnegie-Mellon University
	This project has two major thrusts: the first is to identify broad architecture and protocol design approaches for cognitive radio networks at both local network and the global internetwork level.  This architectural study is intended to lead to the design of control/management and data interfaces between cognitive radio nodes in a local network, and also between cognitive radio subnetworks and the global Internet.  The second thrust is to apply these architectural and protocol design results to prototype an open-source cognitive radio protocol (the CogNet stack) and use it for experimental evaluations on emerging cognitive radio platforms. A number of architectural issues are examined as we try to identify an efficient and complete solution  these include control and management protocols, support for collaborative PHY, dynamic spectrum coordination, flexible MAC layer protocols, ad hoc group formation and cross-layer adaptation.  The experimental component of this project aims to prototype an open-source Linux-based CogNet software protocol stack for use with emerging cognitive radio platforms (such as the GNU/USRP2 radio to be used as the baseline, the KU agile radio or the Lucent/WINLAB network-centric prototype), and make this software available for community research.  The prototype software is validated in two steps: first in a wireless local-area radio network scenario with moderate numbers of cognitive radio nodes, and later as part of several end-to-end experiments using a wide-area network testbed such as PlanetLab (and GENI in the future).

	
	2006/9/15
	2010/8/31
	Rutgers University New Brunswick
	

	
	2006/9/15
	2011/8/31
	University of Kansas Center for Research Inc
	

	Designing Secure Networks from the Ground Up
	2006/9/15
	2009/8/31
	Stanford University
	This project aims to develop a clean-slate Internet architecture where protection from malicious network-based attacks is a fundamental design goal. This goal is to be achieved by requiring all traffic to explicitly signal its origin as well as intent to the network at the very outset.     Using this as a guiding principle, the principal investigators plan to develop tailor-made  security architectures for private networks (e.g., enterprises) which often enforce tight controls on who can communicate with whom, as well as for public servers (e.g., e-commerce sites) which are more "open" and desire to be globally visible. The proposed solution for private networks requires all network-wide policies to be specified at a single location called the domain controller. If the policy allows it, the domain controller grants explicit permission for users to communicate. In contrast, this solution for the public setting argues for modifications to end-host APIs to allow end-hosts to signal their intent to the wide-area Internet and to other public servers.    Broader Impact: The research will culminate in a prototype security architecture for private networks and a comprehensive blue-print of security mechanisms for public services. This approach in either case is radical, and represents a substantial intellectual departure from existing thinking.

	
	2006/9/15
	2010/8/31
	University of Wisconsin-Madison
	

	Dynamic Optical Circuit Switched (DOCS) Networks for Future Large Scale Dynamic Networking Environments
	2006/9/15
	2008/8/31
	Stanford University
	This project is designed to investigate new dynamically switched optical networking architectures using dynamic optical network technologies that leverage photonic integrated circuits (PICs). These technologies have the potential to impact Future Internet architecture by offering a dynamic, reconfigurable, high-bandwidth networking medium not available in today's Internet. There is great benefit to move network infrastructures like GENI and Future Internet to dynamic optical switching technologies that provide better scaling, lower power and smaller footprint. Virtualization of optical transport network characteristics, like topology and bandwidth, are examples of new capabilities possible with DOCS technology. The expected outcome of this project will be new integrated optical technologies and networking algorithms and architectures that support low cost, dynamic optical circuit switching for future generation networks that rely on virtualization of bandwidth and connectivity. The potential impact of this work will be to overcome current technology and economic mismatches between local data networks and long distance data networks, realizing a network infrastructure that can support many simultaneous multi-gigabit experiments at low cost.

	
	2006/9/15
	2008/8/31
	University of California-Davis
	

	
	2006/9/15
	2008/8/31
	University of California-Santa Barbara
	

	Enabling Defense and Deterrence through Private Attribution
	2006/9/15
	2007/8/31
	University of California-San Diego
	Research in network security to date focuses largely on defenses---mechanisms that impede the activities of an adversary. Practical security, however, requires a balance between defense and deterrence.  While defenses may block current attacks, without a meaningful risk of being caught adversaries are free to continue their attacks with impunity.  Deterrence is usually predicated on effective means of attribution---tying an individual to an action.  In the physical world attribution is achieved through forensic evidence, but constructing such evidence is uniquely challenging on the Internet.    This project is developing a novel architectural primitive---private attribution, based on group signatures--that allows any network element to verify that a packet was sent by a member of a given group. Importantly, however, actually attributing the packet to a particular group member requires the participation of a set of trusted authorities, thereby ensuring the privacy of individual senders.  In addition, this work explores content-based inverse firewalls that can inspect the content of traffic leaving a secured network, ensuring that sensitive information is kept within an enterprise.  Approved data can then be labeled by the inspecting firewall, providing an audit trail should concerns arise.    Broader Impacts: This research is developing a key architectural component to improve the level of security and assurance available to network services.  In addition, the PIs are initiating a dialogue among both researchers and network operators about critical policy aspects of network security.  In particular, information about the sources of both normal and attack traffic that must be safeguarded according to some policy.

	Future Optical Network Architectures
	2006/9/15
	2011/8/31
	Massachusetts Institute of Technology
	The intrinsic intellectual merit of this proposed research is the creation of an optimized, heterogeneous optical network architecture, comprising current and future technology building blocks, that realizes the full potential of optical technology and that will be able to support exponentially increasing future bandwidth demands.  Two advantages of optical networking technology over present-day networking technology that will enable the envisioned solution are: (i) the ability to offer bit-rate-, format- and protocol-independent services, which is a direct result of optical transparency; and (ii) lower capital and operational expenses in networks, owing to a significant reduction in conventional optical-electronic-optical (OEO) conversions in the network. Since optical devices behave very differently from their electronic counterparts or may not even have electronic analogs at all, it is clear that the optimum optical network architecture (in terms of cost and performance) will not be the same as the present electronic network architecture of the Internet. A key difference between current networks (and their linear extensions) and the optical networks that the principal investigators envision is the time-scale at which network reconfiguration occurs. For the foreseeable future, network reconfiguration in the optical layer will remain slow and quasi-static.  However, optimally designed all-optical networks will be dynamic and require reconfiguration on much shorter time-scales. Such architectures will significantly lower the cost per bit for communication and will enable access of high rate services to the masses relatively soon, whereas electronic architectures will continue to serve only high-end users for many years to come.  Developing an optimal optical network architecture will involve a restructuring and optimization of the existing network layer structure by: (i) treating architecture, protocols, and the physical layer as a single entity with strongly interacting, but distinct subsystems, and (ii) employing foreseeable technology as well as suggesting revolutionary hardware technology to exploit the benefits of optics wherever possible. The resulting intelligent optical network will be dynamically reconfigurable, and will enable various new applications by seamlessly optimizing network performance for all. Based on a system-wide optimization, the most efficient switching, routing and transport mechanisms will be developed, which will likely include electronic packet switching as an important overlay atop a much higher-speed network. The enabling architectural concepts in this research are: (i) optical flow switching (OFS) and its implications on physical and higher layer architectures, and (ii) impairment aware routing.    The broader impact of this research will be felt in broadband network applications and potentially will facilitate major advances in interactive distant learning; telemedicine; instant access to all knowledge and information (virtual libraries); and immersive virtual presence and pervasive, mobile wireless networks. Education and research will be integrated through multidisciplinary environment of this program. MIT will focus on (i) preparing a skilled and diverse workforce, including minorities and women, (ii) generating a curriculum which is research-inspired, but also industry practice-oriented, (iii) integrating engineering, technology, and business to stimulate technology transfer, and (iv) promoting education to the broader community.  This program will also actively involve experts from Sycamore Networks and Cisco.

	Model Based Diagnosis in the Knowledge Plane
	2006/9/15
	2008/8/31
	University of Southern California
	The Knowledge Plane (KP) architecture enables next-generation computer networks to be self-describing, self-analyzing, and ultimately more self-managing.  This one-year project is laying out an initial high-level design for the KP and applying it to focused test problems, with the aim of identifying key steps towards full development and deployment of a KP-enabled network.  A fully KP-enabled network will be able to detect and diagnose its own failures and faults, and often advise on its own repair.  The project would first define a three-part KP architecture consisting of (1) an agent system to decompose distributed and partitionable learning and analysis, (2) a knowledge representation framework and (3) knowledge routing and management.  Key design criteria are scaling, distribution, and reconciliation of incomplete or incorrect knowledge.  The KP postulates that sharing knowledge across multiple problem domains will strengthen solution performance in each domain. To motivate the architecture design and validate this postulate, the research focuses initially on a model-based hard fault diagnosis application, which is then extended to discovery of security failures.  Following preliminary fault diagnosis work at MIT, the PIs focus on ISI's DETER network security testbed as a test environment for diagnosing hard fault and security-related configuration failures. DETER offers a controllable and constrained to simplify initial research, while being sufficiently large and complex to motivate many of the KP mechanisms required for a commercial Internet.   The intended outputs of this project are (1) an architecture, including principles, goals, and an initial design, (2) a specific application of these to the separate yet overlapping problems of hard fault and security failures, and (3) identification of key questions to be addressed in the next steps of the research.  Results will be disseminated through incorporation in the operational DETER testbed, publication of papers and related code, and PI participation in NETS-FIND community.

	Postcards from the Edge: A Cache-and-Forward Architecture for the Future Internet
	2006/9/15
	2010/8/31
	Rutgers University New Brunswick
	This project develops a cache-and-forward network architecture that exploits the decreasing cost and increasing capacity of storage devices to provide unified and efficient transport services to end hosts that may be wired or wireless; static, mobile, and/or intermittently disconnected; and either resource rich or poor.  Fundamental to this architecture is a transport layer service that operates in a hop-by-hop store-and-forward manner with large files.  To realize this architecture, this project designs, implements and evaluates a new network architecture that incorporates the following elements:  (1) reliable hop-by-hop transport of large files; (2) push-pull architecture for opportunistic delivery of files both to and from the wired network; (3) enhanced naming to provide location information for mobile terminals; and (4) distributed caching of popular content to make peer-to-peer file sharing a first-class service and to enable efficient reliable multicast.     The experimental evaluation phase of the project, based on extensive use of PlanetLab, the ORBIT radio grid testbed and real world environments supported by future experimental systems, examines network performance trade-offs for various potential protocol design choices and usage/traffic scenarios. The technical merit of this project is in the complementary mix of architectural design, the development of macroscopic models quantifying the performance benefits of architectural components, and a prototype implementation and experimental validation of key architectural innovations.  The broader impact of this project is its contribution towards the definition and selection of one or more protocol architectures for the future Internet, leading to new services and applications of value to both scientific and commercial end users.

	
	2006/9/15
	2010/8/31
	University of Massachusetts Amherst
	

	Radio Wormholes for Wireless Label Switched Mesh Networks
	2006/9/15
	2011/8/31
	University of Colorado at Boulder
	This proposal addresses two related problems in mesh networking, quality of service and traffic engineering, by advocating a new wireless network technology that builds on existing technologies applied to optical and wired networks.  Mesh networks, which share properties of fixed multipoint wireless and ad hoc wireless networks, typically have lower throughput than fixed multipoint wireless networks because the same spectrum is used to deliver service to stations and relay traffic.    This proposal seeks to extend and integrate three technologies to make mesh networks more useful. Overall, the proposal involves building "radio circuits" that use "cut through" switching similar to optical lambda switching.  Orthogonal frequency multiple access (OFDMA) serves as the underlying PHY layer. Individual mesh nodes are implemented using a software-based radio switch, which allows transiting packets to be rapidly forwarded. Lastly, the Generalized Multi-Protocol Label-Switching (GMPLS) protocol provides a management plane.    It is expected that this research will enable mesh and ad hoc networks to decrease latency, increase throughput and enable quality of service capabilities as well as provide mechanisms for traffic engineering. Wireless distribution is one of the three options for high speed broadband access (with cable modem and DSL being the other two). Effective mesh distribution networks will enable wireless to be a competitive alternative in broadband access. It will also provide a reliable network technology for rapidly deployable networks needed for disaster response and recovery.

	Recursive Network Architecture (RNA)
	2006/9/15
	2011/8/31
	University of Southern California
	The Recursive Network Architecture (RNA) reuses a single, flexible protocol for different layers of the protocol stack. In conventional stacks, protocol layers are differentiated by the distinct services each provides. RNA allows protocol stacks to adjust at runtime, which allows more dynamic composition of services, both within stacks and in the way stacks of individual hops form an overall network architecture.    RNA extends the Multi-Domain Communication Model (MCDM) that emerged from the DARPA/NSF X-Bone research. RNA's approach recognizes the value of services between endpoints at a variety of scopes and layers, the similarity of service primitives at different layers, the similarity between 'real' and 'virtual' service layers, and that protocols are defined as much by the location of their endpoints as their services.    During the first year, the RNA project will focus on the design of the structure of the metaprotocol and develop a subset of its services and a preliminary stack manager. RNA will explore how a single network stack can support diverse environments, and may impact the design of more flexible stacks with more useful interlayer coordination. Results will be presented at meetings and in publications, and the code will be made available on-line.

	Service-Centric End-to-End Abstractions in Network Architectures
	2006/9/15
	2010/8/31
	University of Massachusetts Amherst
	Proposal Number: 0626690  PI: Tilman Wolf  Institution: University of Massachusetts Amherst  Title: Service-Centric End-to-end Abstractions in Network Architectures      Abstract    Next-generation network architectures are governed by the need for flexibility. Heterogeneous end-systems, novel communication abstractions, and security and manageability challenges require networks to provide a broad range of services that go beyond the simple store-and-forward capabilities of today's Internet. This project introduces new abstractions for information transfer and data services in the network to overcome the constraints of current network design. The explicit separation of communication and processing allows the composition of a variety of information transfer patterns that expand the capabilities of the network to meet its next-generation challenges. The goal is to develop communication abstractions based on the transfer of information rather than the process of sending data. Handling data representation, transfer, and storage of information is performed by services implemented on routers. The objectives and expected results of this project are: first, we develop and prototype suitable abstractions that meet the needs of next-generation network architectures; second, we explore how services can be specified by end-systems, mapped to resources inside the network, and controlled during their operation; third, we apply the proposed abstractions to explore novel networking paradigms that go beyond store-and-forward networking. We also seek to integrate the ideas developed in this project with other efforts to develop a next-generation Internet and thus enhance the overall impact.

	The SILO Architecture for Services Integration, controL and Optimization for the Future Internet
	2006/9/15
	2007/11/30
	Research Triangle Institute
	The objective of this project is to formulate a framework for a non-layered internetworking architecture in which complex communication tasks are accomplished by combining elemental functional blocks in a configurable manner. The framework consists of (1) building blocks of fine functionality, (2) explicit support for combining elemental blocks to accomplish complex communication tasks, and (3) control elements to facilitate cross-layer interactions. This is a holistic view of network design, allowing applications to work synergistically with the network architecture and physical layers so as to meet the application's needs within resource availability constraints. The architecture is flexible and extensible so as to foster innovation and accommodate change, it supports a unified Internet, it allows for the integration of security and management features at any point in the networking stack, and it is positioned to take advantage of hardware-based performance-enhancing techniques. A significant amount of effort is devoted to fleshing out the details and refining the various elements of the architecture, and to laying the theoretical foundations for facilitating a synergy among the applications, network architecture, and physical layers so as to select the appropriate functional building blocks and tune their behavior for a specific communication task.    Broader Impact    This project has the potential to open new directions in the design of self-configurable and self-optimizing network architectures. The framework of automatically assembled fine-grain functional building blocks can be the centerpiece of a future Internet architecture which interacts harmoniously with applications and the physical layer to optimize user experience.

	
	2006/9/15
	2010/2/28
	North Carolina State University
	

	
	2007/2/1
	2010/2/28
	University of North Carolina at Chapel Hill
	

	The-Day-After Networks: A First-Response Edge-Network Architecture for Disaster Relief
	2006/9/15
	2011/8/31
	University of Illinois at Urbana-Champaign
	Recent natural and man-made disasters have exposed the fragility of our national communication infrastructure. Familiar communication services, such as cell phones and Internet connections, fail in emergency situations when the need for them is at its peak. A robust network architecture must therefore focus on connectivity in the aftermath of disasters. Moreover, since disasters (hopefully) will not strike too often, an ideal solution should require little, if any, additional infrastructure investment. Rather, the solution should rely on organizing resources that are already available during a disaster to improve connectivity via clever design of communication protocols. This project investigates the requirements for post-disaster networking and communications, identifies the challenges and unique new opportunities, and develops a new network architecture and its companying protocol suite from the bottom up. The new service model and communication model are realized through novel communication protocols and architectural services, both tailored to the demands of post-disaster communications and very different from the existing Internet.     The broader impact of this project will be the complete design and thorough evaluation of the-day-after network architecture that is available for disaster relief, secure against malicious attackers, application-oriented, evolvable in both short-term and long-term, and manageable by authorized administrators. The research activities integrate with the education curricula at the University of Illinois by addressing several of its sub-problems in graduate courses, undergraduate course projects and senior undergraduate theses. The results of this project are disseminated through both research publications and communications with the manufactures of the mobile wireless devices.

	User Information Architecture
	2006/9/15
	2009/8/31
	Massachusetts Institute of Technology
	The User Information Architecture (UIA) project is designing and implementing a network architecture suited to personal devices. The central idea is to let each user define a personal name-space, to avoid making the user cope with global uniqueness; at the same time, names can be shared with friends, are securely bound to specific devices, and have meaning in a global network.  UIA makes the following primary contributions. First, it introduces a simple and intuitive model for connecting mobile devices into personal groups, providing ad hoc user identities, personal names, and secure remote access, without requiring the user to manage keys or certificates explicitly. Second, UIA presents a novel gossip and replication protocol to manage the naming and group state required by this user model, adapting optimistic replication principles previously developed for file systems and databases. Finally, UIA leverages social networking to create a scalable overlay routing algorithm that can provide robust connectivity among social friends and neighbors without relying on central infrastructure.  UIA will increase the utility of already-common small devices by providing them with a coherent connectivity architecture.    Broader Impact: UIA makes personal devices first-class citizens in a global network, allowing convenient sharing of information with little configuration.  The project involves graduate and undergraduate students in the research, and includes a course about programming UIA on small devices in order to involve a broad range of students.

	Design for Manageability in the Next Generation Internet
	2006/10/1
	2010/3/31
	University of Wisconsin-Madison
	In order to meet expected requirements for reliability and performance in Future Internet, a large majority of the management functions will be automated and rely on embedded capabilities in the network.  The objective of the proposed research is to explore design alternatives in the development of technology that will facilitate critical network management tasks in Future Internet. The research program to achieve these capabilities is focused on exploring design alternatives for network management building blocks that will provide essential low-level functionality and can then be composed in different configurations to enable an Internet Management Plane. Specific management building blocks that are targeted for this work include: 1) ubiquitous instrumentation, 2) protocols for data sharing, 3) protocols for end host signaling, 4) event detection mechanisms, and 5) systems for data organization, summarization and presentation. This research program will be facilitated by the use of large-scale test-bed facilities that enable both in situ measurements and controlled laboratory experiments.  The broader impacts of this project are that it provides a foundation for flexible, measurement-based investigation of new network architectures and network management practices.  The expected results of this work include documentation of designs and in some cases initial prototypes for each of the building blocks.  The project also includes education and outreach activities that will develop course materials on network measurement, configuration and management.  These web-based materials, which will be openly available to the community, will emphasize a hands-on approach intended to provide students with practical, relevant experiences.

	Sensor-Internet Sharing and Search
	2006/10/1
	2010/9/30
	University of Southern California
	Sensor networks today are many wireless islands, each isolated and connected through the Internet to its owner, not easily usable by others.  The goal of Sensor-Internet Sharing and Search (SISS) is to allow owners to easily bridge these sensornet islands, sharing their data with anyone on the Internet, and to help guests discover and explore these shared sensor data.  This research therefore seeks to meld evolving sensornet and Internet architectures, with new approaches to:    a.   allow easy integration of new sensornets into the Internet and integration of sensornets bridged by the Internet;    b.  manage disclosure of sensor data, supporting confidentiality, estimates of data quality, and visualization of trends;    c.  support sensor discovery, linking and search.    The results of this work are expected to include new protocols for sharing sensor data streams, for archiving sensor data on the Internet, and for letting users search, aggregate, and process these streams.  The PIs will explore this research by designing new algorithms, evaluating them through simulation and prototype implementation.  The PIs expect to specify the protocols and elements that enable this work, enabling future optimization of individual components.    Beyond the immediate impact of this research, the goal of this research is to enable the "citizen scientist", allowing amateurs to contribute sensor data and process sensor streams.

	Algorithmic Foundation for Future Internet
	2007/8/1
	2011/7/31
	Johns Hopkins University
	In this project, the researchers will pursue new algorithmic and mathematical tools that may redesign the basic components of a new Internet architecture, starting from a clean slate, rather than finding incremental solutions, compatible to the legacy infrastructure. This approach will introduce rather radical and unconventional approaches. In fact, the work is inspired by the work that is done, almost entirely, outside of the networking community. Specifically, they plan to leverage  a number of algorithmic breakthroughs in the fields of learning theory, combinatorial optimization, distributed computing, and online algorithms that provide a different perspective for designing many components of a new Internet architecture.    Since the topologies, traffic patterns, and application requirements on future clean-slate networks are highly uncertain at the moment, this suggests creating a technology-independent architecture of the future Internet, with the emphasis on solving basic intellectual challenges in a rigorous analytical way. The researchers will thus pursue a systematic study of technology-independent, theoretically-validated, and model-independent components of the future Internet architecture.    In this proposal, the researchers will focus on the basic architectural components, such as maintaining the Routing Metric and designing proper flow control mechanisms. These components must be capable of supporting heterogeneous resources allocation, including the wireless periphery. Additional important consideration is security: protecting the routing structure against Denial-of-Service (DoS) and potentially even Byzantine attacks. They issues are closely related to each other.  For example flow control must ensure stability of distributed load sensitive re-routing which is essential for security.    Broader Impact:  As a result of this work, the future Internet will be much more robust, both in terms of security and in terms of ability to support applications with quality of service guarantees. Many applications, e.g., medical teleconferencing, virtual classrooms, military applications and others will be enabled by new Internet architecture. These new applications will have broad impacts on society as a whole.

	Wireless Knowledge Infrastructure (WiKI)
	2007/8/1
	2009/7/31
	University of Pennsylvania
	Mobility has created an increasing demand for information local to the user in a challenging and information-rich environment, demanding new capabilities from information services and network protocols.  The Wireless Knowledge Infrastructure (WiKI) project develops an extensible general-purpose system layer based on new ideas for applying concepts from programming languages and database systems - the use of declarative languages and composable views of router, network and host state - to allow monitoring, event detection and triggering based on extant network conditions and policies. Declarative routing algorithms take into account application, session and network state information to set up adaptive routes among mobile devices and wired infrastructure nodes. Cross-layer and cross-domain integrated views of data streams expose and abstract data from different subsystems and layers, providing a step towards a "Knowledge Plane" for networks. WiKI takes an exploratory approach, namely building a small-scale software infrastructure using 802.11 to understand the wireless challenges of heavily populated urban areas in Philadelphia, and to develop prototype services based on a WiKI model. WiKI services are incrementally refined as the research progresses.     Broader Impact: The end goal is incorporation of WiKI platforms, software and services into the "Wireless Philadelphia" municipal WiFI effort, notable for its integral Digital Inclusion program which attempts to reach economically disadvantaged households in our city.

	A Network-Wide Hashing Infrastructure for Monitoring and Measurement
	2007/9/1
	2011/8/31
	Harvard University
	One of the key problems in today's Internet is that basic measuring and monitoring functionality has not been built in from the outset.  Although infrastructure has been added and ad hoc solutions have been created to allow monitoring and measurement of various Internet behaviors, we still don't know a great deal more about the Internet.  The next-generation Internet will require an infrastructure that gives more emphasis to self-monitoring and self-measurement from the beginning.  This research focuses on the value of providing a near-ubiquitous, flexible hashing infrastructure that allows approximation schemes for a variety of network measurement and monitoring tasks.  The focus is motivated by the great value of deploying hash-based structures, including their relative simplicity, flexibility, and cost-effectiveness.      Broader Impact: The goal of such an infrastructure would not only be to handle issues that have already arisen in today's network, but also to provide a general framework for handling additional, currently unknown problems that may arise in the future.  It is anticipated that such an infrastructure will prove sufficiently valuable that it will be made part of the standard architecture for Internet devices.

	A New Approach to Internet Naming and Name Resolution
	2007/9/1
	2011/8/31
	International Computer Science Institute
	The Internet has evolved greatly from its original incarnation. For instance, the vast majority of current Internet usage is data retrieval and service access, whereas the architecture was designed around host-to-host applications such as telnet and ftp. Moreover, the original Internet was a purely transparent carrier of packets, but now the various network stakeholders use middleboxes to improve security and accelerate applications. To adapt to these changes, this project will design, develop and deploy a design called the Data- Oriented Network Architecture (DONA). DONA replaces DNS names with flat, self-certifying names, and replaces DNS name resolution with a name-based anycast primitive that lives above the IP layer.     Broader Impact: DONA improves data retrieval and service access by providing stronger and more architecturally coherent support for name persistence, content availability, and data authentication. It can also be extended to provide support for caching and RSS-like updates.

	
	2007/9/1
	2011/8/31
	University of California-Berkeley
	

	A Swarming Architecture for Internet Data Transfer
	2007/9/1
	2011/8/31
	University of Massachusetts Amherst
	Data transfer is a defining task of a network. This project, uswarm, proposes a novel data-transfer architecture inspired by recent, tremendously successful swarming systems such as BitTorrent. The project pursues the following, rather exploratory, question: can swarms form the basis of a universal data-transfer architecture for a future Internet and if so, what is an appropriate architecture? Natural systems with swarm-like properties are known to be extremely robust both for an individual and for the system as a whole. The technical motivation is to make Internet data transfer: 1) scalable, 2) fault-tolerant, and 3) incentive-compatible, a trio of properties difficult to achieve using existing solutions. The research underlying uswarm will: 1) develop an in-network BitTorrent-like substrate deliver practically all data, not just large files, 2) exploit in-network storage and locality of data accesses, 3) analyze availability and human wait-time improvements of one large integrated swarm as opposed to BitTorrent-like isolated swarms, 4) analyze new traffic engineering knobs and routing choice naturally enabled by uswarm, 5) develop novel incentive strategies for integrated swarms accounting for network-level incentive issues, 6) analyze the interaction of selfish behavior with routing and congestion control using game-theoretic techniques.     Broader Impact: If successful, this project will fundamentally improve Internet data transfer by enabling: 1) critical information dissemination resistant to denial-of-information attacks, 2) delay-tolerant network applications, and 3) novel social networking applications. The proposed work includes undergraduate as well as international teaching and outreach activities integrated with the proposed research activities.

	Architectural Support for Network Trouble-Shooting
	2007/9/1
	2011/8/31
	International Computer Science Institute
	Troubleshooting is an inherent part of network operation: no matter how well networks are designed, something eventually fails, and in large networks, failures are ever-present. In the past, troubleshooting has mostly relied on ad hoc techniques cobbled together as afterthoughts. However, both the importance and difficulty of troubleshooting has intensified as networks have become crucial, ubiquitous components of modern life, while at the same time their size and complexity continues to grow. These twin pressures highlight the urgent need to integrate troubleshooting as a first-class citizen when developing a network architecture.    Armed with a set of general principles, we are building a set of key building blocks for troubleshooting. The task of troubleshooting is one of vast range and eclectic trajectories. As such, the approaches we are developing are not limited to specific domains (e.g., web surfing performance, or routing connectivity failures) but are designed to be generally applicable across architectures, and evolvable as a network's structure and uses inevitably change. The goal is for our experiences to both inform broader communities, such as NSF's Future Internet Design (FIND) community, about ways to weave troubleshooting into new architectures, and in turn to take from these other architectural efforts both requirements and synergistic insights.    The health and failure of networks is of broad societal impact and improvements and breakthroughs in troubleshooting will have corresponding impact.  Due to the wide reach of troubleshooting, privacy of information becomes a consideration, so we are developing privacy-aware principles throughout our work.

	Architectural Support for Selectively-Connected End Systems: Enabling an Energy-Efficient Future Internet
	2007/9/1
	2010/8/31
	International Computer Science Institute
	Many architectural elements of today's Internet implicitly assume that hosts remain attached to the network over extended periods of time.  However, there is much to be gained by supporting a style of networking that does not require an end system to maintain full, ongoing connectivity in order to maintain its network "presence."  In this project we explore a style of networking that we term "selectively-connected", by which we mean an end system, can knowingly manage the extent of its network connectivity in response to internal or exterior events, as it anticipates changes in connectivity.        While selectively-connected networking also has applications for end systems that enter outage periods (e.g., a user closing a notebook, or a mobile device entering no-coverage area), one highly significant form of operation it can enable concerns placing end systems into some degree of "sleep" in order to operate with much greater energy efficiency.  Such sleeping not only can benefit portable devices by greatly extending their battery lifetime, but can also realize energy savings at a national scale by enabling desktop systems and set-top devices to enter states of greatly reduced processing without sacrificing their network presence.        In this project the researchers undertake initial designs of new architectural components for better supporting selectively-connected networking, by which sleeping hosts can retain their standing in the network or delegate agents to act on their behalf during their absence.  These span: exposing selective connectivity; evolving soft state into notions of "proxyable" or "limbo" state; facilitating host-based control; introducing "assistants" to work in concert with sleeping end systems; exploring primitives that applications might use to express the semantics they wish to preserve when selectively-connected; and considering network links that can themselves sleep when the end systems they serve are likewise sleeping.

	
	2007/9/1
	2009/8/31
	University of South Florida
	

	On The Economic Viability of Network Architectures
	2007/9/1
	2011/2/28
	University of Pennsylvania
	The Internet is a phenomenal success, but problems and weaknesses in  it have become apparent, and this has spurred a search for new  technologies and network architectures.  Although technical innovation  will remain fundamental to the Internet's evolution, the importance of  this key infrastructure for society as a whole means that economic  aspects will be critical in determining what innovations are adopted.  This project, therefore, seeks to investigate -- both qualitatively  and quantitatively -- how economic factors mediate the eventual  success of new network architectures and technologies.  Aspects of  interest include quantifying the benefits of virtualization in  enabling different levels of network integration; evaluating the  effect of a dominant incumbent (today's Internet) on emerging new  architectures; and devising models for quantifying the value of  architectural flexibility and openness in facilitating technology  adoption and service creation in the presence of market uncertainties.    The intellectual merit of the proposed research is in developing an  economic framework for reasoning about network technologies,  architecture alternatives and trade-offs.  The goal is to inform the  design of new network architectures by accounting for both their  technical dimensions, and the economic mechanisms that will mediate  their success or failure.  The broader impact of the project will be  in helping select network solutions that are likely to succeed in the  market place.  The project will also foster a multi-disciplinary  curriculum involving economics, business and engineering perspectives.  This will both better prepare engineering students to succeed in a  world where understanding of economical forces is of paramount  importance, and promote interactions and collaboration among  engineering and business students.

	
	2007/9/1
	2011/8/31
	University of Minnesota-Twin Cities
	

	Towards An Analytic Foundation for Network Architectures
	2007/9/1
	2011/8/31
	Ohio State University Research Foundation -DO NOT USE
	In large and complex communication networks, architectural decisions regarding functionality allocation are often more important than the details of resource allocation algorithms themselves. This NSF-funded project aims to develop a scientific foundation for designing network architectures by building upon recent successes in understanding protocols as optimizers and layering as mathematical decompositions. In particular, the PIs at five institutions collaborate to conduct a wide range of closely-connected research activities that substantially improve upon the state-of-the-art. Starting from a convex optimization formulation of the architecture design problem, the project investigates a wide range of alternative decompositions that provide different scalability, convergence, and complexity tradeoffs. The PIs then determine whether the properties of these alternative architectures continue to hold under stochastic network dynamics and non-convex objectives and constraints, and develop new architectural designs from a careful study of such dynamics. Mathematically, this project leads to a long-overdue union between network optimization and stochastic networks theory, and enables a systematic approach to leverage advances in general non-convex optimization.    Broader Impact: This project has clear synergy with the NSF's GENI initiative. The research provides a strong, analytic foundation for the design of future network architectures, including clean-slate solutions that deviate from todays Internet. The exploration of new ways to decompose functionality, with the influence of network dynamics and non-convexity in mind, will result in new protocols and mechanisms that can be evaluated in the GENI infrastructure.

	
	2007/9/1
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	2011/8/31
	University of Texas at Austin
	

	Enabling Future Internet innovations through Transit wire (eFIT)
	2007/9/1
	2011/8/31
	Colorado State University
	The eFIT (Enabling Future Internet innovations through Transit wire) project aims to enable future innovations by ensuring strong universal connectivity at the architectural level.  Innovations are enabled by the abundant and affordable computing resources provided by Moore's Law, and universal connectivity provided by the Internet. Computing resources are likely to become more plentiful and affordable, but the universal connectivity provided by the Internet is facing major challenges, as demonstrated by the prevalent use of network address translation (NAT) and accelerated growth of the global routing table.  The current Internet architecture provides end-to-end connectivity by putting both user networks and Internet service providers (ISPs) in the same address and routing spaces.  User networks and ISPs have different purposes, distinct characteristics, and are moving in almost opposite technological directions. However the inter-dependency between network users and ISPs imposed by the existing architecture creates a major roadblock to future Internet innovations.    When a system grows larger in size by orders of magnitude, a change in form becomes necessary.  The eFIT design enables innovation by first focusing on universal connectivity.  eFIT places user networks and provider networks in different address  and routing spaces, removing the inter-dependency between the two worlds. With eFIT, users can simply treat the Internet transit core as a transit wire with strong universal connectivity, while providers are insulated from the various problems caused by explosive growth in user networks. Therefore both users and providers will be able to innovate freely on their own without any architectural constraints.    Broader Impact: This new architecture design will have a broad impact on the research community, service providers, and Internet users.  eFIT enables graduate students to explore new directions for fundamental problems such as security. Even more broadly, it will liberate Internet users from the current architectural constraints and encourage a new wave of application innovations.

	
	2007/9/1
	2011/8/31
	University of Arizona
	

	
	2007/9/1
	2010/8/31
	University of California-Los Angeles
	

	
	2007/9/1
	2011/8/31
	University of Memphis
	

	Network-Wide Hashing Infrastructure for Monitoring and Measurement
	2007/9/1
	2011/8/31
	Harvard University
	One of the key problems in today's Internet is that basic measuring and monitoring functionality has not been built in from the outset.  Although infrastructure has been added and ad hoc solutions have been created to allow monitoring and measurement of various Internet behaviors, we still don't know a great deal more about the Internet.  The next-generation Internet will require an infrastructure that gives more emphasis to self-monitoring and self-measurement from the beginning.  This research focuses on the value of providing a near-ubiquitous, flexible hashing infrastructure that allows approximation schemes for a variety of network measurement and monitoring tasks.  The focus is motivated by the great value of deploying hash-based structures, including their relative simplicity, flexibility, and cost-effectiveness.      Broader Impact: The goal of such an infrastructure would not only be to handle issues that have already arisen in today's network, but also to provide a general framework for handling additional, currently unknown problems that may arise in the future.  It is anticipated that such an infrastructure will prove sufficiently valuable that it will be made part of the standard architecture for Internet devices.

	Privacy Preserving Attribution & Provenance
	2007/9/1
	2011/8/31
	University of California-San Diego
	Real-world security policies invariably involve questions of ``who'' and ``what''--who are the principals, what data are they seeking to access, and so forth.  By contrast, the present-day Internet architecture concerns itself primarily with issues of ``how'' and ``where''-- what are the protocols by which a data item is delivered and to which topological endpoints.  This inherent dissonance of purpose makes Internet security a bolt-on affair---with abstract access control policies pushed off to be implemented by particular applications or mapped onto the poor approximations provided by network-level abstractions (e.g., network firewalls).  Moreover, these imperfect mechanisms are themselves attacked with impunity since today's Internet architecture provides a functional anonymity that insulates attackers from any meaningful liability.    This project is developing two key architectural capabilities--host attribution (which physical machine sent a packet) and data provenance (what is the ``origin'' of the data contained within a packet)--to enable the direct expression of a wide-range of security policies. Moreover, these properties are being implemented in a fashion that mandates their use (in a strong sense) by the network, but manages to preserve end-user privacy.  The PIs are focusing on two key applications in this work: forensic trace-back and attribution for the purpose of attack deterrence, and defensive data-exfiltration to place precise controls over what kinds of data may move across a network.    Broader Impacts: This research is developing key architectural components to improve the level of security and assurance available to network services.  In addition, the PIs are initiating a dialogue among both researchers and network operators about critical policy aspects of network security.  In particular, information about the sources of both normal and attack traffic that must be safeguarded according to some policy.

	
	2007/9/1
	2011/8/31
	University of Washington
	

	Protecting User Privacy in a Network with Ubiquitous Computing Devices
	2007/9/1
	2011/8/31
	Carnegie-Mellon University
	Modern wireless computing devices raise privacy concerns by leaking information that can be used to track and profile users. These privacy concerns are inherent to the low-level design of network and link-layer protocols and are, therefore, not addressed by the traditional approach of encrypting messages to ensure that their contents remain confidential. This project studies the question of how to protect user privacy in the context of a future Internet with rich connectivity to these wireless computing devices. The research focuses on designs that accomplish this without sacrificing the requirements for manageability and accountability.    The research approach is to study existing systems such as 802.11 to characterize privacy threats and design improved network and link protocols that provide stronger privacy guarantees. Part of the project is to rethink names and addresses in their various forms to limit the disclosure of identity information only to trusted parties This includes names that conceal identity without compromising network functions, such as routing, that rely on them; name discovery and resolution protocols that do not reveal information across system layers.; techniques to detect implicit names exposed by end-points.  Finally, the project also explores methods to expose the privacy status to users.    Broader Impact: The combination of improving privacy and educating end-users about their privacy risks significantly and justifiably reduces the fears of Internet users. This makes the Internet a more widely accessible resource by allowing users to perform tasks, such as online-shopping, that they may not have been comfortable with before.

	
	2007/9/1
	2011/8/31
	University of Washington
	

	SGER: A Switched Internet Architecture
	2007/9/1
	2008/8/31
	Rochester Institute of Tech
	As it expands, the Internet faces many challenges, including security, management and control, and change in the Internet is of increasing relevance. This project will map out a radical departure from present-day Internet architecture, based upon full switching and switch-bank-style routing, such as has been used in traditional telephony. This approach could change the Internet engineering space, and provide solutions to challenges, but it has long been understood to be infeasible in the competitive market of service providers.  In parallel with development of the technology solution, the project will explore the adoption and impact issues, using business and socioeconomic techniques.   The PIs come from computer networking and business disciplines. The project will initially explore how the switched internet architecture supports interfacing with diverse wireless networks and what economics and incentives could cause such an architecture to be adopted.    Among the broader impacts of the project will be the project's interdisciplinary findings, because of the societal and economic impact of Internet architecture.  Other broader impacts include enriching undergraduate and graduate research experience by offering subtopics as projects; encouraging women in computing through female research assistantships; curriculum enhancement through incorporating subtopics into our curricula; and outreach with these multidisciplinary topics in Project Lead the Way and Kids on Campus, at RIT.

	An Architecture for Network Control Management
	2007/10/1
	2011/9/30
	William Marsh Rice University
	Current Internet network controls are realized by an ad hoc  combination of protocols, automated configurations, and manual  configurations. This ad hoc environment makes it difficult to provide  concrete behavioral assurances. Moreover, the entire system might  exhibit harmful emergent behaviors that are difficult to anticipate,  test for, debug, or correct.    The architecture for the future Internet should thus eliminate the  current ad hoc practices and start from a clean slate. This project is  developing a new architecture in which each network control function  is realized as an application that runs on top of an operating  platform. The operating platform provides crucial abstractions,  interfaces, and services to allow applications to effect changes in  the underlying network nodes, to enable the composition and concurrent  executions of multiple applications, and to provide protection  mechanisms to guard against potentially harmful actions of  applications. Intellectual challenges such as scheduling,  synchronization, inter-application communication, resource  multiplexing, and operational invariant protection for the new breed  of network control applications are being investigated.    Broader Impacts: This project directly addresses a key challenge for  future networks, namely network manageability.  Problems in network  manageability affect the health of the networks we depend on,   and they affect the manner in it is possible for innovation and   economic growth to occur with these networks. Our new approach to   manageability, the operating platform architecture, can potentially   stimulate a market for a variety of 3rd-party network control applications.   Finally, this project provides particularly exciting opportunities   for the training of undergraduate and graduate students because they   develop applications in a fundamental way, but addressing high-impact   current issues.  We expect to diffuse the findings from this project   into cutting-edge courses on network management.

	Greedy Routing on Hidden Metric Spaces as a Foundation of Scalable Routing Architectures without Topology Updates
	2007/10/1
	2010/9/30
	University of California-San Diego
	A growing consensus among experts is that the routing system is   approaching a critical architectural breaking point.  The Internet   Architecture Board has tried to identify the factors that limit   routing scalability and reached the conclusion that the most acutely   scale-limiting parameter of the current routing system is routing   table size, not so much for its memory requirements as for its   reaction to network dynamics. This conclusion is not surprising in   light of recent research demonstrating that no routing algorithm can   provide reasonable scalability bounds on dynamic Internet-like graphs.     These findings offer the ominous but definitive lesson: to scale   efficiently and indefinitely, we must learn how to route without   topology updates. Updateless routing seems impossible at first   glance, but Milgram's 1967 experiments showed that such routing is   in fact a reality of greedy search strategies in social networks.   Jon Kleinberg provided the first model formally demonstrating   efficiency of such greedy routing strategies. However, both the   Kleinberg model and its subsequent variations deal with graph   topologies vastly different from scale-free topologies of observed   complex networks, including the Internet.     This project proposes a new model of Greedy Routing on Hidden   Metrics, the GROHModel, which generalizes the Kleinberg model and   naturally yields scale-free topologies. The model employs the   concept of a hidden metric space (HMS) existing behind every complex   network, including the Internet. The project thoroughly investigates   the hypothesis that the observable scale-free structure of complex   networks is a consequence of natural evolution that maximizes the   efficiency of greedy routing on these HMSs.     The research agenda of the project is two-fold: (1) demonstrate the   existence of HMSs, thus validating the GROHModel premises; and (2)   build methodologies to explicitly re-construct the HMS for the   observable Internet topology, and more generally for any given   complex network. As soon the Internet's HMS is reconstructed, one   can use it to deliver addressing schemes for updateless,   indefinitely scalable Internet routing architectures based on greedy   routing strategies.     The intellectual merit of this project involves concerted   cross-fertilization across fields of networking, theoretical   computer science, physics, and mathematics. The project develops a   novel network modeling methodology that is elegantly generic in   nature, mathematically sound, and promises a solution to one of the   most challenging problems of future large-scale networking.     Since the Internet is just one of many complex networks that form   essential fabrics of human life, the potential advances of this work   are profound. Navigability of complex networks, i.e., efficiency of   targeted information propagation in them, has a fundamental   relationship to their structure. Proved faithful to reality, the   fundamental understanding advanced with the GROHModel may also result in   advances in understanding of structure and function of biological, social  and language networks.    Broader Impacts:  the effects of scaling limits of conventional routing  on current networks include performance drops, loss of reachability and   high cost.  As the networks grow, these are worsened.  In present times,  operators and enterprises are attempting a transition to IPv6 in order  to allow virtually limitless sites to connect directly to the Internet.  This transition is expected to worsen routing strains.  This project's   innovative reexamination of the routing solution space is relevant and  timely.

	Value Flows and Risk Management Architecture for Future Internet
	2007/10/1
	2011/9/30
	Rensselaer Polytechnic Institute
	The Internet's simple best-effort packet-switched architecture lies at the core of its tremendous success and impact. However, current Internet architecture allows neither (i) users to indicate their value choices at sufficient granularity nor (ii) providers to manage risks involved in investment for new innovative QoS technologies and business relationships with other providers as well as users. To allow these flexibilities, this project investigates "contract-switching" as a new paradigm for future Internet. Just like packet-switching enabled flexible and efficient multiplexing of data in the Internet, a contract-switched network will enable flexible and economically efficient management of risks and value flows.    Intellectual Merit: This project focuses on the design of a contract-switching framework in the context of multi-domain QoS contracts. It addresses the challenges involved in the development of decentralized inter-domain protocol mechanisms that can dynamically compose and price complex end-to-end contracts. The project formulates this end-to-end contract composition as a "contract routing" problem, resembling the QoS routing algorithms. This research also develops an appropriate abstraction necessary for pricing of QoS contracts, dynamically composable contracts in space and time. The project employs financial engineering techniques to provide risk sharing mechanisms and money-back guarantee structures for the QoS contracts.    Broader Impact: This research brings together network architecture design and financial engineering tools. This interdisciplinary work can inspire usage of economic tools for security problems like spam and DDoS attacks. The project will be especially beneficial to the Internet policy makers. Management of risks with economic efficiency tools and financial derivatives has several areas of impact such as water, electricity, insurance, real-options analysis, investment under uncertainty, and understanding the impact of open-source technologies.

	
	2007/10/1
	2011/9/30
	University of Nevada Reno
	

	Distributed Application Management Service (DAMS)
	2008/9/1
	2011/8/31
	Cornell University
	Since its inception, the Internet has been a difficult environment for supporting applications offering security, reliability, or other trust properties.  Yet we?re seeing a wave of network applications that need to maintain private data (for example, sensitive medical records) or play roles in which correct, fault-tolerant behavior is critical (for example, air traffic control).  Each developer has been forced to invent his or her own workarounds to compensate for the limitations of the existing Internet.  The central premise of this research is that this represents a dangerous trend and that the research community must do what it can to create new and better options.    Intellectual Merit: Cornell University researchers will develop technologies aimed at supporting a new kind of trustworthy distributed computing service on the Internet.  The project will have a foundational intellectual impact by showing that what have previously been treated as a dozen separate, often ill-defined functions can be unified into a single conceptually elegant abstraction (distributed role delegation), and by developing the needed science and mathematics to reason about this mechanism.  This project aims to help create the next generation of mission-critical networked applications ? systems that can be entrusted with sensitive roles, because they embody solutions shown to have the needed properties    Broader Impact: This project seeks to create a useful solution that developers worldwide today lack by creating a powerful, extensible technology that will achieve theoretically optimal performance and scalability, consistent with the constraints imposed by application-specific consistency requirements.

	Creating a Future Internet Network Architecture with a Programmable Optical Layer
	2008/9/1
	2010/2/28
	Columbia University
	Intellectual Merit: The project explores a transformative networking architecture for the future Internet that truly exploits the physical optical layer in a cohesively integrated fashion. We specifically seek to explore an architectural design that encompasses the capabilities of a fully programmable optical layer. Within this unified architectural platform the optical layer becomes a directly accessible component of the network capable of dynamically morphing to meet the increasingly diverse demands of emerging applications. To realize these capabilities will require breaking the barriers currently separating the underlying optical transport technologies from the networking layers by introducing programmable cross-layer access deeply into the physical layer. The effort will include a design exploration and simulation validation for the uniquely integrated architectural platform evaluated across varied networking applications and traffic scenarios envisioned for the future Internet.     Broader Impact: If successful, our exploratory effort could provide a new framework for concretely bridging the gap between the future Internet networking research efforts and the underlying heterogeneous substrate by creating an integrative cross-layer environment that enables deeper access to the physical layer in a context consistent with the diverse capabilities and limitations of the emerging technologies. The architectural approach will enable users and applications at the upper layers of the network to directly drive and exploit emerging heterogeneous technologies, thereby broadening the use to the networking community. In our broader outreach we will coordinate and work closely with the FIND research community to develop this platform in a manner that facilitates the realization of the broader architectural research goals.

	SWITCHNET:   A Switched Internetworking Architecture with Contracted Services
	2008/9/1
	2011/8/31
	Rensselaer Polytechnic Institute
	The Internet faces many challenges, including security, management and control. The research project explores a future Internet/networking architecture  based on a well-proven hierarchical architecture that is untested at global levels. The architecture includes a flexible addressing scheme and a compact four layer protocol stack.  The radical change to the Internet architecture would be potentially transformative from a socioeconomic and business perspective. The scientific problems to be addressed are hence multidisciplinary. The technical and socioeconomic feasibility for the new network architecture, as well as the likely patterns of adoption for such a radical change are investigated.      Intellectual merit: This research asks how a fully hierarchical architecture, with adequate redundancy at different levels in this design, results in a robust structure that is also scalable. The solution distributes the "switching decisions," the management of how traffic moves from one point to another, to all levels of a hierarchy of communications providers: it allows the traffic to be managed independently wherever the traffic is flowing.  The replaces present highly interdependent routing and network management architecture.  The research will show how this architecture is robust and stable with a potential for future growth. A key contribution of the architecture is a scalable and flexible hierarchical addressing scheme, where key network functions are relegated to different levels in the hierarchy, and this also provides better management and control.  The research includes proof-of-concept by interfacing diverse wireless networks in the architecture.    Broader impact:  A new network architecture resulting from the SWITCHNET research could create radical changes in the economics of communications networks and ultimately have a very large impact on the economy and society.   The conceptual architecture is almost ideally scalable.  It is very much simpler to manage than the present architecture.  As an example of the broad impact of SWITCHNET manageability, by enabling fundamentally better provider control, the architecture would open the door to new methods of identifying and pushing back denial of service, an economically and nationally much needed capability.   Furthermore, this research could provide the breakthrough architecture for attaining the all-optical goal and thus address that national challenge to create a more energy-efficient network. Approaches to achieving such a purely optical communications infrastructure have long been sought.      This research is a close collaboration between technical  and business researchers; the architecture research is supported by research on its business and socioeconomic impacts and adoption patterns. Understanding the existing Internet industry and creating appropriate incentives for its stakeholders will increase the chances that the technological innovations in this research will be embraced and implemented.
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	Davis Social Links
	2008/10/1
	2012/9/30
	University of California-Davis
	This research project examines fundamental issues in the current Internet architecture, namely "routable identity", explicit trust/reputation control, and security/privacy considerations for online social networks such as Facebook and SecondLife. It posits a dramatic change in Future Internet/networking design   to facilitate future social communication systems.  The research builds and evaluates this new design, and examines the potential social impacts and insights from it.  The following research objectives are being studied: (1) Can a social peer generate, manipulate and protect all layers of routability toward his/her own identity? (2) How should the notions of trust and reputation be explicitly and formally represented and embedded in a large-scale communication architecture? (Trust/reputation become central in a network architecture based on social identities). (3) What are the trade-offs between the utilization of the social information by the network and the privacy protections needed for it?     For evaluation and validation, a social-network based communication system, named Davis Social Links (DSL), is being built, over Facebook, both to mimic the human communication model and to integrate social trust relationships into the network service infrastructure.  Among its benefits, due to the routability design, the DSL architecture will offer a new take on prevention of unwanted traffic (denial of service and so on), a costly and urgent problem in the architecture as it is now.      The DSL project additionally investigates the communication model and its security and safety issues under virtual reality social systems such as SecondLife. The ultimate goal of the DSL project is to study a dynamic, scalable, trust-based, decentralized communication system/architecture for large-scale networks (10 million ~ 10 billion nodes).    This multi-disciplinary project is a joint effort among academic researchers and industrial collaborators from computer science, sociology, statistics, and techno-cultural studies. The broader impacts of the research advance potentially both the understanding and the innovation of communication networks. As communications networks exist to support social purposes, the DSL research team carefully examines a number of implications regarding societal relationships and how the Internet user community can directly benefit that relationship.

	GOALI-  Optical Flow Switched Core Networks
	2008/10/1
	2011/9/30
	Massachusetts Institute of Technology
	Optical flow switching has recently emerged as a promising new approach to address the exponentially growing traffic demands in optical networks. In order to realize this new paradigm for optical networks, the core network must be capable of wavelength reconfiguration and service provisioning on time scales approaching one second or faster. The present methods used in wavelength division multiplexed (WDM) optical transmission are designed for static wavelength channels, which can increase in number over time and may be configurable to form different paths at the time of provisioning. Provisioning new wavelengths is a methodical, one at a time, step-wise process of ?turning up? the optical signal along the path, which requires minutes to hours in order to achieve the final stable state, appropriate for GMPLS networks. Furthermore, the extensive literature on optical transmission assumes this quasi-static network environment.     The intellectual merit of this project will be to determine both the practical and fundamental limitations on optical flow switched networks imposed by physical layer constraints, including optical transmission in a dynamic, wavelength switching environment. This goal is particularly challenging because of the multi-layer nature of the problem. The network topology and signaling protocols will dictate physical layer transmission requirements, such as how fast the optical signal must achieve an error free condition and over what transmission distance. Likewise the physical limitations both in terms of performance and cost will motivate design choices for the architectures and protocols. In order to address the multi-layer nature of optical flow switched networks, this GOALI project is proposed as a mechanism to utilize the novel optically transparent mesh network testbed facility within Bell Laboratories to extend the network architecture activities within the NSF funded NeTS-FIND Future Optical Network Architectures program at MIT. In particular, targeted experiments will be conducted in the testbed in conjunction with the optical flow switched network optimization studies at MIT. This new testbed has recently been used to study both the power dynamics and the transmission performance of signals in reconfigurable optical networks. These two elements are essential for understanding the physical layer in a transparent switched network and this facility is unique in that it combines these in a broadband, long haul transmission configuration, typical of core networks.     This university-industry collaboration will have broader impact at many levels. The problem of scaling optical networks to serve the dramatic rise in internet traffic has broad social ramifications. The project will enable cooperation between two synergistic research efforts to address this important problem: at MIT and at Bell Labs. The academic participants will have the opportunity to work in a premier industrial research laboratory and benefit from the knowledge and skills specific to that environment. In the process, the program will provide a unique opportunity to merge the traditions within both organizations of promoting individual driven

	An Internet Architecture for User-Controlled Routes
	2008/12/4
	2010/8/31
	Duke University
	This project is developing an Internet architecture that enables users or their end-systems to select the paths their packets take through the network. Such user-controlled routes are desirable for both economic and technical reasons. Economically, user-controlled routes are a key factor in maintaining the competitiveness of the ISP marketplace, just as long distance carrier selection has had a lasting impact on telephony.  Technically, user-controlled routes provide a fundamental means for improving the performance and reliability of network communications. This is because they allow end systems to use multiple diverse paths concurrently and reduce the dependence on a single network path that has undesirable characteristics. The key technical difficulties associated with user controlled routes lie in the areas of scalability and robustness. This project directly addresses these issues. It involves the development of the following components: 1) a scalable inter-domain routing protocol that distributes policy-constrained domain-level maps of the network to users and allows them to explicitly formulate domain-level routes; 2) an end system protocol stack that allows various applications to take advantage of path diversity; 3) algorithms and protocols that prevent users from rapidly switching paths in a fashion that jeopardizes the overall routing stability; 4) techniques that mitigate the security threats associated with user-controlled routes (e.g. source address spoofing, multi-path denial of service attacks).     If successful, this work will have a positive economic impact that fosters ISP competition, result in measurable technical improvements in terms of reliability and performance of network communications, and contribute to education. Algorithms, protocols, and software developed in this project will be disseminated through research publications and a project web-site.

	Relationship-Oriented Networking
	2009/1/1
	2012/12/31
	Case Western Reserve University
	One of the key aspects upon which societies are and have always been built is the notion of relationships?both personal and institutional. In fact, relationships are so ingrained into people?s lives that their role as a fundamental societal fabric is often taken for granted and not explicitly considered. While powerful in one?s everyday life, establishing relationships within the electronic realm of communication networks leaves one without many of the traditional tools for building, sustaining and recognizing relationships. One cannot use visual or auditory cues to verify that they are talking to a friend. Rather, a message that is just words on the screen could just as easily come from someone they know or an imposter. One key reason for this is because often networks have based the notion of identity on the name of a resource rather than some stronger notion such as cryptography provides. The over-arching goal of this project is to consider how to design future network architecture to first pervasively incorporate cryptographic-based identities and then use those strong identities to establish relationships as first-class citizens within networks. This promises to provide better overall usability, security and trust in the system. Ultimately, this work will develop an architectural framework and components that allow users and institutions to build trusted relationships within digital communications that can be viewed and utilized much like relationships outside of the digital communications realm. This project will consider leveraging relationships for a variety of tasks, such as access control, service validation, and naming. It thus moves past a simple transaction-oriented network to a system that is able to provide general linking of activity across time and exposing legitimate assistive services.    Intellectual Merit: Computer networks were designed to serve people, but there has been little research in leveraging how people naturally behave and work in the real world. One way people generally operate is by establishing relationships and developing trust in those relationships. This project will design a new network architecture that weave this intuitive mode of operation into communications to give users more confidence in the system by allowing users to build relationships that work much like they do in the real world. This work will respect the tussle-spaces that will naturally occur within the architectural designs. A particular tussle-space that will be considered is that of the benefits of exposing relationships compared with the cost in terms of privacy of doing so. The designed architecture will not mandate how a tussle is resolved, but allow users and institutions to reason about these issues and set policy as they see fit. By enabling a network with a solid understanding of both identity and relationships, this project will empower an immense number of services, protocols and applications to use this information as part of their standard processing.    Broader Impact: Over and above its goal of building a trustworthy future Internet, this project will have a number of broader impacts. In terms of networking economics it will make two contributions: (i) added confidence in the security of the overall system will encourage even more widespread use and a broader set of applications as users will feel safe online and (ii) its envisioned new naming system will allow users to choose service providers based on merit rather than on artificial naming constructs. In addition, by putting cryptographic identity as a foundation for the network design, this project will enable cryptographic identity to be widely used within the network architecture. This will have far-reaching benefits to users? privacy by enabling easy encryption of network traffic. Finally, this research will have educational impact in the form of enhanced opportunities for undergraduate and graduate students, as well as mentoring of middle- and high-school students through an established foundation with which we are affiliated.
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	NetSerV - Architecture of a Service-Virtualized Internet
	2009/1/1
	2012/8/31
	Columbia University
	Despite or because of the Internet?s great success, it has shown itself to be very resistant again attempts to add new functionality to the network core. This dilemma lead to the recent trend in networking to implement services using overlay networking; overlay networking provides an opportunity for end systems to collaborate with others to achieve enhanced functions without having to modify routers. However, since overlay networks operate at the application layer, they cannot effectively use the resources that are available to network services.  To address the limitations of services in the current Internet, this work presents a clean slate Internet architecture, called NetServ, based on the concepts of service virtualization. NetServ strives to break up the functions provided by Internet services and to make these functionalities available as modular building blocks for network services. A building block effectively encapsulates a network resource or function realized by a network node, such as link monitoring data or routing tables, and provides tunable parameters for easy configurability. These building blocks form a foundation for the implementation of full-fledged network services, which can then be used by applications. Furthermore, the new framework handles aspects of service discovery, distribution and management, thereby making new services more readily deployable.  This project addresses five major research challenges in the new service architecture: i) the definition of requirements for a service-virtualized Internet architecture, ii) the design of an architectural framework for modular, virtualized services, iii) the identification of an initial set of key building blocks, which together can provide a foundation for common network services, iv) the development of mechanisms and protocols for service discovery and service distribution, and v) the design and implementation of a content distribution service based on the NetServ architecture.  The feasibility of the NetServ approach will be demonstrated by building the prototype of a content distribution service. This service will interwork with two other services that are crucial for a variety of applications: a generalized naming service and a network monitoring service. The naming service is capable of naming a variety of network entities (like content, users, services, and devices), while obeying policy constraints. The network monitoring service provides makes network performance data available to applications.   Overall, the objective of this work is to develop an architecture that provides an efficient and extensible architecture for core network services, to implement a prototype of the new architecture, design and implement a prototype of a content distribution service to demonstrate the feasibility of NetServ, and to evaluate the new architecture in a simulation environment as well as on a GENI-like test bed.  Intellectual Merit: NetServ fully decouples service execution from packet forwarding on a network node. A service only assumes that a node provides packet transport and possibly offers building blocks that can be used to access resources. The new architecture for next-generation Internet services, therefore, provides an efficient and flexible foundation for network services, makes the future Internet highly evolvable, and decouples services from a specific technology.  Broader Impact: This work will make the Internet service-centric and enable services to directly utilize network resources as building blocks. NetServ can serve as an excellent container for integrating other ongoing FIND work at other institutions. This project will also contribute to both the graduate and undergraduate experimental and theoretical networking curriculum, and involve under-represented groups within its research efforts.
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