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▪ Generally, the position in most of the Middle East North Africa (MENA) jurisdictions is that the privacy of an individual and
the safeguarding of their personal data are provided under general provisions of law rather than laws specifically focused on
the issue of “data privacy” or “data protection”. There are, of course, some exceptions to this, as indicated in the report. 

▪ With the General Data Protection Regulation (GDPR), the EU is leading the charge on data privacy and protection, and the 
feeling in the MENA region is that it would be a positive move for nations to introduce specific, local data protection laws to 
follow the GDPR. 
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LEGISLATION: TIMELINE

• Protection of Personal Data Bill issued by the Cabinet of Ministers, September 2018.

• Informal Consultation Session with Regulators, September 2018 – March 2019. 

• First Private Public Dialogue on DP Bill, March 2019. 

• Industry Submission highlighting key concerns/ recommendations, March 2019

• Parliamentary Hearing Session for Private Sector on DP Bill, April 2019

• Deliberations on DP Bill at the ICT Parliamentary Committee, April – June 2019.

• DP Bill approved by ICT Parliamentary Committee, July 2019. 

• Plenary Deliberation and Voting, October 2019
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PARLIAMENTARY HEARING SESSION ON 

PROTECTION OF PERSONAL DATA BILL
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PRIVATE SECTOR

SHOWSTOPPERS

• Administrative and Criminal Sanctions.

• Obligation to Notify and Inform.

• Definition of Sensitive Data.

• Electronic Marketing.

• Licensing.

• National Security Privileges.

CRITICAL

• Right of Erasure

• Purpose Limitation

• Cross-border Movement of Data

• Data Protection Center Board

• Licensing Fee

• Safe Harbor Provision
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1. Raising awareness of government stakeholders on  key DP issues.   

2. Participatory policy making for the effective development of DP frameworks. 

3. Keeping enforcement in mind. 
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CONCLUSIONS: ON SOCIETAL 

READINESS FOR 

ENFORCEMENT

• Building the Capacity of Private Sector and Government. 

• Investing in Public Awareness.

• Managing the transition?  


