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ITU Regional Workshop for Europe and CIS on 
Cybersecurity and Child Online Protection 

Odessa, Ukraine, April 4-6, 2018 
 

Workshop will be held at the Conference hall (223 aud.) of the main academic building of the A.S. Popov Odessa 
National Academy of Telecommunications, 1, Kovalska St., Odessa, 65029, Ukraine 

 
DRAFT AGENDA 

 
April 4, 2018, Wednesday 

08:30-09:30 Participant registration 
09:30-10:00 Opening remarks: 

• A.S. Popov Odessa National Academy of Telecommunications (ONAT) 
• International Telecommunication Union (ITU) 
• Honorable guests  

10:00-11:00 Session 1: Role of governments and international organizations in cybersecurity and child online 
protection 
 
Questions to be covered: 

• Role of governmental regulatory and enforcement activities 
• Role of international cooperation 
• ITU Study Groups related deliverables 
• ITU activities on cybersecurity and child online protection 

11:00-11:30 Coffee break. Group photo 
11:30-12:30 Session 1 (continued) 
12:30-14:00 Lunch 
14:00-15:30 Session 2: Developing national cybersecurity strategies 

 
Questions to be covered: 

• Development of national strategies and roadmaps 
• Policy and regulatory tools used in different countries 
• Creating proper legislation 
• Public-private partnership 
• Existing toolkits 
• Assistance to countries 
• Implementation mechanisms 

15:30-16:00 Coffee break 
16:00-17:00 Session 2 (continued) 

 
April 5, 2018, Thursday 

09:30-10:30 Session 3: Policy and regulatory framework for child online protection 
 
Questions to be covered: 

• Creating proper policy and legislation 
• Enforcement mechanisms 
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10:30-11:00 Coffee break 
11:00-12:30 Session 4: Organizational and technical tools for child online protection 

 
Questions to be covered: 

• Organizational and technical tools used in different countries 
• Trends in child online protection 
• Capacity building on child online protection 

12:30-14:00 Lunch 
14:00-15:30 Session 5: Organizational and technical tools for cybersecurity 

 
Questions to be covered: 

• Organizational and technical tools used in different countries 
• Trends in combatting cyber threats 
• Hardware and software used 
• Technologies of monitoring and cyber threats detection 

15:30-16:00 Coffee break 
16:00-17:00 Session 5 (continued) 

 
April 6, 2018, Friday 

09:30-11:00 Session 6: Capacity building in the field of cybersecurity 
 
Questions to be covered: 

• Training of cybersecurity professionals 
• Development of training materials 
• Cybersecurity research activities in universities 

11:00-11:30 Coffee break 
11:30-12:30 Session 7: ITU Global Cybersecurity Index (GCI) 

 
Questions to be covered: 

• GCI methodology 
• Latest rankings 

12:30-14:00 Lunch 
14:00-15:00 Round table: Future of cybersecurity and child online protection 
15:00-15:30 Wrap-up and workshop closure 

 


