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DCAF at a glance

Geneva Center for the Democratic Control of Armed Forces (DCAF)

International foundation,established in 2000

62 member states  (governments), 200 staff (over 30 nationalities)

Growing network of permanent or project offices (Ljubljana, Belgrade, Skopje)

Operational in more than 70 countries

DCAF is internationally recognized as a leading world centre of excellence for 

SSG and SSR, working with UN, OSCE, EU, national governments and intl. 

organisations
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Good Governance in (Cyber)Security

Good Governance

4

accountable security 

institutions supply security as a 

public good via established 

transparent policies and 

practices

In Cybersecurity



Focus areas Western Balkans 2018 - 2021
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National cybersecurity coordination and regional cybersecurity 
cooperation

Technical capacities and international networks of Western Balkan 
CSIRT staff

Institutional reform and management in Western Balkan CSIRTs



DCAF’s work in cybersecurity

2009-2011 Policy research, Horizon 2015 series

2011-2018 Awareness raising: YFN, BSF, ad-hoc event in parliaments

2014-2018 Public private partnerships in CS (“Petnica group”), support to 

Serbian MUP CERT, national cybersecurity assessment in 

Montenegro, TTX in Serbia (2) and Montenegro

2018- Enhancing cybersecurity in the WB, UK FCO funded
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Upcoming activities (up to March 2019):

- TRANSITS II support

- Capacity development plan-SRB CERT

- Training Serbian CERTs

- National RTs-Serbia, Montenegro, BiH, Macedonia(TBC)

- Capacity development plan CSIRT.ME

Enhancing cybersecurity governance in the WB
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Funded by the UK Foreign &Commonwealth Cyber Security Programme



Thank you

f.klopfer@dcaf.ch
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www.dcaf.ch


