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Applying STIX to Intelligence Teams

• Gandcrab – a Case Study

• Tracking TTP re-use in Ransomware attacks

• Mapping Ransomware functionality using Mitre
ATT&CK

• Managing collaboration with ‘Analysis of Competing 
Hypotheses’
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Gandcrab – A Case Study
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Gandcrab – A Case Study
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Mitre ATT&CK Functionality Mapping



Analysis of Competing Hypotheses
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Thank you!

https://oasis-open.github.io/cti-documentation/


