
This document is Auto-ISAC Sensitive and Confidential. 16 October 2018

Why an Auto-ISAC?

With connectivity comes cyber risk

Automakers recognized the growing vehicle cyber risk &

proactively joined together to form the Auto-ISAC in 2015

Risk Management
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Auto-ISAC OverviewAuto-ISAC Introduction

Mission Scope

Serve as an unbiased information broker to 

provide a central point of coordination and 

communication for the global automotive 

industry through the analysis and sharing of 

trusted and timely cyber threat information.

Light- and heavy-duty vehicles, commercial 

vehicle fleets and carriers. Currently, we 

are focused on product cyber security, and 

anticipate expanding into manufacturing 

and IT cyber related to the vehicle.

What We Do

Community Development

Workshops, exercises, all hands, summits and town halls

Intel Sharing

Data curation across 

intel feeds, submissions 

and research

Analysis

Validation, 

context and 

recommendations

Best Practices

Development, 

dissemination and 

maintenance

Partnerships

Industry, academia, 

vendors, researchers 

and government

Community Engagement

Sensors, monthly town halls, and summit


