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Positive Technologies is a company with over 

17 years of vulnerability assessment expertise 

and named a visionary company by Gartner.

In 2018 Positive Technologies was named a 

Leading Signaling Firewall Vendor, by Rocco 

Research, with our threat detection and response 

champion PT Telecom Attack Discovery.

Identification of threats and possible attack 

scenarios in companies of any business sphere 

Wide range of products and services portfolio: 

corporate, ICS, telecom, financial, media, retail, 

government

National scale sports and government 

cybersecurity service provider
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people worldwide 
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10 countries
Global Presence

17 years 
practical experience



Assess your network first

Deliverables

 Information about existing and 
potential vulnerabilities

 Recommendations for 
improving network security

 Highly valuable info to assess 
risks — you see 
what hackers see!



Start threats detection

Passive traffic taps feed 
monitor with raw traffic
or traffic copy

Detect dangerous traffic 
and list active attack 
sources

Analyze and prioritize 
real threats for your 
network and subscribers



Apply protection

 Targeted protection 
against hacker attacks

 Protection against 
configuration errors

 More security with less 
efforts

 Powerful threat 
intelligence 



Conclusion
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Auditing provides essential

visibility to fully understand your

ever-changing network risks.

Non-stop real-time monitoring is essential for 

verifying the effectiveness of network security 

and supporting rapid detection and mitigation.

Completely secure 

your network by 

addressing both 

generic 

vulnerabilities 

(GSMA) and the 

threats that actually 

affect you as part of 

an ongoing process.

 Visibility is the key to securing any protocol
as it allows informed security decisions 

 Protection is possible using a number
of strategies 

 Expert support speeds mitigations
and reduces resource demands 

 Security is an ongoing process 
and developing so long term easily
actionable strategy is key 


