
DID : A blockchain based solution to enable 

controllable and trustable data management 



COVID-19 nucleic acid test, certification and it‘s usage
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 The ID and the certification pertaining to it as well as the privacy information are not
controlled by the certification owner.

 Centralized authorities may cause single point failure in identifier and certification
management 

 Silo-like application paradigm lacks interoperability and portability.

Centralized and isolated identifier problems



Decentralized identifier (DID) is a new type of identifier that enables 
verifiable, decentralized digital identity

• A DID refers to any subject, e.g., a person, organization, thing, data model, abstract
entity, etc



DID application in the COVID-19 nucleic acid test certification

The testing result is one attribute under the DID holder:
• The utilization of attribute should be authorized by the DID holder

• Operation of attribute is archived on the blockchain

Nucleic acid negative

0 days have passed since this 

test

Tested by: xxx nucleic acid 

detection agency



The basic model of DID 
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DID registration on the blockchain
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VC operation on the blockchain

VC issuance VC verification VC updating

VC Management

A verifiable credential can represent all of the same information 
that a physical credential represents.
• VC issuer/holder shall register DID
• VC verifier may not have DID
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An example of Verifiable Certification
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Thank you!
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