


https://sparrowfasoo.com/kr/



https://sparrowfasoo.com/kr/

“ ”



https://sparrowfasoo.com/kr/

Trans-Siberian Pipeline

Malicious code insertion

Linux kernel

Backdoor malware insertion

Altair Technologies

Backdoor malware insertion

CodeCov

Compromised Bash upload

SimDisk

Auto-update mechanism of file

sharing application

SolarWinds

Malicious code insertion

PyPi

Malicious Python Packages
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• Perform SAST & SCA analysis at once
• Automatically assign person in charge 

for detected issues by tools
• Efficient API integration
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