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Brazil Overview

* Largest country in South America with a
dynamic telecommunications sector (more
than 344 M contracts in Telco sector).

 Integration of Al/ML transforming network
operations, security, and user experience.

* Role of ANATEL:

* Regulates and promotes Al/ML adoption in
Brazil's telecom sector

« Participates in international forums to align
with global best practices
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Artificial Intelligence

Al involves technigues that equip computers to

emulate human behavior, enabling them to learn, Aniﬁcial Intelligence
make decisions, recognize patterns, and solve

complex problems in a manner akin to human

intelligence.

Machine Learning

ML is a subset of Al, uses advanced algorithms to Machine Learning
detect patterns in large data sets, allowing

machines to learn and adapt. ML algorithms use

supervised or unsupervised learning methods.

Deep Learning

DL is a subset of ML which uses neural networks

for in-depth data processing and analytical tasks

DL leverages multiple layers of artificial neural Deep Learnlng
networks to extract high-level features from raw

input data, simulating the way human brains

perceive and understand the world.

Generative Al

Generalive Al is a subset of DL models that

generates content like text, images, or code based -

on provided input. Trained on vast data sets, these Generative Al
models detect patterns and create outputs without

explicit instruction, using a mix of supervised and

unsupervised learning.

Unraveling Al Complexity - A Comparative View of Al, Machine Learning, Deep Learning,
and Generative Al.

(Created Lily Popova Zhuhadar, 07, 29, 2023)

Artificial Intellicence and its Impact on Wireless Infrastructure" da Wireless Infrastructure Association


https://www.networkconnex.com/wp-content/uploads/2024/04/AI-and-its-Impact-on-Wireless-Infrastructure-from-WIA.pdf




EU Al Act - Article 10

trlngent data governance
r high-risk Al Ensures
quallty relevance, and
bias mitigation in datasets;
mandates comprehensive
data management and
safeguards.

 Special data processing:
Allows handling special
personal data with strict
security measures,
emphasizes transparency,
accountability, and data
deletion post-use.
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The Oxford Handbook on the Foundations and Regulation of Generative Al 33

a How specific should the requirement be at most? b Who should specify the requirement
Requirement Requirement .—@—ﬁ
High-level Specific High-level Specific
principles rules principles rules

l @ Legislation () Regulation () Standards I

Figure 4: Nllustrating the purpose of the two sets of questions

How specific should the requirement be at ' Who should specify the requirement?
most?

e How well-understood are relevant risks? How much expertise and information do

e s it clear what specific behavior would the actors have?

reduce those risks? e How often do the requirements need to
e How important is legal certainty? be updated and how onerous is the up-
e How aligned are the regulatees’ incen- dating process?

tives with the regulatory objective? e How aligned are the actors’ incentives

with the regulatory objective?
e To what extent are higher-level actors
able to oversee lower-level actors?

Table 3: Overview of the two sets of questions

Reqgulatory Spectrum
How and Who

« Specific Rules
« Example: "Frontier Al systems must be
evaluated for hazardous model features
following the established protocol.
« High-Level Principles

« Example: "Frontier Al systems must be safe
and secure.”

h Who should specity the requiremaent

Requireman H—ﬂ (]
High-hrvnl Specific

principles rules

@ Legisiatcn () Regulation () Standards







22 | Al, DATA GOVERNANCE & PRIVACY: SYNERGIES AND AREAS OF INTERNATIONAL CO-OPERATION

Box 1.1. Real and potential risks associated with Al systems

The OECD has worked to identify real and potential risks associated with Al systems, including
generative Al, across its workstreams. Some risks are listed below:

The amplification of mis- and dis-information at a large scale and scope, particularly through
creation of artificial content that humans mistake for real content;

Al model “hallucinations” that give incorrect or non-factual responses in a credible way, or the
generation of illicit images such as fake child sexual exploitation material (e.g. “fake nudes”) ;

Harmful bias and discrimination at an increased scale;

Risks to privacy and data governance, at the level of training data, at the model level, at the
intersection of data and model levels, or at the human-Al interaction level;

Challenges to transparency and explainability due to the opacity and complexity of large
models;

The inability to challenge the outcome of models; and,
Privacy breaches through the leaking or inferring of private information, among others.

Sources: (OECD, 2023p13)); (OECD, 2023/14)); (Lorenz, Perset and Berryhill, 2023;12).
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https://creativecommons.org/licenses/by-nd/3.0/
https://policyoptions.irpp.org/magazines/november-2018/policy-innovation-entrepreneurship/facebook-what-about-a-policy-for-innovation-and-entrepreneurship/




- AI/ML optimizes network operations, enhances security, and
iImproves user experience.

Lﬁ_,g?; - Creating, managing, and utilizing Al/ML datasets involves
: complexities.

Centre of Excellence: Al in Telco? .+ Importance of continued dialogue between researchers,
industry, and standards/regulatory organizations.



uno@anatel.gov.
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