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ﬂ @@%@m@ Why being a turning point? - 3 Orientations

1. [voling & Wider rande of counies,
including many developing countries

2. Hidressing 8 Drogder rande of lopics
regarding cyberspace

3 [ioviiing toe polical momemium
to facilitate discussion in other fora
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%E SEE20i13 Basic Information about SCG2013

w2 - Seoul Conference on Cyherspace 2013

WiEle  17-18 Octoher 2013
mrEEe2 COEK, Seoul, Rep. of Korea

o2 800 attendees from 80+ countries

Affi;
- Governments(500) ateq fo:

- Invite a wider range of developing
countries from Asia, Africa, Latin America

* International organisations(150)

* NGO, private sectors, academia(150)
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Glohal Presperity through an OPeN and Secure Cyberspace
-Opportunities, Threats and Cooperation-
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OUERMIEU

_ Time QELORRI{T
09:30 ~ 10:00 OPENNING CEREMONY
| . PLENARY 1
10:30 ~ 12:00 Vision for Cybersapce
_ . PLENARY 2
13:30 ~ 15:00 Strengthening Cross-border Cooperation
a1 PANEL 1 PANEL 2
15:30 ~17:00 Economic Growth and Development Cybersecurity
17:30 ~ 18:00 JOINT PLENARY with YOUTH FORUM
_ Time LT
o PANEL 3 PANEL4
09:00 ~ 10:30 Social and Cultural Benefits Cybercrime
_ _ PANEL 5 PANEL 6
11:00 ~12:30 International Security Capacity Building
14:00 ~ 15:30 UENARY S

Panel Wrap-up Session

16:00 ~ 17:00 CLOSING PLENARY
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OF SER2013 Related Events

* May 22-23 / Stockholm, Sweden

Stockholm Internet Forum * Internet Freedom for the Development

« June 6-7 / Budapest, Hungary

Budapest Africa Forum * Pre-workshop on Cybersecurity

* June 25-27 | Seoul, Korea

International Symposium on Cybercrime Response 2013 ;. "~ 0 e i

Pre-Workshop on International Security * June 28 / Seoul, Korea

« September 2 / Seoul, Korea
Youth Forum « Global essay competition(June 1 ~ July 12)
» Lecture and discussion of cyberspace issues

Pre-Workshop on Capacity Building #1 « September 5-6 / Seoul, Korea
Pre-Workshop on Capacity Building #2 » Date TBA/ Washington D.C., USA
ICT Exhibition * October 17-18 / COEX, Seoul, Korea

* Cybersecurity, E-Government and Smart-Devices
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DISCUSSIonS A Economic Growth and Development

« To discuss the impact of the Internet economy
on globhal economic growth

« To explore feasible development models of
the Internet economy

« To identify practical steps to provide policy
guidance to developing countries on
capacity huilding to implement the Internet
econoimy




GlRanel
DISGUSSIONS

« To identify the social and cultural henefits of
cyberspace as well as the hasic principles
that can promote such henefits as freedom
and confidence

« How can we hest utilize such assets as social
capital?

« How can we pursue fundamental values such
as freedom and security simultaneously?
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iserssions C Cyhersecurity

+ To find practical measures for prevention
and respond to major challenges

i« Toimprove practical cross-horder
cooperation among all relevant stakeholders
including the private sector

« To prioritize cybersecurity domestically and
" internationally with national and regional
strategies, legislation; organizational
institutes, and technical expertise, suchias
CERT/CSIRT
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DISGUSSIONS

¢ What are the practical measurestoen
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coniidence, stability, and transparenc

cyherspace:

« |S critical information infrastructure, a te
for state-sponsored cyher attacks® How
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existing international law address attack

the infrastructure?

h

alice

and resolve state-to-state conflicts against
threats and he applied to cyherspace:
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Mserssions E Cyhercrime

+ What are the success stories of international

collaboration on cyb ercrlmv Issues and what

are the remaining challenges?
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' uild on some of the hest

practices that we néué seen on tackling
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* How
1C

cyhercrime glohally hy public and private

cooperation among law enforcement, the

private sector, technical community, etc.?

+ How can we huild cyhercrime capacity in all
countries on an effective _[J sustainahle
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DISGUSSIONS

CAPACITY
BUILDING

+ What are the core needs of the developing
c A

countries that must be met in cyberspace?
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THANK YOU FOR YOUR ATTENTION!

HOPE TO SEE YOU IN THE

SEOUL CONFERENCE ON CYBERSPACE 2013
(17-18 Oct. 2013, COEX, Seoul, Republic of Korea)

=
&

r

,'I'l e -
_ 9 - A




