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�Subject:�Meeting of Study Group 7 with a view to proposing approval of 56 draft revised and draft new Recommendations in accordance with the provisions of Resolution 1, Section 8, of the WTSC (Helsinki, 1993)�Geneva, 10-21 March 1997��

�To the Director-General,

Dear Sir,

1	At the request of the Chairman of Study Group 7, Data networks and open system communications, I have the honour to inform you that this Study Group intends to apply the procedure described in Resolution 1, Section 8, of the WTSC (Helsinki, 1993) for the approval of 56 revised and new Recommendations.

2	For this purpose, at the meeting of Study Group 7, which will be held at ITU headquarters in Geneva from 10 to 21 March 1997, one working session will be devoted on 21 March 1997 to consider the application of the approval procedure for these revised and new Recommendations, and I accordingly invite your Administration to send a representative to the meeting. The Administrations of Member States of the Union are invited to supply the name of the Head of their delegation. If your Administration wishes to be represented at the meeting by a recognized operating agency, a scientific or industrial organization or an other entity dealing with telecommunication matters, the Director should be duly informed, in accordance with Article 19, No. 239, of the Convention of the International Telecommunication Union (Geneva, 1992), as amended by the Plenipotentiary Conference (Kyoto, 1994).

�3	The summaries of the draft revised and new Recommendations as well as the locations of the texts are given in Annex 1.

4	Any ITU member organization aware of a patent held by itself or others which may fully or partly cover elements of the draft Recommendation(s) proposed for approval is requested to disclose such information to the TSB, in no case later than the date scheduled for approval of the Recommendation(s) in this circular, in accordance with TSB patent policy (see paragraphs 2 and 3 of Annex 2).

5	Under Resolution 1, Section 6, of the WTSC (Helsinki, 1993), contributions relating to the draft revised and new Recommendations must be sent to the Director (in this connection, see TSB Collective-letter  1/7).

6	The meeting of the Study Group will open on 10 March 1997 at 14:30 hours. Information on the meeting room will be displayed on the screens at the entrances to the ITU headquarters building.

7	Interpretation will be provided for the meeting in accordance with the current provisions.

8	In order to enable the TSB to make the necessary arrangements concerning the documentation and organization of the meeting, I should be grateful if you would send me, by letter or fax (number: +41 22 730 5853), as soon as possible, but not later than 10 February 1997, the list of people who will be representing your Administration, recognized operating agency, scientific or industrial organization, other entity dealing with telecommunication matters, or regional and/or international organization.  The registration form in Annex 3, duly completed (one per participant), should be attached to the list.

Yours faithfully,

Th. Irmer�Director of the Telecommunication�Standardization Bureau



Annexes:	1 - Purpose of the Recommendations�		2 - Patent�		3 - Registration form

�ANNEX 1�(to TSB Circular 15)

Summaries and locations of draft revised and new Recommendations to be submitted for approval by Study Group 7 at its meeting on 21 March 1997



Draft revised Recommendation X.6: “Multicast service definition”; see COM 7-5 (Q.12/7)

Summary

This Recommendation describes the service definitions and capabilities of a multicast service. This Recommendation provides a common model for the description of the service elements, defines the terminology and describes a set of capabilities which may be provided by such a service. This Recommendation does not specify the interface specifications or the protocol elements that would be used to provide the service.

Draft Amendment 1 to Recommendation X.76: “Network-to-network interface between public data networks providing the frame relay data transmission service - Amendment 1 (SVC part)”; see COM 7-6 (Q.9/7)

Summary

This Amendment 1 consists of two parts: the first one is the corrigendum to the published text of Recommendation X.76. This corrigendum consists of the edited pages of Recommendation X.76 reflecting the appropriate changes.

The second part consists of a new clause 10, a new annex and a new appendix. Clause 10 defines the signalling for frame relay switched virtual circuits (SVC) at the network-to-network interface (NNI). The annex defines the signalling to support switched permanent virtual circuits (SPVC) at the NNI.

The new Appendix VI defines the international identifiers for networks providing frame relay services and numbered under the E.164 numbering plan.

3.	Draft new Recommendation X.7atm: “Interworking between PSPDNs via B-ISDN”; see COM 7-53 (Q.6/7 and Q.9/7)

Summary

This Recommendation defines the procedures for interworking case of concatenation of PSDTSs via B-ISDN. It includes reference configurations, protocol stacks and detailed signalling procedures. The Recommendation may be used in the case where packet-switched links between networks providing PSDTS services are transferred over B-ISDN networks as backbone networks.

Draft revised Recommendation X.134: “Portion boundaries and packet layer reference events: basis for defining packet-switched performance parameters”; see COM 7-7 (Q.2/7)

Summary

Recommendation X.134 provides the performance model for the X.130 series Recommendations on PSPDN performance.

Draft revised Recommendation X.135: “Speed of service (delay and throughput) performance values for public data networks when providing international packet-switched service”; see COM 7-8 (Q.2/7)

Summary

This Recommendation X.135 defines protocol-specific speed of service parameters and values associated with each of the three data communication functions: access, user information, transfer and disengagement.

Draft revised Recommendation X.136: “Accuracy and dependability values for public data networks when providing international packet-switched services”; see COM 7-9 (Q.2/7)

Summary

Recommendation X.136 provides accuracy and dependability parameters and associates worst-case objectives within the X.130 series Recommendations on PSPDN performance.

Draft revised Recommendation X.137: “Availability performance values for public data networks when providing international packet-switched services”; see COM 7-10 (Q.2/7)

Summary

Recommendation X.137 provides availability parameters and associated worst-case objectives within the X.130 series Recommendations on PSPDN performance.

Draft revised Recommendation X.138: “Measurement of performance values for public data networks when providing international packet-switched services”; see COM 7-11 (Q.2/7)

Summary

Recommendation X.138 provides measurement methods for the performance parameters specified in the X.130 series Recommendations on PSPDN performance.

Draft revised Recommendation X.139: “Echo, drop, generator and test DTEs for measurement of performance values in public data networks when providing international packet-switched services”; see COM 7-12 (Q.2/7)

Summary

Recommendation X.139 provides functional specifications for test sets at international packet-switched gateways for evaluation of the performance international portions according to the parameters specified in the X.130 series Recommendations on PSPDN performance.

	Draft Amendment 1 to Recommendation X.144; see COM 7-13 (Q.2/7)

Summary

This Amendment provides a new Annex C to Recommendation X.144: “Annex C: Some relations between Frame-level and ATM-level performance parameters”.

Draft revised Recommendation X.161: “Definition of customer network management services for public data networks”; see COM 7-2 (Q.5/7)

Summary

This Recommendation defines the management services which may be provided to a customer and collectively described as Customer Network Management (CNM). CNM is a service which provides customers with the ability to access (and in some cases modify) management information relating to the services provided to them by the network.

Draft revised Recommendation X.162: “Definition of management information for customer network management service for public data networks to be used with the CNMc interface”; see COM 7-3 (Q.5/7)

Summary

This Recommendation intends to become one of a set of Recommendations for the customer network management service for data networks, which cover the architecture, services, and management information required to achieve such services between a network and a customer.

This Recommendation is, in particular, concerned with the definition of information for the customer network management service, such as managed objects, attributes, name bindings, in the OSI Systems Management context (CMISE).

This Recommendation corresponds to ITU-T Recommendation X.163, which defines management information to be used with the CNMe interface.

Draft Amendment 1 to Recommendation X.213: “Information technology - Open Systems Interconnection - Network service definition - Amendment 1: Addition of the Internet protocol address format identifier”; see COM 7-15 (Q.10/7)

Summary

This Amendment to Recommendation X.213 defines a new Address Format Identifier (AFI) for use when Network Service Access Point (NSAP) addresses and Group Network Addresses (GNAs) are used within Internet standards.

Draft Amendments 1 and 2 to Recommendation X.215:

	Draft Amendment 1 to X.215: “Information technology - Open Systems 	Interconnection - Session service definition - Amendment 1: Nested connections 	functional unit”; see COM 7-22 (Q.22/7)

Summary

The Session service definition defined in ITU-T Rec. X.215 is enhanced to define an optional functional unit which permits additional, independent, nested session connections within an existing session connection. This enhancement will support the reusability of existing application layer standards (each making full, and possibly incompatible, use of the session synchronization services) as components of new application layer standards.

�Draft Amendment 2 to X.215: “Information technology - Open Systems Interconnection - Session service definition - Amendment 2: Efficiency enhancements”; see COM 7-17 (Q.22/7)

Summary

The fast associate (upper layer context identifier) mechanism is an efficiency enhancement which allows a session connection, and the upper layer connection/association it carries to be established using a compressed form of the information that would otherwise be sent on the S-CONNECT exchange. A conceptual parameter is added which summarizes the contents of the user-data of the   S-CONNECT primitives.

	Draft Amendments 1 and 2 to Recommendation X.216:

Draft Amendment 1 to X.216: “Information technology - Open Systems Interconnection - Presentation service definition - Amendment 1: Nested connections functional unit”; see COM 7-20 (Q.22/7)

Summary

The Presentation service definition defined in ITU-T Rec. X.216 is enhanced to define an optional functional unit which permits additional, independent, nested presentation connections within an existing presentation connection. This enhancement will support the reusability of existing application layer standards (each making full, and possibly incompatible, use of the presentation synchronization services) as components of new application layer standards.

Draft Amendment 2 to X.216: “Information technology - Open Systems Interconnection - Presentation service definition - Amendment 2: Efficiency enhancements”; see COM 7-19 (Q.22/7)

Summary

The fast associate (upper layer context identifier) mechanism allows a presentation connection, and the application association it carries to be established using a compressed form of the information that would otherwise be sent on the P-CONNECT exchange. In this amendment, a conceptual parameter is added which summarizes the contents of the user-data of the P-CONNECT primitives.

Draft revised Recommendation X.217: “Information technology - Open Systems Interconnection - Service definition for the Association control service element”; see COM 7-55 (Q.22/7)

Summary

This Recommendation provides the service definition for the Association Control Service Element (ASCE) which is used to establish and release OSI application associations.

�Draft Amendment 1 to Recommendation X.224: “Information technology - Open Systems Interconnection - Protocol for providing the connection-mode transport service - Amendment 1: Relaxation of class conformance requirements and expedited data service feature negotiation”; see COM 7-25 (Q.10/7)

Summary

This amendment introduces optional enhancements to the protocol for providing the connection-mode Transport Service ISO/IEC 8073 | ITU-T X.224, to take into account the requirements of potential OSI users who do not have a need for full implementation, by permitting relaxation of the strict conformance requirements to allow implementation which will never need to support expedited data, or need to operate over connection-mode network service, to still be conformant to ISO/IEC 8073 | ITU-T X.224 without necessarily implementing either or both of these facilities.

	Draft Amendments 1 and 2 to Recommendation X.225:

Draft Amendment 1 to X.225: “Information technology - Open Systems Interconnection - Connection-oriented Session Protocol: Protocol specification - Amendment 1: Session Protocol to support the nested connections functional unit”; see COM 7-18 (Q.22/7)

Summary

The Session Protocol specification defined in ITU-T Rec. X.225 is enhanced to support the establishment of additional, independent, nested session connections within an existing session connection. This enhancement will support the reusability of existing application layer standards (each making full, and possibly incompatible, use of the session synchronization services) as components of new application layer standards.

Draft Amendment 2 to X.225: “Information technology - Open Systems Interconnection - Connection-oriented  Session Protocol: Protocol specification - Amendment 2: Efficiency enhancements”; see COM 7-21 (Q.22/7)

Summary

This amendment is one of a set of amendments of the OSI upper-layers standards produced to facilitate the interconnection of information processing systems in an open environment where efficiency of communications is paramount. Such efficiencies include:

a)	reduction in the overhead needed to encode control information for use in bandwidth-limited environments (such as radio links) or processing-limited systems (such as switching systems);

reduction in the delay to set-up the association between the communicating applications so that data transfer can begin expeditiously;

reduction in the support of unneeded functionality in certain environments where the communications requirements of the applications are limited.

This amendment modifies the connection-oriented Session Protocol to support the “fast-associate” mechanism for establishing session and higher layer connections and also specifies the short-encoding and null-encoding protocol mechanisms. The fast-associate mechanism allows the exchange of an identifier, and associated parameters that allow establishment of the session and higher-layer connections (and associations) with any specified set of options. The short-encoding option provides alternative, and much smaller protocol control information for the most commonly occurring session protocol data units. The null-encoding option eliminates session protocol in the data transfer phase completely and can be selected when the session user has no requirements for orderly release of the session connection and no session layer addressing information needs to be exchanged. A special form of the fast-associate mechanism can be used indicate that the null-encoding will be used.

(The null-encoding, and the special form of fast-associate (involving the short-connect SPDU) is specified in the ITU-T Recommendation X.225, Amendment 1).

	Draft Amendments 1 and 2 to Recommendation X.226:

Draft Amendment 1 to X.226: “Information technology - Open Systems Interconnection - Connection-oriented Presentation Protocol: Protocol specification - Amendment 1: Presentation protocol to support the nested connections functional unit”; see COM 7-16 (Q.22/7)

Summary

The Presentation Protocol specification defined in ITU-T Rec. X.226 is enhanced to support the establishment of additional, independent, nested presentation connections within an existing presentation connection. This enhancement will support the reusability of existing application layer standards (each making full, and possibly incompatible, use of the session synchronization services) as components of new application layer standards.

Draft Amendment 2 to X.226: “Information technology - Open Systems Interconnection - Connection-oriented Presentation Protocol: Protocol specification - Amendment 2: Efficiency enhancements”; see COM 7-23 (Q.22/7)

Summary

This amendment defines several efficiency options.

The fast associate mechanism defines the construction of the User summary parameter of the            S-CONNECT primitives from the semantics of the presentation CP PPDU fields.

This amendment describes a protocol option which defines an alternative header encoding for the user-data of most presentation primitives when this contains only one presentation data value. When used in combination with the session short-encoding option, it minimises the overhead for this common case, without loss of overall function, as the short encoding can be freely mixed with the non-compressed encodings.

The nominated context Presentation Protocol option allows for the “simple-encoding” CHOICE for the presentation user-data to be used for one of the presentation contexts of the defined context set (DCS) even when there are many elements in the DCS. This allows a significant reduction in the Presentation Protocol control information (pci) overhead for any application that send most of its data in the same presentation context without any loss of functionality.

In another efficiency option, the use of the Packed Encoding Rules (PER) for the Presentation Protocol allows the full range of values for the Presentation Protocol to be conveyed with a smaller overhead in terms of the bits to be sent.

�Draft revised Recommendation X.227: “Information technology - Open Systems Interconnection - Connection-oriented protocol for the association control service element”; see COM 7-56 (Q.22/7)

Summary

This Recommendation provides the protocol specification for the Association Control Service Element (ACSE) connection-mode service defined in Recommendation X.217. This protocol is used to establish and release OSI application associations.

Draft revised Recommendation X.233: “Information technology - Protocol for providing the connectionless-mode network service”; see COM 7-24 (Q.10/7)

Summary

This Recommendation specifies a protocol which is used to provide a connectionless-mode service as defined in the network service definition and associated management functions. The specification consists of the protocol mechanisms and PDU structure for the exchange of data between end systems and intermediate systems using connectionless data transfers. The protocol defines: data transfer, error reporting and echo function.

The Recommendation includes a description of the mapping from the protocol operation onto a generalized OSI data link service which can be used in conjunction with real subnetworks.

Draft revised Recommendation X.237: “Information technology - Open Systems Interconnection - Connectionless protocol specifications for the association control service element: Protocol specification”; see COM 7-57 (Q.22/7)

Summary

This Recommendation provides the protocol for the OSI connectionless-mode ACSE service which is defined in ITU-T Recommendation X.217.

(Note by the TSB - After the approval of this text, a new version of X.237 including Amendment 1 approved on 5 October 1996 will be published.)

Draft Technical Corrigendum 1 to Recommendation X.402: “Information technology - Message Handling Systems (MHS): Overall architecture - Technical Corrigendum 1”; see COM 7-29 (Q.14/7)

	Draft modifications to Recommendation X.411:

Draft Technical Corrigendum 1 to X.411: “Information technology - Message Handling Systems (MHS): Message transfer system: Abstract service definition and procedures - Technical Corrigendum 1”; see COM 7-30 (Q.14/7)

Draft Addendum 1 to X.411: “Information technology - Message Handling Systems (MHS): Message transfer system: Abstract service definition and procedures - Addendum 1: Enhancements to support new element of service B.125 defined in Rec. X.400 (1996)”; see COM 7-26 (Q.14/7)

�Summary

This Addendum 1 to Recommendation X.411 provides extensions to support the new element of service B.125 defined in Recommendation X.400 (1996).

Draft Amendment 1 to X.411: “Information technology - Message Handling Systems (MHS): Message transfer system: Abstract service definition and procedures - Amendment 1: New MTS values of error codes for security”; see COM 7-34 (Q.14/7)

Summary

This Amendment defines a set of enhancements to support new security error conditions and code values.

	Draft modifications to Recommendation X.413:

Draft Technical Corrigendum 1 to X.413: “Information technology - Message Handling Systems (MHS): Message store - Abstract service definition - Technical Corrigendum 1”; see   COM 7-31 (Q.14/7)

Draft Addendum 1 to X.413: “Information technology - Message Handling Systems (MHS) - Message store - Abstract service definition - Addendum 1: Enhancements to support new elements of service B.125 defined in Rec. X.400 (1996)”; see COM 7-27 (Q.14/7)

Summary

This Addendum 1 provides extensions to support new service B.125 defined in Rec. X.400 (1996).

Draft Amendment 1 to X.413: “Information technology - Message Handling Systems (MHS) - Message store - Abstract service definition - Amendment 1: MS security error code enhancements and other enhancements”; see COM 7-35 (Q.14/7)

Summary

This Amendment provides:

-	Implementation of security error code extensions to support newly identified security rejection reasons that may occur during the execution of the MS Bind abstract operation, and

-	Enhancement to change the value of the MS retrieval status attribute.

Draft Technical Corrigendum 1 to Recommendation X.419: “Information technology - Message Handling Systems (MHS): Protocol specifications - Technical Corrigendum 1”; see COM 7-32 (Q.14/7)

	Draft modifications to Recommendation X.420:

Draft Technical Corrigendum 1 to X.420: “Information technology - Message Handling Systems (MHS) - Interpersonal messaging system - Technical Corrigendum 1”; see COM 7-33 (Q.14/7)

Draft Addendum 1 to X.420: “Information technology - Message Handling Systems (MHS) - Interpersonal messaging system - Addendum 1: Enhancements to support new services”; see COM 7-28 (Q.14/7)

Summary

This Addendum 1 provides extensions to implement the new Elements of Service defined in X.400 (1996), contained in B.123 - B.131.

Draft Amendment 1 to X.420: “Information technology - Message Handling Systems (MHS) - Interpersonal messaging system - Amendment 1: Enhanced IPM security error diagnostic codes”; see COM 7-36 (Q.14/7)

Summary

This Amendment defines an extended set of ASN.1 Integer values for IPM security error diagnostic codes.

Draft new Recommendation X.446: “Common messaging call API”; see COM 7-37 (Q.14/7)

Summary

This document specifies a simple call interface through which messaging-reliant applications may invoke the services of MHS across a standardized programming interface. The document was generated cooperatively with the XAPI Association and defines the application programming interface being implemented for MHS by the world’s major vendors and service providers.

Draft new Recommendation F.vmi: “Operational requirements for the interconnection of voice mail store-and-forward units”; see COM 7-38 (Q.16/7)

Summary

This Recommendation describes the general principles and operational aspects of the voice mail store and forward service defined in Rec. F.vmsf when operated and interconnected between service providers. It also addresses the elements of service offered by voice mail store and forward units (Voice SFUs) to its direct user, a voice mail system, and between Voice SFUs.

This service is designed to be implemented in conjunction with Rec. F.vmsf which describes the voice mail store and forward service.

Draft new Recommendation F.vmsf: “Service and operational requirements of the voice mail store-and-forward service”; see COM 7-39 (Q.16/7)

Summary

This Recommendation defines the general principles and basic operational requirements of the Voice Mail Store and Forward service provided by service providers using computer-controlled voice mail systems and Voice Mail store-and-forward units (Voice SFU). Although voice mail system access will be, predominantly, from within the same country in which the Voice SFU is situated, this Recommendation sets out the minimum service requirements that should be fulfilled to allow international extension of the service. International extension of this service is achieved by the interconnection with one or more other Voice SFUs, across national boundaries using automated transit facilities for the purpose of transfer and delivery of voice mail messages.

�Draft revised Recommendation X.500: “Information technology - Open Systems Interconnection - The Directory: Overview of concepts, models and services”; see COM 7-60 (Q.15/7)

Summary

This Recommendation introduces the concepts of the Directory and the DIB (Directory Information Base) and overview the services and capabilities which they provide.

Draft revised Recommendation X.501: “Information technology - Open Systems Interconnection - The Directory: Models”; see COM 7-61 (Q.15/7)

Summary

This Recommendation provides a number of different models for the Directory as a framework for the other Recommendations in the X.500 series. The models are the overall (functional) model, the administrative authority model, generic Directory Information models providing Directory User and Administrative User view on Directory information, generic Directory Systems Agent (DSA) and DSA information models and Operational Framework and a security model.

Draft revised Recommendation X.509: “Information technology - Open Systems Interconnection - The Directory: Authentication framework”; see COM 7-62 (Q.15/7)

Summary

This Recommendation defines a framework for the provision of authentication services by Directory to its users. It describes two levels of authentication: simple authentication, using a password as a verification of claimed identity; and strong authentication, involving credentials formed using cryptographic techniques. While simple authentication offers some limited protection against unauthorized access, only strong authentication should be used as the basis for providing secure services.

Draft revised Recommendation X.511: “Information technology - Open Systems Interconnection - The Directory: Abstract service definition”; see COM 7-63 (Q.15/7)

Summary

This Recommendation defines in an abstract way the externally visible service provided by the Directory, including bind and unbind operations, read operations, search operations, modify operations and errors.

Draft revised Recommendation X.518: “Information technology - Open Systems Interconnection - The Directory: Procedures for distributed operation”; see COM 7-64 (Q.15/7)

Summary

This Recommendation specifies the procedures by which the distributed components of the Directory interwork in order to provide a consistent service to its users.

�Draft revised Recommendation X.519: “Information technology - Open Systems Interconnection - The Directory: Protocol specifications”; see COM 7-65 (Q.15/7)

Summary

This Recommendation specifies the Directory Access Protocol, the Directory System Protocol, the Directory Information Shadowing Protocol and the Directory Operational Binding Management Protocol fulfilling the abstract services specified in Recommendations X.501, X.511, X.518 and X.525.

Draft revised Recommendation X.520: “Information technology - Open Systems Interconnection - The Directory: Selected attribute types”; see COM 7-66 (Q.15/7)

Summary

This Recommendation defines a number of attribute types and matching rules which may be found useful across a range of applications of the Directory. One particular use for many of the attributes defined is in the formation of names, particularly for the classes of object defined in Recommendation X.521.

Draft revised Recommendation X.521: “Information technology - Open Systems Interconnection - The Directory: Selected object classes”; see COM 7-67 (Q.15/7)

Summary

This Recommendation defines a number of selected object classes and name forms which may be found useful across a range of applications of the Directory. An object class definition specifies the attribute types which are relevant to the objects of that class. A name form definition specifies the attributes to be used in forming names for the objects of a given class.

Draft revised Recommendation X.525: “Interconnection technology - Open Systems Interconnection - The Directory: Replication”; see COM 7-68 (Q.15/7)

Summary

This Recommendation specifies a shadow service which DSAs may use to replicate Directory information. The service allows Directory information to be replicated among DSAs to improve service to Directory users, and provides for the automatic updating of this information.

Draft new Recommendation X.530: “Information technology - Open Systems Interconnection - The Directory: Use of systems management for administration of the Directory”; see COM 7-59 (Q.15/7)

Summary

The Directory may support open systems applications such as message handling systems, file transfer, access, and management (FTAM) systems, and transaction processing systems. Therefore, the Directory system may be manageable from an integrated system management platform.

The purpose of Directory management is to assure that needed, accurate Directory information is available to users as scheduled with the expected response time, integrity, security, and level of consistency. Furthermore, systems management may be accomplished with the minimum burden on processing time and memory on platforms and the communications system.

This Recommendation describes the requirements for Directory management, and analyses these requirements to identify those that may be realised by OSI System Management services (and protocols), those that are realised by Directory services (and protocols), and those that are realised by local means.

Draft Amendment 2 to Recommendation X.660: “Information Technology - Open Systems Interconnection - Procedures for the Operation of OSI Registration Authorities: General Procedures - Amendment 2: Incorporation of the root arcs of the object identifier tree”; see COM 7-40 (Q.21/7)

Summary

Amendment 2 for Rec. X.660 identifies the text that is to be moved or copied from Rec. X.680 to Rec. X.660, in particular the text that pertains to general registration principles and registration aspects of object ID naming, including the specification of the top level arcs of registration-hierarchical-name-tree.

Draft new Recommendation X.662: “Information technology - Open Systems Interconnection - Procedures for the Operation of OSI Registration Authorities: Registration of values of RH-name-tree components for joint ISO and ITU-T use”; see COM 7-41 (Q.21/7)

Summary

This Recommendation specifies the procedures for operating the International Registration Authority for assignment of values to RH-name-tree components for joint ISO-ITU-T use.

Draft revised Recommendation X.666: “Information technology - Open Systems Interconnection - Procedures for the Operation of OSI Registration Authorities assignment of international names for use in specific contexts”; see COM 7-42 (Q.21/7)

Summary

This Recommendation specifies procedures for registration authorities that are responsible for the assignment to international organizations of names that are globally unambiguous in the context of: O/R addresses, Directory names and Object identifiers.

	Draft modifications to Recommendation X.701; see COM 7-43 (Note)

Summary

The modifications proposed include the proposed Technical Corrigendum to X.701 and the draft Amendment 2 to X.701 on Management domains architecture.

Draft Amendment 1 to Recommendation X.721: “Information technology - Open Systems Interconnection - Structure of management information: Definition of management information - Amendment 1: Enhanced event control”; see COM 7-44 (Note)

Summary

Recommendation X.721 (*) provides control over the sending of event reports, such as an equipment failure report, traffic threshold violation etc., between an operations system (OS) or network element (NE) and an OS that has responsibility to take action on receipt of the report. It does not cater for cases where completion of delivery of the event report is not possible. For example a failure in a management network (e.g. a TMN) due to a communications failure of the inability of a receiving OS to accept the report will cause the loss of that report. In practice because event reports are crucial to effective network operation there will likely be a non standard means to handle the inability to deliver the report. The ability to control the flow of event reports using standard X.700 based messages when problems do occur in the management network (OS or communications) is thus crucial to the effective interoperable management of a network. This amendment to Recommendation X.721 (*) caters for the need to control event reports under the type of failure conditions described. When events do occur the event report can be held at the sending system and handled according to a policy defined in the amendment. This includes forwarding to an OS when the management network failure has cleared or discarded the report. A reason to discard could be because the affect of delay mitigates the benefit in sending the report later.

* Recommendation X.734 Amendment 2 is associated with this amendment.

	Draft Amendments 2 and 3 to Recommendation X.722 (Note):

Draft Amendment 2 to Rec. X.722: “Information technology - Open Systems Interconnection - Structure of management information: Guidelines for the definition of managed objects - Amendment 2: Addition of the NO-MODIFY syntax element and guidelines extension”; see COM 7-45

Summary

This Amendment describes rules for specifications of management information based on the X.700 series to evolve to the use of ASN.1:1994 from ASN.1:1990. The key role provided by the Guidelines is to provide a common and consistent means to do this so that product developers are provided with a single way in the Recommendations they use for product instead of a plethora of ways.

Draft Amendment 3 to Rec. X.722: “Information technology - Open Systems Interconnection - Structure of management information: Guidelines for the definition of managed objects - Amendment 3: Guidelines for the use of Z in formalizing the behaviour of managed objects”; see COM 7-46

Summary

This Amendment contains a technical guide on the use of the Z language for defining the behaviour of managed objects which support OSI management interworking. It is informative and not normative. It does not require Formal Definition Techniques (FDTs) to be used to specify MO behaviour. If FDTs are to be used, it does not require Z to be used; other languages such as SDL are also suitable. Even if Z is to be used, other ways of specifying MO behaviour are possible.

Formal specifications of MO behaviour can be directly valuable because they are clear and unambiguous. The act of producing a formal specification forces the details of the behaviour to be analysed closely. Thus it can also be used as a tool to identify and correct ambiguities in a specification that will remain primarily in natural language. For these reasons formal specification can be useful to improve behaviour specification.

The Amendment contains an illustrative example that demonstrates current best practice. It aims to establish a common basis and understanding of this particular formal approach which will help achieve consistency in similar developments. It should provide a useful starting point for GDMO users wishing to use Z to improve their behaviour specifications.

Draft Amendment 2 to Recommendation X.734: “Information technology - Open Systems Interconnection - System management: Event Report management function - Amendment 2: Enhanced event control”; see COM 7-47 (Note)

Summary

Recommendation X.734 (*) provide control over the sending of event reports, such as an equipment failure report, traffic threshold violation etc., between an operations system (OS) or network element (NE) and an OS that has responsibility to take action on receipt of the report. It does not cater for cases where completion of delivery of the event report is not possible. For example a failure in a management network (e.g. a TMN) due to a communications failure of the inability of a receiving OS to accept the report will cause the loss of that report. In practice because event reports are crucial to effective network operation there will likely be a non standard means to handle the inability to deliver the report. The ability to control the flow of event reports using standard X.700 based messages when problems do occur in the management network (OS or communications) is thus crucial to the effective interoperable management of a network. This amendment to Recommendation X.734 (*) caters for the need to control event reports under the type of failure conditions described. When events do occur the event report can be held at the sending system and handled according to a policy defined in the amendment. This includes forwarding to an OS when the management network failure has cleared or discarding the report. A reason to discard could be because the affect of delay mitigates the benefit in sending the report later.

* Recommendation X.721 Amendment 1 is associated with this amendment.

Draft Amendment 2 to Recommendation X.738: “Information technology - Open Systems Interconnection - Systems Management: Summarization function - Amendment 2: Enhanced scanner objects”; see COM 7-54 (Note)

Summary

This Recommendation defines additional scanning objects for collecting performance related management information. The additions include the ability to collect information from a single source (for example in an ATM context ATM cells handled by a switch) at several points in time and collection from several sources at one time. These additions are important for effective network planning and Quality of Service purposes as they will ensure network planner with enhanced means to collect statistical information using standard X.700 based messages between an operations systems (OS) and other OS or network elements (NE).

Draft Amendment 1 to Recommendation X.739: “Information technology - Open Systems Interconnection - Systems Management: Metric Objects and Attributes - Amendment 1 (ICS proformas)”; see COM 7-58 (Note)

Summary

Recommendation X.739 provides many possible options for implementors to choose from in the development of a product. This means that an operations system (OS) product from one vendor needing to interwork with an OS product from another vendor must be developed to some common and explicit agreement both developers use concerning the actual options to be developed in their software products for X.739 based messages. This amendment provides a means to specify message options in such a way that the later documentation of actual options chosen for product can be more explicit. The result is that the time to carry out interoperability tests between an OS from one vendor and an OS from another vendor may be reduced because product developers can be provided with more explicitly message specification.

Draft Technical Corrigendum 1 to Recommendation X.745: “Information technology - Open Systems Interconnection - Systems Management: Test management functions - Technical Corrigendum 1”; see COM 7-48 (Note)

Summary

This technical corrigendum corrects errors that can cause an operations systems (OS) implementor to develop software that will not work correctly with another vendors OS product.

Draft new Recommendation X.749: “Information technology - Open Systems Interconnection - Systems Management: Management domain and management policy management function”; see COM 7-49 (Note)

Summary

Effective management of a network requires that network to be partitioned to cater for both organisational and functional needs. In this context organisational needs take account for example of the need to deploy human resources to some group of network elements (NE) rather than covering all NE’s in a network. Functional needs cater for the need to partition management activity into those concerned with fault handling, performance monitoring; and traffic handling, etc. In practice, both organisational and functional needs will be related. The need within a network is to be able to control flexibly the creation; modification and relationship between these partitions over time and ensure that the policies concerned with the partition are also managed. An example of a policy in this context is: for a group of NE’s to send faults reports to OSx between 08:00 and 18:00 hours and at other times send to Osy. Recommendation X.701 and X.749 provide an X.700 based method for satisfying this need by defining partitions as management domains. Management information and messages are defined to control from an OS the creation of domains and later changes as necessary to that domain using X.700 based messages.

Draft new Recommendation X.901: “Information technology - Basic reference model of open distributed processing - Overview”; see COM 7-4 (Q.24/7)

Summary

This Recommendation is an integral part of the ODP Reference Model. It contains a motivational overview of Open Distributed Processing (ODP), giving scoping, justification and explanation of key concepts, and an outline of the ODP architecture. It contains explanatory material on how this Reference Model is to be interpreted and applied by its users, who may include standards writers and architects of ODP systems. It also contains a categorisation of required areas of standardization expressed in terms of the reference points for conformance identified in ITU-T Rec. X.903 | ISO/IEC 10746-3.

Draft new Recommendation X.904: “Information technology - Open Distributed Processing - Reference Model: Architectural Semantics”; see COM 7-50 (Q.24/7)

Summary

This Recommendation is an integral part of the ODP Reference Model. It contains a formalization of the ODP modelling concepts defined in ITU-T Recommendation X.902 | ISO/IEC 10746-2 clauses 8 and 9. The formalization is achieved by interpreting each concept in terms of the constructs of the different standardized formal description techniques.

Draft new Recommendation X.950: “Information technology - Open Distributed Processing - Trading Function: Specifications”; see COM 7-51 (Q.24/7)

Summary

This Recommendation specifies the ODP Trading Function. The trading function is one of the components of the architecture of the ODP Reference Model defined in ITU-T Rec. X.903 | ISO/IEC 10746-3. The trading function provides the means to offer services and to discover services that have been offered in an ODP system. The field of application of the trading function is any ODP system in which it is required to introduce and discover services incrementally, dynamically and openly.

Draft new Recommendation X.9id: “Information technology - Open Distributed Processing - Interface definition language”; see COM 7-52 (Q.24/7)

Summary

This Recommendation specifies an Interface Definition Language (IDL) for specifications that comply with the computational language defined in the architecture of the ODP Reference Model (ITU-T Rec. X.903 | ISO/IEC 10746-3). The IDL allows the description of object interfaces, together with their operations and associated parameters. It is completely aligned with the CORBA IDL developed by the Object Management Group (OMG).

Draft new Recommendation X.qsf: “Information technology - Quality of Service: Framework”; see COM 7-14 (Q.2/7)

Summary

This Recommendation provides a common basis for the coordinated development and enhancement of a wide range of standards that specify or reference Quality of Service (QoS) requirements or mechanisms. It offers a means of developing or enhancing standards relating to QoS and provides concepts and terminology that will assist in maintaining the consistency of related standards.











(Note: The WTSC-96 decided that the study on TMN and the maintaining on X.700 series be entrusted to ITU-T Study Group 4. Due to the time constraints, with an agreement reached between the Chairmen of Study Groups 4 and 7, which was endorsed by the Director of TSB, the proposed texts of X.700 series as listed above (from 44 to 51) will be approved by Study Group 7 at its meeting in March 1997. Afterwards, all X.700 series texts will be studied or maintained by Study Group 4.)
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ANNEX 2

(to TSB Circular 15)



STATEMENT ON TSB PATENT POLICY

_________________________________



Over the years, the TSB has developed a "code of practice" regarding intellectual property rights (patents) covering, in varying degrees, the subject matters of  ITU-T Recommendations* . The rules of this "code of practice" are simple and straightforward - Recommendations are drawn up by telecommunications and not patent experts; thus, they may not necessarily be very familiar with the complex international legal situation of intellectual property rights such as patents, etc.

ITU-T Recommendations are non-binding international standards. Their objective is to ensure compatibility of international telecommunications on a world-wide basis. To meet this objective, which is in the common interests of all those participating in international telecommunications (network and service providers, suppliers, users) it must be ensured that Recommendations, their applications, use, etc. are accessible to everybody. It follows therefore that a commercial (monopolistic) abuse by a holder of a patent embodied fully or partly in a Recommendation must be excluded. To meet this requirement in general is the sole objective of the TSB code of practice. The detailed arrangements arising from patents (licensing, royalties, etc.) are being left to the parties concerned, as these arrangements might differ from case to case.

This code of practice may be summarized as follows (it should be noted that ISO operates in a very similar way):

1	The TSB is not in a position to give authoritative or comprehensive information about evidence, validity or scope of patents or similar rights, but it is desirable that the fullest available information should be disclosed. Therefore, any ITU-T member organization putting forward a standardization proposal should, from the outset, draw the TSB attention to any known patent or to any known pending patent application, either their own or of other organizations, although the TSB is unable to verify the validity of any such information.

2	If an ITU-T Recommendation is developed and such information as referred to in paragraph 1 has been disclosed, three different situations may arise:

2.1	The patent holder waives his rights; hence, the Recommendation is freely accessible to everybody, subject to no particular conditions, no royalties are due, etc.

2.2	The patent holder is not prepared to waive his rights but would be willing to negotiate licenses with other parties on a non-discriminatory basis on reasonable terms and conditions. Such negotiations are left to the parties concerned and are performed outside the ITU-T.

2.3	The patent holder is not willing to comply with the provisions of either paragraph 2.1 or paragraph 2.2; in such case, no Recommendation can be established.

3	Whatever case applies (2.1, 2.2 or 2.3), the patent holder has to provide a written statement to be filed at the TSB. This statement must not include additional provisions, conditions, or any other exclusion clauses in excess of what is provided for each case in paragraphs 2.1, 2.2 and 2.3.
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Formule de participation  -  Registration Form  -  Formulario de inscripción



CE��Je participe aux Groupes de travail suivants��CE/SG Plen�GT/WP 1�GT/WP 2�GT/WP 3�GT/WP 4�GT/WP 5��SG�7�I participate in the following Working Parties���������CE��Participo en los siguientes Grupos de Trabajo���������

1.	M.  Mme  Mlle

	Mr.  Mrs.  Miss	________________________________________	___________________________________

	Sr.  Sra.  Srta.		(nom / name / apellidos)		(prénom / first name / nombre)



2.�Pays / Country / País��________________________________________________________________��

3.��Administration / Administración�________________________________________________________________��

���Chef de délégation���Adjoint���Délégué�����Head of delegation���Deputy���Delegate�����Jefe de delegación���Suplente���Delegado��

ou  -  or  -  o

�������Exploitation reconnue�����Recognized operating agency�___________________________________________________________����Empresa de explotación reconocida���

��Organisme scientifique ou industriel�����Scientific or industrial organization�___________________________________________________________����Organismo científico o industrial���

��Autre entité s'occupant des questions de télécommunication�����Other entity dealing with telecommunication matters�________________________________________����Otra entidad que se ocupe de cuestiones de telecomunicaciones���

��Organisation régionale et/ou internationale�����Regional and/or International organization�________________________________________________________����Organización regional y/o internacional���

4.�Adresse officielle��______________________________________________________________________________���Official address�����Dirección oficial��______________________________________________________________________________��

�TEL. (office)  __________________________���FAX  _____________________________�TX  _________________���TEL. (private)  _________________________���Email  _____________________________________________________���

5.	Adresse privée pendant la réunion	____________________________________

	Private address during the meeting		TEL.	_____________________

	Dirección privada durante la reunión	____________________________________



6.�Je désire recevoir les documents en�����������I wish to receive the documents in��Français���English���Español���Deseo recibir los documentos en idioma����������

	Signature / Firma   _________________________________		Date / Fecha__________________________



Réservé au TSB / For TSB use only / Para uso exclusivo de la TSB��

Franchise���Section���Casier���

* Formerly CCITT Recommendations.
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