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Geneva, 31 March 2000


Dear Sir/Madam,

1
At the request of the Chairperson of Study Group 7, Data networks and open system communications, I have the honour to inform you that this Study Group, which will meet from 20 to 31 March 2000, intends to apply the procedure described in Resolution 1, Section 8, of the WTSC (Geneva, 1996) for the approval of 36 revised Recommendations and new Recommendations and the deletion of ITU-T Recommendation X.480.

2
The summaries and locations of the draft revised ITU-T Recommendations and new ITU-T Recommendations proposed for approval will be found in Annex 1.

3
Any ITU Member State or Sector Member aware of a patent held by itself or others which may fully or partly cover elements of the draft Recommendations proposed for approval is requested to disclose such information to the TSB, in accordance with TSB patent policy (see Resolution 1, Appendix 1 to Section 8, of the WTSC (Geneva, 1996)).

Available patent information can be accessed on-line via the ITU-T Website.

4
Having regard to the provisions of Resolution 1, Section 8, I should be grateful if you would inform me by 2400 hours UTC on 8 March 2000 whether:

-
your Administration assigns authority to Study Group 7 that these draft revised or new Recommendations should be considered for approval at the Study Group meeting;

-
your Administration approves deletion of ITU-T Recommendation X.480.


Should any Member States be of the opinion that consideration for approval should not proceed, or deletion should not be accepted, they should advise their reasons for disapproving and indicate the possible changes that would facilitate further consideration and approval of the draft revised or new Recommendations or deletion of ITU-T Recommendation X.480.

5
If 70% or more of the replies from Member States support consideration for approval of these draft revised or new Recommendations at the Study Group meeting, and deletion of ITU-T Recommendation X.480, one Plenary session will be devoted on 31 March 2000 to apply the approval procedure.

I accordingly invite your Administration to send a representative to the meeting. The Administrations of Member States of the Union are invited to supply the name of the Head of their delegation. If your Administration wishes to be represented at the meeting by a recognized operating agency, a scientific or industrial organization or another entity dealing with telecommunication matters, the Director should be duly informed, in accordance with Article 19, No. 239, of the Convention of the International Telecommunication Union (Geneva, 1992), as amended by the Plenipotentiary Conference (Kyoto, 1994).

6
The agenda, registration form and all relevant information concerning the Study Group 7 meeting will be available from Collective-letter 6/7.

7
After the meeting, the Director of TSB will notify, in a circular, the decision taken on these Recommendations. This information will also be published in the ITU Notification.

Yours faithfully,

H. Zhao
Director of the Telecommunication
Standardization Bureau

Annex: 1

ANNEX 1

(to TSB Circular 235)

Summaries and locations of draft revised and new Recommendations
to be submitted for approval by Study Group 7
at its meeting on 31 March 2000

1
DRAFT REVISED RECOMMENDATION X.1: “INTERNATIONAL USER CLASSES OF SERVICES IN, AND CATEGORIES OF ACCESS TO, PUBLIC DATA NETWORKS AND INTEGRATED SERVICES DIGITAL NETWORKS (ISDNs)”; see COM 7-216 (Q.1/7)

Summary

This Recommendation describes international user classes of service in, categories of access to, public data networks and Integrated Services Digital Networks (ISDN). Details for leased circuit, circuit-switched, packet-switched, and frame relay data transmission services are provided. This revision includes the access to FRDTS via B-ISDN.

2
DRAFT REVISED RECOMMENDATION X.2: “INTERNATIONAL DATA TRANSMISSION SERVICES AND OPTIONAL USER FACILITIES IN PUBLIC DATA NETWORKS AND ISDNs”; see COM 7-217 (Q.1/7)
Summary

This Recommendation describes international data transmission services (leased circuit, circuit switched, packet switched, and frame relay) and optional user facilities in public data networks and ISDNs. This revision includes optional user facilities for priority and service classes aspects of frame relay data transmission service. The revision also takes into account the addressing aspects connected with the using of E.164 Escape Code “0”.
3
DRAFT REVISED RECOMMENDATION X.3: “PACKET ASSEMBLY/DISASSEMBLY FACILITY (PAD) IN A PUBLIC DATA NETWORK”; see COM 7-246 (Q.8/7)

Summary

This Recommendation describes the functions performed by, and operational characteristics of, the PAD for the start-stop mode DTE. It provides the operation of the PAD depending on the possible values of PAD parameters. This revision includes a new parameter for the selection of the filled packet size and additional PAD service and command signals for Chinese extended dialogue mode.

4
DRAFT AMENDMENT 1 TO RECOMMENDATION X.6: “MULTICAST SERVICE DEFINITION” – AMENDMENT 1: FRAME RELAY PVC MULTICAST SERVICE DEFINITION”; see COM 7-232 (Q.12/7)

Summary

This Amendment describes the optional configurations for Frame Relaying Bearer Service. These configurations are known as Frame Relay Multicast. The definition and description of these configurations are the basis for defining the network capabilities required for the support of multicast service in Frame Relay Networks.

5
DRAFT REVISED RECOMMENDATION X.7: “TECHNICAL CHARACTERISTICS OF DATA TRANSMISSION SERVICES”;
see COM 7-218 (Q.1/7)

Summary

This Recommendation describes the technical characteristics of data transmission services, including leased circuit, circuit switched, packet switched (including ISDN), and frame relay. Technical characteristics include access attributes, interfaces and quality of service parameters. This Recommendation also contains definitions of particular optional user facilities and terminology. This revision includes access to frame relay data transmission service via B-ISDN and some optional user facilities for frame relay.

6
DRAFT REVISED RECOMMENDATION X.24: “LIST OF DEFINITIONS FOR INTERCHANGE CIRCUITS BETWEEN DATA TERMINAL EQUIPMENT (DTE) AND DATA CIRCUIT-TERMINATING EQUIPMENT (DCE) ON PUBLIC DATA NETWORKS”; see COM 7-223 (Q.25/7)

Summary

This Recommendation applies to the functions of the interchange circuits provided at the interface between DTE and DCE of data networks for the transfer of binary data, call control signals and timing signals. This revision introduces a new interchange circuit D, DTE byte timing.

7
DRAFT AMENDMENT 1 TO RECOMMENDATION X.28: “DTE/DCE INTERFACE FOR A START-STOP MODE DATA TERMINAL EQUIPMENT ACCESSING THE PACKET ASSEMBLY/DISASSEMBLY FACILITY (PAD) IN A PUBLIC DATA NETWORK SITUATED IN THE SAME COUNTRY – AMENDMENT 1: EXTENSIONS OF PAD PARAMETER SETTINGS AND PAD SERVICE SIGNALS”; see COM 7-247 (Q.8/7)

Summary

This Amendment to ITU-T Rec. X.28 contains extensions to the PAD parameter settings in line with ITU-T Rec. X.3 (2000). It also includes additional possible PAD service signals text in Chinese for extended dialogue mode.

8
DRAFT REVISED RECOMMENDATION X.36: “INTERFACE BETWEEN DATA TERMINAL EQUIPMENT (DTE) AND DATA CIRCUIT-TERMINATING EQUIPMENT (DCE) FOR PUBLIC DATA NETWORKS PROVIDING FRAME RELAY DATA TRANSMISSION SERVICE BY DEDICATED CIRCUIT”; see COM 7-237 (Q.7/7)

Summary

This Recommendation defines the DTE/DCE interface for public data networks providing frame relay data transmission service by dedicated circuit. It defines frame relay basic service for permanent virtual circuits and switched virtual circuits and frame relay link layer protocol for data transfer. It defines permanent virtual circuits management protocol and signalling for switched virtual circuits. It also defines the following network capabilities: closed user group, reverse charging, transit network selection, transfer and discard priorities and service classes, NSAP support by the network for interworking with ATM networks, multiprotocol encapsulation and selection and fragmentation at the DTE/DCE interface. This revision replaces X.36 (1995) and its Amendments 1, 2 and 3.
9
DRAFT REVISED RECOMMENDATION X.42: “PROCEDURES AND METHODS FOR ACCESSING A PUBLIC DATA NETWORK FROM A DTE OPERATING UNDER CONTROL OF A GENERALIZED POLLING PROTOCOL”; see COM 7-245 (Q.8/7)

Summary

This Recommendation puts forth the definition and framework for providing access to a Public Data Network (PDN) by a DTE operating under the control of a generalized polling protocol, via the use of a Packet Assembly/Disassembly (PAD) device situated within (or associated with) the PDN. The generalized polling environment provides support for access, along with basic requirements necessary within the PAD to enable the selection and modification of the protocol aspect. This Recommendation has been developed in realization that a well-established base of 10s of 1000s of DTEs operating under control of a generalized polled protocol have need to access a PDN. This Recommendation enables these terminals to communicate over the public data network. This work is an expansion on related work undertaken in Recommendations X.8 and X.28.

This revision introduces the definition and framework for higher layer protocol communication.  In particular, this will allow Internet Protocol enabled (IP) devices, to access their corresponding networks over the generalized polling protocol.

10
DRAFT REVISED RECOMMENDATION X.76: “NETWORK-TO-NETWORK INTERFACE BETWEEN PUBLIC NETWORKS PROVIDING PVC AND/OR SVC FRAME RELAY DATA TRANSMISSION SERVICE”; see COM 7-231 (Q.9/7)

Summary

This Recommendation describes the frame relay network-to-network interface intended for the interconnection of public networks providing PVC and/or SVC Frame Relay Data Transmission Service. The signalling at the NNI for frame relay SVC is applicable to Integrated Services Digital Networks (ISDN) supporting Recommendation Q.933 at the user-network interface and to Public Data Networks supporting ITU-T Rec. X.36 at the DTE/DCE interface. Details of physical layer, data transfer and signalling procedures are provided.  This revision replaces X.76 (1995) and its Amendments 1 and 2. 

11
DRAFT REVISED RECOMMENDATION X.96: “CALL PROGRESS SIGNALS IN PUBLIC DATA NETWORKS”; see COM 7-219 (Q.1/7)

Summary

This Recommendation identifies and categorizes call progress signals used in public data networks. This revision slightly restructures the text and adds call progress signals for frame relay data networks. Call progress signals for circuit switching are not changed and call progress signals for packet switching are slightly corrected.

12
DRAFT REVISED RECOMMENDATION X.162: “DEFINITION OF MANAGEMENT INFORMATION FOR CUSTOMER NETWORK MANAGEMENT SERVICE FOR PUBLIC DATA NETWORKS TO BE USED WITH THE CNMc INTERFACE”; see COM 7-235 (Q.5/7)

Summary

This Recommendation is one of a set of Recommendations for the customer network management service for data networks, which cover the architecture, services, and management information required to achieve such services between a network and a customer.

This Recommendation is, in particular, concerned with the definition of information for the customer network management service, such as managed objects, attributes, name bindings, in the OSI Systems Management context (CMISE).

This Recommendation corresponds to ITU-T Rec. X.163, which defines management information to be used with the CNMe interface.

13
DRAFT NEW RECOMMENDATION X.171: “NETWORK-NETWORK MANAGEMENT SERVICES FOR DATA NETWORKS”; see COM 7-236 (Q.5/7)

Summary

This Recommendation defines management services exchanged at the boundary between two networks based on the Network-Network Management (NNM) architecture defined in ITU-T Rec. X.170. The defined management services are generic and can be applied to many kinds of service networks. They are described irrespective of underlying management protocols.

14
DRAFT AMENDMENT 2 TO RECOMMENDATION X.213: “INFORMATION TECHNOLOGY - OPEN SYSTEMS INTERCONNECTION - NETWORK SERVICE DEFINITION - AMENDMENT 2: ADDITION OF THE AUTHORITY AND FORMAT IDENTIFIER FOR ITU-T INTERNATIONAL NETWORK DESIGNATORS”; see COM 7-222 (Q.3/7 and Q.10/7)

Summary

This Amendment to ITU-T Rec. X.213 | ISO/IEC 8348 defines a new Authority and Format Identifier (AFI) for use when Network Service Access Point (NSAP) addresses and Group Network Addresses (GNAs) are based on International Network Designators assigned by ITU-T in accordance with ITU-T Rec. E.191.

15
DRAFT TECHNICAL CORRIGENDUM 1 TO
RECOMMENDATION X.215; see COM 7-228 (Q.22/7)

16
DRAFT TECHNICAL CORRIGENDUM 1 TO
RECOMMENDATION X.225; see COM 7-229 (Q.22/7)

17
DRAFT TECHNICAL CORRIGENDUM 1 TO
RECOMMENDATION X.228; see COM 7-230 (Q.22/7)

18
DRAFT NEW RECOMMENDATION X.329: “GENERAL ARRANGEMENTS FOR INTERWORKING BETWEEN NETWORKS PROVIDING FRAME RELAY DATA TRANSMISSION SERVICES AND B-ISDN”; see COM 7-233 (Q.6/7)

Summary

This Recommendation defines general arrangements for interworking between networks providing Frame Relay Data Transmission Services (FRDTS) and B-ISDN.  It includes reference configurations, protocol stacks, FR/ATM element mapping and other general arrangements required for various interworking scenarios between the two types of networks.  In particular, it focuses on the cases where dedicated Frame Relay networks are involved in such interworking scenarios.

19
RECOMMENDATION X.480 (1992): “MESSAGE HANDLING SYSTEMS AND DIRECTORY SERVICES - CONFORMANCE TESTING”


For deletion as it references documents that have been deleted by the ITU.

20
DRAFT AMENDMENT 1 TO RECOMMENDATION X.500: “INFORMATION TECHNOLOGY – OPEN SYSTEMS INTERCONNECTION – THE DIRECTORY: OVERVIEW OF CONCEPTS, MODELS AND SERVICES – AMENDMENT 1: ENHANCEMENTS FOR THE SUPPORT OF ITU-T RECOMMENDATION F.510”; see COM 7-257 (Q.15/7)

Summary

This Amendment to ITU-T Rec. X.500 | ISO/IEC 9594-1 provides extensions to the overview of concepts, models, and services of the Directory to support requirements expressed in ITU-T Rec. F.510.

21
DRAFT MODIFICATIONS TO RECOMMENDATION X.501

21.1
DRAFT AMENDMENT 1 TO RECOMMENDATION X.501: “INFORMATION TECHNOLOGY – OPEN SYSTEMS INTERCONNECTION – THE DIRECTORY: MODELS – AMENDMENT 1: ENHANCEMENTS FOR THE SUPPORT OF ITU-T RECOMMENDATION F.510 AND MAPPING OF DIRECTORY PROTOCOLS ONTO TCP/IP”; see COM 7-258 (Q.15/7)

Summary

This Amendment to ITU-T Rec. X.501 | ISO/IEC 9594-2 provides extensions to the models of the Directory:

-
to support requirements expressed in ITU-T Rec. F.510; and

-
to specify a simple mapping of Directory protocols onto TCP/IP.

21.2
DRAFT TECHNICAL CORRIGENDUM 1 TO
RECOMMENDATION X.501; see COM 7-251 (Q.15/7)

22
DRAFT MODIFICATIONS TO RECOMMENDATION X.509

22.1
DRAFT AMENDMENT 1 TO RECOMMENDATION X.509: “INFORMATION TECHNOLOGY – OPEN SYSTEMS INTERCONNECTION – THE DIRECTORY: AUTHENTICATION FRAMEWORK – AMENDMENT 1: CERTIFICATE EXTENSIONS”; see COM 7-248 (Q.15/7)

Summary

This Amendment to ITU-T Rec. X.509 | ISO/IEC 9594-8 defines a framework for public-key certificates and attribute certificates. These frameworks may be used by other standards bodies to profile their application to Public Key Infrastructures (PKI) and Privilege Management Infrastructures (PMI).

22.2
DRAFT TECHNICAL CORRIGENDUM 1 TO
RECOMMENDATION X.509; see COM 7-249 (Q.15/7)

Further to the approval of Amendment 1 to Recommendation X.509 (published in
COM 7-248) and of Technical Corrigendum 1 to Recommendation X.509 (published in COM 7-249), Study Group 7 proposes the approval of a consolidated version of Recommendation X.509 (published in COM 7-250) comprising the text in force (1997), Amendment 1 and Technical Corrigendum 1 (see above).

22.3
DRAFT REVISED RECOMMENDATION X.509: “INFORMATION TECHNOLOGY – OPEN SYSTEMS INTERCONNECTION – THE DIRECTORY: PUBLIC-KEY AND ATTRIBUTE CERTIFICATE FRAMEWORKS”; see COM 7-250 (Q.15/7)

Summary

This Recommendation | International Standard defines a framework for the provision of authentication services by Directory to its users. It describes two levels of authentication: simple authentication, using a password as a verification of claimed identity; and strong authentication, involving credentials formed using cryptographic techniques. While simple authentication offers some limited protection against unauthorized access, only strong authentication should be used as the basis for providing secure services. This Recommendation | International Standard also defines a framework for public-key certificates and attribute certificates. These frameworks may be used by other standards bodies to profile their application to Public Key Infrastructures (PKI) and Privilege Management Infrastructures (PMI).
23
DRAFT MODIFICATIONS TO RECOMMENDATION X.511

23.1
DRAFT AMENDMENT 1 TO RECOMMENDATION X.511: “INFORMATION TECHNOLOGY – OPEN SYSTEMS INTERCONNECTION – THE DIRECTORY: ABSTRACT SERVICE DEFINITION – AMENDMENT 1: ENHANCEMENTS FOR THE SUPPORT OF ITU-T RECOMMENDATION F.510”; see COM 7-259 (Q.15/7)

Summary

This Amendment to ITU-T Rec. X.511 | ISO/IEC 9594-3 provides extensions to the abstract service definition of the Directory to support requirements expressed in ITU-T Rec. F.510.

23.2
DRAFT TECHNICAL CORRIGENDUM 1 TO
RECOMMENDATION X.511; see COM 7-252 (Q.15/7)

24
DRAFT MODIFICATIONS TO RECOMMENDATION X.518

24.1
DRAFT AMENDMENT 1 TO RECOMMENDATION X.518: “INFORMATION TECHNOLOGY – OPEN SYSTEMS INTERCONNECTION – THE DIRECTORY: PROCEDURES FOR DISTRIBUTED OPERATION – AMENDMENT 1: ENHANCEMENTS FOR THE SUPPORT OF ITU-T RECOMMENDATION F.510”; see COM 7-260 (Q.15/7)

Summary

This Amendment to ITU-T Rec. X.518 | ISO/IEC 9594-4 provides extensions to the procedures for distributed operation of the Directory to support requirements expressed in ITU-T Rec. F.510.

24.2
DRAFT TECHNICAL CORRIGENDUM 1 TO
RECOMMENDATION X.518; see COM 7-253 (Q.15/7)

25
DRAFT MODIFICATIONS TO RECOMMENDATION X.519

25.1
DRAFT AMENDMENT 1 TO RECOMMENDATION X.519: “INFORMATION TECHNOLOGY – OPEN SYSTEMS INTERCONNECTION – THE DIRECTORY: PROTOCOL SPECIFICATIONS – AMENDMENT 1: SUPPORT OF ITU-T RECOMMENDATION F.510, OF UTF8 ENCODING AND MAPPING OF DIRECTORY PROTOCOLS ONTO TCP/IP”;
see COM 7-261 (Q.15/7)

Summary

This Amendment to ITU-T Rec. X.519 | ISO/IEC 9594-5 provides extensions to the protocol specifications of the Directory:

-
to support requirements expressed in ITU-T Rec. F.510;

-
to support the UTF8 encoding of the ISO/IEC 10646 character set; and

-
to specify a simple mapping of Directory protocols onto TCP/IP.

25.2
DRAFT TECHNICAL CORRIGENDUM 1 TO
RECOMMENDATION X.519; see COM 7-254 (Q.15/7)

26
DRAFT MODIFICATION TO RECOMMENDATION X.520

26.1
DRAFT AMENDMENT 1 TO RECOMMENDATION X.520: “INFORMATION TECHNOLOGY – OPEN SYSTEMS INTERCONNECTION – THE DIRECTORY: SELECTED ATTRIBUTE TYPES – AMENDMENT 1: ENHANCEMENTS FOR THE SUPPORT OF ITU-T RECOMMENDATION F.510, AND OF UTF8 ENCODING”; see COM 7-262 (Q.15/7)

Summary

This Amendment to ITU-T Rec. X.520 | ISO/IEC 9594-6 provides extensions to the selected attribute types of the Directory:

-
to support requirements expressed in ITU-T Rec. F.510; and

-
to support the UTF8 encoding of the ISO/IEC 10646 character set.

26.2
DRAFT TECHNICAL CORRIGENDUM 1 TO
RECOMMENDATION X.520; see COM 7-255 (Q.15/7)

27
DRAFT AMENDMENT 1 TO RECOMMENDATION X.521: “INFORMATION TECHNOLOGY – OPEN SYSTEMS INTERCONNECTION – THE DIRECTORY: SELECTED OBJECT CLASSES – AMENDMENT 1: ENHANCEMENTS FOR THE SUPPORT OF ITU-T RECOMMENDATION F.510, AND FOR CERTIFICATE EXTENSIONS”; see COM 7-263 (Q.15/7)

Summary

This Amendment to ITU-T Rec. X.521 | ISO/IEC 9594-7 provides extensions to the selected object classes of the Directory:

-
to support requirements expressed in ITU-T Rec. F.510; and

-
to support enhancements for public key certificate and attribute certificate frameworks extensions and certificate revocation.

28
DRAFT MODIFICATIONS TO RECOMMENDATION X.525

28.1
DRAFT AMENDMENT 1 TO RECOMMENDATION X.525: “INFORMATION TECHNOLOGY – OPEN SYSTEMS INTERCONNECTION – THE DIRECTORY: REPLICATION – AMENDMENT 1: ENHANCEMENTS FOR THE SUPPORT OF ITU-T RECOMMENDATION F.510”; see COM 7-264 (Q.15/7)

Summary

This Amendment to ITU-T Rec. X.525 | ISO/IEC 9594-9 provides extensions to the replication of the Directory to support requirements expressed in ITU-T Rec. F.510.

28.2
DRAFT TECHNICAL CORRIGENDUM 1 TO
RECOMMENDATION X.525; see COM 7-256 (Q.15/7)
29.
DRAFT TECHNICAL CORRIGENDUM 2 TO
RECOMMENDATION X.680; see COM 7-241 (Q.22/7)

30.
DRAFT TECHNICAL CORRIGENDUM 1 TO
RECOMMENDATION X.682; see COM 7-243 (Q.22/7)

31
DRAFT AMENDMENT 1 TO RECOMMENDATION X.904: “INFORMATION TECHNOLOGY - OPEN DISTRIBUTED PROCESSING - REFERENCE MODEL: ARCHITECTURAL SEMANTICS - AMENDMENT 1: COMPUTATIONAL FORMALIZATION”; see COM 7-226 (Q.24/7)

Summary

This Amendment to ITU-T Rec. X.904 | ISO/IEC 10746-4 refines and extends the ODP architectural semantics with a formalization of the computational language of the Reference Model for ODP. The computational language of the RM-ODP provides for a description of ODP systems as collections of interacting objects. This Amendment formalizes the concepts and rules of the ODP computational language using different formal description techniques (LOTOS, SDL, and Z).

32
DRAFT NEW RECOMMENDATION X.dcp: “DATA COMPRESSION AND PRIVACY OVER FRAME RELAY NETWORKS”; see COM 7-227 (Q.11/7)

Summary

This Recommendation defines Data Compression and Privacy Service for Frame Relay networks. The presence of a data compression service in a network will increase the effective throughput of the network. On the other hand, the increasing demand for transmitting sensitive data across public networks, requires facilities for ensuring the privacy of the data.  In order to achieve optimum compression ratios, it is essential to compress the data before encrypting it. Hence, it is desirable to provide facilities in the specification of the data compression service to negotiate data encryption protocols as well. Since, the task of compressing and then encrypting the data is computational intensive, efficiency is achieved through providing simultaneous data compression and encryption (secure data compression).

33
DRAFT NEW RECOMMENDATION X.ipos: “IP OVER SDH USING LAPS”; see COM 7-224 (Q.10/7)

Summary

This Recommendation provides a simple HDLC specification named LAPS to adapt IP directly to SDH. The Service Access Point Identifier (SAPI) is introduced to encapsulate  IPv6, IPv4 and other network layer protocols.

34
DRAFT NEW RECOMMENDATION X.multi: “INFORMATION TECHNOLOGY - MULTI-PEER COMMUNICATIONS FRAMEWORK”; see COM 7-234 (Q.13/7)

Summary

This Recommendation provides the basic framework to specify services and protocols for multi-peer communications. It also defines the basic concepts of group and various aspects of group communication, which are needed to specify specific services and protocols for multi-peer communications.

35
DRAFT NEW RECOMMENDATION X.sio: “INFORMATION TECHNOLOGY – SECURITY TECHNIQUES – SECURITY INFORMATION OBJECTS”; see COM 7-238 (Q.20/7)

Summary

This Recommendation | International Standard provides object definitions that are commonly needed in security standards to avoid multiple and different definitions of the same functionality. Precision in these definitions is achieved by use of the Abstract Syntax Notation One (ASN.1). Only the static aspects of Security Information Objects (SIOs) are covered.

36
DRAFT NEW RECOMMENDATION X.ttp1: “INFORMATION TECHNOLOGY – SECURITY TECHNIQUES – GUIDELINES ON THE USE AND MANAGEMENT OF TRUSTED THIRD PARTY SERVICES”;
see COM 7-239 (Q.20/7)

Summary

This Recommendation | Technical Report provides guidance for the use and management of Trusted Third Party (TTP) services, a clear definition of the basic duties and services provided, their description and their purpose, and the roles and liabilities of TTPs and entities using their services. The different major categories of TTP services are identified including time stamping, non-repudiation, key management, certificate management, and electronic notary public.

37
DRAFT NEW RECOMMENDATION X.ttp2: “INFORMATION TECHNOLOGY – SECURITY TECHNIQUES – SPECIFICATION OF TTP SERVICES TO SUPPORT THE APPLICATION OF DIGITAL SIGNATURES”; see COM 7-240 (Q.20/7)

Summary

This Recommendation | International Standard defines the services required to support the application of digital signatures for non-repudiation of creation of a document. Since this implies integrity of the document and authenticity of the creator, the services described can also be combined to implement integrity and authenticity services.

___________________
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