Welcoming Address

ITU-T Workshop on Security

Seoul, Korea, 13-14 May, 2002
Kim, Chang-Kon 

Assistant Minister for Informatization Planning 

Ministry of Information and Communication 

Mr. Zhao, Director of Telecommunication Standardization Bureau, 

Mr. Bertine, SG-17 chairman, 

Dr. Ohno, SG-17 Question10 rapporteur, 

Dr. Chu-Hwan Yim, TTA Secretary General, 

Distinguished guests, 

Ladies and gentlemen 

It is a great pleasure to hold the ITU-T Workshop on Security here in Seoul, Korea. 

I would like to warmly welcome all of you 

and thank you for participating in this workshop today. Specially thanks to the officials of the ITU-T and TTA who made efforts to put this workshop together. 

With the rapid development of Information and Communication Technology (ICT) and the expansion of the Internet, we are witnessing great changes across the world, which are affecting not only our daily lives but also the way all governments deal with their national affairs. 

As you might be well aware, these changes of the Information revolution have brought us many benefits enhancing our quality of life. We can access various kinds of information anytime, anywhere by logging on to the Internet and create new values based on the information gathered. In addition, digitally handling business activities greatly helped improve productivity. 

However, as does every other technology, the IT revolution has the other side of the coin as well. The side effects of digitalization increasingly do harm to our society. Growing number of computer attacks such as hacking and computer viruses are taking place by the people who fully take advantage of openness and anonymity of the Internet. 

And the consequential damages are swiftly spreading all over the world within a short period of time through the Internet. 

In order to tackle such information infringement incidents, all nations have cooperated on the development of technologies. 

As a result, they came up with computer vaccine products such as computer virus vaccine, firewall and IDS to protect hosts and networks. 

However, these measures alone can not provide complete protection against the threats of information infringement. Online offenders use more and more various and sophisticated techniques for the information infringement. Thus, in order to more effectively crack down on such illegal activities, it is very essential to develop more advanced technologies and promote international cooperation. 

In addition, it is also very crucial for all countries to closely and organically work together to build a safe information network system that allows people to use open access network, Internet, without concerning themselves with the security. 

To this end, we set up the SG-17 last September and since its launch, we exchanged information on the relevant technologies to collectively address newly emerging information security-related issues. I truly believe, the SG-17 will lead to successfully resolving the infringement issues. 

In this regard, I sincerely hope that today's workshop will serve as a stepping-stone to enhance information security technologies among countries, and open a new era where we can safely disseminate information on the Internet. 

Once again, I would like to thank you all for joining us today. 

Thank you for your attention.
