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CybersecurityCybersecurity Gateway: GoalGateway: Goal

The goal of the Cybersecurity
Gateway is to make stakeholders 
more aware of the various actors 
and groups working on the different 
areas of cybersecurity on the 
national, regional and international 
level.
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CybersecurityCybersecurity Gateway: PurposeGateway: Purpose

The purpose of the Global 
Cybersecurity Gateway is to 
provide an easy-to-use information 
resource on national, regional and 
international cybersecurity-related 
activities and initiatives worldwide. 
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Increasing AwarenessIncreasing Awareness

• What issues are being addressed by the 
different actors?

• Where similarities (and differences) between 
the actors on a national level can be found?

• Why these similarities (and differences) exist 
given the specific economic, political, social 
etc. conditions prevailing in the countries?

• What can be done to narrow the gaps?
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Actors in the Five Main AreasActors in the Five Main Areas

I. Information sharing of national approaches, 
good practices and guidelines;

II. Developing watch, warning and incident 
response capabilities; 

III. Technical standards and industry solutions;
IV. National legal approaches and international 

legal coordination and enforcement; 
V. Privacy, data and consumer protection.
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Structure of the GatewayStructure of the Gateway
• The portal is geared towards four specific audiences: 

“Citizens”; “Businesses”; “Governments”, 
“International Organizations”

• Database information collected within five main 
themes: 

1. Information sharing of national approaches, good practices and 
guidelines; 

2. Developing watch, warning and incident response capabilities;
3. Technical standards and industry solutions; 
4. Harmonizing national legal approaches and international legal 

coordination and enforcement; 
5. Privacy, data and consumer protection. 

• Additional information resources on the following 
topics: spam, spyware, phishing, scams and frauds, 
worms and viruses, denial of service attacks, etc.
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Share Your Links to With Us!Share Your Links to With Us!

• Explore the vast resources and links 
available through the Cybersecurity 
Gateway

• To provide information on cybersecurity
related initiatives in your country, please go 
to the Cybersecurity Gateway and enter 
information on YOUR initiatives!

• Celebrate this year's Day/World Information 
Society Day /World Telecommunication Day 
for Promoting Global Cybersecurity with us.



The Global Cybersecurity
Gateway is now LIVE at:

http://http://www.itu.int/cybersecuritywww.itu.int/cybersecurity
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Thank You
For additional information on the 

Cybersecurity Gateway please contact: 
christine.sund@itu.int or cybersecurity@itu.int
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