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Security Problems Get Worse
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Source: Julia H. Allen, CERT Guide to System and Network Security Practices, Addison-Wesley, 2001
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Technology and New Threats

• Class Breaks
• Automation
• Action at a Distance
• Data Aggregation
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Observations

• Trade-Offs
• Attackers
• Risk
• Subjectivity
• Agenda



5

INTELLIGENT ALERT.  INSTANT RESPONSE.  IMMEDIATE DEFENSE.

Resources

http://www.schneier,com
schneier@counterpane.com

Books:
Secrets and Lies: Digital Security in a Networked World

Beyond Fear: Thinking Sensibly about Security in an
Uncertain World

Crypto-Gram: www.schneier.com/crypto-gram.html

Blog: www.schneier.com/blog.html


