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FOREWORD

The ITU-T (Telecommunication Standardization Sector) is a permanent organ of the International Telecommunication
Union (ITU). The ITU-T is responsible for studying technical, operating and tariff questions and issuing Recommen-
dations on them with aview to standardizing telecommunications on aworldwide basis.

The World Telecommunication Standardization Conference (WTSC), which meets every four years, establishes the
topicsfor study by the ITU-T Study Groups which, in their turn, produce Recommendations on these topics.

The approval of Recommendations by the Members of the ITU-T is covered by the procedure laid down in WTSC
Resolution No. 1 (Helsinki, March 1-12, 1993).

ITU-T Recommendation Q.1218 was revised by ITU-T Study Group 11 (1993-1996) and was approved under the
WTSC Resolution No. 1 procedure on the 17th of October 1995.

NOTE

In this Recommendation, the expression “Administration” is used for conciseness to indicate both a telecommunication
administration and a recognized operating agency.

O ITU 1996

All rights reserved. No part of this publication may be reproduced or utilized in any form or by any means, electronic or
mechanical, including photocopying and microfilm, without permission in writing from the ITU.
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SUMMARY

This Recommendation defines the intelligent network application protocol for the support of the capabilities required by
the CS-1 target services over the CS-1 interfaces (SSF-SCF, SCF-SDF and SCF-SRF) as defined in Recommen-
dation Q.1211. It defines some of the possible protocol stack scenarios, the operations which flow between the entities
and the procedures to be followed at each functional entity.

Revisions to this Recommendation provide: details on operations procedures, details on services assumed from
underlying protocol layers, extensions to ensure applicability in multiple administration networks, a new SCF-SDF
interface for data administration and acquisition based upon the X.500-Series of Recommendations, and detailed error
handling procedures. The intent of these revisions is to facilitate consistent multi-vendor implementations in multiple
networks.

Associated standardization work is contained in all the Q.1200-Series Recommendations (Intelligent network).
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Recommendation Q.1218

INTERFACE RECOMMENDATION FOR INTELLIGENT NETWORK CS-1

(Helsinki, 1993; modified 1995)

0 I ntroduction

This Recommendation defines the Intelligent Network Application Protocol, (INAP) required for support of Intelligent
Network Capability Set 1. It supports interactions between the following four functional entities (FE’S), as defined in the
IN functional model:

—  Service Switching Function (SSF);
—  Service Control Function (SCF);
—  Specialized Resource Function (SRF);

—  Service Data Function (SDF).

The scope of this Recommendation is the further development of the INAP for both the Integrated Services Digital
Network (ISDN) and Public Switched Telecommunications Network (PSTN).

It is intended as a guide to implementors and network operators to ensure interworking between different manufacturers
equipment for all the IN CS-1 defined interfaces (SCF-SSF, SCF-SRF and SCF-SDF) and between network operators
for the internetwork interface (SCF-SDF).

As this Recommendation is intended for the early introduction of IN in the existing ISDN/PSTN, only simple solutions
are assumed for solving the service interaction problems between IN and ISDN/PSTN.

NOTE — More sophisticated solutions for the service interactions between IN and the ISDN/PSTN environment should be
studied in the scope of future versions of INAP and the ISDN/PSTN signalling standards.

0.1 Nor mativer eferences

The following Recommendations and other references contain provisions which, through reference in this text, constitute
provisions of this Recommendation. At the time of the editions indicated were valid. All Recommendations and other
references are subject to revision: all users of this Recommendation are therefore encouraged to investigate the
possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the
currently valid ITU-T Recommendationsis regularly published.

— ITU-T Recommendation X.500 (1993) | ISO/IEC 9594-1:198fmrmation technology — Open Systems
Interconnection — The Directory: Overview of concepts, models and services.

— ITU-T Recommendation X.501 (1993) | ISO/IEC 9594-2:198frmation technology — Open Systems
Interconnection — The Directory: Models.

— ITU-T Recommendation X.509 (1993) | ISO/IEC 9594-8:198fmrmation technology — Open Systems
Interconnection — The Directory: Authentication framework.

— ITU-T Recommendation X.511 (1993) | ISO/IEC 9594-3:198afrmation technology — Open Systems
Interconnection — The Directory: Abstract service definition.

— ITU-T Recommendation X.518 (1993) | ISO/IEC 9594-4:198fmrmation technology — Open Systems
Interconnection — The Directory: Procedures for distributed operation.

— ITU-T Recommendation X.519 (1993) | ISO/IEC 9594-5:198frmation technology — Open Systems
Interconnection — The Directory: Protocol specifications.

— ITU-T Recommendation X.680 (1994) | ISO/IEC 8824-1:196fer mation technology — Abstract Syntax
Notation One (ASN.1): Specification of basic notation.
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— ITU-T Recommendation X.681 (1994) | ISO/IEC 8824-2:198f6y mation technology — Abstract Syntax
Notation One (ASN.1): Information object specification.

— ITU-T Recommendation X.682 (1994) | ISO/IEC 8824-3:198fy mation technology — Abstract Syntax
Notation One (ASN.1): Constraint specification.

— ITU-T Recommendation X.683 (1994) | ISO/IEC 8824-4:198fy mation technology — Abstract Syntax
Notation One (ASN.1): Parameterization of ASN.1 specifications.

— ITU-T Recommendation X.690 (1994) | ISO/IEC 8825-1:198fer mation technology — ASN.1 encoding
rules: Specification of Basic Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished
Encoding Rules (DER).

— ITU-T Recommendation X.880 (1994) | ISO/IEC 13712-1:199%grmation technology — Remote
Operations: Concepts, model and notation.

— CCITT Recommendation Q.29 (198&)auses of noise and ways of reducing noise in the telephone
exchange.

— ITU-T Recommendation Q.711 (1993%ignalling System No. 7 — Functional description of the
Sgnalling connection control part: Service definition.

— ITU-T Recommendation Q.762 (1993}zeneral function of messages and signals of the ISDN User Part
of Sgnalling System No. 7.

— ITU-T Recommendation Q.763 (1993 ormats and codes of the ISDN User Part of Sgnalling
System No. 7.

— ITU-T Recommendation Q.771 (1998gnalling System No. 7 — Functional description of transaction
capabilities.

— ITU-T Recommendation Q.772 (199&gnalling System No. 7 — Transaction capabilities information
elements definitions.

— ITU-T Recommendation Q.773 (1998gnalling System No. 7 — SCCP formats and codes.
— ITU-T Recommendation Q.774 (1998gnalling System No. 7 — Transaction capabilities procedures.

— ITU-T Recommendation Q.775 (199Fjgnalling System No. 7 — Guidelines for using transaction
capabilities

— ITU-T Recommendation Q.931 (199B)igital Subscriber Sgnalling System No. 1 (DSS 1) — ISDN user-
network interface layer 3 specification for basic call control.

— ITU-T Recommendation Q.932 (1993)igital Subscriber Sgnalling System No. 1 (DSS 1) — Generic
procedures for the control of ISDN supplementary services.

— ITU-T Recommendation Q.1290 (199&)0ssary of terms used in the definition of intelligent networks.

0.2 Definition methodology

The definition of the protocol can be split into three clauses:
— the definition of the SACF/MACEF rules for the protocol (clause 1);
— the definition of the operations transferred between entities (clause 2);

— the definition of the actions taken at each entity (clause 3).

The SACF/MACEF rules are defined in prose. The operation definitions are in Abstract Syntax Notation 1 (ASN.1, see
Recommendations X.208 and X.680), and the actions are defined in terms of state transition diagrams. Further guidance
on the actions to be performed on receipt of an operation can be gained from clause 2 and from the relevant information
flow in clause 6/Q.1214 (see 0.6 for the relationship between the information flows and the operations).

The INAP is a ROSE user protocol (see Recommendations X.219 and 229). The ROSE protocol is contained within the
component sublayer of TCAP (see Recommendations Q.771 to 775) and DSS 1 (see Recommendation Q.932). At
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present the ROSE APDU’s (Application protocol data units) are conveyed in transaction sublayer messagesin SS No. 7
and in the Q.931 REGISTER, FACILITY and call control messagesin DSS 1. Other supporting protocols may be added
at alater date.

The INAP (as a ROSE user) and the ROSE protocol have been specified using ASN.1. At present, the only standardized
way to encode the resulting PDU’ s is the Basic Encoding Rules (see Recommendation X.209).

0.3 Example physical scenarios

The protocol will support any mapping of functional to Physical Entities (PE’s). It is the responsibility of network
operators and equipment manufacturers to decide how to co-locate FE's to the best possible advantage as this may vary
between manufacturers and between network operators. Therefore the protocol is defined assuming maximum
distribution (i.e. one PE per FE).

The figures depicted in this subclause show how INAP would be supported in an SS No. 7 network environment. This
does not imply that only SS No. 7 may be used as the network protocol to support INAP.

For each physical scenario, the typical SRF control procedures to be applied are shown in 3.1.3.5.

The interface between remotely located SCF and SDF will be INAP using TCAP which in turn, uses the services of the
connectionless SCCP and MTP (see Figure 1). The SDF is responsible for any interworking to other protocols to access
other types of networks.

SCP SDP
SCF SDF
[
‘ MACF
S ASE(s) S ASE(s) S ASE(s)
A (SCF-SSF) A (SCF-SDF) A (SCF-SDF)
C C C
E TCAP = TCAP = TCAP
‘ SCCP ‘ ‘ SCCP ‘ SCCP
‘ MTP ‘ ‘ MTP ‘ MTP
SSNo. 7 SSNo. 7 SSNo. 7
link link link
SS No. 7
47
To SSP network

T1147150-92/d01

FIGURE 1/Q.1218
Physical inter face between SCP and SDP
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When TCAP appears in one of the following figures, it shall be understood as representing the TCAP functionalities
associated with a single dialogue and transaction (as opposed to a TCAP entity).

If segmentation and re-assembly of INAP messages is required on the SCF-to-SDF interface (and on other interfaces, if
needed) due to the length of messages, the segmentation and re-assembly procedure for SCCP connectionless messages,
as specified in Q.714, should be used.

A number of example scenarios have been identified for support of the SCF, SSF and SRF functional entities as physical
entities. These are illustrated as Figures 2 to 6. Each example is characterized by:

i) the method to support SCF-SRF relationship; and

ii) thetype of signalling system between SSF and SRF.

SSP ISDN/ 1P scp
PSTN
link
N
SSF and SCF -0 H SRF SCF
‘ MACF ‘ MACF ‘ ‘ MACF ‘
s | ASE(s) s | ASE@) s | ASE(s) ASE(s)
A | (SCF- » | (SCF- A | (SCF- || S| (SCF-
c| ssP c | SRR c | SRR /é SSF)
F ISUP ISUP F F =
(Notes 1 (Notes 1
TCAP and 2) and 2) TCAP TCAP TCAP
sccp sccp ‘ Sccp ‘
‘ MTP ‘ MTP ‘ ‘ MTP ‘
SSNo.7 @ SSNo.7 SSNo.7
link link link
SSNo. 7
network
T1147160-92/d02
NOTES

1 Transfer of correlation information needs to be supported. This may be supported in ISUP without introducing anew | SUP parameter.
2 Other signalling systems may be used.

FIGURE 2/Q.1218

Example ar chitecture for supporting SRF, Case 1
(SRF in I P connected to SSP and accessed by SCP
through direct SS No. 7 connection)

4 Recommendation Q.1218  (10/95)



SSP P SCP

— B-ch
SSF and CCF - SRF SCF
‘ (Note 2) ‘
‘ MACF ‘ ‘ MACF
| T ] (Note 1) |
ASE(s) - R
S | (SCF- °g 25 N ASE(s)
A | SRF+ S |2 é S 28 A (SCF-SSF) and
. SSF) Al 2 AlT2 c (SCF-SRF)
F | Tcap ¢ g ¢ g F -
TCAP
F S F S
| : : |
‘ Sccp ‘ Q.931, Case 2 Q.931, Case 2 ‘ sccpP ‘
| | |
‘ MTP ‘ ‘ LAP-D ‘ LAP-D ‘ MTP ‘

SSNo. 7 — — SSNo. 7
link D-channel link

SS No. 7
network

T1146670-92/d03

NOTES
1 Infoflowsbetween SCF and SRF are supported by this (ROSE) entity.

2 Reay function is provided either by MACF or by application process at SSP.

FIGURE 3/Q.1218

Example ar chitecture for supporting SRF, Case 2
(SRF in IP connected to SSP and accessed by SCP
through D-channel via SSP)
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sSSP scP
SSF, SRF and CCF SCF
ASE(s) ASE(s)
S (SCF-SRF) S (SCF-SRF)
A ASE(s) A ASE(s)
C (SSF-SCF) C (SSF-SRF)
F F
TCAP TCAP
‘ SCCP ‘ ‘ sccp ‘
|
‘ MTP ‘ ‘ MTP ‘
SS No. 7 SS No. 7
link link

SS No. 7

network

T1146680-92/d04

FIGURE 4/Q.1218

Example architecturefor supporting SRF, Case 3
(SRF in SSP and accessed via AP of SSP)
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SS No. 7 [—
link -

SsP son/ P scpP
PSTN
Py link
SSF and CCF _{z:}__ SRF SCF
‘ MACF (Note 2)
S Agg(é) s ASE(s)
A | SRF+ A (SCF-SSF) and
c |.SSP ISUP ISUP c (SCF-SRF)
(Notes 1, 3 (Notes 1, 3
F| Tcap and 4) and 4 ) F TCAP
SCCP ‘ sccP ‘
‘ MTP MTP ‘ ‘ MTP ‘

SS No. 7
link

SS No. 7 Ej

link
SS No. 7
network
T1146690-92/d05
NOTES
1 Info flows between SCF and SRF as well as connection control are directly supported by | SUP.
2 Relay functionis provided either by MACF or by application process at SSP.
3 Assumes that | SUP provides a means to transport ROSE information.
4 Other signalling systems may be used.
FIGURE 5/Q.1218
Example ar chitecturefor supporting SRF, Case 4
(SRF in I P connected to SSP and accessed by SCP
through I SUP via SSP)
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SCP

1 Transfer of correlation information needs to be supported.
2 Other signalling systems may be used.
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Example ar chitecturefor supporting SRF, Case 5

FIGURE 6/Q.1218

(SRF in I P connected to SCP and SSP and accessed

viaboth SSNo. 7 and D-channel respectively)

(10/95)

SSP P
B-ch
SSF and CCF 0 )+ SRF SCF
‘ MACF ‘ ‘ MACF ‘ ‘ MACF ‘
s | ASE(s) 0y @% s | ASEGs) s | ASE(s) | | s | ASE(s)
A | (SCF- S |u% s AL (SCF- A | (SCF- A | (SCE-
SSF) A <8 <G| | A | srA SRF) SSF)
C L~ Al = ¢ C C
CIR c|Rr
F | TcapP £lo F | TCAP F | TCAP F | Tcap
s Fl2
S
| ; e] | | |
‘ sccp ‘ Q.931, Case 2 Q.931, Case 2 ‘ sccp ‘ ‘ sccp ‘
I I I I I
‘ MTP ‘ ‘ LAP-D ‘ LAP-D ‘ ‘ MTP ‘ ‘ MTP ‘
SS No. 7 — —  sSNo.7 SSNo.7 [—
link D-channel link link
(Notes 1 and 2) ]
SS No. 7
network
T1146700-92/d06
NOTES



Table 1 summarizes the selection of features for each figure.

TABLE 1/Q.1218

Type of signalling system Method to support SCF-SRF relationship
between SSF and SRF Direct TCAP link Relay via SSP
ISUP Figure 28 Figure 59
DSS1 Figure 69 Figure 3?
Implementation dependent As Figures 2 or 6 but with implementation Figure 49
dependent SCP-1P interface

Additional information related to each figure:

3 Figure 2: All associations are supported by SS No. 7, either TCAP or ISUP. In this case the IP is one of the network nodes.

b)  Figure 3: IP can be accessed by DSS 1 only. The |P can be aphysical entity residing outside the network.

9 Figure 4: SSP supports both CCF/SSF and SRF. The handling of SRF by SCF could be the same as the Figure 3.

d  Figure5: IP can be accessed by ISUP only. The handling of SRF by SCF could be the same as that of Figure 3.

®  Figure 6: The handling of SRF by SCF could be the same as that of Figure 2. Other types of signalling systems could be used.

0.4 INAP protocol architecture
Many of the terms used in this clause are based on the OSI application layer structure as defined in 1SO 1S-9545.
The INAP protocol architecture can beillustrated as shown in Figure 7.

A physical entity has either single interactions (Case a) or multiple coordinated interactions (Case b) with other physical
entities.

In case a, SACF provides a coordination function in using ASE’s, which includes the ordering of operations supported
by ASE(s), (based on the order of received primitives). The SAO represents the SACF plus a set of ASE’s to be used
over a single interaction between a pair of PE’s.

In Case b, MACF provides a coordinating function among several SAQ’s, each of which interacts with an SAO in a
remote PE.

Each ASE supports one or more operations. Description of each operation is tied with the action of corresponding FE
modelling (see Recommendation Q.1214 and clause 3 of this Recommendation). Each operation is specified using the
OPERATION macro described in Figure 8 except for the SCF-to-SDF interface, which is described using the CLASS
notation.

The use of the application context negotiation mechanism [as defined in the Q.770-Series (Transaction capabilities
application part)] allows the two communicating entities to identify exactly what their capabilities are and also what the
capabilities required on the interface should be. This should be used to allow evolution through Intelligent Network
capability sets.

If the indication of a specific application context is not supported by a pair of communicating FE's, some mechanism to
pre-arrange the context must be supported.

Recommendation Q.1218  (10/95) 9



10

Multiple co-ordinated
interactions

Single interaction

Application process

Application process

‘ MACF ‘ SAO
SAO | | SAO
A A A
S S S S S S
A E’'s A E’'s A E’'s
C C C
F | TCAP F | TCAP F TCAP
’ SCCP ‘ ‘ SCCP ‘
’ MTP ‘ ‘ MTP ‘
T1146710-92/d07
SACF Single association control function
MACF Multiple association control function
SAO Single association object
ASE Application service element
INAP Intelligent network application protocol
NOTE — INAP is the collection of specifications of all in ASE's.
FIGURE 7/Q.1218
INAP pratocal architecture
INAP user ASE’s
xyz OPERATION
ARGUMENT {Parameterl, Parameter2, ...}
RESULT {Parameterl, Parameter2, ...}
LINKED {operation3, operation4, ...}
ERROR f{errorl, error2, ...} Operations
< » Results
errorl ERROR to peer Errors
PARAMETER {Parameter6, Parameter7, ...}
etc.
TCAP ASE
ROSE PDU’s INVOKE
c t sub-| RETURN RESULT
omponent sub-layer < >
p y to peer RETURN ERROR
REJECT
BEGIN
CONTINUE
Transaction sub-layer < » END
to peer ABORT
UNIDIRECTIONAL

!

Connectionless SCCP

FIGURE 8/Q.1218
Operation description
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0.41 INAP signalling congestion control for Signalling System No. 7

The same type of procedure shall apply as defined for ISDN User Part signalling congestion control. The INAP
procedures for signalling congestion control shall as far as possible be aigned with the ISDN User Part signalling
congestion control procedures as specified (see D.2.11/Q.767), i.e. on receipt of N-PCSTATE indication primitive with

the information “signalling point congested” from SCCP, the INAP shall reduce the traffic load (e.g. InitialDP,
AnalyzedInformation, or InitiateCallAttempts) into the affected direction in several steps.

The above procedure may only apply to traffic which uses MTP Point Code addressing in the affected direction.

0.5 INAP addressing

SCCP global title and MTP point code addressing [see Q.710-Series (Signalling connection control part) and
Q.700-Series (Message transfer part)] ensure that PDU's reach their physical destination (i.e. the correct point code)
regardless of which network it is in.

Within a node, it is the choice of the network operator/implementor as to which SSN or SSNs are assigned to INAP.

Regardless of the above, any addressing scheme supported by the SCCP may be used.

0.6 Relationship between Recommendation Q.1214 and this Recommendation

The following is a complete list of information flows. These map one-to-one with operations except where indicated.

Rec. Q 1214 I nfornation Fl ow peration
Ref erence
6.4.2.1 Activate Service Filtering Same
6.4.2.2 Activity Test Same
6.4.2.3 Activity Test Response Return Result from ActivityTest
6.4.2.4 Analysed Information Same, InitialDP, EventReportBCSM
6.4.2.5 Analyse Information Same, Connect
6.4.2.6 Apply Charging Same
6.4.2.7 Apply Charging Report Same
6.4.2.8 Assist Request Instructions Same
6.4.2.9 Call Gap Same
6.4.2.10 Call Information Report Same
6.4.2.11 Call Information Request Same
6.4.2.13 Cancel Status Report Request Same
6.4.2.14 Collected Information Same, InitialDP, EventReportBCSM
6.4.2.15 Collect Information Same
6.4.2.16 Connect Same
6.4.2.17 Connect to Resource Same
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Rec. Q 1214
Ref erence

6.4.2.18
6.4.2.19
6.4.2.20
6.4.2.21
6.4.2.22
6.4.2.23

6.4.2.24

6.4.2.25
6.4.2.26
6.4.2.27
6.4.2.28
6.4.2.29
6.4.2.30
6.4.2.31
6.4.2.32
6.4.2.33
6.4.2.34
6.4.2.35

6.4.2.36

6.4.2.37
6.4.2.38
6.4.2.39
6.4.2.40
6.4.2.41
6.4.2.42
6.4.2.43
6.4.2.44
6.4.2.45
6.4.2.46

6.4.2.47

I nformation Flow

Continue

Disconnect Forward Connection
Establish Temporary Connection
Event Notification Charging
Event Report BCSM

Furnish Charging Information

Hold call in network

Initial DP

Initiate Call Attempt

OAnswer

OCalledPartyBusy
ODisconnect

OMidcCall

ONo_Answer

Origination Attempt Authorized
Release Call

Request Notification Charging Event
Request Report BCSM Event

Request Status Report

Reset Timer

Route Select Failure

Select Facility

Select Route

Send Charging Information
Service Filtering Response
Status Report

TAnswer

TCalled Party Busy
TDisconnect

Term Attempt Authorized
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Qperation

Same
Same
Same
Same
Same
Same

Same, ResetTimer and
FurnishCharginglnformation

Same

Same

Same, Initial DP, EventReportBCSM
Same, Initial DP, EventReportBCSM
Same, Initia DP, EventReportBCSM
Same, Initial DP, EventReportBCSM
Same, Initial DP, EventReportBCSM
Same, Initia DP

Same

Same

Same

RequestCurrentStatusReport
RequestFirstStatusM atchReport
RequestEveryStatusChangeReport

Same

Same, Initial DP, EventReportBCSM
Same

Same, Connect

Same

Same

Same

Same, Initia DP, EventReportBCSM
Same, Initia DP, EventReportBCSM
Same, Initial DP, EventReportBCSM

Same, InitialDP



Rec. Q 1214 I nformation Flow Qperation
Ref erence
6.4.2.48 TMidCall Same, Initial DP, EventReportBCSM
6.4.2.49 TNoAnswer Same, Initial DP, EventReportBCSM
6.5.2.1 AssistRequestInstructions from SRF AssistRequestInstructions
6.5.2.2 Cancel Announcement Cancel
6.5.2.3 Collected User Information Return Result from Prompt and collect
user information
6.5.24 Play Announcement Same
6.5.2.5 Prompt and collect user information Same
6.5.2.6 Specialized Resource Report Same
6.6.2.1 Search Same
6.6.2.2 Search Result Return Result from Search
6.6.2.3 ModifyEntry Same
6.6.24 Modify Entry Result Return Result from Modifyentry
6.6.2.5 Authenticate Bind
6.6.2.6 Authenticate Result Return Result from Bind
6.6.2.7 AddEntry Same
6.6.2.8 Add Entry Result Return Result from AddEntry
6.6.2.9 RemoveEntry Same
6.6.2.10 Remove Entry Result Return Result from RemoveEntry

0.7 Compatibility mechanismsused for INAP

0.7.1 Introduction
This subclause specifies the compatibility mechanisms that shall be used to ensure consistent future versions of INAP.

There are three categories of compatibility:
—  Minor changesto INAP in future standardized versions:

A minor change can be defined as a change of a functionality which is not essential for the requested IN
service. In case it is a modification of an existing function, it is acceptable that the addressed function is
executed in either the older or the modified variant. If the change is purely additional, it is acceptable that
it is not executed at all and that the peer Application Entity (AE) need not know about the effects of the

change. For minor changes, a new AC is not required.

— Major changesto INAP in future standardized versions:

A major change can be defined as a change of a functionality which is essential for the requested IN
service. In case it is a modification of an existing function, both application entities shall have a shared
knowledge about the addressed functional variant. If the change is purely additional, the requested IN
service will not be provided if one of the application entities does not support the additional functionality.
For major changes, a new AC is required.

Recommendation Q.1218  (10/95) 13



—  Network-specific changes to INAP:

These additions may be of either the major or minor type for a service. No new AC is expected to be
defined for this type of change. At the time of definition, the additions would not be expected to be
included in identical form in future versions of Recommendations.

0.7.2 Definition of INAP compatibility mechanisms

0.7.21 Proceduresfor major additionsto INAP

In order to support the introduction of major functional changes, the protocol allows a synchronization between the two
applications with regard to which functionality is to be performed. This synchronization takes place before the new
function is invoked in either application entity, in order to avoid complicated fall-back procedures. The solution chosen
to achieve such a synchronization is to use the AC negotiation procedures provided in Recommendation Q.773.

0.7.2.2 Proceduresfor minor additionsto INAP

The extension mechanism marker shall be used for future standardized minor additions to INAP. This mechanism
implements extensions differently by including an "extensions marker" in the type definition. The extensions are
expressed by optional fields that are placed after the marker. When an entity receives unrecognized parameters that occul
after the marker, they are ignored (see Recommendation X.680-Series).

0.7.2.3 Proceduresfor inclusion of network specific additionsto INAP

This mechanism is based on the ability to explicitly declare fields of any type via the Macro facility in ASN.1 at the
outermost level of a type definition. It works by defining an "ExtensionField" that is placed at the end of the type
definition. This extension field is defined as a set of extensions, where an extension can contain any type. Each extension
is associated with a value that defines whether the terminating node should ignore the field if unrecognized, or reject the

message, similar to the comprehension required mechanism described in the previous subclause. Refer to
Recommendation Q.1400 for a definition of this mechanism.

For the SCF-to-SDF interface, the extension mechanisms are defined in 2.2.

1 SACF/MACF rules

1.1 Reflection of TCAP-AC

TCAP Application Context negotiation rules require that the proposed AC, if acceptable, is reflected in the first
backwards message.

If the AC is not acceptable, and the TC-User does not wish to continue the dialogue, it may provide an alternate AC to
the initiator which can be used to start a new dialogue.

TCAP-AC negotiation applies only to the SCF interfaces.

Refer to the Q.770-Series (Transaction capabilities application part) for a more detailed description of the TCAP AC
negotiation mechanism.

12 Sequential/Parallel execution of operations

In some cases it may be necessary to distinguish whether operations should be performed sequentially or in parallel
(synchronized). Operations which may be synchronized are:

—  charging operations may be synchronized with any other operation.

The method of indicating that operations are to be synchronized is to include them in the same message. Where one of
the operations identified above must not be executed until some other operation has progressed to some extent or
finished, the sending PE (usually SCP) can control this by sending the operations in two separate messages.

This method does not imply that all operations sent in the same message should be executed simultaneously, but simply
that where it could make sense to do so (in the situations identified above) the operations should be synchronized.
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In case of inconsistency between the above-mentioned generic rules and the FE-specific rules, as specified in clause 3,
the FE-specific rules take precedence over the generic rules.

2 Abstract syntax of theN CS-1 Application Protocol

This clause specifies the abstract syntax for the IN CS-1 Application Protocol using Abstract Syntax Notation One
(ASN.1), defined in Recommendations X.208 and X.680.

The encoding rules which are applicable to the defined abstract syntax are the basic encoding rules for ASN.1, defined in
Recommendation X.209 with the restrictions as described in 4.1.1/Q.773. Additional encodings are cited for parameters
used in existing ISUP (Q.763) and DSS 1 (Q.931) Recommendations.

For the ISUP and DSS 1 parameters used in the INAP, only the coding of the parameter value will be coded as defined
in ISUP or DSS 1. The DSS V/ISUP defined parameter identifiers are removed and replaced by the INAP defined
parameter identifiers.

The mapping of OPERATION and ERROR to TCAP components is defined in Recommendation Q.773. The class of an
operation is not stated explicitly but is specified in the ASN.1 OPERATION MACRO, asfollows:

Class 1 — Both RESULT and ERRORS appear in the ASN.1 OPERATION MACRO definition.
Class 2 — Only ERRORS appears in the ASN.1 OPERATION MACRO definition.

Class 3 — Only RESULT appears in the ASN.1 OPERATION MACRO definition.

Class 4 — Neither RESULT nor ERRORS appears in the ASN.1 OPERATION MACRO definition.

These map to the classes 2 through 5, respectively, specified in Recommendations X.219 and Q.932.

The abstract syntax for INAP is composed of several ASN.1 modules describing operations, errors, and associated data
types. The values (operation codes and error codes) are defined in a separate module.

The module containing all the type definitions for INAP operatiohdli€S-1-Operations and is described in 2.1.1 and
2.2.2.4.1.

The module containing all the type definitions for INAP errord NsCS-1-Errors and is described in 2.1.2 and
2.2.2.4.1.

The module containing all the type definitions for INAP data typéN{€S-1-Data Types and is described in 2.1.3 and
2.2.2.4.1.

The module containing the operation codes and error codes for ININRGS-1-Codes and is described in 2.1.4 and
2.2.2.4.1.

2.1 SSF-SCF, SCF-SRF Interface

211 IN CS-1 Operation Types

IN-CS-1-Operations{ ccitt recommendation q 1218 modules(0) cs-1-oper ations(0) version1(0) }
-- This module contains the type definitions for the IN CS-1 operations.

-- There may be functional redundancies in the operation set related to call processing.

-- This may make product interworking more difficult. Administrations wishing to deploy
-- IN and equipment manufacturers implementing IN should take thisinto account.

DEFINITIONS::=
BEGIN
IMPORTS

OPERATION
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FROM TCAPM essages{ ccitt recommendation q 773 modules(0) messages(1) version2(2) }

-- error types
Cancelled,
CancelFailed,
ETCFailed,
Improper Caller Response,
MissingCustomer Record,
MissingPar ameter,
Parameter OutOfRange,
RequestedInfoError,
SystemFailure,
TaskRefused,
UnavailableResour ce,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter,
UnknownL egl D,
UnknownResour ce

FROM IN-CS-1-Errors{ ccitt recommendation q 1218 modules(0) cs-1-errors(1) version1(0) }

-- argument types
ActivateServiceFilteringArg,
Analysedl nformationArg,

Analysel nformationArg,
ApplyChargingArg,
ApplyChargingReportArg,
AssistRequesti nstructionsArg,
CallGapArg,

Calllnfor mationReportArg,
CalllnformationRequestArg,
CancelArg,

Cancel StatusReportRequestArg,
CollectedInformationArg,
CollectInformationArg,

ConnectArg,

ConnectToResour ceArg,
EstablishTemporaryConnectionArg,
EventNotificationChargingArg,
EventReportBCSMATrg,

FurnishChar gingl nformationArg,
HoldCalllnNetworkArg,
InitialDPArg,
InitiateCallAttemptArg,
MidCallArg,

OAnswerArg,
OCalledPartyBusyArg,
ODisconnectArg,

ONoOAnNswerArg,
OriginationAttemptAuthorizedArg,
PlayAnnouncementArg,
PromptAndCollectUser | nformationArg,
Receivedl nformationArg,
ReleaseCallArg,
RequestCurrentStatusReportArg,
RequestCurrentStatusReportResultArg,
RequestEveryStatusChangeReportArg,
RequestFirstStatusM atchReportArg,
RequestNoatificationChar gingEventArg,
RequestReportBCSM EventArg,
ResetTimerArg,
RouteSelectFailureArg,
SelectFacilityArg,

SelectRouteArg,

SendChar gingl nfor mationArg,
ServiceFilteringResponseArg,
SpecializedResour ceReportArg,
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StatusReportArg,
TAnswerArg,

TBusyArg,

TDisconnectArg,
TermAttemptAuthorizedArg,
TNoAnswerArg;

FROM IN-CS-1-DataTypes{ ccitt recommendation q 1218 modules(0) cs-1-datatypes(2) version1(0) };

-- TYPEDEFINITIONSFOR INCS1 OPERATIONSFOLLOWS
-- SCF-SSF operations

ActivateServiceFiltering ::= OPERATION
ARGUMENT
ActivateServiceFilteringArg
RESULT
ERRORS{
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedPar ameter
}
Direction: SCF —> SSF, Timer: T
-- When receiving this operation, the SSF handles calls to destination in a specified manner
without sending queries for every detected call. It is used for example for providing
televoting or mass calling services. Smple registration functionality (counters) and
announcement control may be located at the SSF. The operation initializes the specified
countersin the SS-.

ActivityTest ::= OPERATION
RESULT

Direction: SCF —> SSF, Timer: T

This operation is used to check for the continued existence of a relationship between the SCF
and SSF. If therelationship is still in existence, then the SSF will respond. If noreply is
received, then the SCF will assume that the SSF has failed in some way and will take the
appropriate action.

Analysedinformation ::= OPERATION
ARGUMENT
Analysedl nformationArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SSF —> SCF, Timer: Toq
This operation is used to indicate availability of routing address and call type. (DP 3 —
Analysed_Info).
For additional information on this operation and its use with open numbering plans, refer to
4.2.2.2a)3)/Q.1214.

Analysel nformation ::= OPERATION
ARGUMENT
Analysel nformationArg
ERRORS{
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
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UnexpectedComponentSequence,

UnexpectedDataValue,

UnexpectedPar ameter

}
Direction: SCF —> SSF, Timer: Ty
This operation is used to request the SS to performthe originating basic call processing actions
to analyse destination information that is either collected from a calling party or provided by the SCF
(e.g. for number trandlation). This includes actions to validate the information according to an office
or customized dialling plan, and if valid, to determine call termination information, to include the called
party address, the type of call (e.g. intra-network or inter-network), and carrier (if inter-network).
If the called party is not served by the SS-, the SS- also determines a route index based on the called
party address and class of service, where the route index points to a list of outgoing trunk groups.

ApplyCharging ::= OPERATION

ARGUMENT
ApplyChargingArg
ERRORS{
MissingPar ameter,
UnexpectedComponentSequence,
UnexpectedPar ameter,
UnexpectedDataValue,
Par ameter OutOfRange,
SystemFailure,
TaskRefused
}
Direction: SCF —> SIS, Timer: T4
This operation is used for interacting from the SCF with the SSF charging mechanisms. The
ApplyChargingReport operation provides the feedback from the SS- to the SCF.

ApplyChargingReport ::= OPERATION

ARGUMENT
ApplyChargingReportArg
ERRORS{
MissingParameter,
UnexpectedComponentSequence,
UnexpectedPar ameter,
UnexpectedDataValue,
Par ameter OutOfRange,
SystemFailure,
TaskRefused
}
Direction: SSF —> SCF, Timer: Ty
This operation is used by the SSF to report to the SCF the occurrence of a specific charging event as
requested by the SCF using the ApplyCharging operation.

AssistRequestinstructions ::= OPERATION

ARGUMENT
AssistRequestinstructionsArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SSF —> SCF or SRF —> SCF, Timer: T
This operation is used when thereis an assist or a hand-off procedure and may be sent by the SS-
or SRF to the SCF. This operation is sent by the assisting SSF or assisting SRF to the SCF, when the
initiating SS- has set up a connection to the SRF or to the assisting SSF as a result of receiving
an EstablishTemporaryConnection or Connect operation (in the case of hand-off) from the SCF.
Refer to clause 3 for a description of the procedures associated with this operation.
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CallGap ::= OPERATION
ARGUMENT
CallGapArg
-- Direction: SCF —> SSF, Timer: Tg
-- Thisoperation is used to request the SS- to reduce the rate at which specific service reguests are sent to
-- the SCF. Use of this operation by the SCF to gap queries and updates at the SDF is for further study.

CalllnformationReport ::= OPERATION
ARGUMENT
CalllnformationReportArg
-- Direction: SSF —> SCF, Timer: Tgjrp
-- This operation is used to send specific call information for a single call to the SCF as requested by the
-- SCF in a previous Calll nfor mationReguest.

CalllnformationRequest ::= OPERATION
ARGUMENT
CalllnformationRequestArg
ERRORS{
MissingPar ameter,
Parameter OutOfRange,
RequestedInfoError,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
-- Direction: SCF —> SSF, Timer: Tgjrg
-- Thisoperation is used to request the SS- to record specific information about a single call and report it to
-- the SCF (with a CalllnformationReport operation).

Cancel ::= OPERATION
ARGUMENT
CancelArg
ERRORS{
CancelFailed,
MissingPar ameter,
TaskRefused
}
-- Direction: SCF —> SSF, or SCF —> SRF, Timer: Tean
-- This generic operation cancels the correlated previous operation or all previous regquests. The following
-- operations can be canceled: PlayAnnouncement, PromptAndCollectUser | nformation.

CancelStatusReportRequest ::= OPERATION
ARGUMENT
Cancel StatusReportRequestArg
ERRORS{
CancelFailed,
MissingParameter,
TaskRefused
}
-- Direction: SCF —> SSF, Timer: Ty
-- This operation cancels the following processes: RequestFirstSatusMatchReport and
-- RequestEveryStatusChangeReport.

CollectedInformation ::= OPERATION
ARGUMENT
CollectedInformationArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter

}
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Direction: SSF —> SCF, Timer: Ty

This operation is used to indicate availability of complete initial information package/dialling string from
originating party. (This event may have already occurred in the case of en bloc signalling, in which case
the waiting duration in this PIC is zero.) (DP 2 — Collected_Info). For additional information on this
operation and its use with open numbering plans, refer to 4.2.2.2.1-2/Q.1214.

CallectInformation ::= OPERATION
ARGUMENT
CollectInformationArg
ERRORS{
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SCF> SSF, Timer: §
This operation is used to request the SSF to perform the originating basic call processing actions to
prompt a calling party for destination information, then collect destination information according to a
specified numbering plan (e.g. for virtual private networks).

Connect ::= OPERATION
ARGUMENT
ConnectArg
ERRORS{

MissingPar ameter,

Par ameter OutOfRange,

SystemFailure,

TaskRefused,

UnexpectedComponentSequence,

UnexpectedDataValue,

UnexpectedPar ameter

}
Direction: SCF> SSF, Timer: Jun
This operation is used to request the SSF to perform the call processing actions to route or forward a call
to a specified destination. To do so, the SSF may or may not use destination information from the calling
party (e.g. dialled digits) and existing call set-up information (e.g. route index to a list of trunk groups),
depending on the information provided by the SCF.
When address information is only included in the Connect operation, call processing resumes at PIC3 in
the O-BCSM.
When address information and routing information is included, call processing resumes at PIC4.

ConnectToResource::= OPERATION
ARGUMENT
ConnectToResourceArg
ERRORS{
MissingPar ameter,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
-- Direction: SCF—> SSF, Timer: &
-- This operation is used to connect a call from the SSP to the physical entity containing the SRF.
-- Refer to clause 3 for a description of the procedures associated with this operation.

Continue ::= OPERATION

-- Direction: SCF—> SSF, Timer: e

-- This operation is used to request the SSF to proceed with call processing at the DP at which it

-- previously suspended call processing to await SCF instructions (i.e. proceed to the next point

-- in call in the BCSM). The SSF continues call processing without substituting new data from SCF.
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DisconnectForwardConnection ::= OPERATION
ERRORS{

SystemFailure,

TaskRefused,

UnexpectedComponentSeguence

}
-- Direction; SCF —> SSF, Timer: T
-- This operation is used to disconnect a forward temporary connection or a connection to a resource.
-- Refer to clause 3 for a description of the procedures associated with this operation.

EstablishTemporaryConnection ::= OPERATION
ARGUMENT
EstablishTemporaryConnectionArg
ERRORS{
ETCFailed,
MissingPar ameter,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SCF —> SSF, Timer: Tgg
This operation is used to create a connection to a resource for a limited period of time
(e.g. to play an announcement, to collect user information); it implies the use of the assist
- procedure. Refer to clause 3 for a description of the procedures associated with this operation.

EventNotificationCharging ::= OPERATION
ARGUMENT
EventNotificationChargingArg
-- Direction: SSF —> SCF, Timer: Tence
-- This operation is used by the SSF to report to the SCF the occurrence of a specific charging event
-- type as previously requested by the SCF in a RequestNotificationChargingEvent operation.

EventReportBCSM ::= OPERATION
ARGUMENT
EventReportBCSMArg
-- Direction: SSF —> SCF, Timer: T
-- This operation is used to notify the SCF of a call-related event (e.g. BCSM events such as busy or
-- no answer) previously requested by the SCF in a RequestReportBCSMIEvent operation.

FurnishChargingl nformation ::= OPERATION
ARGUMENT
FurnishChargingl nformationArg
ERRORS{
MissingPar ameter,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SCF —> SSF, Timer: Tgg
This operation is used to request the SS- to generate, register a call record or to include some
information in the default call record. Theregistered call record is intended for off line charging of the
-- call.

HoldCallInNetwork ::= OPERATION
ARGUMENT
HoldCallInNetwor kArg
ERRORS{
MissingPar ameter,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter

}
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-- Direction: SCF —> SSF, Timer: Then
-- This operation is used to provide the capability of queueing a call during the set-up phase (e.g. to provide
-- acall completion to busy, the call would be queued until the destination becomes free).

InitialDP ::= OPERATION
ARGUMENT
InitialDPArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
-- Direction: SSF —> SCF, Timer: Tigp
-- Thisoperation is used after a TDP to indicate request for service.

InitiateCallAttempt ::= OPERATION
ARGUMENT
InitiateCallAttemptArg
ERRORS{
MissingParameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSeguence,
UnexpectedDataValue,
UnexpectedPar ameter
}
-- Direction: SCF —> SSF, Timer: Tica
-- This operation is used to request the SS- to create a new call to one call party using address
-- information provided by the SCF.

OAnswer ::= OPERATION
ARGUMENT
OAnswerArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SSF —> SCF, Timer: Tgg
This operation is used for indication from the terminating half BCSM that the call is accepted and
answered by terminating party (e.g. terminating party goes offhook, Q.931 Connect message received,
ISDN-UP Answer message received) (DP 7 — O_Answer). For additional information on this operation,
referto 4.2.2.2.1-5/Q.1214.

OCalledPartyBusy ::= OPERATION
ARGUMENT
OCalledPartyBusyArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter

}
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-- Direction; SSF —> SCF, Timer: Tgp
-- This operation is used for Indication from the terminating half BCSM that the terminating party is busy
-- (DP 5 - O_Called_Party Busy). For additional information on this operation, refer to 4.2.2.2.1-4/Q.1214.

ODisconnect ::= OPERATION
ARGUMENT
ODisconnectArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSeguence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SSF> SCF, Timer: Tq4
This operation is used for a disconnect indication (e.g. onhook, Q.931 Disconnect message, SS7 Release
message) is received from the originating party, or received from the terminating party via the terminating
half BCSM. (DP 9 — O_Disconnect). For additional information on this operation, refer to
4.2.2.2.1-5/Q.1214.

OMidCall ::= OPERATION
ARGUMENT
MidCallArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SSF> SCF, Timer: Jnc
This operation is used to indicate a feature request is received from the originating party
(e.g. hook flash, ISDN feature activation, Q.931 HOLD or RETrieve message). (DP 8 — O_Mid_Call).
For additional information on this operation, refer to 4.2.2.2.1-5/Q.1214.

ONoOAnswer ::= OPERATION
ARGUMENT
ONOAnNswerArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SSF> SCF, Timer: Fna
This operation is used for indication from the terminating half BCSM that the terminating party does not
answer within a specified time period (DP 6 — O_No_Answer). For additional information on this
operation, refer to 4.2.2.2.1-4/Q.1214.

OriginationAttemptAuthorized ::= OPERATION
ARGUMENT
OriginationAttemptAuthorizedArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Parameter OutOfRange,
SystemFailure,
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TaskRefused,

UnexpectedComponentSequence,

UnexpectedDataValue,

UnexpectedPar ameter

}
Direction: SSF —> SCF, Timer: Tgaa
This operation is used to indicate the desire to place outgoing call (e.g. offhook, Q.931 Set-up message,
ISDN-UP 1AM message) and authority/ability to place outgoing call verified
-- (DP 1 - Origination_Attempt_Authorized). For additional information on this operation, refer to
- 4.2.2.2.1-1/Q.1214.

ReleaseCall ::= OPERATION
ARGUMENT
ReleaseCallArg
-- Direction: SCF—> SSF, Timer:
-- This operation is used to tear down an existing call at any phase of the call for all parties
-- involved in the call.

RequestCurrentStatusReport ::= OPERATION
ARGUMENT
RequestCurrentStatusReportArg
RESULT
RequestCurrentStatusReportResultArg
ERRORS{
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedPar ameter,
UnknownResour ce
}
-- Direction: SCF—> SSF, Timer: ks
-- This operation is used to request the SSF to report immediately the busyl/idle status of a physical
-- termination resource.

RequestEveryStatusChangeReport ::= OPERATION
ARGUMENT
RequestEveryStatusChangeReportArg
RESULT
ERRORS{
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedPar ameter,
UnknownResour ce
}
-- Direction: SCF—> SSF, Timer: s
-- This operation is used to request the SSF to report every change of busy/idle status of a physical
-- termination resource.

RequestFirstStatusM atchReport ::= OPERATION
ARGUMENT
RequestFirstStatusM atchReportArg
RESULT
ERRORS{
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedPar ameter,
UnknownResour ce

}
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-- Direction: SCF > SSF, Timer: s
-- This operation is used to request the SSF to report the first change busy/idle to the specified status of
-- a physical termination resource.

RequestNotificationChargingEvent ::= OPERATION
ARGUMENT
RequestNotificationChar gingEventArg
ERRORS{
MissingPar ameter,
Parameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
-- Direction: SCF > SSF, Timer: I
-- This operation is used by the SCF to instruct the SSF on how to manage the charging events
-- which are received from other FE's and not under control of the service logic instance.

RequestReportBCSM Event ::= OPERATION
ARGUMENT
RequestReportBCSM EventArg
ERRORS{
MissingPar ameter,
Parameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter

}

-- Direction: SCF > SSF, Timer:

-- This operation is used to request the SSF to monitor for a call-related event (e.g. BCSM events such as

-- busy or no answer), then send a notification back to the SCF when the event is detected.

-- It is proposed that Event Detection Point (EDP) processing be always initiated by RequestReportBCSMEvent
-- and the EDP may be acknowledged with either an EventReportBCSM or by a DP-specific operations:

-- NOTE — The application context should identify whether Request Report BCSM Event ASE and DP

-- Generic BCSM EventReport ASE are being used, or whether Request Report BCSM EventASE,
-- Basic BCP DP ASE, and Advanced BCP DP ASE are being used.

- — For a particular IN, only one of the two alternatives identified by the respective ASEs should be

- selected (i.e. only one approach should be selected for a given application context).

-- — Further study is required to identify the small set of parameters required to be conveyed for EDPs
- when the Basic BCP DP ASE and Advanced BCP DP ASE are used.

-- — For CS2 further study should be given for the feasibility of progressing of one of both

- alternatives for both TDPs and EDPs.

-- — Every EDP must be explicitly armed by the SCF via a RequestReportBCSMEvent operation. No
- implicit arming of EDPs at the SSF after reception of any operation (different from

- RequestReportBCSMEvent) from the SCF is allowed.

ResetTimer ::= OPERATION
ARGUMENT
ResetTimerArg
ERRORS{
MissingPar ameter,
Parameter OutOfRange,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
-- Direction: SCF > SSF, Timer:
-- This operation is used to request the SSF to refresh an application timer in the SSF.
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RouteSelectFailure ::= OPERATION
ARGUMENT
RouteSelectFailureArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Parameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SSF = SCF, Timer: Tg
This operation is used to indicate that the SSP is unable to select a route (e.g. unable to determine a
correct route, no more routes on route list) or indication from the terminating half BCSM that a call
cannot be presented to the terminating party (e.g. network congestion) (DP 4 — Route_Select_Failure).
For additional information on this operation, refer to 4.2.2.2.1-4/Q.1214.

SelectFacility ::= OPERATION
ARGUMENT
SelectFacilityArg
ERRORS{
MissingPar ameter,
Parameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SCF > SSF, Timer: ¥
This operation is used to request the SSF to perform the terminating basic call processing
actions to select the terminating line if it is idle, or selects an idle line from a multi-line hunt
group, or selects an idle trunk from a trunk group, as appropriate. If no idle line or trunk is
available, the SSF determines that the terminating facility is busy.

SelectRoute ::= OPERATION
ARGUMENT
SelectRouteArg
ERRORS{
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter

}

-- Direction: SCF—> SSF, Timer: &

-- This operation is used to request the SSF to perform the originating basic call processing actions to
-- determine routing information and select a route for a call, based either on call information available
-- to the SSF, or on call information provided by the SCF (e.g. for alternate routing), to include the

-- called party address, type of call, carrier, route index, and one or more alternate route indices.

-- Based on the routing information, the SSF attempts to select a primary route for the call, and if the
-- route is busy, attempts to select an alternate route. The SSF may fail to select a route for the call

-- if all routes are busy.

SendChar ginglnformation ::= OPERATION
ARGUMENT
SendChar gingl nformationArg
ERRORS{
MissingPar ameter,
UnexpectedComponentSequence,
UnexpectedPar ameter,
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Par ameter OutOfRange,

SystemFailure,

TaskRefused,

UnknownLeglD

}
Direction: SCF = SSF, Timer:
This operation is used to instruct the SSF on the charging information to send by the SSF. The charging
information can either be sent back by means of signalling or internal if the SSF is located in the local
exchange. In the local exchange this information may be used to update the charge meter or to create a
- standard call record.

ServiceFilteringResponse ::= OPERATION
ARGUMENT
ServiceFilteringResponseArg
-- Direction: SSF > SCF, Timer: &
-- This operation is used to send back to the SCF the values of counters specified in a previous
-- ActivateServiceFiltering operation.

StatusReport ::= OPERATION
ARGUMENT
StatusReportArg
-- Direction: SSF > SCF, Timer: §p
-- This operation is used as a response to RequestFirstStatusMatchReport or
-- RequestEveryStatusChangeReport operations.

TAnswer ::= OPERATION
ARGUMENT
TAnswerArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SSF > SFC, Timer: T
This operation is used to indicate that the call is accepted and answered by terminating party
(e.g. terminating party goes offhook, Q.931 Connect message received, ISDN-UP Answer message
received) (DP 15 — T_Answer). For additional information on this operation, refer to 4.2.2.2.2-10/Q.1214.

TBusy ::= OPERATION
ARGUMENT
TBusyArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Parameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
-- Direction: SSF > SCF, Timer:
-- This operation is used to indicate all resources in group busy (DP 13 — TBusy).
-- For additional information on this operation, refer to 4.2.2.2.2-8/Q.1214.

TDisconnect ::= OPERATION
ARGUMENT
TDisconnectArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Parameter OutOfRange,
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SystemFailure,

TaskRefused,

UnexpectedComponentSequence,

UnexpectedDataValue,

UnexpectedPar ameter

}
Direction: SSF > SCF, Timer: Iy
This operation is used for a disconnect indication (e.g. onhook, Q.931 Disconnect message,
SS7 Release message) is received from the terminating party, or received from the originating party
via the originating half BCSM. (DP 17 — T_Disconnect.) For additional information on this operation,
refer to 4.2.2.2.2-10/Q.1214.

TermAttemptAuthorized ::= OPERATION
ARGUMENT
TermAttemptAuthorizedArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Parameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SSF > SCF, Timer: Taa
This operation is used for indication of incoming call received from originating half BCSM and authority
to route call to a specified terminating resource (or group) verified. (DP 12 — Termination_Authorized.)
For additional information on this operation, refer to 4.2.2.2.2-7/Q.1214.

TMidCall ::= OPERATION
ARGUMENT
MidCallArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Parameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
Direction: SSF > SCF, Timer: Jc
This operation is used to indicate that a feature request is received from the terminating party (e.g. hook
flash, ISDN feature activation Q.931 HOLD or RETrieve message). (DP 16 — T_Mid_Call.)
For additional information on this operation, refer to 4.2.2.2.2-10/Q.1214.

TNoAnswer ::= OPERATION
ARGUMENT
TNoAnswerArg
ERRORS{
MissingCustomer Record,
MissingPar ameter,
Parameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
-- Direction: SSF = SCF, Timer: Tnq
-- This operation is used to indicate that the terminating party does not answer within a specified duration.
-- (DP 14 — T_No_Answer.) For additional information on this operation, refer to 4.2.2.2.2-9/Q.1214.

28 Recommendation Q.1218  (10/95)



SCF-SRF operations

-- AssistRequestInstructions

SRF > SCF

Refer to previous description of this operation in the SCF-SSF operations clause.
Cancel

SCF > SRF

Refer to previous description of this operation in the SCF-SSF operations clause.

PlayAnnouncement ::= OPERATION
ARGUMENT
PlayAnnouncementArg
ERRORS{
Cancelled,
MissingPar ameter,
Parameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter,
UnavailableResour ce
}
LINKED {
SpecializedResour ceReport
}
-- Direction: SCF > SRF, Timer: J,
-- This operation is to be used after Establish Temporary Connection (assist procedure with a second SSP)
-- or a Connect to Resource (no assist) operation. It may be used for inband interaction with an analogue
-- user, or for interaction with an ISDN user. In the former case, the SRF is usually collocated with the SSF
-- for standard tones (congestion tone...) or standard announcements. In the latter case, the SRF is always
-- collocated with the SSF in the switch. Any error is returned to the SCF. The timer associated with this
-- operation must be of a sufficient duration to allow its linked operation to be correctly correlated.

PromptAndCollectUser I nformation ::= OPERATION
ARGUMENT
PromptAndCollectUser InformationArg
RESULT
ReceivedInformationArg
ERRORS{
Cancelled,
Improper Caller Response,
MissingPar ameter,
Par ameter OutOfRange,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnavailableResour ce,
UnexpectedDataValue,
UnexpectedPar ameter
}
-- Direction: SCF > SRF, Timer:
-- This operation is used to interact with a user to collect information.

SpecializedResour ceReport ::= OPERATION
ARGUMENT
SpecializedResour ceReportArg
-- Direction: SRF = SCF, Timer: &,
-- This operation is used as the response to a PlayAnnouncement operation when the announcement
-- completed report indication is set.

END
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The following value ranges do apply for operation specific timersin INAP:
Short: 1-10 seconds
Medium: 1-60 seconds
Long: 1 second-30 minutes

ffs For further study

Table 2 below lists all operation timers and the value range for each timer. The definitive value for each operation timer
may be network specific and has to be defined by the network operator.

TABLE 2/Q.1218

Operation Name Timer Valuerange
ActivateServiceFiltering Tas Medium
ActivityTest Ta Short
Analyzelnformation T4 ffs
Analyzedinformation T i ffs
ApplyCharging Ta Short
ApplyChargingReport Tacr Short
AssistRequestinstructions Tai Short
CallGap Teg Short
CallInformationReport Teirp Short
CalllnformationRequest Teirg Short
Cancel Tean Short
Cancel StatusReportRequest Tesr ffs
Collectedinformation Tedi ffs
CollectInformation Tgi Medium
Connect Teon Short
ConnectToResource Tetr Short
Continue Tewe Short
DisconnectForwardConnection T e Short
EstablishTemporaryConnection Tetc Medium
EventNotificationCharging Tenc Short
EventReportBCSM Terb Short
FurnishCharginglnformation Ttci Short
HoldCalllInNetwork Then ffs
InitiaDP Tidp Short
InitiateCall Attempt Tica Short
OAnswer Toa ffs
OCalledPartyBusy Tob ffs
ODisconnect Tod ffs
OMidcCall Tome ffs
ONOoAnswer Tona ffs
OriginationAttemptAuthorized Toaa ffs
ReleaseCall Tre Short
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TABLE 2/Q.1218 (end)

Operation Name Timer Valuerange
RequestCurrentStatusReport Tres ffs
RequestEveryStatusChangeReport Tres Short
RequestFirstStatusM atchReport Tis Short
RequestNotificationChargingEvent Trnc Short
RegquestReportBCSM Event Trb Short
ResetTimer Tr Short
RouteSel ectFailure Tist ffs
SelectFacility Ty ffs
SelectRoute Ty ffs
SendCharginglnformation Tei Short
ServiceFilteringResponse Tetr Short
StatusReport Tap ffs
TAnswer Tia ffs
TBusy T ffs
TDisconnect T ffs
TermAttemptAuthorized Tiaa ffs
TMidCall Time ffs
TNoAnswer Tina ffs
PlayAnnouncement Tpa Long
PromptAndCollectUserInformation The Long
SpecializedResourceReport Tor Short

212 IN CS-1Error Types

IN-CS-1-Errors{ ccitt recommendation q 1218 modules(0) cs-1-errors(1) version1(0) }

-- This module contains the type definitions for the IN CS-1 errors.

-- Where a parameter of type CHOICE is tagged with a specific tag value, the tag is automatically
-- replaced with an EXPLICIT tag of the same value.

DEFINITIONSIMPLICIT TAGS::=
BEGIN

IMPORTS
ERROR

FROM TCAPMessages{ ccitt recommendation q 773 modules(0) messages(1) version2(2) }
Invokel D,
UnavailableNetwor kResour ce

FROM IN-CS-1-DataTypes{ ccitt recommendation q 1218 modules(0) cs-1-datatypes(2) version1(0) };
-- TYPE DEFINITION FOR IN CS-1 ERRORSFOLLOWS

Cancelled ::= ERROR
-- The operation has been cancelled.
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CancelFailed ::= ERROR
PARAMETER SEQUENCE {
problem [0 ENUMERATED {
unknownOper ation(0),
tooL ate(1),
operationNotCancellable(2)

h

oper ation [1] InvokelD

}
-- The operation failed to be cancelled.

ETCFailed ::= ERROR
-- The establish temporary connection failed.

Improper Caller Response ::= ERROR
-- The caller response was not as expected.

MissingCustomerRecord ::= ERROR
-- The Service Logic Program could not be found in the SCF.

MissingParameter ::= ERROR
-- An expected optional parameter was not received.

Parameter OutOfRange ::= ERROR
-- The parameter was not as expected (e.g. missing or out of range).

RequestedinfoError ::= ERROR
PARAMETER ENUMERATED {
unknownRegquestedl nfo(1),
requestedl nfoNotAvailable(2)
-- other values FFS

}

-- The requested information cannot be found.

SystemFailure ::= ERROR
PARAMETER
unavailableNetwor kResource UnavailableNetwor kResour ce
-- The operation could not be completed due to a system failure at the serving physical entity.

TaskRefused ::= ERROR
PARAMETER ENUMERATED {
generic(0),
unobtainable (1),
congestion(2)
-- other values FFS

}
-- An entity normally capable of the task requested cannot or chooses not to performthe task at this

-- time. Thisincludes error situations like congestion and unobtainable address asused in (e.g. the
-- connect operation).

UnavailableResour ce::= ERROR
-- Arequested resource is not available at the serving entity.

UnexpectedComponentSequence ::= ERROR
-- An incorrect sequence of Components was received (e.g.“DisconnectForwardConnection”
-- followed by “PlayAnnouncement”).

UnexpectedDataValue ::= ERROR
-- The data value was not as expected (e.g. routing number expected but billing number received).

UnexpectedParameter ::= ERROR
-- A parameter received was not expected.

UnknownLegID ::= ERROR
-- Leg not known to the SSF.

UnknownResour ce ::= ERROR
-- Resource whose status is being requested is not known to the serving entity.

END
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213 IN CS-1 Data Types
EXTENSION MACRO::=

BEGIN
TYPE NOTATION ::= ExtensionType Criticality
VALUE NOTATION ::=valug(INTEGER)
ExtensionType ©:="EXTENSION-SYNTAX" type
Criticality ="CRITICALITY" value(CriticalityType)
CriticalityType ::=ENUMERATED }
ignore(0),
abort(1)
}
END

-- Example of addition of an extension named ' Some Network Specific Indicator’ of type
-- BOOLEAN, with criticality "abort’ and to be identified as extension number 1.
-- Example of definition using the above macro:

-- SomeNetworkSpecificlndicator ::= EXTENSION
-- EXTENS ON-SYNTAX BOOLEAN
-- CRITICALITY abort

-- someNetwor kSpecificlndicator SomeNetworkSpecificlndicator ::= 1

-- Example of transfer syntax, using the ExtensionField datatype as specified in the module

-- below. Assuming the value of the extension is set to TRUE, the extensions parameter

-- becomes a Sequence of type INTEGER ::= 1, criticality ENUMERATED ::= 1 and value [1]
-- EXPLICIT BOOLEAN ::= TRUE.

-- Use of Q.1400 defined Extension isffs.
-- In addition the extension mechanism marker is used to identify the future minor additions to INAP.

IN-CS-1-datatypes{ ccitt recommendation q 1218 modules(0) cs-1-datatypes(2) version1(0) }

-- This module contains the type definitions for the IN CS-1 data types.

-- Where a parameter of type CHOICE is tagged with a specific tag value, the tag is automatically
-- replaced with an EXPLICIT tag of the same value.

-- The following parameters map onto bearer protocol (i.e. Q.931, case 2 and |SUP) parameters:
-- CallingPartySubaddress, CalledPartyNumber,

-- Prefix (derived from dialled digits), DestinationRoutingAddress,

-- DialledDigits, ISDNAccessRelatedl nformation, CallingPartysCategory, LocationNumber,

-- TravellingClassMark, AssistingSSPIPRoutingAddress, AlertingPattern (Q.931 only),

-- ReleaseCause (and other Cause parameters), ServiceProfileldentifier (Q.932 only),

-- BearerCapability, CallingPartyNumber, HighLayer Compatibility, Original CalledPartyl D,

-- RedirectingPartyl D, and Redirectionl nformation.

-- The procedures for mapping of parameters onto bearer protocol are ffs.

-- The following SSF parameters do not map onto bearer protocol (i.e. Q.931, case 2 and ISUP)

-- parameters and therefore are assumed to be local to the switching system: CallingPartyBusinessGroupl D
-- FacilityGroup, FacilityGroupMember, Routelist, LeglD, IPSSPCapabilities, |PAvailable, CGEncountered,
-- ForwardingCondition, Correlationl D, ApplicationTimer, Terminal Type, MiscCalllnfo, Trigger Type and

-- ServiceKey.

-- Where possible, Administrations should specify the maximum size within their network of
-- parameters specified in this Recommendation that are of an indeterminate length.
DEFINITIONSIMPLICIT TAGS::=

BEGIN

IMPORTS
InvokeldType
FROM TCAPM essages{ccitt recommendation q.773 modules(2) messages(1) version2(2)};
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Argument data types

ActivateServiceFilteringArg ::= SEQUENCE {

filteredCallTreatment [0]
filteringCharacteristics [1]
filteringTimeOut [2]
filteringCriteria [3]
startTime [4]
extensions [5]
}

AnalysedinformationArg ::= SEQUENCE {
dpSpecificCommonPar ameters [0]
dialledDigits [1]
callingPartyBusinessGroupl D [2]
callingPartySubaddr ess [3]
callingFacilityGroup [4]
callingFacilityGroupM ember [5]
originalCalledPartyl D [6]
prefix [7]
redirectingPartyl D [8]
redirectionl nformation [9]
routelList [10]
travellingClassMark [17]
extensions [12]
featureCode [13]
accessCode [14]
carrier [15]
}

TYPE DEFINITIONSFOR IN CS-1 DATA TYPESFOLLOWS

The ordering of parameters in the argument sequences has been arbitrary. Further study may be
required to order argumentsin a manner which will facilitate efficient encoding and decoding.

FilteredCallTreatment,
FilteringCharacteristics,
FilteringTimeOut,
FilteringCriteria,

DateAndTime OPTIONAL,

SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL
DpSpecificCommonPar ameters,

CalledPartyNumber OPTIONAL,
CallingPartyBusinessGroupl D OPTIONAL,
CallingPartySubaddress OPTIONAL,
FacilityGroup OPTIONAL,
FacilityGroupM ember OPTIONAL,
OriginalCalledPartyl D OPTIONAL,
Digits OPTIONAL,
RedirectingPartyl D OPTIONAL,
Redir ectionl nformation OPTIONAL,
Routel ist OPTIONAL,
TravellingClassM ark OPTIONAL,
SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
FeatureCode OPTIONAL,
AccessCode OPTIONAL,
Carrier OPTIONAL

-- For the OPTIONAL parameters, refer to clause 3 for the trigger detection point processing rules
-- to specify when these parameters are included in the message.

Analysel nformationArg ::= SEQUENCE {

destinationRoutingAddress [0]
alertingPattern [1]
iSDNA ccessRelatedl nfor mation [2]
originalCalledPartyl D [3]
extensions [4]
callingPartyNumber [5]
callingPartysCategory [6]
calledPartyNumber [7]
chargeNumber [8]
travellingClassM ark [9]
carrier [10]
}

ApplyChargingArg ::= SEQUENCE {
aChBillingChargingCharacteristics [0]

partyToCharge [2]
extensions [3]
}

DestinationRoutingAddr ess,

AlertingPattern OPTIONAL,
| SDNA ccessRelated| nfor mation OPTIONAL,
OriginalCalledPartyl D OPTIONAL,

SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
CallingPartyNumber OPTIONAL,
CallingPartysCategory OPTIONAL,
CalledPartyNumber OPTIONAL,
Char geNumber OPTIONAL,
TravellingClassM ark OPTIONAL,
Carrier OPTIONAL
AChBiIllingChargingChar acteristics,

LeglD OPTIONAL,
SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL

-- The partyToCharge parameter indicates the party in the call to which the ApplyCharging operation
-- should be applied. If it isnot present, then it is applied to the A-party.
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ApplyChargingReportArg ::= CallResult
AssistRequestinstructionsArg ::= SEQUENCE {

correlationID [0] CorrelationlD,

iPAvailable [1] [IPAvailable OPTIONAL,

iPSSPCapabilities [2] 1PSSPCapabilities OPTIONAL,

extensions [3] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL

}

-- OPTIONAL denotes network operator specific use. The value of the correlationlD may be the
-- Called Party Number supplied by theinitiating SSF.

CallGapArg::= SEQUENCE {

gapCriteria [0] GapCriteria,

gaplndicators [1] Gaplndicators,

control Type [2] ControlType OPTIONAL,

gapTreatment [3] GapTreatment OPTIONAL,

extensions [4] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL

}

-- OPTIONAL denotes network operator optional. If gapTreatment is not present, the SSF will use
-- adefault treatment depending on network operator implementation.

CalllnformationReportArg ::= SEQUENCE {

requestedl nformationL ist [0] RequestedinformationList,

correlationID [1] CorrelationlD OPTIONAL,

extensions [2] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL

}

-- OPTIONAL denotes network operator optional.

CalllnformationRequestArg ::= SEQUENCE {
requestedi nformationTypeL ist [0] RequestedinformationTypelLigt,

correlationID [1] CorrelationlD OPTIONAL,
extensions [2] SEQUENCE SIZE(1..numOfExtensions) OF

ExtensionField OPTIONAL
}

-- OPTIONAL denotes network operator optional.

CancelArg ::= CHOICE {
invokel D [0] InvokelD,
allRequests [1] NuULL
}
-- The Invokel D has the same value as that which was used for the operation to be cancelled.

Cancel StatusReportRequestArg ::= SEQUENCE {

resourcel D [0] ResourcelD OPTIONAL,
extensions [1] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL
}
CollectedInformationArg ::= SEQUENCE {
dpSpecificCommonPar ameters [0] DpSpecificCommonParameters,
dialledDigits [1] CalledPartyNumber OPTIONAL,
callingPartyBusinessGroupl D [2] CallingPartyBusinessGroupl D OPTIONAL,
callingPartySubaddr ess [3] CallingPartySubaddress OPTIONAL,
callingFacilityGroup [4] FacilityGroup OPTIONAL,
callingFacilityGroupM ember [5] FacilityGroupMember OPTIONAL,
originalCalledPartyl D [6] OriginalCalledPartylD OPTIONAL,
prefix [7] Digits OPTIONAL,
redirectingPartyl D [8] RedirectingPartylD OPTIONAL,
redirectionl nformation [9] Redirectionlnformation OPTIONAL,
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travellingClassM ark [10] TravellingClassMark OPTIONAL,

extensions [11] SEQUENCE SIZE(1..numOfExtensions) OF

ExtensionField OPTIONAL,
featureCode [12] FeatureCode OPTIONAL,
accessCode [13] AccessCode OPTIONAL,
carrier [14] Carrier OPTIONAL
}

-- For the OPTIONAL parameters, refer to clause 3 for the trigger detection point processing rules
-- to specify when these parameters are included in the message.

CoallectInformationArg ::= SEQUENCE {

alertingPattern [0] AlertingPattern OPTIONAL,
numberingPlan [1] NumberingPlan OPTIONAL,
originalCalledPartyl D [2] OriginalCalledPartyl D OPTIONAL,
travellingClassMark [3] TravellingClassMark OPTIONAL,
extensions [4] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
callingPartyNumber [5] CallingPartyNumber OPTIONAL,
dialledDigits [6] CalledPartyNumber OPTIONAL
}
ConnectArg ::= SEQUENCE {
destinationRoutingAddr ess [0] DestinationRoutingAddress,
alertingPattern [1] AlertingPattern OPTIONAL,
correlationID [2] CorrelationlD OPTIONAL,
cutAndPaste [3] CutAndPaste OPTIONAL,
forwar dingCondition [4] ForwardingCondition OPTIONAL,
iSDNA ccessRelatedl nformation [5] 1SDNAccessRelatedl nformation OPTIONAL,
originalCalledPartyl D [6] OriginalCalledPartylD OPTIONAL,
routelList [7] RoutelList OPTIONAL,
scflD [8] ScflID OPTIONAL,
travellingClassM ark [9] TravellingClassMark OPTIONAL,
extensions [10] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
carrier [11] Carrier OPTIONAL,
servicel nteractionl ndicator s [26] Servicelnteractionlndicators OPTIONAL,
callingPartyNumber [27] CallingPartyNumber OPTIONAL,
callingPartysCategory [28] CallingPartysCategory OPTIONAL,
redirectingPartyl D [29] RedirectingPartylD OPTIONAL,
redirectionl nformation [30] Redirectionlnformation OPTIONAL
}

-- For alerting pattern, OPTIONAL denotes that this parameter only appliesif SSF isthe terminating
-- local exchange for the subscriber.

ConnectToResourceArg ::= SEQUENCE {

resour ceAddress CHOICE{
ipRoutingAddress [0] IPRoutingAddress,
leglD [1] LeglD,
both [2] SEQUENCE{
ipRoutingAddress [0] [PRoutingAddress,
leglD [1] LeglD
h
none [3] NuLL
h
extensions [4] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
servicel nteractionl ndicators [30] Servicelnteractionlndicators OPTIONAL
}
DpSpecificCommonPar ameters::= SEQUENCE {
serviceAddressl nformation [0] ServiceAddresslnformation,
bear er Capability [1] BearerCapability OPTIONAL,
calledPartyNumber [2] CalledPartyNumber OPTIONAL,
callingPartyNumber [3] CallingPartyNumber OPTIONAL,
callingPartysCategory [4] CallingPartysCategory OPTIONAL,
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iPSSPCapabilities [5] 1PSSPCapabilities OPTIONAL,

iPAvailable [6] IPAvailable OPTIONAL,
iSDNA ccessRelatedl nfor mation [7] 1SDNAccessRelatedl nformation OPTIONAL,
cGEncountered [8] CGEncountered OPTIONAL,
locationNumber [9] LocationNumber OPTIONAL,
servicePr ofilel dentifier [10] ServiceProfilel dentifier OPTIONAL,
terminal Type [11] TerminalType OPTIONAL,
extensions [12] SEQUENCE SIZE(1..numOfExtensions) OF

ExtensionField OPTIONAL,
chargeNumber [13] ChargeNumber OPTIONAL,
servingAreal D [14] ServingArealD OPTIONAL
}

OPTIONAL for iPSSPCapabilities, iPAvailable, and cGEncountered denotes network operator
specific use. OPTIONAL for callingPartyNumber, and callingPartysCategory refer to clause 3 for
thetrigger detection point processing rules to specify when these parameters are included in the
-- message. bearer Capability should be appropriately coded as speech.

EstablishTemporaryConnectionArg ::= SEQUENCE {
assistingSSPI PRoutingAddr ess [0] AssistingSSPIPRoutingAddr ess,

correlationID [1] CorrelationID OPTIONAL,
leglD [2] LeglD OPTIONAL,
scfID [3] ScfID OPTIONAL,
extensions [4] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
carrier [5] Carrier OPTIONAL,
servicel nteractionl ndicators [30] Servicelnteractionlndicators OPTIONAL
}
EventNotificationChargingArg ::= SEQUENCE {
eventTypeCharging [0] EventTypeCharging,
eventSpecificlnformationCharging [1] EventSpecificlnformationCharging OPTIONAL,
leglD [2] LeglD OPTIONAL,
extensions [3] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
monitor Mode [30] MonitorMode DEFAULT nctifyAndContinue
}

-- OPTIONAL denotes network operator specific use.
EventReportBCSMArg ::= SEQUENCE {

eventTypeBCSM [0] EventTypeBCSM,
bcsmEventCorrelationl D [1] CorrelationlD OPTIONAL,
eventSpecificlnformationBCSM [2] EventSpecificlnformationBCSM OPTIONAL,
legl D [3] LeglD OPTIONAL,
miscCalllnfo [4] MiscCallinfo DEFAULT
{messageType request},
extensions [5] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL

}

FurnishChargingl nformationArg ::= FCIBillingChar gingChar acteristics

HoldCallInNetworkArg ::= CHOICE {
holdcause [0] HoldCause,
empty [1] NULL
}

-- holdcause is optional and denotes network operator specific use.

InitialDPArg ::= SEQUENCE {
serviceK ey [0] ServiceKey OPTIONAL,
dialledDigits [1] CalledPartyNumber OPTIONAL,
calledPartyNumber [2] CalledPartyNumber OPTIONAL,
callingPartyNumber [3] CallingPartyNumber OPTIONAL,
callingPartyBusinessGroupl D [4] CallingPartyBusinessGrouplD OPTIONAL,
callingPartysCategory [5] CallingPartysCategory OPTIONAL,
callingPartySubaddr ess [6] CallingPartySubaddress OPTIONAL,
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cGEncountered [7] CGEncountered OPTIONAL,
iPSSPCapabilities [8] I1PSSPCapabilities OPTIONAL,
iPAvailable [9] IPAvailable OPTIONAL,
locationNumber [10] LocationNumber OPTIONAL,
miscCalllnfo [11] MiscCallinfo OPTIONAL,
originalCalledPartyl D [12] OriginalCalledPartyl D OPTIONAL,
serviceProfilel dentifier [13] ServiceProfilel dentifier OPTIONAL,
terminal Type [14] TerminalType OPTIONAL,
extensions [15] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
trigger Type [16] Trigger Type OPTIONAL,
highL ayer Compatibility [23] HighLayer Compatibility OPTIONAL,
servicel nteractionlndicators [24] Servicelnteractionlndicators OPTIONAL,
additional CallingPartyNumber [25] AdditionalCallingPartyNumber OPTIONAL,
forwardCalllndicators [26] ForwardCalllndicators OPTIONAL,
bear er Capability [27] BearerCapability OPTIONAL,
eventTypeBCSM [28] EventTypeBCSM OPTIONAL,
redirectingPartyl D [29] RedirectingPartylD OPTIONAL,
redirectionlnformation [30] Redirectionlnformation OPTIONAL

operator specific use.

OPTIONAL for iPSSPCapabilities, iPAvailable, cGEncountered, and miscCalllnfo denotes network

OPTIONAL for dialledDigits, callingPartyNumber, and callingPartysCategory refer to clause 3 for the
trigger detection point processing rules to specify when these parameters are included in the message.
OPTIONAL for terminal Type indicates that this parameter applies only at originating or terminating
local exchangesif the SSF has this information.

InitiateCallAttemptArg ::= SEQUENCE {

destinationRoutingAddress [0] DestinationRoutingAddress,
alertingPattern [1] AlertingPattern OPTIONAL,
iSDNA ccessRelatedl nformation [2] 1SDNAccessRelatedl nformation OPTIONAL,
travellingClassM ark [3] TravellingClassMark OPTIONAL,
extensions [4] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL
servicel nteractionl ndicators [29] Servicelnteractionlndicators OPTIONAL,
callingPartyNumber [30] CallingPartyNumber OPTIONAL
}
MidCallArg ::= SEQUENCE {
dpSpecificCommonPar ameters [0] DpSpecificCommonParameters,
calledPartyBusinessGroupl D [1] CalledPartyBusinessGrouplD OPTIONAL,
calledPartySubaddress [2] CalledPartySubaddress OPTIONAL,
callingPartyBusinessGroupl D [3] CallingPartyBusinessGrouplD OPTIONAL,
callingPartySubaddress [4] CallingPartySubaddress OPTIONAL,
featureRequestIndicator [5] FeatureRequestindicator OPTIONAL,
extensions [6] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
carrier [7] Carrier OPTIONAL
}

-- For the OPTIONAL parameters, refer to clause 3 for the trigger detection point processing rules
-- to specify when these parameters are included in the message.

OAnswerArg ::= SEQUENCE {

dpSpecificCommonPar ameters [0] DpSpecificCommonParameters,

callingPartyBusinessGroupl D [1] CallingPartyBusinessGrouplD OPTIONAL,
callingPartySubaddr ess [2] CallingPartySubaddress OPTIONAL,
callingFacilityGroup [3] FacilityGroup OPTIONAL,
callingFacilityGroupM ember [4] FacilityGroupMember OPTIONAL,
originalCalledPartyl D [5] OriginalCalledPartyl D OPTIONAL,
redirectingPartyl D [6] RedirectingPartylD OPTIONAL,
redirectionl nformation [7] Redirectionlnformation OPTIONAL,

38 Recommendation Q.1218

(10/95)



routelList [8] Routelist OPTIONAL,

travellingClassM ark [9] TravellingClassMark OPTIONAL,
extensions [10] SEQUENCE SIZE(1..numOfExtensions) OF

ExtensionField OPTIONAL
}

-- For the OPTIONAL parameters, refer to clause 3 for the trigger detection point processing rules
-- to specify when these parameters are included in the message.

OCalledPartyBusyArg ::= SEQUENCE {

dpSpecificCommonPar ameters [0] DpSpecificCommonParameters,
busyCause [1] Cause OPTIONAL,
callingPartyBusinessGroupl D [2] CallingPartyBusinessGrouplD OPTIONAL,
callingPartySubaddr ess [3] CallingPartySubaddress OPTIONAL,
callingFacilityGroup [4] FacilityGroup OPTIONAL,
callingFacilityGroupM ember [5] FacilityGroupMember OPTIONAL,
originalCalledPartyl D [6] OriginalCalledPartylD OPTIONAL,
prefix [7] Digits OPTIONAL,
redirectingPartyl D [8] RedirectingPartylD OPTIONAL,
redirectionl nformation [9] Redirectionlnformation OPTIONAL,
routelList [10] RouteList OPTIONAL,
travellingClassM ark [11] TravellingClassMark OPTIONAL,
extensions [12] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
carrier [13] Carrier OPTIONAL
}

-- For the OPTIONAL parameters, refer to clause 3 for the trigger detection point processing rules
-- to specify when these parameters are included in the message.

ODisconnectArg ::= SEQUENCE {

dpSpecificCommonPar ameters [0] DpSpecificCommonParameters,
callingPartyBusinessGroupl D [1] CallingPartyBusinessGrouplD OPTIONAL,
callingPartySubaddr ess [2] CallingPartySubaddress OPTIONAL,
callingFacilityGroup [3] FacilityGroup OPTIONAL,
callingFacilityGroupM ember [4] FacilityGroupMember OPTIONAL,
releaseCause [5] Cause OPTIONAL,
routelList [6] Routelist OPTIONAL,
extensions [7] SEQUENCE SIZE(1..numOfExtensions) OF

ExtensionField OPTIONAL,
carrier [8] Carrier OPTIONAL,
connectTime [9] Integer4 OPTIONAL
}

-- For the OPTIONAL parameters, refer to clause 3 for the trigger detection point processing rules
-- to specify when these parameters are included in the message.

ONoAnswerArg ::= SEQUENCE {

dpSpecificCommonPar ameters [0] DpSpecificCommonParameters,
callingPartyBusinessGroupl D [1] CallingPartyBusinessGrouplD OPTIONAL,
callingPartySubaddr ess [2] CallingPartySubaddress OPTIONAL,
callingFacilityGroup [3] FacilityGroup OPTIONAL,
callingFacilityGroupM ember [4] FacilityGroupMember OPTIONAL,
originalCalledPartyl D [5] OriginalCalledPartyl D OPTIONAL,
prefix [6] Digits OPTIONAL,
redirectingPartyl D [71 RedirectingPartylD OPTIONAL,
redirectionl nformation [8] Redirectionlnformation OPTIONAL,
routelList [9] RoutelList OPTIONAL,
travellingClassM ark [10] TravellingClassMark OPTIONAL,
extensions [11] SEQUENCE SIZE(1..numOfExtensions) OF

ExtensionField OPTIONAL,
carrier [12] Carrier OPTIONAL
}

-- For the OPTIONAL parameters, refer to clause 3 for the trigger detection point processing rules
-- to specify when these parameters are included in the message.
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OriginationAttemptAuthorizedArg ::= SEQUENCE {

dpSpecificCommonPar ameters [0] DpSpecificCommonParameters,
dialledDigits [1] CalledPartyNumber OPTIONAL,
callingPartyBusinessGroupl D [2] CallingPartyBusinessGrouplD OPTIONAL,
callingPartySubaddr ess [3] CallingPartySubaddress OPTIONAL,
callingFacilityGroup [4] FacilityGroup OPTIONAL,
callingFacilityGroupM ember [5] FacilityGroupMember OPTIONAL,
travellingClassM ark [6] TravellingClassMark OPTIONAL,
extensions [7] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
carrier [8] Carrier OPTIONAL
}

-- For the OPTIONAL parameters, refer to clause 3 for the trigger detection point processing rules
-- to specify when these parameters are included in the message.

PlayAnnouncementArg ::= SEQUENCE {

informationT 0Send [0] InformationToSend,
disconnectFromlPForbidden [1]] BOOLEAN DEFAULT TRUE,
requestAnnouncementComplete  [2] BOOLEAN DEFAULT TRUE,
extensions [3] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL
}
PromptAndCollectUser InformationArg ::= SEQUENCE {
collectedInfo [0] Collectedinfo,
disconnectFroml PForbidden [1]] BOOLEAN DEFAULT TRUE,
informationToSend [2] InformationToSend OPTIONAL,
extensions [3] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL
}
ReceivedInformationArg ::= CHOICE {
digitsResponse [0] Digits,
iAS5Response [1] [TAS5String
}

ReleaseCallArg ::= Cause
-- A default value of decimal 31 (normal unspecified) should be coded appropriately.

RequestCurrentStatusReportArg ::= Resourcel D
RequestCurrentStatusReportResultArg ::= SEQUENCE {

resour ceStatus [0] ResourceStatus,

resourcel D [1] ResourcelD OPTIONAL,

extensions [2] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL

}

RequestEveryStatusChangeReportArg ::= SEQUENCE {

resour cel D [0] ResourcelD,

correlationl D [1] CorréationlD OPTIONAL,

monitor Duration [2] Duration OPTIONAL,

extensions [3] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL

}

For correlationlD OPTIONAL denotes network operator optional.
monitorDuration is required if outside the context of a call. It is not expected if we are in the context
of a call, because in that case the end of the call implicitly means the end of the monitoring.

RequestFirstStatusM atchReportArg ::= SEQUENCE {

resourcel D [0] ResourcelD OPTIONAL,
resour ceStatus [1] ResourceStatus OPTIONAL,
correlationID [2] CorrelationlD OPTIONAL,
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monitor Dur ation [3] Duration OPTIONAL,

extensions [4] SEQUENCE SIZE(1..numOfExtensions) OF

ExtensionField OPTIONAL,
bear er Capability [5] BearerCapability OPTIONAL
}

For correlationlD OPTIONAL denotes network operator optional.

-- monitorDuration isrequired if outside the context of a call. It is not expected if we are in the context

-- of acall, because in that case the end of the call implicitly means the end of the monitoring.

RequestNatificationChargingEventArg ::= SEQUENCE SIZE(1..numOfChar gingEvents)
OF ChargingEvent

RequestReportBCSM EventArg ::= SEQUENCE {

bcsmEvents [0] SEQUENCE SIZE(1..numOfBCSMEvents) OF
BCSMEvent,
bcsmEventCorrelationl D [1] CorrelationlD OPTIONAL,
extensions [2] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL
}

-- Indicates the BCSM related events for notification.
-- For correlationlD OPTIONAL denotes network operator optional.

ResetTimer Arg ::= SEQUENCE {

timerID [0] TimeriD DEFAULT tssf,
timervalue [1] TimerValue,
extensions [2] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL
}
RouteSelectFailureArg ::= SEQUENCE {
dpSpecificCommonPar ameters [0] DpSpecificCommonParameters,
dialledDigits [1] CalledPartyNumber OPTIONAL,
callingPartyBusinessGroupl D [2] CallingPartyBusinessGrouplD OPTIONAL,
callingPartySubaddress [3] CallingPartySubaddress OPTIONAL,
callingFacilityGroup [4] FacilityGroup OPTIONAL,
callingFacilityGroupMember [5] FacilityGroupMember OPTIONAL,
failureCause [6] Cause OPTIONAL,
originalCalledPartyl D [7] OriginalCalledPartyl D OPTIONAL,
prefix [8] Digits OPTIONAL,
redirectingPartyl D [9] RedirectingPartylD OPTIONAL,
redirectionl nformation [10] Redirectionlnformation OPTIONAL,
routelList [11] RoutelList OPTIONAL,
travellingClassMark [12] TravellingClassMark OPTIONAL,
extensions [13] SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
carrier [14] Carrier OPTIONAL
}

-- For the OPTIONAL parameters, refer to clause 3 for the trigger detection point processing
-- rulesto specify when these parameters are included in the message.

SelectFacilityArg ::= SEQUENCE {

alertingPattern [0] AlertingPattern OPTIONAL,
destinationNumberRoutingAddress  [1] CalledPartyNumber OPTIONAL,
iSDNA ccessRelatedl nformation [2] 1SDNAccessRelatedl nformation OPTIONAL,
calledFacilityGroup [3] FacilityGroup OPTIONAL,
calledFacilityGroupMember [4] FacilityGroupMember OPTIONAL,
originalCalledPartyl D [5] OriginalCalledPartyl D OPTIONAL,
extensions [6] SEQUENCE SIZE(1..numOfExtensions) OF

ExtensionField OPTIONAL
}

-- OPTIONAL parameters are only provided if modifications desired to basic call processing values.
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SelectRouteArg ::= SEQUENCE {

destinationRoutingAddress [0]
alertingPattern [1]
correlationID [2]
iSDNA ccessRelatedl nformation [3]
originalCalledPartyl D [4]
routelList [5]
scflD [6]
travellingClassM ark [7]
extensions [8]
carrier [9]
}

DestinationRoutingAddress,

AlertingPattern OPTIONAL,
CorréationlD OPTIONAL,
| SDNA ccessRelatedl nfor mation OPTIONAL,
OriginalCalledPartyl D OPTIONAL,
Routel ist OPTIONAL,
ScfID OPTIONAL,
TravellingClassM ark OPTIONAL,

SEQUENCE Sl ZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
Carrier OPTIONAL

-- OPTIONAL parameters are only provided if modifications desired to basic call processing values.

SendChar gingl nformationArg ::= SEQUENCE {
sCIBillingChar gingChar acteristics [0]

partyToCharge (1]
extensions [2]
}

ServiceFilteringResponseArg ::= SEQUENCE {
countersvValue [0]
filteringCriteria [1]
extensions [2]
responseCondition [3]
}

SpecializedResour ceReportArg ::= NULL

StatusReportArg ::= SEQUENCE {
resour ceStatus [0]
correlationl D [1]
resourcel D [2]
extensions [3]
reportCondition [4]

correlationl D was present.

TAnswerArg ::= SEQUENCE {

dpSpecificCommonPar ameters [0]
calledPartyBusinessGroupl D [1]
calledPartySubaddress [2]
calledFacilityGroup [3]
calledFacilityGroupM ember [4]
extensions [5]
}

TBusyArg::= SEQUENCE {
dpSpecificCommonParameters [0]
busyCause [1]
calledPartyBusinessGroupl D [2]
calledPartySubaddress [3]
originalCalledPartyl D [4]
redirectingPartyl D [5]
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SCIBillingChar gingChar acteristics,
Legl D,

SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL
CountersValue,

FilteringCriteria,

SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
ResponseCondition OPTIONAL
Resour ceStatus OPTIONAL,
CorrelationlD OPTIONAL,
Resourcel D OPTIONAL,
SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
ReportCondition OPTIONAL

For correlationlD, OPTIONAL denotes network operator optional.
resourcel D is required when the SS- sends a report as an answer to a previous request when the

DpSpecificCommonPar ameters,

CalledPartyBusinessGroupl D OPTIONAL,
CalledPartySubaddress OPTIONAL,
FacilityGroup OPTIONAL,
FacilityGroupM ember OPTIONAL,

SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL
DpSpecificCommonPar ameters,

Cause OPTIONAL,
CalledPartyBusinessGroupl D OPTIONAL,
CalledPartySubaddress PTIONAL,
OriginalCalledPartyl D OPTIONAL,
RedirectingPartyl D OPTIONAL,



redirectionl nformation [6]

routelList [7]
travellingClassM ark [8]
extensions [9]
}

Redir ectionl nfor mation OPTIONAL,
RouteL ist OPTIONAL,
TravellingClassM ark OPTIONAL,

SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL

-- For the OPTIONAL parameters, refer to clause 3 for the trigger detection point processing rules
-- to specify when these parameters are included in the message.

TDisconnectArg ::= SEQUENCE {

dpSpecificCommonPar ameters [0]
calledPartyBusinessGroupl D [1]
calledPartySubaddress [2]
calledFacilityGroup [3]
calledFacilityGroupM ember [4]
releaseCause [5]
extensions [6]
connectTime [7
}

TermAttemptAuthorizedArg ::= SEQUENCE {
dpSpecificCommonPar ameters [0]
calledPartyBusinessGr oupl D [1]
calledPartySubaddress [2]
callingPartyBusinessGroupl D [3]
originalCalledPartyl D [4]
redirectingPartyl D [5]
redirectionl nformation [6]
routelList [7]
travellingClassM ark [8]
extensions [9]
}

TNoAnswerArg ::= SEQUENCE {
dpSpecificCommonPar ameters [0]
calledPartyBusinessGroupl D [1]
calledPartySubaddress 2]
calledFacilityGroup [3]
calledFacilityGroupM ember [4]
originalCalledPartyl D [5]
redirectingPartyl D [6]
redirectionl nformation [7]
travellingClassM ark [8]
extensions [9]

}
-- The Definition of Common Data Types

AccessCode ::= L ocationNumber

DpSpecificCommonPar ameters,

CalledPartyBusinessGroupl D OPTIONAL,
CalledPartySubaddress OPTIONAL,
FacilityGroup OPTIONAL,
FacilityGroupM ember OPTIONAL,
Cause OPTIONAL,
SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL,
Integer4 OPTIONAL
DpSpecificCommonPar ameters,
CalledPartyBusinessGroupl D OPTIONAL,
CalledPartySubaddress OPTIONAL,
CallingPartyBusinessGroupl D OPTIONAL,
OriginalCalledPartyl D OPTIONAL,
RedirectingPartyl D OPTIONAL,
Redir ectionl nformation OPTIONAL,
RouteL ist OPTIONAL,
TravellingClassM ark OPTIONAL,

SEQUENCE SIZE(1..numOfExtensions) OF

ExtensionField OPTIONAL
DpSpecificCommonPar ameters,

CalledPartyBusinessGroupl D OPTIONAL,
CalledPartySubaddress OPTIONAL,
FacilityGroup OPTIONAL,
FacilityGroupM ember OPTIONAL,
OriginalCalledPartyl D OPTIONAL,
RedirectingPartyl D OPTIONAL,
Redir ectionl nfor mation OPTIONAL,
TravellingClassM ark OPTIONAL,

SEQUENCE SIZE(1..numOfExtensions) OF
ExtensionField OPTIONAL

-- An access code from a business group dialling plan attendant access codes, access codes to escape

- to the public network, access code to access a private facility/network, and feature access codes.
- Uses the LocationNumber format which is based on the Q.763 Location Number format.

-- The Nature of Addressindicator field shall be set to " Spare” (value 00000000).
-- The Numbering Plan Indicator field shall be set to " Spare" (value 000).

- Of local significance.

AChBiIllingChargingCharacteristics::= OCTET STRING (SIZE (minAChBillingChar gingL ength..

maxAChBillingChargingL ength))

The AChBIllingChargingCharacteristics parameter specifies the charging related information
to be provided by the SSF and the conditions on which this information has to be reported
back to the SCF with the ApplyChargingReport operation.

Examples of charging related information to be provided by the SSF may be: bulk counter
values, costs, tariff change and time of charge, time stamps, durations, etc.
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-- Examples of conditions on which the charging related information are to be reported may be:
-- threshold value reached, timer expiration, tariff change, end of connection configuration, etc.

AdditionalCallingPartyNumber ::= Digits
-- Indicates the Additional Calling Party Number. Refer to Recommendation Q.763 for encoding.

AlertingPattern ::= OCTET STRING (SIZE(3))

-- Indicates a specific pattern that is used to alert a subscriber (e.g. distinctive ringing, tones, etc.).
-- Only appliesif SSF isthe terminating local exchange for the subscriber. Refer to the Q.931

-- Signal parameter for encoding.

ApplicationTimer ::=INTEGER (0..2047)
-- Used by the SCF to set a timer in the SS-. The timer isin seconds.

AssistingSSPI PRoutingAddress ::= Digits
-- Indicates the destination address of the SRF for the assist procedure.

BCSMEvent ::= SEQUENCE {

eventTypeBCSM [0] EventTypeBCSM,

monitor M ode [1] MonitorMode,

legl D [2] LeglD OPTIONAL,
dpSpecificCriteria [30] DpSpecificCriteria OPTIONAL
}

-- Indicates the BCSM Event information for monitoring.

Bear er Capability ::= CHOICE {

bearer Cap [0] OCTET STRING
(SIZE(2..maxBear er CapabilityL ength)),

tmr [1] OCTET STRING (SIZE(1))

}

-- Indicates the type of bearer capability connection to the user. For bearer Capability, either
-- DSS1(Q.931) or the ISUP User Service Information (Q.763) encoding can be used. Refer
-- to the Q.763 Transmission Medium Requirement parameter for tmr encoding.

CalledPartyBusinessGrouplD ::= OCTET STRING
-- Indicates the business group of the called party. The value of this octet string is network
-- operator specific.

CalledPartyNumber ::= OCTET STRING (SIZE (minCalledPartyNumber L ength..
maxCalledPartyNumber L ength))
-- Indicates the Called Party Number. Refer to Recommendation Q.763 for encoding.

CalledPartySubaddress::= OCTET STRING
-- Indicates the Called Party Subaddress. Refer to Recommendation Q.931 for encoding.

CallingPartyBusinessGroupID ::= OCTET STRING
-- Indicates the business group of the calling party. The value of this octet string is network
-- operator specific.

CallingPartyNumber ::= OCTET STRING (SIZE (minCallingPartyNumberL ength..
maxCallingPartyNumber L ength))
-- Indicates the Calling Party Number. Refer to Recommendation Q.763 for encoding.

CallingPartySubaddress::= OCTET STRING
-- Indicates the Calling Party Subaddress. Refer to Recommendation Q.931 for encoding.

CallingPartysCategory ::= OCTET STRING (SIZE(1))
-- Indicates the type of calling party (e.g. operator, payphone, ordinary subscriber).
-- Refer to Recommendation Q.763 for encoding.

CallResult ::= OCTET STRING (SIZE (minCallResultL ength..
maxCallResultL ength))
-- This parameter provides the SCF with the charging related information previously requested
-- using the ApplyCharging operation. This shall include the partyToCharge parameter as
-- received in the related ApplyCharging operation to correlate the result to the request.
-- The remaining content is network operator specific.
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-- Examples of charging related information to be provided by the SSF may be: bulk counter values,
-- costs, tariff change and time of change, time stamps, durations, etc.

-- Examples of conditions on which the charging related information are to be reported may be:

-- threshold value reached, timer expiration, tariff change, end of connection configuration, etc.

Carrier ::= OCTET STRING

-- Containsthe carrier selection and carrier 1D fields.

-- Carrier selection is one octet and is encoded as:

-- 00000000 Noindication

-- 00000001 Selected carrier code pre subscribed and not input by calling party

-- 00000010 Selected carrier identification code pre subscribed and input by calling party

-- 00000011 Selected carrier identification code pre subscribed, no indication of whether input by calling party

-- 00000100 Selected carrier identification code not pre subscribed and input by calling party
-- 00000101

-- to Spare

-- 11111110

-- 11111111 Reserved

-- Carrier ID has a one octet field indicating the number of digits followed by the digits encoded using BCD.
-- Detailed coding isfor further study. It is of local significance and carrying it through the ISUP isfor further

-- study.

Cause::= OCTET STRING (SIZE (minCausel ength..maxCausel ength))

-- Indicates the cause for interface related information. Refer to the Q.763 Cause parameter for
-- encoding.

-- For the use of cause and location values refer to Recommendation Q.850.

CGEncountered ::= ENUMERATED {
noCGencounter ed(0),
manualCGencountered(1),
scpOverload(2)

}
-- Indicates the type of automatic call gapping encountered, if any.

ChargeNumber ::= L ocationNumber

-- Information sent in either direction indicating the chargeable number for the call and consisting

- of the odd/even indicator, nature of address indicator, numbering plan indicator, and address signals.

- Uses the LocationNumber format which is based on the Q.763 Location Number format.

- For example, the ChargeNumber may be a third party number to which a call is billed for the 3rd party
- billing service. In this case, the calling party may request operator assistance to charge the call to,

-- for example, their home number.

ChargingEvent ::= SEQUENCE {

eventTypeCharging [0] EventTypeCharging,

monitor Mode [1] MonitorMode,

legl D [2] LeglD OPTIONAL
}

-- This parameter indicates the charging event type and corresponding
-- monitor mode and LedID.

CollectedDigits::= SEQUENCE {

minimumNbOfDigits [0] INTEGER (1..127) DEFAULT 1,

maximumNbOfDigits [1] INTEGER (1..127),

endOfReplyDigit [2] OCTET STRING (SIZE (1..2)) OPTIONAL,

cancelDigit [3] OCTET STRING (SIZE (1..2)) OPTIONAL,

startDigit [4] OCTET STRING (SIZE (1..2)) OPTIONAL,

firstDigitTimeOut [5] INTEGER (1..127) OPTIONAL,

inter DigitTimeOut [6] INTEGER (1..127) OPTIONAL,

error Treatment [7] ErrorTreatment DEFAULT
reportErrorToScf,

interruptableAnnind [8] BOOLEAN DEFAULT TRUE,

voicel nformation [9] BOOLEAN DEFAULT FALSE,

voiceBack [10] BOOLEAN DEFAULT FALSE

}
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The use of voiceBack is network operator specific.

The endOfReplyDigit, cancel Digit, and startDigit parameters have been designated as OCTET STRING,
and are to be encoded as BCD, one digit per octet only, contained

in the four least significant bits of each OCTET. The usage is service dependent.

Collectedinfo ::= CHOICE {

collectedDigits [0] CollectedDigits,
iA5Information [1]] BOOLEAN
}

ControlType ::= ENUMERATED {

sCPOverloaded(0),
manuallyl nitiated(1),
destinationOverload(2)
-- other values FFS

}

Correlationl D ::= Digits

used by SCF for correlation with a previous operation. Refer to clause 3 for a description of the
procedures associated with this parameter.

Counter AndValue ::= SEQUENCE {

counter|D [0] CounterlD,
counterValue [1] Integer4
}

Counter|D ::= INTEGER (0..99)

Indicates the counters to be incremented.
The counter| Ds can be addressed by using the last digits of the dialled number.

CountersValue ::= SEQUENCE SIZE(0..numOfCounters) OF Counter AndValue

CutAndPaste ::= INTEGER (0..22)

Indicates the number of digitsto be deleted. Refer to 6.4.2.16/Q.1214 for additional information.

DateAndTime ::= OCTET STRING (SIZE(6))

Indicates, amongst others, the start time for activate service filtering. Coded as YYMMDDHHMMSS
with each digit coded BCD.

Thefirst octet contains YY and the remaining items are sequenced following.

For example, 1993 September 30th, 12:15:01 would be encoded as:

Bits HGFE DCBA
leading octet 3 9
9 0
0 3
2 1
5 1
1 0

DestinationRoutingAddress ::= SEQUENCE SIZE(1..3) OF CalledPartyNumber

Indicates the list of Called Party Numbers (primary and alter nates).

Digits::= OCTET STRING (SIZE (minDigitsL ength..maxDigitsL ength))

Indicates the address signalling digits. Refer to the Q.763 Generic Number and Generic Digits parameters
for encoding. The coding of the subfields * NumberQualifier’ in Generic Number and ’ TypeOfDigits’ in
Generic Digits areirrelevant to the INAP, the ASN.1 tags are sufficient to identify the parameter.

The |SUP format does not allow to exclude these subfields, therefore the value is network operator specific.
The following parameters should use Generic Number:

Correlationl D for AssistRequestinstructions, AssistingSSPI PRoutingAddress for
EstablishTemporaryConnection, calledAddressValue for all occurrences, callingAddressValue for all
occurrences. The following parameters should use Generic Digits: prefix, all

other Correlationl D occurrences, dialledNumber filtering criteria, callingLinel D filtering criteria, linelD
for Resourcel D type, digitResponse for ReceivedI nformationArg.

Displaylnformation ::= IA5String (SIZE (minDisplayl nfor mationL ength..
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maxDisplayl nfor mationL ength))
Indicates the display information.
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DpSpecificCriteria::= CHOICE {

number OfDigits [0] NumberOfDigits,
applicationTimer [1] ApplicationTimer
}

- The SCF may specify the number of digits to be collected by the SS- for the Collectedinfo event.
- When all digits are collected, the SS- reports the event to the SCF.

- The SCF may set a timer in the SS- for the No Answer event. If the user does not answer the call
- within the allotted time, the SS- reports the event to the SCF.

Duration ::= INTEGER (-2..86400)
-- Values are seconds.

ErrorTreatment ::= ENUMERATED {
reportError ToScf(0),
help(1),
repeatPrompt(2)

-- reportErrorToScf means returning the " Improper CallerResponse” error in the event of an error
-- condition during collection of user info.

EventSpecificlnformationBCSM ::= CHOICE {

collectedl nfoSpecificl nfo [0] SEQUENCE{
calledPartynumber [0] CalledPartyNumber
h
analyzedl nfoSpecificl nfo [1] SEQUENCE{
calledPartynumber [0] CalledPartyNumber
h
routeSelectFailur eSpecificl nfo [2] SEQUENCE {
failureCause [0] Cause OPTIONAL
h
oCalledPartyBusySpecificl nfo [3] SEQUENCE {
busyCause [0] Cause OPTIONAL
h
oNoAnswer Specificl nfo [4] SEQUENCE {
-- no specific info defined --
h
oAnswer Specificl nfo [5] SEQUENCE {
-- no specific info defined --
h
oMidCallSpecificlnfo [6] SEQUENCE{
connectTime [O] Integerd OPTIONAL
h
oDisconnect Specificl nfo [7] SEQUENCE {
releaseCause [0] Cause OPTIONAL,
connectTime [1] Integer4 OPTIONAL
h
tBusySpecificlnfo [8] SEQUENCE {
busyCause [0] Cause OPTIONAL
h
tNoAnswer Specificlnfo [9] SEQUENCE{
-- no specific info defined --
h
tAnswer Specificl nfo [10] SEQUENCE {

-- no specific info defined --
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tMidCallSpecificlnfo

tDisconnectSpecificl nfo

}

[11] SEQUENCE {

connectTime [O] Integerd
h

[12] SEQUENCE {

releaseCause [0] Cause
connectTime [1] Integerd
}

Indicates the call related information specific to the event.
The connectTime indicates the duration between the received answer indication from the called party side
and the release of the connection for ODisconnect, OException, TDisconnect, or TException events.

The unit for the connectTime is 100 milliseconds.

EventSpecificlnformationCharging ::= OCTET STRING (SIZE

(minEventSpecificl nformationChar gingL ength..
maxEvent Specificl nfor mationChar gingL ength))

-- defined by network operator.

Indicates the charging related information specific to the event.

-- An example data type definition for this parameter is given below:

-- chargePulses
-- chargeMessages

EventTypeBCSM ::= ENUMERATED {
origAttemptAuthorized(),
collectedInfo(2),
analysedl nformation(3),
routeSelectFailure(4),
oCalledPartyBusy(5),
oNoAnswer (6),
oAnswer (7),
oMidcCall(8),
oDisconnect(9),
oAbandon(10),
termAttemptAuthorized(12),
tBusy(13),
tNoAnswer (14),
tAnswer (15),
tMidCall(16),
tDisconnect(17),
tAbandon(18)

}

[0] Integer4,

[1] OCTET STRING (SIZE (min..max))

OPTIONAL

OPTIONAL,
OPTIONAL

-- Indicates the BCSM detection point event. Refer to 4.2.2.2/Q.1214 for additional information on the
-- events. Values origAttemptAuthorized and termAttemptAuthorized can only be used for TDPs.

EventTypeCharging ::= OCTET STRING (SIZE (minEventTypeChargingL ength..

maxEventTypeChar gingL ength))

-- This parameter indicates the charging event type. Its content is network operator specific.

-- An example data type definition for this parameter is given below:
-- EventTypeCharging ::= ENUMERATED {
-- chargePulses (0),

-- chargeMessages (1)
- }
ExtensionField ::= SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)
} DEFAULT ignore,
value [1] ANY DEFINED BY type
}

-- shall identify the value of an EXTENS ON type

-- This parameter indicates an extension of an argument data type. Its content is network operator specific.
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FacilityGroup ::= CHOICE {

trunkGrouplD [0] INTEGER,
privateFacilityl D [1] INTEGER,
huntGroup [2] OCTET STRING,
routel ndex [3] OCTET STRING

-- Indicates the particular group of facilities to route the call. huntGroup and routelndex are encoded as
-- network operator specific.

FacilityGroupMember ::= INTEGER
-- Indicates the specific member of a trunk group or multi-line hunt group.

FCIBillingChargingCharacteristics::= OCTET STRING (SIZE (minFCIBillingChar gingL ength..
maxFCI BillingChar gingL ength))
-- This parameter indicates the billing and/or charging characteristics. Its content is network operator
-- gpecific. An example datatype definition for this parameter is given below:
-- FCIBillingChargingCharacteristics ::= CHOICE {

-- completeChargingrecord [0] OCTET STRING (S ZE (min..max)),

-- correlationlD [1] CorrelationlD,

-- scenario2Dot3 [2] SEQUENCE{

- chargeParty [0] LeglD OPTIONAL,

-- chargelevel [1] OCTET STRING (SZE (min..max))
- OPTIONAL,
-- chargeltems [2] SET OF Attribute OPTIONAL
- }

-}

-- Depending on the applied charging scenario, the following information elements can be included
-- (refer to Q.1214 Appendix I1):

-- complete charging record (scenario 2.2)

-- charge party (scenario 2.3)

-- chargelevel (scenario 2.3)

-- chargeitems (scenario 2.3)

-- correlationlD (scenario 2.4)

FeatureCode ::= L ocationNumber

-- The two-digit feature code preceded by "*" or "11".

- Uses the LocationNumber format which is based on the Q.763 Location Number format.
-- The Nature of Addressindicator field shall be set to " Spare” (value 00000000).

-- The Numbering Plan Indicator field shall be set to " Spare" (value 000).

- Used for stimulus signalling (Q.932).

FeatureRequestindicator ::= ENUMERATED {

hold(0),

retrieve(l),

featureActivation(2),

sparel(3),

sparen(127)

}
-- Indicates the feature activated (e.g. a switch-hook flash, feature activation). Spare values reserved
-- for future use.

FilteredCallTreatment ::= SEQUENCE {
sFBillingChargingCharacteristics [0] SFBillingChargingChar acteristics,

informationT oSend [1] InformationToSend OPTIONAL,
maximumNumber Of Counters [2] MaximumNumberOfCounters OPTIONAL,
releaseCause [3] Cause OPTIONAL
}

If releaseCause is not present, the default value is the same as the | SUP cause value decimal 31.
If informationToSend is present, the call will be released after the end of the announcement
with the indicated or default releaseCause.

-- If maximumNumber OfCountersis not present, ServiceFilteringResponse will be sent with
CountersValue::= SEQUENCE S ZE (0) OF CountersAndValue.

FilteringCharacteristics ::= CHOICE {
interval [0] INTEGER (-1..32000),
number OfCalls [1] [Integerd

}
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Indicates the severity of the filtering and the point in time when the ServiceFilteringResponse is to be sent.
If = interval, every interval of time the next call leadsto an InitialDP and a ServiceFilteringResponseis
sent to the SCF. Theinterval is specified in seconds.

If = NumberOfCalls, every N calls the Nth call leads to an Initial DP and a ServiceFilteringResponse

is sent to the SCF.

If ActivateServiceFiltering implies several counters — filtering on several dialled numbers —,

the numberOfCalls would include calls to all the dialled humbers.

FilteringCriteria::= CHOICE {

dialledNumber [0] Digits,

callingLinelD [1] Digits,

serviceK ey [2] ServiceKey,

addressAndService [30] SEQUENCE {
calledAddressValue [O] Digits,
serviceK ey [1] ServiceKey,
callingAddressvValue [2] Digits OPTIONAL,
locationNumber [3] LocationNumber

OPTIONAL

}

}

-- In case calledAddressValue is specified, the numbers to be filtered are from calledAddressValue
-- up to and including calledAddressValue + maximumNumberOfCounters-1.
-- The last two digits of calledAddressvalue can not exceed 100-maximumNumberOfCounters.

FilteringTimeOut ::= CHOICE {

duration [0] Duration,
stopTime [1] DateAndTime
}

-- Indicates the maximum duration of the filtering. When the timer expires, a ServiceFilteringResponse
-- is sent to the SCF.

ForwardCalllndicators::= OCTET STRING (SIZE(2))
-- Indicates the Forward Call Indicators. Refer to Recommendation Q.763 for encoding.

ForwardingCondition ::= ENUMERATED {
busy(0),
noanswer (1),
any(2)
}

-- Indicates the condition that must be met to complete the connect.

GapCriteria::= CHOICE {

calledAddressValue [0] Digits,

gapOnService [2] GapOnService,

calledAddressAndService [29] SEQUENCE {
calledAddressValue [O] Digits,
serviceK ey [1] ServiceKey
3

callingAddressAndService [30] SEQUENCE {
callingAddressvValue [O] Digits,
serviceK ey [1] ServiceKey,
locationNumber [2] LocationNumber

OPTIONAL

}

}

Both calledAddressValue and callingAddressValue can be
incomplete numbers, in the sense that a limited amount of digits can be given.

For the handling of numbers starting with the same digit string, refer to the detailed procedure
of the CallGap operation in 3.3.

GapOnService::= SEQUENCE {

serviceK ey [0] ServiceKey,
dpCriteria [1] EventTypeBCSM OPTIONAL
}
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Gaplndicators::= SEQUENCE {

duration [0] Duration,
gaplnterval [1] Interval
}

-- Indicates the gapping characteristics. No gapping when gaplnterval equals 0, and gap all calls when
-- gaplinterval equals 1.

GapTreatment ::= CHOICE {

informationT 0Send [0] InformationToSend,

releaseCause [1] Cause,

both [2] SEQUENCE({
informationT oSend [O] InformationToSend,
releaseCause [1] Cause
}

}

-- The default value for Causeisthe same asin ISUP.

HighL ayer Compatibility ::= OCTET STRING (SIZE (highL ayer CompatibilityL ength))
-- Indicates the teleservice. For encoding, DSS1 (Q.931) is used.

HoldCause::= OCTET STRING  -- defined by network operator.
-- Indicates the cause for holding the call.

Inbandinfo ::= SEQUENCE {

messagel D [0] MessagelD,

number OfRepetitions [1] INTEGER (1..127) OPTIONAL,
duration [2] INTEGER (0..32767) OPTIONAL,
interval [3] INTEGER (0..32767) OPTIONAL
}

Interval isthe timein seconds between each repeated announcement. Duration is the total

amount of time in seconds, including repetitions and intervals.

The end of announcement is either the end of duration or number OfRepetitions, whatever comes first.
Duration with value 0 indicates infinite duration.

InformationToSend ::= CHOICE {

inbandlnfo [0] Inbandinfo,

tone [1] Tone,

displayl nformation [2] Displaylnformation
}

Integer4 ::= INTEGER (0..2147483647)

Interval ::= INTEGER (-1..60000)
-- Units are milliseconds. A —1 value denotes infinite.

Invokel D ::= InvokeldType
-- Operation invoke identifier.

IPAvailable::= OCTET STRING (SIZE (minl PAvailablel ength..maxl| PAvailableL ength))
-- defined by network operator.
-- Indicates that the resource is available.

IPRoutingAddress ::= CalledPartyNumber
-- Indicates the routing address for the IP.

| PSSPCapabilities ::= OCTET STRING (SIZE (minl PSSPCapabilitiesL ength..
max| PSSPCapabilitiesL ength))

-- defined by network operator.

-- Indicates the SRF resources available at the SSP.

I SDNAccessRelatedI nformation ::= OCTET STRING

-- Indicates the destination user network interface related information. Refer to the Q.763 Access
-- Transport parameter for encoding.

LeglD ::= CHOICE {

sendingSidel D [0] LegType,
receivingSidel D [1] LegType
}
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-- Indicates a reference to a specific party in a call. OPTIONAL denotes network operator specific use

-- with a choice of unilateral 1D assignment or bilateral ID assignment.

-- OPTIONAL for LeglD also denotes the following:

-- — when only one party exists in the call, this parameter is not needed (as no ambiguity exists);
-- — when more than one party exists in the call, one of the following alternatives applies:

-- 1. LegID is present and indicates which party is concerned.

-- 2. LegID is not present and a default value is assumed (e.g. calling party in the case of the
-- ApplyCharging operation).

-- Choice between these two alternatives is kept a network operator option.

LegType::= OCTET STRING (SIZE(1))

legl LegType::="01'H
leg2 LegType::

LocationNumber ::= OCTET STRING (SIZE (minL ocationNumber L ength..
maxL ocationNumber L ength))

'02’H

-- Indicates the Location Number for the calling party. Refer to Recommendation Q.763 (White book) for encoding.
MaximumNumber Of Counters::= INTEGER (1..numOfCounters)
Messagel D ::= CHOICE {

elementaryM essagel D [0] Integer4,
text [1] SEQUENCE({
messageContent [0] 1A5String (SIZE

(minM essageContentL ength..
maxM essageContentL ength)),
attributes [1] OCTET STRING (SIZE (
minAttributesL ength..
maxAttributesL ength))

OPTIONAL
h
elementaryM essagel Ds [29] SEQUENCE SIZE (1..numOfM essagel Ds) OF Integer 4,
variableM essage [30] SEQUENCE {
elementaryMessagelD  [0] Integer4,
variableParts [1] SEQUENCE SIZE (1.5)
OF VariablePart
}
}
-- OPTIONAL denotes network operator specific use.
MiscCalllnfo ::= SEQUENCE {
messageType [0 ENUMERATED {
request(0),
notification(1)
h
dpAssignment [1] ENUMERATED {
individualLing(0),
groupBased(1),
officeBased(2)
} OPTIONAL
}
-- Indicates detection point related information.
MonitorMode ::=ENUMERATED {
interrupted(0),
notifyAndContinue(1),
transparent(2)

-- Indicates the event is relayed and/or processed by the SSP.

-- If this parameter is used in the context of charging events, the following definitions apply for the
-- handling of charging events:

-- Interrupted means that the SSF notifies the SCF of the charging event using

-- EventNotificationCharging, does not process the event but discard it.
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-- NotifyAndContinue means that SSF notifies the SCF of the charging event using

-- EventNotificationCharging, and continues processing the event or signal without waiting for SCF

-- instructions. Transparent means that the SSF does not notify the SCF of the event. This value is used to
-- end the monitoring of a previously requested charging event. Previously requested charging events are
-- monitored until ended by a transparent monitor mode, or until the end of the connection configuration.
-- For the use of this parameter in the context of BCSM events refer to 3.3.39.

NumberingPlan ::= OCTET STRING (SIZE(1))
-- Indicates the numbering plan for collecting the user information. Refer to the Q.763 Numbering Plan.
-- Indicator field for encoding.

Number OfDigits::= INTEGER (1..255)

-- Indicates the number of digitsto be collected

OriginalCalledPartylD ::= OCTET STRING (SIZE (minOriginalCalledPartyl DL ength..
maxOriginalCalledPartyl DL ength))

-- Indicates the original called number. Refer to the Q.763 Original Called Number for encoding.

RedirectingPartylD ::= OCTET STRING (SIZE (minRedirectingPartyl DL ength..
maxRedirectingPartyl DL ength))

-- Indicates redirecting number. Refer to the Q.763 Redirecting number for encoding.

RedirectionInformation ::= OCTET STRING (SIZE(2))

-- Indicates redirection information. Refer to the Q.763 Redirection Information for encoding.

ReportCondition ::= ENUMERATED {
statusReport(0),
timer Expired(1),
canceled(2)
}

-- ReportCondition specifies the cause of sending “StatusReport” operation to the SCF.

Requestedl nformationList ::= SEQUENCE SIZE (1..numOflnfoltems) OF Requested| nfor mation

RequestedI nformationTypeList ::= SEQUENCE SIZE (1..numOfInfol tems) OF
Requestedl nformationType

RequestedInformation ::= SEQUENCE {

requestedi nformationType [0] ReguestedinformationType,
requestedl nformationValue [1] RequestedinformationValue
}

RequestedInformationType ::= ENUMERATED {
callAttemptElapsedTime(0),
callStopTime(1),
callConnectedElapsedTime(2),
calledAddress(3),
releaseCause(30)

}

Requestedl nformationValue ::= CHOICE {
callAttemptElapsedTimeValue  [0] INTEGER (0..255),

callStopTimeValue [1] DateAndTime,
callConnectedElapsedTimeValue [2] Integer4,
calledAddressvValue [3] Digits,
releaseCauseValue [30] Cause

}

-- The callAttemptElapsedTimeValue is specified in seconds. The unit for the
-- callConnectedElapsedTimeValue is 100 milliseconds.

Resourcel D ::= CHOICE {
linelD [0] Digits,
facilityGroupl D [1] FacilityGroup,
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facilityGroupMember | D [2] INTEGER,
trunkGroupl D [3] INTEGER

}

-- Indicates a logical identifier for the physical termination resource.

Resour ceStatus ::= ENUMERATED {
busy(0),
idle(1)
}

ResponseCondition ::= ENUMERATED {
inter mediateResponse(0),
lastResponse(1)

-- additional values are for further study.
}

-- ResponseCondition is used to identify the reason why ServiceFilteringResponse operation is sent.
-- intermediater esponse identifies that service filtering is running and the interval timeis expired and
--acall isreceived, or that service filtering is running and the threshold value is reached.

-- lastResponse identifies that the duration time is expired and service filtering has been finished or
-- that the stop time is met and service filtering has been finished.

Routel ist ::= SEQUENCE SIZE(1..3) OF OCTET STRING (SIZE

(minRouteL istL ength..maxRoutel istL ength))
-- Indicates a list of trunk groups or a route index. See Recommendation Q.1214 for additional information on thisitem.
ScfID ::= OCTET STRING (SIZE (minScfl DLength..maxScfl DL ength))
-- defined by network operator.
-- Indicates the SCF identifier.
SCIBillingChargingCharacteristics::= OCTET STRING (SIZE (minSCIBillingChargingL ength..

maxSCI BillingChar gingL ength))

-- This parameter indicates the billing and/or charging characteristics. Its content is network operator
-- gpecific. An example datatype definition for this parameter is given below:
-- LIBillingChargingCharacteristics ::= CHOICE {

- chargelLevel [0] OCTET STRING (SIZE (min..max),
-- chargePulses [1] Integerd4,

- chargeMessages [2] OCTET STRING (S ZE (min..max)
- )

-- Depending on the applied charging scenario the following information elements
-- can beincluded (refer to Appendix 11/Q.1214):

-- chargelevel (scenario 3.2)

-- chargePulses (scenario 3.2)

-- chargeMessages (scenario 3.2)

ServiceAddresslnformation ::= SEQUENCE {

serviceK ey [0] ServiceKey OPTIONAL,
miscCalllnfo [1] MiscCalllnfo,

trigger Type [2] TriggerType OPTIONAL
}

-- Information that represents the result of trigger analysis and allows the SCF to choose the appropriate
-- servicelogic.

Servicel nteractionlndicators::= OCTET STRING (SIZE ( minServicel nter actionl ndicator sL ength..
maxSer vicel nteractionl ndicator sL ength))

-- Indicators which are exchanged between SSP and SCP to resolve interactions between IN based services
-- and network based services, respectively between different IN based services.

-- The contents are network specific and identified as a subject for further study with respect to INAP.

-- The following example is listed to illustrate the use of this parameter:

- CallToBeDiverted Allowed/NotAllowed Indicator
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-- If the Call ToBeDiverted indicator is set to NotAllowed, the destination exchange shall not allow any
-- divertion on the subjected call. By this, each service can pass the applicable indicators to informthe
-- destination exchange of how specific services are to be handled.

ServiceKey ::= Integer4

-- Information that allows the SCF to choose the appropriate service logic.

ServiceProfileldentifier ::= OCTET STRING

-- Indicates a particular ISDN terminal. Refer to Recommendation Q.932 for encoding.

ServingAreal D ::= LocationNumber

-- ldentifies the local serving area where a network provider operates. Uses the LocationNumber
-- format which is based on the Q.763 Location Number format.

-- The Nature of Addressindicator field shall be set to " Spare” (value 00000000).

-- The Numbering Plan Indicator field shall be set to " Spare" (value 000).

-- Defined by the network operator.

SFBillingChar gingCharacteristics ::= OCTET STRING (SIZE (minSFBillingChargingL ength..
maxSFBillingChar gingL ength))

-- This parameter indicates the billing and/or charging characteristics for filtered calls.
-- Its content is network operator specific.

TerminalType::= ENUMERATED {
unknown(0),
dialPulse(1),
dtmf(2),
isdn(3),
isdnNoDtmf(4),
spare(16)
}

-- ldentifies the terminal type so that the SCF can specify, to the SRF, the appropriate type of capability
-- (voice recognition, DTMF, display capability, etc.). Snce present signalling systems do not convey
-- terminal type, this parameter applies only at originating or terminating local exchanges.

Timer|D ::= ENUMERATED {
tssf(0)
-- othersffs

}

-- Indicates the timer to be reset.

TimerValue::=Integer4

-- Indicates the timer value (in seconds).
Tone::= SEQUENCE {

tonel D [0] Integer4,
duration [1] Integer4 OPTIONAL
}

-- The duration specifies the length of the tone in seconds, value 0 indicates infinite duration.

TravellingClassMark ::= L ocationNumber

-- Indicates travelling class mark information.

-- Uses the LocationNumber format which is based on the Q.763 Location Number format.
-- The Nature of Addressindicator field shall be set to "Spare" (value 00000000).

-- The Numbering Plan Indicator field shall be set to " Spare" (value 000).

-- Maximum 2 digits.

Trigger Type::= ENUMERATED {
featureActivation(0),
vertical ServiceCode(1),
customizedAccess(2),
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customizedl ntercom(3),
emer gencyService(12),
aFR(13),

sharedl OTrunk(14),
offHook Delay(17),

channel SetupPRI (18),
tNoAnswer (25),

tBusy(26),
oCalledPartyBusy(27),
oNoAnswer (29),
originationAttemptAuthorized(30),
oAnswer (31),
oDisconnect(32),
termAttemptAuthorized(33),
tAnswer (34),
tDisconnect(35)

-- Private (ffs)

}

-- The type of trigger which caused call suspension
-- 4-11: Reserved; 15,16: Reserved; 19-24: Reserved

UnavailableNetworkResource ::= ENUMERATED {
unavailableResour ces(0),
componentFailure(1),
basicCallProcessingException(2),
resour ceStatusFailure(3),
endUser Failur e(4)

}

-- Indicates the network resour ce that failed.

VariablePart ::= CHOICE {

integer [0] Integer4,

number [1] Digits, -- Generic digits

time [2] OCTET STRING (SIZE(2)), -- HH:MM, BCD coded
date [3] OCTET STRING (SIZE(3)), -- YYMMDD, BCD coded
price [4] OCTET STRING (SIZE(4))

}

-- Indicates the variable part of the message.
-- BCD coded variable parts are encoded as described in the examples bel ow.
-- For example, time = 12:15 would be encoded as:

- Bits HGFE DCBA

- leading octet 2 1

- 5 1

-- date = 1993 September 30th would be encoded as:

- Bits HGFE DCBA

- leading octet 3 9

- 9 0

- 0 3

-- The Definition of range of constants Follows

highL ayer CompatibilityL ength INTEGER ::=2

minAChBillingChar gingL ength INTEGER ::= -- network specific
maxAChBillingChargingL ength INTEGER ::= -- network specific
minAttributesL ength INTEGER ::= -- network specific
maxAttributesL ength INTEGER ::= -- network specific
maxBear er CapabilityL ength INTEGER ::= -- network specific
minCalledPartyNumber L ength INTEGER ::= -- network specific
maxCalledPartyNumber L ength INTEGER ::= -- network specific
minCallingPartyNumber L ength INTEGER ::= -- network specific
maxCallingPartyNumber L ength INTEGER ::= -- network specific
minCallResultL ength INTEGER ::= -- network specific
maxCallResultLength INTEGER ::= -- network specific
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minCausel ength INTEGER ::=2

maxCausel ength INTEGER ::= -- network specific
minDigitsL ength INTEGER ::= -- network specific
maxDigitsL ength INTEGER ::= -- network specific
minDisplayl nformationL ength INTEGER ::= -- network specific
maxDisplayl nfor mationL ength INTEGER ::= -- network specific
minEventSpecificl nfor mationChar gingL ength INTEGER ::= -- network specific
maxEventSpecificl nformationChar gingL ength INTEGER ::= -- network specific
minEventTypeChargingL ength INTEGER ::= -- network specific
maxEventTypeChargingL ength INTEGER ::= -- network specific
minFCIBillingChargingL ength INTEGER ::= -- network specific
maxFClIBillingChar gingL ength INTEGER ::= -- network specific
minl PAvailablelL ength INTEGER ::= -- network specific
maxI| PAvailablel ength INTEGER ::= -- network specific
minl PSSPCapabilitiesL ength INTEGER ::= -- network specific
max| PSSPCapabilitiesL ength INTEGER ::= -- network specific
minL ocationNumber L ength INTEGER ::= -- network specific
maxL ocationNumber Length INTEGER ::= -- network specific
minM essageContentL ength INTEGER ::= -- network specific
maxM essageContentL ength INTEGER ::= -- network specific
minOriginalCalledPartyl DL ength INTEGER ::= -- network specific
maxOriginalCalledPartyl DL ength INTEGER ::= -- network specific
minRedirectingPartyl DLength INTEGER ::= -- network specific
maxRedirectingPartyl DL ength INTEGER ::= -- network specific
minRoutel istL ength INTEGER ::= -- network specific
maxRouteL istL ength INTEGER ::= -- network specific
minScflDLength INTEGER ::= -- network specific
maxScfl DL ength INTEGER ::= -- network specific
minSCI BillingChar gingL ength INTEGER ::= -- network specific
maxSCIBillingChar gingL ength INTEGER ::= -- network specific
minServicel nteractionl ndicator sL ength INTEGER ::= -- network specific
maxSer vicel nter actionl ndicator sL ength INTEGER ::= -- network specific
minSFBillingChar gingL ength INTEGER ::= -- network specific
maxSFBillingChar gingL ength INTEGER ::= -- network specific
numOfBCSM Events INTEGER ::= -- network specific
numOfChargingEvents INTEGER ::= -- network specific
numOfCounters INTEGER ::= 100

numOfExtensions INTEGER ::= -- network specific
numOfInfol tems INTEGER ::=5

numOfM essagel Ds INTEGER ::= -- network specific
END

214 IN CS-1 application protocol (operation and error codes)

-- This modul e contains the operation and error code assignments for the IN CS-1 application protocol.
IN-CS-1-Codes { ccitt recommendation g 1218 modules(0) cs-1-codes(3) version1(0) }

DEFINITIONS =

BEGIN

-- OPERATION AND ERROR CODE ASSGNMENTSFORTHE INCS1 PROTOCOL

-- FOLLOW
IMPORTS

-- macros
APPLICATION-SERVICE-ELEMENT

FROM Remote-Operations-Notation-Extension
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{joint-iso-ccitt remote-oper ations(4) notation-extension(2)}
-- operation types

ActivateServiceFiltering,
ActivityTest,

Analysedl nfor mation,

Analysel nfor mation,
ApplyCharging,
ApplyChargingReport,
AssistRequest| nstructions,
CallGap,

Calllnfor mationReport,

Calllnfor mationRequest,
Cancel,

Cancel StatusReportRequest,
Collectedl nformation,
Collectlnformation,

Connect,

ConnectToResour ce,

Continue,
DisconnectForwardConnection,
EstablishTemporaryConnection,
EventNotificationChar ging,
EventReportBCSM,
FurnishCharginglnfor mation,
HoldCalllnNetwork,

InitialDP,

InitiateCall Attempt,

OAnswer,

OCalledPartyBusy,
ODisconnect,

OMidcCall,

ONoAnNswer,
OriginationAttemptAuthorized,
PlayAnnouncement,
PromptAndCollectUser I nformation,
ReleaseCall,
RequestCurrentStatusReport,
RequestEveryStatusChangeReport,
RequestFirstStatusM atchReport,
RequestNatificationChar gingEvent,
RequestReportBCSM Event,
ResetTimer,
RouteSelectFailure,
SelectFacility,

SelectRoute,

SendChar gingl nformation,
ServiceFilteringResponse,
SpecializedResour ceReport,
StatusReport,

TAnswer,

TBusy,

TDisconnect,
TermAttemptAuthorized,
TMidCall,

TNoAnswer

FROM IN-CS-1-Operations{ ccitt recommendation g 1218 modules(0) cs-1-oper ations(0) version1(0) }

-- error types
Canceled,
CancelFailed,
ETCFailed,
Improper Caller Response,
MissingCustomer Record,
MissingPar ameter,
Parameter OutOfRange,
RequestedInfoError,
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SystemFailure,

TaskRefused,
UnavailableResour ce,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter,
UnknownL egl D,
UnknownResour ce

FROM IN-CS-1-Errors { ccitt recommendation q 1218 modules(0) cs-1-errors(1l) versionl1(0) };

-- the operations are grouped by the identified ASEs.

-- SCF activation ASE
initialDP InitialDP ::=localValue 0
-- Basic BCP DP ASE
originationAttemptAuthorized OriginationAttemptAuthorized ::=localValue 1
collectedl nformation Collectedl nformation ;:=localValue 2
analysedl nformation Analysedl nformation ::=localValue 3
routeSelectFailure RouteSdectFailure ;:=localValue 4
oCalledPartyBusy OCalledPartyBusy ::=localValue 5
oNoAnswer ONOAnNswer ::=localValue 6
oAnswer OAnswer ::=localValue7
oDisconnect ODisconnect ::=localValue 8
termAttemptAuthorized TermAttemptAuthorized ::=localValue 9
tBusy TBusy ::=localValue 10
tNoAnswer TNoAnswer ::=localValue 11
tAnswer TAnswer ::=localValue 12
tDisconnect TDisconnect ::=localValue 13
-- Advanced BCP DP ASE
oMidCall OMidcCall ::=localValue 14
tMidCall TMidCall ;.= localValue 15
-- SCF/SRF activation of assist ASE
assistRequestl nstructions AssistRequestlnstructions ::=localValue 16

-- Assist connection establishment ASE

establishTemporaryConnection EstablishTemporaryConnection ::=localValue 17

-- Generic disconnect resource ASE

disconnectForwardConnection DisconnectForwar dConnection ::=localValue 18

-- Non-assisted connection establishment ASE

connectToResour ce ConnectToResour ce ;.= localValue 19

-- Connect ASE (elementary SS- function)

connect Connect ;.= localValue 20

-- Call handling ASE (elementary SSF function)

holdCalll nNetwor k HoldCalllnNetwor k ::=localValue 21
releaseCall ReleaseCall ;.= localValue 22

-- BCSM Event handling ASE

requestReportBCSM Event RequestReportBCSM Event ::=localValue 23
eventReportBCSM EventReportBCSM ::=localValue 24
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-- Charging Event handling ASE

reguestNotificationChar gingEvent
eventNotificationChar ging

-- SSF call processing ASE

collectInformation
analysel nformation
selectRoute
selectFacility
continue

-- SCF call initiation ASE
initiateCall Attempt

-- Timer ASE

resetTimer

-- Billing ASE

furnishChar gingl nformation

-- Charging ASE

applyCharging
applyChargingReport

-- Status reporting ASE

reguestCurrentStatusReport
requestEveryStatusChangeReport
requestFirstStatusM atchReport
statusReport

-- Traffic management ASE

callGap

-- Service management ASE

activateServiceFiltering
serviceFilteringResponse

-- Call report ASE

calllnformationReport
calllnfor mationRequest

-- Sgnalling control ASE

sendChar gingl nformation

-- Specialized resource control ASE

playAnnouncement

promptAndCollectUser I nformation

specializedResour ceReport

-- Cancel ASE

cancel
cancel StatusReportRequest

-- Activity Test ASE
activityTest
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RequestNotificationChar gingEvent
EventNotificationCharging

CollectInformation
Analysel nformation
SelectRoute
SelectFacility
Continue

InitiateCallAttempt

ResetTimer

FurnishChar gingl nformation

ApplyCharging
ApplyChargingReport

RequestCurrentStatusReport
RequestEveryStatusChangeReport
RequestFirstStatusM atchReport
StatusReport

CallGap

ActivateServiceFiltering
ServiceFilteringResponse

CalllnformationReport
Calllnfor mationRequest

SendChar gingl nformation

PlayAnnouncement
PromptAndCollectUser I nformation
SpecializedResour ceReport

Cancel
Cancel StatusReportRequest

ActivityTest
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;= localValue 25
;.= localValue 26

;.= localValue 27
::=localValue 28
::=localValue 29
::=localValue 30
::=localValue 31

::=localValue 32

::=localValue 33

;.= localValue 34

::=localValue 35
::=localValue 36

::=localValue 37
;= localValue 38
;= localValue 39
::=localValue 40

;.= localValue 41

;.= localValue 42
;.= localValue 43

;:=localValue 44
;.= localValue 45

::=localValue 46

;.= localValue 47
::=localValue 48
;.= localValue 49

;.= localValue 53
;.= localValue 54

::=localValue 55



-- ERROR codes

cancelled
cancelFailed
€T CFailed
improper Caller Response
missingCustomer Record
missingPar ameter
parameter OutOfRange
requestedi nfoError
systemFailure
taskRefused
unavailableResour ce
unexpectedComponentSequence
unexpectedDataValue
unexpectedPar ameter
unknownL egl D
unknownResour ce

-- APPLICATION SERVICE ELEMENTS

Cancelled ::=localValueO
CancelFailed ::=localValue 1
ETCFailed ::=localValue 3
Improper Caller Response ::=localValue 4
MissingCustomer Record ::=localValue 6
MissingPar ameter ::=localValue7
Parameter OutOfRange ::=localValue 8
RequestedInfoError ::=localValue 10
SystemFailure ::=localValue 11
TaskRefused ::=localValue 12
UnavailableResour ce ::=localValue 13
UnexpectedComponentSequence ::=localValue 14
UnexpectedDataValue ::=localValue 15
UnexpectedPar ameter ::=localValue 16
UnknownL egl D ::=localValue 17
UnknownResour ce ::=localValue 18

SCF-activation-ASE::= APPLICATION-SERVICE-ELEMENT

-- consumer is SSF
CONSUMER INVOKES{
initialDP
}
-- supplier is SCF
SUPPLIER INVOKES

SCF-SRF-activation-of-assist-ASE
-- consumer is SSF/SRF
CONSUMER INVOKES{

assistRequestlnstructions
}
-- supplier is SCF
SUPPLIER INVOKES

Assist-connection-establishment-ASE
-- consumer is SS-
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES{

::= APPLICATION-SERVICE-ELEMENT

::= APPLICATION-SERVICE-ELEMENT

establishTemporaryConnection

}

Generic-disconnect-resour ce-ASE
-- consumer is SSF
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES{

::= APPLICATION-SERVICE-ELEMENT

disconnectForwardConnection

}

Non-assisted-connection-establishment-ASE

-- consumer is SSF
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES{
connectToResour ce

}

Connect-ASE
-- consumer is SSF
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES{

connect

}

::= APPLICATION-SERVICE-ELEMENT

::= APPLICATION-SERVICE-ELEMENT
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BCSM -event-handling-ASE .= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF
CONSUMER INVOKES{

eventReportBCSM
}
-- supplier is SCF
SUPPLIER INVOKES{
requestReportBCSM Event
}
DP-specific-event-handling-ASE ~ ::= APPLICATION-SERVICE-ELEMENT

-- consumer is SSF
CONSUMER INVOKES{
originationAttemptAuthorized,
collectedl nformation,
analyzedl nformation,
routeSelectFailure,
oCalledPartyBusy,
oNoAnswer,
OAnswer,
oDisconnect,
termAttemptAuthorized,
TBusy,
tNoAnswer,
tAnswer,
tDisconnect,
oMidcCall,
tMidCall
}
-- supplier is SCF
SUPPLIER INVOKES{
requestReportBCSM Even

}

Char ging-event-handling-ASE ::= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF
CONSUMER INVOKES{
eventNotificationCharging
}
-- supplier is SCF
SUPPLIER INVOKES{
requestNotificationChar gingEvent

}

SCF-call-initiation-ASE ::= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES{
initiateCall Attempt
}

Timer-ASE = APPLICATION-SERVICE-ELEMENT
-- consumer is SSF/SRF
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES{
resetTimer
}

Billing-ASE  ::= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES{
furnishChar gingl nformation

}
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Charging-ASE ::= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF
CONSUMER INVOKES{
applyChar gingReport
}

-- supplier is SCF
SUPPLIER INVOKES{
applyCharging

}

Traffic-management-ASE ::= APPLICATION-SERVICE-ELEMENT
--consumer is SSF
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES{
callGap
}

Service-management-ASE ;= APPLICATION-SERVICE-ELEMENT
-- consumer is SS-
CONSUMER INVOKES{
serviceFilteringResponse
}
-- supplier is SCF
SUPPLIER INVOKES{
activateServiceFiltering

}

Call-report-ASE ;= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF
CONSUMER INVOKES({
calllnformationReport
}
-- supplier is SCF
SUPPLIER INVOKES{
calllnformationRequest
}

Signalling-control-ASE ;= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES({
sendChar gingl nformation

}

Specialized-resour ce-control-ASE ::= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF/SRF
CONSUMER INVOKES{
specializedResour ceReport
}
-- supplier is SCF
SUPPLIER INVOKES{
playAnnouncement,
promptAndCollectUser I nformation

}

Activity-test-ASE  ::= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF/SRF
CONSUMER INVOKES

-- supplier is SCF
SUPPLIER INVOKES({
activityTest
}
Basic-BCP-DP-ASE ::= APPLICATION-SERVICE-ELEMENT

-- consumer is SSF
CONSUMER INVOKES{
originationAttemptAuthorized,
collectedl nfor mation,
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analyzedl nfor mation,
routeSelectFailure,
oCalledPartyBusy,
oNoAnswer,

OAnswer,

oDisconnect,
termAttemptAuthorized,
tCalledPartyBusy,
tNoAnswer,

tAnswer,

tDisconnect

}

-- supplier is SCF
SUPPLIER INVOKES

Advanced-BCP-DP-ASE .= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF
CONSUMER INVOKES{
oMidcCall,
tMidCall
}
-- supplier is SCF
SUPPLIER INVOKES

SSF-Call-Processing-ASE::= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES{
collectInfor mation,
analyzel nfor mation,
selectRoute,
selectFacility,
continue

}

Status-reporting-ASE ::= APPLICATION-SERVICE-ELEMENT

-- consumer is SSF

CONSUMER INVOKES{
statusReport
}

-- supplier is SCF

SUPPLIER INVOKES({
requestCurrentStatusReport,
requestEveryStatusChangeReport,
requestFir stStatusM atchReport
}

Cancel-ASE ;= APPLICATION-SERVICE-ELEMENT
-- consumer is SSF/SRF
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES{
cancel,
cancel StatusReportRequest

}

Call-handling-ASE ;= APPLICATION-SERVICE-ELEMENT
-- consumer is SS-
CONSUMER INVOKES
-- supplier is SCF
SUPPLIER INVOKES{
holdCalllnNetwork,
releaseCall
}

END
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215 Application Contexts
APPLICATION-CONTEXT MACRO:

BEGIN

TYPE NOTATION n=
VALUE NOTATION
Symmetric

Initiator Consumer Of
Responder Consumer Of
ACEList ;
ASE =

END
IN-CS1-SSF-to-SCF-Generic-AC

Symmetric | I nitiator Consumer OfResponder Consumer Of | empty
valug(VALUE OBJECT IDENTIFIER)

"OPERATIONSOF" "{ASEList"}"

"INITIATOR CONSUMER OF" "{ASEList"}" | empty
"RESPONDER CONSUMER OF" "{ASEList"}" | empty

ASE | ASEList"," ASE

type - shall reference an APPLICATION-SERVICE-ELEMENT type

APPLICATION-CONTEXT

-- dialogue initiated by SS- with Initial DP operation

INITIATOR CONSUMER OF {
SCF-activation-ASE,

Assist-connection-establishment-ASE,
Generic-disconnect-resour ce-ASE,
Non-assisted-connection-establishment-ASE,

Connect-ASE,
Call-handling-ASE,
BCSM -event-handling-ASE,

Charging-event-handling-ASE,

SSF-call-processing-ASE,
Timer-ASE,

Billing-ASE,
Charging-ASE,
Traffic-management-ASE,
Status-reporting-ASE,
Call-report-ASE,
Signalling-control-ASE,

Specialized-resour ce-control-ASE,

Cancel-ASE,
Activity-test-ASE
}

RESPONDER CONSUMER OF

::={ccitt recommendation q1218 scf-ssf-srf-objects(1) generic-ssf-to-scf(0) version 1(0)};

IN-CS1-SSF-to-SCF-DPspecific-AC

APPLICATION-CONTEXT

-- dialogue initiated by SSF with DP Specific Initial Operation

INITIATOR CONSUMER OF {
Basic-BCP-DP-ASE,
Advanced-BCP-DP-ASE,

Assist-connection-establishment-ASE,
Generic-disconnect-r esour ce-ASE,
Non-assisted-connection-establishment-ASE,

Connect-ASE,
Call-handling-ASE,

DP-specific-event-handling-ASE,
Charging-event-handling-ASE,

SSF-call-processing-ASE,
Timer-ASE,

Billing-ASE,
Charging-ASE,
Traffic-management-ASE,
Status-reporting-ASE,
Call-report-ASE,
Signalling-control-ASE,

Specialized-resour ce-control-ASE,

Cancel-ASE,
Activity-test-ASE
}

RESPONDER CONSUMER OF

::={ccitt recommendation q1218 scf-ssf-srf-objects(1) dp-specific-ssf-to-scf(1) version 1(0)};
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IN-CSl-assist-handoff-SSF-to-SCF-AC APPLICATION-CONTEXT
-- dialogue initiated by SS- with AssistRequestInstructions
INITIATOR CONSUMER OF {
SCF-SRF-activation-of-assist-ASE,
Generic-disconnect-r esour ce-ASE,
Non-assisted-connection-establishment-ASE,
Call-handling ASE,
Timer-ASE,
Billing-ASE,
Charging-ASE,
Status-reporting-ASE,
Specialized-resour ce-control-ASE,
Cancel-ASE,
Activity-test-ASE

}
RESPONDER CONSUMER OF
::={ccitt recommendation q1218 scf-ssf-srf-obj ects(1) assist-handoff-ssf-to-scf(2) version 1(0)};
IN-CS1-SRF-to-SCF-AC APPLICATION-CONTEXT

-- dialogue initiated by SRF with AssistRequestinstructions

INITIATOR CONSUMER OF {
SCF-SRF-activation-of-assist-ASE,
Specialized-resour ce-control-ASE,

Cancel-ASE

}
RESPONDER CONSUMER OF
::={ccitt recommendation 1218 scf-ssf-srf-objects(1) srf-to-scf(3) version 1(0)};
IN-CS1-SCF-to-SSF-AC APPLICATION-CONTEXT

-- dialogue initiated by SCF with InitiateCall Attempt, Generic Case
INITIATOR CONSUMER OF
RESPONDER CONSUMER OF {
Assist-connection-establishment-ASE,
Generic-disconnect-resour ce-ASE,
Non-assisted-connection-establishment-ASE,
Connect-ASE,
Call-handling-ASE,
BCSM -event-handling-ASE,
Charging-event-handling-ASE,
SSF-call-processing-ASE,
SCF-call-initiation-ASE,
Timer-ASE,
Billing-ASE,
Charging-ASE,
Status-reporting-ASE,
Call-report-ASE,
Signalling-control-ASE,
Specialized-resour ce-control-ASE,
Cancel-ASE,
Activity-test-ASE
}
::={ccitt recommendation q1218 scf-ssf-srf-objects(1) generic-scf-to-ssf(4) version 1(0)};

IN-CS1-SCF-to-SSF-AC APPLICATION-CONTEXT
-- dialogue initiated by SCF with InitiateCall Attempt, DP-specific Case
INITIATOR CONSUMER OF
RESPONDER CONSUMER OF {
Assist-connection-establishment-ASE,
Generic-disconnect-resour ce-ASE,
Non-assisted-connection-establishment-ASE,
Connect-ASE,
Call-handling-ASE,
DP-specific-event-handling-ASE,
Charging-event-handling-ASE,
SSF-call-processing-ASE,
SCF-call-initiation-ASE,
Timer-ASE,
Billing-ASE,
Charging-ASE,
Status-reporting-ASE,
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Call-report-ASE,
Signalling-control-ASE,
Specialized-resour ce-control-ASE,
Cancel-ASE,
Activity-test-ASE
}
::={ccitt recommendation q1218 scf-ssf-srf-obj ects(1) dp-specific-scf-to-ssf(5) version 1(0)};

IN-CS1-SCF-to-SSF-tr affic-management-AC APPLICATION-CONTEXT
-- dialogue initiated by SCF with CallGap
INITIATOR CONSUMER OF
RESPONDER CONSUMER OF {
Traffic-management-ASE

}

::={ccitt recommendation q1218 scf-ssf-srf-objects(1) scf-to-ssf-tr affic-management(6) version 1(0)};

IN-CS1-SCF-to-SSF-ser vice-management-AC APPLICATION-CONTEXT
-- dialogue initiated by SCF with ActivateServiceFiltering
INITIATOR CONSUMER OF
RESPONDER CONSUMER OF {
Service-management-ASE

}

::={ccitt recommendation q1218 scf-ssf-srf-objects(1) scf-to-ssf-service-management(7) version 1(0)};

IN-CS1-SSF-to-SCF-ser vice-management-AC APPLICATION-CONTEXT
-- dialogue initiated by SSF with ServiceFilteringResponse
INITIATOR CONSUMER OF {
Service-management-ASE
}
RESPONDER CONSUMER OF
::={ccitt recommendation 1218 scf-ssf-srf-objects(1) ssf-to-scf-service-management(8) version 1(0)};

IN-CS1-SCF-to-SSF-status-reporting-AC APPLICATION-CONTEXT
-- dialogue initiated by SCF with Status Reporting Operations
INITIATOR CONSUMER OF
RESPONDER CONSUMER OF {
Cancel-ASE,
Status-reporting-ASE

}
::={ccitt recommendation 1218 scf-ssf-srf-objects(1) scf-to-ssf-status-reporting(9) version 1(0)};

2.2 SCF-SDF interface
221 Introduction to the IN X.500 DAP Subset

2211 Alignment between the X.500 conceptsand the IN

The X.500 Recommendations are used to specify the SCF-SDF interface and the contents of the SDF. Most of the
concepts of the X.500-Series are directly used in the IN environment, however some alignments need to be done at the
terminology level to ensure that the concepts introduced in the Directory are correctly understood. The purpose of this
subclause to provide this alignment. It therefore only concentrates on the terms that are ambiguous in the IN
environment.

When looking at the structure of the SCF, the Service Data Management is the part of the SCF responsible for the
interactions with the SDF. It can be mapped onto the concept of Directory User Agent (DUA). When a SCF on a behalf
of a user wants to setup an association with an SDF, an instance of a DUA is created in the SLPI. It is killed when the
association is ended.

The SDF is the entity responsible to answer the database requests. This functional entity can be mapped onto the
Directory System Agent (DSA). When an association is setup between an SCF and a SDF, an instance of a DSA is
created for the length of the association.

The Directory is a collection of DSAS/SDFs. This set can be used for a specific service or for a variety of services. The
notion of Directory is equivaent to the concept of database systemsin IN.
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The Directory can also be seen as a repository of data. IN services provides various kinds of data access to users. The
information is organized into entries. An entry is a collection of information that can be identified (or named). When it
represents an object (i.e. contains primary information about an object), it is called an object entry.

Objects are anything which are identifiable (can be named) and which are of interest to hold information on, in the
database. A typica example of an object is a user. Objects can be described by several entries. Each individual
information that is used to describe an object is an attribute. They are associated to entries.

In the IN environment, the service provider is responsible for the management and the administration of the data
contained in an DSA. Therefore the service provider plays the administrator role. He is the administrative authority in
X.500 terminology. The service provider enforces the security procedure (authentication and access control).

2.2.1.2 Useof alimited subset of X.500

The primary purpose of the X.500-Series Recommendations is to provide a directory service and not the description of
the SCF-SDF interface as SG 11 wants to use them. The X.500 functionalities cover more than the functionalities needed
for IN CS-1. This subclause tries to indicate which aspects of the Directory Abstract Service should be considered and
supported by implementations within the scope of CS-1. It also mentions the attitude to adopt when a not-supported
parameter isreceived. Profiling is used as a means to present the status of the different parameters.

It isimportant to mention that the number of parameters carried in a message should be minimized, because each of them
is associated to a load in the signalling traffic and to some processing time. This is the reason why the parameters are
removed unless they are absolutely necessary when they are sent. On reception removed parameters should not be
treated but should be understood by the receiving entity. This allows the extensions of the profile in the future according
to its actual description in the 1993 edition of the Directory.

For convenience and clarity, this profile is defined using ASN.1 subtyping facilities however these definitions do not
form a protocol specification. This simply indicates which parameters an implementation should not send. It does not
change the behaviour of the receiving entity which shall still be capable of decoding values conform to the origina
definition of the Directory Abstract Service. Neverthel ess elements that are excluded by subtyping should be ignored.

2.2.1.3 Working assumptions

Several assumptions were used to design the Directory Abstract Service profile for IN CS-1. References to the
assumptions used are made in 2.2.2.1, they are asfollows:

e Assumption 1: The version of the Directory Abstract Service used for CS-1 is the 1993 version. The
parameters only used for the 1988 version shall be ignored. Functionalities that might be needed in future
Capabilities Sets should be at least considered if not supported.

e Assumption 2: Data distribution mechanisms are not considered within CS-1. The reason behind that
assumption is that the distribution mechanisms use the SDF-SDF interface that is not part of CS-1. Those
mechanisms include the chaining and the broadcasting of requests as well as the referral. Even though
they need not to be supported, those indications of the use of such mechanisms should be considered
(see assumption 1).

e Assumption 3: Copy mechanisms are not considered within CS-1. Like the data distribution mechanisms,
they use the SDF-SDF interface. They imply complex maintenance mechanisms that are not within the
scope of CS-1.

e Assumption 4: The operations used for CS-1 do not need to be signed. Since no security requirement was
expressed toward the use of signed operations like the definition of an algorithm for the signature, this
functionality is not covered within the scope of CS-1.
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Assumption 5: The strong authentication mechanisms are not covered by the present profile. Those
mechanisms are used for a security system with public keys. Given the present status of the security work,
such afunctionality is not foreseen for CS-1.

Assumption 6: The alias entries in IN are just a means to provide an alternative name for an object and
therefore should be dereferenced when needed.

Assumption 7: An SCF-SDF operation cannot be abandoned. If an operation takes too much time, its
timer expires and there is no need to abandon it.

222 The IN X.500 DAP Subset

2.2.2.1 Review of X.511 for usein thelN

The profiling of Recommendation X.511 provided thereafter is based upon Recommendation X.511 and the amendments
madeto it (DAM 2 on contexts, DAM 3 on minor extensions)

22211

222111

Information types and common procedures

CommonArguments

IN-CommonArguments ::= CommonArguments (
WITH COMPONENTS{

serviceControls (IN-ServiceControls....),
securityParameters OPTIONAL,

requestor ABSENT,

oper ationPr ogr ess ({nameResolutionPhase notStarted}....),
aliasedRDNs ABSENT,
criticalExtensions OPTIONAL
referenceType ABSENT,

entryOnly (TRUE....),

exclusions ABSENT,
nameResolveOnM aster (FALSE...)

oper ationContexts OPTIONALY},

)

The status of each component of CommonAr guments parameter is as follows:

TheserviceControls component (see 2.2.2.1.1.3).

The securityParameters component — The securityParameters component governs the security features
associated with a Directory operation (i.e. the signature of an operation). Since the operations are not
signed in CS-1 (assumption 4), the securityParameters component should not be present.

Therequestor component provides the name of the originator of a particular operation. This is mainly
used for signed requests and as such should not be sent (assumption 4).

The operationProgress, referenceType, entryOnly, exclusons and nameResolveOnMaster
components are used when the DUA is acting on a continuation reference from a DSA. Since the
distribution mechanisms are not supported (assumption 2), those parameters should not be sent.

The aliasedRDNs component is present in the 1993 version only for compatibility reasons. It should
always be omitted in the 1993 implementations of the Directory (assumption 1).

ThecriticalExtensions component is used to indicated to 1988 edition implementations the criticality of a
number of extensions which are available in the 1993 versions. Since the 1993 version is used within
CS-1 (assumption 1), the component should not be sent. However in the IN context the following
extensions should be supported: subentries, modifyRightsRequest, matchedValuesOnly,
useAliasOnUpdate, useContexts, selectionOnModify, extendedEntryMods.

The operationContexts component supplies a set of context assertions which are applied to attribute
value assertions and entry information made within the operation. Since the use of contexts is part of the
IN requirements, the component is present whenever necessary.
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222112 Common results

IN-CommonResults ::= CommonResults (

WITH COMPONENTS{
securityParameters ABSENT,
performer ABSENT,
aliasDer eferenced})

The status of each component of CommonResults parameter is as follows:

— ThesecurityParameters component — The operations are not signed therefore this component should not
be present.

— Theperformer component provides the name of the performer of a particular operation. This is mainly
used for signed results and as such should not be sent (assumption 4).

— The aliasDereferenced component is set to TRUE when an alias was encountered and dereferenced
during the processing of an operation.

222113 Service controls

IN-ServiceControls ::= ServiceControls
(WITH COMPONENTS({
options ({chainingProhibited, local Scope}|
({changingPr ohibited, local Scope})
{changingProhibited, local Scope, dontDer efer enceAliases, subentries}|
{chainingProhibitecd, local Scope, subentries}),

priority ,

timeL imit ABSENT,
sizeL imit ABSENT,
scopeOfReferral ABSENT,
attributeSizel imit ABSENT})

The status of each componentSef viceContr ols parameter is as follows:
—  Theoptions component contains an number of indications:
» preferChaining should be absent because it implies the use of distribution (assumption 2);

« chainingProhibited andlocal Scope should always be set, because chaining is not allowed in CS1
(assumption 2);

 dontUseCopy and copyShallDo refer to copy mechanisms and should not be present
(assumption 3);

e dontDereferenceAliases should only be included when the object of interest is an alias (e.g. to
remove an alias);

» subentries should be set depending on whether the entries or the subentries need to be addressed.

— The priority component is used to specified at which priority the service is to be provided. This
parameter could be used to manage congestion in the DSA and may be needed.

— ThetimeLimit component indicates the maximum elapsed time to fulfil a request. It is redundant with the
operation timers of TCAP and therefore is not needed.

— ThesizeLimit and theattributeSizel imit sets some size limits on the results either in terms of objects or
in terms of attributes. This is useful when requests are expected to be general (the requestor does not
know the structure of the DSA), but in the case of IN, this type of limitation does not seem applicable.

— ThescopeOfReferral component indicates the scope relevant for a referral. Since referral is not one of
the features considered in IN CS1 (asssumption 2), the parameter should not be present.

222114 Entryinformation selection

IN-EntrylnformationSelection ::= Entryl nfor mationSelection
(WITH COMPONENTS({

attributes ,
infoTypes (attributeTypesAndValues....),
extraAttributes OPTIONAL
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contextSelection OPTIONAL,
returnContexts H

)

The status of each component of Entryl nfor mationSelection parameter is as follows:

222115

The attributes component specifies the attributes that should be returned in a retrieval service. The
allUser Attributes option is kept even though it is advised to service specifiers to avoid its use which
generates more traffic than needed. They should use insteaddtteoption that precisely name the
requested attributes.

TheinfoTypes component specifies whether the attribute types and values should be returned or only the
types. In IN services are mainly interested in the attribute values that are relevant to the processing of the
service. This component should be absent given its default value.

The extraAttributes component has a similar use as #gibutes component. The only difference is
that the optiorallUser Attributesis replaced byllOperational Attributes.

The contextSelection component is used to specify which attribute values should be returned of the
attributes selected battributes when contexts are used. Therefore this component is of interest for IN
specifications.

The returnContexts component is to request the SDF to return attribute values with their associated
context lists. The component can be used for some IN services.

Entrylnformation

IN-Entrylnformation ::= Entrylnformation
(WITH COMPONENTS {

name PRESENT,

fromEntry (TRUE....),

information (WITH COMPONENTS{
attributeType ABSENT,
attribute PRESENT}....) OPTIONAL,

incompleteEntry
partialNameResolution (FALSE....)},

)

The status of each componenttoftryl nfor mation parameter is as follows:

222116

Thename component gives the name of the entry returned. It is a mandatory component.

ThefromEntry component indicates if a copy or the entry itself is returned. Since IN CS-1 does not use
copy mechanisms (assumption 3), only the default value of this component should be used.

Theinformation parameter contains the relevant information which is returned. Given the choice made
for theinfoTypes component (see 2.2.2.1.1.4), only #t&ibute option should be used.

TheincompleteEntry parameter indicates when the returned result is not complete due to some access
rights limitations for example. It is necessary to support such a parameter.

The partialNameResolution component indicates whether the name resolution was partially or totally
completed. This component does not correspond to any IN requirements and is not included.

Optionally-signed parameters

UNSIGNED {Type} ::= OPTIONALLY-SIGNED {Type}
(WITH COMPONENTS {

unsigned PRESENT,
signed ABSENT})

The operations are not signed for CS-1 (assumption 4). This means that only the unsigned option should be used.

Recommendation Q.1218  (10/95) 71



2.2.2.1.2 Bind operation
in-DirectoryBind OPERATION ::={

ARGUMENT IN-DirectoryBindArgument
RESULT IN-DirectoryBindResult
ERRORS {in-DirectoryBindError}}

The DirectoryBind and DirectoryUnbind operations are used at the beginning and end of a particular period of accessing
the Directory.

222121 Bind argumentsand results

IN-DirectoryBindArgument ::= DirectoryBindArgument
(WITH COMPONENTS {
credentials (IN-Credentials) OPTIONAL,
versions ]

IN-Credentials::= Credentials
(WITH COMPONENTS{

simple ,
strong ABSENT,
externalProcedure D

IN-DirectoryBindResult ::= IN-DirectoryBindArgument

The status of each parameter of DirectoryBindArgument isasfollows:

— Thecredentials parameter is used to establish the identity of the user. It is necessary for services that
requires authentication. However, tsteong credentials should not be used because they correspond to
the use of a public key system (assumption 5).

— Theversions parameter identifies the version of the DirectoryService which is to be used.

The same considerations apply to the DirectoryBindResult.

222122 Bind errors

in-DirectoryBindError ERROR ::={
PARAMETER IN-DirectoryBindError Parameter}

IN-DirectoryBindError Parameter ::= DirectoryBindError Par ameter
(WITH COMPONENTS{

versions ,

error (WITH COMPONENTS{
securityError (SecurityProblem (1/2/7....)),
serviceError (ServiceProblem (2))H}

The DirectoryBindError remains as defined in the Directory Abstract Service. In reception, all the possible errors
should be supported to understand a Bind error.

2.2.2.1.3 Search operation
in-Search OPERATION ::={

ARGUMENT IN-Sear chArgument

RESULT I N-Sear chResult

ERRORS {in-NameError | in-ServiceError | in-SecurityError | attributeError}
CODE id-opcode-in-sear ch}

The search operation is used to search a portion of the DIT for entries of interest.

222131 Searchargumentsand errors

IN-Sear chArgument ::= UNSIGNED {Sear chArgument
(WITH COMPONENTS{

baseObject PRESENT,

subset ,

filter ,

searchAliases (TRUE....),

selection (IN-EntrylnformationSelection....),
pagedResults ABSENT,
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matchedValuesOnly ,

extendedFilter ABSENT,
checkOver specified }
)

The status of each parameter of Sear chArgument is asfollows:

ThebaseObject parameter identifies the object entry where the search operation should take place. It is a
mandatory parameter.

The subset parameter indicates which part of the DIT should be involved in the search operation. This
parameter is needed even though the use of the wholeSubtree should be avoided to prevent the operation
timer to expire.

The filter parameter is used to eliminate entries from the search space. HowewestetidedFilter
parameter was added in the 1993 version of the Directory for compatibility reasons and should therefore
not be sent. Only thiglter parameter should be sent.

The searchAliases parameter indicates whether the aliases encountered in the search space (except the
base object) should be considered. Since in IN aliases are always dereferenced when searching, this
parameter should be used only with its default value.

The selection parameter indicates what information from the entries, e.g. types and values, is requested
(see 2.2.2.1.1.4).

The pagedResults parameter is used to request a page by page resulpageéResults parameter is
used to present the results of a search operation in a page format. This type of information is not needed in
CS-1 since the SCF treats the results.

ThematchedValuesOnly is a facility used to return only the values that fulfil the filter if any. This might
be needed for IN CS-1.

The checkOver specified parameter is used to request the SDF to returavarspecFilter item in the
Search result when appropriate. The IN services might needeagpecFilter item and therefore this
parameter should be included.

Concerning errors, thaandoned and thereferral errors are not supported.

222132

Search results

IN-Sear chResult ::= UNSIGNED {SearchResult
(WITH COMPONENTS({

searchlnfo (WITH COMPONENTS{
name ,
entries (WITH COMPONENT (IN-Entrylnformation...)...),

partialOutcomeQualifier (PartialOutcomeQualifier
(WITH COMPONENTS{

limitProblem OPTIONAL,
unexplored ABSENT,
unavailableCritical Extensions ,
unknownErrors ABSENT,
queryReference ABSENT,
over specFilter OPTIONALY},

) b
)y
uncorrelatedSearchinfo ABSENT},

)

The status of each parameteiSeérchResult is as follows:

The name parameter indicates the name of the returned entries if different from the name of the
baseObject name. It is needed when the search operation has entries other than the base object as a result.

Theentries parameter contains the entries that satisfy the filter (see 2.2.2.1.1.5).
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— ThepartialOutcomeQualifier parameter is present when the search operation was not fully completed. It
contains information on the reasons why the search operation was not finished and on where the operation
was stopped:

e The limitProblem parameter indicates which type of limit was reached (administrative). It is
necessary to carry such indications.

* Theunexplored parameter indicates where the search operation was stopped and gives indications
about the state of the operation (object considered and progress indication). If the operation is to be
resent, such a parameter is needed. This is equivalent to a referral and as such should be absent
(assumption 2).

*  The unavailableCriticalExtensions parameter indicates that some critical extensions were not
available.

e TheunknownErrors parameter corresponds to the reception of unknown errors from other SDF. It
implies the use of a chaining mechanism that is not available in CS-1 (assumption 2) and is not used.

* The queryReference parameter is used when paged results were requested and therefore is not
needed.

e TheoverspecFilter parameter is used when the returned Search result is empty as a consequence of
over-specified filtering. The filter returned corresponds to a part of the initial filter for which some
entries are still available. This functionalities could be used for IN services.

— TheuncorrelatedSear chinfo contains signed results that could not be unsigned. Since the operations are
not signed in IN CS-1, this parameter should not be used.

2.2.2.1.4 AddEntry operation

in-AddEntry OPERATION ::={
ARGUMENT IN-AddEntryArgument
RESULT AddEntryResult
ERRORS {nameError | in-ServiceError | in-SecurityError | attributeError |
in-UpdateError}
CODE id-opcode-in-addEntry}

The addEntry operation is used to add a leaf entry to the DIT.

222141 AddEntry arguments, resultsand errors

IN-AddEntryArgument ::= UNSIGNED {AddEntryArgument
(WITH COMPONENTS{

object PRESENT,
entry PRESENT,
targetSystem ABSENT})}

The status of each parameteAafdEntryArgument is as follows:
— Theobject parameter identifies the entry to be added. It is a mandatory parameter.
— Theentry parameter describes the entry to be added. It is also a mandatory parameter.

— The targetSystem parameter contains the name of the SDF where the entry was added. When no
distribution is considered (assumption 2), the SDF is the same as the one where the operation was sent.
The parameter is therefore unnecessary.

Concerning errors, theeferral error is not supported.

2.2.2.1.5 RemoveEntry operation

in-RemoveEntry OPERATION ::={

ARGUMENT IN-RemoveEntryArgument

RESULT RemoveEntryResult

ERRORS {nameError | in-ServiceError | in-SecurityError | in-UpdateError}
CODE id-opcode-in-removeEntry}
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The removeEntry operation is used to remove aleaf entry from the DIT.
222151 RemoveEntry arguments, resultsand errors
IN-RemoveEntryArgument ::= UNSIGNED {RemoveEntryArgument}

The parameters are only the name of the object to be deleted. It is mandatory. The argument of the operation should be
kept asit is described in the Directory.

Concerning errors, the referral error is not supported.

22216 ModifyEntry operation

in-ModifyEntry OPERATION ::={

ARGUMENT IN-ModifyEntryArgument

RESULT IN-ModifyEntryResult

ERRORS {nameError | in-ServiceError | in-SecurityError | attributeError|
in-UpdateError}

CODE id-opcode-in-modifyEntry}

The modifyEntry operation is used to perform a series of modificationsto asingle entry.

222161 ModifyEntry argumentsand errors

IN-ModifyEntryArgument ::= UNSIGNED {M odifyEntryArgument
(WITH COMPONENTS {

obj ect PRESENT,
changes PRESENT,
selection (IN-EntrylnformationSelection)})}

The parameters are the name of the object to be modified, the list of changes and the selection parameter that specifies
some attributes and values to be returned. The first two are mandatory and the third one correspondsto 2.2.2.1.1.4. Since
all the changes available in the changes parameter are useful for IN CS-1, the argument of the operation should be kept
asitisdescribed in the Directory except the selection parameter.

Concerning errors, the referral error is not supported.

222162 ModifyEntry results

IN-ModifyEntryResult ::= ModifyEntryResult
(WITH COMPONENTS({
null ,
information UNSIGNED {Information
(WITH COMPONENTS{
entry (IN-Entrylnformation)})})

If no information was to be retrieved with the modifyEntry operation, the null result is returned. Otherwise the
information is to be returned in the entry component of the information result. For IN CS-1 this component is specified
in2.2.21.15.

22217 Errors
The precedence rule defined in the Directory should apply.

The abandoned, abandonFailed and referral errors are not considered because not supported by CS-1 (assumption 1
and assumption 7).

222171 Attributeerror

All the attribute problems cited in the attributeError can be used in CS-1 and therefore this error should not be
modified and directly taken from the Directory.

222172 Nameerror

All the naming problems cited in the nameError can be used in CS-1 and therefore this error should be modified and
directly taken from the Directory.
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222173  Security Error

in-SecurityError ERROR ::={
PARAMETER IN-SecurityErrorParameter
CODE id-errcode-in-securityError}

IN-SecurityError Parameter ::= SecurityError Parameter
(WITH COMPONENTS {
problem (SecurityProblem (123 6))})

The securityError reports a security problem that was encountered during the execution of an operation.

It contains only the problem parameter that indicates which type of problem was met. Among the possible problems, the
invalidSignature and protectionRequired ones should not be sent, because they are used in conjunction with signed
operations (assumption 4).

222174 Serviceerror

in-ServiceError ERROR ::={
PARAMETER IN-ServiceError Parameter
CODE id-errcode-in-serviceError}

IN-ServiceErrorParameter ::= ServiceError Parameter
(WITH COMPONENTS {
problem (ServiceProblem (1]2]3]5]10]8|9]12))})

The serviceError reports a problem related to the provision of the service.

It contains only the problem parameter that indicates which type of problem was encountered. Among the possible
problems, several should not be sent because they are linked to distributed operation (assumption 2), to the
incompatibility of versions (assumption 1) and to the use of paged results. That are the chainingRequired,
invalidRefer ence, timeL imitExceeded, outOfScope and invalidQuer yRefer ence problems.

222175 Updateerror

in-UpdateError ERROR ::={
PARAMETER IN-UpdateError Parameter
CODE id-errcode-in-updateError}

IN-UpdateError Parameter::= UpdateError Parameter
(WITH COMPONENTS {
problem (UpdateProblem (12345 7)})

The UpdateError reports problems related to attempts to add, delete, or modify in formation in the DIB. It contains only
the problem parameter that indicates which type of problem was encountered. Among the possible problems, the
affectsM ultipleDSAs problem should not be sent because it is linked to distributed operation (assumption 2).

2.2.2.2 Directory Access Protocol Subset
22221 Protocol overview

222211 Remote Operations — Specification and SS No. 7 realization

ITU-T Rec. X.880 | ISO/IEC 13712-1 defines several information object classes that are useful in the specification of
ROS-based application protocols such as the various Directory protocols defined in this Directory Specification. A
number of these classes are used in this and subsequent subclauses. The specification techniques provided in ITU-T
Rec. X.880 | ISO/IEC 13712-1 are used to define a generic protocol between objects. When realized as an SS No. 7
application layer protocol, the concepts of ITU-T Rec. X.880 | ISO/IEC 13712-1 are mapped to SS No. 7 concepts in
Recommendation Q.775. The SS No. 7 application layer protocol defined in this Recommendation, is a protocol to
provide communication between a pair of application processes. In the SS No. 7 environment this is represented as
communication between a pair of application-entities (AES) using the Transaction Capabilities. The function of an AE is
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provided by a set of application-service-elements (ASES). The interaction between AEs is described in terms of their use

of the services provided by the ASEs. All the services provided by the Directory ASEs are contained in asingle AE. The
Component Handler (CHA) of the Transaction Capabilities (TC) supports the request/reply paradigm of the operation.

The Directory ASEs provide the mapping function of the abstract-syntax notation of the directory operation packages

onto the services provided by TC. The Dialogue handler (DHA) of the TC supports the establishment and release of an
application — association called "dialogue" between a pair of AEs. Dialogues between a DUA and a DSA may be
established only by the DUA.

222212 Directory ROS-Objectsand Contracts

ITU-T Rec. X.511 | ISO/IEC 9594-3 defines the abstract service between a DUA and the Directory which provides an
access point to support a user accessing Directory services. Subclause 2.2.2 defines the sub-set of this abstract servic
used in the context of Intelligent Networks.

The dua class of ROS-object describes a DUA, being an instance of this class, as the initiator of the contract
dapContract. This contract is referred to in these Directory Specifications as the Directory Abstract Service. It is
specified as a ROS-based information object in 2.2.2.2.1.3.

dua ROS-OBJECT-CLASS ::={
INITIATES {dapContract}
ID id-rosObject-dua}

The directory class of ROS-object describes the provider of the Directory Abstract Service. This provider is the
responder of thdapContract.

directory ROS-OBJECT-CLASS ::={
RESPONDS {dapContract}
ID id-rosObj ect-dir ectory}

The Directory is further modeled as being represented to a DUA by a DSA which support the particular access point
concerned. In the context of Intelligent Networks, each DSA is potentially an access point to the Directory.

The directory object is manifested as a set of DSAs (each of which resides in an SDF). Each DSA comprising the
directory is an instance of thiap-dsa class. Adap-dsa object assumes the role of responder inddgeContract.

dap-dsa ROS-OBJECT-CLASS ::={
RESPONDS {dapContract}
ID id-rosObject-dapDSA}

Future versions of this Recommendation will enable DSAs to interact with one another to achieve various objectives.

222213 DAP Contract and Packages

ThedapContract is defined as an information object of class CONTRACT.

dapContract CONTRACT  :i={
CONNECTION dapConnectionPackage
INITIATOR CONSUMER OF {sear chPackage | modifyPackage}
ID id-contr act-dap}

When a DUA and DSA from different IN physical entities, this association contract shall be realized as an SS No. 7
application layer protocol, referred to as the IN Directory Access Protocol (DAP). The definition of this protocol in
terms of an SS No. 7 application context is provided in 7.2.

The dapContract is composed of aonnection package, dapConnectionPackage, and two operation packages,
sear chPackage andmodifyPackage. The connection package, dapConnectionPackage, is defined as an information
object of class CONNECTION-PACKAGE. The bind and unbind operations of this connection patikegeryBind
anddirectoryUnbind, are defined in ITU-T Rec. X.511 | ISO/IEC 9594-3.

dapConnectionPackage CONNECTION-PACKAGE n={
BIND directoryBind
UNBIND directoryUnbind
ID id-package-dapConnection}
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The operation packages, sear chPackage and modifyPackage, are defined as information objects of class OPERATION-
PACKAGE. The operations of these operation packages are defined in ITU-T Rec. X.511 | ISO/IEC 9594-3. ITU-T Rec.
X.511 | ISO/IEC 9594-3 defines additional operations for supporting access to the Directory. Such operations are not
used in the context of Intelligent Networks.

sear chPackage OPERATION-PACKAGE ::={
CONSUMER INVOKES {search}
ID id-package-sear ch}
modifyPackage OPERATION-PACKAGE ::= {
CONSUMER INVOKES {addEntry | removeEntry | modifyEntry}
ID id-package-modify}

NOTE — These packages, when realized as ASEs, are used for the construction of application contexts defined in this
Specification. They are not intended to allow for claims of conformance to individual, or other combinations of, ASEs.

Since the DUA is the initiator of the dapContract, it assumes the role of consumer of the operation packages of the
contract. This means that only the DUA can invoke operations in this contract and its SS No. 7 realization.

222214 Useof underlying services

The DAP protocol makes use of underlying services as described below.

2222141 Useof component handling services

The Directory ASEs are users of the TC component handling services except for the TC-L-REJECT and TC-L-
CANCEL services which are used by the application-process. Receipt of a TC-L-REJECT-Ind or TC-L-CANCEL-Ind,
leads the application-process to abandon the dialogue (i.e. it issues a TC-U-ABORT-Request primitive).

The TC-U-CANCEL serviceis never used.

2.2.2.2.1.4.2 Useof dialogue handling services

Dialogue handling services are used to support the DirectoryBind and DirectoryUnbind operations and to trigger the
sending of the APDUs associated with the operations involved in the Directory packages.

Component grouping is performed under the control of the application-process through an appropriate usage of the
TC-BEGIN and TC-CONTINUE service.

The TC-END service is solely used to support the unbind procedure (i.e. it is never used to trigger the sending of
components).

On receipt of an empty TC-CONTINUE.req primitive, the SDF should ignore the primitive.

On receipt of a TC-END.req with a database request, the SDF should not perform the database request and consider the
requested TC-END service as an unbind procedure. The dialogue is then terminated (see 2.2.2.2.3.1.2).

On receipt of a TC-U-REJECT .ind in the SDF, this primitive should be ignored.

Onreceipt of a TC-R-REJECT.ind in the SDF, the dialogue should be released with a TC-U-ABORT.reg.

If regject situations are detected in the SDF, a TC-U-REJECT.req should be sent followed by a TC-CONTINUE.req.
The pre-arranged termination procedure is never used.

The application-process is the sole user of the TC-P-ABORT service and TC-NOTICE service.

The receipt of a TC-U-ABORT-Ind or TC-P-ABORT-Ind on a dialogue terminates all request processing. It is the
application-process responsibility to confirm if requested modifications occurred.

It is an application-process responsibility to provide in the TC-BEGIN-req primitive a destination address which can be
used by the underlying SCCP to route the message to the proper SDF.

78 Recommendation Q.1218  (10/95)



2.2.2.2.2 Directory protocol abstract syntax

222221 Abstract syntaxes

This version of the Directory Access Protocol requires the support of three abstract syntaxes:

a) the abstract-syntax of TC dialogue control protocol data units, dialogue-abstract-syntax, which is
needed to establish the dialogues between the SCFs and the SDFs and is specified in Recommenda-
tion Q.773;

b) the abstract-syntax for conveying the protocol data units for invoking directoryBind and
directoryUnbind operations and reporting their outcome;

c) the abstract-syntax for conveying the protocol data units for invoking the operations involved in the
operation packages specified in 2.2.2.2.1.3 and reporting their outcome.

The ASN.1 type from which the values of the second abstract syntax are derived is specified using the parameterized
types, Bind {} and Unbind {} which are defined in Recommendation X.880.

The ASN.1 type from which the values of the last abstract syntax are derived is specified using the parameterized types
TCAPM essage {} defined in Recommendation Q.773.

All these abstract syntaxes shall (as a minimum) be encoded according to the Basic ASN.1 encoding rules with the
restrictions listed in Recommendation Q.773.

2222211 DAP Abstract Syntax

The Directory ASEs that realize the operation packages specified in 2.2.2.2.1.3 share a single abstract syntax,
directoryOperationsAbstractSyntax. Thisis specified as an information object of the class ABSTRACT-SYNTAX.

inDirectoryOper ationsAbstractSyntax ABSTRACT-SYNTAX ::={
BasicDAP-PDUs
IDENTIFIED BY id-as-directoryOperationsAS}

BasicDAP-PDUs ::= TCAPMessage {{DAP-Invokable} {DAP-Retur nable}}
DAP-Invokable OPERATION ::={search | addEntry | removeEntry | modifyEntry}
DAP-Returnable OPERATION ::={search | addEntry | removeEntry | modifyEntry}

The redlization of the connection package specified in 222213 uses a separate abstract syntax,
directoryBindingAbstractSyntax. Thisis specified as an information object of the class ABSTRACT-SYNTAX.

InDirectoryBindingAbstractSyntax ABSTRACT-SYNTAX ::={
DAPBinding-PDUs
IDENTIFIED BY id-as-directoryBindingAS}
DAPBinding-PDUs::= CHOICE {
bind Bind {directoryBind},
unbind Unbind {directoryUnbind}}

222222 Directory application contexts

2222221 Directory AccessApplication Context

The dapContract isrealized as the iNdirectoryAccessAC. This application context is specified as an information object
of the class APPLICATION-CONTEXT.

iNdirectoryAccessAC APPLICATION-CONTEXT ::={
CONTRACT dapContract
DIALOGUE MODE structured
TERMINATION basic
ABSTRACT SYNTAXES {dialogue-abstract-syntax |

inDirectoryOperationsAbstractSyntax |
inDirectoryBindingAbstractSyntax }
APPLICATION CONTEXT NAME id-ac-directoryAccessAC}
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222223 Operation Codes

The operations involved in the packages defined in this Recommendation are specified in Recommendation X.519 where
the assigned operation codes are imported from Recommendation X.519.

222224 Error Codes

The errorsinvolved in the packages defined in this Recommendation are specified in Recommendation X.519 where the
assigned error codes are imported from Recommendation X.519.

222225 Versonsand therulesfor extensbility

The Directory may be distributed and more than two Directory Application Entities may interoperate to service a
request. The Directory AEs may be implemented conforming to different editions of the Directory specification of the
Directory service which may or may not be represented by different protocol version numbers. The version number is
negotiated to the highest common version number between two directly binding Directory AEs.

2222251 Version negotiation

When accepting an association, i.e. binding, utilizing the DAP, the version negotiated shall only affect the point-to-point
aspects of the protocol exchanged between the DUA and the DSA to which it is connected. Subsequent requests or
responses on the association shall not be constrained by the version negotiated.

NOTE — There are no point-to-point aspects of the DAP that are currently indicated by different protocol versions.
2222252 DUA side

2.2.2.2.25.2.1 Request and response processing at the DUA side

The DUA may initiate requests using the highest edition of the specification of that request it supports. If one or more
elements of the request are critical, it shall indicate the extension number(s) in the critical Extensions parameter.

NOTE 1 — If the information, the extension replaced in a CHOICE, ENUMERATED or INTEGER (used as
ENUMERATED) type would be essential for proper operation in a DSA implemented according to an earlier edition of this
Specification, it is recommended that the extension be marked critical.

When processing aresponse, a DUA shall:
a) ignore all unknown bit name assignments within a bit string; and

b) ignore al unknown named numbers in an ENUMERATED type or INTEGER type that is being used in
the enumerated style, provided the number occurs as an optional element of a SET or SEQUENCE; and

¢) ignore al unknown elementsin SETSs, at the end of SEQUENCES, or in CHOICEs where the CHOICE is
itself an optional element of a SET or SEQUENCE.

NOTE 2 — Implementations may as a local option ignore certain additional elements in a Directory PDU. In
particular, some unknown named numbers and unknown CHOICEs in mandatory elements of SETs and
SEQUENCES can be ignored without invalidating the operation. The identification of such elements is for further
study.

d) not consider the receipt of unknown attribute types and attribute values as a protocol violation; and

€) optionaly report the unknown attribute types and attribute values to the user.

2.2.2.2.25.2.2 Extensibility rulesfor error handling at the DUA side

When processing a known error type with unknown indicated problems and parameters, a DUA shall:

a) not consider the receipt of unknown indicated problems and parameters as a protocol violation (i.e. it shall
not issue a TC-U-REJECT or abort the dialogue); and

b) optionally report the additional error information to the user.
When processing an unknown error type, a DUA shall:

a) not consider the receipt of unknown error type as a protocol violation (i.e. it shal not issue a
TC-U-REJECT or abort the application association); and

b) optionaly report the error to the user.
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2.2.2.2.253 Request processing at the DSA side

If any DSA performing an operation detects an element critical Extensions whose semantic is unknown, it shal return
an unavailableCriticalExtension indication asa serviceError.

NOTE 1 — If acriticalExtensions string with one or more zero values is received, this indicates either that the extensions
corresponding to the values are not present or are not critical. The presence of a zero \aitieaiExtensions string shall not be
inferred as either the presence or absence of the corresponding extension in the APDU.

Otherwise, when processing a request from aDUA, a DSA shall:
a) ignore al unknown bit name assignments within a bit string; and

b) ignore al unknown named numbersin an ENUMERATED type or INTEGER type that is being used in
the enumerated style, provided the number occurs as an optional element of a SET or SEQUENCE; and

¢) ignore al unknown elementsin SETSs, at the end of SEQUENCES, or in CHOICEs where the CHOICE is
itself an optional element of a SET or SEQUENCE.

NOTE 2 — Implementations may as a local option ignore certain additional elements in a Directory PDU. In
particular, some unknown named numbers and unknown CHOICEs in mandatory elements of SETs and
SEQUENCESs can be ignored without invalidating the operation. The identification of such elements is for further
study.

2.2.2.2.3 Mapping onto used services
This subclause defines the mapping of the DAP onto TC services.

222231 Mapping onto dialogue services

This subclause defines the mapping of the DirectoryBind and DirectoryUnbind services onto the services of the TC
diaogue handling services defined in Recommendation Q.771.

2222311 Bind

The DirectoryBind service is mapped onto TC-services as follows:
a) TheTC-BEGIN serviceis used to invoke the DirectoryBind operation.
b) The TC-CONTINUE serviceis used to report the success of the DirectoryBind operation.
¢) TheTC-U-ABORT serviceis used to report the failure of the DirectoryBind operation.

The use of the parameter of these servicesis qualified in the following subclauses.
2.2.2.2.3.1.1.1 Mappingonto TC-BEGIN

222231111 Quality of Service

This parameter shall be used as specified in Recommendation Q.771. No specific constraints are imposed by this
Recommendation.

222231112 Destination Address
This parameter shall contain the address of the SDF which plays the role of the DSA.

2.2.2.2.3.1.1.1.3 Application-Context-Name

This parameter shall take the value of the application-context-name field of the iNdirectoryAccessAC object.

22.22.3.1.1.1.4 Originating Address

This parameter shall contain the address of the SCF in which the DUA resides.

222231115 Dialogueld

This parameter shall be used as specified in Recommendation Q.771.

2.2.2.2.3.1.1.1.6 User Information

This parameter shall contain avalue of type DirectoryBindArgument.
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2.2.22311.1.7 Component Present
This parameter shall be used as specified in Recommendation Q.771.

2.2.2.2.3.1.1.2 Mapping onto TC-CONTINUE

222231121 Quality of Service

This parameter shall be used as specified in Recommendation Q.771. No specific constraints are imposed by this
Recommendation.

22.22.3.1.1.2.2 Originating Address

This parameter shall be used as specified in Recommendation Q.771. If, present it shall contain the address of the SDF
which playstherole of aDSA.

222231123 Application-Context-Name

This parameter shall be used as specified in Recommendation Q.771.
2.2.2.2.3.1.1.2.4 Dialogueld

This parameter shall be used as specified in Recommendation Q.771.

The Authorized Relationship Id can be mapped onto the TCAP Diaogue Id.
222231125 User Information

This parameter shall contain avalue of type DirectoryBindResult.
2.2.223.11.2.6 Component Present

This parameter shall be used as specified in Recommendation Q.771.
2.2.2.2.3.1.1.3 Mappingonto TC-U-ABORT

2.2.2.2.3.1.1.3.1 Quality of Service

This parameter shall be used as specified in Recommendation Q.771. No specific constraints are imposed by this
Recommendation.

2.2.2.2.3.1.1.3.2 Dialogueld

This parameter shall be used as specified in Recommendation Q.771.
2.2.2.2.3.1.1.3.3 Abort Reason

This parameter shall be used as specified in Recommendation Q.771.

2.2.2.2.3.1.1.3.4 Application-Context-Name

This parameter shall be used as specified in Recommendation Q.771. When the SDF refuses a dialogue because the
application-context-name it receives is not supported, this parameter shall have the value of the & application-context-
name field of the iNdirectoryAccessAC object.

2.2.2.2.3.1.1.3.5 User information

When the abort reason parameter has the value "dialogue-refused”, this parameter shall contain a value of type
DirectoryBindError. Otherwise it shall be absent.

2.2.2.2.31.2 Unbind

The DirectoryUnbind service is mapped onto the TC-END service. The use of the parameter of the TC-END serviceis
qualified in the following subclauses.

2.2.2.2.3.1.2.1 Quality of Service

This parameter shall be used as specified in Recommendation Q.771. No specific constraints are imposed by this
Recommendation.
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2.2.2.2.3.1.2.2 Application-Context-Name

This parameter is not used in this phase of a dialogue.

2.2.2.2.3.1.2.3 Dialogueld

This parameter shall be used as specified in Recommendation Q.771.
2.2.2.2.31.2.4 User Information

This parameter shall be empty.

2.2.2.2.3.1.25 Component Present

This parameter shall be used as specified in Recommendation Q.771.

222232 Mapping onto component handling services

The Directory ASE services are mapped onto the TC component handling services. The mapping of operations and
errors onto TC servicesis defined in Recommendation Q.774.

The timeout parameter of the TC-INVOKE-Req primitivesis set according to Table 3.

TABLE 3/Q.1218

TC timer values of DAP operations

Operation Timeout
search ffs
modifyEntry ffs
addEntry ffs
removeEntry ffs

2.2.2.24 Conformance

This subclause defines the requirements for conformance to this Specification.

222241 Conformance by SCFs

An SCF implementation claiming conformance to this Specification shall satisfy the requirements specified
in2.2.2.2.4.1.1through 2.2.2.2.4.1.3.

2222411 Statement requirements

The following shall be stated:

a) the operations of the iNdirectoryAccessAC application-context that the SCF is capable of invoking for
which conformance is claimed;

b) the security-level(s) for which conformanceis claimed (none, simple, strong);

c) theextensionslisted in the table of 7.3.1 of ITU-T Rec. X.511 | ISO/IEC 9594-3, that the SCF is capable
of initiating for which conformanceis claimed.

2222412 Staticrequirements

An SCF shall:

a) have the capahility of supporting the iNdirectoryAccessAC application-context as defined by its abstract
syntax in 2.2.2.2.2;

b) conform to the extensions for which conformance was claimed in 2.2.2.2.4.1.1 c).
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2.2.2.2.4.1.3 Dynamicrequirements

An SCF shall:
a) conform to the mapping onto used services defined in 2.2.2.2.3;
b) shall conform to the rules of extensibility procedures defined in 2.2.2.2.2.5.2.

222242  Conformance by SDFs

An SDF implementation claiming conformance to this Specification shall satisfy the requirements specified
in2.2.2.2.4.2.1through 2.2.2.2.4.2.3.

2222421 Statement requirements
The following shall be stated:

a) The application-context for which conformance is claimed. The present version of this Recommendation
only requires conformance to the iNdir ector yAccessAC application-context.

NOTE — An application context shall not be divided except as stated herein; in particular, conformance shall not
be claimed to particular operations.

b) The security-level(s) for which conformanceis claimed (none, simple, strong).

c) The attribute types for which conformance is claimed and whether for attributes based on the syntax
DirectoryString, conformanceis claimed for the UNIVERSAL STRING choice.

d) The object classes, for which conformance is claimed.

€) Theextensionslisted inthetable of 7.3.1 of ITU-T Rec. X.511 | ISO/IEC 9594-3, that the SDF is capable
of responding to for which conformance is claimed.

f)  Whether conformance is claimed for collective attributes as defined in 8.8 of ITU-T Rec. X.501 | ISO/IEC
9594-2 and 7.6, 7.8.2 and 9.2.2 of ITU-T Rec. X.511 | ISO/IEC 9594-3.

g) Whether conformance is claimed for hierarchical attributes as defined in 7.6, 7.8.2 and 9.2.2 of ITU-T
Rec. X.511 | ISO/IEC 9594-3.

h) The operational attribute types defined in ITU-T Rec. X.501 | ISO/IEC 9594-2 and any other operational
attribute types for which conformanceis claimed.

i)  Whether conformance is claimed for return of alias names as described in 7.7.1 of ITU-T Rec. X.511 |
I|SO/IEC 9594-3.

i) Whether conformance is claimed for indicating that returned entry information is complete, as described
in7.7.6 of ITU-T Rec. X.511 | ISO/IEC 9594-3.

k) Whether conformance is claimed for modifying the object class attribute to add and/or remove values
identifying auxiliary object classes, as described in 11.3.2 of ITU-T Rec. X.511 | ISO/IEC 9594-3.

)  Whether conformanceis claimed to Basic Access Control.
m) Whether conformance is claimed to Simplified Access Control.
n) The name bindings for which conformance is claimed.

0) Whether the SDF is capable of administering collective attributes, as defined in ITU-T Rec. X.501 |
ISO/IEC 9594-2

p) Whether conformanceis claimed for contexts.

2222422 Staticrequirements
An SDF shall:

a) have the capability of supporting the application-contexts for which conformance is claimed as defined by
their abstract syntax in 2.2.2.2.2;

b) have the capability of supporting the information framework defined by its abstract syntax in ITU-T
Rec. X.501 | ISO/IEC 9594-2;

¢) havethe capability of supporting the attribute types for which conformance is claimed; as defined by their
abstract syntaxes;
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d) have the capability of supporting the object classes for which conformance is claimed, as defined by their
abstract syntaxes;

€) conform to the extensions for which conformance was claimed in 2.2.2.2.4.2.1;

f) if conformance is claimed for collective attributes, have the capability of performing the related
procedures defined in 7.6, 7.8.2 and 9.2.2 of ITU-T Rec. X.511 | ISO/IEC 9594-3;

g) if conformance is claimed for hierarchical attributes, have the capability of performing the related
procedures defined in 7.6, 7.8.2 and 9.2.2 of ITU-T Rec. X.511 | ISO/IEC 9594-3;

h) havethe capability of supporting the operational attribute types for which conformance is claimed;

i) if conformanceis claimed to Basic Access Control, have the capability of holding ACI items that conform
to the definitions of Basic Access Control;

j) if conformance is claimed to Simplified Access Control, have the capability of holding ACI items that
conform to the definitions of Simplified Access Control.

2.2.2.2.4.2.3 Dynamicrequirements

An SDF shall:
a) conform to the mapping onto used services defined in 2.2.2.2.3;
b) conform to the rules of extensibility procedures defined in 2.2.2.2.2.5.3;

¢) if conformance is claimed to Basic Access Control, have the capability of protecting information within
the SDF in accordance with the procedures of Basic Access Control;

d) if conformance is claimed to Simplified Access Control, have the capability of protecting information
within the SDF in accordance with the procedures of Simplified Access Control.

2223 X.501 profile

The Recommendation X.501 provides a generic information model that is needed to support the service provided by the
Directory. In the context of IN, the generic information model should conform to the part of the Recommendation going
from clauses 1 to 7 of the Recommendation X.501. However certain aspects of this Recommendation need not to be
supported. Thisincludesthe DIT content rules whose use is alocal matter.

Some other points are outside the scope of this Recommendation. This concerns the distributed procedures, the
replications procedures and other items associated with capabilities not covered by IN CS-1. Therefore the following
parts of Rec. X.501 are not applicable:

—  Subclause 3.3 Distributed operation definitions;
— Subclause 3.4 Replication definitions;

— last paragraph of 6.3.2;

— paragraphs f), h) and i) in 16.2.3;

— paragraph a) in 16.2.4. The compare operation is not used, the search operation is used instead. Therefore
the FilterMatch permission replaces the Compare permission.

In this subclause when it is referred to Recommendation X.501, it refers to the modified version of the Recommen-
dation X.501 including the amendments made to it (DAM2 on contexts and DAM3 on minor extensions).

2224 ASN.1Profileof the Directory Abstract Servicefor theIN CS-1

22241 ASN.1Modulefor IN X.500 profile

This subclause contains the full ASN.1 profiling of the Directory Abstract Service. It has been successfully compiled.
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IN-DirectoryAbstractSer vice {ccitt recommendation g 1218 modules (0) abstractService (15) version 1 (0)}
DEFINITIONS ::=
BEGIN

IMPORTS
attributeError, ServiceControls, Entrylnformation, EntrylnformationSelection, DirectoryBindArgument, Credentials,
Sear chArgument, Sear chResult, Sear chinfo, PartialOutcomeQualifier, AddEntryArgument, RemoveEntryArgument,
M odifyEntryArgument, ServiceProblem, UpdateProblem, SecurityProblem, directoryBindError, AddEntryResult,
BindError Parameter, ModifyEntryResult, RemoveEntryResult, SecurityError Parameter, ServiceError Parameter,
AttributeError Parameter, UpdateError Parameter,

FROM DirectoryAbstractService {joint-iso-ccitt ds (5) module (1) directoryAbstractService (2) 2}

Code, OPERATION, ERROR
FROM Remote-Oper ations-I nfor mation-Obj ects {j oint-iso-ccitt remote-oper ations (4) infor mationObjects (5)
versionl (0)};

IN-ServiceControls::= ServiceControls
(WITH COMPONENTS{
options ({chainingProhibited, local Scope}|
{chainingProhibited, local Scope, dontDer efer enceAliases, subentries}|
{chainingProhibited, local Scope, dontDer eferenceAliases}|
{chainingProhibited, local Scope, subentries}...),

priority ,

timeL imit ABSENT,
sizeL imit ABSENT,
scopeOfReferral ABSENT,
attributeSizeL imit ABSENT},

)

IN-EntrylnformationSelection ::= EntrylnformationSelection
(WITH COMPONENTS{

attributes ,

infoTypes (attributeTypesAndValues....),
extraAttributes OPTIONAL,

contextSelection OPTIONAL,

returnContexts h

)

IN-Entrylnformation ::= Entrylnformation
(WITH COMPONENTS{

name PRESENT,

fromEntry (TRUE ...),

information (WITH COMPONENTS({
attributeType ~ ABSENT,
attribute PRESENT},
...) OPTIONAL,

incompleteEntry ,
partialNameResolution ~ (FALSE ...)},

)

UNSIGNED {Type} ::= OPTIONALLY-SIGNED {Type}
(WITH COMPONENTS{
unsigned PRESENT,
signed ABSENT} ..)

in-DirectoryBind OPERATION ::={
ARGUMENT IN-DirectoryBindArgument
RESULT IN-DirectoryBindResult
ERRORS {in-DirectoryBindError}}

IN-DirectoryBindArgument ::= DirectoryBindArgument
(WITH COMPONENTS{
credentials (IN-Credentials....) OPTIONAL,
versions 1)

IN-Credentials::= Credentials
(WITH COMPONENTS{

simple ,
strong ABSENT,
exter nalProcedure }.)
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IN-DirectoryBindResult ::= IN-DirectoryBindArgument

in-DirectoryBindError ERROR ::={
PARAMETER  IN-DirectoryBindErrorParameter}

IN-DirectoryBindError Parameter ::= DirectoryBindError Par ameter
(WITH COMPONENTS{
Versions ,
error (WITH COMPONENTS{
securityError  (SecurityProblem (1)2]7 ....)),
serviceError (ServiceProblem (2....))} ...0} ....)

in-Search OPERATION ::={
ARGUMENT  IN-SearchArgument

RESULT IN-Sear chResult
ERRORS {nameError | in-ServiceError | in-SecurityError | attributeError}
CODE id-opcode-in-sear ch}

IN-Sear chArgument ::= UNSIGNED {Sear chArgument
(WITH COMPONENTS{

baseObj ect PRESENT,

subset ,

filter ,

sear chAliases (TRUE ...),

selection (IN-EntrylnformationSelection ....),
pagedResults ABSENT,

matchedValuesOnly ,

extendedFilter ABSENT

serviceControls (IN-ServiceControls....),
securityParameters OPTIONAL,

requestor ABSENT,

oper ationPr ogress ({nameResolutionPhase notStarted} ....),
aliasedRDNs ABSENT,

criticalExtensions OPTIONAL,

referenceType ABSENT,

entryOnly (TRUE ...),

exclusions ABSENT,

nameResolveOnM aster (FALSE ...),

checkOver especified }

=)}

IN-Sear chResult ::= UNSIGNED {SearchResult
(WITH COMPONENTS{

sear chinfo (WITH COMPONENTS{
name )
entries (WITH COMPONENT (IN-Entrylnformation ....) ....),

partialOutcomeQualifier ~ PartialOutcomeQualifier
(WITH COMPONENTS{

limitProblem OPTIONAL,
unexplored ABSENT
unavailableCritical Extensions ,
unknownErrors ABSENT,
queryReference ABSENT,
over spectFilter OPTIONAL},
) )y

securityParameters ABSENT,

performer ABSENT,

aliasDer eferenced 1

)
uncorrelatedSearchinfo ABSENT},

)}

in-AddEntry OPERATION ::={
ARGUMENT IN-AddEntryArgument

RESULT AddEntryResult
ERRORS {nameError | in-ServiceError | in-SecurityError | attributeError | in-UpdateError}
CODE id-opcode-in-addEntry}
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IN-AddEntryArgument ::= UNSIGNED {AddEntryArgument
(WITH COMPONENTS{

obj ect PRESENT,

entry PRESENT,
targetSystem ABSENT,
serviceControls (IN-ServiceControls....),
securityParameters OPTIONAL,

requestor ABSENT,

oper ationPr ogr ess ({nameResolutionPhase notStarted} ....),
aliasedRDNs ABSENT,
criticalExtensions OPTIONAL,
referenceType ABSENT,

entryOnly (TRUE ...),

exclusions ABSENT,
nameResolveOnM aster (FALSE ....)},

)}

in-RemoveEntry OPERATION ::={
ARGUMENT IN-RemoveEntryArgument

RESULT RemoveEntryResult
ERRORS {nameError | in-ServiceError | in-SecurityError |in-UpdateError}
CODE id-opcode-in-removeEntry}

IN-RemoveEntryArgument ::= UNSIGNED {RemoveEntryArgument
(WITH COMPONENTS{

obj ect PRESENT,
serviceControls (IN-ServiceControls....),
securityParameters OPTIONAL,

requestor ABSENT,

oper ationProgress ({nameResolutionPhase notStarted} ....),
aliasedRDNs ABSENT,
criticalExtensions OPTIONAL,
referenceType ABSENT,

entryOnly (TRUE ...),

exclusions ABSENT,
nameResolveOnM aster (FALSE ...},

=)}

in-ModifyEntry OPERATION ::={
ARGUMENT IN-M odifyEntryArgument

RESULT M odifyEntryResult
ERRORS {nameError | in-ServiceError | in-SecurityError | attributeError | in-UpdateError}
CODE id-opcode-in-modifyEntry}

IN-ModifyEntryArgument ::= UNSIGNED {M odifyEntryArgument
(WITH COMPONENTS{

object PRESENT,

changes PRESENT,

selection (IN-EntrylnformationSelection ....),
serviceControls (IN-ServiceControls.....),
securityParameters OPTIONAL,

requestor ABSENT,

oper ationPr ogr ess ({nameResolutionPhase notStarted} ....),
aliasedRDNs ABSENT,

criticalExtensions OPTIONAL,

referenceType ABSENT,

entryOnly (TRUE ...),

exclusions ABSENT,

nameResolveOnM aster (FALSE ...)},

=)}

IN-ModifyEntryResult ::= ModifyEntryResult
(WITH COMPONENTS{
null ,
information UNSIGNED {Information
(WITH COMPONENTS{
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entry (IN-Entrylnformation ....),

securityParameters OPTIONAL,
performer ABSENT,
aliasDer eferenced }

-

)

in-SecurityError ERROR ::={
PARAMETER  IN-SecurityErrorParameter
CODE id-errcode-in-securityError}

IN-SecurityError Parameter ::= SecurityError Parameter
(WITH COMPONENTS{
problem (SecurityProblem (1]2]3]6[7....) ....)} ....)

in-ServiceError ERROR ::={
PARAMETER  IN-ServiceErrorParameter
CODE id-errcode-in-serviceError}

IN-ServiceError Parameter::=ServiceError Parameter
(WITH COMPONENTS{
problem (ServiceProblem (1]2]3|5(|8]9|10]12...)) ...)} ....)

in-UpdateError ERROR ::={
PARAMETER  IN-UpdateErrorParameter
CODE id-errcode-in-updateError}

IN-UpdateError Parameter::= UpdateError Parameter
(WITH COMPONENTS{

problem (UpdateProblem (1]2|3]4|5]7 ....) ....)} -...)
id-errcode-in-serviceError Code::=local:2
id-errcode-in-securityError Code::=local:3
id-errcode-in-updateError Code::=local:4
id-opcode-in-modifyEntry Code::=local:1
id-opcode-in-addEntry Code ::=local:2
id-opcode-in-removeEntry Code::=local:3
id-opcode-in-sear ch Code::=local:4

END

2.2.2.4.2 ASN.1Modulesfor the DAP

This subclause includes all of the ASN.1 type and value definitions contained in this Directory Specification, in the form
of the ASN.1 module, "DirectoryAccessProtocol”. It also includes all of the ASN.1 Object Identifiers assigned in this
Specification, in the form of a ASN.1 module, "Protocol Objectldentifiers”.

INDirectoryAccessProtocol {ccitt recommendation q 1218 module(0) indap(12) version1( 0)}
DEFINITIONS::=
BEGIN

EXPORTSAIl --

The types and values defined in this modul e are exported for use in the other ASN.1 modul es contained
within the Directory Specifications, and for the use of other applications which will use them to access
Directory services. Other applications may use themfor their own purposes, but thiswill not constrain
-- extensions and modifications needed to maintain or improve the Directory service.

IMPORTS
directoryAbstractService
FROM Useful Definitions {joint-iso-ccitt ds(5) module(1) useful Definitions(0) 2}

ROS-OBJECT-CLASS, CONTRACT, OPERATION-PACKAGE, CONNECTION-PACKAGE,
Code, OPERATION
FROM Remote-Oper ations-I nfor mation-Obj ects
{joint-iso-ccitt remote-oper ations(4) infor mationObj ects(5) ver sion1(0)}

Bind{}, Unbind{}, Invokel D
FROM Remote-Operations-Generic-ROS-PDUs
{joint-iso-ccitt remote-operations(4) generic-ROS-PDUS(6) ver sion1(0)}
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TCAPMessage {}
FROM TCAPM essages
{ccitt recommendation q 773 modules(2) messages(1) version3(3)}

APPLICATION-CONTEXT
FROM TC-Notation-Extension
{ccitt recommendation q 775 modules(2) notation-extensions (4) version1(1)}

dialogue-as-id
FROM DialoguePDUs
{ccitt recommendation g 773 modules(2) dialoguePDUs (2) version1(1)}

id-ac-directoryAccessAC, id-rosObject-dua, id-rosObject-directory, id-rosObject-dapDSA,
id-contract-dap, id-package-dapConnection, id-package-sear ch, id-package-modify,
id-as-directoryOperationsAS, id-as-directoryBindingAS
FROM SDFProtocolObjectl dentifiers
{ccitt recommendation q 1218 modules(0) sdfProtocol Objectl dentifiers (10) versionl (0)}

directoryUnbind FROM DirectoryAbstractService directoryAbstractService ;

directoryBind, search, addEntry, removeEntry, modifyEntry
FROM ExtendedDir ectoryAbstractService
{ccitt recommendation q 1218 modules(0) informationFramework (11) version1( 0)}

-- application contexts --

iNdirectoryAccessAC

APPLICATION-CONTEXT ::=

{
CONTRACT dapContract
DIALOGUE MODE structured
TERMINATION basic
ABSTRACT SYNTAXES { dialogue-abstr act-syntax |
inDirectoryOperationsAbstractSyntax |
inDirectoryBindingAbstractSyntax }
APPLICATION CONTEXT NAME id-ac-directoryAccessAC
}
-- ROS-objects --
dua ROS-OBJECT-CLASS::=
{
INITIATES { dapContract }
1D id-rosObject-dua
}
directory ROS-OBJECT-CLASS::=
{
RESPONDS { dapContract }
1D id-rosObj ect-directory
}
dap-dsa ROS-OBJECT-CLASS::=
{
RESPONDS { dapContract }
1D id-rosObject-dapDSA
}
-- contracts --
dapContract CONTRACT ::=
{
CONNECTION dapConnectionPackage
INITIATOR CONSUMER OF {searchPackage | modifyPackage }
1D id-contract-dap
}
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-- connection package --

dapConnectionPackage CONNECTION-PACKAGE ::=

{
BIND directoryBind
UNBIND directoryUnbind
1D id-package-dapConnection
}
-- search package --
sear chPackage OPERATION-PACKAGE ::=
{
CONSUMER INVOKES {search}
1D id-package-search
}
-- modify package --
modifyPackage OPERATION-PACKAGE ::=
{
CONSUMER INVOKES { addEntry | removeEntry | modifyEntry}
1D id-package-modify
}
-- abstract-syntaxes --
inDirectoryOperationsAbstractSyntax  ABSTRACT-SYNTAX ::=  {
BasicDAP-PDUs
IDENTIFIED BY id-as-directoryOperationsAS }

BasicDAP-PDUs ::= TCAPMessage {{ DAP-Invokable}, { DAP-Returnable} }
DAP-Invokable OPERATION = {search | addEntry | removeEntry | modifyEntry}

DAP-Returnable OPERATION {search | addEntry | removeEntry | modifyEntry}

inDirectoryBindingAbstr act Syntax ABSTRACT-SYNTAX ::= {
DAPBinding-PDUs
IDENTIFIED BY id-as-directoryBindingAS}
DAPBIinding-PDUs::= CHOICE
{
bind Bind { directoryBind },
unbind Unbind { directoryUnbind }
}
END

SDFProtocol Objectl dentifiers
{ccitt recommendation q 1218 module(0) sdfProtocolObjectldentifier s(10) versionl (0)}
DEFINITIONS::=

BEGIN
-- EXPORTSAII --
IMPORTS
-- useful definitions
in-ds OBJECT IDENTIFIER ::=

{ccitt recommendation q 1218 sdf-objects (10)}
id-rosObj ect OBJECT IDENTIFIER = {in-ds 25}
id-contract OBJECT IDENTIFIER = {in-ds 26}
id-package OBJECT IDENTIFIER = {in-ds 27}
id-ac OBJECT-IDENTIFIER = {in-ds 3}
id-as OBJECT IDENTIFIER = {in-ds 5}
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-- ROSObjects --
id-rosObject-dua
id-rosObj ect-dir ectory
id-rosObject-dapDSA
-- contracts --

id-contract-dap

OBJECT IDENTIFIER
OBJECT IDENTIFIER
OBJECT IDENTIFIER

OBJECT IDENTIFIER

{id-rosObject 1}
{id-rosObject 2}
{id-rosObject 3}

{id-contract 1}

-- packages --

id-package-sear ch OBJECT IDENTIFIER = {id-package 2}
id-package-modify OBJECT IDENTIFIER = {id-package 3}
id-package-dapConnection OBJECT IDENTIFIER n= {id-package 10}
-- application contexts --

id-ac-directoryAccessAC OBJECT IDENTIFIER = {id-ac 1}

-- abstract syntaxes --

id-as-directoryOperationsAS ~ OBJECT IDENTIFIER = {id-as 1}
id-as-directoryBindingAS OBJECT IDENTIFIER = {id-as 2}

END

3 Semantics

31 Definition of procedures and entities

311 SSF application entity procedures

3111 Genera

This clause provides the definition of the SSF Application Entity (AE) procedures related to the SSP-SCP interface. The
procedures are based on the use of Common Channel Signalling System No. 7 (CCSS No. 7); other signalling systems
can be used (e.g. DSS 1-layer 3).

Capabilities not explicitly covered by these procedures may be supported in an implementation dependent manner in
the SSP, while remaining in line with clause 2.

The AE, following the architecture defined in the Recommendations Q.700, Q.771 and Q.1400, includes Transaction
Capabilities Application Part (TCAP) and one or more ASEs called TC-users. The following subclauses define the
TC-user ASE which interfaces with TCAP using the primitives specified in Recommendation Q.771; other signalling
systems, such as DSS 1 (layer 3), may be used.

The procedure may equally be used with other signalling message transport systems supporting the application layer
structures defined.

In case interpretations for the application entity procedures defined in the following differ from detailed procedures and
the rules for using of TCAP service, the statements and rules contained in the detailed subclauses 3.3 and 3.4 shall be
followed.

3.1.1.2 Mode and interfaces

The functional model of the AE-SSF is shown in Figure 9; the ASEs interface to TCAP to communicate with the SCF,
and interface to the call control function (CCF) and the maintenance functions aready defined for switching systems.
The scope of this Recommendation is limited to the shaded areain Figure 9.

The interfaces shown in Figure 9 use the TC-user ASE primitives specified in Recommendation Q.771 and N-Primitives
specified in Recommendation Q.711. The operations and parameters of Intelligent Network Application Protocol (INAP)
are defined in clause 2.
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NOTE — SSF-FSM includes several finite state machines.

FIGURE 9/Q.1218
Functional model of SSF-AE

3.1.1.3 Relationsbetween SSF-FSM and the CCF and maintenance functions

The primitive interface between the SSF-FSM and the CCF/maintenance functions is an internal interface and is not
subject to standardization in CS-1. Nevertheless this interface should be in line with the BCSM defined
in4.2.1.2/Q.1214.

The relationship between the BCSM and the SSF-FSM may be described as follows for the case of a call/attempt
initiated by an end user, and the case of a call/attempt initiated by IN service logic:

— When a call/attempt is initiated by an end user and processed at an exchange, an instance of a BCSM is
created. As the BCSM proceeds, it encounters detection points (DPs, see 4.2/Q.1214). If a DP is armed as
a Trigger DP (TDP) an instance of an SSF-FSM is created.

— If an InitiateCallAttempt is received from the SCF, an instance of a BCSM is created, as well as an
instance of an SSF-FSM.
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The SSF logic should:
— perform the DP processing actions specified in 4.2.2.7/Q.1214, including if DP criteria are met;
—  check if traffic mechanisms are active;
—  check for SCF accessibility;

— handle service feature interactions.

The SSF hands control back to the CCF at least in the following cases:

If call gapping is in effect — The SSF logic will instruct the CCF to terminate the call with the appropriate
treatment.

— If service filtering is in effect — The call is counted (if required) and the SSF logic instructs the CCF to
handle the call with the appropriate treatment.

— If a trigger (TDP) criteria match is not found (e.g. insufficient information to proceed) — The SSF logic
returns call control to the CCF.

— If the call is abandoned — The SSF logic returns call control to the CCF and continues processing as
described in 3.1.1.5.

— If the destination SCF is not accessible — The SSF logic will instruct the CCF to route the call if possible
(e.g. default routing to a terminating announcement).

— Ifthere is an existing control relationship for the call and the DP is armed as an EDP-R — The SSF returns
call control to the CCF.

The management functions related to the execution of operations received from the SCF are executed by the
SSF Management Entity (SSME). The SSME comprises a SSME-Control and several instances of SSME FSMs. The
SSME-control interfaces the different SSF FSMs and SSME FSMs respectively and the Functional Entity Access
Manager (FEAM). Figure 10 shows the SSF Interfaces.

T1169150-94/d10

FIGURE 10/Q.1218
SSF interfaces
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The Functional Entity Access Manager (FEAM) provides the low level interface maintenance functions including the
following:

1) establishing and maintaining the interfaces to the SCF and SRF;

2) passing and queuing (when necessary) the messages received from the SCF and SRF to
the SSME-Control;

3) formatting, queuing (when necessary), and sending the messages received from the SSME-Control to
the SCF and SRF.

The SSME-control maintains the dialogues with the SCF and SRF on behalf of all instances of the SSF Finite State
Machine (FSM). These instances of the SSF FSM occur concurrently and asynchronously as calls occur, which explains
the need for a single entity that performs the task of creation, invocation and maintenance of the SSF-FSMs. In particular
the SSME-control performs the following tasks:

1) Interpretsthe input messages from other FEs and trandlates them into corresponding SSF FSM events.
2) Trandatesthe SSF-FSM outputs into corresponding messages to other FES.

3) Captures asynchronous (with call processing) activities related to management or supervisory functionsin
the SSF and creates an instance of a SSME-FSM. For example, the SSME provides non-call associated
treatment due to changes in Service Filtering or Call Gapping. Therefore, the SSME-control separates the
SSF-FSM from the Call Gapping and Service Filtering functions by creating instances of SSME-FSMs
for each context of management related operations.

The different contexts of the SSME-FSMs may be distinguished based on the address information provided in the
initiating operations. In the case of service filtering this address information is given by filteringCriteria, i.e. al
ActivateServiceFiltering operations using the same address, address the same SSME-FSM handling this specific service
filtering instance. For example ActivateServiceFiltering operations providing different filtering Criteria cause the
invocation of new SSME-FSMs.

The SSF-FSM passes cal handling instructions to the related instances of the BCSM as needed. DPs may be
dynamically armed as Event DPs, requiring the SSF-FSM to remain active. At some point, further interaction with
the SCF is not needed, and the SSF-FSM may be terminated while the BCSM continues to handle the call as needed. A
later TDP inthe BCSM may result in anew instance of the SSF-FSM for the same call.

Consistent with the single-ended control characteristic of IN service features for CS-1, the SSF-FSM only applies to a
functionally separate call portion (e.g. the originating BCSM or the terminating BCSM in atwo-party call, but not both).

3.1.1.4 SSF Management Finite State Machine (SSM E-FSM)
The SSME-FSM state diagram is described in Figure 11.
The SSME-FSM isindependent of the individual SSF-FSMs.

The non-call associated treatment state is entered from the IdleManagement state when one of the following non-call
associated operationsis received (transition eml):

RequestCurrentStatusReport;

RequestEveryStatusChangeReport;
— RequestFirstStatusMatchReport;

— ActivateServiceFiltering;

— CallGap;

— ActivityTest.
The CallGap operation may be received inside as well as outside a call context transaction. The ActivityTest operation

applies to call context transactions only. The ActivateServiceFiltering operation may be received outside a call context
only.
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FIGURE 11/Q.1218
SSM E-FSM state diagram

During this state the following events can occur:

96

given that service filtering is active, the SSF needs to send a service filtering response to the SCF:
the SSME-FSM remains in this state (transition em3);

given that service filtering is active, the SSF needs to increment a counter: the SSME FSM remains in this
state (transition em3);

given that service filtering is active and the service filtering duration expires: the SSME should move to
the Idle Management state (transition em2) and send a ServiceFilteringResponse operation to the SCF;

given that status report is active previously requested by a RequestEveryStatusChangeReport operation,
the SSF needs to send a StatusReport operation: the SSF remains in this state (transition em3);

given that status report is active previously requested by a RequestFirstStatusMatchReport operation,
the SSF needs to send a StatusReport operation: the SSF transits to Idle Management state
(transition em2);

given that status report is active previously requested by a RequestFirstStatusMatchReport or a

RequestEveryStatusMatchReport operation, and the CancelStatusReportRequest operation is received by
the SSF or the status report duration expires, the SSME-FSM should move to the Idle Management state
(transition em2);

given that status report is active previously requested by a RequestCurrentStatusReport operation, the SSF
sends the StatusReport operation, the SSME-FSM should move to the Idle Management state
(transition em2);

if call gap related duration timer expires, the SSME-FSM should move to the Idle Management state
(transition em2);

given that call gap/service filtering is active, another CallGap/ActivateServiceFiltering operation could be
received by the SSF, which has the same gapping/filtering criteria: the second “filter” or “gap” replace the
first one (transition em3) unless the duration timer value is equal to zero, in which case the SSME-FSM
should move to the Idle Management state (transition emz2).
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All other operations have no effect on the SSME-FSMs; the operations are passed by the SSME-Control to the
relevant SSF-FSM.

3.1.15 SSF dtatetransition diagram

Figure 12 shows the state diagram of the SSF part of the SSP during the processing of an IN call/attempt.
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NOTE - The abandon and disconnect transition is not shown.

FIGURE 12/Q.1218
SSF finite state machine

Each state is discussed in the following subclauses. General rules applicable to more than one state are addressed here.

One or a sequence of components received in one or more TCAP messages may include a single operation or multiple
operations, and is processed as follows:

— Process the operations in the order in which they are received.

— Each operation causes a state transition independent of whether or not a single operation or multiple
operations are received in a message.
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— The SSF examines subsequent operations in the sequence. As long as sequential execution of these
operations would leave the FSM in the same state, it will execute them (e.g. RequestReportBCSMEvent).
If a subsequent operation causes a transition out of the state, then the following operations should be
buffered until the current operation has been executed. In all other cases, await an event that would cause
a transition out of the current state (such an event would be the completion of operation being executed,
or reception of an external event). An example of this is as follows:

e The SSF receives the operations FurnishCharginginformation, ConnectToResource, and
PlayAnnouncement in a component sequence inside a single TCAP message. Upon receipt of this
message, these operations are executed up to and including ConnectToResource while the SSF is in
the Waiting For Instructions state. As the ConnectToResource operation is executed (and when, or
after the FurnishCharginglnformation operation has been completed), the SSF-FSM will transit to
the Waiting For End Of User Interaction state. The PlayAnnouncement operation is relayed to
the SRF while the SSF is in Waiting For End Of User Interaction state.

— If there is an error in processing one of the operations in the sequence, the SSF-FSM processes the error
(see below) and discards all remaining operations in the sequence.

— If an operation is not understood or is out of context (i.e. violates the SACF rules defined by
the SSF-FSM) as described above, ABORT the interaction. For example, when the SSF-FSM applies to
an originating BCSM, then receiving SelectFacility operation would be out of context since this applies
only to the terminating half of the BCSM.

In any state, if there is an error in a received operation, the maintenance functions are informed and the SSF-FSM
remains in the same state as when it received the erroneous operation; depending on the class of the operation, the erro
could be reported by the SSF to the SCF using the appropriate component (see Recommendation Q.774).

In any state (except idle), if the calling party abandons the call before it is answered (i.e. before the Active PIC in
the BCSM), then the SSF-FSM should instruct the CCF to clear the call and ensure that any CCF resources allocated to
the call have been de-allocated, then continue processing as follows:

If the Abandon DP is not armed and there is no call information request pending, then transition to the
idle state.

— If the Abandon DP is not armed and there is a CallinformationRequest pending, send a
CallinformationReport, then transit to the Idle state.

— If the Abandon DP is armed as an EDP-R, send an EventReportBCSM or a DP specific operation, then
transit to the Waiting For Instructions state. If a CallinformationRequest is pending, a
CallinformationRequest shall be sent before the corresponding EventReportBCSM or a DP specific
operation is sent.

— If the Abandon DP is armed as an EDP-N and there is no CallinformationRequest pending, send an
EventReportBCSM or a DP specific operation, then transit to the Idle state.

— If the Abandon DP is armed as an EDP-N and there is a CallinformationRequest pending, send an
EventReportBCSM or a DP specific operation, followed by a CallinformationReport, then transit to the
Idle state.

—  Other pending requests that should be treated in the same way as the CallinformationRequest in the above
list is the ApplyCharging.

In any state (except Idle), if a call party disconnects from a stable call (i.e. from the Active PIC in the BCSM), then the
SSF-FSM should process this event as follows:

— If the Disconnect DP is not armed for that specific leg and there is no CallinformationRequest pending,
transit to the Idle state.

— If the Disconnect DP is not armed and there is a CallinformationRequest pending, send a
CallinformationReport and transit to the Idle state.
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— If the Disconnect DP is armed as an EDP-R for that specific leg, send an EventReportBCSM or a
DP specific operation, then transit to the Waiting For Instructions state. If a Call Information Request is
pending, a CallinformationReport shall be sent before the corresponding EventReportBCSM or a DP
specific operation is sent.

— If the Disconnect DP is armed as an EDP-N and there is no CallinformationRequest pending, send an
EventReportBCSM or a DP specific operation, then transit to the Idle state.

— If the Disconnect DP is armed as an EDP-N and there is a CallinformationRequest pending, send an
EventReportBCSM or a DP specific operation and a CallinformationReport, then transit to the Idle state.

—  Other pending requests that should be treated in the same way as the CallinformationRequest in the above
list is the ApplyCharging.

In any state (except Idle), an EventNotificationCharging can be sent to the SCF, if previously requested by a
RequestNotificationCharging and if the charging event has been detected by the CCF. In this case no state transition
takes place.

The SSF has an application timekgst, whose purpose is to prevent excessive call suspension time and to guard the
association between the SSF and the SCF.

Timer Tsgr is set in the following cases:

— When the SSF sends an InitiaIDP, DP specific (refer to 3.1.1.5.2 State c: Waiting For Instructions), or
AssistRequestinstructions operation (refer to 3.1.1.6.2 State b: Waiting For Instructions in
assisting/handoff case). While waiting for the first response from the SCF, the #ggecan be reset
only once by a ResetTimer operation. Subsequent to the first response, the timer can be reset any number
of times.

—  When the SSF enters the Waiting For Instructions state (refer to 3.1.1.5.2) under any other condition than
the ones listed in the previous case. In this case the SCF may resgithien&r using the ResetTimer
operation any number of times.

— When the SSF receives a HoldCallinNetwork operation (refer to 3.1.1.5.2 State c: Waiting For
Instructions). In this case the SCF may resgtTising the ResetTimer operation any number of times.

— When the SSF enters the Waiting For End of User Interaction state or the Waiting For End of Temporary
Connection state (refer to 3.1.1.5.3 and 3.1.1.5.4). In these cases the SCF maygressing the
ResetTimer operation any number of times.(OPTIONAL).

NOTE — This "OPTIONAL" means that the application timegdis optionally set. Whether it is used or not
depends on implementation. But it must be synchronized with dgr in the SCSM.

In the four above cases T sgr may respectively have four different values as defined by the application.

When receiving or sending any operation which is different from the above, the SSF should reset Tsgr to the last used
set value. This value is either one associated to the four different cases as listed above, or received in a ResetTimer
operation, whatever occurred last. In the monitoring state (refer to 3.1.1.5.5) T ggr is not used.

On expiration of Tsge the SSF-FSM transitions to the idle state, aborts the interaction with the SCF and the
CCF progresses the BCSM if possible.

The SSF state diagram contains the following transitions (events):

el TDP-N encountered

€3 InitiateCall Attempt received

e4 TDP-R encountered

e5 User interaction requested

€6 User interaction ended

er Temporary connection created

€8 Temporary connection ended

€9 Idle return from wait for instruction
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el0 EDP-R encountered

ell Routing instruction received

el2 EDP-N last encountered or ReleaseCall received or Cancel (allRequests) received
el3 Waiting for End of User Interaction state no change

eld Waiting for Instructions state no change

el5 Waiting for End of Temporary Connection state no change

el6 Monitoring state no change

el7 Abandon (from any state) (not shown in the SSF state diagram)

el8 Disconnect (from any state) (not shown in the SSF state diagram)

el9 Non-Call Associated Treatment from any state (not shown in the SSF state diagram)

The SSF state diagram contains the following states:
Statea Idle
Statec  Waiting for Instructions
Stated Waiting for End of User Interaction
Statee Waiting for End of Temporary Connection

Statef  Monitoring

3.1151 State a-—Idle
The SSF-FSM enters the Idle state under a variety of conditions, as described below.

The SSF-FSM enters the Idle state when sending or receiving an ABORT TCAP primitive due to abnormal conditionsin
any state.

The SSF-FSM enters the I dle state when one of the following occurs:

— when the call is abandoned or one or more call parties disconnect in any other state under the conditions
identified in 3.1.1.5;

— when a Connect or proceed call processing operation is processed in the Waiting for Instructions state,
and no EDPs are armed and there are no outstanding report requests (transition €9);

— when the application timersgr expires in one of the states: Waiting for Instructions, Waiting for End of
User Interaction or Waiting for End of Temporary Connection;

— when a ReleaseCall operation is processed in Waiting for Instructions (transition e€9) or Monitoring
(transition e12);

— when the last EDP-N is encountered in the Monitoring state, and there are no EDP-Rs armed and no
monitoring is active for charging events (transition e12);

— when the last charging event is encountered in the Monitoring state, and there are no EDPs armed
(transition e12).

When transiting to the Idle state, if there is a CallinformationRequest pending (see 3.1.1.5), the SSF sends a
CallinformationReport operation to the SCF before returning to Idle. Once in the Idle state, if status reporting is still
active the SSF deactivates it, any outstanding responses to send to the SCF are discarded.

During this state the following call-associated events can occur:

— indication from the CCF that an armed TDP is encountered related to a possible IN call/service attempt,
the SSF-FSM acts as described below:

« if the DP is a TDP-N, send a generic InitialDetectionPoint or DP-specific operation (see Note) to
the SCF, as determined from DP processing; there is no resulting transition to a different state
(transition el);
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» if the DPis a TDP-R, send a generic Initial DetectionPoint or DP-specific operation (see Note) to
the SCF, as determined from DP processing, and transit to the Waiting for Instructions state
(transition ed);

» therulesfor DP processing are described in Recommendation Q.1214, section "DP Processing";

— a message related to a new transaction containing an InitiateCallAttempt operation is received from
the SCF: in this case the SSF-FSM moves to the state Waiting for Instructions (transition e3).

Any other operation received from the SCF while the SSF is in Idle state should be treated as an error. The event should
be reported to the maintenance functions and the transaction should be aborted according to the procedure specified
in TCAP (see Recommendation Q.774).

NOTE — DP specific operations are the following (refer to clause 2): TAnswer, TDisconnect, TermAttemptAuthorized,
TMidCall, TNoAnswer, Analysedinformation, TBusy, CollectedInformation, OAnswer, OCalledPartyBusy, ODisconnect, OMidCall,
ONoAnswer, OriginationAttemptAuthorized, RouteSelectFailure.

3.1.1.5.2 State ¢c — Waiting for Instructions

This state is entered from the Idle state, as indicated above (transition e4), directly from the Idle state on receipt at
the SSF of a TC-BEGIN indication primitive containing an InitiateCall Attempt operation from the SCF (transition €3),
from the state Monitoring on detection of an EDP-R (transition €10), from the state Waiting for End of User Interaction
on occurrence of call disconnect from/to the SRF (transition €6), or from the state Waiting for End of Temporary
Connection on occurrence of disconnection of temporary connection (transition e8).

In this state the SSF-FSM is waiting for an instruction from the SCF; call handling is suspended and an application
timer (Tsgr) should be set on entering this state.

During this state the following events can occur:

— The user dials additional digits (applies for open-ended numbering plans) — The CCF should store the
additional digits dialled by the user.

— The user abandons or disconnects. This should be processed in accordance with the general rules
in 3.1.1.5.

— The application Timer dgr expires — The SSF-FSM moves to the Idle state, the CCF routes the call if
possible (e.g. default routing to a terminating announcement), d¢ge eipiration is reported to the
maintenance functions and the transaction is aborted.

— An operation is received from the SCF — The SSF-FSM acts according to the operation received as
described below.

The following operations may be received from the SCF and processed by the SSF with no resulting transition to a
different state (transition e14):

— HoldCallinNetwork;

— RequestReportBCSMEvent;

— RequestNotificationChargingEvent;
— ResetTimer;

—  FurnishCharginginformation;

— ApplyCharging;

—  CallinformationRequest;

— SendChargingInformation;

—  Cancel.

The following operations may be received from the SCF and processed by the SSF, causing a state transition to Waiting
for End of User Interaction state (transition e5):

— ConnectToResource.

The following operations may be received from the SCF and processed by the SSF, causing a state transition to Waiting
for End of Temporary Connection state (transition e7):

—  EstablishTemporaryConnection
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The following operations may be received from the SCF and processed by the SSF, causing a state transition to either
Monitoring state (if any EDPs were armed or any reports were requested) (transition €11) or Idle state (transition €9):

— Connect;

—  Collectinformation;
— Analyselnformation;
—  SelectRoute;

—  SelectFacility;

— Continue;

— ReleasecCall.

ReleaseCall operation may be received from the SCF. In this case, the SSF-FSM should instruct the CCF to clear the call
and ensure that any CCF resources allocated to the call have been de-allocated, then continue processing as follows:

— if neither CallinformationRequest nor ApplyChargingReport operation has been requested, the SSF-FSM
transits to the Idle state (transition €9);

— if CallinformationRequest or ApplyChargingReport operation has been requested, the SSF sends each
operation which has been requested from SCF, and then the SSF-FSM transits to the Idle state
(transition e9).

When processing the above operations, any necessary call handling information is provided to the Call Control
Function (CCF).

Any other operation received in this state should be processed in accordance with the general rules in 3.1.1.5.

3.1.1.5.3 State d — Waiting for End of User Interaction

The SSF enters this state from the Waiting for Instructions state (transition €5) on the reception of one of the following
operations:

— ConnectToResource.

During this state the following events can occur:

— A vald SCF-SRF operation [i.e. PlayAnnouncement, PromptAndCollectUserIinformation, and
Cancel(invokelD)] for relaying is received and is correct, the operation is transferred to the SRF for
execution. The SSF-FSM remains in the Waiting for End of User Interaction state (transition e13).

— A wvalid SRF-SCF operation (i.e. SpecializedResourceReport and ReturnResult from
PromptAndCollectUserInformation) for relaying is received and is correct, the operation is transferred to
the SCF. The SSF-FSM remains in the Waiting for End of User Interaction state (transition e13).

—  The application timer dgr expires (if it was set) — The SSF-FSM moves to the Idle state, the CCF routes
the call if possible (e.g. default routing to a terminating announcement)ggh@Xpiration is reported to
the maintenance functions and the transaction is aborted.

— An operation is received from the SCF — The SSF-FSM acts according to the operation received as
described below.

—  The user abandons — This should be processed in accordance with the general rules in 3.1.1.5.

The following operations may be received from the SCF and processed by the SSF with no resulting transition to a
different state (transition e13):

— RequestNotificationChargingEvent;
— ResetTimer;

—  FurnishCharginglInformation;

— ApplyCharging;

— Send Charging Information.
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The DisconnectForwardConnection operation may be received from the SCF and processed by the SSF in this state. Call
disconnect can aso be received from the SRF. In both cases this causes the release of the connection to the SRF and the
transition to the Waiting for Instructions state. The disconnection is not transferred to the other party (transition e6).

Any other operation received in this state should be processed in accordance with the general rulesin 3.1.1.5.

3.1.154 State e — Waiting for End of Temporary Connection

The SSF enters this state from the Waiting for Instructions state (transition €7) upon receiving an
EstablishTemporaryConnection operation.

The call is routed to the assisting SSF-SRF and call handling is suspended while waiting for the end of the assisting
procedure. The timer Tssp is active in this state (whether it is used or not is optional).

During this state the following events can occur:

—  The application timer dgg expires (if it was set) — The SSF-FSM moves to the Idle state, the CCF routes
the call if possible (e.g. default routing to a terminating announcement)g¢gheXpiration is reported to
the maintenance functions and the transaction is aborted.

—  The receipt of an indication of disconnection of forward connection from the CCF — In this case, the SSF
moves to the Waiting for Instructions state (transition e8). The disconnection is not transferred to the
calling party.

—  The user abandons — This should be processed in accordance with the general rules in 3.1.1.5

— An operation is received from the SCF — The SSF acts according to the operation received as described
below.

The following operations can be received from the SCF and processed by the SSF with no resulting transition to a
different state (transition e15):

— RequestNotificationChargingEvent;
— ResetTimer;

—  FurnishCharginglnformation;

— ApplyCharging;

— SendChargingInformation.

The DisconnectForwardConnection operation may be received from the SCF and processed by the SSF in this state. Call
disconnect can also be received from the SRF. In both cases this causes the release of the connection to the SRF and th
transition to the Waiting for Instructions state. The disconnection is not transferred to the other party (transition €8).

Any other operation received in this state should be processed in accordance with the general rules in 3.1.1.5.

3.1.155 State f — "Monitoring”

The SSF enters this state from the Waiting For Instructions state (transition ell) upon receiving a Connect,
Collectinformation, Analyselnformation, SelectRoute, SelectFacility, Continue, operation or processing an Initiate
Call Attempt operation when one or more EDPs are armed or/and there are other reports pending (see 3.1.1.5).

In this state the timer Tsge is not used, i.e. the expiration of Tgge does not have any impact on the SSF-FSM.

During this state the following events can occur:

— An EDP-N should be reported to the SCF by sending an EventReportBCSM operation or a DP specific
operation; the SSF-FSM should remain in the Monitoring state (transition e16) if one or more EDPs are
armed or there are report requests pending. The SSF-FSM should move to the Idle state (transition e12) if
there are no remaining EDPs armed or there are no report requests pending.

If the event causing a CallinformationReport is also detected by an armed EDP-N, then the
CallinformationReport shall be sent immediately before the corresponding EventReportBCSM or a DP
specific operation is sent.
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An EDP-R should be reported to the SCF by sending an EventReportBCSM operation or a DP specific
operation; the SSF-FSM should move to the Waiting For Instructions state (transition e10).

If the event causing a CallinformationReport is also detected by an armed EDP-R, then the
CallinformationReport shall be sent immediately after the corresponding EventReportBCSM or a DP
specific operation is sent.

The receipt of an END or ABORT primitive from TCAP has no effect on the call; the call may continue
or be completed with the information available. In this case, the SSF-FSM transits to the Idle state
(transition e12), disassociating the SSF-FSM from the call.

An operation is received from the SCF: The SSF-FSM acts according to the operation received as
described below.

The user abandons or disconnects. This should be processed in accordance with the general rules
in3.1.1.5.

The following operations can be received from the SCF and processed by the SSF with no resulting transition to a
different state (transition e16):

RequestNotificationChargingEvent;
SendCharginglnformation;
FurnishCharginglnformation;
ApplyCharging.

The RequestReportBCSMEvent operation may be received from the SCF. In this case, the SSF-FSM transits as follows:

if one or more EDPs are armed or a part of armed EDPs are disarmed, the SSF-FSM transits back to the
same state (transition e16);

if all of armed EDPs are disarmed and there is outstanding CallinformationRequest,
EventNotificationCharging or ApplyChargingReport, the SSF-FSM transits back to the same state
(transition e16);

if all of armed EDPs are disarmed and there is no outstanding CallinformationRequest,
EventNotificationCharging or ApplyChargingReport, the SSF-FSM transits to the Idle (transition e12).

The Cancel(allRequests) operation may be received from the SCF and processed by the SSF, causing a state transition t
the Idle state (transition €12).

The ReleaseCall operation may be received from the SCF. In this case, the SSF-FSM should instruct the CCF to clear
the call and ensure that any CCF resources allocated to the call have been de-allocated, then continue processing a:

follows:

if neither CalllInformationRequest nor ApplyChargingReport operation has been requested, the SSF-FSM
transits to the Idle state (transition e12);

if CallinformationRequest or ApplyChargingReport operation has been requested, the SSF sends each
operation which has been requested from SCF, and then the SSF-FSM transits to the Idle state
(transition e12).

Any other operation received in this state should be processed in accordance with the general rules in 3.1.1.5.

3.116 Asssting/Handoff SSF-FSM

This subclause describes the SSF-FSM related to the Assisting/Handoff SSF. The assisting SSF is structured as defined
in 3.1.1.1 through 3.1.1.5. The Handoff FSM for CS-1 applies only to the case where final treatment is to be applied.

Within this subclause, the term "Assisting SSF" refers to both Assisting and Handoff SSFs unless an explicit indication
to one or the other is provided.
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The Assisting/Handoff SSF state diagram contains the following transitions (events) (see Figure 13):
Assist/Handoff detected

Assist/Handoff fail/success

User interaction requested

User interaction ended

Waiting For Instruction state no change

58 & R B R R

Waiting For End Of User Interaction state no change
ea’ Initiating bearer channel disconnect

The Assisting/Handoff SSF state diagram contains the following states:
Statea Idle
Stateb  Waiting for Instructions

Statec  Waiting for End of User Interaction

o State a
idle
A
ea2 eal
> State b
waiting for
instructions
eab
ea7 ead ea3
State ¢
waiting for T1171720-95/d13
end of user
interaction
eab

FIGURE 13/Q.1218
Assisting/Handoff SSF finite state machine

3.1.1.6.1 State a—Idle

The SSF-FSM enters the I dle state when one of the following occurs:
— when sending or receiving an ABORT TCAP primitive due to abnormal conditions in any state;

— given a temporary connection between an initiating SSF and the Assisting SSF, when a bearer channel
disconnect is received from the initiating SSF (transition ea2).
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Onceintheldle state, if there are any outstanding responses to send to the SCF, they are discarded by the Assisting SSF.

The Assisting SSF-FSM transits from the Idle state to the Waiting for Instructions state on receipt of an assist indication
at the assisting SSF from another SSF (transition eal).

Any operation received from the SCF while the Assisting SSF is in Idle state should be treated as an error. The event
should be reported to the maintenance functions and the transaction should be aborted according to the procedure
specified in TCAP (see Recommendation Q.774).

3.1.1.6.2 State b — Waiting for Instructions

This state is entered from the Idle state on receipt of a connect at an SSF from another SSF indicating that an assist is
required, based on an implementation dependent detection mechanism (transition eal).

Before entering this state, the SSF sends an AssistRequestinstructions operation to the SCF. In this state the Assisting
SSF-FSM is waiting for an instruction from the SCF; call handling is suspended and an application timer (T sgr) should
be set on entering this state.

During this state the following events can occur:

—  The application timer dgr expires — The Assisting SSF-FSM moves to the Idle state (transition ea2) and
the expiration is reported to the maintenance functions and the transaction is aborted.

— An operation is received from the SCF — The SSF-FSM acts according to the operation received as
described below.

— A bearer channel disconnect is received from the initiating SSF and the FSM moves to the Idle state
(transition ea?2).

The following operations may be received from the SCF and processed by the Assisting SSF with no resulting transition
to a different state (transition ea5):

— ResetTimer;

—  FurnishCharginglnformation;
— ApplyCharging;

— SendChargingInformation.

The following operations can be received from the SCF and processed by the Assisting SSF, causing a state transition to
Waiting for End of User Interaction state (transition ea3):

— ConnectToResource.

In the case of Handoff SSF the ReleaseCall operation can be received from the SCF. The Handoff SSF-FSM should
instruct the CCF to clear the call and ensure that any CCF resources allocated to the call have been de-allocated, then
continue processing as follows:

— if ApplyChargingReport operation is not requested, the Handoff SSF-FSM transits to the Idle state
(transition ea?2);

— if ApplyChargingReport operation has been requested, the Handoff SSF sends ApplyChargingReport to
SCF and then the Handoff SSF-FSM transits to the Idle state (transition ea2).

Note that the above operation is allowed only in the Handoff SSF. In the case where an implementation is not capable of
differentiating between a Handoff or an assisting SSF case, it may execute the ReleaseCall operation in the assisting
SSF.

Any other operation received in this state should be processed in accordance with the general rules in 3.1.1.5.
Note that multiple Handoff procedures are not covered by this Recommendation.
3.1.1.6.3 State ¢ — Waiting for End of User Interaction

The Assisting SSF enters this state from the Waiting for Instructions state (transition ea3) on the reception of one of the
following operations:

— ConnectToResource.
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During this state the following events can occur:
— A valid SCF-SRF operation [i.e. Play announcement, prompt and collect user information, and cancel
(announcement)] for relaying is received and is correct, the operation is transferred to the SRF for
execution. The SSF-FSM remains in the Waiting for End of User Interaction state (transition ea6).

— When the SRF indicates to the assisting SSF the end of user interaction by initiating disconnection the
assisting SSF-FSM returns to the Waiting for Instructions state (only in handoff case) (transition ea4).

—  The application timer dgg expires — The SSF-FSM moves to the Idle state, the CCF routes the call if
possible (e.g. default routing to a terminating announcement), ¢ge €ikpiration is reported to the
maintenance functions and the transaction is aborted.

— An operation is received from the SCF — The SSF-FSM acts according to the operation received as
described below.

— A bearer channel disconnect is received from the initiating SSF — The assisting SSF-FSM moves to the
Idle state, the connection to the SRF is released and the transaction is terminated (transition ea7).

The following operation can be received from the SCF and processed by the SSF with no resulting transition to a
different state (transition ea6):

— ResetTimer.

The DisconnectForwardConnection operation may be received from the SCF and processed by the assisting/handoff SSF
in this state, causing a transition to the Waiting for Instructions state (transition ea4). This procedure is only valid if a
ConnectToResource was previously processed to cause a transition into the Waiting for End of User Interaction state.

Any other operation received in this state should be processed in accordance with the general rules in 3.1.1.5.

312 SCF application entity procedures

3.1.21 General

This subclause provides the definition of the SCF Application Entity (AE) procedures related to the SCF-SSF/SRF/SDF
interfaces. The procedures are based on the use of Signalling System No. 7 (SS No.7); other signalling systems can also
be used.

In addition, other capabilities may be supported in an implementation-dependent manner in the SCP, AD or SN.

The AE, following the architecture defined in Recommendations Q.700, Q.771 and Q.1400, includes Transaction
Capabilities Application Part (TCAP) and one or more ASEs called TC-users. The following subclauses define the TC-
user ASE and SACF/MACEF rules, which interface with TCAP using the primitives specified in Recommendation Q.774.

The procedure may equally be used with other message-based signalling systems supporting the Application Layer
structures defined. By no means is this text intended to dictate any limitations to Service Logic Programs (SLPs).

In case interpretations for the AE procedures defined in the following differ from detailed procedures and the rules for
using the TCAP service, the statements and rules contained in 3.3 and 3.4 shall be followed.

3.1.2.2 Model and interfaces

The functional model of the AE-SCF is shown in Figure 14; the ASEs interface with supporting protocol layers to
communicate with the SSF, SRF and SDF, and interface to the service logic programs and maintenance functions. The
scope of this Recommendation is limited to the shaded area in Figure 14.

NOTE — The SCF-FSM includes several Finite State Machines.
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The interfaces shown in Figure 14 use the TC-user ASE primitives specified in Recommendation Q.771 [interface (1)]
and N-primitives specified in Recommendation Q.711 [interface (2)]. The operations and parameters of INAP are
defined in clause 2.

Application process invocation
(Service logic programs, maintenance functions)
( Service execution environment functions )
f777"77777"77777"7”""""”””"7””7
|
} MACF |
|
L |
SAO SAO
SCF
ASE
ASE S FSM
S
A
A ASE ROSE
C
C
| F
F—a— TCAP —a)— Q.932
| AEI
b) b)
SCCP/Others

T1146770-92/d14

AEI Application Entity Invocation

SCF Service Control Functions

FSM Finite State Machine

MACF Multiple Association Control Function
SACF Single Association Control Function
SAO Single Association Object

3 TC-primitives or Q.932-primitives.
b N-primitives.

NOTE — The SCF-FSM includes several finite state machines.

FIGURE 14/Q.1218
Functional model of SCF-AE

3.1.2.3 Relationship between the SCF-FSM and the SL Ps/maintenance functions

The primitive interface between the SCF-FSM and the SLPs/maintenance functions is an internal interface and is not a
subject of standardizationin CS1.

The relationship between the SLP and the SCF-FSM may be described as follows (for both cases where a call isinitiated
by an end user and by IN servicelogic):

— If a request for IN call processing is received from the SSF, an instance of an SCF Call State Model
(SCSM) is created, and the relevant SLP is invoked.

—  When initiation of a call is requested from service logic, an instance of the SCSM is created.
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In either case, the SCF-FSM handles the interaction with the SSF-FSM (and the SRF-FSM and SDF-FSM) as required,
and notifies the SLP of events as needed.

The management functions related to the execution of operations received from the SCF are executed by the SCF
Management Entity (SCME). The SCME is comprised of the SCME-Control and multiple instances of SCME FSMs.
The SCME-Control interfaces different SCF Call State Models (SCSMs) and the Functional Entity Access Manager
(FEAM). Figure 15 shows the SCF-FSM structure.

SRF

SsF i€

SCF

T1169150-94/d15

FEAM Functional Entity Access Manager
SCME  SCF Management Entity
SCSM  SCF Call State Model

FIGURE 15/Q.1218
SCF-FSM structure

The following text systematically describes the procedural aspects of the interface between the SCF and other functional
entities, with the main goal of specifying the proper order of operations rather than the functional capabilities of the
entities. Consequently, this text describes only a subset of the SCF functional capabilities.

The procedural model associates an SCSM with each query from the SSF. The SCSM maintains dial ogues with the SSF,
SRF and SDF on behalf of servicelogic.

Multiple requests may be executed concurrently and asynchronously by the SCF, which explains the need for a single
entity that performs the tasks of creation, invocation and maintenance of the SCF-FSM aobjects. This entity is called the
SCF Management Entity-Control (SCME-Control). In addition to the above tasks, the SCME maintains the dialogues
with the SSF, SDF and SRF on behalf of all instances of the SCF-FSMs. In particular, the SCME-Control:

1) interprets the input messages from other FEs and translates them into corresponding SCSM events;

2) trandatesthe SCSM outputs into corresponding messages to other FES;

Recommendation Q.1218  (10/95) 109



3) performs some asynchronous (with call processing) activities (one such activity is flow control). It is the
responsibility of the SCME-control to detect nodal overload and send the Overload Indication
(e.g. Automatic Call Gap) tot the SSF to place flow control on queries. Other such activities include
non-call associated treatment due to changes in Service Filtering, Call Gapping, or Resource Monitoring
status and also provision of resource status messages to the SSF;

4) supports persistent interactions between the SCF and other FEs; and

5) performs asynchronous (with call processing) activities related to management and supervisory functions
in the SCF and creates an instance of a SCME-FSM. For example, the SCME provides the non-call
associated treatment due to changes in Service Filtering. Therefore, the SCME-Control separates the
SCSM from the Service Filtering by creating instances of SCME-FSMs for each context of related
operations.

The different contexts of the SCME-FSMs may be distinguished based on the address information provided in the
initiating operations. In the case of service filtering, this address information is given by Filtering Criteria, i.e. al
ActivateServiceFiltering operations using the same address, address the same SCME-FSM handling this specific service
filtering instance. For example, ActivateServiceFiltering operations providing different Filtering Criteria cause the
invocation of new SCME-FSMs.

Finally, the FEAM relieves the SCME of low-level interface functions. The functions of the FEAM include:
1) establishing and maintaining the interfaces to the SSF, SRF and SDF;

2) passing (and queueing when necessary) the messages received from the SSF, SRF and SDF to the SCME;
and

3) formatting, queueing (when necessary), and sending messages received from the SCME to the SSF, SRF
and SDF.

Note that although the SCSM includes a state and procedures concerning queue management, this type of resource
management only represents one way of managing network call queues. Another alternative is to let the SSF-CCF
manage call queues; however, the technical details of how the SSF-CCF performs queue management is beyond the
scope of IN. As such, the RCO (see 3.1.2.4.5) and the queueing state of the SCSM (State 2.2), along with its relevant
sub-states, events and procedures, are only required and applicable in the case where queue management is performed in
the SCF.

3.1.24 Partial SCF Management Entity (SCME) State Transition Diagram

The two key parts of SCF Management Entity (SCME) State Diagram are described in Figures 16 and 17.

(em1) Request_Status__

Report_to_SSF
»
M2. Waiting for (Em4) Status_Report_

M1. St%tlus SSF resource for_Every_Change_
report idle status report from_SSF

(Em2) Status_Report_

from_SSF

(em3) Cancel_to_SSF T1146790-92/d16

FIGURE 16/Q.1218
The statusreport FSM in the SCME
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(emb) Filtering_Request_

to_SSF
_ M4. Waiting for (Em8) Filterin
M3. Service SSF Service o
v O DT Response_from_SSF
filtering idle filtering response ponse_rom..
(Em6) End_of_Service
Filtering_from_SSF
(em7) End_of_Senvice_Filtering T1146800-92/d17

FIGURE 17/Q.1218
The servicefiltering FSM in the SCME

The SCME handles the following operations:
— RegquestCurrentStatusReport;
— RequestEveryStatusChangeReport;
— RequestFirstStatusM atchReport;

— CancelStatusReport (including the Invoke ID previously used for request FirstStatusM atchReport
or RequestEveryStateChangeReport operations);

—  StatusReport;

— ActivateServiceFiltering;
—  ServiceFilteringReport;
— CallGap; and

— ActivityTest.

Issuing theCallGap andActivityTest operations does not cause state transitions in the SCME. The procedures for the
rest of the above operations are described below.

The operations that are not listed above do not affect the state of the SCME; these operations are passed to the relevan
SCSM.

31241 State M1 — "Status report idle"

The following event?) is considered in this state:

— (eml) Request_Status Report_to_SSF — This is an internal event, caused by a decision to transmit one of
the following operations:

*  request current status report;
e request first status match report;

«  request every status change report.

This event causes a transition to state M2, Waiting for SSF response status report.

3.1.24.2 State M2 —"Waiting for SSF response status report"

The following events are considered in this state:

— (Em2) Status_Report_from_SSF — This is an external event, caused by the reception of the response to
the request current status report or request first status match report operation previously issued to the SSF.
This event causes a transition out of this state to state M1, Status report idle;

1) All events are enumerated, and the number of an event is prefixed with either the letter "E" (for external events) or "e" (for internal
ones) and included in parentheses in the beginning of the event name. The scope of event names and numbers is defined by the
state machine in which these events appear; the same applies to state names.
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— (em3) Cancel_to_SSF — This is an internal event, caused by the service logic's need to end status
monitoring of the resources in the SSF, and by transmission of cancel status report operation to the SSF.
This event takes place only for previously issued request first status match report or request every status
change report operations. This event causes a transition to state M1, Status report idle; and

— (Em4) Status_Report_for_Every Change_from_SSF — This is an external event, caused by reception of
the response to the request every status change report operation previously issued to the SSF. This event
does not cause a transition out of this state, so the SCSM still remains in state M2, Waiting for the SSF
resource status report.

3.1.24.3 State M3 — "Service filtering idle"

The following event is considered in this state:
— (emb5) Filtering_Request_to_SSF — This is an internal event, caused by service logic’s need to filter

service requests to the SSF, and by transmission of the activate service filtering operation. This event
causes a transition to state M4, Waiting for SSF service filtering response.

31244 State M4 — "Waiting for SSF service filtering response"

In this state, the SCF is waiting for the service filtering response from the SSF. The following events are considered in
this state:

— (Em6) End_of Service_Filtering_Response_from_SSF — This is an external event, caused by reception of
the response to the request service filtering previously issued to the SSF at the end of the service filtering
duration. This event causes a transition out of this state to state M3, Service filtering idle.

— (em7) End_of_Service Filtering — This is an internal event, caused by the expiration of service filtering
duration timer in the SCF. This event causes a transition to state M3, Service filtering idle.

— (Em8) Filtering_Response_from_SSF — This is an external event, caused by reckfiteonesponse to
the request service filtering operation previously issued to the SSF. This event does not cause a transition
out of this state, and the SC3®Mmains in state M4, Waiting for SSF service filtering response.

When service filtering is active, another service filtering operation could be sent to the SSF that has the same filtering
criteria; this second "filter" replaces the first one.

3.1.245 TheResource Control Object

The Resource Control Object (RCO) is part of the SCF management entity that controls data relevant to resource
information.

The RCO consists of:

1) a data structure that (by definition) resides in the SDF and can be accessed only via the RCO’s methods;
and

2) the RCO methods.

For purposes of this Recommendation, no implementation constraints are placed on the structure. The only requirement
to the structure is that, for each supported resource, it:

1) stores the resource’s status (e.g. busy or idle); and

2) maintains the queue of SCSMs that are waiting for this resource. For continuous monitoring, the RCO
maintains its knowledge of the status of the resources through use of the request every status change
report operation.
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The following three methods are defined for the RCO:

1) Get_Resource — This method is used to obtain the address of an idle line on behalf of an SCSM. If the
resource is busy, the SCSM is queued for it;

2) Free_Resource — This method is used when a disconnect notification from the SSF is received. The
method either advances the queue (if it is not empty) or makes the resource free (otherwise); and

3) Cancel — This method is used when either the queueing timer has expired or the call has been abandoned.
3.1.25 The SCF Call State Model (SCSM)

Figure 18 shows the general State Diagram of the SCSM as relevant to the procedures concerning the SCF-FSM part of
the SCP/AD/SN during the processing of an IN call. Each state is discussed in one of the following subclauses. Each
state may have internal sub FSMs composed of the sub-states.

¢ (E3) Notification_from_SSF

1. Idle

>
Exception_to_SSF » %

(e6) Processing_ (e1) SL_Invocation

(e8) Hand-off Needed Failure (E2) Query_from_SSF

( (e5) SR_Fac._Needed

3. Routing 2. Preparing SSF
to resource ) instructions

(e4) Processing_
Completed

(E9) Failure_from_SSF
(e10) Timer Expired A

(e7) Resource_Attached

4. User (e11) Continue_SCF_Processing
interaction

T1171730-95/d18

FIGURE 18/Q.1218
The SCSM finite state machine

General rules applicable to more than one state are as follows:

In every state, if there is an error in a received operation, the SLP and the maintenance functions are informed.

Generally, the SCSM remains in the same state; however, different error treatment is possible in specific cases as
described in 3.3. Depending on the class of the operation, the error can be reported to the SSF, SRF, or SDF (see
Recommendation Q.774).

It also holds that, in every state, if the SCSM is informed that the dialogue with the SSF is terminated, then it informs the
SLP and returns to the Idle state. In this case, all resources allocated to that call, including those required for relevant
dialogues with the other functions, shall be de-allocated. To simplify the diagram, such transitions are not demonstrated
in the figures.
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When the SLP requests call information, the SCSM transmits the Call InformationRequest operation to the SSF, and
then Calll nfor mationReport is outstanding.

In any state (except Idle), the SCSM may receive the CalllnformationReport operation from the SSF when the
CallInformationReport is outstanding. Other pending requests that should be treated in the same way as the
CalllnformationReguest isthe ApplyChar ging operation.

From any state (except Idle), if CalllnformationReport is outstanding and the SLP indicates that the processing has
been completed, the SCSM remains in the same state until it receives the Calll nfor mationReport operation.

The general rules for one or a sequence of components sent in one or more TCAP messages, which may include a single
operation or multiple operations, are specified in 3.1.1.5 and are not described here.

The SCSM has an application timer, Tgcr.ssp, Whose purpose is to reset the timer Tsgr, Which is used to prevent
excessive call suspension time and to guard the association between the SSF and the SCF.

Timer Tgcp.ssr is set in the following cases:

— when the SCF receives anitialDP, TAnswer, TDisconnect, TermAttemptAuthorized, TMidCall,
TNoAnswer, Analysedinformation, TBusy, Collectedlnformation, OAnswer, OCalledPartyBusy,
ODisconnect, OMidCall, ONoAnswer, OriginationAttemptAuthorized, RouteSelectFailure, or
AssistRequestinstructions operation (see 3.1.2.5.2.1 state 2.1Préparing SSF Instructions’,

and 3.1.2.5.2.2.1 state 2.2.Préparing SSF Instructions"). In this case, this timer is reset when the first
request, other thaResetTimer operation, is sent to the SSF. Subsequent to the sending of the first
response, the SCF may resegdany number of times, using tiResetTimer operation, and also reset

Tsce-sse. Prior to the sending of the first response, on the expiratiorf dgr, the SCF may resetsde
once, using th&kesetTimer operation, and also resegdk.sse. On second expiration ofsEr.ssr, the
SCSM informs SLP and the maintenance functions, and the SCSM transit$dtethiate;

— when the SCF enters the Preparing SSF Instructions state after dentdaigCallAttempt operation or

DisconnectForwardConnection operation or after receiving a report on EDP-R from the SSF. In this

case, the SCF may reseisf using theResetTimer operation any number of times;

— when the SCF enters the Queueing sub-state (see 3.1.2.5.2.2, Stat&€@idiginy"). In this case, on
the expiration of timer dcr_ssr, the SCF may resetsdr using theResetTimer operation any number of
times; and

— when the SCF enters the/4iting for Assist Request Instructions' state or theUser Interaction” state
(see 3.1.2.5.3.2 and 3.1.2.5.4). In these cases, on the expiratiggrofst, the SCF may resetsde
using theResetTimer operation any number of times (OPTIONAL).

NOTE — The word “OPTIONAL" refers to the use of the application timgi=Ese. Whether it is used or not
depends on an implementation, but, if used, it must be synchronized jtinTthe SSF-FSM.

In all four cases, Tscp-sgg May respectively have four different values as defined by the application. The value of
Tsce.sse are smaller than the respective values of Tegr.

In al other cases, when receiving or sending any operation, the SCF should reset Tgcr.sse. In the "Waiting for
Notification or Request" state (see 3.1.2.5.2.3), Tscr.ssr iS not used.

The SCSM aso has an application timer, TasssT/HANDOFE: Whose purpose is to prevent excessive assist/handoff
suspension time. The SCSM sets the timer TasgsrHanpore When  the SCSM sends the
EstablishTemporaryConnection or Select Route/Connect operation with a correlation ID. This timer is stopped when
the SCSM receives the AssistRequestinstructions operation from the assisting/handed-off SSF. On expiration of
TassisT/HANDOER: the SCSM informs service logic and the maintenance functions. Then, in the Assist case, the SCSM
transits to the Preparing SSF I nstructions state, and in the Handoff case, the SLPI will be released.
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The call-control-related operations relevant to the SCF-SSF interface (except the SCME related operations) are
categorized into:

1) call-processing-related operations; and
2) non-call-processing-related operations.
Call-processing-related operations are grouped into the following two sets:

—  CoallectInformation;
— Analysel nformation;
—  SdectFacility;

— SdectRoute;

—  Connect;

— Continue.

— InitiateCallAttempt;

—  ConnectToResour ce;

—  DisconnectForwardConnection;
— ReleaseCall;

— EstablishTemporaryConnection.

For the first set of call-processing-related operations, the SCF may not send two operations of the same set in a series of
TCAP messages or in a component sequence to the SSF, but send them only one at a time. Two operations of the first se
shall be separated by at least one EDP-R message received by the SCSM. The same applies for any operation of the firs
set followed by ConnectToResource or Establish Temporary Connection.

The non-call-processing operations include the rest of the operations at the SCF-SSF interface (but not the SCME related
operations). When the service logic needs to send operations in parallel, they are sent in the component sequence.

In what follows, each state is described in a separate subclause together with the events that cause a transition out of this
state. The outputs are presented within smaller rectangles than the states are; unlike the states and events, the outputs a
not enumerated.

31251 State1-"Idle"

The following events are considered in this state:

e (el SL_Invocation — This is an internal event caused by the need of the service logic to start a call. The
SCSM issues thimitiateCallAttempt operation to the SSF.

« (E2) Query _from_SSF — This is an external event, caused by a reception of one of the following
operations:

— InitialDP;

— AssistRequestl nstructions (for the Service Handoff case);
—  TAnswer,

—  TDisconnect;

— TermAttemptAuthorized;

— TMidcCall;

—  TNOAnNswer;

— Analysedinformation;

— TBusy;

— Collectedlnformation;

—  OAnswer;

— OCalledPartyBusy;

— ODisconnect;

— OMidcCall;

—  ONoOAnNswer;

— OriginationAttemptAuthorized; and
— RouteSdlectFailure.

In the case of handoff, the timegds sT/HANDOFE iS Stopped.

Both events cause a transition to StatBr2paringSSFInstructions.
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(E3) Notification_from_SSF — This is an external event caused by the receptibmitiofDP or
TAnswer, TDisconnect, TermAttemptAuthorized, TMidCall, TNoAnswer, Analysedlnformation,
TBusy, Collectedl nformation, OAnswer, OCalledPartyBusy, ODisconnect, OMidCall, ONoAnswer,
OriginationAttemptAuthorized, RouteSelectFailure operation that notifies the detection of TDP_N in
the SSF. This event causes a transition back to the same state.

3.1.25.2 State 2 — "Preparing SSF Instructions"

In this state, the SCF determines how to further process.

The following events are considered in this state:

(e4) Processing_Completed — This is an internal event. In this case, the SCF has completed the processing
of the instructions to the SSF. This event causes a response to be sent to the SSF and a transition to
State 1]dle.

(e5) SR_Facilities_Needed — This is an (internal) event caused by the need of the service logic for
additional information from the call party; hence is the necessity to set up a connection between the call
party and the SRF. This event causes a transition to State8ng to Resource.

(e6) Processing_Failure — This (internal) event causes an appropriate exception processing and a
transition back to State Idle.

NOTE — Here and further in this Recommendation, the exception processing is not defined. It is assumed, however, that it
has to include releasing all the involved resources and sending an appropriate response message to the SSF.

To further describe the procedures relevant to this state, the state is divided into three sub-states, which are described in
the following three subclauses (this subdivision isillustrated in Figure 19).

312521

State 2.1 — "Preparing SSF Instructions"

State 2.1, Preparing SSF Instructions is where the initial decision is made on whether the SDF information or a
Specialized Resource is needed, whether queueing is supported, etc. In addition, the EDP-R-related processing is also
performed in this state.

On entering this state, the SCSM starts or resets the timer Tscr_ssr.

The following events are considered in this state:

116

(e2.1) Non-Call_Processing_Instructions — This is an internal event caused by the service logic when
there is a need to send such an operation to the SSF. It causes one or more of the following operations to
be issued to the SSF:

— ApplyCharging;

—  CalllnformationRequest;

— Cance (allRequests);

—  FurnishChargingl nformation;

— RequestReportBCSM Event;

— RequestNotificationChar gingEvent;
— ResetTimer; and

—  SendCharginglnformation.

This event causes a transition back to StateFP2éparing SSF I nstructions.

(e2.2) SR_Facilities_Needed — This is an internal event, caused by the service logic when there is a need
to use the SRF. This event maps into the SCSM event (e5).

(e2.3) Call_Processing_Instruction_Ready (Monitoring not required) — This is an internal event caused by
the service logic when the final call-processing-related operation is ready and there is no armed EDP and
no outstanding CalllnformationReport, EventNotificationCharging or ApplyChargingReport
operation. It causes one of the following operations to be issued to the SSF:

— Analyselnformation;
— Connect;

— Continue;

— ReleaseCall;

—  SdectFacility; and

—  SedlectRoute.
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FIGURE 19/Q.1218

Partial expansion of the State 2 FSM
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312522

In addition, one or more of the following operations may be issued to the SSF prior to the operations
listed above:

Cancel (allRequests);

RequestReportBCSM Event (to disarm all armed EDPS);
FurnishChar gingl nfor mation, and

SendChar gingl nfor mation.

This event maps into the SCSM event (e4).

(e2.4) Call_Processing_Instruction_Ready (Monitoring required) — This is an internal event caused by the
service logic when a call-processing-related operation is ready and the monitoring of the call is required
(e.g. an EDP is set, or there is an outstandiaflnformationReport or ApplyChargingReport, or

there is a need to issue such a request). It causes one of the following operations to be issued to the SSF:

Analysel nformation;
CollectInformation;
Connect;

Continue;
ReleaseCall;
SelectFacility; and
SelectRoute.

In addition, one or more of the following operations may be issued to the SSF prior to issuing one of the
operations listed above:

ApplyCharging;
CalllnformationRequest;

FurnishChar gingl nfor mation;
RequestReportBCSM Event;
RequestNotificationChar gingEvent; and
SendChar gingl nformation.

This event causes a transition into State\&/8iting for Notification or Request.

(e2.5) Ready_for_Queueing_Processing — This is an internal event caused by the service logic when
gueuing of the call is required. This event causes a transition into Staf@u2uging FSM.

(e2.6) Processing_Failure — This is an internal event, and it maps into the SCSM event (e6)
Processing_Failure.

State 2.2 — "Queueing FSM"

When the SCF is processing the query from the SSF-CCF, it may find that the resource to which the call shall be routed
is unavailable. One possible reason causing the resource to be unavailable is the "busy" condition.

NOTE - The manner in which the status of the resources is maintained is described in 3.1.2.4.5.

Such aresource may be an individua line or trunk or a customer-defined group of lines or trunks. In the latter case, the
word "busy" means that al lines or trunks in the group are occupied; and the word "idle" means that at least one line or
trunk in the group isidle.

If the resource is busy, the SCF may put the call on queue and resume it later when the resource is idle. The following
operations can be sent in this state:

HoldCalllnNetwork;

ApplyCharging;

CalllnformationRequest;

FurnishChar gingl nformation;

RequestReportBCSM Event;

RequestNotificationChar gingEvent;

ResetTimer; and

SendChar gingl nformation.
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The following events are considered in this state:

e (e2.10) Queueing_Processing_Finished — This is an internal event caused by the SLP when it is ready to
prepare the call-related operation to the SSF. This event causes a transition to Sagpar.ing SSF
Instructions.

« (E2.11) Abort_from_SSF — This is an external event caused by the receptiomAdiottieanessage from
the SSF (on call abandonment), and it causes a transition that maps into the SCSM event (e4).

This state further expands into an FSM, which is depicted in Figure 20.

(e2.5)
(e2.2.2) Non-Call_ :
Processing_Instructions :
v 2.2.1 Preparing (e2.2.1) Instruction_Ready : (e2.10)
SSF : >
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A
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Reset_Timer_to_SSF }—l
A

(e2.2.4) Refresh_Timer_Expired

P (E2.11)
: (E2.2.7) Abort_from_SSF :
(e2.10) : 2.2.2 Queueing —>

(e2.2.6) Queueing_Timer_Expired

(e2.2.5) Idle_Line/Trunk
2.2 Queueing FSM

v T1171750-95/d20
(e2.10)

FIGURE 20/Q.1218
Partial expansion of the State 2 FSM asrelated to queueing

This FSM does not explicitly describe all possible combinations of resource monitoring functions used for queueing.
The following possibilities may be used in implementations:

— RequestFirstStatusM atchReport by means of SCME;

— RequestCurrentStatusChangeReport by means of the SCME;
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— ReguestEveryStatusChangeReport by means of the SCME; and

— monitoring based on issuing by the SCSM of ReguestEventReportBCSM operation and subsequent
reception of thé&eventReportBCSM operation to report the availability of the resource. Both the Request
and Report occur in a single different call context. In this case, operations to the SDF or equivalent SCF
functionality may be used for scanning the status of resources.

In the rest of this subclause, the state-by-state description of the FSM is followed by the description of the supporting
mechanisms of the SCME.

3125221 State 2.2.1 —"Preparing SSF Instructions”

In this state, the SCSM prepares the instructions for the SSF to complete the call. The following events are considered in
this state:

* (e2.2.1) Instruction_Ready — This is an internal event that takes place only when the required resource is
available. In this case, the SCSM has obtained the address of the free resource via the Get Resource
method of the RCO (see 3.1.2.4.5). This event causes a transition to the State 2.1,
PreparingSSFInstructions [transition (e2.10)].

* (e2.2.2) Non-Call_Processing_Instructions — This is an internal event caused by the service logic when
there is a need to send such an operation to the SSF. It causes one or more of the following operations to
be issued to the SSF:

— ApplyCharging;

—  CallInformationRequest;

— FurnishCharginglnfor mation;

— RequestReportBCSM Event;

— RequestNotificationChargingEvent;
— ResetTimer; and

—  SendChargingl nformation.

This event causes a transition back to State Z22eparing SSF | nstructions.

e (e2.2.3) Busy_Line/Trunk — This is an internal event caused by the RCO when no terminating line/trunk
is available. This event causes the operation, with a suitable queueing timervalue, to be sent to the SSF,
and a transition to State 2.2Queueing.

3.1.25.2.22 State 2.2.2 — "Queueing"

In this state, the SCSM is awaiting an indication from the RCO to proceed with routing a call to an idle trunk/line. The
support of playing various announcements is also provided when the SCSM is in this state. In this Recommendation, the
relevant further expansion of the state is not provided; it is, however, not different from that of the SCSM States 3 and 4.
Nevertheless, if announcements are completed before the call is dequeued and the SSF-FSM has transitioned to state
Waiting for Instructions , the operation should be sent to set the Tsgg with an appropriate value. Once the SCSM enters
this state, the Queueing Timer is started, and the Tscp.sse iS reset. The respective roles of these timers are as follows:

1) The Queueing Timer limits the time that a call can spend in the queue, and its vaue may be
customer-specific.

2) The Tgcpsse signals when the ResetTimer operation shall be sent to the SSF-CCF lest the latter
abandons the call. Hence, the value of this timer is set in agreement with that of the relevant timer Tggr
within the SSF-CCF.

The FurnishCharginglnformation operation may also be sent to the SSF at this time to indicate the initiation of
queueing for call logging purposes.

The following events are considered in this state:

e (e2.2.4) Refresh_Timer_Expired — This is an internal event, which results in sendiRgseh€imer
operation to the SSF-CCF and a transition back to the same state.

e (e2.2.5) Idle_Line/Trunk — This is an internal event, which maps into the State 2 event (e2.10).
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e (e2.2.6) Queueing_Timer_Expired — This is an internal event, which results in processing the Cancel
method of the RCO and causes a transition out of this state to the St&iee@atjng SSF I nstructions
[Transition (e2.10)] [following procedures depends on decision of the service logic that may play (or not
play) the terminating announcement.

« (E2.2.7) Abort_from_SSF — This is an external event caused by the reception of the Abort message from
the SSF (on call abandonment), and it causes a transition that maps into the State 2 event (E2.11). The
Service Control Managing Entity (SCME) takes care of updating the queueing data via the Cancel method
of the RCO.

312523 State 2.3 — "Waiting for Notification or Request"
In this state, the SCSM waits for a notification or a request from the SSF.
On entering this state the SCSM stops the timer Tscp.ssr.

The following events are considered in this state:
« (E2.7) EDP-R - This is an external event, caused by a reception of the following operations:

— EventReportBCSM (for EDP_R);
—  TAnswer;

—  TDisconnect;

—  TermAttemptAuthorized;

— TMidcCall;

—  TNoAnswer;

— Analysedinformation;

— TBusy;

—  CollectedInformation;

—  OAnswer;

— OCalledPartyBusy;

— ODisconnect;

— OMidcCall;

— ONOAnNswer;

— OriginationAttemptAuthorized; and
— RouteSdectFailure.

This event causes a transition to State Rr&paring SSF | nstructions.

e (E2.8) Not_Last EDP-N — This is an external event, caused by a reception of one of the following
operations:

— ApplyChargingReport;

— CallInformationReport;

— EventReportBCSM (for EDP_N);
— EventNotificationChar ging;

—  TAnswer,

—  TDisconnect;

— TermAttemptAuthorized;

- TMidcCall;

—  TNoOAnswer;

— Analysedinformation;

— TBusy;

—  CollectedInformation;

—  OAnswer;

— OCalledPartyBusy;

— ODisconnect;

- OMidcCall;

— ONoAnswer;

— OriginationAttemptAuthorized; and
— RouteSdlectFailure.

In this case, there is still an outstanding armed EDP or pen@iadf nformationReport or
ApplyChargingReport operation. This event causes a transition back to State/aBting for
Notification or Request.
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« (E2.9) Last EDP-N — This is an external event, caused by a reception of one of the following operations:

— ApplyChargingReport;

— CallInformationReport;

— EventReportBCSM (for EDP_N);
— TAnswer;

—  TDisconnect;

— TermAttemptAuthorized;

— TMidCall;

—  TNoAnswer;

— Analysedinformation;

— TBusy;

—  Collectedlnformation;

—  OAnswer;

— OCalledPartyBusy;

— ODisconnect;

— OMidcCall;

— ONoOANswer;

— OriginationAttemptAuthorized; and
— RouteSdlectFailure.

In this case, there is no outstanding armed EDP and no pegdihihformationReport or
ApplyChargingReport. This event maps into the SCSM event (e4).

e (e2.12) Notification_or_Request_Continuing_Instruction — This is an internal event caused by the service
logic when there is a need to send such an operation to the SSF. It causes one of the following operations
to be issued to the SSF:

— RequestReportBCSM Event (for the purpose of which:

i) one or more EDPs will be armed;
i) some armed EDPs will be disarmed; or
iii) all armed EDPs will be disarmed when there are other pending requests).

—  FurnishChargingl nfor mation;

— ApplyCharging;

— RegquestNotificationChar gingEvent; and
—  SendChargingl nformation.

This event causes a transition to State &/8iting for Notification or Request.

e (e2.13) Monitoring_Cancel_lInstruction — This is an internal event caused by the service logic when there
is a need to send this operation to the SSF. It causes the following operation to be issued to the SSF:

— Cancd (all Requests); and

— RequestReportBCSMEvent (for the purpose of which all armed EDPs will be disarmed when there
are no more other pending requests).

This event maps into the SCSM event (e4).

* (e2.14) Release_Call_InstructionCdlllnformationReport or ApplyChargingReport has been
requested) — This is an internal event caused by the service logic when there is a need to send such an
operation to the SSF. It causes the following operation to be issued to the SSF:

— ReleaseCall (when there is an outstandi@gllI nformationReport or ApplyChar gingReport).
This event causes a transition to State \&/aiting for Notification or Request.

e (e2.15) Release_Call_Instruction (neiti@alll nformationReport nor ApplyChargingReport has been
requested) — This is an internal event caused by the service logic when there is a need to send such an
operation to the SSF. It causes the following operation to be issued to the SSF:

— ReleaseCall (when there is no outstandi@glll nfor mationReport or ApplyChar gingReport).
This event maps into the SCSM event (e4).

This concludes the description of Staté@eparing SSF I nstructions.
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3.1.25.3 State 3 — "Routing to Resource"
Theresource is any SRF facility (e.g. Intelligent Peripheral).

In this state, interactions with the SSF are necessary. Accordingly, the following events cause transitions out of this
State:

* (e7) Resource_Attached — The SRF is available. This event causes a transition to Ssate 4,
Interaction;

* (e8) Handoff_Needed — When the Handoff procedure is initiated, the SCSM terminates the interaction
with the initiating SSF. This event causes a transition to the Statelle, When the
AssistRequestl nstructions operation from the Handed-off SSF is received by the SCME-Control, the
SCME-Control creates the new SCSM. The SCF shall maintain sufficient information in order to correlate
the subsequent AssistRequestinstructions operation (from the Handoff SSF) to the existing Service Logic
Program Instance (SLPI);

e (E9) Failure_from_SSF — The inability of the SSF to connect to requested resources causes a transition to
State 2Preparing SSF I nstructions; and

e« (el0) Timer_Expired — This event takes place whargErHaANDOEE €Xpires. This event causes a
transition to State Breparing SSF Instructions.

To further describe the procedures relevant to this state, the state is divided into three sub-states, which are described in
the following two subclauses (this subdivision is illustrated in Figure 21).

3.1.2531 State 3.1 — "Determine Mode"

In this state, the SCSM determines the User Interaction mode to connect the call to SRF. The following events are
considered in this state:

e (e3.1) Instruction_Ready — This is an internal event that takes place only in the Initiating SSF relay case.
In this case, the SCSM sends @ennectToResour ce operation accompanied ByayAnnouncement or
PromptAndCollectUser | nformation operation to the Initiating SSF, and transits out to the Stdleef,
Interaction. This transition maps into the event (e7);

e (e3.2) Assist_Needed — This event is an internal event that takes place when the Assisting SSF is needed
or Direct SCF-SRF relation is needed. In this case, the SCSM sends the
EstablishTemporaryConnection operation to the Initiating SSF with the Assisting SSF address or SRF
address, and transits to the State B/2jtingFor AssistRequestl nstructions; and

e (e3.3) Handoff_Needed — This is an internal event that takes place only in the Handoff case. In this case,
the SCSM sends theéonnect or SelectRoute operation with the Handed-off SSF address to the Initiating
SSF, sets the sk st/HANDOFE timer, and transits to the Statel dle. This transition maps into the event
(e8). The SCF shall maintain sufficient information in order to correlate the subsequent
AssistRequestl nstructions operation (from the handoff SSF) to the existing SLPI.

312532 State 3.2 — "Waiting for Assist Request Instructions"

In this state, the SCSM waits for the AssistRequestinstructionsoperation from the Assisting SSF (SSF relay case) or
from the SRF (Direct SCF-SRF case). On entering this state the SCSM starts the Timer T assisT/HANDOFE, @nd resets the
timer Tscp.sor (if it isused). The following events are considered in this state:

« (E3.4) Assist_Request_Instructions_from_SSF (Assisting SSF relay case) — This is an external event
caused by the receipt @fssistRequestinstructions from the Assisting SSF. In this case, the SCSM
transmits the ConnectToResource operation accompanied by PlayAnnouncement or
PromptAndCollectUser I nformation operation to the Assisting SSF, and transits out to the Staiteed,
Interaction. This transition maps into the event (e7);

« (E3.5) Assist_Request_Instructions_from_SRF (Direct SCF-SRF case) — This is an external event caused
by the receipt ofAssistRequestinstructions from the SRF. In this case, the SCSM transmits the
PlayAnnouncement or PromptAndCollectUserInformation operation to the SRF, and transits out to
the State 4User Interaction. This transition maps into the event (e7);
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e (e3.6) Refresh_Timer_Expired (OPTIONAL: see the Note in 3.1.2.5) — This is an internal event that takes
place on the expiration ofsfr.sse. In this case, the SCSM transmits fResetTimer operation to the
Initiating SSE, and transits back to the same state;

 (e3.7) Assist_Timer_Expired — This is an internal event that takes place on the expiration of
TassisT/HANDOEE- I this case, the SCSM informs the SCME and SLP, and transits to Seatpa,ing
SSF Instructions, after sending th®isconnectForwardConnection operation to the SSF. This event
maps into the event (e10); and

* (E3.8) Initial_SSF_Failure — This is an external event caused by the reception of SSF failure. This event
causes a transition that maps into the SCSM event (E9).

¢ (e3.3)

Hand-off_Needed

3.1 Determine mode » (R:gm‘eectgsgl‘gg— —» (e8)

(€3.1) Instruction_Ready
(SSF relay case)

(e3.2) Assist_Needed

Establish_Temporary_

Connection Connect_to_Resource
ind._to_SSF
(e3.6) Refresh_Timer_Expired ¢ Request_to_SRF

Send Reset_Timer
to initiating SSP 3.2 Waiting for

assist request (E3.8) Initial_SSF_

instructions Failure
Disconnect_Forward (
Conn._ind _to_SSF

(e3.7) Assist_Timer_

Expired (E3.5) Assist_Request_

Instructions_from_SRF
(Direct SCF-SRF case)

(E3.4) Assist_Request_
Instructions_from_SSF
(Assisting SSF relay case)

Request_to_SRF

Connect_to_Resource_
ind._to_SSF

Request_to_SRF

> (e7)

3. Routing to
resource

T1169180-94/d21

FIGURE 21/Q.1218
The State 3 FSM
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3.1.254 State 4 — "User Interaction”
In this state, the SCF requests the SRF to provide user interaction (e.g. collect additional information and/or play
announcements). When an interaction is finished the SCF can instruct the SSF to disconnect the bearer between SSF and
SRF. Alternatively, it can send a user interaction operation to the SRF containing an indication that allows the SRF
initiated disconnect.
On entering this state the SCSM resets the timer Tgcr.ssr (if it is used).
One event causes a transition out of this state:
e (ell) Continue_SCF_Processing — In this case, the SCF has obtained all the information from the SRF,

that is needed to instruct the SSF to complete the call. This event causes a transition t@1&izdei 2g
SSF Instructions.

To consider the processing of this state in more detail, it is expanded into a separate FSM depicted in Figure 22A.

Req._to_SSF
(e4.8) Non_Call_

Processing_Instructions
............................................................................................................................ "
Egjgg Eillslggﬁ;?rpr(_)ﬁﬁRgRF i (e4.6) Refresh_Timer_Expired :

| Reset_Timer_to_
Initiating/ :
% Assisting_SSF :
4.1 Waiting for response from the SRF ( T :
(e4.1) More_lInfo._ A
Needed (e4.7) Cancellation_
§4-?_) I(:|_542-112) Required
ontinue_ inal_
Req o SRF A Response_ Cancel_to_SRF
Processing | from_SRF ———
(e4.3) Continue_
(e4.3") Continue_ SCF_Processing
SCF_Processing v
Instr._to_SRF Instr._to_SRF
(with permission (with permission
of SRF initiated of SRF initiated Response_from_
disc., disc., SRF (when
Specialized. Specialized. permission for
ResourceReport ResourceReport SRF initiated disc.
not requested) requested) was given)
Disconnect_
(for non-Assisting Forward_
SSF case) Connection
4. User [
interaction (for non-Assisting
i SSF case) :
.......... v v gl
(el1) (el1) (ell)
SRF initiated SRF initiated SCF initiated
disconnect disconnect disconnect

FIGURE 22A/Q.1218
The State 4 FSM
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312541  State 4.1 — "Waiting for Response from the SRF"

In this state, the SCF waits for the response to the previously sent operation and evaluates this response. The following
events are considered in this state:

e (e4.1) More_Information_Needed resultsin issuing yet another operation to the SRF; it causes a transition
back to State 4.1,

e (E.4.2) Response_from_SRF — This is an external event caused by the reception of
SpecializedResour ceReport or Return Result frorPromptAndCollectUser I nformation operation. On
the receipt of this operation, the SCSM transits back to the same state;

e (E4.2) Final_Response_from_SRF - This is an external event caused by the reception of
SpecializedResourceReport opperation, as requested by the SCF, in response to the previous
PlayAnnouncement or Return Result from PromptAndCollectUserInformation operation with permission
of SRF-initiated disconnect. In the Initiating SSF relay case and the Direct SCF-SRF case, on the receipt
of this event, the SCSM transits to the State 2, Preparing SSF Instructions. This event maps into the event
(ell1);

e (e4.3) Continue_SCF_Processing — This is an internal event that takes place when the SCSM finishes the
User Interaction and requests the disconnection of bearer connection between the Initiating SSF and SRF
by means of SCF initiated disconnect. In this case, the SCSM sends the DisconnectForwardConnection
operation to the Initiating SSF and transits to the State 2, Preparing SSF Instructions. This event maps
into the event (ell);

e (e4.3) Continue_SCF_Processing — This is an internal event that takes place when the SCSM finishes the
User Interaction and requests the disconnection of bearer connection between the Initiating SSF and SRF
by means of SRF-initiated disconnect, while an SpecializedResourceReport operation is requested to be
returned to the SCF in case an announcement is completed. In this case, the SCSM sends the
PlayAnnouncement (containing a request for returning a SpecializedResourceReport operation as an
indication of completion of the operation) or PromptAndCollectUserinformation operation with
permission of SRF-initiated disconnect to the SRF. In the case of Assisting SSF, the SRF-initiated
disconnect cannot be used. In this case, the SCSM transits back to the same state;

« (e4.3") Continue_SCF Processing — This is an internal event that takes place when the SCSM fihishes the
User Interaction and requests the disconnection of bearer connection between the Initiating SSF and SRF
by means of SRF-initiated disconnect, while no SpecializedResourceReport operation is requested to be
returned to the SCF in case the announcement is completed. In this case, the SCSM sends the
PlayAnnouncement operation (not containing a request for returning a SpecializedResourceReport
operation as an indication of completion of the operation) with permission of SRF-initiated disconnect to
the SRF. In the case of Assisting SSF, the SRF-initiated disconnect cannot be used. In this case, the
SCSM transits to the State 2, Preparing SSF Instructions. This event maps into the event (e11);

e (E4.5) Failure_from_SRF — This is an external event caused by the reception of return error for
PlayAnnouncement or PromptAndCollectUserIinformation operation. In this case, the SCSM does not
change its state.

e (e4.6) Refresh_Timer_Expired (OPTIONAL: see 3.1.2.5) — This is an internal event that takes place on
the expiration of §crssp. In this case, the SCSM transmits the ResetTimer operation to the
Initiating/Assisting SSF, and transits back to the same state; and

e (e4.7) Cancellation_Required — This is an internal event that takes place when the SCSM cancels the
previousPlayAnnouncement or PromptAndCollectUser I nformation operation. In this case, the SCSM
sends the Cancel operation to the Assisting SSF (SSF relay case) or the SRF (Direct SCF-SRF case), and
transits back to the same state.

It should be noted that the bearer connection between the SSF and the SRF is disconnected when the SCSM exits from
this state.
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* (e4.8) Non_Cal_Processing_lInstructions — This is an internal event caused by the service logic when
there is a need to send this operation to the SSF. It causes one or more of the following operations to be

issued to the SSF:

— ApplyCharging;

—  FurnishChargingInformation;
— RequestNotificationChargingEvent and

—  SendCharginglnformation.

In this case, the SCSM remains in the same state.

3.1.25,5 SDF-related states

The interaction with the SDF is possible from any state of the SCF. In the following subclauses, the SDF-related states
are specified. The model describes the relationship of one SCF with one SDF. If an SCF needs to access another SDF

new FSM should be instantiated.

In what follows, the states and events are enumerated independent of the rest of the SCSM; the discussion is

accompanied by Figure 22B.

(e2) Request to SDF

(el) Bind request

>

2. Waitfor
subsequent
requests

(e3) Request to SDF with Bind

1. Ildle

(E4) Bind error

A

3. Wait for

(e6) Request to SDF

(e8) Unbind request

4. SDF bound

Bind result

(E7) Response from SDF

(E5) Response from SDF with Bind

T1169200-94/d23

FIGURE 22B/Q.1218

The SDF-rd ated gates

312551  State 1 -—"ldle"

This state is a sub-state of any state before arequest to the SDF isissued. The following event is considered in this state:

— (el) Bind_Request — This is an internal event, caused by the need of the service logic to create an
association with an SDF in order to begin accessing data. This event causes a transition to the State 2,

Wait for Subsequent Requests.
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312552  State 2 — "Wait for Subsequent Requests”

In this state, subsequent operations to be sent with the Bind operation (in the same message) to the SDF are expected.
The following two events are considered in this state;

— (e2) Request_to_SDF — This is an internal event, caused by the reception of an operation. The operation is
buffered until the reception of a delimiter (or a timer expiration). The SCSM remains in the same state;
and

— (e3) Request_to_SDF_with_Bind — This is an internal event caused by the reception of a delimiter, that
indicates the reception of the last operation to be sent. Once the delimiter is received, a message
containing the argument of tiBénd operation and other operations’ arguments, if any, is sent to the SDF.
This event causes a transition out of this state to the StataiBfor Bind Result.

3.1.2553 State 3 — "Wait for Bind Result"

In this state, the SCF is waiting for the response from the SDF. Two events are considered in this state:

— (E4) Bind Error — This is an external event, caused by the reception of an erroBiadheperation
previously issued to the SDF. This event causes a transition out of this state to I8iate 1,

— (E5) Response_from_SDF_with_Bind — This is an external event, caused by the receptBmaf a
result combined with the responses to other operations previously issued to the SDF (if any). This event
causes a transition to StateSBF Bound.

312554  State 4 —"SDF Bound"

In this state, the SCF has established an authenticated access to the SDF, and is waiting for requests to the SDF from
the service logic or is waiting for responses to the operations previously issued to the SDF. Three events are considered
inthis state;

— (e6) Request_to_SDF — This is an internal event, caused by the need of the service logic to access data in
the SDF. The SCSM remains in the same state;

— (E7) Response_from_SDF — This is an external event, caused by the reception of responses to the
operations previously issued to the SDF. The SCSM remains in the same state; and

— (e8) Unbind_request — This is an internal event, caused by the need of the service logic to terminate the
authenticated access to the SDF. This event causes a transition state td &tate 1,

In addition to the above model, an SDL description of SCSM is shown in Annex B.
313 SRF application entity procedures

3.1.31 Generad

This subclause provides the definition of the SRF Application Entity (AE) procedures related to the SRF-SCF interface.
The procedures are based on the use of Signalling System No. 7 (SS No. 7); other signalling systems can be used.

Other capabilities may be supported in an implementation-dependent manner in the IP, SSP or SN.

The AE, following the architecture defined in Recommendations Q.700, Q.771 and Q.1400, includes Transaction
Capabilities Application Part (TCAP) and one or more ASEs called TC-users. The following subclauses define the
TC-user ASE and SACF and MACF rules, which interface with TCAP using the primitives specified in
Recommendation Q.771.

The procedure may equally be used with other message-based signalling systems supporting the application layer
structures defined.

In case interpretations for the application entity procedures defined in the following differ from detailed procedures and
the rules for using TCAP services, the statements and rules contained in the detailed subclauses 3.3 and 3.4 shall be
followed.
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3.1.3.2 Moded and interfaces

The functional model of the AE-SRF is shown in Figure 23; the ASEs interface to TCAP (to communicate with the SCF)
as well as interface to the maintenance functions. The scope of this Recommendation is limited to the shaded area in
Figure 23.

The interfaces shown in Figure 23 use the TC-user ASE primitives specified in Recommendation Q.771 [interface (1)]
and N-Primitives specified in Recommendation Q.711 [interface (2)]. The operations and parameters of intelligent
network application protocol (INAP) are defined in clause 2.

Application process invocation
(Maintenance functions)
( Specialized resource function )
CC T T T T T T T T T T T T T T T
|
! MACF }
} : SRF
********************************************* FSM
SAO SAO
S ASE .
A Bearer
A signalling
ASE
C handling
C
F l
—a|)— TCAP F
AEI
b) b)
SCCP/DSS 1 (Layer 3)/Others
T1146860-92/d24
AE| Application Entity Invocation

SRF Specialized Resource Functions
FSM Finite State Machine

MACF Multiple Association Control Function
SACF Single Association Control Function
SAO Single Association Object

? TC-primitives or Q.932-primitives.

N-primitives.
NOTE - The SRF-FSM includes several finite state machines.

FIGURE 23/Q.1218
Functional model of SRF-AE

3.1.3.3 Rdlationship between the SRF-FSM and maintenance functions/bearer connection handling

The primitive interface between the SRF-FSM and the maintenance functions is an internal interface and is not subject
for standardization in IN CS-1.

The relationship between the bearer connection handling and the SRF-FSM may be described as follows for the case of a
call initiated by the SSF: when a call attempt isinitiated by the SSF, an instance of an SRF-FSM s created.
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The SRF-FSM handles the interaction with the SCF-FSM and the SSF-FSM.

The management functions related to the execution of operations received from the SCF are executed by the SRF
Management Entity (SRME). The SRME interfaces the different SRF Call State Models (SRSM) and the Functional
Entity Access Manager (FEAM). Figure 24 shows the SRF-FSM structure.

SSF SCF

T1146870-92/d25

FEAM Functional Entity Access Manager
SRME  SRF Management Entity
SRSM  SRF Call State Model

FIGURE 24/Q.1218
SRF-FSM gructure

The model associates a Finite State Machine (FSM) with each initial interaction request from the SCF. Thus, multiple
initial requests may be executed concurrently and asynchronously by the SRF, which explains the need for a single
entity that performs the tasks of creation, invocation, and maintenance of the SRSM objects. This entity is called
the SRF management entity (SRME). In addition to the above tasks, the SRME maintains the dialogues with the SCF
and SSF on behalf of al instances of the SCSM. In particular, the SRME:

1) interprets the input messages from other FEs and trandates them into corresponding SRSM events; and

2) translatesthe SRSM outputs into corresponding messages to other FEs.

NOTE — Such a request from the SCF is executed by the SCSM when it is in its State 4.

Finally, the Functional Entity Access Manager (FEAM) relieves the SRME of low-level interface functions. The FEAM
functions include:

1) establishing and maintaining the interfaces to the SSF and SCF;
2) passing (and queueing when necessary) the messages received from the SSF and SCF to the SRME; and
3) formatting, queueing (when necessary), and sending messages received from the SRME to the SSF and

SCF.
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3134 TheSRSM

The SRSM s presented in Figure 25. In what follows, each state is described in a separate subclause together with the
events that cause a transition out of this state. Finally, the outputs are presented within smaller rectangles than the states
are; unlike the states and events, the outputs are not enumerated.
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Information_from_SCF
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(E5) PlayAnnouncement/PromptAndCollectUserInformation_from_SCF

(E6) Cancel_from_SCF

(e7) SRF_Report_to_SCF

(e8)  PlayAnnouncement/PromptAndCollectUserInformation_Cancelled_to_SCF
(e9) Cancel_Error_to_SCF

FIGURE 25/Q.1218
The SRSM

Each state is discussed in the following subclauses. General rules applicable to more than one state are addressed here.

One component or a sequence of components received in one or more TCAP messages may include a single operation or
multiple operations, and it is processed as follows:

— The SRSM processes the operations in the order in which they are received.
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— The SRSM examines subsequent operations in the sequence. When a Cancel (for PlayAnnouncement or
PromptAndCollectUserInformation) operation is encountered in the sequence in state user interaction, it
executes it immediately. In all other cases, the SRSM queues the operations and awaits an event (such an
event would be the completion of the operation being executed, or reception of an external event).

— If there is an error in processing one of the operations in the sequence, the SRF-FSM processes the error
(see below) and discards all remaining operations in the sequence.

— If an operation is not understood or is out of context (i.e. it violates the SACF rules defined by the SRSM)
as described above, the SRF-FSM processes the error according to the rules given in 3.4.2 (using
TC U-REJECT or the operation error UnexpectedComponentSequence).

In any state, if there is an error in a received operation, the maintenance functions are informed. Generally, the SRSM
remains in the same state in which it received the erroneous operations, however different error treatment is possible in
specific cases as described in 3.2; depending on the class of the operation, the error could be reported by the SRF to the
SCF using the appropriate component (see Recommendation Q.774).

In any state, if the dialogue with the SCF (direct SCF-SRF case) is terminated, then the SRSM returns to idle state after
ensuring that all resources allocated to the dialobags been de-allocated. The SRF shall remain connected to the SSF

as long as it has PlayAnnouncement operations active or buffered. The resources allocated to the call will be de-

allocated when all announcements are completed or when the SSF disconnects the bearer connection (i.e. call party
release).

In any state (except idle), if the SSF disconnects the bearer connection to the SRF before the SRF completes the user
interaction, then the SRSM clears the call and ensures that all SRF resources allocated to the call have been de-allocated
Then it transits to the idle state.

The SRSM has an application timeggf, whose purpose is to prevent excessive call suspension time. This timer is set
when the SRF sends Setup Response bearer message to the SSF (SSF relay case) or the AssistRequestinstructior
operation (Direct SCF-SRF case). This timer is stopped when a request is received from the SCF. The SRF may reset
Tsre ON transmission of the SpecializedResourceReport operation or the return result for the
PromptAndCollectUserInformation operation when there is no queued user interaction operation. On the expiration of
Tsre the SRSM transits to the idle state ensuring that all SRF resources allocated to the call have been de-allocated.

31341 Statel - *Idle”

The idle state represents the condition prior to, or at the completion of, an instance of user interaction. This state is
entered as aresult of events E3, e4, E10, el1 and e12. It is exited as aresult of event EL.

— (E1) Connect_Request_from_SSF — This event corresponds to a bearer signalling connection request
message from the SSF. The details of the bearer signalling state machine related to establishing the
connection are not of interest to the FSM. The SRSM goes to state “Connected”;

— (E3) Connection_Released_from_SSF — This event takes place when the SRSM receives a release
message from the SSF in connected state. The SRSM goes to state “Idle”;

— (e4) SRF_Sanity_Timeout — This event occurs when the SRSM has been in connected state for a
network-operator-defined period of time (timersgf) without having a PlayAnnouncement/-
PromptAndCollectUserInformation operation to execute. The SRF initiates a bearer channel disconnect
sequence to the SSF using the applicable bearer channel signalling system. The SRSM goes to state
“Idle”;

— (E10) Connection_Released_from_SSF — This event takes place when the SRSM receives a release
message from the SSF in user interaction state. The SRSM goes to state “Idle”;

132 Recommendation Q.1218  (10/95)



— (ell) Disconnect_to_SSF — This event occurs when the SCF has enabled SRF initiated disconnect by the
last PlayAnnouncement/PromptAndCollectUserInformation from SCF (E2) or (E5) with the parameter
disconnectFromIPForbidden. The SRSM initiates a bearer channel disconnect sequence to the SSF using
the applicable bearer channel signalling system after sending the last SpecializedResourceReport
operation to the SCF (e7). The SRSM goes to state “Idle”; and

— (el2) SRF_Sanity_Timeout — This event occurs when the SRSM has been in User interaction state for a
network-operator-defined period of time (timersgf) without having a PlayAnnouncement/-
PromptAndCollectUserInformation operation to execute. The SRF initiates a bearer channel disconnect
sequence to the SSF using the applicable bearer channel signalling system. The SRSM goes to state
“Idle”.

3.1.34.2 State 2 — “Connected”

This state represents the condition of the SRSM when a bearer channel has been established between a user and the SRF
but the initial PlayAnnouncement/PromptAndCollectUserinformation has not yet been received (e.g. when
EstablishTemporaryConnection procedures are used). The method used to provide this bearer channel is not of interest
inthe FSM.

— (E1) Connect_Request_from_SSF — This event corresponds to a bearer signalling connection request
message from the SSF in the Idle state. The details of the bearer signalling state machine related to
establishing the connection are not of interest in the SRF-FSM. The SRSM goes to state “Connected”.

— (E2) PlayAnnouncement/PromptAndCollectUserInformation_from_SCF — This event takes place when
the first PlayAnnouncement or PromptAndCollectUserinformation operation(s) from the SCF is received.
The SRSM goes to state “User interaction”.

— (E3) Connection_Released_from_SSF — This event takes place when the SRF receives a release message
from the SSF. The SRSM goes to state “Idle”.

— (ed4) SRF_Sanity_Timeout — This event occurs when the SRSM has been connected for a network-
operator-defined period of time (timer sgf) without having a PlayAnnouncement/-
PromptAndCollectUserInformation operation to execute. The SRSM initiates a bearer channel disconnect
sequence to the SSF using the applicable bearer channel signalling system. The SRSM goes to state
“Idle”.

— (eb) Assist_Request_Instructions_Needed — This event occurs when the AssistRequestinstructions
operation is sent from the SRSM to the SCF in the absence of a PlayAnnouncement/-
PromptAndCollectUserInformation event (E2) initiated by the presence of a PlayAnnouncement/-
PromptAndCollectUserInformation operation concatenated with the setup request from SSF (E1) (Direct
SCF-SRF case). No state change occurs as a result of this event.

3.1.34.3 State 3 — “Userinteraction”

The User interaction state indicates that communication is occurring between the user and the SRF via the bearer
channel established at the Connected state. This state is entered as a result of event E2. It is exited as a result of events
E10, ell and el2. Events E5, E6, €7, eé8 and €9 do not cause a state change. Event E5 also represents additional
PlayAnnouncement/PromptAndCollectUserInformation operations which are buffered as discussed in the procedures.

— (E2) and (E5) PlayAnnouncement/PromptAndCollectUserIinformation_from_SCF — This event takes
place when an initial or subsequent PlayAnnouncement or PromptAndCollectUserinformation
operation(s) from the SCF is received. The SRSM goes to state “User interaction” on the first (E2). The
SRSM remains in state “User interaction” for subsequent (E5)s.

— (E6) Cancel_from_SCF (for PlayAnnouncement/PromptAndCollectUserInformation) — This event takes
place when the corresponding PlayAnnouncement or PromptAndCollectUserinformation operation is
received from the SCF. The indicated interaction is terminated if it is presently running, otherwise it is
deleted from the buffer. The SRSM remains in state “User interaction”.
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(e7) SRF_Report_to_SCF — This event takes place when a SpecializedResourceReport or a return result
for PromptAndCollectUserInformation operation is sent to the SCF. The SRSM remains in state “User
interaction”.

— (e8) PlayAnnouncement/PromptAndCollectUserinformation_Cancelled_to_SCF — This event takes
place when the PlayAnnouncement/PromptAndCollectUserIinformation error caused by the Cancel
(for PlayAnnouncement or PromptAndCollectUserinformation) operation is sent to the SCF. This
event represents the successful cancellation of an active or buffered PlayAnnouncement/-
PromptAndCollectUserInformation operation. The SRSM remains in state “User interaction”.

— (e9) Cancel_Error_to SCF — This event takes place when the cancel error (for PlayAnnouncement or
PromptAndCollectUserInformation) is sent to the SCF. This event represents the unsuccessful
cancellation of a PlayAnnouncement/PromptAndCollectUserinformation operation. The SRSM remains
in state “User interaction”.

— (E10) Connection_Released_from_SSF — This event takes place when the SRSM receives a release
message from the SSF. The SRSM goes to state “Idle”.

— (ell) Disconnect_to_SSF — This event occurs when the SCF has enabled SRF initiated disconnect with
the last PlayAnnouncement/PromptAndCollectUserinformation from SCF (E2) or (E5). The SRSM
initiates a bearer channel disconnect sequence to the SSF using the applicable bearer channel signalling
system after sending the last SpecializedResourceReport or a return result for
PromptAndCollectUserInformation operation to the SCF. The SRSM goes to state “Idle”.

— (el2) SRF_Sanity_Timeout — This event occurs when the SRSM has been in user interaction state for a
network-operator-defined-period of time (timersgf) without having a PlayAnnouncement/-
PromptAndCollectUserInformation operation to execute. The SRSM initiates a bearer channel disconnect

sequence to the SSF using the applicable bearer channel signalling system. The SRSM goes to state
“Idle”.

In addition to these explicitly marked transitions, failure of a user-SRF bearer connection will cause the SRSM to transit
to Idle from any state. These transitions are not shown on Figure 25 for the purpose of visual clarity.

3.1.35 Example SRF control procedures

This subclause provides a detailed description of the SRF procedures. Arrow diagrams are used for the description of the
connect, interaction with the end user, and disconnect stages.

The SRF control procedures are based on various physical allocation patterns of SRF. The various control procedures
are described in this subclause in accordance with the example physical scenarios of protocol architecture in 0.2.

The service assist and handoff procedures based on the physical scenarios are also described in this subclause a
examples.

Note that, through this subclause, bearer connection control signalling messages are used for explanatory purpose, anc
are not subject for standardization in this Recommendation. The terms used for bearer connection control signalling
messages only represent the functional meaning.

3.1.35.1 SRF connect procedures

3.1.35.1.1  SRF connect physical procedures

Several procedures are required for different physical scenarios. The cases to be covered are described below and
illustrated in Figure 26:

i) the IP is integrated into the SSP, or directly attached to the SSP, that is interacting with the SCP but
the SCP’s operations to the IP are relayed via the SSP which performs any needed protocol conversion;

i) the IP is directly attached to the SSP that is interacting with the SCP but the SCP’s operations to the IP
are sent directly to the IP without SSP relaying involved,;
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iii) thelIP isintegrated into another SSP, or directly attached to another SSP, than the one that is interacting
with the SCP but the SCP’s operations to the IP are relayed via the second SSP (called the “Assist”
method), and on completion of the user interaction, control is returned to the first SSP;

iv) the IP is directly attached to a node other than the SSP that is interacting with the SCP but the SCP’s
operations to the IP are sent directly to the IP without SSP relaying involved (called the “Assist” method,
but with a variation on the physical connectivity of the entities involved), and on completion of the user
interaction, control is returned to the first SSP; and

v) the IP is attached to another SSP and on completion of the user interaction, control of the call is retained
at that SSP (called the “Handoff” approach).

In each of the above cases, the operations between the SCP and the SSP may be SS No. 7 TCAP-based; the messagir
between the SSP and the IP when the SSP does relaying may be DSS 1 using the facility IE (in this case, the SSP would
have to do protocol conversion from SS No. 7 TCAP to DSS-1 facility IE for the operations and responses it relayed
between the SCP and the IP); the direct messaging between the SCP and the IP may be SS No. 7 TCAP based; ant
bearer control signalling may be any system.

Each of the scenarios will now be examined using arrow diagrams.

Case i) is illustrated in Figure 27. Note that for the integrated IP/SSP, the internal activities of the node can still be
modelled in this way, but the details of how this is achieved are left to the implementor. This approach makes it
unnecessary for the SCP to distinguish between integrated and external but directly connected IPs. See also a note on the
possibility of concatenating the first user interaction operation with the ConnectToResource operation discussed in the
subclause on user interaction below. The establishment of the SCF-SRF relationship in this case is implicit.

Case ii) requires that the IP indicate to the SCP that it is ready to receive operations (see Figure 28). The establishment
of the SCF-SRF relationship is explicit. Note that it is necessary to convey a correlation ID to ensure that the transaction
established between the SCP and the IP can be correlated to the bearer connection set-up as a result of the SCP’
preceding operation to the SSP.

Case iii) requires that a transaction be opened with the assisting SSP so that it may relay operations from the SCP to
the IP (integrated or external). Once the bearer control signalling has reached the assisting SSP, it triggers on the identity
of the called facility, and initiates an interaction with the SCP that has requested the assistance. It would also be possible
to trigger on other IEs such as the incoming address. The bearer control signalling must contain information to identify
the SCP requesting the assistance, and a correlation ID. This information may be hidden in the address information in
such a way that non-message based signalling systems may also be used to establish the bearer connection to th
assisting SSP. After the AssistRequestinstructions are received by the SCP, the procedures are the same as in case i
Figure 29 illustrates the preamble involved.

Case iv) does not require the establishment of a second transaction from the assisting exchange, hence it need not be
an SSP. This then becomes a preamble to the procedure shown in Figure 28 as shown in Figure 30.

Case v) merely requires the sending of an operation to the first SSP to route the call to the handed-off SSP, and then
Figure 27 applies at handed-off SSP. This is shown in Figure 31. Note that the activity at handed-off SSP represents a
new interaction with the SCP and “AssistRequestInstructions” is used. Once the bearer control signalling has reached the
assisting SSP, it triggers on the identity of the called facility, and initiates an interaction with the SCP that has requested
the assistance. It would also be possible to trigger on other IEs such as the incoming address. The bearer control
signalling must contain information to identify the SCP requesting the assistance, and a correlation ID. This information
may be hidden in the address information in such a way that non-message based signalling systems may also be used t
establish the bearer connection to the assisting SSP.
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Case i) SSF relay
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Integrated SRF

Case ii) Direct path SCP to IP
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to initiating SSP on completion of Ul

Initiating SSP

0
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to initiating SSP on completion of Ul

Initiating SSP Exchange

0

Case v) Hand-off: retain control at
assisting SSP after Ul completed

Initiating SSP

30

T1146890-92/d27

FIGURE 26/Q.1218
Physical scenarios
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FIGURE 27/Q.1218
Connection tointegrated or external 1P with SSP relay of I P operations

SCP SSP

EstablishTemporary
Connection

Setup request

Setup response

AssistRequestlnstructions

IP connection

T1146900-92/d28

FIGURE
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NOTE - Black lines indicate INAP operations, gray lines indicate DSS 1 operations.
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FIGURE 29/Q.1218

Preamble for assist case with integrated I P
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or external IP and SSP relay of SCP-1P messages
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Setup request
Setup request

Setup response IP connection

Setup response

AssistRequestinstructions

v

T1146930-92/d31

FIGURE 30/Q.1218
Preamblefor assist case with external IP and direct SCP-IP messaging

SCP Initiating SSP Assisting SSP P

SelectRoute/Connect

Setup request

Setup response
IP connection

AssistRequestInstructions

ConnectToResource

\{
T1179990-96/d32

FIGURE 31/Q.1218
Preamble for hand-off case

3.1.3.5.2 SRF end user interaction procedures

The end user interaction procedures allow:

— the sending of one or multiple messages to the end user by using the PlayAnnouncement operations;

— a dialogue with the end user by using one or a sequence of PromptAndCollectUserinformation
operations;

— acombination of the above; and

— cancellation of a PlayAnnouncement or PromptAndCollectUserInformation operations by using a generic
cancel operation.

313521 Play Announcement/Prompt & Collect User Information (PA/P& C)

There are only two physical scenarios for user interaction:

138

i) the SSP relays the operations from the SCP to the IP and the responses from the IP to the SCP (SSF relay
case); and

i) the operations from the SCP to the IP and the responses from the IP are sent directly between the SCP and
the IP without involving the SSP (direct SCF-SRF case).
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Casei) isillustrated in Figure 32 below.

SCP SSP P

PlayAnnouncement/

—> PlayAnnouncement/
PromptAndCollectUserinformation | promptandCollectUserinformation
»

SRF interaction

SpecializedResourceReport/RR for with the end user

SpecializedResourceReport/RR for -
PromptAndCollectUserInformation | PromptAndCollectUserinformation

T1146950-92/d33

FIGURE 32/Q.1218
SSP relay of user inter action operations and responses

Caseii) isillustrated in Figure 33.

It is also necessary to consider the capability of SS No. 7 TCAP to concatenate several Invoke PDUs in one message.
This capability alows, for the scenario in  Figure 27, the ConnectToResource and the first
PlayAnnouncement/PromptAndCollectUserInformation to be carried in one message. This has some advantages in this
physical scenario, such as reduced numbers of messages, and possibly better end-user perceived performance.

SCP SSP P

L’

|
| PlayAnnouncement/PromptAndCollectUserInformation

‘ ‘ —‘ SRF interaction
SpecializedResourceReport/RR for PromptAndCollectUserInformation with the end user
.l 1 |

L
I ! |

T1146960-92/d34

FIGURE 33/Q.1218
Direct SCF-SRF of user interaction operations and responses

3.1.3.5.3 SRF disconnection procedures

The disconnection procedures are controlled by the SCF and the procedure used is selected based on the needs of the
service being executed. The bearer disconnection procedure selected by the SCF is to either allow the SRF to disconnect
on completion of user interaction, or to have the SCF explicitly order the SSF to disconnect.

SRF disconnect does not cause disconnection by the SSF-CCF back to the end user terminal unless the transaction with
the SCF has been terminated, indicating the user interaction completed the call. The SSF-CCF recognizes that a
connection to an SRF is involved because the operations from the SCF for this purpose are distinct from the operations
that would be used to route the call towards a destination. There is no impact on bearer signalling state machines as a
result of this since incoming and outgoing bearer signalling events are not simply transferred to each other, but rather are
absorbed in cal processing, and regenerated as needed by call processing. Therefore, to achieve the desired
functionality, call processing need smply choose not to regenerate the disconnect in the backward direction. Figure 34
illustrates this concept.

Asfor the SRF connection procedures, the SRF disconnection is affected by the physical network configuration.
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Call processing
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system system
Messages < » Messages

T1146970-92/d35

FIGURE 34/Q.1218
Relationship of incoming and outgoing signalling systemsto call processing

In order to simplify the interface between the SCF and the SRF, a number of assumptions are made. The assumptions,

and the resulting rules, result in unambiguous procedures from both the SCF and the SRF points of view. The rules,

presented below, refer to the SRF originated disconnect, or “SRF Initiated Disconnect”, and to the SCF originated
disconnect, or “SCF Initiated Disconnect”. While other scenarios are possible, they are not included because they either
duplicate the functionality presented below or they otherwise do not add value from a service perspective.

1) If a series of PlayAnnouncement/PromptAndCollectUserInformation operations are to be executed by the
same SRF, then SRF disconnect is inhibited for all but the last and may be inhibited on the
last PlayAnnouncement/PromptAndCollectUserIinformation. When a subsequent PlayAnnouncement/-
PromptAndCollectUserInformation is received, it is buffered until the completion of any preceding
PlayAnnouncement/PromptAndCollectUserinformation.

2) A generic cancel operation terminates the indicated PlayAnnouncement/-
PromptAndCollectUserInformation if it is being executed by the SRF, but does not disconnect the SRF. If
the cancel operation is for a buffered PlayAnnouncement/PromptAndCollectUserIinformation, that
PlayAnnouncement/PromptAndCollectUserInformation is discarded, but the current and any buffered
PlayAnnouncement/PromptAndCollectUserInformations are executed. An SRF interacts with one user
only and therefore cancelling a PlayAnnouncement/PromptAndCollectUserInformation only affects the
user to which the SRF is connected.

3) The SCF must either explicitly order “Disconnect” or enable SRF initiated disconnect at the end
of the PlayAnnouncement/PromptAndCollectUserInformation. An SRF left connected without a
PlayAnnouncement/PromptAndCollectUserInformation to execute may autonomously disconnect if it has
not received any PlayAnnouncement/PromptAndCollectUserInformation operations within a defined time
limit. This could occur, for example, after an EstablishTemporaryConnection which is not followed
within a reasonable time period with a PlayAnnouncement/PromptAndCollectUserinformation operation.
This sanity timing value will depend on the nature of the interaction the SRF supports and should be
selected by the network operator accordingly.

4) When SRF initiated disconnect is enabled in a PlayAnnouncement/PromptAndCollectUserinformation,
then the SRF must disconnect on completion of the user interaction.

5) When SRF initiated disconnect is not enabled, the SCF must ask the SRF to inform it of the completion of
the user interaction using the SpecializedResourceReport operation for “announcement complete” or
using the return result for the PromptAndCollectUserInformation operation.
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6) If the user disconnects, the SRF is disconnected and the SSF releases resources and handles the
transaction between the SSF and the SCF as specified in Recommendation Q.1214 and in this
Recommendation. The SRF discards any buffered operations and returns its resources to idle. The
relationship with the SCF is terminated.

7) When the SCF explicitly orders the SSF to disconnect by “DisconnectForwardConnection” operation, the
SSF releases the bearer connection to the SRF, and returns to the “waiting for instructions” state. No
operation reporting SRF disconnect from the SSF to the SCF is required.

313531 SRF initiated disconnect

The SRF disconnect procedure is illustrated in Figure 35. The SRF disconnect is enabled by the SCF within a
PlayAnnouncement/PromptAndCollectUserIinformation operation. When the SRF receives a PlayAnnouncement/-
PromptAndCollectUserIinformation enabling disconnection, it completes the dialogue as instructed by the
PlayAnnouncement/PromptAndCollectUserinformation, and then initiates the SRF initiated disconnection using the
applicable bearer control signalling. The SSF-CCF knows that it is an SRF disconnecting and does not continue clearing
the call toward the end user. The SSF returns to the “waiting for instructions” state and executes any buffered operations.
In the handoff case, the SSP shown in Figure 35 is the “handed-off” SSP.

SCP SSP IP
PlayAnnouncement/
PromptAndCollectUserIinformation?

PlayAnnouncement/

PromptAndCollectUserInformation? . .
P or] SRF interaction

with the end user

SpecializedResourceReport/RR for
PromptAndCollectUserinformation

A

SpecializedResourceReport/RR for
PromptAndCollectUser Information
>

Disconnect . )
I SRF disconnection

T1146980-92/d36

3 Disconnect from SRF is not forbidden.

FIGURE 35/Q.1218
SCF disconnect for local, embedded and hand-off scenarios

For the assisting SSF case, the SRF initiated disconnect procedures are not used because the assisting SSF remains in tl
“waiting for instructions” state and does not propagate the disconnection of the bearer connection to the Initiating SSF.
The SCF initiated disconnect procedures described in the following subclause are used for the assisting SSF case.

For the direct SCF-SRF case, the procedures also work in the same manner. The SRF disconnect is enabled by the SCF
within a PlayAnnouncement/PromptAndCollectUserIinformation operation. When the SRF receives a
PlayAnnouncement/PromptAndCollectUserinformation enabling disconnection, it completes the dialogue as instructed
by the PlayAnnouncement/PromptAndCollectUserInformation, and then initiates the SRF initiated disconnection using
the applicable bearer control signalling. The Initiating SSF-CCF knows that it is an SRF disconnecting and does not
continue clearing the call toward the end user. The Initiating SSF returns to the “waiting for instructions” state and
executes any buffered operations.

3.1.35.3.2 SCFinitiated disconnect

The SCF initiated disconnect procedure is illustrated in Figure 36. Bearer messages are shown in gray. The figure shows
only the assisting SSF case, and the direct SCF-SRF case is not shown. To initiate the SCF initiated disconnection of the
SRF, the SCF must request and receive a reply to the last PlayAnnouncement/PromptAndCollectUserinformation
operation requested. The SpecializedResourceReport operation contains an “announcement complete” and return result
for PromptAndCollectUserInformation contains “collected information.”
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3 Disoonnect from SRF forbidden.

FIGURE 36/Q.1218
SCF initiated disconnect for assist scenario

The SCF initiated disconnect uses an operation caled DisconnectForwardConnection. Once the
DisconnectForwardConnection is received by the SSF, it will initiate a “release of bearer channel connection” between
the physical entities containing the SSF and SRF, using applicable bearer control signalling. Since the SCF (which
initiates the disconnect), the SSF (which instructs bearer signalling to disconnect) and the SRF (which receives
disconnect notification via bearer signalling) are aware that disconnect is occurring, they are synchronized. Therefore, a
“pre-arranged” end may be used to close the transaction. This does not preclude the use of explicit end messages for this
purpose.

For assisting SSF case, the initiating SSP, on receipt of the DisconnectForwardConnection from the SCP, disconnects
forward to the assisting SSP, and this disconnection is propagated to the IP. The initiating SSP, knowing that the forward
connection was initiated as the result of an EstablishTemporaryConnection, does not disconnect back to the user but
returns to the “waiting for instructions” state.

3.1.35.4 Examplesillustrating complete user interaction sequences

The following figures and their accompanying tables provide examples of complete sequences of user interaction
operations covering the three stages:

— connect the SRF and the end user (bearer connection) and establish the SCF-SRF relationship;
— interact with the end user;

— disconnect the SRF and the end user (bearer connection) and terminate the SCF-SRF relationship.
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In Figure 37, the SSP with an integrated (or embedded) SRF, the procedural scenarios can be mapped as follows:

SCP

SSNo. 7

TCAP

=53

T1147000-92/d38

FIGURE 37/Q.1218
SSP with integrated SRF

Procedure name Operations Protocol flows

Connect to resource and ConnectToResource; A

first PA/P&C PlayAnnouncement/
PromptAndCollectUserInformation
Setup; PlayAnnouncement/ B
PromptAndCollectUserInformation

User interaction PlayAnnouncement/ AthenB
PromptAndCollectUserInformation
SpecializedResourceReport/RR for CthenD
PromptAndCollectUserInformation

SRF initiated disconnect SpecializedResourceReport/RR for CthenD

PromptAndCollectUserInformation
Disconnect

C (intra-SSP bearer control)

SCF initiated disconnect

SpecializedResourceReport/RR for
PromptAndCollectUserInformation
DisconnectForwardConnection
Disconnect

CthenD

A
B (intra-SSP bearer control)

A simple extension to this integrated case is the configuration where the SRF is located in an intelligent periphera

locally attached to the SSP. The SCP-IP operations are relayed viathe SSF in the SSP. Thisis depicted in Figure 38.
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FIGURE 38/Q.1218
SSP relays messages between SCP and IP
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The procedural scenarios for thisrelay SSF with an IP (see Figure 38) can be mapped as follows:

Procedure name Operations Protocol flows
Connect to resource and ConnectToResource; A
first PA/P&C PlayAnnouncement/

PromptAndCollectUserInformation
If DSS1 used:

Setup; PlayAnnouncement/
PromptAndCollectUserInformation
If SSNo. 7 used:

E and B (Facility IE)

IAM E
PlayAnnouncement/ B
PromptAndCollectUserInformation

User interaction PlayAnnouncement/ A thenB
PromptAndCollectUserInformation
SpecializedResourceReport/RR for CthenD
PromptAndCollectUserInformation

SRF initiated disconnect SpecializedResourceReport/RR for CthenD
PromptAndCollectUserInformation
If DSS1 used:
Disconnect F
If SSNo. 7 used: F
Release

SCF initiated disconnect SpecializedResourceReport/RR for CthenD
PromptAndCollectUserInformation
DisconnectForwardConnection A
If DSS1 used:
Disconnect E
If SSNo. 7 used: E
Release

In some cases, the IP may have an SS No. 7 or other interface to the controlling SCP. This case is shown in Figure 39.

Note that the SCP must correl ate two transactions to coordinate the activities.
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SCP

SSNo. 7
TCAP

SSP

A
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DSS 1 or SS No. 7 ISUP
bearer control

FIGURE 39/Q.1218
Direct SCP-IP information transfer

In Figure 39, the procedural scenarios can be mapped as follows:

SS No. 7
TCAP

P
T1180000-96/d40

Procedure name Operations Protocol flows
Connect to resource EstablishTemporaryConnection A
I1f DSS1 used:
Setup E
AssistRequestinstructions C
If SSNo. 7 used:
1AM E
AssistRequestinstructions C
User interaction PlayAnnouncement/ B
PromptAndCollectUserInformation
SpecializedResourceReport/RR for C
PromptAndCollectUserInformation
SRF initiated disconnect SpecializedResourceReport/RR for C
PromptAndCollectUserInformation
I1f DSS1 used:
Disconnect F
If SSNo. 7 used:
Release F
SCF initiated disconnect SpecializedResourceReport/RR for C
PromptAndCollectUserInformation
DisconnectForwardConnection A
If DSS 1 used:
Disconnect E
If SSNo. 7 used:
Release E
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The assisting SSF scenario involves straightforward procedural extensions to the basic cases shown above. One mapping
of the assisting SSF case is shown in Figure 40. In this case, SRF initiated disconnect cannot be used. Other physical
mappings can be derived as described in the text following the figure and its accompanying table.

scpP
A B
SSNo. 7
SS No. 7
TCAP TCAP

v

A

CCF
Csse> | & \H
F
@ Bearer control G

signalling (possibly with

transit exchanges)

Initiating SSP Assisting SSP
T1180010-96/d41

FIGURE 40/Q.1218
SSP assist (relay SSP)

Note that the integrated SRF and SSF relay case requires a transaction between the SCP and the assisting SSP (see
Figure 40) but the SCP direct case does not since the transaction is directly between the SCP and the IP connected to the
remote exchange. In the latter case, any transit exchanges, including the one the | P (SRF) is connected to, are transparent
to the procedures.

Note also that the SCP must again correlate two transactions.
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In Figure 40, the procedural scenarios can be mapped as follows:

Procedure name Operations Protocol flows

Assist preamble EstablishTemporaryConnection
If DSS 1 used:

Setup
AssistRequestinstructions
ConnectToResource
Setup

ResetTimer

If SSNo. 7 used:

1AM
AssistRequestInstructions
ConnectToResource
Setup

ResetTimer

>O0oOom EWWOM >

User interaction PlayAnnouncement/ B then G
PromptAndCollectUserInformation
SpecializedResourceReport/RR for| Hthen C
PromptAndCollectUserInformation

SCF initiated disconnect SpecializedResourceReport/RR fpor H then C
PromptAndCollectUserInformation
DisconnectForwardConnection A
If DSS 1 used:
Disconnect E and G (intra-SSP bearer ctrl)
If SSNo. 7 used:
Release E and G (intra-SSP bearer ctrl)

Note that the assisting SSP case shown in Figure 40 can be generalized to cover both the case where the SRF is
embedded in assisting SSP (as shown), and the case where the SRF is locally connected to assisting SSP. In this latter
case, the SRF communication (protocol flows B, C, G and H) would conform to the physical scenario shown in
Figure 38.

The service handoff scenario can similarly be viewed as a sequence consisting of an IN service to route a call from one
SSP to another, followed by any one of the previously described physical user interaction scenarios. For describing this
scenario Figure 40 can be used also.

313541 Message sequencesfor service assist

The following subclause provides additional details on the message sequences for the service assist procedure in
Figure 40:

1) The SCP, during the processing of a request for instruction, determines that resources remote from the
initiating SSP are required and that call processing will continue from the initiating SSP after the remote
resources have been used (e.g. the call will be completed to a destination address after information is
collected from the calling party). An EstablishTemporaryConnection operation containing the address
of the assisting SSP (for routing the call), the ScfID and the CorrelationlD (both used for the assisting
SSP to establish communication back to the SCP) is sent to the initiating SSP. The
EstablishTemporaryConnection is used instead of aregular Connect operation because of the nature of the
connection to the assisting SSP. The initiating SSP must be aware that the SCP will ask it to continue in
the processing of the call at some point in the future.

NOTE 1 — The ScflD and CorrelationID may be included in the routing address of the assisting SSP.
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2)

3

4)

5)

6)

7)

8)

313542

Protocol Flow A

The initiating SSP routes the call to the assisting SSP. The ScfID and CorrelationlD are sent to the
assisting SSP. Existing in-band signalling and SS No. 7 information elements (e.g. routing number) could
be used to transport this information. The transport mechanism used to send this information between
SSPs isindependent of the service assist control procedures between the SCF and SSF.

Protocol Flow E

The assisting SSP uses an AssistRequestinstructions operation to establish communication with the SCP.
The Corrélationl D is sent in the AssistRequesti nstructions to allow the SCP to correlate two transactions.

Protocol Flow C
The SCP sends instructions to the assisting SSP based on service |logic control.
Protocol Flow B
The SCP may need to generate reset timer events to the initiating SSP so that it does not time out the call.
Protocol Flow A
NOTE 2 — The usage of ResetTimer operation is optional.

When resource functions have been completed, a DisconnectForwardConnection operation is sent to the
initiating SSP. Thisindicates, that the temporary connection to the assisting SSP has to be disconnected.

Protocol Flow A

The initiating SSP sends a message via bearer control signalling to the assisting SSP to close the "assist"
transaction.

Protocol Flow E

The call control returnsto the initiating SSP.

M essage sequences for handoff

The following subclause outlines message sequences for the handoff procedure using the protocol flows shown in

Figure 40:

1

2)

3

The SCP, during the processing of a request for instruction, determines that resources remote from the
initiating SSP are required and that call processing need not continue from the initiating SSP after the
remote resources have been used (e.g. a terminating announcement will be played). A Connect operation
containing the address of the assisting SSP (for routing the call), the ScfID and the CorrelationlD (both
used for the assisting SSP to establish communication back to the SCP) is sent to theinitiating SSP.

NOTE — The ScfID and CorrelationID may be included in the routing address of the assisting SSP.
Protocol Flow A

The initiating SSP routes the call to the assisting SSP. The ScfID and CorrelationlD are sent to the
assisting SSP. Existing in-band signalling and SS No. 7 information elements (e.g. routing number) could
be used to transport this information. The transport mechanism used to send this information between
SSPsisindependent of the service assist control procedures between the SCF and SSF.

Protocol Flow E

The assisting SSP uses an AssistRequestinstructions operation to establish communication with the SCP.
The CorrelationID is sent in the AssistReguestinstructions to allow the SCP to correlate two transactions.
The AssistRequestinstructions is used instead of a regular request instruction (InitialDP or DP-specific
operation) because the SCP must associate the AssistRequest] nstructions from the assisting SSP-1P with
an already active dialogue the SCP has with another SSP.
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Protocol Flow C
4) The SCP sends instructions to the assisting SSP based on service logic control.
Protocol Flow B

5) Thecall control remains at the assisting SSP.

The same service assist and handoff procedures can be reused for adirect link to an IP in this and future capability sets.

314 SDF application entity procedures

3141 General

This subclause provides the definition of the SDF Application Entity (AE) procedures related to the SDF-SCF interface.
The procedures are based on the use of Signalling System No. 7 (SSNo. 7).

Other capabilities may be supported in an implementation-dependent manner in the SCP, SDP, SSP, AD or SN.

The AE, following the architecture defined in Recommendations Q.700, Q.771 and Q.1400, includes Transaction
Capabilities Application Part (TCAP) and one or more ASEs called TC-users, which are based on the Directory (X.500-
Series Recommendations). The following subclauses define the TC-user ASE and SACF & MACF rules, which
interface with TCAP using the primitives specified in Recommendation Q.771.

The procedure may equally be used with other signalling message transport systems supporting the application layer
structures defined.

In case interpretations for the application entity procedures defined in the following differ from detailed procedures and

the rules for using of TCAP service, the statements and rules contained in the detailed subclauses 3.3 and 2.2.2.2 shall be
followed.

3.1.4.2 Modd and interfaces

The functional model of the AE-SDF is shown in Figure 41; the ASEs interface to TCAP to communicate with the SCF,
and interface to the maintenance functions. The scope of this Recommendation is limited to the shaded areain Figure 41.

The interfaces shown in Figure 41 use the TC-user ASE primitives specified in Recommendation Q.771 [interface 1)]
and N-Primitives specified in Recommendation Q.711 [interface 2)]. The operations and parameters of Intelligent
Network Application Protocol (INAP) are defined in clause 2.

An instance of SDF-FSM may be created if IN call handling is received from the SCF.

The SDF-FSM handles the interaction with the SCF-FSM.

3.1.4.3 Relationship between the SDF-FSM and the maintenance function

The primitive interface between the SDF-FSM and the maintenance functions is an internal interface and is not subject for
standardization in IN CS-1.

3.1.44 SDF statetransition model

As far as IN CS-1 is concerned, the SDF’s job is to (synchronously) respond to every request from the SCF after the
Bind procedure. The respective Finite State Machine (FSM) is depicted in Figure 42.

Each state is discussed in one of the following subclauses.
General rules applicable to more than one state are as follows:

In any state, if the dialogue with the SCF is terminated, then the SDF-FSM retldhs $tate after ensuring that any
resources allocated to the call have been de-allocated.
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Application process invocation
(Maintenance functions)

Service data function

b)

SCCP

T1147040-92/d42
AEl  Application entity invocation

SDF  Service data function

FSM  Finite state machine

SACF Single association control function

SAO Single association object

@ TC-primitives or Q.932-primitives.
b) N-primitives.

NOTE — The SDF FSM includes several finite state machines.

FIGURE 41/Q.1218
Functional model of SDF-AE
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(E3) Request_from_SCF

=

2. Bind Pending

(E1) Bind_from_SCF -

(e4) Bind_Successful

(e2) Bind_Error

Y (e6) Response_to_SCF

1. Idle 3. SCF Bound

(E7) Request_from_SCF

(E5) Unbind_from_SCF

T1169210-94/d43

FIGURE 42/Q.1218
The SDF-FSM

3.144.1 State1l-"Idle"

The only event accepted in this stateis:

— (E1) Bind_from_SCF — This is an external event caused by the reception of Bind operation from the SCF.
This event causes a transition out of this state to St&m@,Pending.

3.1.4.42 State 2 — "Bind Pending"

In this state, a Bind request has been received from the SCF. The SDF is performing the SCF access control procedures
behind the Bind operation (e.g. access authentication). There may also be a case such that the Bind operation is a dummy
one. Then, the access authentication is not required. Three events are considered in this state:

— (e2) Bind_Error — This is an internal event, caused by the failure of the Bind operation previously issued
to the SDF. This event causes a transition out of this state to Stdte and a Bind error is returned to
the invoking SCF;

— (E3) Request_from_SCF — This is an external event, caused by the reception of operations before the
result from the Bind operation is determined. The SDSM remains in the same state; and

— (e4) Bind_Successful — This is an internal event, caused by the successful completion of the Bind
operation previously issued to the SDF. This event causes a transition out of this state toS&tate 3,
Bound.

3.1.4.4.3 State 3 -"SCF Bound"

In this state, the access of the SCF to the SDF was authorized and operations coming from the SCF are accepted. Besides
waiting for requests from the SCF, the SDF can send in that state responses to previously issued operations. Three events
are considered in this state:

— (E5) Unbind_from_SCF — This is an external event, caused by the reception of the Unbind operation from
the SCF. The SCF-SDF association is ended and all associated resources are released. This event causes
transition out of this state to Statel dle;
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— (e6) Response_to_SCF — This is an internal event, caused by the completion of the operations previously
issued by the SCF. Responses are sent to the SCF. The SDSM remains in the same state; and

— (E7) Request_from_SCF — This is an external event, caused by the reception of a request from the SCF to
the SDF. The SDSM remains in the same state.

In addition to this finite state machine, an SDL description of SDSM is shown in the Annex B.

3.2 Error procedures

This subclause defines the generic error procedures for the IN CS-1 INAP. The error procedure descriptions have been
divided in two subclauses, 3.2.1 listing the errors related to INAP operations and 3.2.2 listing the errors related to error
conditions in the different FEs which are not directly related to the INAP operations.

321 Operation related error procedures

The following subclauses define the generic error handling for the operation related errors. The errors are defined as
operation errors in 2.1.2. The TCAP services which are used for reporting operation errors are described in 3.4.

Errors which have a specific procedure for an operation are described in 3.3 with the detailed procedure of the related
operation.

All errors, which can be detected by the ASN.1 decoder, already may be detected during the decoding of the TCAP
message and indicated by the TC error indication "MistypedParameter” in the TC-U-Reject.

3.21.1 Attributeerror
32111 General description

321111  Error description

This error is sent by the SDF to the SCF to report an attribute related problem. The conditions under which an attribute
error is to be issued are defined in 12.4/X.511 (1993).

321112 Argument description

The attribute error parameter and problem codes are specified in 12.4/X.511 (1993).

3.21.1.2 Operations SCF-> SDF
—  Search;
— Add Entry;
—  Modify Entry.
Procedure at Invoking Entity (SCF)
A) Sending Operation

Precondition: SCSM state 4 SDF Bound or

SCSM state 2 Wait for subsequent requests
Postcondition: SCSM state 4 SDF Bound or

SCSM state 2 Wait for subsequent requests

B) Receiving Error
Precondition: SCSM state 4 SDF Bound
Postcondition: SCSM state 4 SDF Bound

Error Procedure is dependent on the Service Logic. If the SCF is able to change the request, it can do another SDF
guery, otherwise the service processing should be terminated.
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Procedur e at Responding Entity (SDF)
A) Receiving Operation

Precondition: SDF-FSM state 3 SCF Bound

Postcondition: SDF-FSM state 3 SCF Bound
B) Returning Error

Precondition: SDF-FSM state 3 SCF Bound

Postcondition: SDF-FSM state 3 SCF Bound

The SDF could not perform the operation due to an attribute problem and therefore sends an Attribute error to the SCF.
After returning the error, no further error treatment is performed.

3212 Cancelled
3.21.21 General description

321211  Error description

The Error "Cancelled" gives an indication to the SCF that the cancellation, as it was requested by the SCF, of a specific
Operation, has been successful. The SCF is only able to cancel certain predefined SCF-->SRF Operations.
3.21.2.2 Operations SCF->SRF

— PlayAnnouncement

—  PromptAndCollectUserinformation

Procedures at Invoking Entity (SCF)
A) Sending Cancel
Precondition: SCSM state 4.1 Waiting for Response from the SRF.
Postcondition: SCSM state 4.1 Waiting for Response from the SRF.

The SCF sends a Cancel after a Play Announcement or PromptAndCollectUserinformation has been sent. The SCF
remains in the same state.

B) Receiving Cancelled Error
Precondition: SCSM state any Service Logic dependent.

Postcondition: SCSM state any Service Logic dependent.

After sending a Cancel operation the Service Logic may continue (e.g. sending more PlayAnnouncement or
PromptAndCollectUserInformation or a DisconnectForwardConnection). The Cancelled Error can therefore be received
in any state. The treatment is Service Logic dependent.

Procedur es at Responding Entity (SRF)
A) Receiving Cancel
Precondition: SRSM state 3 User Interaction.

Postcondition: SRSM state 3 User Interaction.

The indicated PlayAnnouncement or PromptAndCollectUserInformation is terminated if it is presently executing or
deleted from the buffer. If the indicated PlayAnnouncement or PromptAndCollectUserInformation is already executed
this causes a failure ("CancelFailed").

B) Sending Cancel Error
Precondition: SRSM state 3 User Interaction.

Postcondition: SRSM state 3 User Interaction.

After returning the "Cancelled" Error the SRF stays in the same state. The execution of the indicated PlayAnnouncement
or PromptAndCollectUserinformation is aborted, i.e. the SRF remains connected and the next PlayAnnouncement or
PromptAndCollectUserInformation is executed if available.
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3.21.3 CancelFailed

3.21.3.1 General description

3.21.31.1  Error description

This Error is returned by Cancel if the cancelling of an Operation, as requested by the SCF, was not successful. Possible
failure reasons are:

1) unknownOperation — When the InvokelD of the operation to cancel is not known to SRF (this may also
happen in case the operation has already been completed).

2) toolLate — When the InvokelD is known but the execution of the operation is in a state that it cannot be
cancelled anymore. For instance, the announcement is finished but the SpecializedResourceReport has not
been sent to the SCF yet. The conditions for the occurrence of failure reason "toolLate" may be
implementation dependent.

3) operationNotCancellable, when the InvokelD points to an Operation that the SCF is not allowed to
cancel.

321312 Argument description
PARAMETER SEQUENCE {

problem [0] ENUMERATED {
unknown operation (0),
tooL ate (1),
operationNotCancellable (2) },
operation [1] Invokel D

}
-- The operation failed to be cancelled.
3.21.3.2 OperationsSCF - SSF

— CancelStatusReportRequest;

— Cancel.

3.21.3.3 Operations SCF - SRF
—  Cancel.

Procedures at I nvoking Entity (SCF)
A) Sending Cancel
Precondition: SCSM state 4.1 Waiting for Response from the SRF.
Postcondition: SCSM state 4.1 Waiting for Response from the SRF.

The SCF sends a Cancel after a Play Announcement or PromptAndCollectUserInformation has been sent. The SCF
remains in the same state.

B) Receiving CancelFailed Error
Precondition: SCSM state any Service Logic dependent.
Postcondition: SCSM state any Service Logic dependent.

After sending a Cancel operation the Service Logic may continue (e.g. sending another PlayAnnouncement or
PromptAndCollectUserinformation or a DisconnectForwardConnection). The CancelFailed Error can therefore be
received in any state. The treatment is Service Logic dependent.

Procedures at Responding Entity (SRF)

A) Receiving Cancel. However, the indicated PlayAnnouncement or PromptAndCollectUserInformation is
not known, or already executed. This causes a failure, CancelFailed.

Precondition: SRSM state 3 User Interaction.
Postcondition: SRSM state 3 User Interaction.
or SRSM state 1 Idle.
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B) Sending CancelFailed Error

Precondition: SRSM state 3 User Interaction.
or SRSM state 1 Idle.

Postcondition: SRSM state 3 User Interaction.
or SRSM state 1 Idle.

After returning the CancelFailed the SRF staysin the same state.
3214 ETCFailed
3.214.1 General description

321411  Error description

ETCFailed is an error from SSF to SCF, indicating the fact that the establishment of a temporary connection to an
assisting SSF or SRF was not successful (e.g. receiving a"Backwards Release”" after sending an |AM).

3.21.42 Operations SCF - SSF

—  EstablishTemporaryConnection.

Procedures at I nvoking Entity (SCF)
A) SCF sends EstablishTemporaryConnection to SSF
Precondition: SCSM state 3.1 Determine Mode.
Postcondition: SCSM state 3.2 Waiting for AssistRequestinstructions.
B) SCF receives ETCFailed Error from SSF
Precondition: SCSM state 3.2 Waiting for AssistRequestinstructions.

Postcondition: SCSM state 2.1 Preparing SSF Instructions.

Error handling depends on the Service Logic, e.g. selecting another SRF or continue the processing of the call.

Procedures at Responding Entity (SSF)

A SSF receives EstablishTemporaryConnection from a SCF but the establishment of the connection fails, results in
returning an ETCFailed Error to the SCF.

Precondition: SSF-FSM state ¢ Waiting for Instructions.

Postcondition: SSF-FSM state ¢ Waiting for Instructions.
No further Error treatment.
3.215 ImproperCallerResponse
3.2151 General description

321511  Error description

The format of the user input has been checked by the SRF and does not correspond to the required format as it was
defined in the initiating PromptAndCollectUserInformation Operation.

3.21.5.2 Operations SCF - SRF

—  PromptAndCollectUserInformation.

Procedures at I nvoking Entity (SCF)
A) SCF sends PromptAndCollectUserinformation to SRF

Precondition: SCSM state 3.1 Determine Mode; PromptAndCollectUserinformation
will accompany the ConnectToResource.
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or SCSM state 3.2 Waiting for AssistRequesti nstructions; after
EstablishTemporaryConnection.

or SCSM state 4.1 Waiting for Response from the SRF; if more
PlayAnnouncements or PromptAndCollectUser-
Informations are active.

Postcondition: SCSM state 4.1 Waiting for Response from the SRF.
B) SCF receives ImproperCallerResponse Error from SRF

Precondition: SCSM state 4.1 Waiting for Response from the SRF.

Postcondition: SCSM state 4.1 Waiting for Response from the SRF.

Error treatment depends on Service Logic. A SCF can initiate new User Interaction or force a Disconnect (to SSF).

Procedures at Responding Entity (SRF)
A) SRF receives PromptAndCollectUserInformation

Precondition: SRSM state 2 Connected.
or SRSM state 3 User Interaction.
Postcondition: SRSM state 3 User Interaction.

B) Response from caller isnot correct, SRF returns ImproperCallerResponse to SCF
Precondition: SRSM state 3 User Interaction.
Postcondition: SRSM state 3 User Interaction.

SRF waits for a new Operation from SCF. This may be a new PromptAndCollectUserlnformation or
PlayAnnouncement.

3216 MissingCustomerRecord
3.216.1 General description

3.216.11  Error description

The Service Logic Program could not be found in the SCF, because the required customer record does not exist, or the
requested Service Logic Program Instance, indicated by the Correlationl D in "AssistRequestlnstructions” does not exist
anymore. These two cases should be distinguished as two different error situations, because the error procedure shows
that the occurrence of the MissingCustomerRecord error is reported to the maintenance function, but the report to the
maintenance function for the occurrence of the former case should be optional because it occurs not only in
extraordinary situation but in ordinary situation. For example, the former may occur when the end user dials a missing
free-phone number.

3.21.6.2 OperationsSSF - SCF

— Analysedinformation;

— AssistRequestInstructions;
—  CollectedInformation;

— InitialDP;

— OAnswer;

— OCalledPartyBusy;

— ODisconnect;

— OMidcall;

— ONoAnswer;

—  OriginationAttemptAuthorized,;
— RouteSelectFailure;

—  TAnswer;

—  TBusy;

— TDisconnect;

—  TermAttemptAuthorized;

—  TMidCall;

— TNoAnswer.
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Procedures at Invoking Entity (SSF)
A) Sending Operation

Precondition: SSF-FSM state b Trigger processing.

or SSF-FSM state b’ Waiting for Instructions; in case of assist/hand-off.
Postcondition: SSF-FSM state ¢ Waiting for Instructions.

or SSF-FSM state b’ Waiting for Instructions; in case of assist/hand-off.

B) SSF receives Error "MissingCustomerRecord"

Precondition: SSF-FSM state ¢ Waiting for Instructions.

or SSF-FSM state b’ Waiting for Instructions; in case of assist/hand-off.
Postcondition: SSF-FSM state a Idle.

or SSF-FSM state & Idle; in case of assist/hand-off.

The CCF routes the call if necessary (e.g. default routing to a terminating announcement).

Procedur es at Responding Entity (SCF)

Precondition: 1) SCsM Appropriate state.
2) SCSM Operation received, appropriate event occurred.
Postcondition: 1) SCSM state 1 Idle; in case of all operations listed above, except

AssistRequestInstructions.

2) SCSM state 2.1 Preparing SSF ingructions; for AssistRequest-
Instructions.

The SCSM detects that the required Service Logic Program does not exist. The Service Logic Program Instance may not
exist anymore (e.g. in case of the operation AssistRequestinstructions), or the Service Logic Program may have never
existed at al (i.e. the customer record in the SCF does not exist, e.g. in case of TDPs a Service Logic Programis
attempted to be invoked). The Error parameter MissingCustomerRecord is used to inform the invoking entity of this
situation. The maintenance functions are informed (however, it is optional for the TDP operation case).

3.21.6.3 OperationsSRF - SCF

— AssistRequestInstructions.

Procedures at Invoking Entity (SRF)
A) Sending Operation
Precondition: SRSM state 2 Connected.
Postcondition: SRSM state 2 Connected.
B) SRF receives Error "MissingCustomerRecord"
Precondition: SRSM state 2 Connected.

Postcondition: SRSM state 1 Idle.

SRF initiated Disconnect.

Procedur es at Responding Entity (SCF)

The SCSM detects that the required Service Logic Program does not exist (anymore). The establishment of a connection
between the SSF and the SRF took too long or the correlationID was invalid. In both cases the requested Service Logic

Program cannot be found. The Error parameter MissingCustomerRecord is used to inform the invoking entity of this
situation. The maintenance functions are informed.
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3.217 MissingParameter
32171 General description

321711  Error description

There is an Error in the received Operation argument. The responding entity cannot start to process the requested
Operation because the argument is incorrect: a mandatory parameter (the application shall aways return this error in
case it is not detected by the ASN.1 decoder) or an expected optional parameter which is essential for the application is

not included in the Operation argument.
3.21.7.2 Operations SCF - SSF

Non Call Associated

— ActivateServiceFiltering.

Call Associated/Non Call Processing
— ApplyCharging;

— CallinformationRequest;

—  Cancel;

— CancelStatusReportRequest;
—  FurnishCharginglnformation;
— RequestCurrentStatusReport;

RequestEveryStatusChangeReport;
RequestFirstStatusMatchReport;
RequestNotificationChargingEvent;

— RequestReportBCSMEvent;

— ResetTimer;

— SendChargingInformation.

Call Associated/Call Processing

— Analyselnformation;
—  CollectInformation;

—  Connect;

— ConnectToResource;

—  EstablishTemporaryConnection;

— HoldCallinNetwork;
— InitiateCallAttempt;
—  SelectFacility;

—  SelectRoute.

Procedures at I nvoking Entity (SCF)
A) Sending Operation

Precondition: SCSM
SCME

Postcondition: SCSM
SCME

Any state in which the above Call associated operations can be
transferred.

Any state in which the above Non call associated operations can be
transferred.

Any state as result of the transfer of any of the above operations.

Any state as result of the transfer of any of the above Non call
associated operations.

B) SCF receives Error "MissingParameter"

Precondition: SCSM
SCME

Postcondition: SCSM
SCME

Any state as result of the transfer of any of the above Call
associated operations.

Any state as result of the transfer of any of the above Non call
associated operations.

Transition to the initial state (i.e. before sending the erroneous
operation).

Transition to the initial state (i.e. before sending the erroneous
operation).

Recommendation Q.1218  (10/95) 159



The Service Logic and maintenance functions are informed. Further treatment of the call is dependent on Service Logic.

Procedur es at Responding Entity (SSF)

Precondition: 1) SSF-FSM Appropriate state.
2) SSF-FsSM Call associated operation received, appropriate event
occurred.
3) SSME Appropriate state.
4) SSME Non call associated operation received, appropriate
event.
Postcondition: 1) SSF-FSM Transition to the same state.
2) SSME Transition to the initial state (i.e. before receiving the

€rroneous operation).

The SSF-FSM detects the error in the received operation. The Error parameter is returned to inform the SCF of this
situation.

3.21.7.3 Operations SSF - SCF

— Analysedinformation;

— ApplyChargingReport;

— AssistRequestInstructions;
—  Collectedinformation;

— InitialDP;

—  OAnswer;

— OCalledPartyBusy;

— ODisconnect;

— OMidcall,

— ONoAnswer;

— OriginationAttemptAuthorized;
— RouteSelectFailure;

— TAnswer;

— TBusy;

— TDisconnect;

—  TermAttemptAuthorized;

— TMidcCall,

—  TNoAnswer.

Procedures at Invoking Entity (SSF)

A) Sending Operation

Precondition: SSF-FSM Any state in which the above operations can be
transferred.

Postcondition: SSF-FSM Any state as result of the transfer of any of the above
operations.

B) SSF receives Error "MissingParameter”

Precondition: SSF-FSM Any state as result of the transfer of any of the above
operations.
Postcondition: SSF-FSM state a Idle.

After receiving this Error, the SSF-FSM returns to the state Idle. The CCF routes the call if necessary (default routing to
a terminating announcement). If the call is already established (i.e. mid-call trigger or ApplyChargingReport), the CCF
may maintain the call or disconnect it. The choice between these two options is network operator specific. In case of an
assisting SSF, the temporary connection is released by the assisting SSF.
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Procedur es at Responding Entity (SCF)

Precondition: 1) SCSM Appropriate state.
2) SCSM Operation received, appropriate event occurred.
Postcondition: 1) SCSM state 1 Idle; in case of any operation listed above, except
AssistRequestInstructions.
or 2) SCSM state 2.1 Preparing SSF Instructions; in case  of

AssistRequestInstructions.

The SCSM detects the erroneous situation. The Error parameter is used to inform the SSF of this situation. The Service
L ogic and maintenance functions are informed.

3.2.1.74 OperationsSCF - SRF

—  PlayAnnouncement;
—  PromptAndCollectUserInformation;
— Cancel.

Procedures at Invoking Entity (SCF)
A) Sending Operation

Precondition: SCSM state 3.1 Determine Mode; PromptAndCollectUserInformation or
PlayAnnouncement will accompany the ConnectTo-
Resource.
or SCSM state 3.2 Waiting for AssistRequestinstructions; after

EstablishTemporaryConnection.

or SCSM state 4.1 Waiting for Response from the SRF; if more
PlayAnnouncements or PromptAndCollectUserlInfor-
mations are outstanding.

Postcondition: SCSM state 4.1 Waiting for Response from the SRF.
B) Receiving Error

Precondition: SCSM state 4.1 Waiting for Response from the SRF.

Postcondition: SCSM state 4.1 Waiting for Response from the SRF.

Error treatment depends on Service logic. SCF can initiate new User Interaction or force Disconnect (to SSF).

Procedur es at Responding Entity (SRF)

Precondition: SRSM state 2 Connected.
or SRSM state 3 User Interaction.
Postcondition: SRSM state 3 User Interaction.

The SRSM detects that a required parameter is not present in the Operation argument. The Error parameter

MissingParameter is used to inform the SCF of this situation. The SCF should take the appropriate actions to treat this
error.

3.21.75 OperationsSRF - SCF

— AssistRequestInstructions.

Proceduresat Invoking Entity (SRF)
A) Sending Operation

Precondition: SRSM state 2 Connected.

Postcondition: SRSM state 2 Connected.
B) Receiving Error

Precondition: SRSM state 2 Connected.

Postcondition: SRSM state 1 Idle.
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Procedur es at Responding Entity (SCF)

Precondition: SCSM state 3.2 Waiting for AssistRequestinstructions.

Postcondition: SCSM state 2.1 Preparing SSF instructions.
The SCSM detects the error in the received operation. The Error parameter is used to inform the SRF of this situation.
The Service Logic and maintenance functions are informed. The SCF might try another SRF, route the call or release the
call (Service Logic dependent).
3.21.8 Nameerror

3.2.1.81 General description

3.2.1.81.1 Error description

This error is sent by the SDF to the SCF to report a problem related to the name of the object. The conditions under
which an attribute error isto be issued are defined in 12.5/X.511 (1993).

321812  Argument description

The name error parameter and problem codes are specified in 12.5/X.511 (1993).

3.2.1.8.2 OperationsSCF - SDF

Search;

Add Entry;
Remove Entry;
Modify Entry.

Procedure at Invoking Entity (SCF)
A) Sending Operation

Precondition: SCSM state 4 SDF Bound or

SCSM state 2 Wait for subsequent requests.
Postcondition: SCSM state 4 SDF Bound or

SCSM state 2 Wait for subsequent requests.

B) Receiving Error
Precondition: SCSM state 4 SDF Bound.
Postcondition: SCSM state 4 SDF Bound.

Error Procedure is dependent on the Service Logic. If the SCF is able to change the request, it can do another SDF
guery, otherwise the service processing should be terminated.

Procedur e at Responding Entity (SDF)
A) Receiving Operation
Precondition: SDF-FSM state 3 SCF Bound.
Postcondition: SDF-FSM state 3 SCF Bound.
B) Returning Error
Precondition: SDF-FSM state 3 SCF Bound.
Postcondition: SDF-FSM state 3 SCF Bound.

The SDF could not perform the operation due to a name problem and therefore sends a Name error to the SCF. After
returning the error, no further error treatment is performed.
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3.219 ParameterOutOfRange

3.219.1 General description

321911

Error description

The responding entity cannot start the processing of the requested Operation because an Error in a parameter of the
Operation argument is detected: a parameter value is out of range. This error is applied for the following two cases
(when the error is determined by the application):

For the parameter which type is defined with the range of its size, such as INTEGER(x..y), SEQUENCE
SIZE(x..y) OF Type. This error is applied when the parameter value is z or the parameter size is z where

1

2)

z<xorz>y.

For the parameter which typeis defined as list of ENUMERATED value, the ParameterOutOf Range error

is applied when the parameter value is not equal to any of the ENUMERATED valuesin thelist.

3.219.2 Operations SCF - SSF

Non Call Associated

ActivateServiceFiltering.

Call Associated/Non Call Processing

ApplyCharging;
CallinformationRequest;
RequestCurrentStatusReport;
RequestEveryStatusChangeReport;
RequestFirstStatusMatchReport;
SendChargingInformation.

Call Associated/Call Processing

Analyzelnformation;
Collectinformation

Connect;

InitiateCallAttempt;
RequestNotificationChargingEvent;
RequestReportBCSMEvent;
ResetTimer;

SelectFacility;

SelectRoute.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.

3.219.3 OperationsSSF - SCF

Analyzedinformation;
ApplyChargingReport;
CollectedInformation;
InitialDP;

OAnswer;
OCalledPartyBusy;
Disconnect;

OMidcCall;

ONoAnswer;
OriginationAttemptAuthorized;
RouteSelectFailure;
TAnswer;
TCalledPartyBusy
TDisconnect;
TermAttemptAuthorized
TMidCall;

TNoAnswer.
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Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.

3.21.94 OperationsSCF - SRF

—  PlayAnnouncement;
—  PromptAndCollectUserInformation.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
3.21.10 RequestedinfoError
3.2.1.10.1 General description

3.21.10.1.1 Error description

The RequestedInfoError is an immediate response to the CallinformationRequest operation, indicating that the requested
information is not known to the SSF or is not available. RequestedInfoError is used when a specific SSF-CCF cannot
offer the information specified with RequestedinformationType but there exists other SSF-CCF that can offer the
information.

3.21.10.1.2 Argument description

PARAMETER ENUMERATED {
unknownRegquestedi nfo (1),
requestedi nfoNotAvailable (2)
-- other values FFS

}
3.2.1.10.2 Operations SCF - SSF

—  CallinformationRequest.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
3.2.1.11 Serviceerror
3.2.1.11.1 General description

3.21.11.1.1 Error description

This error is sent by the SDF to the SCF to report a problem related to the provision of the service. The conditions under
which a service error is to be issued are defined in 12.8/X.511 (1993).

3.21.11.1.2 Argument description

The Service error parameter and problem codes are specified in 12.8/X.511 (1993).

3.21.11.2 Operations SCF - SDF

Bind;

Search;

Add Entry;
Remove Entry;
Modify Entry.

Procedureat Invoking Entity (SCF)
A) Sending Operation
Precondition: SCSM state 1 Idle (in case of Bind).

or SCSM state 2 Wait for subsequent requests (in case of operations
except Bind).

or SCSM state 4 SDF Bound (in case of operations except Bind).
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Postcondition: SCSM state 2 Wait for subseguent requests (in case of al the possible

operations).
or SCSM state 4 SDF Bound (in case of operations except Bind).
B) Receiving Error
Precondition: SCSM state 3 Wait for Bind result (in case of Bind).
or SCSM state 4 SDF Bound (in case of operations except Bind).
Postcondition: SCSM state 1 Idle (in case of Bind).
or SCSM state 4 SDF Bound (in case of operations except Bind).

Error Procedure is dependent on the Service Logic. If there is an aternative SDF it may be possible to do another query,
otherwise the service processing should be terminated.

Procedur e at Responding Entity (SDF)

A) Receiving Operation

Precondition: SDF-FSM state 1 Idle (in case of Bind).

or SDF-FSM state 3 SCF Bound (in case of operations except Bind).
Postcondition: SDF-FSM state 2 Bind Pending (in case of Bind).

or SDF-FSM state 3 SCF Bound (in case of operations except Bind).

B) Returning Error

Precondition: SDF-FSM state 2 Bind Pending (in case of Bind).

or SDF-FSM state 3 SCF Bound (in case of operations except Bind).
Postcondition: SDF-FSM state 1 Idle (in case of Bind).

or SDF-FSM state 3 SCF Bound (in case of operations except Bind).

The SDF could not perform the operation due to a service related problem and sends a Service error to the SCF. After
returning the error, no further error treatment is performed.

3.21.12 Security error
3.2.1.12.1 General description

3.2.1.12.1.1 Error description

This error is sent by the SDF to the SCF to report a problem in carrying out an operation for security reasons. The
conditions under which a security error isto be issued are defined in 12.7/X.511 (1993).

3211212 Argument description

The security error parameter and problem codes are specified in 12.7/X.511 (1993).

3.2.1.12.2 Operations SCF - SDF

— Bind;

—  Search;

— Add Entry;

— Remove Entry;
—  Modify Entry.
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Procedure at Invoking Entity (SCF)

A) Sending Operation

Precondition: SCSM state 1 Idle (in case of Bind).
or SCSM state 2 Wait for subsequent requests (in case of operations
except Bind).
or SCSM state 4 SDF Bound (in case of operations except Bind).
Postcondition: SCSM state 2 Wait for subsequent requests (in case of al the possible
operations).
or SCSM state 4 SDF Bound (in case of operations except Bind).
B) Receiving Error
Precondition: SCSM state 3 Wait for Bind result (in case of Bind).
or SCSM state 4 SDF Bound (in case of operations except Bind).
Postcondition: SCSM state 1 Idle (in case of Bind).
or SCSM state 4 SDF Bound (in case of operations except Bind).

Error Procedure isindependent of the Service Logic. The service processing should be terminated.

Procedure at Responding Entity (SDF)

A) Receiving Operation

Precondition: SDF-FSM state 1 Idle (in case of Bind).

or SDF-FSM state 3 SCF Bound (in case of operations except Bind).
Postcondition: SDF-FSM state 2 Bind Pending (in case of Bind).

or SDF-FSM state 3 SCF Bound (in case of operations except Bind).

B) Returning Error

Precondition: SDF-FSM state 2 Bind Pending (in case of Bind).

or SDF-FSM state 3 SCF Bound (in case of operations except Bind).
Postcondition: SDF-FSM state 1 Idle (in case of Bind).

or SDF-FSM state 3 SCF Bound (in case of operations except Bind).

The SDF could not perform the operation for security reasons and therefore sends a Security error to the SCF. After
returning the error, no further error treatment is performed.

3.21.13 SystemFailure
3.2.1.13.1 General description

3.21.13.1.1 Error description

This error is returned by a physical entity if it was not able to fulfil a specific task as requested by an operation, and
recovery is not expected to be completed within the current call instance (clarification is FFS).
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3.21.13.1.2 Argument description

PARAMETER
UnavailableNetwor kResour ce

UnavailableNetworkResource ::= ENUMERATED {
unavailableResour ces (0),
componentFailure (1),
basicCallProcessingException (2),
resour ceStatusFailure (3),
endUser Failure (4)}

3.2.1.13.2 Operations SCF - SSF

Non Call Associated

—  ActivateServiceFiltering.

Call Associated/Non Call Processing

— ApplyCharging;

—  CallinformationRequest;

— CancelStatusReportRequest;

— RequestCurrentStatusReport;
RequestEveryStatusChangeReport;

— RequestFirstStatusMatchReport;

— RequestNotificationChargingEvent;

— RequestReportBCSMEvent;

—  SendChargingInformation.

Call Associated/Call Processing

— Analyselnformation;

—  Collectinformation;

—  Connect;

— ConnectToResource;

—  DisconnectForwardConnection;
—  EstablishTemporaryConnection;
— HoldCallinNetwork;

— InitiateCallAttempt;

—  SelectFacility;

— SelectRoute.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.

3.2.1.13.3 Operations SSF - SCF

— Analysedinformation;

— ApplyChargingReport;

—  CollectedInformation;

— InitialDP;

—  OAnswer;

— OCalledPartyBusy;

— ODisconnect;

— OMidcall;

— ONoAnswer;

— OriginationAttemptAuthorized;
— RouteSelectFailure;

— TAnswer;

—  TBusy;

— TDisconnect;

—  TermAttemptAuthorized;
—  TMidCall;

—  TNoAnswer.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
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3.2.1.13.4 Operations SCF - SRF

— Cancel;
— PlayAnnouncement;
—  PromptAndCollectUserInformation.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.

3.2.1.13.5 Operations SRF - SCF

— AssistRequestInstructions.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
3.2.1.14 Task refused
3.2.1.14.1 General introduction

3.21.14.1.1 Error description

This Error is returned by a physical entity if it was not able to fulfil a specific task as requested by an operation, and
recovery is expected to be completed within the current call instance. (The precise definition is FFS.)

3.21.14.1.2 Argument description

PARAMETER ENUMERATED {
generic (0),
unobtainable (1),
congestion (2)

-- other values FFS
}

3.2.1.14.2 Operations SCF - SSF

Non Call Associated

— ActivateServiceFiltering.

Call Associated/Non Call Processing

— ApplyCharging;

—  CallinformationRequest;

— Cancel;

— CancelStatusReportRequest;

—  FurnishChargingInformation;

— RequestCurrentStatusReport;

— RequestEveryStatusChangeReport;
— RequestFirstStatusMatchReport;

— RequestNotificationChargingEvent;
— RequestReportBCSMEvent;

— ResetTimer;

—  SendChargingInformation.

Call Associated/Call Processing

— Analyselnformation;

—  Collectinformation;

—  Connect;

— ConnectToResource;

— DisconnectForwardConnection;
—  EstablishTemporaryConnection;
— HoldCallinNetwork;

— InitiateCallAttempt;

—  SelectFacility;

—  SelectRoute;

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
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3.2.1.14.3 Operations SSF - SCF

— Analysedinformation;

—  ApplyChargingReport;

— AssistRequestInstructions;
—  CollectedInformation;

— InitialDP;

—  OAnswer;

— OCalledPartyBusy;

— ODisconnect;

— OMidcCall;

— ONoAnswer;

— OriginationAttemptAuthorized;
— RouteSelectFailure;

— TAnswer;

—  TBusy;,

— TDisconnect;

—  TermAttemptAuthorized;

-  TMidCall;

—  TNoAnswer.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.

3.2.1.14.4 Operations SCF - SRF

— Cancel;
—  PlayAnnouncement;
—  PromptAndCollectUserInformation.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
3.2.1.14.5 Operations SRF - SCF
— AssistRequestInstructions.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
3.2.1.15 UnavailableResource
3.2.1.15.1 General description

3.21.15.1.1 Error description

The SRF is not able to perform its function (i.e. play a certain announcement and/or collect specific user information),
and cannot be replaced. A reattempt is not possible.

3.2.1.15.2 Operations SCF - SRF

—  PlayAnnouncement;
—  PromptAndCollectUserInformation.

Procedures at I nvoking Entity (SCF)

A) SCF sends PlayAnnouncement or PromptAndCollectUserInformation to SRF

Precondition: SCSM state 3.1 Determine Mode; PlayAnnouncement or PromptAnd-
CollectUserInformation will accompany the
ConnectToResource.
or SCSM state 3.2 Waiting for AssistRequestinstructions; after Establish-
TemporaryConnection.
or SCSM state 4.1 Waiting for Response from the SRF; if more

PlayAnnouncements or PromptAndCollectUser-
Informations are outstanding.

Postcondition: SCSM state 4.1 Waiting for Response from the SRF.
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B) SCF receives UnavailableResource Error from SRF
Precondition: SCSM state 4.1 Waiting for Response from the SRF.
Postcondition: SCSM state 4.1 Waiting for Response from the SRF.

If the chosen resource cannot perform its function, the further treatment is service dependent.
Examples. — request SSF to connect to alternative SRF;
— service processing without PlayAnnouncement or PromptAndCollectUserinformation (if possible);

— terminate service processing.

Procedures at Responding Entity (SRF)
A) SREF receiving PlayAnnouncement or PromptAndCollectUserInformation

Precondition: SRSM state 2 Connected; if initial PlayAnnouncement or PromptAnd-
CollectUserInformation.

or SRSM state 3 User Interaction; if not initial PlayAnnouncement or
PromptAndCollectUserInformation.

B) SRF is not able to perform its function (and cannot be replaced). SRF sends UnavailableResource.
Precondition: SRSM state 3 User Interaction.

Postcondition: SRSM state 3 User Interaction.
3.21.16 UnexpectedComponentSequence
3.2.1.16.1 General description

3.21.16.1.1 Error description

The responding entity cannot start the processing of the requested operation because a SACF or MACF rule is violated,
or the operation could not be processed in the current state of the FSM.

3.2.1.16.2 Operations SCF — SSF

Non Call Associated

— ActivateServiceFiltering.

Call Associated/Non Call Processing

— ApplyCharging;

—  CallinformationRequest;

—  FurnishCharginglnformation;

— RequestCurrentStatusReport;

— RequestEveryStatusChangeReport;
— RequestFirstStatusMatchReport;

— RequestNaotificationChargingEvent;
— RequestReportBCSMEvent;

— ResetTimer;

—  SendCharginginformation.

Call Associated/Call Processing

— Analyselnformation;

—  Collectinformation;

—  Connect;

— ConnectToResource;

— DisconnectForwardConnection;
—  EstablishTemporaryConnection;
— HoldCallinNetwork;

— InitiateCallAttempt;

—  SelectFacility;

—  SelectRoute.
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In this case the SSF detects the erroneous situation, sends the UnexpectedComponentSequence error and remains in the
same state. In the SCF the Service Logic and maintenance functions are informed and the Service Logic decides about
error treatment.

3.2.1.16.3 Operations SSF - SCF

— Analysedinformation;

— ApplyChargingReport;

— AssistRequestInstructions;
—  CollectedInformation;

— InitialDP;

—  OAnswer;

— OCalledPartyBusy;

— ODisconnect;

— OMidcCall;

— ONOoAnswer;

—  OriginationAttemptAuthorized;
— RouteSelectFailure;

— Answer;

—  TBusy,

— TDisconnect;

—  TermAttemptAuthorized;

— TMidcCall,

— TNoAnswer.

In case of assisting SSF an error occurs in case an AssistRequestinstructions is sent while a relationship between SCF
and assisting SSF has already been established, the SCF returns the error parameter. Service Logic and maintenance al
informed. On receiving the error, the assisting SSF moves to Idle and the temporary connection is released.

In case the operation is sent by an "initiating” SSF in the context of an existing relationship, the SCF returns the error
parameter. Service Logic and maintenance are informed. On receiving the error, the SSF moves to Idle.

3.2.1.16.4 Operations SCF - SRF (only applicablefor direct SCF-SRF case)

—  PlayAnnouncement;
—  PromptAndCollectUserInformation.

In this case the SRF detects the erroneous situation, sends the UnexpectedComponentSequence error and remains in th
same state. In the SCF, the Service Logic and maintenance functions are informed and the Service Logic decides about
error treatment. Possible error treatment is to send the DisconnectForwardConnection operation to the SSF.

3.2.1.16.5 Operations SRF - SCF

— AssistRequestInstructions.
In this case, an error occurs if the SRF has already an established relationship with the SCF and sends an
AssistRequestlnstructions. The SCF detects the erroneous situation, informs Service Logic and maintenance functions

and returns the error parameter. On receiving the parameter, the SRF moves to Idle and releases the temporary
connection.

3.2.1.17 UnexpectedDataValue
3.21.17.1 General description

3.21.17.1.1 Error description

The responding entity cannot complete the processing of the requested Operation because a parameter has an unexpecte
data value.

Note that this error does not overlap with "ParameterOutOfRange"
Example: startTime DateAndTime ::= --value indicating January 32 1993, 12:15:01

The responding entity does not expect this value and responds with "UnexpectedDataValue".
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3.2.1.17.2 Operations SCF - SSF

Non Call Associated

— ActivateServiceFiltering.

Call Associated/Non Call Processing

— ApplyCharging;

—  CallinformationRequest;

— Cancel;

— CancelStatusReportRequest;

—  FurnishCharginginformation;

— RequestCurrentStatusReport;

— RequestEveryStatusChangeReport;
— RequestFirstStatusMatchReport;

— RegquestNotificationChargingEvent;
— RequestReportBCSMEvent;

— ResetTimer;

— SendChargingInformation.

Call Associated/Call Processing

— Analyselnformation;

—  Collectinformation;

—  Connect;

— ConnectToResource;

—  EstablishTemporaryConnection;
— HoldCallinNetwork;

— InitiateCallAttempt;

—  SelectFacility;

—  SelectRoute.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.

3.2.1.17.3 Operations SSF - SCF

— Analysedinformation;

— ApplyChargingReport;

— AssistRequestInstructions;
—  CollectedInformation;

— InitialDP;

— OAnswer;

— OCalledPartyBusy;

— ODisconnect;

— OMidcCall;

— ONoAnswer;

— OriginationAttemptAuthorized;
— RouteSelectFailure;

— TAnswer;

—  TBusy;

— TDisconnect;

—  TermAttemptAuthorized;

—  TMidCall;

— TNoAnswer.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.

3.2.1.17.4 Operations SCF - SRF

— Cancel;
—  PlayAnnouncement;
—  PromptAndCollectUserInformation.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
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3.2.1.17.5 Operations SRF - SCF

— AssistRequestInstructions.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
3.2.1.18 UnexpectedParameter
3.2.1.18.1 General description

3.21.18.1.1 Error description

There is an error in the received Operation argument. A valid but unexpected parameter was present in the Operation
argument. The presence of this parameter is not consistent with the presence of the other parameters. The responding
entity cannot start to process the Operation.

3.2.1.18.2 Operations SCF — SSF

Non Call Associated

— ActivateServiceFiltering.

Call Associated/Non Call Processing

— ApplyCharging;

— CallinformationRequest;

—  FurnishCharginginformation;

— RequestCurrentStatusReport;

— RequestEveryStatusChangeReport;
— RequestFirstStatusMatchReport;

— RegquestNaotificationChargingEvent;
— RequestReportBCSMEvent;

— ResetTimer;

— SendCharginglnformation.

Call Associated/Call Processing

— Analyselnformation;

—  CollectInformation;

— Connect;

— ConnectToResource;

—  EstablishTemporaryConnection;
— HoldCallinNetwork;

— InitiateCallAttempt;

—  SelectFacility;

— SelectRoute.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.

3.2.1.18.3 Operations SSF -~ SCF

— Analysedinformation;

— ApplyChargingReport;

— AssistRequestInstructions;
—  Collectedinformation;

— InitialDP;

— OAnswer;

— OCalledPartyBusy;

— ODisconnect;

— OMidcall;

—  ONoAnswer;

—  OriginationAttemptAuthorized;
— RouteSelectFailure;

—  TAnswer;

—  TBusy;,
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— TDisconnect;

—  TermAttemptAuthorized;
— TMidCall;

—  TNoAnswer.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.

3.2.1.18.4 Operations SCF - SRF

—  PlayAnnouncement;
—  PromptAndCollectUserInformation.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.

3.2.1.185 Operations SRF - SCF

— AssistRequestinstructions.
Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
3.21.19 UnknownLeglD
3.2.1.19.1 General description

3.21.19.1.1 Error description

This error is used to indicate to the SCF that a specific leg, indicated by the LeglD parameter value in the operation, is
unknown to the SSF.

3.2.1.19.2 Operations SCF - SSF

Call Associated/Non Call Processing

— SendChargingInformation.
Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
3.2.1.20 UnknownResource
3.2.1.20.1 General description

3.21.20.1.1 Error description

This error is used to indicate to the SCF that a specific physical resource which is indicated by the ResourcelD
parameter, is not known to the SSF.

3.2.1.20.2 Operations SCF — SSF

—  Call Associated/Non Call Processing;
— RequestCurrentStatusReport;

— RequestEveryStatusChangeReport;
— RequestFirstStatusMatchReport.

Refer to 3.2.1.7 MissingParameter for the appropriate error procedures.
3.2.1.21 Updateerror
3.2.1.21.1 General description

3212111 Error description

This error is sent by the SDF to the SCF to report a problem related to attempts to add, delete, or modify information in
the SDF. The conditions under which an update error is to be issued are defined in 12.9/X.511 (1993).

3212112 Argument description

The update error parameter and problem codes are specified in 12.9/X.511 (1993).
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3.2.1.21.2 Operations SCF - SDF

— Add Entry;

— Remove Entry;

—  Modify Entry.
Procedureat Invoking Entity (SCF)

A) Sending Operation

Precondition: SCSM state 4 SDF Bound or
SCSM state 2 Wait for subsequent requests.
Postcondition: SCSM state 4 SDF Bound or
SCSM state 2 Wait for subsequent requests.
B) Receiving Error
Precondition: SCSM state 4 SDF Bound.
Postcondition: SCSM state 4 SDF Bound.

Error Procedure is dependent on the Service Logic.

Procedur e at Responding Entity (SDF)

A) Receiving Operation

Precondition: SDF-FSM state 3 SCF Bound.

Postcondition: SDF-FSM state 3 SCF Bound.
B) Returning Error

Precondition: SDF-FSM state 3 SCF Bound.

Postcondition: SDF-FSM state 3 SCF Bound.

The SDF could not perform the operation due to a problem related to the addition, deletion or modification of
information and sends an Update error to the SCF. After returning the error, no further error treatment is performed.

322 Entity related error procedures

The following subclauses define the error handling for the entity related errors. Since the error situations are not
originated by the reception of an operation, the invoking entity is denoted here as the entity at which the error situation is
detected. The responding entity is the entity which receives the error report.

The TCAP services used for reporting errors are described in 3.4.
3.22.1 Expiration of Tgge

3.22.1.1 General description

322111  Error description

A timeout occurred in the SSF on the response from the SCF.
3.22.1.2 ProceduresSSF - SCF

Procedur e at the I nvoking Entity (SSF)

Timeout occurs in SSF ongdr.

Precondition: SSF-FSM state ¢ Waiting for Instructions.

or SSF-FSM state d Waiting for end of User Interaction.

or SSF-FSM state e Waiting for end of Temporary connection.
Postcondition: SSF-FSM state a Idle.

The SSF-FSM aborts the dialogue and moves to the Idle state, the CCF routes the call if necessary (e.g. default routing
to a terminating announcement). The abort is reported to the maintenance functions.
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Procedur e at the Responding Entity (SCF)

SCF receives a dialogue abort.

Precondition: Any state.
Postcondition: SCSM state 1 Idle; if the abort is related to a SSF dialogue.
or SCSM state 2 Preparing SSF instructions; if the abort is related to an

assisting SSF dialogue.
The SCF releases all allocated resources and reports the abort to the maintenance functions, if the abort is received on a
SSF dialogue. The SCF releases all resources related to the dialogue, reports the abort to the maintenance functions and
returns to state preparing SSF instructions, if the abort is received on an assisting SSF dialogue.
3.2.2.2 Expiration of Tgrg
32221 General description

322211 Error description

A timeout occurred in the SRF on the response from the SCF. This procedure concerns only the direct SCF-SRF case.
3.2.2.2.2 Procedures SRF - SCF

Procedure at the Invoking Entity (SRF)

Timeout occursin SRF on TR

Precondition: SRSM state 2 Connected.
or SRSM state 3 User Interaction.
Postcondition: SRSM state 1 Idle.

The SRF aborts the dialogue and moves to the Idle state, all allocated resources are de-allocated. The abort is reported to
the maintenance functions.

Procedur e at the Responding Entity (SCF)

SCF receives a dialogue abort.
Precondition: SCSM state 4 User Interaction.
Postcondition: SCSM state 2 Preparing SSF instructions.

The SCF releases all resources related to the dialogue, reports the abort to the maintenance functions and returns to state
preparing SSF instructions.

33 Detailed Operation procedures

The intended use of operations and parameters from clause 2 not described in the following detailed procedure
descriptions is for further study. For more information please refer to 6.4/Q.1214.

331 ActivateServiceFiltering procedure

3.3.1.1 General description

When receiving this operation, the SSF handles calls to destinations in a specified manner without request for
instructions to the SCF. In the case of service filtering, the SSF executes a specific service filtering algorithm. For the
transfer of service filtering results refer to the operation ' ServiceFilteringResponse'.
33111 Parameters

a) filteredCallTreatment:

This parameter specifies how filtered calls are treated. It includes information about the announcement to
be played, the charging approach, the number of counters used and the release cause to be applied to
filtered calls.
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i)  sFBillingChargingCharacteristics:
This parameter determines the charging to be applied for service filtering. Its content is network
specific.
NOTE — Actual format and encoding is for further study.
ii) informationToSend:

This parameter indicates an announcement, a tone or display information to be sent to the calling
party. At the end of information sending, the call shall be released.

e inbandinfo:
This parameter specifies the inband information to be sent.
— messagelD:
This parameter indicates the message(s) to be sent, it can be one of the following:
1) elementaryMessagelD:
This parameter indicates a single announcement.
2) text:

This parameter indicates a text to be sent. The text shall be transformed to inband
information (speech). This parameter consist of two subparameters, messageContent and
attributes. The attributes of text may consist of items such as language.

3) elementaryMessagelDs:
This parameter specifies a sequence of announcements.
4) variableMessage:
This parameter specifies an announcement with one or more variable parts.
— numberOfRepetitions:

This parameter indicates the maximum number of times the message shall be sent to the end-
user.

— duration:

This parameter indicates the maximum time duration in seconds that the message shall be
played/repeated. ZERO indicates endless repetition.

— interval:

This parameter indicates the time interval in seconds between repetitions, i.e. the time
between the end of the announcement and the start of the next repetition. This parameter can
only be used when the number of repetitiorss is

* tone:
This parameter specifies a tone to be sent to the end-user.
— tonelD:
This parameter indicates the tone to be sent.
— duration:

This parameter indicates the time duration in seconds of the tone to be sent. ZERO indicates
infinite duration.

e displaylnformation:

This parameter indicates a text string to be sent to the end-user. This information can not be
received by a PSTN end-user.

iii) maximumNumberOfCounters:

This parameter provides the number of counters to be allocated as well as the number of destinations
included in the service filtering, i.e. 'maximumNumberOfCounters' subsequent destination addresses
beginning with the destination address provided in ‘filteringCriteria’ are used for service filtering.
One counter is assigned to each of these destination addresses.
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The number of counters may only be >1 if the 'filteringCriteria’ are of the type ' addressAndService'.
iv) releaseCause:

This parameter provides the cause value used for call release after the 'informationToSend’ (for
example announcement) has been sent to the calling party. If 'releaseCause’ is not present, the default
valueisthe same as the ISUP value decimal 31 (normal unspecified).

b) filteringCharacteristics:
This parameter indicates the severity of the filtering and the point in time when the

‘ServiceFilteringResponse’ shall be sent. It determines whether the ‘interval’ or the 'numberOfCalls are
used.

i) interva:

After expiration of the interval timer the next call to arrive causes following actions:

e sending of an’InitialDP' or a DP-specific operation;

e sending of a’ ServicdrilteringResponse’;

e  dtarting again the interval timer.
When filtering is started the first interval is started.
Aninterva of O indicates that al calls matching the filtering criteriawill result in sending of an
‘InitialDP* or a DP-specific operation and no filtering will be applied (i.e. no
' ServiceFilteringResponse’ will be sent).

An interval of —1 indicates that none of the calls matching the filtering criteria will either result
in sending of an 'InitialDP’ or a DP-specific operation or a 'ServiceFilteringResponse’ operation.

Other values indicate duration in seconds.
i) numberOfCalls:

The n th call causes an 'InitialDP' or a DP-specific operation and a 'ServiceFilteringResponse’
operation sent to the SCF. This threshold value is met if the sum of all counters assigned to one
service filtering entity is equal to 'numberOfCalls'.

A number of calls of 0 indicates that none of the calls matching the filtering criteria will result in
sending of an 'InitialDP' or a DP-specific operation and a 'ServiceFilteringResponse' operation.

c) filteringTimeOut:

This parameter indicates the duration of the filtering. When the time expires, a 'ServiceFilteringResponse'
is sent to the SCF and service filtering is stopped. Two approaches are supported (duration or stopTime):

i) duration:
If the duration time expires, then service filtering is stopped and the final report is sent to the SCF.
A duration of 0 indicates that service filtering is to be removed.
A duration of —1 indicates an infinite duration.
A duration of -2 indicates a network specific duration.
Other values indicate duration in seconds.
i) stopTime:

When the 'stopTime' is met then service filtering is stopped and the final report is sent to the SCF. If
'stopTime' was already met, i.e. the value of the stopTime is less than the value of the actual time but
the difference does not exceed the value equivalent to 50 years, then service filtering is immediately
stopped and the actual counter values are reported to the SCF. This occurs in cases where the SCF
wishes to explicitly stop a running service filtering.

Recommendation Q.1218  (10/95)



d) filteringCriteria

This parameter specifies which calls are filtered based on ’'serviceKey’, 'callingAddressvValu€),
"calledAddressvValue' or 'locationNumber’. It is achoice of ’servicekey’ or *addressAndService'.

i) serviceKey:

This parameter identifies unambiguously the requested IN service for which filtering should be
applied.

i) addressAndService:

This parameter identifies the IN service and dialled number for which filtering should be applied.
The geographical areamay also beidentified (' callingAddressvValue' and/or 'locationNumber’).

iii) caledAddressVvalue:

This parameter contains the dialled humber towards which filtering shall be applied. The complete
called party number shall be specified.

iv) serviceKey:

This parameter identifies unambiguously the requested IN service for which filtering should be
applied.

v) calingAddressValue:

This parameter contains the calling party number which identifies the calling party or geographical
origin of the call for which filtering shall be applied.

vi) locationNumber:

This parameter identifies the geographical area from which the call to be filtered originates. It is used
when ‘callingAddressVaue does not contain any information about the geographical location of the
calling party.

e sartTime

This parameter defines when filtering is started. If 'startTime' is not provided or was already met, the SSF
starts filtering immediately.

3.3.1.2 Invoking Entity (SCF)

3.3.1.21 Normal procedure
SCF Precondition:
— SLPI detects that service filtering has to be initiated at the SSF.
SCF Postconditions:
1) SLPI starts an application timer to monitor the expected end of service filtering.

2) The SCME is in the state "Waiting For ServiceFilteringResponse”.

Sending the 'ActivateServiceFiltering' operation causes a transition of the SCME from the state "Service Filtering Idle"
to the state "Waiting For SSF Service Filtering Response”. The SCME remains in this state until the application timer in
the SLPI expires. The SCME is informed by the SLPI about timer expiration. Then it moves to the state "Service
Filtering Idle".

If no errors occurred after receiving an 'ActivateServiceFiltering' at the SSF an empty Return Result is sent to the SCF.
That causes no state transition in the SCME.

To change the parameters of an existing service filtering entity, the SCF has to send an 'ActivateServiceFiltering'
operation with the same 'filtering Criteria'. The second parameter set replaces the first one.

3.3.1.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.
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3.3.1.3 Responding Entity (SSF)

3.3.1.3.1 Normal procedure
SSF Precondition:

— None.

SSF Postcondition:
— The SSME-FSM is in the state "Non Call Associated Treatment".

If there is no already existing SSME-FSM for the "filteringCriteria” provided, then a new SSME-FSM is created. This
SSME-FSM enters the state "Non-Call Associated Treatment" and initializes the service filtering for the specified IN
calls. The parameters “filteredCallTreatment", "filteringCharacteristics", “filteringCriteria", "filteringTimeOut" and
"startTime" are set as provided in the operation. A number of counters will be allocated and reset. In the case of the
"startTime" that has not been met yet, the service filtering will be started at the specified point in time.

If the operation "ActivateServiceFiltering" addresses an already existing service filtering entity, the parameters
"filteredCallTreatment", "filteringCharacteristics", "filteringTimeOut" and "startTime" are modified as provided in the
operation. In the case that the addressed service filtering entity is active, the SSF reports the counter values to the SCF
via the operation "ServiceFilteringResponse". The service filtering process is stopped if an already expired "stopTime"
or "duration" equal to ZERO or a new not yet met "startTime" is provided. The SSF then proceeds as described for
"ServiceFilteringResponse”. In the case of the "startTime" that has not been met yet, the service filtering will be

continued at the specified point in time.

If the service filtering proceeds, then the SSME-FSM remains in the state "Non-Call Associated Treatment". Otherwise
the SSME-FSM moves to state "ldle Management".

When a call matches several active "filteringCriteria" it should be subject to filtering on the most specific critesa, i.e. th
criteria with the longest "callingAddressValue" or "locationNumber”, or alternatively the criteria with the largest number
of parameters specified.

When performing service filtering with the "filteringCriteria"-"addressAndService", the first parameters checked will
always be the "serviceKey" and "calledAddressValue".

If an "ActivateServiceFiltering" operation is passed to the SSF with the "filteringCriteria" "addressAndService" with
both "callingAddressValue" and "locationNumber" present, the following is applicable:

— When the SSF receives a call that matches "serviceKey" and "calledAddressValue" (in the active
"filteringCriteria"), it investigates whether or not the "locationNumber" is present in the initial address
message. If it is present and matches the active "filteringCriteria”, the call is filtered. If the SSF finds that
the "locationNumber" is absent, then it will check the "callingAddressValue" and perform filtering
depending on that parameter.

If no errors occurred after receiving an "ActivateServiceFiltering" on the SSF, an empty Return Result is sent to the
SCF. That causes no state transition in the SSME-FSM.

Following application timers are used:
— detect moment to start service filtering (start time);
— duration time for service filtering;
— interval time for service filtering (for timer controlled approach).
3.3.1.3.2 Error handling
If the SSF detects an error with any of the defined error values, then this error is reported to the SCF.
The event is recorded in the SSF and an error condition indicated.

In case a new SSME-FSM should be created, the relationship is ended and all concerned resources (e.g. counters) are
released. The SSME-FSM remains in the state "Idle Management".

In case there is already an existing SSME-FSM, the service filtering data remains unchanged. The SSME-FSM remains
in the state "Non-Call Associated Treatment".

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.
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332 ActivityTest procedure

3.3.21 General description

This operation is used to check for the continued existence of a relationship between the SCF and SSF. If the
relationship is still in existence, then the SSF will respond. If no reply is received within a given time period, then the
SCF will assume that the SSF has failed in some way and will take the appropriate action.

3.3.21.1 Parameters

None.
3.3.22 Invoking Entity (SCF)

3.3.22.1 Normal procedure

SCF Preconditions:
1) A relationship exists between the SCF and the SSF.
2) Theactivity test timer (Tati) expires, after which the’ ActivityTest’ operation is sent to the SSF.

SCF Postcondition:

— If a Return Result ‘ActivityTest' is received, the SCME resets the activity test timer and takes no further
action.

3.3.22.2 Error handling

If a time-out on the 'ActivityTest' operation or a P-Abort is received from TCAP, this is an indication that the
relationship with the SSF was somehow lost. If a time-out is received, SCF aborts the dialogue.

The SLPI that was the user of this dialogue will be informed, the corresponding SCSM-FSM will move to the state
“Idle".

3.3.23 Responding Entity (SSF)

3.3.23.1 Normal procedure

SSF Precondition:
— Arelationship exists between the SCF and the SSF.

SSF Postconditions:
1) The SSME-FSM stays in, or moves to the state "Non Call Associated Treatment".

2) If the Dialogue ID is active and if there is a SSF-FSM using the dialogue, the SSME sends a Return
Result 'ActivityTest' to the SCF. If there are no other management activities, the SSME-FSM returns to
the state "Idle Management”; or

If the Dialogue ID is not active, the TCAP in the SSF will issue a P-Abort, the SSME will in that case
never receive the 'ActivityTest' req.ind and thus will not be able to reply.

3.3.2.3.2 Error handling
Operation related error handling is not applicable, due to class 3 operation.
333 AddEntry procedure

3.3.3.1 General description

The X.500 'AddEntry' operation is used to request the SDF to add a leaf entry (either an object entry or an alias entry) in
the DIT. For a full description of the AddEntry operation, see 11.1/X.511.

3.3.3.1.1 Parameters

See 11.1.1/X.511 and 11.1.2/X.511.
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3.3.3.2 Invoking Entity (SCF)

3.3.3.21 Normal procedure

SCF Precondition:

— SCSM: "SDF Bound" or "Wait for Subsequent Requests".

SCF Postcondition:
— SCSM: "SDF Bound".

When the SCSM is in the state "Wait for Subsequent Requests" and a need of the service logic to add an entry in the
SDF exists, an internal event [(e2) Request_to_SDF] occurs. Until the application process has not indicated with a
delimitor (or a timer expiry) that the operation should be sent, the SCSM remains in the state "Wait for Subsequent
Requests" and the operation is not sent. The operation is sent to the SDF in a message containing a Bind argument. The
SCSM waits for the response from the SDF. The reception of the response [(E5) Response_from_SDF_with_Bind or
(E4) Bind_Error] to the Bind operation previously issued to the SDF causes a transition of the SCF to the state "SDF
Bound" or to the state "Idle". When the SCSM has moved to state "Idle", the AddEntry operation was discarded. In the
State "SDF Bound", the response of the AddEntry operation [(E7) Response_from_SDF] causes a transition of the SCF
to the same state ("SDF Bound"). It may be either the result of the AddEntry operation or an error.

When the SCSM is in the state "SDF Bound" and a need of the service logic to add an entry in the SDF exists, an
internal event occurs. This event, called (e6) Request_to_SDF causes a transition to the same state "SDF Bound" and the
SCSM waits for the response from the SDF. The reception of the response [(E7) Response_from_SDF] to the AddEntry
operation previously issued to the SDF causes a transition of the SCF to the same state "SDF Bound". The response from
the SDF may be either the result of the AddEntry operation or an error.

3.3.3.2.2 Error handling

Generic error handling for the operation related errors is described in 11.1.4/X.511 and 11.1.5/X.511 and the TCAP
services that are used for reporting operating errors are described in 2.2.2.

3.3.3.3 Responding Entity (SDF)

3.3.3.3.1 Normal procedure

SDF Precondition:
— SDSM: "SCF Bound"or "Bind Pending".

SDF Postcondition:
— SDSM "SCF Bound".

When the SDF is in the state "Bind Pending", the external event (E3) Request_from_SCF caused by the reception of an
'‘AddEntry' operation from the SCF occurs. The SDF does not proceed to the operation until a Bind operation has been
successfully executed. It remains in the same state.

When the SDF is in the state "SCF Bound", the external event (E7) Request_from_SCF caused by the reception of an
'‘AddEntry' operation from the SCF occurs. The SDF waits for the response to the operation.

On the receipt of the event (E7) and before adding the new entry item, the SDF takes the following actions:
—  verify that the superior object to which the entry should be added exists in the SDF;
—  verify that the entry does not already exist in the SDF;

— verify that the access rights to add the entry and each of its components (attributes and values) are
sufficient;

—  verify that the entry conforms to the Directory schema.

After the specified actions indicated above are successfully executed, the entry is added into the SDF database. A null
result is returned to the SCF. The sending of the result corresponds to the event (e6) Response_to_SCF.

182 Recommendation Q.1218  (10/95)



3.3.3.3.2 Error handling

Generic error handling for the operation related errors is described in 11.1.4/X.511 and 11.1.5/X.511 and the TCAP
services that are used for reporting operating errors are described in 2.2.2.

334 Analysedlnformation Procedure

3.34.1 General description

This operation is sent by the SSF to the SCF after detecting a valid trigger condition at the Analysed Info DP, or to
report an event requested by RequestReportBCSM Event.

3.34.11 Parameters

dPSpecificCommonParameters:
dialledDigits:

See Recommendation Q.1290.
callingPartyBusinessGrouplD:

See Recommendation Q.1290. The SCF can use this IE to select SLPs based on the group and for
authorization purposes. The network operators can specify that this IE should be used if their particular
network has the information available.

callingPartySubaddress:

See Recommendation Q.931.

callingFacilityGroup:

See Recommendation Q.1290.

callingFacilityGroupMember:

See Recommendation Q.1290.

originalCalledPartyID:

See Recommendation Q.762. Original Called Number signalling information.
prefix:

See Recommendation Q.1290.

redirectingPartyID:

This parameter (if available) is the directory number of the last redirecting party.
redirectionInformation:

See Recommendation Q.763 Redirection Information signalling information.
routeList:

Route List represents the list of routes which would have been used in order to route the call. The network
operators can specify that this IE should be used if their particular network has the information available.

travellingClassMark:

See Recommendation Q.1290.
featureCode:

See Recommendation Q.1290.
accessCode:

See Recommendation Q.1290.
carrier:

See Recommendation Q.1290.

Recommendation Q.1218  (10/95) 183



3.3.4.2 Invoking Entity (SSF)

3.34.21 Normal procedure

SSF Preconditions (TDP):
1) Cdl origination attempt has been initiated.
2) Cdled Party Number is available and nature of address determined.
3) Call gapping or service filtering are not in effect.
4) DPcriteriaare met.

5) For aTDP-R, thereisno existing control relationship influencing the call segment.

SSF Preconditions (EDP):
1) For an EDP-R, thereisan existing control relationship and the EDP Analysedinformation is armed.

2) For an EDP-N, there is amonitoring or control relationship.

SSF Postconditions (TDP):

1) For aTDP-R, basic call processing has been suspended at Analysed_Info DP, and a control relationship
has been established.

2) For a TDP-N, basic cal processing proceeds at Select Route PIC, and no control relationship is
established.

SSF Postconditions (EDP):

3) For an EDP-R, basic cal processing has been suspended at Analysed Info DP, and the existing control
relationship continues.

4) For an EDP-N, basic call processing proceeds at Select Route PIC, and the existing non-control
relationship continues unless no further EDPs are armed and no "CalllnformationReport or
"ApplyChargingReport" are requested.

The SSF has sufficient information available associated with the originating call portion. This information has been
analysed and the results are as described below:

1) Fromanon-ISDN lineor ISDN interface, the Analysis Results consists of one or more of the following:

* CalledPartylD — The number used to identify the called party in the forward direction (i.e. it is used to
populate the bearer signalling protocol’s called party number information element).

 TypeOfCall — Indicates one of: interexchange carrier, international carrier, local exchange operator,
interexchange carrier operator or international carrier operator.

e Carrier (for calls requiring an interexchange carrier) — Indicates the type of carrier requested.

e CarrierldentificationCode (for calls requiring an interexchange carrier) — Indicates the code for the
specific carrier to be used.

e CarrierSelection (for calls requiring an interexchange carrier) — Indicates whether the caller dialled the
selected carrier and whether the caller pre-subscribed to the selected carrier.

* Routelndex — An index to a route list (if the call does not terminate on this SSF).

*  Collected Information — Access Codes and Prefixes, Collected Address Information/Digits.
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2) From aconventional or SS No. 7-supported trunk interface, this consists of one or more of the following:
e ChargeNumber.
* CadledPartylD.
*  TypeOfCall.
e CarrierldentificationCode (for interexchange carrier calls).
e Carier (for interexchange carrier calls).
»  CarrierSelection (for interexchange carrier calls).
*  Routelndex.

e Collected Information — Collected Address Information, Prefixes, etc. The Collected Information for
a call from an SS No. 7-supported trunk is based on information provided in the IAM.

3.3.4.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.

3.3.4.3 Responding Entity (SCF)

3.3.4.3.1 Normal procedure

SCF Preconditions (TDP):

—  None.

SCF Preconditions (EDP):
1) For an EDP-R at the SSF, an existing control relationship is in place and an SLPI is running.

2) For an EDP-N, an existing monitoring relationship is in place and an SLPI is running.

SCF Postconditions (TDP):
1) An SLPI has been invoked.
2) For a TDP-R, a control relationship is established, and an SLPI has been invoked.
3) Fora T TDP-R, an SSF instruction is being prepared.

4) For a TDP-N, no relationship is established. An SLPI has been invoked, executes and terminates.

SCF Postconditions (EDP):

— For an EDP, the SCSM-FSM stays in the substate "Waiting for Notification or Request" if the message
type was notification and there are still EDPs armed or a "CallinformationReport" or
"ApplyChargingReport" requested; or

the SCSM-FSM moves to the state "Idle" if the message type was notification and there are no more
EDPs armed, no "CallinformationReport" or "ApplyChargingReport" are requested; or

the SCSM-FSM moves to the state "Preparing SSF Instructions" if the message type was request.

3.3.43.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.

Recommendation Q.1218 (10/95) 185



335 Analysel nformation procedure

3.35.1 General description

This operation requests the SSF to perform the originating basic call processing actions to analyse destination
information that is either collected from a calling party, or provided by the SCF. This includes actions to validate the
destination information according to a specified dialling plan, and if valid, to determine call set-up information.

3.35.1.1 Parameters

destinationRoutingAddress:
Represents a list of called party numbers (primary and alternates).
alertingPattern:

See Recommendation Q.1290. It only applies if the network signalling support this parameter or if SSF is
the terminating local exchange for the subscriber.

iISDNAccessRelatedInformation:

Carries the same information as the protocol element ISUP Access Transport parameter in Recommen-
dation Q.762.

originalCalledPartyID:

See Recommendation Q.762 Original Called Number signalling information.
callingPartyNumber:

See Recommendation Q.762.

callingPartysCategory:

See Recommendation Q.762

calledPartyNumber:

See Recommendation Q.762. Either the calledPartyNumber or the destinationRoutingAddress shall be
provided by the SCF in the Analyselnformation operation.

chargeNumber:

See Recommendation Q.1290.
travellingClassMark:

See Recommendation Q.1290.
carrier:

See Recommendation Q.1290. In this message, the carrier selection field is null (00000000) and Carrier
ID indicates the carrier to use for the call.

3.35.2 Invoking Entity (SCF)

3.35.21 Normal procedure

SCF Preconditions:

1
2)
3)
4)

Call origination attempt has been initiated.

Authority/ability to place outgoing call has been verified.

Destination information is available in the SSF or provided by the SCF.
Basic call processing has been suspended at one of the following DPs:
»  Origination_Attempt_Authorized;

e Collected_lInfo;

*  Analysed_lInfo;

* Route_Select_Failure;

 O_Called_Party Busy;

e O_No_Answer;

* O_Disconnect (called party disconnect only).
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5) A control relationship has been established and the SLPI is processing the incoming reguest.
SCF Postconditions:
1) SLPI execution isterminated if no monitoring is requested.

2) SLPI execution is suspended pending the monitored event occurring, if monitoring is requested.

The Analyselnformation message requests the SSF-CCF to resume call origination processing taking into account the
address, routing and billing information provided in the message parameters. Processing resumes at the
ANALYSE_INFORMATION PIC.

3.35.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.5.3 Responding Entity (SSF)

3.35.3.1 Normal procedure

SSF Preconditions:

— A TDP or EDP request has been invoked.

SSF Postconditions:

— The SSF performs the call processing actions to analyse destination information.

The following message parameter configurations are supported and shall result in the SSF-CCF call processing actions
specified:
1) No Carrier Specified:
e Switch-based carrier selection shall be performed.

» The called party address provided in the CalledPartyNumber parameter shall be subjected to trigger
analysis. It should be noted that if the same called party address is returned, the same trigger may be
detected and processed again at the Analysed Information TDP.

2) Carrier Specified:

e The SSF-CCF shall resume call processing at the ANALYSE INFORMATION PIC using the
designated carrier (network operator specific).

The following additional requirements also apply to the Analyselnformation message.

e The SSF-CCF shall accept called party address information contained in the CalledPartyNumber
parameter that conforms to the public network numbering plan.

e If a route requires a TCM, the value in the TCM parameter shall be used. If a TCM is required and
the TCM parameter is not supplied in the Analyselnformation, the SSF-CCF shall derive the TCM in
accordance with requirements that apply assuming no IN involvement with the call. (Network operator
specific option).

« If the SCF does not designate a carrier and carrier selection is performed by the SSF-CCF, this indicator
shall be set in the normal fashion as if IN involvement with the call had not occurred (network operator
specific option).

Analyselnformation with CallingPartysCategory and ChargeNumber:

« If the CallingPartysCategory parameter is included, that value shall be used as the DTMF digits or the
ISDN-UP Calling Party's Category parameter in any subsequent signalling including signalling to an
operator system via operator services signalling (network operator specific).

e When DTMF digits are needed for subsequent signalling, the decimal equivalent of the
CallingPartysCategory value shall be used (e.g. "01000000" is equivalent to 11 digits of "64") (network
operator specific).
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If the CallingPartysCategory parameter is not included, a proper failure indication shall be used in any
subsequent DTMF or ISDN-UP signalling (network operator specific).

If the ChargeNumber parameter is included, that value shall be used as the Calling party number on
non-SS No. 7 trunks or the network specific ISDN-UP Charge Number parameter in any subsequent
signalling including signalling to an operator system via Operator Services Signalling (network operator
specific).

If the ChargeNumber parameter is not included, the value “0 digits” shall be used for the ChargeNumber
in any subsequent non-SS No. 7 trunk or network specific ISDN-UP signalling (network operator
specific).

Analyselnformation and O_Called_Party Busy, O_No_Answer:

When the SSF-CCF receives the Analyselnformation message in response to an O_Called_Party Busy
message the SSF-CCF shall do the following:

1) The SSF-CCF shall release any resources that were used to process the call between the
ANALYSE_INFORMATION and ROUTING & ALERTING PICs.

2) The SSF-CCF shall resume call processing at the ANALYSE_INFORMATION PIC, and process the
message as described in this procedure description.

3) If the originating access is DSS-1, then the SSF-CCF shall not send another CALL PROCeeding
message. (INAP-DSS-1 interworking is for further study.)

When the Analyselnformation message is received in response to an O_No_Answer TDP-Request
Message, the SSF-CCF shall do the following:

1) The SSF-CCEF, if itis providing audible ringing tone to the calling party, shall remove this tone.

2) The SSF-CCF shall release any resources that were used to process the call between the
ANALYSE_INFORMATION and ROUTING & ALERTING PICs.

3) The SSF-CCF shall resume call processing at the ANALYSE_INFORMATION PIC, and process the
message as described in this procedure description.

4) If the originating access is DSS-1, then the SSF-CCF shall not send another CALL PROCeeding
message (INAP-DSS-1 interworking is for further study.)

When the Analyse Information message is received in response to an O_No_Answer EDP-Request
message, the SSF-CCF shall do the following:

1) The SSF-CCF, if it is providing audible ringing tone to the calling party, shall remove this tone.

2) The SSF-CCF shall release any resources that were used to process the call between the
ANALYSE_INFORMATION and ROUTING & ALERTING PICs.

3) The SSF-CCF shall resume call processing at the ANALYSE_INFORMATION PIC, and process the
message as described in this Recommendation.

4) If the originating access is DSS-1, then the SSF-CCF shall not send another CALL PROCeeding
message. (INAP-DSS-1 interworking is for further study.)

Analyselnformation with OriginalCalledPartyID:
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When the SSF-CCF receives an Analyselnformation message that contains the OriginalCalledPartylD
parameter, the SSF-CCF shall map the received OriginalCalledPartylD parameter to, for example (ISUP
interworking is for further study):

1) The OriginalCalledNumber information element in the Facility Information Element if the SSF-CCF
does not yet have a value for the OriginalCalledNumber AND if the SSF-CCF routes the call to an
ISDN line (for Basic rate and Primary rate ISDN signalling).
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2) The OriginalCalledNumber parameter in the IAM if the SSF-CCF does not aready have a value for
the OriginalCalledNumber AND if the SSF-CCF routes the call to an SS No. 7 trunk (for ISDN-UP
signalling).

Other Analysel nformation Requirements.

* If the SSF-CCF has associated a Business Group ID with the call and the call is routed over an SS No. 7
trunk, the SSF-CCF shall include this information in the Business Group parameter of the network
specific ISDN-UP IAM (network operator specific).

e If the CalledPartyNumber or CallingPartyNumber parameter is included in the Analyselnformation
operation, that value shall be used subsequently for the call and the existing value replaced.

3.35.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.36 ApplyCharging procedure

3.3.6.1 General description

This operation is used for interacting from the SCF with the SSF charging mechanisms. The "ApplyChargingReport"
operation provides the feedback from the SSF to the SCF.

As several connection configurations may be established during a call, a possibility exists for the "ApplyCharging" to be
invoked at the beginning of each connection configuration, for each party.

The charging scenarios supported by this operation are 4.1 and 4.2 (refer to Appendix 11/Q.1214, "Charging scenarios').

3.36.1.1 Parameters
— aChBillingChargingCharacteristics:

This parameter specifies the charging related information to be provided by the SSF and the conditions on
which this information has to be reported back to the SCF via the "ApplyChargingReport" operation. Its
contents is network operator specific.

— partyToCharge:

This parameter indicates the party in the call to which the "ApplyCharging" operation should be applied.
If it is not present, then it is applied to the A-party.

3.3.6.2 Invoking Entity (SCF)

3.3.6.21 Normal procedure
SCF Preconditions:

1) A control relationship exists between the SCF and the SSF.

2) The SLPI has determined that an "ApplyCharging" operation has to be sent.
SCF Postconditions:

1) No FSM state transition.

2) The SLPI is expecting "ApplyChargingReport" operations from the SSF.

The SCSM-FSM is in state "Preparing SSF Instructions” or is in state "Queuing FSM". This operation is invoked by the
SCF if a SLPI results in the request of interacting with the charging mechanisms within the SSF to get back information
about the charging.

3.3.6.22 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services used for reporting
operation errors are described in 3.4.
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3.3.6.3 Responding Entity (SSF)

3.3.6.3.1 Normal procedure
SSF Preconditions:
— The SSF-FSM is in one of the following states:
»  "Waiting for Instructions" (state c);
*  "Waiting for End of User Interaction" (state d);
»  "Waiting for End of Temporary Connection" (state e);
»  "Monitoring" (state f);
or the assisting/hand-off SSF-FSM is in state:
*  "Waiting for Instructions” (state b).
SSF Postconditions:
— No FSM state transition.

On receipt of this operation, the SSF sets the charging data using the information elements included in the operation and
acts accordingly. In addition, the SSF will start the monitoring of the end of the connection configuration and other
charging events, if requested.

3.3.6.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services used for reporting
operation errors are described in 3.4.

337 ApplyChargingReport procedure

3.3.7.1 General description

This operation is used by the SSF to report charging related information to the SCF as requested by the SCF using the
'‘ApplyCharging’ operation.

During a connection configuration the 'ApplyChargingReport' operation may be invoked on multiple occasions. For each
call party and each connection configuration, the 'ApplyChargingReport' operation may be used several times. Note that
at least one 'ApplyChargingReport' operation is to be sent at the end of the connection configuration charging process.

The charging scenarios supported by this operation are 4.1 and 4.2 (refer to Appendix 11/Q.1214, 'Charging scenarios').

3.3.7.1.1 Parameters
— CallResult:

This parameter provides the SCF with the charging related information previously requested using the
'‘ApplyCharging’ operation. The 'CallResult' will include the 'partyToCharge' parameter as received in the

related 'ApplyCharging' operation to correlate the result to the request. The remaining content of

'CallResult' is network operator specific. Examples of these contents may be: bulk counter values, costs,
tariff change and time of change, time stamps, durations, etc.

3.3.7.2 Invoking Entity (SSF)

3.3.7.21 Normal procedure

SSF Preconditions:
1) A control relationship exists between the SCF and the SSF.

2) A charging event has been detected that was requested by the SCF via an 'ApplyCharging' operation.
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SSF Postconditions:

— If the connection configuration does not change, then no FSM state transition shall occur. If the
connection configuration changes, then the FSM shall move to:

« "ldle" state if there is no other EDP armed and no report requests are pending; or

. otherwise, shall remain in the same state.

This operation is invoked if a charging event has been detected that was requested by the SCF. The
'‘ApplyChargingReport' operation only deals with charging events within the SSF itself. Examples of charging events
may be: threshold value reached, timer expiration, tariff change, end of connection configuration, etc.

3.3.7.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services used for reporting
operation errors are described in 3.4.

3.3.7.3 Responding Entity (SCF)

3.3.7.3.1 Normal procedure

SCF preconditions:

— An 'ApplyCharging' operation has been sent at the request of an SLPI and the SLPI is expecting an
'ApplyChargingReport' from the SSF.

SCF postconditions:

— No FSM state transition if further reports, including "EventReportBCSM" and "CallinformationReport”,
are expected, or Transition to the state "Idle" if the report is the last one and no "EventReportBCSM" or
"CallinformationReport" is expected.

On receipt of this operation the SLPI which is expecting this operation will continue.

3.3.7.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 the TCAP services used for reporting operation
errors are described in 3.4.

338 AssistRequestinstructions procedure

3.38.1 General description

This operation is sent to the SCF by an SSF, which is acting as the assisting SSF in an assist or handoff procedure, or by
a SRF. The operation is sent when the assisting SSF or SRF receives an indication from an initiating SSF containing
information indicating an assist or handoff procedure.
33811 Parameters

— correlationID:

This parameter is used by the SCF to associate the 'AssistRequestinstructions’ from the assisting SSF or
by a SRF with the request from the initiating SSF. The value of the 'correlationID' may be extracted from
the digits received from the initiating SSF or be all of the digits.

— iPAvailable:

See Recommendation Q.1290. This parameter is applicable to this operation only in the physical
scenarios corresponding to assist with relay or handoff. The use of this parameter is network operator
dependent.

— iIPSSPCapabilities:

See Recommendation Q.1290. This parameter is applicable to this operation only in the physical
scenarios corresponding to assist with relay or handoff. The use of this parameter is network operator
dependent.
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3.3.8.2 Invoking Entity (SSF-SRF)

3.3.8.21 Normal procedure
SSF Precondition:

— An assist indication is detected by the assisting or Handoff SSF.

SSF Postcondition:

— The assisting or Handoff SSF waits for instructions.

On receipt of an assist indication from the initiating SSF, the SSF or SRF shall assure that the required resources are
available to invoke an 'AssistRequestinstructions' operation in the SSF-SRF and indicate to the initiating SSF that the

call is accepted (refer to Recommendation Q.71). The 'AssistRequestinstructions' operation is invoked by the SSF or
SRF after the call, which initiated the assist indication, is accepted. The assisting SSF-FSM transitions to state "Waiting

For Instructions".

3.3.8.22 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.8.3 Responding Entity (SCF)

3.3.8.3.1 Normal procedure

SCF Preconditions:
1) A control relationship exists between the SCF and the initiating SSF in case of assist procedure.

2) The SCF waits for 'AssistRequestinstructions’.

SCF Postcondition:
— An SSF or SRF instruction is being prepared.

On receipt of this operation in the SCSM state "Waiting for Assist Request Instructions”, the SCP has to perform the
following actions.

If the 'AssistRequestinstructions' operation was received from an assisting SSF, and the resource is available, the SCSM
prepares the 'ConnectToResource' and 'PlayAnnouncement’ or 'PromptAndCollectUserinformation' to be sent to the
assisting SSF.

The SCF determines SSF-SRF by means of ‘correlationID’, ‘destinationNumber' or network knowledge.

If the 'AssistRequestinstructions' operation was received from a SRF, and the resource is available, the SCSM prepares
the 'PlayAnnouncement' or 'PromptAndCollectUserinformation’ to be sent to the SRF.

On receipt of this operation from the Handoff SSF, the SCSM associated with the Handoff SSF transits from the "Idle"
state to the "Preparing SSF Instructions” state.

3.3.8.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

339 Bind procedure

3.39.1 General description

The X.500 'Bind' operation is used by the SDF to create an authenticated association between an SCF and an SDF on
behalf of the end user. It carries the authentication information of the end user if any. For a full description of the Bind
operation, see 8.1/X.511.

3.39.1.1 Parameters
See 8.1.2/X.511 and 8.1.3/X.511.
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3.3.9.2 Invoking Entity (SCF)

3.3.9.21 Normal procedure

SCF Preconditions:
— SCSM: "Ildle".

SCF Postconditions:
1) SCSM: "SDF Bound" in case of success.

2) SCSM: "Idle" in case of failure.

When the SCSM is in the state "Idle" and a need of the service logic to interrogate an SDF exists, an internal event
occurs. This event, called (el) Bind_Request, causes a transition to the state "Wait for Subsequent Request" and other
operations are awaited. Until the application process has not indicated by a delimitor that the Bind should be sent, the
SCSM remains in the state "Wait for Subsequent Requests" and the operation is not sent. The reception of the delimitor
causes a transition to the state "Wait for Bind result" through the internal transition (e3) Request_to_SDF_with_Bind.
The operation is sent to the SDF. The SCSM waits for the response from the SDF. The reception of the response [(E5)
Response_from_SDF_with _Bind] to the Bind operation previously issued to the SDF causes a transition of the SCF to
the state "SDF Bound" if the result of the Bind operation is positive. Otherwise the reception of an error [(E4)
Bind_Error] moves back the SCSM to the state "Idle".

3.3.9.22 Error handling

Generic error handling for the operation related errors is described in 8.1.4/ X.511 and the TCAP services that are used
for reporting operating errors are described in 2.2.2.

3.3.9.3 Responding Entity (SDF)

3.3.9.3.1 Normal procedure

SDF Preconditions:

— SDSM: "Idle".

SDF Postconditions:
1) SDSM: "SCF Bound" (success).

2) SDSM: "Idle" (failure).

The SDF is initially in the state "Idle". After accepting the external event (E1) Bind_from_SCF caused by the reception
of a 'Bind' operation from the SCF, a transition to state "Bind Pending" occurs. The SDF performs the Bind operation
according to the contents of the Bind argument. Once the SDF has completed the 'Bind' operation, the result or error
indication is returned to the SCF. The SDF returns to the state "Idle" if the Bind fails or to the state "SCF Bound" if the
Bind is successful. Should the Bind request succeed, the result returned may consist of credentials of the
DirectoryBindResult. These credentials allow the user to establish the identity of the Directory. They allow information
identifying the DSA (that is directly providing the Directory service) to be conveyed to the DUA. The credentials are of
the same form (i.e. name, password) as those supplied by the user.

3.3.9.3.2 Error handling

Generic error handling for the operation related errors is described in 8.1.4/X.511 and the TCAP services that are used
for reporting operating errors are described in 2.2.2.

3.3.10 CallGap procedure

3.3.10.1 General description

This operation is used to request the SSF to reduce the rate at which specific service requests are sent to the SCF.
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3.3.10.1.1 Parameters

a) gapCriteria
This parameter identifies the criteriafor a call to be subject to call gapping.
i) calledAddressValue:

This parameter indicates that call gapping will be applied when the leading digits of the dialled
number of acall attempt match those specified in "gapCriteria".

ii) gapOnService:

This parameter indicates that call gapping will be applied when the "servicekey" of a call attempt
match those specified in "gapCriteria’.

iii) calledAddressAndService:

This parameter indicates that call gapping will be applied when the "serviceKey" and the leading
digits of the dialled number of a call attempt match those specified in "gapCriteria’.

iv) calingAddressAndService:

This parameter indicates that call gapping will be applied when the "serviceKey" and the leading
digits of the calling party number or the location number of a call attempt match those specified in
"gapCriterid’.

b) gaplndicators:
This parameter indicates the gapping characteristics.
i) duration:

Duration specifies the total time interval during which call gapping for the specified gap criteria will
be active.

A duration of 0 indicates that gapping is to be removed.
A duration of —1 indicates an infinite duration.
A duration of —2 indicates a network specific duration.
Other values indicate duration in seconds.

i) gaplnterval:
This parameter specifies the minimum time between calls being allowed through.
An interval of 0 indicates that calls meeting the gap criteria are not to be rejected.
An interval of —1 indicates that all calls meeting the gap criteria are to be rejected.
Other values indicate interval in milliseconds.

c) controlType:
This parameter indicates the reason for activating call gapping.

The "controlType" value "sCPOverloaded" indicates that an automatic congestion detection and control
mechanism in the SCP has detected a congestion situation.

The "controlType" value "manuallylnitiated” indicates that the service and or network/service
management centre has detected a congestion situation, or any other situation that requires manually
initiated control3.

2) The control Type "manuallylnitiated" will have priority over "sCPOverloaded" call gap.

It should be noted that also non-IN controlled traffic control mechanism can apply to an exchange with the SSF functionality. The
non-IN controlled traffic control may also have some influence to the IN call. Therefore it is recommended to take measures to
coordinate several traffic control mechanisms. The non-IN controlled traffic control and coordination of severa traffic control
mechanisms are out of the scope of INAP.
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d) gapTreatment:
This parameter indicates how calls that were stopped by the call gapping mechanism shall be treated.
i) informationToSend:

This parameter indicates an announcement, a tone or display information to be sent to the calling
party. At the end of information sending, the call shall be released.

¢ inbandinfo:
This parameter specifies the inband information to be sent.
— messagelD:
This parameter indicates the message(s) to be sent, it can be one of the following:
1) elementaryMessagelD:
This parameter indicates a single announcement.
2) text

This parameter indicates a text to be sent. The text shall be transformed to inband
information (speech). This parameter consist of two subparameters, messageContent
and attributes. The attributes of text may consist of items such as language.

3) elementaryMessagelDs:
This parameter specifies a sequence of announcements.
4) variableMessage:
This parameter specifies an announcement with one or more variable parts.
— numberOfRepetitions:

This parameter indicates the maximum number of times the message shall be sent to the
end-user.

—  duration:

This parameter indicates the maximum time duration in seconds that the message shall be
played/repeated. ZERO indicates endless repetition.

— interval:

This parameter indicates the time interval in seconds between repetitions, i.e. the time
between the end of the announcement and the start of the next repetition. This parameter
can only be used when the number of repetitionslis

*  tone:
This parameter specifies a tone to be sent to the end-user.
— tonelD:
This parameter indicates the tone to be sent.
—  duration:

This parameter indicates the time duration in seconds of the tone to be sent. ZERO
indicates infinite duration.

« displaylnformation:

This parameter indicates a text string to be sent to the end-user. This information can not be
received by a PSTN end-user.

i) releaseCause:

This parameter indicates that the call shall be released using the given release cause. See
Recommendation Q.762.

i) both:
This parameter indicates inband info, a tone or display information to be sent to the calling party. At
the end of information sending, the call shall be released, using the given release cause.

Recommendation Q.1218 (10/95) 195



3.3.10.2 Invoking Entity (SCF)

3.3.10.2.1 Normal procedure

SCF Preconditions:
— The SCF detects an overload, condition persists and call gapping has to be initiated at the SSF; or

— the SCF receives a manually initiated call gapping request.

SCF Postcondition:

— The SCME-FSM remains in the same state upon issuing the "CallGap" operation.

A congestion detection and control algorithm monitors the load of SCP resources. After detection of a congestion
situation the parameters for the "CallGap" operation are provided.

If the congestion level changes, new 'CallGap' operations may be sent for active gap criteria but with new gap interval. If
no congestion is detected, gapping may be removed.

A manual initiated call gap will take prevail over an automatic initiated call gap.

3.3.10.2.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.3.10.3 Responding Entity (SSF)

3.3.10.3.1 Normal procedure

SSF Preconditions:

— call gapping for gapCriteria is not active; or
call gapping for gapCriteria is active.

SSF Postconditions:

1) the SSME-FSM is in the state "Non call associated treatment”;

2) call gapping for gapCriteria is activated; or
call gapping for gapCriteria is renewed; or
call gapping for gapCriteria is removed.

If there is no already existing SSME-FSM for the gap criteria provided, a new SSME-FSM is created. This SSME-FSM
enters the state 'Non-call associated treatment' and initializes call gapping for the specified IN calls. The parameters
‘gaplindicators', 'controlType' and 'gapTreatment' for the indicated gap criteria will be set as provided by the 'CallGap'
operation.

In general, the manuallylnitiated call gapping will prevail over automatically initiated ('sCPOverloaded’). More
specifically, the following rules will be applied in the SSF to manage the priority of different control Types associated
with the same 'gapCriteria’:

— If an SSME-FSM already exists for the '‘gapCriteria’ provided, then:

1) If the (new) ‘controlType' equals an existing ‘controlType', then the new parameters
(i.e. 'gapindicators' and 'gapTreatment’) will overwrite the existing parameter values.

2) If the (new) 'controlType' is different than the existing 'controlType', then the new parameters
(i.e. 'controlType', 'gapindicators', and 'gapTreatment') will be appended to the appropriate SSME-
FSM (in addition to the existing parameters). The SSME-FSM remains in the state "Non-Call
Associated Treatment".

If the SSF meets a TDP, it will check if call gapping was initiated either for the 'serviceKey' or for the

‘calledAddressValue' assigned to this TDP. If not, an 'InitiaIDP' or a DP-specific operation can be sent. In case call
gapping was initiated for 'calledAddressAndService' or 'callingAddressAndService' and the 'serviceKey' matches, a
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check on the 'calledAddressValue' and ‘callingAddressValue' — and optionally 'locationNumber' — for active call gapping
is performed. If not, an 'InitialDP' or a DP-specific operation can be sent.

In case of gapping on 'callingAddressAndService' and the parameter 'locationNumber' is present, gapping will be
performed on 'locationNumber' instead of 'callingAddressValue'.

If a call to a controlled number matches only one 'gapCriteria’, then the corresponding control is applied. If both
'manuallylnitiated' and 'sCPOverload' controls are active, then only the manually initiated control will be applied.

If a call to a controlled called number matches several active 'gapCriteria’, then only the 'gapCiriteria’ associated with the
longest called party number should be used, and the corresponding control should be applied. For example, the codes
1234 and 12345 are under control. Then the call with 123456 is subject to the control on 12345. Furthermore, if both
'manuallylnitiated’ and 'sCPOverloaded' 'controlTypes' are active for this 'gapCriteria’, then the 'manuallylnitiated’
control will be applied.

If call gapping shall be applied and there is no gap interval active, an "InitiaIDP" or a DP-specific operation can be sent
including the "cGEncountered" parameter according to the specified controlType. A new gap interval will be initiated as
indicated by "gaplinterval”.

If a gap interval is active, no "InitialDP" or a DP-specific operation is sent and the call is treated as indicated by
"gapTreatment".

The call gap process is stopped if the indicated duration equals ZERO.

If call gapping proceeds then the SSME-FSM remains in the state "Non-call associated treatment". Otherwise, the
SSME-FSM moves to state "idle management".

3.3.10.3.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.3.11 CalllnformationReport procedure

3.3.11.1 General description

This operation is used to send specific call information for a single call to the SCF as requested by the SCF in previous
'CallinformationRequest' operation. The report is sent at the end of a call which is indicated by one of the events
specified below.

3.3.11.1.1 Parameters
— requestedinformationList:

According to the requested information, the SSF sends the appropriate types and values to the SCF.
3.3.11.2 Invoking Entity (SSF)

3.3.11.2.1 Normal procedure
SSF Preconditions:
1) Atleast one party disconnects from a call or call set-up is not completed.
2) Requested call information has been collected.
3) 'CallinformationReport' is pending due to a previously received 'CallinformationRequest' operation.
4) A control relationship exists between the SCF and the SSF.
SSF Postcondition:

— The SSF-FSM shall move to the "Idle" state in the case where no other report requests are pending and no
EDPs are armed, otherwise the SSF-FSM shall remain in the same state.
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If the SSF-FSM executes a state transition caused by one of the following events:
— A party release;
— A party abandon;
— B party release;
— B party busy;
—  SSF no answer timer expiration;

— route select failure indicated by the network;

release call initiated by the SCF;

and 'CallinformationRequest' is pending, then one 'CallinformationReport' operation is sent to the SCF containing all
information requested.

If a 'CallinformationReport' has been sent to the SCF then no 'CallinformationReport' is pending, i.e. a further
‘CallinformationReport’, for example in the case of follow-on, has to be explicitly requested by the SCF.

If an event causing the 'CallinformationReport' is also detected by an armed EDP-R, then immediately after
‘CallinformationReport', the corresponding 'EventReportBCSM' has to be sent.

If an event causing the 'CallinformationReport' is also detected by an armed EDP-N, then immediately before
‘CallinformationReport', the corresponding 'EventReportBCSM' has to be sent.

3.3.11.2.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.3.11.3 Responding Entity (SCF)

3.3.11.3.1 Normal procedure

SCF Preconditions:
1) An SLPI is expecting 'CallinformationReport'.

2) A control relationship exists between the SCF and the SSF.

SCF Postcondition:

—  The SLPI may be further executed.

In any state (except ‘Idle’) the SCSM may receive 'CallinformationReport’ from the SSF, when the
‘CallinformationReport' is outstanding.

If 'CallinformationReport’ is outstanding and the service logic program indicates that the processing has been completed,
the SCSM remains in the same state until it receives the 'CallinformationReport' operation.

When the SCF receives the 'CallinformationReport' operation and the service logic processing has been completed, then
the SCSM moves to the "ldle" state.

When the SCF receives the 'CallinformationReport' operation and the service logic processing has not been completed
yet, then the SCSM remains in the same state (EventReportBCSM or ApplyChargingReport pending).

3.3.11.3.2 Error handling

If requested information is not available, a 'CallinformationReport’ will be sent, indicating the requested information
type, but with 'RequestedinformationValue' filled in with an appropriate default value as specified by the network
operator.

Operation related error handling is not applicable, due to class 4 operation.
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3.3.12 CallinformationRequest procedure

3.3.12.1 General description

This operation is used to request the SSF to record specific information about a single call and report it to the SCF using
the’ CallInformationReport’ operation.

3.3.12.1.1 Parameters

requestedinformationTypeList:

This parameter specifies a list of specific items of information which is requested.

The list may contain:

callAttemptElapsedTime:

This parameter indicates the duration between the end of INAP processing of operations initiating
call set-up ('Connect’, 'Analyselnformation’, 'Collectinformation’, '‘Continue' and 'SelectRoute") and
the received answer indication from the called party side.

In case of unsuccessful call set-up the network event indicating the unsuccessful call set-up stops the
measurement of 'callAttemptElapsedTime'.

callStopTime:
This parameter indicates the time stamp when the connection is released.
callConnectedElapsedTime:

This parameter indicates the duration between the received answer indication from the called party
side and the release of the connection.

calledAddress

This parameter indicates the incoming called party address that was received by the SSF (i.e. before
translation by the SCF) and is as available on the UNI or NNI and interpreted as per the numbering
plan.

releaseCause:

See Recommendation Q.762.

Any set of these values can be requested.

3.3.12.2 Invoking Entity (SCF)

3.3.12.2.1 Normal procedure

SCF Preconditions:

1) A control relationship exists between the SCF and the SSF.

2) The SLPI has determined that a 'CallinformationRequest' operation has to be sent by the SCF.

SCF Postcondition:

The SLPI is expecting a 'CallinformationReport' from SSF.

When the service logic program requests call information, the SCF sends the 'CallinformationRequest' operation to the
SSF to request the SSF to provide call related information.

The 'CallinformationRequest' operation specifies the information items to be provided by the SSF.

3.3.12.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.
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3.3.12.3 Responding Entity (SSF)

3.3.12.3.1 Normal procedure
SSF Preconditions:
1) Cadll origination attempt has been initiated.
2) A control relationship exists between SSF and SCF.
SSF Postconditions:
1) Requested call information is retained by the SSF.
2) TheSSFiswaiting for further instructions.

The SSF may receive the "CallInformationRequest” operation within an existing Call Associated (CA) dialogue only.

The "CallInformationRequest" operation is accepted by the SSF Finite State Machine (SSF-FSM) only in the state
"Waiting for Instructions’. The operation does not lead to any transition to another state.

The SSF alocates a record and stores the requested information if already available and prepares the recording of
information items, that will become available later like for example "call StopTimeValue".

3.3.12.3.2 Error handling

In any other than the "Waiting for Instruction” state the "CalllnformationRequest” operation will be handled as an error
with the error code "UnexpectedComponentSequence”.

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.13 Cancel procedure

3.3.13.1 General description
The SCF uses this class 2 operation to request the SRF-SSF to cancel a correlated previous operation.

The SRF operation to be deleted can be either a’PlayAnnouncement’ operation or a 'PromptAndCollectUserl nformation’
operation.

The cancellation of an operation is indicated via a respective error indication, "Cancelled”, to the invoking entity of the
cancelled "PlayAnnouncement” or "PromptAndCollectUserInformation” operation. The 'Cancel’ operation can aso be
used to cancel al outstanding requests and enable the state machine (SSF) to go to idle. In this case the 'Cancel’
operation does not specify any specific operation to be cancelled.

3.3.13.1.1 Parameters
— invokelD:

This parameter specifies which operation is to be cancelled, i.e. PromptAndCollectUserInformation or
PlayAnnouncement.

— allRequests:

This parameter indicates that all active requests for EDP reports (generic or DP specific),
"ApplyChargingReport" and "CallinformationReport" should be cancelled.

NOTE — This cancellation is different from the invokelD based cancel mechanism described above.
3.3.13.2 Invoking Entity (SCF)

3.3.13.2.1 Normal procedure

The SCF may either invoke this operation to the SSF or to the SRF, different conditions will prevail in each case.

200 Recommendation Q.1218 (10/95)



SCF Preconditions:
1) acontrol relationship exists between the SCF and the SSF-SRF;

2) an SLPI in the "Waiting for response from SRF" state has determined that a previously requested
operation isto be cancelled; or

an SLPI has determined that it is no longer interested in any reports or notifications from the SSF and that
the control relationship should be ended.

SCF Postcondition:
— the SLPI remains in the "Waiting for Response from SRF" state; or

in case all requests are cancelled, the control relationship with the concerned FE (SSF) is ended and the
SCSM-FSM returns to "ldle" state.

3.3.13.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.13.3 Responding Entity (SRF)

3.3.13.3.1 Normal procedure
SRF Precondition:

— A PlayAnnouncement or PromptAndCollectUserinformation operation has been received and the SRF is
in the "User Interaction” state.

SRF Postcondition:

— The execution of the PlayAnnouncement or PromptAndCollectUserInformation operation has been
aborted and the SRF remains in the "User Interaction" state.

3.3.13.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.13.4 Responding Entity (SSF)

3.3.13.4.1 Normal procedure
SSF Precondition:

— The SSF-FSM is in the state "Waiting for Instructions” or "Monitoring".
SSF Postcondition:

1) all active requests for reports and notifications have been cancelled;

2) in case the SSF-FSM was in state "Monitoring" it shall return to idle; or
in case the SSF-FSM was in state "Waiting for Instructions” it will remain in that state.

A subsequent call-processing operation will move the SSF-FSM state to "Idle". The call, if in active state,
is further treated by SSF autonomously as a normal (non-IN-) call.

3.3.13.4.2 Error handling

Sending of return error on cancel is not applicable in the cancel "allRequests" case. Generic error handling for the
operation related errors is described in 3.2 and the TCAP services which are used for reporting operation errors are
described in 3.4.

3.3.14 Collectedl nformation procedure

3.3.14.1 General description

This operation is sent by the SSF after detection of a TDP-R, TDP-N, EDP-R, or EDP-N in the originating BCSM, to
indicate availability of complete initial package/dialling string from the originating party.
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3.3.14.1.1 Parameters

202

serviceAddressInformation (triggerType, serviceKey, miscCalllnfo):

See Recommendation Q.1290. The currently defined events applicable to the Collected_Information DP
are Off_Hook_Delay, Channel_Setup_PRI, and Shared_Interoffice_Trunk. The miscCallinfo indicates
that a request for instructions has been issued to the SCF and the category for the trigger (line, group,
office). The serviceKey is used in identifying the service logic to be invoked.

bearerCapability:

This parameter indicates the type of bearer capability connection to the user. Refer to 6.4.4/Q.1214 for
population rules for the bearer capability parameter.

calledPartyNumber:

See Recommendation Q.762 Called Party Number signalling information. This parameter is used to
identify the called party in the forward direction.

callingPartyNumber:

See Recommendation Q.762 Calling Party Number signalling information. Refer to 6.4.4/Q.1214 for
population rules for the callingPartyNumber parameter.

callingPartysCategory:

See Recommendation Q.762 Calling Party Category signalling information. Refer to 6.4.4/Q.1214 for
population rules for the callingPartysCategory parameter.

iPSSPCapabilities:

See Recommendation Q.1290.
iPAvailable:

See Recommendation Q.1290.
iSDNAccessRelatedInformation:

This parameter contains (possibly multiple) information elements as per Recommendation Q.931. See
Access Transport Parameter signalling information in Recommendations Q.762, Q.763 and Q.931. Refer
to 6.4.4/Q.1214 for population rules for ISDN access related information.

cGEncountered:
See Recommendation Q.1290.
locationNumber:

This parameter is used to convey the geographical area address for mobility services, see
Recommendation Q.762. It is used when the 'callingPartyNumber' does not contain any information about
the geographical location of the calling party (e.g. origin dependent routing when the calling party is a

mobile subscriber).

serviceProfileldentifier:
See Annex A/Q.932. See 6.4.4/Q.1214 for population rules for serviceProfileldentifier.
terminalType:

See Recommendation Q.1290. Identifies the terminal type so that the SCF can specify, to the SRF, the
appropriate type of capability (voice recognition, DTMF, display capability, etc.).

chargeNumber:
See Recommendation Q.1290. See 6.4.4/Q.1214 for population rules for chargeNumber.
servingArealD:

See Recommendation Q.1290.
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— dialledDigits:

See Recommendation Q.1290. See 6.4.4/Q.1214 for population rules for dialledDigits.
— callingPartyBusinessGrouplID:

See Recommendation Q.1290.
— callingPartySubaddress:

See Recommendation Q.931 for details.
— callingFacilityGroup:

See Recommendation Q.1290.
— callingFacilityGroupMember:

See Recommendation Q.1290.
— originalCalledPartyID:

See Recommendation Q.762 Original Called Number signalling information. Refer to 6.4.4/Q.1214 for
population rules for the originalCalledPartylD parameter.

—  prefix:
See Recommendation Q.1290.
— redirectingPartyID:
Contains the directory number of the last redirecting party.
— redirectioninformation:
See Recommendation Q.763 Redirection Information signalling information.
— travellingClassMark:

See Recommendation Q.1290. Refer to 6.4.4/Q.1214 for population rules for the travellingClassMark
parameter.

— featureCode:

See Recommendation Q.1290.
— accessCode:

See Recommendation Q.1290.
— carrier:

See Recommendation Q.1290.
3.3.14.2 Invoking Entity (SSF)

3.3.14.2.1 Normal procedure
SSF Preconditions for TDP-R and TDP-N:

1) An event resulting in trigger criteria being met has occurred at the Collected Information DP
(e.g. Off_ Hook Delay, Channel_Setup_ PRI, Shared_Interoffice_Trunk).

2) Call gapping and SS No. 7 overload are not in effect for the call, and the call is not to be filtered.

SSF Preconditions for EDP-R and EDP-N:

1) A control relationship has been established and the SCF requests Collected_Information as EDP-R or
EDP-N.

2) Call processing reaches the Collected_Information DP.

SSF Postcondition for TDP-R:

— A control relationship has been established and the SSF waits for instructions from the SCF.

SSF post-condition for EDP-R:

—  The control relationship continues and the SSF waits for instructions from the SCF.
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SSF post-condition for TDP-N and EDP-N:

—  Call processing continues at the Analysed_Information PIC.

The SSF/CCF collects enough information (e.g. a feature code, prefix, address information, etc.) from the originating
access to process the call. This information is collected according to the dialling plan assigned to the originating access:

1) For a call from a non-ISDN line, the SSF-CCF sends an in-band prompt (e.g. dial tone) to prompt the
user, attaches a digit receiver, collects digits and applies inter-digit timing. From a non-ISDN line, the
"dialling plan in force" is the dialling plan assigned to the line. For example, if a Private Dialling
Plan (PDP) (sometimes referred to as a Customized Dialling Plan) is assigned, then that PDP is
considered to be the "dialling plan in force". If, on a given call, the caller dials an access code to escape to
a Public Office Dialling Plan (PODP) (i.e. Recommendation E.164), then that PODP is considered to be
the "dialling plan in force". In this case, call processing can not return to the PDP at this SSF-CCF. If a
PDP is not assigned, then a PODP is assumed to be the "dialling plan in force".

2) For a call from an ISDN user followir@n bloc sending procedures (i.e. all the information necessary to
process the call, which can include a feature code, feature activator, called party number, etc., is included
in the SETUP message), no further action is taken on the originating access interface. For a call from an
ISDN user not followingen bloc sending procedures, the SSF-CCF prompts the user with a SETUP
ACKnowledge message to send more information. Overlap sending procedures are then followed.

For a call from an ISDN BRI or PRI, the "dialling plan in force" is determined by the type of number and
numbering plan field of the called party number information element. If this field indicates "unknown" or
if the keypad information element is used, then the dialling plan is determined as defined for non-ISDN
lines above.

3) For conventional trunks, if required by the trunk type, an appropriate start signal is returned. A digit
receiver is attached, digits are collected and inter-digit timing is applied.

For a call from a conventional trunk, the number received in signalling is expected to be a non-private
number that conforms to Recommendation E.164.

4) For SS No. 7 trunks, all the information may be available in the IAM or may come in subsequent
messages (i.e. overlap sending). A check is made to ensure that the IAM contains all the information
necessary to process the call.

For a call from an SS No. 7 trunk, the number received in signalling is expected to be a non-private
number that conforms to Recommendation E.164.

5) For private-facility trunks, if required by the private-facility trunk group, an appropriate start signal is
returned. Depending on the private-facility trunk group, digits may be collected.

Following the trigger detection (due to the DP criteria assigned being met) related to an armed TDP-R or TDP-N in the
BCSM at the Collected_Information DP, caused by a call origination attempt, the SSF checks if call gapping, SS No. 7
overload, or service filtering are not in effect for the related call segment. If these conditions are met, then the
CollectedInformation operation is invoked by the SSF. The address of the SCF to which the CollectedInformation has to
be sent is determined on the basis of trigger instance related data. The SSF provides parameters as per rules defined i
6.4.4/Q.1214. For TDP-R, a control relationship is established to the SCF and the SSF applicatiog;timeseT when

the SSF sends the Collectedinformation operation for requesting instructions from thes§Cl. Used to prevent
excessive call suspension time. For EDP-RsTis also used. For TDP-N and EDP-N, no new control relationship is
established. Hence gd¢ is not set.
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3.3.14.2.2 Error handling

If the destination SCF is not accessible, then the call is given final treatment (other treatments are for further study). On
expiration of Tsgr before receiving any operation, the SSF aborts the interaction with the SCF and the call is given final
treatment (e.g. routing to a final announcement). If the calling party abandons after the sending of the
Collectedinformation operation, then the SSF aborts the control relationship after the first answer message from the SCF
has been received. If the caller abandons the call and Tggr is running, then the Transaction ID is held open until Tsgr is
satisfied or expires. If the caller abandons the call and Timer TSSF is not running, then procedures to support the
encountered situation (e.g. procedures to report the condition of Caller Abandon, procedures associated with the
condition of Tggr Timer Expired), shall be followed.

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.14.3 Responding Entity (SCF)

3.3.14.3.1 Normal procedure

SCF Preconditions (TDP):

— None.

SCF Preconditions (EDP):
1) For an EDP-R at the SSF, an existing control relationship is in place and an SLPI is running.

2) For an EDP-N, an existing monitoring relationship is in place and an SLPI is running.

SCF Postconditions (TDP):
1) An SLPI has been invoked.
2) For a TDP-R, a control relationship is established, and an SLPI has been invoked.
3) Fora T TDP-R, an SSF instruction is being prepared.

4) For a TDP-N, no relationship is established. An SLPI has been invoked, executes and terminates.

SCF Postconditions (EDP):

— For an EDP, the SCSM-FSM stays in the substate "Waiting for Notification or Request" if the message
type was notification and there are still EDPs armed or a "CallinformationReport" or
"ApplyChargingReport" requested; or

the SCSM-FSM moves to the state "ldle" if the message type was notification and there are no more
EDPs armed, no "CallinformationReport" or "ApplyChargingReport" are requested; or

the SCSM-FSM moves to the state "Preparing SSF Instructions" if the message type was request.

For TDP-R, on receipt of the CollectedInformation operation, the SCSM moves from "ldle" state to the state "Preparing
SSF Instructions”. A control relationship to the related SSF is created. A Service Logic Program Instance (SLPI) is
invoked for process the Collectedinformation operation based on the triggerType parameter. By means of this control
relationship, the SCF may influence the Basic Call Processing in accordance with the service logic invoked. The actions
to be performed in the SLPI depend on the parameters conveyed via this operation and the SLPI (i.e. the requested IN
service itself).

For EDP-R, on receipt of the CollectedInformation operation, the SCSM moves from "Waiting for Notification" state to
the state "Preparing SSF Instructions”. A control relationship to the related SSF continues. A Service Logic Program
Instance (SLPI) is invoked for process the Collectedinformation operation based on the triggerType parameter. By
means of this control relationship, the SCF may influence the Basic Call Processing in accordance with the service logic
invoked. The actions to be performed in the SLPI depend on the parameters conveyed via this operation and the SLPI
(i.e. the requested IN service itself).

For TDP-N, the SCSM remains in state "Idle" and takes appropriate action on the notification.
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For EDP-N, if this is the last event notification and there are no CalllnformationReport and ApplyChargingReport
pending, the SCSM returns to state "ldle". Otherwise, it remains in state "Waiting for Notification or Report".
Appropriate actions on the notification are taken.

3.3.14.3.2 Error handling

If the Collectedlnformation operation is rejected, then the SCSM remains in the same state. The maintenance function is
informed and no SLPI is invoked. Generic error handling for the operation related errors is described in 3.2 and the
TCAP services which are used for reporting operation errors are described in 3.4.

3.3.15 Collectlnformation procedure

3.3.15.1 General description

The Collectinformation is a class 2 operation which is used by the SCF to request the call to return to the
Callect_Information PIC, and then perform the basic originating call processing actions associated with this PIC (e.g. the
checking of information in the CalledPartyNumber parameter with the supported dialling plan). This operation uses only
the resources of the SSF-CCF to collect the information. The use of this operation is only appropriate for a call which
had not yet |eft the set-up phase.

When the user provides calledPartyNumber, Collect Information PIC processing includes collecting of destination
information from a calling party. When the calledPartyNumber is included (as dialledDigits) in the Collect_Information
operation, further collection is not performed (e.g. SSF-CCF checks the provided calledPartyNumber against the
supported dialling plan).

3.3.15.1.1 Parameters
— alertingPattern:

See Recommendation Q.1290. It only applies if the network signalling support this parameter or if SSF is
the terminating local exchange for the subscriber.

— numberingPlan:

See Recommendation Q.763 Numbering Plan for encoding.
— originalCalledPartyID:

See Recommendation Q.762 Original Called Number signalling information.
— travellingClassMark:

See Recommendation Q.1290. This parameter contains the travelling class mark information of the
calling party. It uses the LocationNumber format which is based on the Q.763 Location Number format.

— callingPartyNumber:
See Recommendation Q.762.
— dialledDigits:

This parameter is applied against the supported dialling plan in the SSF-CCF and, if valid, is used in
routing of the call. If provided, it replaces the calledPartyNumber for the call.

3.3.15.2 Invoking Entity (SCF)

3.3.15.2.1 Normal procedure

SCF Precondition:

— An SLPI has determined that more information from the calling party is required to enable processing to
proceed.

SCF Postcondition:

—  SLPI execution is suspended pending receipt of dialled digits.

This operation is invoked in the SCSM-FSM state "Preparing SSF Instructions” if the SLP requires additional
information to progress the call. It causes a transition of the FSM to the state "Waiting for Notification or Report".
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3.3.15.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.15.3 Responding Entity (SSF)

3.3.15.3.1 Normal procedure

SSF Precondition:
— A TDP Request has been invoked.

SSF Postconditions:
1) The SSF has executed a transition to the state "Monitoring".

2) The SSF performs the call processing actions to collect destination information from the calling party.
This may include prompting the party with in-band or out-band signals.

3) Basic call processing is resumed at PIC 2.

The operation is only valid in the state "Waiting for Instruction" and after having received an operation
'RequestReportBCSMEvent' for DP2. The SSP has to perform the following actions:

— The SSF cancelssgg.

— When DP2 will be encountered, an 'EventReportBCSM' operation will be invoked, and the SSF-FSM will
return to the state "Waiting for Instructions".

3.3.15.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4 .

3.3.16 Connect procedure

3.3.16.1 General description

This operation is used to request the SSF to perform the call processing actions to route a call to a specific destination.
To do so, the SSF may use destination information from the calling party (e.g. dialled digits) and existing call set-up
information (e.g. route index to a list of trunk groups) depending on the information provided by the SCF.

In general, all parameters which are provided in a Connect operation to the SSF shall replace the corresponding
signalling parameter in the CCF, if the relevant parameter has already been received in the CCF, and shall be used for
subsequent call processing. Parameters which are not provided by the Connect operation shall retain their value (if
already assigned) in the CCF for subsequent call processing.

3.3.16.1.1 Parameters
— destinationRoutingAddress:

This parameter contains the list of called party numbers (see Recommendation Q.762) towards which the
call is to be routed. The encoding of the parameter is defined in Recommendation Q.763. The
'destinationRoutingAddress' may include the 'correlationID' and 'scflD' if used in the context of a hand-off
procedure, but only if ‘correlationID' and 'scflD' are not specified separately.

— alertingPattern:

See Recommendation Q.1290. It only applies if the network signalling support this parameter or if SSF is
the terminating local exchange for the subscriber.

— correlationlD:

This parameter is used by the SCF to associate the 'AssistRequestinstructions' operation from the assisting
SSF with the Request from the initiating SSF. The 'correlationID' is used in the context of a hand-off
procedure and only if the correlation id is not embedded in the 'destinationRoutingAddress'. The network
operators has to decide about the actual mapping of this parameter on the used signalling system.
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— cutAndPaste:

This parameter is used by the SCF to instruct the SSF to delete (cut) a specified number of leading digits
that it has received from the calling party and to paste the remaining dialled digits on to the end of the
digits supplied by the SCF in the 'destinationRoutingAddress'.

—  forwardingCondition:
Indicates the condition that must be met to complete the Connect operation.
— iISDNAccessRelatedInformation:

Carries the same information as the protocol element ISUP Access Transport parameter in Recommen-
dation Q.762.

— originalCalledPartyID:

See Q.762 Original Called Number signalling information. The use of this parameter in the context of the
'‘Connect' operation is to be specified by the network operator.

—  routelList:

This parameter is used to select the outgoing trunk group used for routing the call. A sequence of routes is
provided to allow flexible routing for applications such as VPN without increasing the number of queries
required for such applications.

— scflD:

See Recommendation Q.1290. The scflD is used in the context of a hand-off procedure and only if
the SCF id is not embedded in the 'destinationRoutingAddress'. The network operator has to decide about
the actual mapping of this parameter on the used signalling system.

— travellingClassMark:

The SCF uses the travellingClassMark parameter to provide essential route selection information to
the SSF. The SSF uses this information to populate the outgoing ISUP-IAM message, the population and
mapping of this parameter is network operator specific.

—  carrier:

See Recommendation Q.1290. In this message, the carrier selection field is null (00000000) and
Carrier ID indicates the carrier to use for the call.

— servicelnteractionIndicators:

This parameter contains indicators sent from the SCF to the SSF for control of the network based services
at the originating exchange and the destination exchange.

— callingPartyNumber:

This parameter, if present, is used to identify the calling party for the call (see Q.762 Calling Party
Number). It may be used for applications such as UPT, where only the SCF can verify the identity of the
calling party.

— callingPartysCategory:

See Recommendation Q.762 Calling Party Category signalling information.
— redirectingPartyID:

This parameter, if present, indicates the last directory number the call was redirected from.
— redirectioninformation:

See Recommendation Q.763 Redirection Information signalling information.
3.3.16.2 Invoking Entity (SCF)

3.3.16.2.1 Normal procedure

SCF Preconditions:
1) A control relationship exists between the SCF and the SSF.
2) An SLPI has determined that a 'Connect' has to be sent by the SCF.
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SCF Postcondition:

—  SLPI execution may continue.

In the SCSM-FSM state "Preparing SSF Instructions", this operation is invoked by the SCF if the service logic results in
the request to the SSF to route a call to a specific destination. If no event monitoring has been requested and no reports
(CallinformationReport and ApplyChargingReport) have been requested in a previously sent operation, a SCSM-FSM
transition to state "ldle" occurs. Otherwise, if event monitoring has been requested or any report (CallinformationReport
and ApplyChargingReport) has been requested, the SCSM-FSM transitions to state "Waiting for Notification or Report".
When the 'Connect’ operation is used in the context of a hand-off procedure, the SCSM-FSM transitions to state "Idle".
However, in this case, the SCF must maintain sufficient information in order to correlate the subsequent
'AssistRequestinstructions’ operation (from the assisting SSF or SRF) to the existing SLPI.

3.3.16.2.2 Error handling

If reject or error messages are received, then the SCSM informs the SLPI and remains in the state "Preparing SSF
Instructions”.

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.16.3 Responding Entity (SSF)

3.3.16.3.1 Normal procedure

SSF Preconditions:
1) Call origination attempt has been initiated.
2) Basic call processing has been suspended at a DP.

3) The SSF waits for instructions.

SSF Postconditions:
1) The SSF performs the call processing actions to route the call to the specified destination.

2) In the O-BCSM, when only address information is included in the Connect operation, call processing
resumes at PIC 3.

3) Inthe O-BCSM, when address information and routing information is included in the Connect operation,
call processing resumes at PIC 4.

On receipt of this operation in the SSF-FSM state "Waiting for Instructions", the SSP performs the following actions:

— The SSF cancelssr.

— If "cutAndPaste" is present, then the SSF deletes ("cut”) from the dialled IN number the indicated number
of digits and pastes the remaining dialled digits at the end of the "destinationRoutingAddress" parameter
delivered by the SCF. The resulting directory number is used for routing to complete the related call.

— If "cutAndPaste" is not present, then the "destinationRoutingAddress" parameter delivered by the SCF is
used for routing to complete the related call. Note that in the case of hand-off, this results in routing to an
assisting SSP or IP.

— If the "callingPartyNumber" is supplied, this value may be used for all subsequent SSF processing.

— If no EDPs have been armed and neither a CallinformationReport nor an ApplyChargingReport has been
requested, the FSM goes to state "Idle" (€9). Otherwise, the FSM goes to state "Monitoring" (e11).
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No implicit activation or deactivation of DPs occurs.
Statistic counter(s) are not affected.

Connect completes when the INAP processing of the operation is complete and before the SSP starts the processing
necessary to select acircuit.

Therefore, in order to detect route select failure after a "Connect” it is necessary to explicitly arm the "Route Select
Failure" EDP before sending the "Connect” (although they may be in the same message).

3.3.16.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.17 ConnectToResource procedure

3.3.17.1 General description

This operation is used to connect a call from the SSF to a specialized resource. After successful connection to the SRF,
the interaction with the caller can take place. The SSF relays all operations for the SRF and all responses from the SRF.

3.3.17.1.1 Parameters
*  resourceAddress:
This parameter identifies the physical location of the SRF.
— iPRoutingAddress:
This parameter indicates the routing address to set up a connection towards the SRF.
—  none:
This parameter indicates that the call party is to be connected to a predefined SRF.
*  servicelnteractionIndicators:

This parameter contain indicators sent from the SCP to the SSP for control of the network based services
at the originating exchange and the destination exchange.

3.3.17.2 Invoking Entity (SCF)

3.3.17.2.1 Normal procedure

SCF Preconditions:
1) A control relationship exists between the SCF and the SSF.
2) The SLPI has determined that additional information from the call party is needed.
3) The call party is not connected to any other party.
4) The SCSM-FSM is in the state "Routing to Resource"”, substate "Determine Mode".
5) The SLPI has determined that the SRF can be accessed from the SSF.

SCF Postconditions:

1) The SCSM sends out a 'PlayAnnouncement’ or ‘PromptAndCollectUserinformation' operation
accompanying the '‘ConnectToResource'

2) The SCSM-FSM moves to the state "User Interaction".

3.3.17.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.
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3.3.17.3 Responding Entity (SSF)

3.3.17.3.1 Normal procedure

SSF Preconditions:
1) Basic call processing has been suspended at a DP and a control relationship has been established.
2) The SSF-FSM isin the state "Waiting for Instructions’.

SSF Postconditions:
1) Thecall isswitched to the SRF.
2) A control relationship to the SRF is established.

3) The SSF-FSM moves to the state "Waiting for End of User Interaction”. If necessary, Tsgr iS Set.
NOTES

1  Whether the Tggr is used or not in this case is network operator dependent. But it must be synchronized with
TscE-ssk in the SCSM.

2 The successful connection to the SRF causes a state transition in the SRF-FSM from "ldle" to "Connected".

3.3.17.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.18 Continue procedure

3.3.18.1 General description

This operation is used to request the SSF to proceed with call processing at the DP at which it previously suspended call
processing to await SCF instructions. The SSF continues call processing without substituting new data from the SCF.

3.3.18.1.1 Parameters

None.
3.3.18.2 Invoking Entity (SCF)

3.3.18.2.1 Normal procedure

SCF Precondition:
— SCSM is in the state "Preparing SSF instructions".

SCF Postcondition:

— SCSM is in the state "Waiting for Notification or Request", in case monitoring was required, or in the
state "Idle", in case no monitoring was required.

The SCSM is in state "Preparing SSF instructions”. The 'Continue’ operation is invoked by a SLPI. This causes a SCSM
transition to state "Idle" if no subsequent monitoring is required. However, if monitoring is required, like in the case of
armed EDPs or outstanding report requests, the SCSM transitions to state "Waiting for Notification of Report".

3.3.18.2.2 Error handling
Operation related error handling is not applicable, due to class 4 operation.
3.3.18.3 Responding Entity (SSF)

3.3.18.3.1 Normal procedure

SSF Preconditions:
1) BCSM: Basic call processing has been suspended at any DP.

2) SSF-FSMis in the state "Waiting for Instructions".
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SSF Postconditions:
1) BCSM: Basic call processing continues.

2) SSF-FSM isin the state "Monitoring", because at |east one EDP was armed, or a 'CalllnformationReport’
or ' ApplyChargingReport’ was requested; or

SSF-FSM isin the state "ldle", because no EDPs were armed and neither the 'Calll nformationReport’ nor
the’ ApplyChargingReport’ was requested.

The SSF-FSM isin state "Waiting for instructions’. The SSME-Control receives the 'Continue’ operation and relays it to
the appropriate SSF-FSM. The SSF-FSM transitions to state "Idle" in case no EDPs are armed and no outstanding report
requests are present. The SSF-FSM transits to state "Monitoring"” if at least one EDP is armed, or if there is at least one
outstanding report request. Basic call processing is resumed.

3.3.18.3.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.3.19 DisconnectForwardConnection procedure

3.3.19.1 General description

This operation is used in the following two cases:
1) Toclear aconnectionto a SRF

This operation is used to explicitly disconnect a connection to a resource (SRF) established previously
with a 'ConnectToResource’ or an 'EstablishTemporaryConnection’ operation. It is used for a forward
disconnection from the SSF. An alternative solution is the backward disconnect from the SRF, controlled
by the  ’DisconnectFromlPForbidden’ parameter in  the ’'PlayAnnouncement’  and
"PromptAndCollectUserlnformation’ operations.

2) Toclear aconnection to an assisting SSF

This operation is sent to the non-assisting SSF of a pair of SSFsinvolved in an assist procedure. It is used
to disconnect the temporary connection between the initiating SSF and the assisting SSF, and the assisting
SSF and its associated SRF.

3.3.19.1.1 Parameters

None.
3.3.19.2 Invoking Entity (SCF)

3.3.19.2.1 Normal procedure
SCF Preconditions:

1) A control relationship exists between the SCF and the SSF.

2) Anassist- or arelay procedureisin progress.

3) An SLPI has determined that a’ DisconnectForwardConnection’ operation has to be sent by the SCF.
SCF Postcondition:

—  SLPI execution may continue.

The 'DisconnectForwardConnection' operation is used to instruct the SSF to disconnect the concerned forward
connection to the assisting SSF or the physical entity containing the SRF.

In the SCSM-FSM state "User Interaction”, substate "Waiting for Response from the SRF", this operation is invoked by
the SCF when the service logic determines that user interaction is finished and requests the SSF to disconnect the
temporary connection to the assisting SSF or the SRF. The SCSM-FSM then transitions to state "Preparing SSF
Instructions".
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3.3.19.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.19.3 Responding Entity (SSF)

3.3.19.3.1 Normal procedure

SSF Preconditions:
1) Cadll origination attempt has been initiated.
2) Basic call processing has been suspended at a DP.

3) Theinitiating SSFisin the state "Waiting for End of User Interaction” or "Waiting for End of Temporary
Connection".

SSF Postconditions:
1) The connection to the SRF or assisting SSF is released.

2) The SSFiswaiting for instructions.

The receipt of "DisconnectForwardConnection" results in disconnecting the assisting SSF or the physical entity
containing the SRF from the concerned call. It does not release the connection from the SSF back to the end user.

This operation is accepted in the SSF-FSM states "Waiting for End of Temporary Connection" or "Waiting for End of
User Interaction™. On receipt of this operation in these states, the SSF must perform the following actions:

— The initiating SSF releases the connection to the assisting SSF or the relay SRF.
— The SSF resetssdr.
— The SSF-FSM goes to state "Waiting for Instructions” (e8).

NOTE - The successful disconnection to the SRF causes a state transition in the SRF-FSM to "Idle". A current order
("PlayAnnouncement" or "PromptAndCollectUserinformation") is cancelled and any queued order ("PlayAnnouncement" or
"PromptAndCollectUserInformation”) is discarded.

3.3.19.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.20 EstablishTemporaryConnection procedure

3.3.20.1 General description

This operation is used to create a connection between an initiating SSF and an assisting SSF as part of a service assist
procedure. It can also be used to create a connection between a SSF and a SRF, for the case where the SRF existsin a
separately addressable physical entity.

3.3.20.1.1 Parameters

— assistingSSPIPRoutingAddress:

This parameter indicates the destination address of the SRF for assist procedure. The
‘assistingSSPIPRoutingAddress' may contain embedded within it, a ‘correlationID' and 'scflD', but only if
‘correlationID' and 'scflD" are not specified separately.

— correlationlD:

This parameter is used by the SCF to associate the 'AssistRequestinstructions' from the assisting SSF (or
the SRF) with the Request from the initiating SSF. The ‘correlationID’ is used only if the correlation id is
not embedded in the 'assistingSSPIPRoutingAddress'. The network operator has to decide about the actual
mapping of this parameter on the used signalling system.
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— scflD:

See Recommendation Q.1290. The 'scfID' is used only if the SCF id is not embedded in the
‘assistingSSPIPRoutingAddress'. The network operator has to decide about the actual mapping of this
parameter on the used signalling system.

—  carrier:

See Recommendation Q.1290. In this message, the carrier selection field is null (00000000) and Carrier
ID indicates the carrier to use for the call.

—  servicelnteractionindicators:
This parameter contain indicators sent from the SCP to the SSP for control of the network based services
at the originating exchange and the destination exchange.

3.3.20.2 Invoking Entity (SCF)

3.3.20.2.1 Normal procedure

SCF Preconditions:
1) A control relationship exists between the SCF and the SSF.

2) The service logic has determined that a connection is needed between the SSF and SRF or between the
SSF and an assisting SSF.

3) The call party is not connected to any other party.

SCF Postcondition:
— The SCF is "Waiting for Assist Request Instructions”.

In the SCSM-FSM state "Routing to Resource", this operation is invoked by the SCF when the service logic determines
that an assisting SSF or a Direct SCF-SRF relation is needed. The SCSM-FSM then transitions to state "Waiting for
Assist Request Instructions".

3.3.20.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.20.3 Responding Entity (SSF)

3.3.20.3.1 Normal procedure

SSF Preconditions:
1) Call origination attempt has been initiated.
2) Basic call processing has been suspended at DP 1,2,3,4,5,6,7,12,13,14, or 15.
3) The SSF waits for instructions.
4) The SSF is not an assisting SSF.

SSF Postconditions:

1) The SSF performs the call processing actions to route the call to the assisting SSF or SRF according to the
‘assistingSSPIPRoutingAddress' requested by the SCF.

2) The SSF waits for end of temporary connection.

On receipt of this operation in the SSF-FSM state "Waiting for Instructions”, the SSP has to perform the following
actions:

— Reset the dgr (optional).

NOTE — This "optional" means that the application timegis optionally set. Whether it is used or not is
network operator dependent. But it must be synchronized vt &gk in the SCSM.

— Route the call to assisting SSF or SRF using ‘assistingSSPIPRoutingAddress'.
— The SSF-FSM goes to state "Waiting for End of Temporary Connection" (e7).
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3.3.20.3.2 Error handling

Until the connection set-up has been accepted (refer to Recommendation Q.71) by the assisting SSF-SRF, all received
failure indications from the network on the ETC establishment shall be reported to the SCF as ETC error ETCFailed
(e.g. busy, congestion). Note that the operation timer for ETC shall be longer than the maximum alowed time for the
signalling procedures to accept the connection.

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.21 EventNotificationCharging procedure

3.3.21.1 General description

This operation is used by the SSF to report to the SCF the occurrence of a specific charging event type as requested by
the SCF using the "RequestNotificationChargingEvent” operation. The operation supports the options to cope with the
interactions concerning the charging (refer to Appendix 11.4/Q.1214 "Charging scenarios”).

As severa charging events may occur during a connection configuration a possibility exists for the
EventNotificationCharging operation to be invoked on multiple occasions. For each connection configuration
EventNotificationCharging may be used several times.

3.3.21.1.1 Parameters
— eventTypeCharging:

This parameter indicates the charging event type which has occurred. Its content is network operator
specific, which may be "charge pulses" or "charge messages".

— eventSpecificinformationCharging:

This parameter contains charging related information specific to the event. Its content is network operator
specific.

— leglD:
This parameter indicates the leg id on which the charging event type applies.
— monitorMode:

This parameter indicates how the charging event is reported. When the "monitorMode" is "interrupted",
the event is reported as a request; if the "monitorMode” is "notifyAndContinue” the event is reported as a
notification. The "monitorMode" "transparent” is not applicable for the "EventNatificationCharging"
operation.

3.3.21.2 Invoking Entity (SSF)

3.3.21.2.1 Normal procedure
SSF Preconditions:

1) A control relationship exists between the SCF and the SSF.

2) A charging event has been detected that is requested by the SCF.
SSF Postcondition:

— No FSM state transition.

The SSF-FSM is in any state except "ldle". This operation is invoked if a charging event has been detected that is
requested by the SCF. The detected charging event can be caused by:

a) another SLPI; or

b) another exchange.

Irrespective of the charging event cause, the SSF performs one of the following actions on occurrence of the charging
event (according the corresponding monitorMode):
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Interrupted:

— Notify the SCF of the charging event using "EventNotificationCharging" operation: do not process the
event, but discard it. However, call and existing charging processing will not be suspended in the SSF.

NotifyAndContinue;

— Notify the SCF of the charging event using "EventNotificationCharging"”, and continue processing the
event or signal.

3.3.21.2.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.3.21.3 Responding Entity (SCF)

3.3.21.3.1 Normal procedure

SCF Precondition:

— A "RequestNotificationChargingEvent" has been sent at the request of a SLPI and the SLPI is expecting
an "EventNotificationCharging" from the SSF.

SCF Postcondition:

— No FSM state transition.

On receipt of this operation the SLPI which is expecting this notification can continue. If the corresponding monitor
mode was set by the SLPI to Interrupted, the SLPI prepares instructions for the SSF if necessary.

3.3.21.3.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.3.22 EventReportBCSM procedure

3.3.22.1 General description

This operation is used to notify the SCF of a call related event previously requested by the SCF in an
'RequestReportBCSMEvent' operation. The monitoring of more than one event could be requested with a
'RequestReportBCSMEvent' operation, but each of these requested events is reported in a separate 'EventReportBCSM
operation.

3.3.22.1.1 Parameters
« eventTypeBCSM:
This parameter specifies the type of event that is reported.
*  bcsmEventCorrelationID:
Used by the SCF for correlation with a previous operation.
« eventSpecificinformationBCSM:

This parameter indicates the call related information specific to the event.

For 'CollectedInfo’ it will contain the ‘calledPartyNumber".

For 'Analysedinfo’ it will contain the ‘calledPartyNumber'.

For 'RouteSelectFailure' it will contain the 'FailureCause', if available.

For O- or T-Busy it will contain the 'BusyCause’, if available.

For O- or T-NoAnswer it will be empty.

For O- or T-Answer it will be empty.

For O- or T-MidCall it will contain ‘connectTime', if available.

For O- or T-Disconnect it will contain the 'releaseCause' and/or 'connectTime', if available.

The connect time, if available, indicates the duration between the received answer indication from the
called party side and the release of the connection in units of 100 ms.
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 leglD:

This parameter indicates the party in the call for which the event is reported. SSF will use the option
"ReceivingSidelD’ only.

— receivingSidelD:
The following values for 'legID' are assumed:

i) 'leglD' = 1 indicates the party that was present at the moment of the 'InitialDP' or a DP-specific
operation (in case of a midcall trigger, the party causing the trigger), or the party that was
created with an 'InitiateCallAttempt' operation.

i) ‘'leglD' = 2 indicates the party that was created with a '‘Connect' operation, or in case of a mid
call trigger, the party not causing the trigger.

If not included, the following defaults are assumed:
iii) legIlD = 1 for the events Collectedinfo, Analysedinformation, O-Abandon and T-Abandon.

iv) leglD = 2 for the events RouteSelectFailure, O-CalledPartyBusy, O-NoAnswer, O-Answer,
T-Busy, T-NoAnswer and T-Answer.

The 'leglD' parameter shall always be included for the events O-MidCall, O-Disconnect,
T-MidCall and T-Disconnect.

* miscCallinfo:
This parameter indicates detection point related information.
— messageType:

This parameter indicates whether the message is a request, i.e. resulting from a
'RequestReportBCSMEvent' with 'monitorMode' = interrupted, or a notification, i.e. resulting from a
'RequestReportBCSMEvent' with 'monitorMode’ = 'notifyAndContinue'.

— dPAssignment:

This parameter shall be omitted for this operation.
3.3.22.2 Invoking Entity (SSF)

3.3.22.2.1 Normal procedure

SSF Preconditions:

1) The SSF-FSMis in the state "Monitoring"; or

the SSF-FSM may be in state "Waiting for Instructions” if the O/TDisconnect DP is armed and
encountered; or

the SSF-FSM may be in any state if the O/TAbandon DP is armed and encountered.
2) The BCSM proceeds to an EDP that is armed.

SSF Postconditions:

1) The SSF-FSM stays in the state "Monitoring” if the message type was notification and there are still EDPs
armed or a "CallinformationReport" or "ApplyChargingReport" requested.

2) The SSF-FSM moves to the state "Idle" if the message type was natification and there are no more EDPs
armed, no "CallinformationReport" or "ApplyChargingReport" are requested.

3) The SSF-FSM moves to the state "Waiting for Instructions" if the message type was request. Call
processing is interrupted.

For certain service features it is necessary that the same O-BCSM instance is reused. Examples are follow-on calls.
The decision to reuse the same O-BCSM instance can only be taken by the SCF after certain armed EDP-R’s are

reported.
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The considered EDP-R’s are:
— RouteSelectFailure;
— O_CalledPartyBusy;
— O_NoAnswer;

— O_Disconnect.

If a EDP-R is met that causes the release of the related leg, all EDPs related to that leg are disarmed and the event is
reported via "EventReportBCSM". To allow the reuse of the same O-BCSM instance, the BCSM has to store all call

related signalling parameters (e.g. "callingPartyNumber", "callingPartyCategory") until the BCSM instance is released.

In the case the respective EDP-R is met (see list above with "O-Disconnect" only for legID = 2), the A-leg will be held,
the B-leg will be released and the SCF is informed via "EventReportBCSM".

If the A-party disconnects, the call is released whether or not a DP was armed.

3.3.22.2.2 Error handling

In case the message type is request, on expiratiogspfbEfore receiving any operation, the SSF aborts the interaction
with the SCF and the call is given final treatment, e.g. a final announcement.

Operation related error handling is not applicable, due to class 4 operation.
3.3.22.3 Responding Entity (SCF)

3.3.22.3.1 Normal procedure

SCF Preconditions:
1) A control relationship exists between the SSF and the SCF.

2) The SCSM-FSM is in the state "Preparing SSF Instructions”, substate "Waiting for Notification or
Request".

SCF Postconditions:

1) The SCSM-FSM stays in the substate "Waiting for Notification or Request" if the message type was
notification and there are still EDPs armed or a "CallinformationReport" or "ApplyChargingReport"
requested; or

the SCSM-FSM moves to the state "Idle" if the message type was notification and there are no more
EDPs armed, no "CallinformationReport" or "ApplyChargingReport" are requested; or

the SCSM-FSM moves to the state "Preparing SSF Instructions" if the message type was request.

2) The eventis reported to a SLPI, based on the dialogue ID. The SCF will prepare SSF or SRF instructions
in accordance with the SLPI.

3.3.22.3.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.3.23  FurnishChargingl nformation procedure

3.3.23.1 General description

This operation is used to request the SSF to generate, register a call record or to include some information in the default
call record. The registered call record is intended for off-line charging of the call. A possibility exists for the
FurnishCharginglnformation (FCI) operation to be invoked on multiple occasions. FCI could be applied at the beginning
of the call in order to request to start call record generation. In addition FCI can also be applied at the end of the call or
connection configuration (e.g. for follow-on calls). In this case FCI is used to include charge related information into the

218 Recommendation Q.1218  (10/95)



call record which was started at the beginning of the call. When additional FCls are used it is recommended to arm an
EDP-R (indicating the end of call or connection configuration) to be able to apply FCI before the termination of the call
record generation. The charging scenarios supported by this operation are: 2.2, 2.3 and 2.4 (refer to Appendix 11/Q.1214,
"Charging scenarios').
3.3.23.1.1 Parameters

—  FCIBillingChargingCharacteristics:

This parameter indicates billing and/or charging characteristics. Its content is network operator specific.
Depending on the applied charging scenario, the following information elements can be included (refer to
Appendix 11/Q.1214, "Charging scenarios"):

»  complete charging record (scenario 2.2);
»  charge party (scenario 2.3);
»  chargelevel (scenario 2.3);
»  chargeitems (scenario 2.3);

e correlationlD (scenario 2.4).
3.3.23.2 Invoking Entity (SCF)

3.3.23.2.1 Normal procedure

SCF Preconditions:
1) A control relationship exists between the SCF and the SSF.
2) An SLPI has determined that a"FurnishCharginglnformation™ has to be sent by the SCF.

SCF Postconditions:
1) No FSM state transition.

2) SLPI execution may continue.

The SCSM-FSM isin state "Preparing SSF instruction” or isin state "Queueing FSM". This operation is invoked by the
SCF if a SLPI results in the request of creating a call record to the SSF or to include some billing or charging
information into the default call record. In the case of call queueing, this operation may contain information pertaining to
the initiation of queueing or the call queueing time duration for call logging purpose. This causes ho SCSM-FSM state
transition.

3.3.23.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.23.3 Responding Entity (SSF)

3.3.23.3.1 Normal procedure

SSF Preconditions:

— SSF-FSM: State c, "Waiting for Instructions”; or
SSF-FSM: State d, "Waiting for End of User Interaction"; or
SSF-FSM: State e, "Waiting for End of Temporary Connection”; or
SSF-FSM: State f, "Monitoring"; or
Assisting/hand-off SSF-FSM State b, "Waiting for Instructions".

SSF Postcondition:

— No FSM state transition.
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On receipt of this operation, the SSF performs actions to create the call record according the off line charging scenario
which is applicable using the information elements included in the operation:

- registers the complete call record included in the operation;
— generates and registers a call record according the information (charge party, charge level, charge items);

— include the information received “"correlationID" in the default call record which is generated and,
registered by default at the SSF.

By means of a parameter at the "FurnishCharginglnformation” operation the SCF can initiate the pul se metering function
of the SSF.

In that case the SSF shall generate meter pul ses according to the applicable charging level, account and record them.

The SSF records charge related data like for example the call duration, begin time stamp or end time stamp. Additionally
the SSF records further dataif required.

The charging level can be determined by:
a) theSCF; or
b) the SSF; or
c) asucceeding exchange; or
d) the post processing function.
If @) applies, the charging level isincluded in the "FurnishCharginglnformation" operation.

If b) applies, the SSF shall determine the charging level based on the corresponding parameters contained in the
operation.

If ¢) applies, either the "FurnishCharginglnformation" operation contains the corresponding parameters indicating that
the charging level shall be determined in a succeeding exchange, or the SSF detects during the determination of the
charging level based on the provided parameters that the charging level shall be determined in a succeeding exchange.

The SSF can either account received pulses or convert any charging messages received from the B-side to pulses. In both
cases, the accumulated pulses are included when the IN call record is generated or ignored.

3.3.23.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.24 HoldCallinNetwork procedure

3.3.24.1 General description

This operation is used to provide the capability of queueing a call during the setup phase (e.g. to provide a cal
completion to busy, a call would be queued until the destination becomes free).

3.3.24.1.1 Parameters
—  holdcause:

This parameter is optional. When used, it is network-specific and denotes the cause for holding the call.
3.3.24.2 Invoking Entity (SCF)

3.3.24.2.1 Normal procedure

SCF Precondition:

— The SCSM is in state 2.2.1, "Preparing SSF Instructions”, and the event (e2.2.3) Busy_Line/Trunk has
taken place.
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SCF Postcondition:
— The SCSM enters state 2.2.2 Queueing.

3.3.24.2.2 Error handling

There is no specific error treatment associated with this operation. Generic error handling for the operation related errors
is described in 3.2 and the TCAP service which are used for reporting operation errors are described in 3.4.

3.3.24.3 Responding Entity (SSF)

3.3.24.3.1 Normal procedure
SSF Precondition:

— The SSF-FSM is in state ¢, "Waiting for Instructions".
SSF Postcondition:

— The SSF-FSM remains in the same state.

3.3.24.3.2 Error handling

There is no operation-specific error treatment associated with this operation. Generic error handling for the operation-
related errors is described in 3.2 and the TCAP services which are used for reporting operation errors are described
in 3.4.

3.3.25 InitialDP procedure

3.3.25.1 General description

This operation is sent by the SSF after detection of a TDP-R in the BCSM, to request the SCF for instructions to
complete the call.

3.3.25.1.1 Parameters
e serviceKey:

This parameter identifies for the SCF unambiguously the requested IN service. It is used to address the
correct application/SLP within the SCF (not for SCP addressing).

e calledPartyNumber:

This parameter contains the number used to identify the called party in the forward direction, i.e. see
Recommendation Q.762.

» callingPartyNumber:

See Q.762 Calling Party Number signalling information.
e callingPartysCategory:

See Q.762 Calling Party Category signalling information.
* cGEncountered:

See Recommendation Q.1290.
e iIPSSPCapabilities:

See Recommendation Q.1290.
+ iPAvailable:

See Recommendation Q.1290.
* locationNumber:

This parameter is used to convey the geographical area address for mobility services, see
Recommendation Q.762. It is used when 'callingPartyNumber' does not contain any information about the
geographical location of the calling party (e.g. origin dependent routing when the calling party is a mobile

subscriber).
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» originaCalledPartylD:
See Q.762 Origina Called Number signalling information.
e triggerType:

This parameter indicates to the SCF the particular event which caused the detection of a valid trigger
condition.

*  highlayerCompatibility:

This parameter indicates the type of the high layer compatibility, which will be used to determine the
ISDN-teleservice of a connected ISDN terminal. For encoding DSS-1 (see Recommendation Q.931)
isused. The highlayerCompatibility can aso be transported by ISUP within the ATP (see
Recommendation Q.763) parameter.

e servicelnteractionlndicators;

This parameter contains indicators sent from the SSF to the SCF for control of the network based services
at the originating exchange and the destination exchange.

e additional CallingPartyNumber:

The calling party number provided by the access signalling system of the calling user, e.g. provided by
aPBX.

 forwardCdllndicators:

This parameter indicates if the call shall be treated as a national or international call. It also indicates the
signalling capabilities of the network access, preceding network connection and the preferred signalling
capabilities of the succeeding network connection. The network access capabilities does not indicate the
terminal type. For example, an ISPBX will have an ISDN type of access, but the end user termina behind
the ISPBX may be ISDN or non-ISDN.

*  bearerCapahility:

This parameter indicates the type of the bearer capability connection or the transmission medium
requirements to the user. It is a network option to select one of the two parameters to be used:

—  bearerCap:

This parameter contains the value of the DSS-1 Bearer Capability parameter (see
Recommendation Q.931) in case the SSF is at local exchange level or the value of the ISUP User
Service Information parameter (see Recommendation Q.763) in case the SSF is at transit exchange
level.

The parameter 'bearerCapability’ shall only be included in the 'InitialDP' operation in case the DSS-1
Bearer Capability parameter or the ISUP User Service Information parameter is available at the SSP.

If two values for bearer capability are available at the SSF or if User Service Information and User
Service Information Prime are available at the SSF, the 'bearerCap' shall contain the value of the
preferred bearer capability respectively the value of the User Service Information Prime parameter.

- tmr:

The tmr is encoded as the Transmission Medium Requirement parameter of the ISUP according to
Recommendation Q.763.

If two values for transmission medium requirement are available at the SSF or if Transmission
Medium Requirement and Transmission Medium Requirement Prime are available at the SSF, the
'bearerCap' shall contain the value of the preferred transmission medium requirement respectively the
value of the Transmission Medium Requirement Prime parameter.

« eventTypeBCSM:

This parameter indicates the armed BCSM detection point event, resulting in the 'InitialDP' operation.
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e redirectingPartylD:
This parameter indicates the last directory number the call was redirected from.
»  redirectionlnformation:

See Q.763 Redirection Information signalling information.
3.3.25.2 Invoking Entity (SSF)

3.3.25.2.1 Normal procedure

SSF Preconditions:
1) Anevent fulfilling the criteria for the DP being executed has been detected.
2) Call gapping and SS No. 7 overload are not in effect for the call, and the call is not to be filtered.

SSF Postconditions:

1) A control relationship has been established if the DP was armed as a TDP-R. The SSF-FSM moves to the
state "Waiting for Instructions'.

2) The SSF-FSM remainsin the state "Idle" if the DP was armed as a TDP-N.

Following a trigger detection (due to the DP criteria assigned being met) related to an armed TDP in the BCSM caused
by a call origination attempt, the SSF checks if call gapping, SS No. 7 overload or service filtering are not in effect for
the related call segment.

If these conditions are met, then the 'Initial DP' operation is invoked by the SSF. The address of the SCF the ’Initia DP
operation has to be sent to, is determined on the base of trigger related data. The SSF provide as many parameters as
available. In some cases, some parameters must be available (such as 'callingPartyNumber’ or ’callingPartyCategory’).
This is to be handled appropriately by the SSF in its trigger table (to know that such parameters are necessary for some
triggering conditions) and in conducting the necessary action to get these parameters if they are not available (for
instance if non-SS No. 7 signalling is used, it may be possible to request the 'callingPartyCategory’ from a preceding
exchange).

Otherwise, the call contral is given back to the underlying network.

If the DP was armed as a TDP-R, a control relationship is established to the SCF. The SSF application timer Tggr iS Set
when the SSF sends 'Initial DP' for requesting instructions from the SCF. It is used to prevent excessive call suspension
time.

3.3.25.2.2 Error handling
If the destination SCF is not accessible, then the call is given final treatment.

On expiration of Tggr before receiving any operation, the SSF aborts the interaction with the SCF and the call is given
final treatment, e.g. routing to afinal announcement.

If the calling party abandons after the sending of ‘Initial DP', then the SSF aborts the control relationship by means of an
abort to TCAP. Note that TCAP will wait until the first response message from the SCF has been received before it
sends an abort to the SCF (see also 3.2).

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.25.3 Responding Entity (SCF)

3.3.25.3.1 Normal procedure

SCF Precondition:

— None.

SCF Postcondition:
— An SLPI has been invoked.
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On receipt of ’InitialDP' operation the SCSM moves from "Idl€" to the state "Preparing SSF Instructions', a control
relationship to the related SSF is created. A Service Logic Program Instance (SLPI) is invoked for processing the
‘Initial DP’ operation based on the 'serviceK ey’ parameter. By means of this control relationship, the SCF may influence
the Basic Call Processing in accordance with the service logic invoked.

The actions to be performed in the SLPI depend on the parameters conveyed via this operation and the SLPI, i.e. the
requested IN service itself.

3.3.25.3.2 Error handling

If the 'Initial DP operation is rejected, then the SCSM remains in "ldle". The maintenance function is informed and no
SLPI isinvoked.

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.26 InitiateCallAttempt procedure

3.3.26.1 General description

This operation is used to request the SSF to create a new call to one call party using the address information provided by
the SCF (e.g. wake-up call). An EDP-R must be armed on answer and all the call failure events, in order to have the
SCF, treat this call appropriately when either of these eventsis encountered.

3.3.26.1.1 Parameters

— destinationRoutingAddress:

This parameter contains the called party number towards which the call is to be routed. The
destinationRoutingAddress may contain one called party number only for this operation. The encoding of

the parameter is defined in Recommendation Q.763.

—  alertingPattern:

See Recommendation Q.1290. It only applies if the network signalling supports this parameter or if SSF

is the terminating local exchange for the subscriber.

— iISDNAccessRelatedInformation:

Carries the same information as the protocol element ISUP Access Transport parameter in

Recommendation Q.762.

— travellingClassMark:

The SCF uses the travellingClassMark parameter to provide essential route selection information to the
SSF. The SSF uses this information to populate the outgoing ISUP-IAM message, the population and

mapping of this parameter is network operator specific.

— servicelnteractionIndicators:

This parameter contains indicators sent from the SCF to the SSF for control of the network based services

at the originating exchange and the destination exchange.

— callingPartyNumber:

This parameter identifies which number shall be regarded as the calling party for the created call. If this

parameter is not sent by the SCF, the SSF may supply a network dependent default value.
3.3.26.2 Invoking Entity (SCF)

3.3.26.2.1 Normal procedure

SCF Preconditions:
1) An SLPI has been invoked, no control relationship exists between SCF and SSF.
2) An SLPI has determined that an 'InitiateCallAttempt’ operation should be sent to the SCF.
3) The SCSM-FSM is in state "Idle".
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SCF Postconditions:
1) A control relationship is established between the SCF and SSF.
2) The SCSM-FSM isin state "Preparing SSF Instructions”.

3) SLPI execution continues.

The SCSM-FSM moves to state "Preparing SSF Instructions' when the service logic invokes this operation. In order to
enable the establishment of a control relationship between the SCF and SSF and to allow the SCF to control the created
call appropriately, the SLPI shall monitor for the BCSM event(s) which report the result of the created call set-up. This
includes DP 3 or DP 4, 5, 6, and 7. Any other Non-Call_Processing_Instructions may be sent as well. The
‘InitiateCall Attempt’ operation creates a BCSM instance in the SSF but the SSF suspends the call processing of this
BCSM. The SLPI shall send a'Continue’ operation to request the SSF to route the call to the specified destination. The
SCSM-FSM shall proceed as specified at the procedure for the ' Continue’ operation.

The above described procedure shall be part of the establishment of the control relationship, i.e. operations up to and
including the ’Continue’ operation shall be sent together in the same message to the SSF. The SCF shall start a response

Timer Tgcr when the ’InitiateCall Attempt’ operation is sent. The response Timer shall supervise the confirmation of the
diaogue from SSF, the value of Tgcg shall be equal or less than the network no answer timer.

3.3.26.2.2 Error handling

On expiration of Tgcr the SCF shall abort the dialogue, report the abort to the maintenance functions and inform the
SLPI on the failure of dialogue establishment. The SCSM-FSM movesto the "ldle" state.

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.26.3 Responding Entity (SSF)

3.3.26.3.1 Normal procedure
SSF Precondition:
— None.
SSF Postconditions:
1) A new originating BCSM has been created, call processing is suspended at DP 1.

2) The SSF-FSM has moved from "Idle" state to state "Waiting for Instructions”.

Upon reception of 'InitiateCallAttempt’, the SSF creates a new originating BCSM and suspends the call processing of
this BCSM at DP 1. All subsequent operations are treated according to their normal procedures.

The properties and capabilities, normally received from or associated to the calling party, required for the call set-up

shall have a network dependent default value. If a calling party number is supplied by the SCF, these properties may be
dependent on the received calling party number

3.3.26.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.27 ModifyEntry procedure

3.3.27.1 General description

The X.500 'ModifyEntry' operation is used to request the SDF to make one or several modifications to a data object. The
modifications concern the attributes and their values of which the object is composed. The type of modifications to
perform is given in the operation argument provided by the SCF. The modifications do not concern the values of the
attributes used to identify the object (i.e. the object name). For a full description of the ModifyEntry operation,
see 11.3/X.511.
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3.3.27.1.1 Parameters
See 11.3.2/X.511 and 11.3.3/X.511.

3.3.27.2 Invoking Entity (SCF)

3.3.27.2.1 Normal procedure

SCF Precondition:
— SCSM: "SDF Bound" or "Wait for Subsequent Requests".

SCF Postcondition:
— SCSM: "SDF Bound".

When the SCSM is in the state "Wait for Subsequent Requests" and a need of the service logic to modify information of
the SDF exists, an internal event [(e2) Request_to_SDF] occurs. Until the application process indicates, with a delimitor
(or a timer expiry), that the operation should be sent, the SCSM remains in the state "Wait for Subsequent Requests" and
the operation is not sent. The operation is sent to the SDF in a message containing a Bind argument. The SCSM waits for
the response from the SDF. The reception of the response [(E5) Response_from_SDF_with_Bind or (E4) Bind_Error] to
the Bind operation previously issued to the SDF causes a transition of the SCF to the state "SDF Bound" or to the state
"Idle". When the SCSM has moved to state "ldle", the ModifyEntry operation was discarded. In the state "SDF Bound",
the response of the ModifyEntry operation [(E7) Response_from_SDF] causes a transition of the SCF to the same state
("SDF Bound"). It may be either the result of the ModifyEntry operation or an error.

When the SCSM is in the state "SDF Bound" and a need of the service logic to modify information of the SDF exists, an
internal event occurs. This event, called (e6) Request_to_SDF causes a transition to the same state "SDF Bound" and the
SCSM waits for the response from the SDF. The reception of the response [(E7) Response_from_ SDF] to the
ModifyEntry operation previously issued to the SDF causes a transition of the SCF to the same state "SDF Bound". The
response from the SDF may be either the result of the ModifyEntry operation or an error.

3.3.27.2.2 Error handling

Generic error handling for the operation related errors is described in 11.3.4/X.511 and 11.3.5/X.511 and the TCAP
services that are used for reporting operating errors are described in 2.2.2.

3.3.27.3 Responding Entity (SDF)

3.3.27.3.1 Normal procedure

SDF Precondition:
— SDSM: "SCF Bound" or "Bind Pending".

SDF Postcondition:
— SDSM "SCF Bound".

When the SDF is in the state "Bind Pending", the external event (E3) Request_from_SCF caused by the reception of a
'ModifyEntry' operation from the SCF occurs. The SDF does not proceed to the operation until a Bind operation has
been successfully executed. It remains in the same state.

When the SDF is in the state "SCF Bound", the external event (E7) Request_from_SCF caused by the reception of a
'ModifyEntry' operation from the SCF occurs. The SDF waits for the response to the operation.

On the receipt of the event (E7) and before updating the different attributes specified in the operation parameters, the
SDF shall take the following actions:

—  verify that the object accessed by the request exists;

—  verify that the user on behalf of whom the request is performed has sufficient access rights to modify the
object for each elementary modifications contained in the operation;

— verify that each attribute or value on which an operation should be performed exists in the object;

—  verify that the proposed modifications are compatible with the object class of the object or with the syntax
of the attribute.
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After the specified actions, indicated above, are successfully executed for al the modifications requested in the
operation, all the modifications for a same attribute take place in the order given in the "changes"' parameter. A result is
returned to the SCF. The sending of the result corresponds to the event (e6) Response to_SCF.

3.3.27.3.2 Error handling

Generic error handling for the operation related errors is described in 11.3.4/X.511 and 11.3.5/X.511 and the TCAP
services that are used for reporting operating errors are described in 2.2.2.

3.3.28 OAnswer procedure

3.3.28.1 General description

This operation is sent from the SSF to the SCF at the O_Answer DP, after detecting a valid trigger condition, or to report
an event requested by RequestReportBCSM Event.

3.3.28.1.1 Parameters
— dPSpecificCommonParameters:

— callingPartyBusinessGrouplID:

See Recommendation Q.1290. The SCF can use this parameter to select SLPs based on the group and for
authorization purposes. The network operators can specify that this parameter should be used if their

particular network has the information available.
— callingPartySubaddress:

See Q.931 Calling Party Subaddress.
— callingFacilityGroup:

See Recommendation Q.1290.
— callingFacilityGroupMember:

See Recommendation Q.1290.
— originalCalledPartyID:

See Q.762 Original Called Number signalling information.
— redirectingPartyID:

This parameter (if available) is the directory number of the last redirecting party.
— redirectioninformation:

See Q.763 Redirection Information signalling information.

—  routelList:

routeList represents the list of routes which would have been used in order to route the call. The network
operators can specify that this parameter should be used if their particular network has the information

available.
— travellingClassMark:

As defined in Recommendation Q.1290.
3.3.28.2 Invoking Entity (SSF)

3.3.28.2.1 Normal procedure

SSF Preconditions (TDP and EDP):
1) Call origination attempt has been initiated.
2) Indication received that the call has been accepted and the terminating party has answered.
3) Call gapping or service filtering are not in effect.

4) DP criteria are met.
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5) ForaTDP-R, thereisno existing control relationship.
6) For an EDP-R, thereis an existing control relationship and the EDP O_Answer is armed.

7) For an EDP-N, thereis an existing control or monitoring relationship and the EDP O_Answer is armed.

SSF Postconditions for TDP:

1) For a TDP-R, basic call processing has been suspended at O_Answer DP, and a control relationship has
been established.

2) For a TDP-N, basic call processing proceeds at O_Active PIC, and no control relationship has been
established.

SSF Postconditions for EDP:

1) The SSF-FSM staysin the state "Monitoring” if the message type was notification and there are till EDPs
armed or a"CalllnformationReport" or "ApplyChargingReport" requested.

2) The SSF-FSM moves to the state "Idle" if the message type was notification and there are no more EDPs
armed, no "CallInformationReport” or "ApplyChargingReport" are requested.

3) The SSF-FSM moves to the state "Waiting for Instructions' if the message type was request. Call
processing is interrupted.

3.3.28.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.28.3 Responding Entity (SCF)

3.3.28.3.1 Normal procedure

SCF Precondition (TDP):

— None.

SCF Preconditions (EDP):
1) For an EDP-R at the SSF, an existing control relationship is in place and an SLPI is running.

2) For an EDP-N, an existing monitoring relationship is in place and an SLPI is running.

SCF Postconditions (TDP):
1) An SLPI has been invoked.
2) For a TDP-R, a control relationship is established, and an SLPI has been invoked.
3) Fora T TDP-R, an SSF instruction is being prepared.

4) For a TDP-N, no relationship is established. An SLPI has been invoked, executes and terminates.

SCF Postconditions (EDP):

— For an EDP, the SCSM-FSM stays in the substate "Waiting for Notification or Request” if the message
type was notification and there are still EDPs armed or a "CallinformationReport® or
"ApplyChargingReport" requested; or

the SCSM-FSM moves to the state "Idle" if the message type was notification and there are no more
EDPs armed, no "CallinformationReport" or "ApplyChargingReport" are requested; or

the SCSM-FSM moves to the state "Preparing SSF Instructions" if the message type was request.

3.3.28.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.
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3.3.29 ODisconnect procedure

3.3.29.1 General description

This operation is sent by the SSF to the SCF after detecting a valid trigger condition at the O_Disconnect DP, or to
report an event requested by ReguestReportBCSMEvent. Refer to 4.2.2.2/Q.1214 for additional call modelling related

semantics.

3.3.29.1.1 Parameters

serviceAddressinformation (serviceKey, miscCalllnfo, triggerType):

See Recommendation Q.1290. The triggerType indicates the particular event which caused call
suspension. The miscCallinfo indicates that a request for instructions or a notification has been issued to
the SCF and the category for the trigger (line, group, office). The serviceKey is used in identifying the
service logic to be invoked.

bearerCapability:

This parameter indicates the type of bearer capability connection to the user. Refer to 6.4.4/Q.1214 for
population rules for the bearer capability parameter.

calledPartyNumber:

See Q.762 Called Party Number signalling information. This parameter is used to identify the called party
in the forward direction.

callingPartyNumber:

See Q.762 Calling Party Number signalling information. Refer to 6.4.4/Q.1214 for population rules for
the callingPartynumber parameter.

callingPartysCategory:

See Q.762 Calling Party’s Category signalling information. Refer to 6.4.4/Q.1214 for population rules for
the callingPartysCategory parameter.

iPSSPCapabilities:

See Recommendation Q.1290.
iPAvailable:

See Recommendation Q.1290.
iISDNAccessRelatedInformation:

This parameter contains (possibly multiple) information elements as per Recommendation Q.931. See
Access Transport Parameter signalling information in Recommendations Q.762, Q.763 and Q.931. Refer
to 6.4.4/Q.1214 (Analysed Information) for population rules for ISDN access related information.

cGEncountered:
See Recommendation Q.1290.
locationNumber:

See Q.762 Location Number signalling information. This parameter is used to convey the geographical
area address for mobility services. It is used when the "callingPartyNumber" does not contain any
information about the geographical location of the calling party (e.g. origin dependent routing when the
calling party is a mobile subscriber).

serviceProfileldentifier:
See Annex A/Q.932. Refer to 6.4.4/Q.1214 for population rules for serviceProfileldentifier.
terminalType:

See Recommendation Q.1290. This parameter identifies the terminal type so that the SCF can specify, to
the SRF, the appropriate type of capability (voice recognition, DTMF, display capability, etc.).
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chargeNumber:

See Recommendation Q.1290. Refer to 6.4.4/Q.1214 for population rules for chargeNumber.
servingArealD:

See Recommendation Q.1290.
callingPartyBusinessGrouplD:

See Recommendation Q.1290.
callingPartySubaddress:

See Q.931 Calling Party Subaddress.
callingFacilityGroup:

See Recommendation Q.1290.
callingFacilityGroupMember:

See Recommendation Q.1290.
releaseCause:

Indicates the cause of the disconnect.
routeList:

See Recommendation Q.1290.
carrier:

See Recommendation Q.1290.
connectTime:

Indicates the duration between the received answer indication from the called party side and the release of
the connection.

3.3.29.2 Invoking Entity (SSF)

3.3.29.2.1 Normal procedures

SSF Preconditions:

1
2)

3)

4)
5)
6)
7)

Call origination attempt has been initiated.

Indication received from Terminating BCSM that the call is accepted and the terminating party has
answered.

Disconnect indication received from an originating party, or received from the terminating party via the
terminating BCSM.

For a TDP, call gapping or service filtering are not in effect.
DP criteria have been met.
For a TDP-R or a TDP-N, there is no existing control relationship.

For an EDP, there is an existing control relationship and the EDP O_Disconnect is armed.

SSF Postconditions:

1

2)

3)

For a TDP-R, basic call processing has been suspended at O_Disconnect DP, and a control relationship
has been established.

For a TDP-N, call processing proceeds to the O_Null and Authorize Termination Attempt PIC, and no
control relationship has been established.

For an EDP, as for EventReportBCSM procedure (see 3.3.22.2.1).

3.3.29.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.
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3.3.29.3 Responding Entity (SCF)

3.3.29.3.1 Normal procedure

SCF Precondition (TDP):

— None.

SCF Preconditions (EDP):
1) For an EDP-R at the SSF, an existing control relationship is in place and an SLPI is running.

2) For an EDP-N, an existing monitoring relationship is in place and an SLPI is running.

SCF Postconditions (TDP):
1) An SLPI has been invoked.
2) For a TDP-R, a control relationship is established, and an SLPI has been invoked.
3) For a TDP-R, an SSF instruction is being prepared.

4) For a TDP-N, no relationship is established. An SLPI has been invoked, executes and terminates.

SCF Postconditions (EDP):

— For an EDP, the SCSM-FSM stays in the substate "Waiting for Notification or Request” if the message
type was notification and there are still EDPs armed or a "CallinformationReport" or
"ApplyChargingReport" requested; or

the SCSM-FSM moves to the state "Idle" if the message type was notification and there are no more
EDPs armed, no "CallinformationReport" or "ApplyChargingReport" are requested; or

the SCSM-FSM moves to the state "Preparing SSF Instructions" if the message type was request.

3.3.29.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.

3.3.30 ONoOAnswer procedure

3.3.30.1 General description

This operation is sent from the SSF to the SCF at the O_No_Answer DP, after detecting a valid trigger condition, or to
report an event requested by RequestReportBCSMEvent.

3.3.30.1.1 Parameters
— dPSpecificCommonParameters:
— callingPartyBusinessGrouplD:

See Recommendation Q.1290. The SCF can use this parameter to select SLPs based on the group and for
authorization purposes. The network operators can specify that this parameter should be used if their
particular network has the information available.

— callingPartySubaddress:
See Q.931 Calling Party Subaddress.
— callingFacilityGroup:
See Recommendation Q.1290.
— callingFacilityGroupMember:
See Recommendation Q.1290.
— originalCalledPartyID:

See Q.762 Original Called Number signalling information.
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prefix:

As defined in Recommendation Q.1290.
redirectingPartyID:

This parameter (if available) is the directory number of the last redirecting party.
redirectionInformation:

See Q.763 Redirection Information signalling information.
routeList:

routeList represents the route used.

travellingClassMark:

As defined in Recommendation Q.1290.

carrier:

As defined in Recommendation Q.1290.

3.3.30.2 Invoking Entity (SSF)

3.3.30.2.1 Normal procedure

SSF Preconditions (TDP and EDP):

1
2)
3)
4)
5)
6)
7

Call origination attempt has been initiated.

Indication received that the terminating party has not answered within the specified time period.
Call gapping or service filtering are not in effect.

DP criteria have been met (TDP or EDP).

For a TDP-R, there is no existing control relationship.

For an EDP-R, there is an existing control relationship and the EDP O_No_Answer is armed.

For an EDP-N, there is an existing control or monitoring relationship and the EDP O_No_Answer is
armed.

SSF Postconditions for TDP:

1

2)

For a TDP-R, basic call processing has been suspended at O_No_Answer DP, and a control relationship
has been established.

For a TDP-N, default exception handling has been provided, and no control relationship has been
established. Use of TDP-N at this DP implies that there is no further alerting of the called party and that
switch based no-answer treatments, as applicable, may be invoked.

SSF Postconditions for EDP:

1

2)

3)

The SSF-FSM stays in the state "Monitoring" if the message type was notification and there are still EDPs
armed or a 'CallinformationReport' or 'ApplyChargingReport' requested.

The SSF-FSM moves to the state 'ldle' if the message type was notification and there are no more EDPs
armed, no 'CallinformationReport' or 'ApplyChargingReport' are requested.

The SSF-FSM moves to the state "Waiting for Instructions" if the message type was request. Call
processing is interrupted.

3.3.30.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.
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3.3.30.3 Responding Entity (SCF)

3.3.30.3.1 Normal procedure

SCF Precondition (TDP):

— None.

SCF Preconditions (EDP):
1) For an EDP-R at the SSF, an existing control relationship is in place and an SLPI is running.

2) For an EDP-N, an existing monitoring relationship is in place and an SLPI is running.

SCF Postconditions (TDP):
1) An SLPI has been invoked.
2) For a TDP-R, a control relationship is established, and an SLPI has been invoked.
3) Fora  TDP-R, an SSF instruction is being prepared.

4) For a TDP-N, no relationship is established. An SLPI has been invoked, executes and terminates.

SCF Postconditions (EDP):

— For an EDP, the SCSM-FSM stays in the substate "Waiting for Notification or Request” if the message
type was notification and there are still EDPs armed or a 'CallinformationReport' or
'ApplyChargingReport' requested; or

The SCSM-FSM moves to the state "Idle" if the message type was notification and there are no more
EDPs armed, no 'CallinformationReport' or '‘ApplyChargingReport' are requested; or

The SCSM-FSM moves to the state "Preparing SSF Instructions" if the message type was request.

3.3.30.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.31 OriginationAttemptAuthorized procedure

3.3.31.1 General description

This operation is sent by the SSF after Authorization for call attempt is complete from BCSM O_Null and Authorize
Origination Attempt PIC processing and a TDP has been detected.

3.3.31.1.1 Parameters
—  serviceAddressiInformation (triggerType, serviceKey, miscCallinfo):

The triggerType indicates the particular event which caused call suspension. The miscCallinfo indicates
that a request for instructions has been issued to the SCF and the category for the trigger (line, group,
office). The serviceKey is used in identifying the service logic to be invoked.

—  bearerCapability:

See Q.762 User Service Information and Q.931 Bearer Capability information element. Refer to
6.4.4/Q.1214 for population rules for the bearer capability parameter.

— calledPartyNumber:

See Q.762 Called Party Number signalling information. This parameter is used to identify the called party
in the forward direction (i.e. it is used to populate the bearer signalling protocol’s Called Party Number
information element).
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callingPartyNumber:

See Q.762 Calling Party Number sigalling information. This parameter identifies the directory number of
the originating line or the calling party number received in ISUP signalling. Refer to 6.4.4/Q.1214 for
population rules for the callingPartyNumber parameter.

callingPartysCategory:

See Q.762 Calling Party’s Category signalling information. This parameter indicates the type of the
calling party (e.g. operator, pay phone, ordinary subscriber). Refer to 6.4.4/Q.1214 for population rules
for the callingPartysCategory parameter.

iPSSPCapabilities:

See Recommendation Q.1290.
iPAvailable:

See Recommendation Q.1290.
iSDNAccessRelatedInformation:

Carries the same information as the protocol element ISUP Access Transport parameter in
Recommendation Q.762. This parameter contains information elements provided across an ISDN
interface. Refer to 6.4.4/Q.1214 for population rules for ISDN access related information.

cGEncountered:
This parameter indicates that the related call has passed call gapping.
locationNumber:

See Q.762 Location Number signalling information. This parameter is used to convey the geographical
area address for mobility services. It is used when the 'callingPartyNumber' does not contain any
information about the geographical location of the calling party (e.g. origin dependent routing when the
calling party is a mobile subscriber).

serviceProfileldentifier:

See Annex A/Q.932. This parameter allows ISDN to support identification and selection of specific
terminals on a multi-point user-network interface to support multiple user service profiles when Q.931
information elements are not sufficient. See 6.4.4/Q.1214 for population rules for serviceProfileldentifier.

terminalType:

See Recommendation Q.1290. Identifies the terminal type so that the SCF can specify, to the SRF, the
appropriate type of capability (voice recognition, DTMF, display capability, etc.).

chargeNumber:

See Recommendation Q.1290. Refer to 6.4.4/Q.1214 for population rules for chargeNumber.
servingArealD:

See Recommendation Q.1290.

dialledDigits:

See Recommendation Q.1290. Refer to 6.4.4/Q.1214 for population rules for dialledDigits.
callingPartyBusinessGrouplD:

See Recommendation Q.1290.

callingPartySubaddress:

See Q.931 Calling Party Subaddress.

callingFacilityGroup:

See Recommendation Q.1290.
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— callingFacilityGroupMember:
See Recommendation Q.1290.
— travellingClassMark:

See Recommendation Q.1290. Refer to 6.4.4/Q.1214 for population rules for the travellingClassMark
parameter.

—  Carrier:

See Recommendation Q.1290.
3.3.31.2 Invoking Entity (SSF)

3.3.31.2.1 Normal procedure

SSF Preconditions:

1) Call processing has progressed through the O_Null and Authorize Origination Attempt PIC of the O-
BCSM and the call origination attempt has been authorized.

2) Call gapping and SS No. 7 overload are not in effect for the call, and the call is not to be filtered.

3) Atrigger is armed as a TDP at the Origination_Attempt_Authorized detection point.

SSF Postconditions:
1) For TDP-R, a control relationship has been established and the SSF waits for instructions from the SCF.

2) For TDP-N, call processing continues at the Collect_Info PIC.

3.3.31.2.2 Error handling

If the destination SCF is not accessible, then the call is given final treatment (other treatments are for further study). On
expiration of kgr before receiving any operation, the SSF aborts the interaction with the SCF and the call is given final
treatment (e.g. routing to a final announcement). If the calling party abandons after the sending of the
OriginationAttemptAuthorized operation, then the SSF aborts the control relationship after the first answer message
from the SCF has been received: the Transaction ID is held open ghptiéXpires.

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.31.3 Responding Entity (SCF)

3.3.31.3.1 Normal procedure

SCF Precondition:

— No control relationship exists.

SCF Postconditions:
1) An SLPI has been invoked; a control relationship is established for TDP-R.

2) For TDP-N: None.

On receipt of the OriginationAttemptAuthorized operation, the SCSM moves from "Idle" state to the state "Preparing

SSF Instructions”. A control relationship to the related SSF is created. A Service Logic Program Instance (SLPI) is
invoked for processing the OriginationAttemptAuthorized operation. By means of this control relationship, the SCF may

influence the Basic Call Processing in accordance with the service logic invoked. The actions to be performed in the
SLPI depend on the parameters conveyed via this operation and the SLPI (i.e. the requested IN service itself).

3.3.31.3.2 Error handling

If the OriginationAttemptAuthorized operation is rejected, then the SCSM remains in the same state. The maintenance
function is informed and no SLPI is invoked. Generic error handling for the operation related errors is described in 3.2
and the TCAP services which are used for reporting operation errors are described in 3.4.
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3.3.32  PlayAnnouncement procedure

3.3.32.1 General description

This operation is used for inband interaction with an analogue user or for interaction with an ISDN user.

3.3.32.1.1 Parameters

236

informationToSend:

This parameter indicates an announcement, a tone or display information to be sent to the end user by the

SRF.

a)

b)

c)

inbandlnfo:

This parameter specifies the inband information to be sent.

messagelD:
This parameter indicates the message(s) to be sent, this can be one of the following:
i) elementaryMessagelD:
This parameter indicates a single announcement.
i) text:

This parameter indicates a text to be sent. The text shall be transformed to inband
information (speech) by the SRF. This parameter consists of two subparameters,
messageContent and attributes. The attributes of text may consist of items such as
language.

iii) elementaryMessagelDs:

This parameter specifies a sequence of announcements.
iv) variableMessage:

This parameter specifies an announcement with one or more variable parts.
numberOfRepetitions:

This parameter indicates the maximum number of times the message shall be sent to the
end-user.

duration:

This parameter indicates the maximum time duration in seconds that the message shall be
played/repeated. ZERO indicates endless repetition.

interval:

This parameter indicates the time interval in seconds between repetitions, i.e. the time between
the end of the announcement and the start of the next repetition. This parameter can only be
used when the number of repetitions is > 1.

tone:

This parameter specifies a tone to be sent to the end-user.

tonelD:
This parameter indicates the tone to be sent.
duration:

This parameter indicates the time duration in seconds of the tone to be sent. ZERO indicates
infinite duration.

displaylnformation:

This parameter indicates a text string to be sent to the end-user. This information can not be received
by a PSTN end-user.

NOTE — As the current signalling systems (DSS-1/ISUP) do not provide an indication whether or not information can
be displayed by the user’s terminal, in case of user interaction with an ISDN user two consecutive 'PlayAnnouncement’
operations are sent. The first contains the display information, the second contains the inband information to be sent to the
user. Since the execution of the display information by the SRF should take a limited amount of time, the inband
information will be immediately sent by the SRF to the user, in sequence with the display information.
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. disconnectFroml PForbidden:

This parameter indicates whether or not the SRF should be disconnected from the user when all
information has been sent.

e requestAnnouncementComplete:
This parameter indicates whether or not a 'SpecializedResourceReport’ shall be sent to the SCF when all
information has been sent.
3.3.32.2 Invoking Entity (SCF)

3.3.32.2.1 Normal procedure

SCF Preconditions:
1) The SLPI detects that information should be sent to the user.
2) A connection between the user and a SRF has been established.
3) TheSCSM-FSM isinthe state "User interaction”, substate "Waiting for response from the SRF".

SCF Postconditions:

1) If "RequestAnnouncementComplete” was set TRUE, the SCSM will stay in substate "Waiting for
Response from the SRF" and wait for the " SpecializedResourceReport".

2) If "RequestAnnouncementComplete® was set FALSE and more information needs to be sent
("DisconnectFroml PForbidden” was set to TRUE), the SCSM will stay in substate "Waiting for Response
from the SRF".

3) If "RequestAnnouncementComplete’ was set FALSE and no more information needs to be sent
("DisconnectFroml PForbidden was set to FALSE), the SCSM will move to the state "Preparing SSF
Instructions”.

3.3.32.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.32.3 Responding Entity (SRF)

3.3.32.3.1 Normal procedure
SRF Precondition:

— The SRSM-FSM is in the state "Connected" or in the state "User Interaction” if the SRF received
previously an operation from the SCF.

SRF Postconditions:
1) The SRF sends the information to the user as indicated by "informationToSend".
2) The SRSM-FSM moves to the state "User Interaction” or
remains in the same state.

3) If all information has been sent and "RequestAnnouncementComplete” was set TRUE, the SRSM sends a
"SpecializedResourceReport" operation to the SCF.

4) If all information has been sent and "disconnectFromIPForbidden" was set FALSE, the SRSM
disconnects the SRF from the user.

The announcement send to the end-user is ended in the following conditions:

— if neither "duration” or "numberOfRepetitions” is specified, then the network specific announcement
ending conditions shall apply; or

— if "numberOfRepetitions" is specified, when all repetitions have been sent; or

— if duration is specified, when the duration has expired. The announcement is repeated until this condition
is met; or

— if "duration” and "numberOfRepetitions" is specified, when one of both conditions is satisfied (whatever
comes first).
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3.3.32.3.2 Error handling

If a Cancel operation is received before or during the processing of the operation, then the operation is immediately
cancelled and the error "Cancelled" is reported to the invoking entity.

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.33 PromptAndCollectUser Infor mation procedure

3.3.33.1 General description

This operation is used to interact with a call party in order to collect information.

3.3.33.1.1 Parameters
a) collectedinfo
i) collectedDigits
¢ minimumNbOfDigits:

If this parameter is missing, the default value is defined to be 1. The "minimumNbOfDigits’
specifies the minimum number of valid digits to be collected.

¢ maximumNbOfDigits:

This parameter should always be present and specifies the maximum number of valid digits to
be collected. The following applies: "maximumNbOfDigits" >="minimumNbOfDigits".

¢ endOfReplyDigit:
This parameter indicates the digit used to signal the end of inpuit.

In case the "maximumNbOfDigits' = "minimumNbOfDigits’, the "endOfReplyDigit" (could be
present but) has no further meaning. This parameter can be one or two digits.

In case the "maximumNbOfDigits" > "minimumNbOfDigits', the following applies:
— If "endOfReplyDigit" is not present, the end of input is indicated:

1) when the inter-digit timer expires; or

2) when the number of valid digits received equals the "maximumNbOfDigits".
— If "endOfReplyDigit" is present, the end of input is indicated:

1) when the inter-digit timer expires; or

2) when the end of reply digit is received; or

3) when the number of valid digits received equals the "maximumNbOfDigits".

When the end of input is attained, the collected digits are send from SRF to the SCF, including
the "endOfReplyDigit" if received by the SRF.

In the case the number of valid digits received is less than the "minimumNbOfDigits" when the
inter-digit timer expires or when the end of reply digit is received, the input is specified as being
erroneous.

« cancelDigit:

If this parameter is present, the cancel digit can be entered by the user to request a possible
retry. All digits already received by the SRF are discarded and the same
"PromptAndCollectinformation” procedure is performed again, thus, e.g. the same
announcement to request user information is given to the user and information is collected. This
parameter can be one or two digits .

If this parameter is not present, the user is not able to request a possible retry.
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startDigit:

If this parameter is present, the start digit indicates the start of the valid digits to be collected.
The digits that are received by the SRF before this start digit is received, are discarded and are
not considered to be valid. This parameter can be one or two digits.

If this parameter is not present, all received digits are considered to be valid.
firstDigitTimeout:

If this parameter is present, the first digit should be received by the SRF before the first-digit
timer expiration. In case the first digit is not received before first-digit timer expiration, the
input is regarded to be erroneous. After receipt of the first valid or non-valid input digit, the
corresponding first-digit timer is stopped.

If this parameter is not present, then the SRF uses a default value (network operator specific) for
the first-digit timer in which the first valid or non-valid input digit is received.

If "startDigit" is present, the first-digit timer is stopped after the start digit is received.
interDigitTimeOut:

If this parameter is present any subsequent valid or non-valid digit should be received by the
SRF before the inter-digit timer expires. Asresult the inter-digit timer is reset and restarted.

In case a subsequent valid or non-valid digit is not received before the inter-digit timer expires
and the number of received valid digits is less than the "minimumNbOfDigits’, the input is
regarded to be unsuccessful.

In case a subsequent valid or non-valid digit is not received before the inter-digit timer expires
and the number of received valid digitsis greater than the "minimumNbOfDigits", and less than
or equal to the "maximumNbOfDigits’, the input is regarded to be successful.

If the "interDigitTimeOut" is not present, then the SRF uses a default value for the inter-digit
time.

errorTreatment:

This optional parameter defines what specific action should be taken by the SRF in the event of
error conditions occurring. The default value is reportErrorToSCF.

interruptableAnnind:
This parameter is optional, where the default value is specified being TRUE.

If this parameter is TRUE, the announcement is interrupted after the first valid or non-valid
digit is received by the SRF. If the announcement is interrupted, a possible start-digit timer will
not apply anymore. However, if the announcement has not been interrupted, a possible start-
digit timer is started after the announcement has been finished.

If this parameter is present and explicitly set to FALSE, the announcement will not be
interrupted after the first digit is received by the SRF. The received digits during the
announcement are discarded and considered to be non-valid. All other specified parameters
("minimumNbOfDigits’, "maximumNbOfDigits", "endOfReplyDigit", etc.) do not apply before
the announcement has been finished. The possible start-digit timer is started after the
announcement has been finished.

voicelnformation:

This parameter is optional, where the default value is specified being FALSE. If the
"voicelnformation” parameter is FALSE, all valid or non-valid digits are entered by DTMF.

If this parameter is present and explicitly set to TRUE, calling user is required to provide all
valid or non-valid information by speech. The SRF will perform voice recognition and
tranglation of the provided information into digits. A possible end of reply digit will also have to
be provided by speech.
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b)

©)

voiceBack:

This parameter is optional, where the default value is specified being FALSE. If the
"voiceBack" parameter is FALSE, no voice back information is given by the SRF.

If this parameter is present and explicitly set to TRUE, the valid input digits received by the
SRF will be announced back to the calling user immediately after the end of input is received.
The non-valid input digits will not be announced back to the calling user.

A possible end of reply digit is not voiced back.

disconnectFroml PForbidden:

This parameter indicates whether the SRF should initiate disconnection to the SSF-CCF after the
interaction has been completed. If the parameter is not present or set to TRUE, the SRF shall not initiate
disconnection.

informationToSend:

This parameter indicates an announcement, a tone or display information to be sent to the end user by the
SRF.

i)

i)

inbandInfo:

This parameter specifies the inband information to be sent.

messagel D:
This parameter indicates the message(s) to be sent, this can be one of the following:
— elementaryMessagelD:
This parameter indicates a single announcement.
— text:

This parameter indicates a text to be sent. The text shall be transformed to inband
information (speech) by the SRF. This parameter consist of two subparameters,
messageContent and attributes. The attributes of text may consist of items such as language.

— elementaryMessagelDs:

This parameter specifies a sequence of announcements.
— variableMessage:

This parameter specifies an announcement with one or more variable parts.
numberOfRepetitions:

This parameter indicates the maximum number of times the message shall be sent to the
end-user.

duration:

This parameter indicates the maximum time duration in seconds that the message shall be
played/repeated. ZERO indicates endless repetition.

interval:

This parameter indicates the time interval in seconds between repetitions, i.e. the time between
the end of the announcement and the start of the next repetition. This parameter can only be
used when the number of repetitions is > 1.

tone:

This parameter specifies a tone to be sent to the end-user.

tonelD:
This parameter indicates the tone to be sent.
duration:

This parameter indicates the time duration in seconds of the tone to be sent. ZERO indicates
infinite duration.
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iii) displaylnformation:

This parameter indicates a text string to be sent to the end-user. This information can not be received
by aPSTN end-user.

NOTE — As the current signalling systems (DSS 1/ISUP) do not provide an indication whether or not
information can be displayed by the user’'s terminal, in case of user interaction with an ISDN user, the
‘displayInformation’ parameter is not used in the 'PromptAndCollectUserInformation' operation. Instead, a
'PlayAnnouncement’ operation containing the ‘'displaylnformation’ parameter followed by a
'PromptAndCollectUserInformation' operation containing inband information are sent to the user. Since the
execution of the displayed information by the SRF should take a limited amount of time, the inband information
will be immediately sent after by the SRF to the user, in sequence with the displayed information.

— digitsResponse:

This parameter contains the information collected from the end-user.
3.3.33.2 Invoking Entity (SCF)

3.3.33.2.1 Normal procedure

SCF Preconditions:
1) The SLPI detects that information should be collected from the end-user.
2) A connection between the end-user and a SRF has been established.

3) The SCSM-FSM is in state "User Interaction", substate "Waiting for Response from the SRF".

SCF Postconditions:

1) The collected information is received from the SRF as response to the
'PromptAndCollectUserInformation’ operation.

2) If the 'disconnectFromIPForbidden' was set to FALSE, the SCSM-FSM will move to the state "Preparing
SSF Instructions”.

3) Otherwise the SCSM-FSM remains in the same state.

The SLPI may continue execution before the response is received from the 'PromptAndCollectUserinformation’
operation, more than one operation may be sent to the SRF before the response is received. The
‘disconnectFromIPForbidden’ parameter may only be set to FALSE if the 'PromptAndCollectUserinformation' operation
is the last operation sent to the SRF.

3.3.33.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.33.3 Responding Entity (SRF)

3.3.33.3.1 Normal procedure

SRF Precondition:

— The SRSM-FSM is in the state "Connected", or in state "User Interaction" if the SRF received previously
an operation from the SCF.

SRF Postconditions:
1) The SRF has sent the information to the end-user as indicated by "informationToSend".

2) The collected information from the end-user is sent to the SCF as RETURN RESULT of the
"PromptAndCollectUserInformation”.

3) If the "disconnectFromIPForbidden" was set to FALSE, the SRF initiates a bearer channel disconnect to
the SSF and the SRSM-FSM moves to the state "Idle".

4) Otherwise the SRSM-FSM moves to the state "User Interaction”, or remains in the same state.
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The announcement send to the end-user is ended in the following conditions:

— if neither "duration" or "numberOfRepetitions" is specified, then the network specific announcement
ending conditions shall apply; or

— if "numberOfRepetitions" is specified, when all repetitions have been sent; or

— if duration is specified, when the duration has expired. The announcement is repeated until this condition
is met; or

— if "duration" and "numberOfRepetitions" is specified, when one of both conditions is satisfied (whatever
comes first).

The above conditions are overruled if the parameter "interruptableAnnind" is not set to FALSE and the end-user has
responded with a digit during the sending of the announcement. In this case the announcement is ended immediately.
The above procedures apply only to inband information and tones send to the end-user, for "displaylnformation” the end
conditions are met upon sending, i.e. no interruption can occur.

The parameter "errorTreatment" specifies how the SRF shall treat the error. The default value "reportErrorToSCF"
means that the error shall be reported to SCF by means of Return Error with "ImproperCallerResponse”. The value
"help" indicates that no error shall be reported to SCF but assistance shall be given to the end-user in form of a network
dependent default announcement (which may be dependent on the context, i.e. the send message). The value
"repeatPrompt" indicates that no error shall be reported to the SCF but the prompt shall be repeated to the end-user. The
last two procedures shall only be done once per "PromptAndCollectUserInformation” operation.

NOTE - Processing "endOflnput": The receipt of any "endOflnput" condition (e.g. endOfReplyDigit, cancelDigit,
firstDigitTimeout, interDigitTimeout) terminates immediately the ongoing input. In other words, when e.g. an endOfReplyDigit is
received, the receipt of a subsequent cancelDigit will not be processed anymore.

3.3.33.3.2 Error handling

If a Cancel operation is received before or during the processing of the operation, then the operation is immediately
cancelled and the error "Cancelled" is reported to the invoking entity.

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

If any of the parameter restrictions are violated (e.g. minimumNbOfDigits > maximumNbOfDigits), then an operation
error has occurred.

3.3.34 ReleaseCall procedure

3.3.34.1 General description

This operation is used to tear down by the SCF an existing call at any phase of the call for al partiesinvolved in the call.
This operation may not be sent to an assisting SSF, except in the case of hand-off procedure.

3.3.34.1.1 Parameters
— Cause:

A number giving an indication to the SSF about the reason of releasing this specific call. This may be
used by SSF for generating specific tones to the different parties in the call or to fill in the 'cause’ in the
release message.

3.3.34.2 Invoking Entity (SCF)

3.3.34.2.1 Normal procedure
SCF Precondition:
— State 2.1, "Preparing SSF instructions” or State 2.3, "Waiting for Notification or Request".

SCF Postcondition:

— State 1, "Idle", if neither 'CallinformationReport' nor ‘ApplyChargingReport' has to be received from the
SSF. All resources (e.g. queue) related to the call are released by the SCF; or
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State 2.3, "Waiting for Notification or Request" if a 'CalllnformationReport’ or 'ApplyChargingReport’
still has to be received from the SSF.

3.3.34.2.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.3.34.3 Responding Entity (SSF)

3.3.34.3.1 Normal procedure
SSF Precondition:
—  State C," Waiting for Instructions"; or
State F, "Monitoring" or hand-off waiting for instructions.
SSF Postcondition:

— "ldle", state a, after sending any outstanding 'CallinformationReport'. Possible armed EDPs are ignored.
All connections and resources related to the call are released.

3.3.34.3.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.3.35 RemoveEntry procedure

3.3.35.1 General description

The X.500 'RemoveEntry' operation is used to request the SDF to remove a leaf entry (either an object entry or an alias
entry) from the DIT. For a full description of the RemoveEntry operation, see 11.2/X511.

3.3.35.1.1 Parameters

See 11.2.2/X.511 and 11.2.3/X.511.
3.3.35.2 Invoking Entity (SCF)

3.3.35.2.1 Normal procedure

SCF Precondition:

— SCSM: "SDF Bound" or "Wait for Subsequent Requests".

SCF Postcondition:
— SCSM: "SDF Bound".

When the SCSM is in the state "Wait for Subsequent Requests" and a need of the service logic to remove an entry from
the SDF exists, an internal event [(e2) Request_to_SDF] occurs. Until the application process has not indicated with a
delimitor (or a timer expiry) that the operation should be sent, the SCSM remains in the state "Wait for Subsequent
Requests" and the operation is not sent. The operation is sent to the SDF in a message containing a Bind argument. The
SCSM waits for the response from the SDF. The reception of the response [(E5) Response_from_SDF_with_Bind or
(E4) Bind_Error] to the Bind operation previously issued to the SDF causes a transition of the SCF to the state "SDF
Bound" or to the state "Idle". When the SCSM has moved to state "ldle", the RemoveEntry operation was discarded. In
the State "SDF Bound", the response of the RemoveEntry operation [(E7) Response_from_SDF] causes a transition of
the SCF to the same state ("SDF Bound"). It may be either the result of the RemoveEntry operation or an error.

When the SCSM is in the state "SDF Bound" and a need of the service logic to remove an entry from the SDF exists, an
internal event occurs. This event, called (e6) Request_to_SDF causes a transition to the same state "SDF Bound" and the
SCSM waits for the response from the SDF. The reception of the response [(E7) Response_from_SDF] to the
RemoveEntry operation previously issued to the SDF causes a transition of the SCF to the same state "SDF Bound". The
response from the SDF may be either the result of the RemoveEntry operation or an error.
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3.3.35.2.2 Error handling

Generic error handling for the operation related errors is described in 11.2.4/X.511 and 11.2.5/X.511 and the TCAP
services that are used for reporting operating errors are described in 2.2.2.

3.3.35.3 Responding Entity (SDF)

3.3.35.3.1 Normal procedure
SDF Precondition:

— SDSM: "SCF Bound"or "Bind Pending".
SDF Postcondition:

— SDSM "SCF Bound".

When the SDF is in the state "Bind Pending", the external event (E3) Request_from_SCF caused by the reception of a
'RemoveEntry' operation from the SCF occurs. The SDF does not proceed to the operation until a Bind operation has
been successfully executed. It remains in the same state.

When the SDF is in the state "SCF Bound", the external event (E7) Request_from_SCF caused by the reception of a
'RemoveEntry' operation from the SCF occurs. The SDF waits for the response to the operation.

On the receipt of the event (E7) and before removing the entry item, the SDF takes the following actions:
—  verify that the object to be removed exists and is a leaf entry;

—  verify that the access rights to remove the entry are sufficient.

After the specified actions indicated above are successfully executed, the entry is removed from the SDF database. A
null result is returned to the SCF. The sending of the result corresponds to the event (e6) Response_to_SCF.

3.3.35.3.2 Error handling

Generic error handling for the operation related errors is described in 11.2.4/X.511 and 11.2.5/X.511 and the TCAP
services that are used for reporting operating errors are described in 2.2.2.

3336 RequestCurrentStatusReport procedure

3.3.36.1 General description

This operation is used to request the SSF to watch the current status (busy or idle) of particular termination resource.

3.3.36.1.1 Parameters
— resourcelD:

This parameter indicates the physical termination resource which is requested by the SCF to be monitored
by the SSF. This parameter is one of the linelD, facilityGrouplD, facilityGroupMemberID, or
trunkGrouplD.

— resourceStatus:
3.3.36.2 Invoking Entity (SCF)

3.3.36.2.1 Normal procedure

SCF Preconditions:
1) The SLPI has been determined that a "Request Current Status Report" operation has to be sent.

2) The SCME is in the state "Status Report Idle".

SCF Postcondition:
— The SCME is in the state "Waiting for SSF Response Status Report".
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When the SPLI requests to watch the status of physical termination resource, the SCF sends "Request Current Status
Report" operation to the SSF to request the SSF watch the status of a specific termination resource. Then the SCME is
moved to the state "Waiting for SSF Response Status Report” from the state " Status Report Idle". The SCME is returned
to the State " Status Report Idle", when the SCF receives a response from the SSF.

Clarification on the use of this operation within or outside the context of acall isfor further study.

3.3.36.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services used for reporting
operation errors are described in 3.4.

3.3.36.3 Responding Entity (SSF)

3.3.36.3.1 Normal procedure

SSF Precondition:
— The SSME is in one of the following states:
state ma: "ldleManagement”;

state mb: "Non_Call_Associated_Treatment".

SSF PostCondition:

— The SSME is in the state "Non_Call_Associated_Treatment".

On receipt of this operation, the SSF watches the status of specific termination resource, and the SSF sends ReturnResul
of this operation with result of the watched status to the SCF. If an error is occurred (e.g. the SSF cannot find specific
termination resource), then the SSF sends ReturnError of this operation with proper error type to the SCF.

3.3.36.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services used for reporting
operation errors are described in 3.4.

3.3.37 RequestFirstStatusM atchReport procedure
NOTE - For RequestEveryStatusChangeReport procedure, see 3.3.55.

3.3.37.1 General description

This operation is used to request the SSF start to monitor the status of particular termination resource is changed in the
specific status (busy or idle).

3.3.37.1.1 Parameters
— resourcelD:

This parameter indicates the physical termination resource which is requested by the SCF to be monitored
by the SSF. This parameter is one of the linelD, facilityGrouplD, facilityGroupMemberID, or
trunkGrouplID.

— resourceStatus:

This parameter indicates the status which is requested to detect by SCF of termination resource.
— correlationID:

Used by the SCF for correlation with a previous operation.
— monitorDuration:

This parameter indicates the maximum time duration for monitoring in the SSF.
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3.3.37.2 Invoking Entity (SCF)

3.3.37.2.1 Normal procedure

SCF Preconditions:
1) The SLPI has been determined that a"Request First Status Match Report” operation has to be sent.

2) TheSCME isin the state "Status Report Idle".

SCF Postcondition:

— The SCME is in the state "Waiting for SSF Response Status Report".

When the SPLI requests to monitor the status of physical termination resource, the SCF sends "Request First Status
Match Report" operation to the SSF to request the SSF start to monitor a specific termination resource. Then the SCME
is moved to the state "Waiting for SSF Response Status Report” from the state "Status Report Idle". After this, in the
case that the SCF receives ReturnResult of this operation, the SCME is remained in same status. When the SCF receive:
ReturnError of this operation, the SCME is returned to the state "Status Report Idle".

The SCME is returned to the state "Status Report Idle", when the SCF is received a Status Report operation from
the SSF.

Clarification on the use of this operation within or outside the context of a call is for further study.

3.3.37.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services used for reporting
operation errors are described in 3.4.

3.3.37.3 Responding Entity (SSF)

3.3.37.3.1 Normal procedure

SSF Precondition:
— The SSME is in one of the following states:
state ma: "ldleManagement";

state mb: "Non_Call_Associated_Treatment".

SSF Postcondition:
— The SSME is in one of the following states:
state ma: "ldleManagement";

state mb: "Non_Call_Associated_Treatment".

On receipt of this operation, the SSF starts to monitor the status of particular termination resource and the SSF sends
ReturnResult of this operation to the SCF. If an error is occurred (e.g. the SSF cannot find specific termination resource),
then the SSF sends ReturnError of this operation with proper error type to the SCF.

The SSF continuously monitors the status of particular termination resource till the status is changed in specific state or
timer which is specified by monitorDuration parameter is expired. If the SSF finds the change of status in specific state,
the SSF sends "Status Report" operation to the SCF with monitorCondition parameter set to "statusReport". If the timer
expiration is occurred, the SSF sends "StatusReport" operation to the SCF with monitorCondition parameter is set to
"timerExpired". Another case, the SSF receives "Cancel Status Report" operation from the SCF, the SSF sends "Status
Report" operation to the SCF with monitorCondition parameter set to "Canceled". After the SSF sends this operation, the
SSME should move to the state "ldleManagement" unless there are another processes of Non-Call Associated operation,
in which case the SSF should remain in the "Non_Call_Associated_Treatment".
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3.3.37.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services used for reporting
operation errors are described in 3.4.

3.3.38 RequestNatificationChargingEvent procedure

3.3.38.1 General description

This operation is used to instruct the SSF how to manage the charging events which are received from other FE's not
under the control of the service logic instance. The operation supports the options to cope with the interactions
concerning the charging (refer to Appendix 11.4/Q.1214 "Charging scenarios"). As several connection configurations
may be established during a call, a possibility exists for the RequestNotificationChargingEvent (RNC) operation to be
invoked on multiple occasions. For each connection configuration an RNC may be used several times.

3.3.38.1.1 Parameters
*  Sequence of ChargingEvent:

This parameter contains a list of the charging events and the corresponding monitor types and
corresponding legs. For each element in the list the following information elements are included:

— eventTypeCharging:

This subparameter indicates the charging event type. Its content is network operator specific, which
may be "charge pulses" or "charge messages".

—  monitorMode:

This subparameter indicates the monitorMode applicable for the corresponding
"eventTypeCharging" subparameter. Monitor may be “interrupted", "notifyAndContinue" or
"transparent".

—  leglD:

This subparameter indicates the leg id of the corresponding event type charging subparameter.
3.3.38.2 Invoking Entity (SCF)

3.3.38.2.1 Normal procedure

SCF Preconditions:

1) A control relationship exists between the SCF and the SSF.

2) An SLPI has determined that a "RequestNotificationChargingEvent" has to be sent by the SCF.
SCF Postconditions:

1) No FSM state transition;

2) SLPI execution may continue.

The SCSM-FSM is in state "Preparing SSF Instruction” or is in state "Queueing FSM". This operation is invoked by the
SCF if a SLPI results in the instruction of SSF how to cope with the interactions concerning the charging. This causes no
SCSM-FSM state transition.

3.3.38.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.38.3 Responding Entity (SSF)

3.3.38.3.1 Normal procedure

SSF Preconditions:

—  SSF-FSM: State c: "Waiting for Instructions"; or
SSF-FSM State d: "Waiting for End of User Interaction"; or
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SSF-FSM State e; "Waiting for End of Temporary Connection™; or
SSF-FSM State f: "Monitoring”; or
Assisting/Hand-off SSF-FSM State b: "Waiting for Instructions”.

SSF Postcondition:

— No FSM state transition.

On receipt of this operation the SSF performs actions to cope with the interactions concerning the charging according to
the information elements included in the operation. The requested charging event can be caused by:

a) another SLPI; or

b) another exchange.

Irrespective of by what the charging event is caused, the SSF performs one of the following actions on occurrence of the
charging event (according the corresponding monitorMode):

— Interrupted:

Notify the SCF of the charging event using "EventNotificationCharging" operation, do not process the
event or propagate the signal. However, call and existing charging processing will not be suspended in the
SSF.

— NotifyAndContinue:

Notify the SCF of the charging event using "EventNotificationCharging”, and continue processing the
event or signal without waiting for SCF instructions (handled like EDP-N for BCSM events).

— Transparent:

Do not notify the SCF of the event. This ends the monitoring of a previously requested charging event.

Requested charging events are monitored until ended by a transparent monitor mode (or in the case of charging events)
until the end of the connection configuration.

In the case that multiple "RequestNotificationChargingEvent" operations are received for the same connection
configuration with the same "eventTypeCharging" and "legID", only the last received "monitorMode" will apply.

3.3.38.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.39 RequestReportBCSM Event procedure

3.3.39.1 General description

This operation is used to request the SSF to monitor for a call-related event (e.g. BCSM events such as busy or no
answer), then send a notification back to the SCF when the event is detected.

NOTE - If the RequestReportBCSMEvent requests arming of the current DP from which the call processing was
suspended, the next occurrence of the DP encountered during BCSM processing will be detected (i.e. not the current aste from whi
the call was suspended).

3.3.39.1.1 Parameters
*  bcsmEvents:
This parameter specifies the event or events of which areport is requested.
a) eventTypeBCSM:

This parameter specifies the type of event of which a report is requested. Vaues
origAttemptAuthorized and termAttemptAuthorized are not valid for the eventTypeBCSM
parameter.
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b) monitorMode:

This parameter indicates how the event should be reported. When the ‘'monitorMode’ is ‘interrupted,
the event shall be reported as a request, if the 'monitorMode’ is 'notifyAndContinue, the event shall
be reported as a notification, if the’monitorMode’ is’transparent’, the event shall not be reported.

c) leglD:

This parameter indicates the party in the call for which the event shall be reported. SCF will use the
option ’sendingSidel D’ only.

— sendingSidelD:
The following values for 'legID' are assumed:

legID = 1 indicates the party that was present at the moment of the 'InitialDP' or a DP-specific
operation (in case of a mid call trigger, the party causing the trigger), or the party that was
created with an 'InitiateCallAttempt’ operation.

legID = 2 indicates the party that was created with a 'Connect' operation, or in case of a mid call
trigger, the party not causing the trigger.

If not included, the following defaults are assumed:
legID = 1 for the events Collectedinfo, Analysedinformation, O-Abandonand T-Abandon.

leglD = 2 for the events RouteSelectFailure, O-CalledPartyBusy, O-NoAnswer, O-Answer,
T-Busy, T-NoAnswer and T-Answer.

The 'legIlD' parameter shall always be included for the events O-MidCall, O-Disconnect,
T-MidCall and T-Disconnect.

d) dPSpecificCriteria:
This parameter indicates information specific to the EDP to be armed.
— numberOfDigits:

This parameter indicates the number of digits to be collected by the SSF for the Collectedinfo
event. If the indicated number of digits is collected, SSF reports the event to the SCF.

— applicationTimer:

This parameter indicates the application timer for the NoAnswer event. If the user does not
answer the call within the allotted time, the SSF reports the event to the SCF. This timer is
expected to be shorter than the network no-answer timer.

e) bcsmEventCorrelationlD:

Used by the SCF for correlation with a previous operation.
3.3.39.2 Invoking Entity (SCF)

3.3.39.2.1 Normal procedure
SCF Preconditions:
1) A control relationship exists between the SCF and the SSF.
2) The SLPI has decided that a request for an event report BCSM is needed.
3) The SCSM-FSM is in the appropriate state to send 'RequestReportBCSMEvent'.

SCF Postconditions:
1) The SCSM-FSM remains in the same state.
2) SLPI execution continues.

3) If all EDPs have been disarmed and neither a CallinformationReport nor an ApplyChargingReport is
pending, the controlrelationship with the concerned SSF is ended. If no other relationship persists, the
SCSM shall return to "Idle" state.

Recommendation Q.1218  (10/95) 249



3.3.39.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.39.3 Responding Entity (SSF)

3.3.39.3.1 Normal procedure
SSF Precondition:

— The SSF-FSMis in either the state "Waiting for Instructions" or the state "Monitoring".
SSF Postconditions:

1) The requested EDPs have been armed as indicated.

2) Previously requested events are monitored until ended by a transparent monitor mode, until the end of the
call, until the EDPs are detected or until the corresponding leg is released.

3) The SSF-FSM remains in the same state.

4) If all EDPs have been disarmed and no "CallinformationReport" or "ApplyChargingReport" has been
requested, the SSF-FSM moves to the state "Idle".

3.3.39.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3340 ResetTimer procedure

3.3.40.1 General description

This class 2 operation is used by the SCF to refresh dgeapplication timer, in order to avoid thedk time-out at
the SSF.

3.340.1.1 Parameters
—  timerlD:
This parameter has a default value identifying tgg-Timer.
— timerValue:
This parameter specified the value to which thg-Ts to be set.

3.3.40.2 Invoking Entity (SCF)

3.3.40.2.1 Normal procedure

SCF Preconditions:
1) A control relationship exists between the SCF and the SSF.

2) An SLPI has determined by theck.sse guard timer expiration that the 'ResetTimer' operation has to be
sent in order to avoid g time-out at the SSF.

SCF Postcondition:
—  The SLPI reset theskr.sse guard timer.
3.3.40.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.40.3 Responding Entity (SSF)
3.3.40.3.1 Normal procedure

SSF Preconditions:
1) Call origination attempt has been initiated.
2) Basic call processing has been suspended at a DP.
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3) The SSF-FSM is in the "Waiting for Instruction" state or in the "Waiting for End of User Interaction"”
state or in the "Waiting for End of Temporary Connection” state or Assisting/hand-off waiting for
instructions or Assisting/hand-off waiting for end of user interaction.

NOTE — Whether the dggis used or not in the state "Waiting for End of User Interaction” or in the state
"Waiting for End of Temporary Connection" is network operator dependent.

SSF Postconditions:

1) The Tggr timer has been reset.

2) The SSF-FSM remains in the same state.
3.3.40.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3341 RouteSelectFailure Procedure

3.341.1 General description

This operation is sent by the SSF to the SCF after detecting a valid trigger condition at the RouteSelectFailure DP, or to
report an event requested by RequestReportBCSMEvent. Refer to 4.2.2.2/Q.1214 for additional call modelling related

semantics.

3.341.1.1 Parameters

serviceAddressinformation (serviceKey, miscCallinfo, triggerType):

See Recommendation Q.1290. The triggerType indicates the particular event which caused call
suspension. The miscCallinfo indicates that a request for instructions or a notification has been issued to
the SCF and the category for the trigger (line, group, office). The serviceKey is used in identifying the
service logic to be invoked.

—  bearerCapability:

This parameter indicates the type of bearer capability connection to the user. Refer to 6.4.4/Q.1214 for
population rules for the bearer capability parameter.

— calledPartyNumber:

See Q.762 Called Party Number signalling information. This parameter is used to identify the called party
in the forward direction.

— callingPartyNumber:

See Q.762 Calling Party Number signalling information. Refer to 6.4.4/Q.1214 for population rules for
the callingPartyNumber parameter.

— callingPartysCategory:

See Q.762 Calling Party’s Category signalling information. Refer to 6.4.4/Q.1214 for population rules for
the callingPartysCategory parameter.

— iIPSSPCapabilities:

See Recommendation Q.1290.
— iPAvailable:

See Recommendation Q.1290.
— iSDNAccessRelatedInformation:

This parameter contains (possibly multiple) information elements as per Recommendation Q.931. See
Access Transport Parameter signalling information in Recommendations Q.762, Q.763 and Q.931. Refer
to 6.4.4/Q.1214 (Analysed Information) for population rules for ISDN access related information.

—  cGEncountered:

See Recommendation Q.1290.
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locationNumber:

See Q.762 Location Number signalling information. This parameter is used to convey the geographical
area address for mobility services. It is used when the "callingPartyNumber" does not contain any
information about the geographical location of the calling party (e.g. origin dependent routing when the
calling party is a mobile subscriber).

—  serviceProfileldentifier:
See Annex A/Q.932. Refer to 6.4.4/Q.1214 for population rules for serviceProfileldentifier.
— terminalType:

See Recommendation Q.1290. Identifies the terminal type so that the SCF can specify, to the SRF, the
appropriate type of capability (voice recognition, DTMF, display capability, etc.).

—  chargeNumber:
See Recommendation Q.1290.
— servingArealD:
See Recommendation Q.1290.
— dialledDigits:
See Recommendation Q.1290. Refer to 6.4.4/Q.1214 for population rules.
— callingPartyBusinessGrouplD:
See Recommendation Q.1290.
— callingPartySubaddress:
See Recommendation Q.931.
— callingFacilityGroup:
See Recommendation Q.1290.
— callingFacilityGroupMember:
See Recommendation Q.1290.
—  failureCause:
See Recommendation Q.1290. Refer to 6.4.4/Q.1214 for population rules.
— originalCalledPartyID:
See Q.762 Original Called Number signalling information.
- prefix:
See Recommendation Q.1290. Refer to 6.4.4/Q.1214 for population rules.
— redirectingPartyID:
This parameter (if available) is the directory number of the last redirecting party.
— redirectionInformation:
See Q.763 Redirection Information signalling information.
— routelList:
See Recommendation Q.1290.
— travellingClassMark:
See Recommendation Q.1290.
—  carrier:

See Recommendation Q.1290.
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3.3.41.2 Invoking Entity (SSF)

3.3.41.2.1 Normal procedure

SSF Preconditions:
1) Cadll origination attempt has been initiated.
2) Cadled Party Number is available and nature of address determined.
3) Call gapping or servicefiltering are not in effect for the call segment.
4) DP criteria have been met.

5) ForaTDP-R, thereis no existing control relationship influencing the call segment.

SSF Postconditions:

1) For a TDP-R, basic call processing has been suspended at Route Select Failure DP, and a control
relationship has been established.

2) For a TDP-N, basic call processing proceeds at O _Exception, and no control relationship has been
established.

3) For an EDP, asfor EventReportBCSM procedure (see 3.3.22.2.1).

3.3.41.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.

3.3.41.3 Responding Entity (SCF)

3.3.41.3.1 Normal procedure

SCF Preconditions (TDP):

—  None.

SCF Preconditions (EDP):
1) For an EDP-R at the SSF, an existing control relationship is in place and an SLPI is running.

2) For an EDP-N, an existing monitoring relationship is in place and an SLPI is running.

SCF Postconditions (TDP):
1) An SLPI has been invoked.
2) For a TDP-R, a control relationship is established, and an SLPI has been invoked.
3) For a TDP-R, an SSF instruction is being prepared.

4) For a TDP-N, no relationship is established. An SLPI has been invoked, executes and terminates.

SCF Postconditions (EDP):

— For an EDP, the SCSM-FSM stays in the substate "Waiting for Notification or Request” if the message
type was notification and there are still EDPs armed or a "CallinformationReport" or
"ApplyChargingReport" requested; or

the SCSM-FSM moves to the state "ldle" if the message type was notification and there are no more
EDPs armed, no "CallinformationReport" or "ApplyChargingReport" are requested; or

the SCSM-FSM moves to the state "Preparing SSF Instructions" if the message type was request.

3.3.41.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.
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3.342  Search procedure

3.3.42.1 General description

The X.500 'Search’ operation is used to search a portion of the SDF resident DIT for entries of interest and to return
selected information from those entries. For afull description of the Search operation, see 10.2/X.511.

3.3.42.1.1 Parameters

See 10.2.2/X.511 and 10.2.3/X.511.
3.3.42.2 Invoking Entity (SCF)

3.3.42.2.1 Normal procedure

SCF Precondition:
1) SCSM: "SDF Bound" or "Wait for Subsequent Requests”.

SCF Postcondition:
— SCSM: "SDF Bound".

When the SCSM is in the state "Wait for Subsequent Requests" and a need of the service logic to search and/or read
information of the SDF exists, an internal event [(e2) Request_to_SDF] occurs. Until the application process has not
indicated with a delimitor that the operation should be sent, the SCSM remains in the state "Wait for Subsequent
Requests" and the operation is not sent. The operation is sent to the SDF in a message containing a Bind argument. The
SCSM waits for the response from the SDF. The reception of the response [(E5) Response_from_SDF_with_Bind
or (E4) Bind_Error] to the Bind operation previously issued to the SDF causes a transition of the SCF to the state "SDF
Bound" or to the state "Idle". When the SCSM has moved to state "Idle", the Search operation was discarded. In the
State "SDF Bound", the response of the Search operation [(E7) Response_from_SDF] causes a transition of the SCF to
the same state ("SDF Bound"). It may be either the result of the Search operation or an error.

When the SCSM is in the state "SDF Bound" and a need of the service logic to search and/or read information of the
SDF exists, an internal event occurs. This event, called (e6) Request_to_SDF causes a transition to the same state "SDF
Bound" and the SCSM waits for the response from the SDF. The reception of the response [(E7) Response_from_SDF]

to the Search operation previously issued to the SDF causes a transition of the SCF to the same state "SDF Bound". The
response from the SDF may be either the result of the Search operation or an error.

3.3.42.2.2 Error handling

Generic error handling for the operation related errors is described in 10.2.4/X.511 and 10.2.5/X.511 and the TCAP
services that are used for reporting operating errors are described in 2.2.2.

3.3.42.3 Responding Entity (SDF)

3.3.42.3.1 Normal procedure

SDF Precondition:
1) SDSM: "SCF Bound"or "Bind Pending".
SDF Postcondition:
— SDSM "SCF Bound".
When the SDF is in the state "Bind Pending", the external event (E3) Request_from_SCF caused by the reception of a
'‘Search' operation from the SCF occurs. The SDF does not proceed to the operation until a Bind operation has been

successfully executed. It remains in the same state.

When the SDF is in the state "SCF Bound", the external event (E7) Request_from_SCF caused by the reception of a
'‘Search' operation from the SCF occurs. The SDF waits for the response to the operation.
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On the receipt of the event (E7) and before retrieving the data as specified in the operation parameters, the SDF takes the
following actions:

— verify that the objects accessed by the request exists;

—  verify that the user on behalf of whom the request is performed has sufficient access rights to access the
objects and attributes reached during the execution of the operation;

—  verify that attributes on which an operation should be performed exist in the object.

After the specified actions indicated above are successfully executed, the SDF returns all the possible attributes that
satisfy the retrieval criteria to the SCF. The sending of the result corresponds to the event (e6) Response_to_SCF.

3.3.42.3.2 Error handling

Generic error handling for the operation related errors is described in 10.2.4/X.511 and 10.2.5/X.511 and the TCAP
services that are used for reporting operating errors are described in 2.2.2.

3.3.43  SelectFacility procedure

3.3.43.1 General description

This operation is sent by the SCF to the SSF and requests the SSF to perform the terminating basic call processing
actions to select the terminating line if it is idle, or selects an idle line from a multi-line hunt group, or selects an idle
trunk from a trunk group, as appropriate. If no idle line or trunk is available, the SSF determines that the terminating
facility is busy. Refer to 4.2.2.2/Q.1214 for additional call modelling related semantics.

3.3.43.1.1 Parameters
—  alertingPattern:

See Recommendation Q.1290. It only applies if the network signalling supports this parameter or if SSF
is the terminating local exchange for the subscriber.

— destinationNumberRoutingAddress:

This parameter contains the called party number towards which the call is to be routed. The encoding of
the parameter is defined in Recommendation Q.763.

— iSDNAccessRelatedInformation:

This parameter contains (possibly multiple) information elements as per Recommendation Q.931. See
Access Transport Parameter signalling information in Recommendations Q.762, Q.763 and Q.931. Refer
to 6.4.4/Q.1214 (Analysed Information) for population rules for ISDN access related information.

— calledFacilityGroup:
See Recommendation Q.1290.
— calledFacilityGroupMember:
See Recommendation Q.1290.
— originalCalledPartyID:

See Q.762 Original Called Number signalling information.
3.3.43.2 Invoking Entity (SCF)

3.3.43.2.1 Normal procedure

SCF Preconditions:
1) A control relationship exists between the SCF and the SSF.
2) An SLPI has determined that a “SelectFacility” is to be sent by the SCF.

SCF Postcondition:

—  SLPI execution may continue.
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In the SCSM-FSM state “Preparing SSF Instructions”, this operation is invoked by an SCF if the service logic results in
the request to an SSF to route a call to a specific destination and to continue call processing at the
Select_Facility_and_Present_Call PIC. If no event monitoring has been requested and no reports (CallinformationReport
and ApplyChargingReport) have been requested in a previously sent operation, an SCSM-FSM transition to the state
“Idle” occurs. Otherwise, if event monitoring has been requested or any report (CallinformationReport and
ApplyChargingReport) has been requested, the SCSM-FSM transitions to the state “Waiting for Notification or
Request”.

3.3.43.2.2 Error handling

If reject or error messages are received, then the SCSM informs the SLPI of the message and remains in the state
“Preparing SSF Instructions”.

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.

3.3.43.3 Responding Entity (SSF)

3.3.43.3.1 Normal procedure

SSF Preconditions:
1) Call termination attempt has been initiated.
2) Basic call processing has been suspended at a DP.

3) The SSF waits for instructions.

SSF Postconditions:

1) The SSF performs call processing action to route the call to the specified destination and applies the
appropriate alerting pattern.

2) Inthe T-BCSM, call processing resumes at the Select_Facility _and_Present_Call PIC.

3.3.43.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.

3.344 SeectRoute procedure

3.3.44.1 General description

This operation requests the SSF to perform the originating basic call processing actions to determine routing information
and select routing for a call, based either on call information available at the SSF or on call information provided by the
SCF. Based on the routing information provided, the SSF attempts to select a primary route for the call. If the route is
busy, the SSF attempts to select an alternative route. The SSF may fail to select a route for the call if all routes are busy.

3.3.44.1.1 Parameters
— destinationRoutingAddress:
Represents a list of called party numbers (primary and alternates).
— alertingPattern:

See Recommendation Q.1290. It only applies if the network signalling supports this parameter or if SSF
is the terminating local exchange for the subscriber.

—  correlationID:

Used by the SCF to associate the 'AssistRequestinstructions' operation from the assisting SSF with the
Request from the initiating SSF. The ‘correlationID' is used in the context of a hand-off procedure and
only if the correlation id is not embedded in the 'destinationRoutingAddress'.
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— iISDNAccessRelatedInformation:

Carries the same information as the protocol element ISUP Access Transport parameter in Recommen-
dation Q.762.

— originalCalledPartyID:
See Q.762 Original Called Number signalling information.
— routelList:
See Recommendation Q.1290.
—  scflD:
Used by an assisting SSF to identify which SCF the 'destinationRoutingAddress' should be sent to.
— travellingClassMark:
See Recommendation Q.1290.
—  carrier:

See Recommendation Q.1290. In this message, the carrier selection field is null (00000000) and Carrier
ID indicates the carrier to use for the call.

3.3.44.2 Invoking Entity (SCF)

3.3.44.2.1 Normal procedure
SCF Preconditions:
1) Call origination attempt has been initiated.
2) Authority/ability to place outgoing call has been verified.
3) Destination information is available in the SSF or provided by the SCF.
4) Basic call processing has been suspended at one of the following DPs:
»  Origination_Attempt_Authorized;
* Collected_Info;
* Analysed_Info;
 Route_Select_Failure;
 O_Called_Party Busy;
e O_No_Answer;
» O_Disconnect (called party disconnect only).
5) A control relationship has been established and the SLPI is processing the incoming request.
SCF Postconditions:
1) SLPI execution is terminated if no monitoring is requested.

2) SLPI execution is suspended pending the monitored event occuring, if monitoring is requested.

The SelectRoute message requests the SSF-CCF to resume call origination processing taking into account the addres:
and routing information provided in the message parameters. Call Processing resumes at the ROUTING &
ALERTING PIC.

3.3.44.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.44.3 Responding Entity (SSF)

3.3.44.3.1 Normal procedure

SSF Precondition:
— A TDP or EDP request has been invoked.
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SSF Postcondition:

The SSF performs the call processing actions to select the route.

The SSF-CCF shall resume call processing at the ROUTING & ALERTING PIC and proceed according to the BCSM
description to attempt to complete the call over the designated route.

The following additional requirements also apply to the SelectRoute message:

Alternate route/carrier selection as indicated in the SelectRoute shall proceed until either an idle facility is
found or until processing of the call encounters a screening feature which blocks the call. (Network
operator specific.)

If a route requires a TCM, the value in the TCM parameter shall be used. If a TCM is required and the
TCM parameter is not supplied in the SelectRoute, the SSF-CCF shall derive the TCM in accordance with
requirements that apply assuming no IN involvement with the call.

SelectRoute and O_Called_Party Busy, O_No_Answer:

When the SSF-CCF receives the SelectRoute message in response to an O_Called_Party Busy message

the SSF-CCF shall do the following:

1) The SSF-CCF shall release any resources that were used to process the call between the
ANALYSE_INFORMATION and ROUTING & ALERTING PICs.

2) The SSF-CCF shall resume call processing at the ROUTING & ALERTING PIC, and process the
message as described in this procedure description.

3) If the originating access is DSS 1, then the SSF-CCF shall not send another CALL PROCeeding
message (INAP-DSS 1 interworking is for further study).

When the SelectRoute message is received in response to an O_No_Answer TDP-Request Message, the
SSF-CCF shall do the following:

1) The SSF-CCEF, if itis providing audible ringing tone to the calling party, shall remove this tone.

2) The SSF-CCF shall release any resources that were used to process the call between the
ANALYSE_INFORMATION and ROUTING & ALERTING PICs.

3) The SSF-CCF shall resume call processing at the ROUTING & ALERTING PIC, and process the
message as described in this procedure description.

4) If the originating access is DSS 1, then the SSF-CCF shall not send another CALL PROCeeding
message (INAP-DSS 1 interworking is for further study).

When the SelectRoute message is received in response to an O_No_Answer EDP-Request message, the

SSF-CCF shall do the following:
1) The SSF-CCEF, if itis providing audible ringing tone to the calling party, shall remove this tone.

2) The SSF-CCF shall resume call processing at the ROUTING & ALERTING PIC, and process the
message as described in this Recommendation.

3) If the originating access is DSS 1, then the SSF-CCF shall not send another CALL PROCeeding
message (INAP-DSS 1 interworking is for further study).

SelectRoute with OriginalCalledPartyID:

258

When the SSF-CCF receives a SelectRoute message that contains the OriginalCalledPartylD parameter,
the SSF-CCF shall map the received OriginalCalledPartylD parameter to, for example (ISUP
interworking is for further study):

1) the OriginalCalledNumber information element in the Facility information element if the SSF-CCF
does not yet have a value for the OriginalCalledNumber AND if the SSF-CCF routes the call to an
ISDN line (for Basic rate and Primary rate ISDN signalling);

2) the OriginalCalledNumber parameter in the IAM if the SSF-CCF does not already have a value for
the OriginalCalledNumber AND if the SSF-CCF routes the call to an SS7 trunk (for ISDN-UP
signalling).
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3.3.44.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.345 SendChargingl nformation procedure

3.345.1 General description

This operation is used to instruct the SSF on the charging information to be sent by the SSF. The sending of charging
information can either be by charge pulses or signalling or internal if SSF is located in the Local Exchange (LE). In the
LE, either charge meter can be updated or a standard call record created. A possibility exists for the
SendCharginglnformation (SCI) operation to be invoked on multiple occasions. The charging scenario supported by this
operation is: 3.2 (refer to Appendix 11/Q.1214, "Charging scenarios’).

NOTE — The interworking between SSF and PSTN is network operator specific. This operation has much PSTN/IN
interactions.

3.3.45.1.1 Parameters
«  sCIBillingChargingCharacteristics:

This parameter indicates billing and/or charging characteristics. Its content is network operator specific.
Depending on the applied charging scenario, the following information elements can be included (refer to
Appendix 11/Q.1214, "Charging scenarios"):

— charge level (scenario 3.2);
— chargePulses;
— chargeMessages.

e partyToCharge:

This parameter indicates where the charging information must be sent.
3.3.45.2 Invoking Entity (SCF)

3.3.45.2.1 Normal procedure

SCF Preconditions:

1) A control relationship exists between the SCF and the SSF.

2) An SLPI has determined that a "SendChargingInformation" has to be sent by the SCF.
SCF Postconditions:

1) No FSM state transition;

2) SLPI execution may continue.

The SCSM-FSM is in state "Preparing SSF Instruction” or is in state "Queueing FSM". The SendCharginginformation
procedure shall be invoked by the SCF in accordance with the demands of the SLPI for relevant charging information. If
appropriate this information shall be sent back down the call path.

This causes no SCSM-FSM state transition.

3.3.45.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.45.3 Responding Entity (SSF)

3.3.45.3.1 Normal procedure

SSF Preconditions:

—  SSF-FSM: State c: "Waiting for Instructions”; or
SSF-FSM: State d: "Waiting for End of User Interaction"; or
SSF-FSM: State e: "Waiting for End of Temporary Connection"; or
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SSF-FSM: State f: "Monitoring"; or
Assisting/hand-off SSF-FSM State b: "Waiting for Instructions”.

SSF Postcondition:

— No FSM state transition.

On receipt of this operation the SSF performs actions to send the charging information. The sending of charging
information can either be by charge pulses or signalling or internal if SSF is located in LE. In the LE, either charge metre
can be updated or a standard call record created. The interworking between SSF and PSTN is network operator specific.
This operation has much PSTN/IN interactions.

For instance, by sending an operation "SendCharginglnformation" the SCF instructs the SSF to initiate the PSTN/ISDN
charging functions according to the given information about the charging level to use.

The charging level can be determined either by one of the following functions:
a) the SCF;or
b) the SSF; or

c) the charging function in a succeeding exchange.

In case the SCF has determined the charging level, the "SendChargingInformation” operation contains the charging level
to be applied.

In case the SSF determines the charging level, the "SendCharginginformation" operation contains the parameters to
determine the charging level.

If the charging level was determined by the IN (SCF or SSF), the SSF provides the charging level to be applied to the
PSTN/ISDN charging functions [cases a) and b)].

In case c, the charging level is determined in a succeeding exchange. The "SendCharginginformation" operation either
contains the corresponding parameters indicating this fact or the SSF detects during trying to determine the charging
level based on SCF provided parameters that the charging level shall be determined in a succeeding exchange. Based ol
already existing PSTN/ISDN capabilities, the SSF provides the PSTN/ISDN charging functions with the necessary
information and backward charge messages shall be transferred down the call path when allowed by the SCF (generated
by a succeeding exchange, for example an international gateway).

In the scenario described above, charging/billing is performed by means of existing mechanisms of the PSTN/ISDN
initiated and controlled by the IN.

That means the determination of the charging method — on-line or off-line — and the items to be charged for shall be
done in the basic network, just like the charge generation and the charge registration.

3.3.45.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.46  ServiceFilteringResponse procedure

3.3.46.1 General description

This operation is used to report the values of counters specified in a previous sent 'ActivateServiceFiltering' operation to
the SCF.

3.3.46.1.1 Parameters
— countersValue:

The parameter contains the count of calls filtered during the filtering period. It is a list of counter
identifications and the related values.

— filteringCriteria:

This parameter is used to address the concerned service logic at the SCF.
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— responseCondition:
This parameter is used to identify the reason why the ServiceFilteringResponse is sent.

intermediateResponse indicates that service filtering is active, a call is received and the interval timer is
expired; or

that service filtering is active and the threshold value, 'numberOfCalls', is reached.

lastResponse indicates that the duration time is expired and service filtering is stopped, or
that the stop time is met and service filtering is stopped.

3.3.46.2 Invoking Entity (SSF)

3.3.46.2.1 Normal procedure

SSF Preconditions:

1) Service filtering is running and the interval time is expired and a call is received; or

2) Service filtering is running and the threshold value is reached; or

3) Service filtering has been finished (duration time expired or stop time met); or

4) The operation 'ActivateServiceFiltering' is received and encounters an active service filtering entity.
SSF Postcondition:

—  Service filtering proceeds or is ended depending on the duration time.

The SSF sends the 'ServiceFilteringResponse' operation to the SCF. The 'filteringCriteria' parameter is provided to
enable the addressing of the concerned service logic at the SCF.

Before 'ServiceFilteringResponse' is sent, it is checked whether call gapping criteria are met. If so, the 'ServiceFiltering-
Response' is not sent and the counting continues without resetting the counters. The last 'ServiceFilteringResponse' (stop
time is met or duration time expired) is sent without checking any call gap criteria.

After sending 'ServiceFilteringResponse' the service filtering counters are reset.

If service filtering proceeds after sending 'ServiceFilteringResponse' (e.g. interval time expired), the SSME-FSM
remains in the state "Non_Call_Associated_Treatment".

If service filtering is stopped after sending 'ServiceFilteringResponse' (duration time expired or stop time is met), then

the SSME-FSM moves to the "Idle Management" state. All allocated resources are released, i.e. the SSME-FSM is
removed as well.

3.3.46.2.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.3.46.3 Responding Entity (SCF)

3.3.46.3.1 Normal procedure
SCF Preconditions:

1) Service filtering is running.

2) The SCME is in the state "Waiting for Service Filtering Response".
SCF Postcondition:

— The SCME forwards the received counter values to the SLPI.

The operation is handled by the Service Filtering FSM part of the SCF Management Entity (SCME). The SCME passes
the received counter values to the SLPI where they are added to previously received counter values.
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The "filteringCriteria' parameter as provided in "ServiceFilteringResponse" is used to address the SCME and the
concerned service logic instance.

The Service Filtering FSM of the SCME remains in the state "Waiting For SSF Service Filtering Response” until the
internal service filtering duration time in the SLPI expires. Then the SLPI informs the SCME about timer expiration.
Now the SCME moves to the state "Service Filtering Idl€".

3.3.46.3.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.347 SpecializedResour ceReport procedure

3.3.47.1 General description

This operation is used as the response to a " PlayAnnouncement™ operation when the announcement completed indication
is set.

3.3.47.1.1 Parameters
— None.

3.3.47.2 Invoking Entity (SRF)

3.3.47.2.1 Normal procedure

SRF Preconditions:
1) The SRSM-FSM is in the state "User Interaction".

2) A "PlayAnnouncement" operation is being executed for which the parameter
"RequestAnnouncementCompelete” was set TRUE.

3) Allinformation has been sent to the user.

SRF Postconditions:
1) The SRSM-FSM remains in the same state.

2) If the "DisconnectFromIPForbidden" parameter was set FALSE, the SRSM initiates a bearer channel
disconnect sequence to the SSF using the applicable bearer channel signalling system after sending the
"SpecializedResourceReport" operation to the SCF. The SRSM-FSM moves to the state "Idle".

3.3.47.2.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
3.3.47.3 Responding Entity (SCF)

3.3.47.3.1 Normal procedure

SCF Precondition:

— The SCSM-FSM is in the state "User Interaction", substate "Waiting for response from the SRF".

SCF Postconditions:
1) The SCSM-FSM remains in the same state.

2) If the "SpecializedResourceReport” relates to a "PlayAnnouncement” operation with permission of SRF
initiated disconnection, the SCSM-FSM moves to the state "Preparing SSF Instructions”.

3.3.47.3.2 Error handling

Operation related error handling is not applicable, due to class 4 operation.
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3.348 StatusReport procedure

3.3.48.1 General description

This operation is used to notify the result of monitoring that is requested by "RequestFirstStatusMatchReport" or
“RequestEveryStatusChangeReport” operation to the SCF.

3.3.48.1.1 Parameters
— resourceStatus:

this parameter indicates the detected status of physical termination resource which is requested to monitor
by the SCF.

—  CorrelationID:

Used by the SCF for correlation with a previous operation.
— ResourcelD:
— ReportCondition:

Specifies the reason of issuing this operation (normal status report or monitor duration expired).
3.3.48.2 Invoking Entity (SSF)

3.3.48.2.1 Normal procedure

SSF Preconditions:

— The SSME is in the state "Non_Call_Associated_Treatment".

SSF Postconditions:
— The SSME is in one of the following states:
state ma: "ldleManagement";

state mb: "Non_Call_Associated_Treatment".

The SSF sends "StatusReport" operation to the SCF, when the following events are occurred:
— The SSF find the change of status in specific state.
— The SSF received "CancelStatusReportRequest" operation from the SCF.

—  The timer expiration is occurred in the SSF.

After the SSF sends this operation, the SSME should move to the state "ldleManagement" unless there are other
processes of Non-Call Associated operation, in which case the SSF should remain in the
"Non_Call_Associated_Treatment".

Clarification on the use of this operation within or outside the context of a call is for further study.

3.3.48.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services used for reporting
operation errors are described in 3.4.

3.3.48.3 Responding Entity (SCF)

3.3.48.3.1 Normal procedure

SCF Preconditions:
— The SCME is in the state "Waiting for SSF Response Status Report".

SCF Postconditions:
1) The SCME is in the state "Status Report Idle".
2) The SCF natifies SLPI of the result of resource monitoring in the SSF.

On receipt of this operation the SLPI which is expecting this operation will continue.
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3.3.48.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services used for reporting
operation errors are described in 3.4.

3349 TAnswer procedure

3.3.49.1 General description

This operation is sent from the SSF to the SCF at the T_Answer DP, after detecting a valid trigger condition, or to report
an event requested by RequestReportBCSM Event.

3.3.49.1.1 Parameters

dPSpecificCommonParameters:

— calledPartyBusinessGrouplD:

See Recommendation Q.1290.

— calledPartySubaddress:

See Recommendation Q.931.

—  calledFacilityGroup:

See Recommendation Q.1290.

— calledFacilityGroupMember:

See Recommendation Q.1290.

3.3.49.2 Invoking Entity (SSF)

3.3.49.2.1 Normal procedure

SSF Preconditions (TDP):

1
2)
3)
4)
5)

Incoming call received from originating BCSM.

Call has been accepted and the terminating party has answered.

For TDP, call gapping or service filtering are not in effect for the call segment.
DP criteria have been met.

For a TDP-R, there is no existing control relationship influencing the call segment.

SSF Preconditions (EDP):

1
2)

For an EDP-R, there is an existing control relationship and the EDP T_Answer is armed.

For an EDP-N, there is an existing monitoring or control relationship and the EDP T_Answer is armed.

SSF Postconditions (TDP):

1

2)

For a TDP-R, basic call processing has been suspended at T_Answer DP, and a control relationship has
been established.

For a TDP-N, basic call processing proceeds at T_Answer PIC, and no control relationship has been
established.

SSF Postconditions (EDP):

1

2)

3)

The SSF-FSM stays in the state "Monitoring” if the message type was notification and there are still EDPs
armed or a "CallinformationReport" or "ApplyChargingReport" requested.

The SSF-FSM moves to the state "idle" if the message type was notification and there are no more EDPs
armed, no "CallinformationReport" or "ApplyChargingReport" are requested.

The SSF-FSM moves to the state "Waiting for Instructions" if the message type was request. Call
processing is interrupted.
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3.3.49.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.49.3 Responding Entity (SCF)

SCF Preconditions (TDP):

— None.

SCF Preconditions (EDP):
1) For an EDP-R at the SSF, an existing control relationship is in place and an SLPI is running.

2) For an EDP-N, an existing monitoring relationship is in place and an SLPI is running.

SCF Postconditions (TDP):
1) An SLPI has been invoked.
2) For a TDP-R, a control relationship is established, and an SLPI has been invoked.
3) Fora T TDP-R, an SSF instruction is being prepared.

4) For a TDP-N, no relationship is established. An SLPI has been invoked, executes and terminates.

SCF Postconditions (EDP):

— For an EDP, the SCSM-FSM stays in the substate "Waiting for Notification or Request” if the message
type was notification and there are still EDPs armed or a "CallinformationReport" or
"ApplyChargingReport" requested; or

the SCSM-FSM moves to the state "Idle" if the message type was notification and there are no more
EDPs armed, no "CallinformationReport" or "ApplyChargingReport" are requested; or

the SCSM-FSM moves to the state "Preparing SSF Instructions” if the message type was request.

3.3.49.3.1 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.350 TBusy procedure

3.350.1 General description

This operation is sent by the SSF to the SCF after detecting a valid trigger condition at the TBusy DP, or to report an
event requested by RequestReportBCSMEvent. Refer to 4.2.2.2/Q.1214 for additional call modelling related semantics.
3.3.50.1.1 Parameters

—  serviceAddressiInformation (serviceKey, miscCallinfo, triggerType):

See Recommendation Q.1290. The triggerType indicates the particular event which caused call
suspension. The miscCallinfo indicates that a request for instructions or a natification has been issued to
the SCF and the category for the trigger (line, group, office). The serviceKey is used in identifying the
service logic to be invoked.

— bearerCapability:

This parameter indicates the type of bearer capability connection to the user. Refer to 6.4.4/Q.1214 for
population rules for the bearer capability parameter.

— calledPartyNumber:

See Q.762 Called Party Number signalling information. This parameter is used to identify the called party
in the forward direction.
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callingPartyNumber:

See Q.762 Calling Party Number signalling information. Refer to 6.4.4/Q.1214 for population rules for
the callingPartyNumber parameter.

callingPartysCategory:

See Q.762 Calling Party’s Category signalling information. Refer to 6.4.4/Q.1214 for population rules for
the callingPartysCategory parameter.

iPSSPCapabilities:

See Recommendation Q.1290.
iPAvailable:

See Recommendation Q.1290.
iISDNAccessRelatedInformation:

This parameter contains (possibly multiple) information elements as per Recommendation Q.931. See
Access Transport Parameter signalling information in Recommendations Q.762, Q.763 and Q.931. Refer
to 6.4.4/Q.1214 (Analysed Information) for population rules for ISDN access related information.

cGEncountered:
See Recommendation Q.1290.
locationNumber:

See Q.762 Location Number signalling information. This parameter is used to convey the geographical
area address for mobility services. It is used when the "callingPartyNumber" does not contain any
information about the geographical location of the calling party (e.g. origin dependent routing when the
calling party is a mobile subscriber).

serviceProfileldentifier:
See Annex A/Q.932. See 6.4.4/Q.1214 for population rules for serviceProfileldentifier.
terminalType:

See Recommendation Q.1290. Identifies the terminal type so that the SCF can specify, to the SRF, the
appropriate type of capability (voice recognition, DTMF, display capability, etc.).

chargeNumber:

See Recommendation Q.1290.

servingArealD:

See Recommendation Q.1290.

busyCause:

See Recommendation Q.1290. See 6.4.4/Q.1214 for population rules.
calledPartyBusinessGrouplD:

See Recommendation Q.1290.

calledPartySubaddress:

See Recommendation Q.931.

originalCalledPartyID:

See Q.762 Original Called Number signalling information.
redirectingPartyID:

This parameter (if available) is the directory number of the last redirecting party.
redirectioninformation:

See Q.763 Redirection Information signalling information.
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—  routelList:
See Recommendation Q.1290.
— travellingClassMark:

See Recommendation Q.1290.
3.3.50.2 Invoking Entity (SSF)

3.3.50.2.1 Normal procedure

SSF Preconditions:
1) Call termination attempt has been initiated.
2) Called Party Number is available and nature of address determined.
3) Call gapping or service filtering are not in effect for the call segment.
4) DP criteria have been met.

5) For a TDP-R, there is no existing control relationship influencing the call segment.

SSF Postconditions:

1) For a TDP-R, basic call processing has been suspended at T_Busy DP, and a control relationship has
been established.

2) For a TDP-N, basic call processing proceeds at T_Exception, and no control relationship has been
established.

3) Foran EDP, as for EventReportBCSM procedure (See 3.3.22.2.1).

The SSF has sufficient information available associated with the terminating call portion. The SSF shall detect T_Busy

when the terminating access is network-determined user-busy. The conditions that result in the detection of network-

determined user-busy depend on the type of terminating access and subscribed services (an analogue line access, DSS
multiline hunt group, etc.).

3.3.50.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.

3.3.50.3 Responding Entity (SCF)

3.3.50.3.1 Normal procedure
SCF Preconditions (TDP):
— None.
SCF Preconditions (EDP):
1) For an EDP-R at the SSF, an existing control relationship is in place and an SLPI is running.
2) For an EDP-N, an existing monitoring relationship is in place and an SLPI is running.
SCF Postconditions (TDP):
1) An SLPI has been invoked.
2) For a TDP-R, a control relationship is established, and an SLPI has been invoked.
3) Fora T TDP-R, an SSF instruction is being prepared.

4) For a TDP-N, no relationship is established. An SLPI has been invoked, executes and terminates.
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SCF Postconditions (EDP):

— For an EDP, the SCSM-FSM stays in the substate "Waiting for Notification or Request” if the message
type was notification and there are still EDPs armed or a "CallinformationReport" or
"ApplyChargingReport" requested; or

the SCSM-FSM moves to the state "Idle" if the message type was notification and there are no more
EDPs armed, no "CallinformationReport" or "ApplyChargingReport" are requested; or

the SCSM-FSM moves to the state "Preparing SSF Instructions" if the message type was request.

3.3.50.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.

3.351 TDisconnect procedure

3.3.51.1 General description

This operation is sent by the SSF to the SCF after detecting a valid trigger condition at the T_Disconnect DP, or to report
an event requested by RequestReportBCSMEvent. Refer to 4.2.2.2/Q.1214 for additional call modelling related
semantics.

3.3.51.1.1 Parameters
—  serviceAddressiInformation (serviceKey, miscCallinfo, triggerType):

See Recommendation Q.1290. The triggerType indicates the particular event which caused call
suspension. The miscCallinfo indicates that a request for instructions or a notification has been issued to
the SCF and the category for the trigger (line, group, office). The serviceKey is used in identifying the
service logic to be invoked.

—  bearerCapability:

This parameter indicates the type of bearer capability connection to the user. Refer to 6.4.4/Q.1214 for
population rules for the bearer capability parameter.

— calledPartyNumber:

See Q.762 Called Party Number signalling information. This parameter is used to identify the called party
in the forward direction.

— callingPartyNumber:

See Q.762 Calling Party Number signalling information. Refer to 6.4.4/Q.1214 for population rules for
the callingPartynumber parameter.

— callingPartysCategory:

See Q.762 Calling Party’s Category signalling information. Refer to 6.4.4/Q.1214 for population rules for
the callingPartysCategory parameter.

— iIPSSPCapabilities:

See Recommendation Q.1290.
— iPAvailable:

See Recommendation Q.1290.
— iSDNAccessRelatedInformation:

This parameter contains (possibly multiple) information elements as per Recommendation Q.931. See
Access Transport Parameter signalling information in Recommendations Q.762, Q.763 and Q.931. Refer
t0 6.4.4/Q.1214 (Analysed Information) for population rules for ISDN access related information.

—  c¢GEncountered:

See Recommendation Q.1290.
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locationNumber:

See Q.762 Location Number signalling information. This parameter is used to convey the geographical
area address for mobility services. It is used when the "callingPartyNumber" does not contain any
information about the geographical location of the calling party (e.g. origin dependent routing when the
calling party is a mobile subscriber).

serviceProfileldentifier:
See Annex A/Q.932. See 6.4.4/Q.1214 for population rules for serviceProfileldentifier.
terminalType:

See Recommendation Q.1290. Identifies the terminal type so that the SCF can specify, to the SRF, the
appropriate type of capability (voice recognition, DTMF, display capability, etc.).

chargeNumber:

See Recommendation Q.1290. See 6.4.4/Q.1214 for population rules for chargeNumber.
servingArealD:

See Recommendation Q.1290.
calledPartyBusinessGrouplD:

See Recommendation Q.1290.
calledPartySubaddress:

See Recommendation Q.931 Called Party Subaddress.
calledFacilityGroup:

See Recommendation Q.1290.
calledFacilityGroupMember:

See Recommendation Q.1290.

releaseCause:

Indicates the cause of the disconnect.

connectTime:

Indicates the duration between the received answer indication from the called party side and the release of
the connection.

3.3.51.2 Invoking Entity (SSF)

3.3.51.2.1 Normal procedures

SSF Preconditions:

1
2)
3)

4)
5)
6)
7)

Incoming call received from originating BCSM.
Call has been accepted and the terminating party has answered.

Disconnect indication received from terminating party, or received from originating party via the
originating BCSM.

For a TDP, call gapping or service filtering are not in effect.
DP criteria have been met.
For a TDP-R or a TDP-N, there is no existing control relationship.

For an EDP, there is an existing control relationship and the EDP T_Disconnect is armed.

SSF Postconditions:

1

2)

3)

For a TDP-R, basic call processing has been suspended at T_Disconnect DP, and a control relationship
has been established.

For a TDP-N, call processing proceeds to the T_Null & Authorize Termination Attempt PIC, and no
control relationship has been established.

For an EDP, as for EventReportBCSM procedure (see 3.3.22.2.1).
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3.3.51.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.

3.3.51.3 Responding Entity (SCF)

3.3.51.3.1 Normal procedure

SCF Preconditions (TDP):

—  None.

SCF Preconditions (EDP):
1) For an EDP-R at the SSF, an existing control relationship is in place and an SLPI is running.

2) For an EDP-N, an existing monitoring relationship is in place and an SLPI is running.

SCF Postconditions (TDP):
1) An SLPI has been invoked.
2) For a TDP-R, a control relationship is established, and an SLPI has been invoked.
3) For a TDP-R, an SSF instruction is being prepared.

4) For a TDP-N, no relationship is established. An SLPI has been invoked, executes and terminates.

SCF Postconditions (EDP):

— For an EDP, the SCSM-FSM stays in the substate "Waiting for Notification or Request” if the message
type was notification and there are still EDPs armed or a "CallinformationReport" or
"ApplyChargingReport" requested; or

the SCSM-FSM moves to the state "ldle" if the message type was notification and there are no more
EDPs armed, no "CallinformationReport" or "ApplyChargingReport" are requested; or

the SCSM-FSM moves to the state "Preparing SSF Instructions" if the message type was request.

3.3.51.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP service which are used for
reporting operation errors are described in 3.4.

3352 TermAttemptAuthorized procedure

3.352.1 General description

This operation is sent from the SSF to the SCF at the TermAttemptAuthorized DP, after detecting a valid trigger
condition, or to report an event requested by RequestReportBCSMEvent.

3.3.52.1.1 Parameters
— dPSpecificCommonParameters:
— calledPartyBusinessGrouplD:
See Recommendation Q.1290.
— calledPartySubaddress:
See Recommendation Q.931.
— callingPartyBusinessGrouplID:
See Recommendation Q.1290.
— originalCalledPartyID:

See Q.762 Original Called Number signalling information.
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— redirectingPartyID:

Contains the directory number of the last redirecting party.
— redirectionInformation:

See Q.763 Redirection Information signalling information.
— routelList:

routeList represents the list of routes which would have been used in order to route the call. The network
operators can specify that this IE should be used if their particular network has the information available.

— travellingClassMark:

See Recommendation Q.1290.
3.3.52.2 Invoking Entity (SSF)

3.3.52.2.1 Normal procedure

SSF Preconditions:
1) Incoming call received.
2) Authority to route the call to specified terminating resources verified.
3) Call gapping or service filtering are not in effect.
4) TDP criteria have been met.

5) For a TDP-R there is no existing control relationship.

SSF Postconditions:

1) For a TDP-R, basic call processing has been suspended at Term_Attempt_Authorized DP, and a control
relationship has been established.

2) For a TDP-N, basic call processing proceeds at PIC Select Facility&Present Call, and no control
relationship has been established.

3.3.52.2.2 Error handling

If the destination SCF is not accessible, then the call is given final treatment (other treatments are for further study). If
the calling party abandons after the sending of the TermAttemptAuthorized operation, then the SSF aborts the control
relationship after the first answer message from the SCF has been received: the Transaction ID is held oggn until T
expires.

Generic error handling for the operation related errors is described in 3.2 the TCAP services which are used for reporting
operation errors are described in 3.4.

3.3.52.3 Responding Entity (SCF)

3.3.52.3.1 Normal procedure

SCF Preconditions:
1) For TDP, none.
2) EDP case does not apply.

SCF Postconditions:
1) An SLPI has been invoked.
2) Fora  TDP-R, an SSF instruction is being prepared.

On receipt of the TermAttemptAuthorized operation, the SCSM moves from "Idle" state to the state "Preparing SSF
Instructions". A control relationship to the related SSF is created. A Service Logic Program Instance (SLPI) is invoked
for processing the TermAttemptAuthorized operation. By means of this control relationship, the SCF may influence the
Basic Call Processing in accordance with the service logic invoked. The actions to be performed in the SLPI depend on
the parameters conveyed via this operation and the SLPI (i.e. the requested IN service itself).

Recommendation Q.1218  (10/95) 271



3.3.52.3.2 Error handling

If the TermAttemptAuthorized operation is rejected, then the SCSM remainsin the same state. The maintenance function
is informed and no SLPI is invoked. Generic error handling for the operation related errors is described in 3.2 and the
TCAP services which are used for reporting operation errors are described in 3.4.

3.3.53 TNoAnswer procedure

3.3.53.1 General description

This operation is sent from the SSF to the SCF after detecting a valid trigger condition at the T_No_Answer DP, or to

report an event requested by RequestReportBCSM Event.

This operation requests the SSF-CCF to send a T_No_Answer TDP-Request message when it encounters a

T_No_Answer trigger.

3.3.53.1.1 Parameters

dPSpecificCommonParameters:
calledPartyBusinessGrouplID:
See Recommendation Q.1290.
calledPartySubaddress:

See Recommendation Q.931.
calledFacilityGroup:

See Recommendation Q.1290.
calledFacilityGroupMember:
See Recommendation Q.1290.
originalCalledPartyID:

See Q.762 Original Called Number signalling information.

redirectingPartyID:
Contains the directory number of the last redirecting party.

redirectionInformation:
See Q.763 Redirection Information signalling information.

travelingClassMark:
See Recommendation Q.1290.

3.3.53.2 Invoking Entity (SSF)

3.3.53.2.1 Normal procedure

SSF Preconditions (TDP):

1
2)
3)
4)
5)

Incoming call has been received.

The terminating party has not answered within a specified time period.

Call gapping or service filtering are not in effect.
DP criteria have been met.
For a TDP-R, there is no existing control relationship.

SSF Preconditions (EDP):

1
2)

For an EDP-R, there is an existing control relationship and the T_No_Answer EDP is armed.
For an EDP-N, there is an existing control or monitoring relationship and the T_No_Answer EDP is

armed.

SSF Postconditions (TDP):

1

2)

For a TDP-R, basic call processing has been suspended at T_No_Answer DP, and a control relationship

has been established.

For a TDP-N, default exception handling has been provided, and no control relationship has been

established.
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SSF Postconditions (EDP):

1) The SSF-FSM staysin the state "Monitoring” if the message type was notification and there are till EDPs
armed or a"CalllnformationReport" or "ApplyChargingReport" requested.

2) The SSF-FSM moves to the state "idl€" if the message type was natification and there are no more EDPs
armed, no "CallInformationReport" or "ApplyChargingReport" are requested.

3) The SSF-FSM moves to the state "Waiting for Instructions' if the message type was request. Call
processing is interrupted.

3.3.53.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.3.53.3 Responding Entity (SCF)

3.3.53.3.1 Normal procedure
SCF Preconditions (TDP):
— None.
SCF Preconditions (EDP):
1) For an EDP-R at the SSF, an existing control relationship is in place and an SLPI is running.
2) For an EDP-N, an existing monitoring relationship is in place and an SLPI is running.
SCF Postconditions (TDP):
1) An SLPI has been invoked.
2) For a TDP-R, a control relationship is established, and an SLPI has been invoked.
3) Fora T TDP-R, an SSF instruction is being prepared.
4) For a TDP-N, no relationship is established. An SLPI has been invoked, executes and terminates.
SCF Postconditions (EDP):

1) For an EDP, the SCSM-FSM stays in the substate "Waiting for Notification or Request" if the message
type was notification and there are still EDPs armed or a "CallinformationReport" or
"ApplyChargingReport" requested; or

the SCSM-FSM moves to the state "ldle" if the message type was notification and there are no more
EDPs armed, no "CallinformationReport" or "ApplyChargingReport" are requested; or

the SCSM-FSM moves to the state "Preparing SSF Instructions" if the message type was request.

3.3.53.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services which are used for
reporting operation errors are described in 3.4.

3.354 Unbind procedure

3.3.54.1 General description

The X.500 'Unbind' operation is used by the SDF to end an authenticated association between an SCF and an SDF on
behalf of the end user. For a full description of the Unbind operation, see 8.2/X.511.

3.3.54.1.1 Parameters

None.
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3.3.54.2 Invoking Entity (SCF)

3.3.54.2.1 Normal procedure

SCF Preconditions:
— SCSM: "SDF Bound".

SCF Postconditions:
—  SCSM: "Idle".

The SCSM has previously initiated a successful Bind operation to the SDF directory. It is in state "SDF Bound". The
service logic determines that the authenticated access to the SDF is to be terminated. It issues an Unbind operation [(€8)
Unbind_request] that causes the SCSM to transit back to the state "Idle".

3.3.54.2.2 Error handling

The 'Unbind' operation does not have operation related errors.
3.3.54.3 Responding Entity (SDF)

3.3.54.3.1 Normal procedure
SDF Preconditions:

— SDSM: "SCF Bound".
SDF Postconditions:

— SDSM: "Idle".

A Bind operation was previously issued and the SDSM is in State "SCF Bound" waiting for a request from the SCF
and/or performing an operation. The reception of the Unbind operation causes a transition to State "ldle" with the
transition (E5) Unbind_from_SCF.

3.3.54.3.2 Error handling

The 'Unbind' operation does not have operation related errors.
3.355 RequestEveryStatusChangeReport procedure

3.3.55.1 General description

This operation is used to request the SSF start to monitor every change of the busy/idle status of a particular termination.

3.3.55.1.1 Parameters
— resourcelD:

This parameter indicates that physical termination resource which is requested by the SCF to be
monitored by the SSF. This parameter is one of the linelD, facilityGrouplID, faliciltyGroupMemberID, or
trunkGrouplD.

— correlationlD:

This parameter is used by the SCF to associate the “StatusReport” from the SSF with the request in the
SCF.

— monitorDuration:

This parameter indicates the maximum time duration for monitoring in the SSF.
3.3.55.2 Invoking Entity (SCF)

3.3.55.2.1 Normal procedure

SCF Preconditions:
1) The SLPI has been determined that a "Request Every Status Change Report" operation has to be sent.
2) The SCME is in the state "Status Report Idle".
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SCF Postcondition:
— The SCME is in the state "Waiting for SSF Response Status Report".

When the SPLI requests to monitor every change of the busy/idle status of a physical termination resource, the SCF
sends "Request Every Status Change Report" operation to the SSF to monitor every change of the status of a particular
termination resource. Then the SCME is moved to the state "Waiting for SSF Resource Status Report" from the state
"Status Report Idle". After this, in the case that the SCF receives ReturnResult of this operation, the SCME remains in
same state. When the SCF receives ReturnError of this operation, the SCME is returned to the state "Status Report Idle".

When the SCF receives a Status Report operation from the SSF, the SCME remains in the state “Waiting for SSF
Resource Status Report”. Alternatively when the SCF receives a “Status Report” operation with the monitorCondition
parameter set to “timerExpired” or “cancelled” from SSF, the SCME is returned to the state “Status Report Idle”.

Clarification on the use of this operation within or outside the context of a call is for further study.

3.3.55.2.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services used for reporting
operation errors are described in 3.4.

3.3.55.3 Responding Entity (SSF)

3.3.55.3.1 Normal procedure

SSF Precondition:
— The SSME is in one of the following states:
state ma: "ldleManagement”;

state mb: "Non-Call Associated Treatment".

SSF Postcondition:
— The SSME is in one of the following states:
state ma: "ldleManagement";

state mb: "Non-Call Associated Treatment".

On receipt of this operation, the SSF starts to monitor every change of the busy/idle status of a particular termination
resource. If an error is occurred (e.g. the SSF can not find the specific termination resource), then the SSF sends
ReturnError of this operation with proper error type to the SCF.

The SSF continuously monitors every change of the busyl/idle status of a particular termination resource until a timer
which is specified by monitorDuration parameter expires. Whenever the SSF finds a change of status, the SSF sends the
"Status Report" Operation to the SCF with monitorCondition parameter set to "statusReport". After sending this
operation, the SSF should remain in the “Non-Call Associated Treatment” state. If timer expiration occurs, the SSF
sends the "StatusReport" Operation to the SCF with monitorCondition parameter set to "timerExpired”. Alternatively,
when the SSF receives a "Cancel Status Report" operation from the SCF, the SSF sends the "Status Report" Operation tc
the SCF with monitorCondition parameter set to "Cancelled". After the SSF sends this operation, the SSME should
move to the state "ldleManagement" unless there are other processes of Non-Call Associated operation, in which case
the SSF should remain in the state "Non-Call AssociatedTreatment".

3.3.55.3.2 Error handling

Generic error handling for the operation related errors is described in 3.2 and the TCAP services used for reporting
operation errors are described in 3.4.

34 Services assumed from TCAP

This subclause describes the procedures and TCAP primitives that shall be used for transmitting messages between SSF
SCF and SRF. For the SCF-SDF interface, refer to 2.2.2.2.
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341 Normal procedures

This subclause describes the procedures and TCAP primitives that shall be used for transmitting messages between SSF,
SCF and SRF under normal operation.

The INAP, as TC-user, uses only the structured dialogue facility provided by TCAP. The following situations can occur
when amessage is sent between two physical entities:

a) A dialogue shall be established — The TC-user issues a TC-BEGIN request primitive.
b) A dialogue shall be maintained — The TC-user issues a TC-CONTINUE request primitive.

c) A dialogue shall no longer be maintained — The TC-user issues a TC-END request primitive with either
basic end or with pre-arranged end depending on the following conditions:

i) Basic End

« In the case the dialogue is established, operations, leading to a termination of the relationship,
can be transmitted by the FE with a TC-END request primitive (basic) in case tisenBE
interested in the reception of any ERROR or REJECT components for these sent operations.
Once the FE dialogue resources have been released, any ERROR or REJECT components
received for these operations will be discarded by TC as described in Recommendation Q.774.

« In the case the dialogue is established and the FE has received an operation, leading to the
termination of the relationship does not interest to continue dialogue and there is no operation to
be sent, a TC-END request primitive (basic) with zero components can be sent from the FE.

i) Pre-arranged End:

¢ Inthe case, an entity is interested in possible ERROR or REJECT messages on response to sent
operations leading to a termination of the relationship, the dialogue is ended with a TC-END
request primitive (pre-arranged end) after the last associated operation timer expires. The
receiving entity can end the dialogue with a TC-END request primitive (pre-arranged end) after
successful processing of these operations (i.e. the relationship is terminated).

d) In general, the use of pre-arranged end shall be limited to the case for both communicating entities clearly
recognizable that peer entity applies pre-arranged end. In all other cases, basic end shall be used.

e) A dialogue shall not be established — For class 2 or 4 operations only the sending TC-user issues a TC-
BEGIN request primitive and ends the dialogue locally after operation time out by means of a pre-
arranged end. Upon reception of the TC-BEGIN indication primitive the receiving TC-user shall end the
dialogue locally.

34.1.1 SSF-to-SCF messages

34111 SSF-FSM related messages

A dialogue shall be established when the SSF-FSM moves from thédbéetie the stat&Vaiting for Instructions. The
relevant INAP operation, which can be the InitialDP operation or one of DP specific operations for TDP-R, shall be
transmitted in the same message.

No dialogue shall be established when the SSF-FSM moves from thd dii@nd back to the statelle on the
detection of TDP-N. The relevant INAP operation, which can be the InitialDP operation or one of DP specific operations
for TDP-N, shall be sent with a TC-BEGIN request primitive and the dialogue is locally ended by means of TC-END
request primitive with pre-arranged end.

For all other operations sent from the SSF-FSM, the dialogue shall be maintained except for the following cases.
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When the SSF-FSM makes a non-error case state transition to the state I dle and there is one or more pending operation
and TCAP dialogue is established, TCAP dialogue can be terminated by TC-END primitive with component(s). When
the SSF sends the last EventReportBCSM, ApplyChargingReport or CalllnformationReport, the dialogue may be ended
from the SSF by a TC-END request primitive with basic end.

In the case that there is no pending operation and TCAP dialogue is established, TCAP dialogue can be terminated by
TC-END primitive with zero component or pre-arranged end. When the SSF-FSM makes a non-error case state
transition to the state I dle and there is no operation to be sent, the dialogue is ended by means of a TC-END request
primitive (basic) with zero components, or the dialogue is locally ended by means of a TC-END request primitive with
pre-arranged end.

The SSF can end a dialogue with a TC-END request primitive with zero component or pre-arranged end depending on
that TCAP dialogue is established or not, in the case cal release is initiated by any other entity, then the SCF and the
SSF has no pending call information requests (or pending requests which should be treated in the same way, see Note 1
of 3.1.1.5) nor any armed EDP to notify the SCF of the call release (for alternative way, see 3.4.2.2).

When the SSF has sent the last EventReportBCSM, ApplyChargingReport or CalllnformationReport, the dialogue may
be ended from the SCF by a TC-END request primitive with basic end.

34112 Assisting/Handoff SSF-FSM related messages

A diaogue shall be established when the Assisting/Handoff SSF-FSM moves from the state | dle to the state Waiting for
Instructions. The AssistRequesti nstructions operation shall be transmitted with a TC-BEGIN request primitive.

For all other operations sent from the Assisting/Handoff SSF-FSM, the dialogue shall be maintained except for the
following cases.

When the SSF-FSM makes a non-error case state transition to the state I dle and there is one or more pending operation
and TCAP dialogue is established, TCAP dialogue can be terminated by TC-END primitive with component(s). When
the SSF sends the last ApplyChargingReport, the dialogue may be ended from the SSF by a TC-END request primitive
with basic end.

In the case that there is no pending operation and TCAP dialogue is established, TCAP dialogue can be terminated by
TC-END primitive with zero component or pre-arranged end. When the SSF-FSM makes a non-error case state
transition to the state | dle and there is no operation to be sent, the dialogue is ended by means of a TC-END regquest
primitive (basic) with zero components, or the dialogue is locally ended by means of a TC-END request primitive with
pre-arranged end.

When the SSF has sent the last ApplyChargingReport, the dialogue may be ended from the SCF by a TC-END reguest
primitive with basic end.

34.1.1.3 SSME-FSM related messages

The following procedures shall be followed:
—  The dialogue shall be maintained when the ActivityTest Return Result is sent.

— No dialogue shall be established when the ServiceFilteringResponse operation is sent. The operation is
sent with a TC-BEGIN request primitive and the dialogue is ended by means of a TC-END request
primitive with pre-arranged end.

— A dialogue shall no longer be maintained when the Return Result of the ActivateServiceFiltering
operation is sent. The dialogue is ended by means of a TC-END request primitive with basic end, the
Return Result is transmitted with the same request.

— The dialogue is locally terminated by means of a TC-END request primitive with pre-arranged end, upon
reception of a TC-BEGIN indication primitive with a CallGap operation.

— The dialogue shall be maintained when the RequestCurrentStatusReport,
RequestEveryStatusChangeReport or RequestFirstStatusMatchReport operation is received inside the call
context.
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The dialogue shall be maintained on sending following operations inside the call context if the operations
are not final one:

* Return Result of the RequestCurrentStatusReport operation;

* Return Result of the RequestFirstStatusMatchReport or
RequestEveryStatusChangeReport operation; and

e  StatusReport operation in reply to RequestFirstStatusMatchReport or
RequestEveryStatusChangeReport operation.

The dialogue shall no longer be maintained on sending following operations inside the call context if the
operations are final one:

* Return Result of the RequestCurrentStatusReport operation;

» Return Result of the RequestFirstStatusMatchReport or
RequestEveryStatusChangeReport operation; and

»  StatusReport operation in reply to RequestFirstStatusMatchReport or
RequestEveryStatusChangeReport operation.

The dialogue is ended from the SSF by means of TC-END request primitive with basic end, one of the
above operations is transmitted with the same request.

If monitor duration expires for RequestFirstStatusMatchReport or RequestEveryStatusChangeReport
which has been received inside the call context and there is no need to maintain dialogue, the dialogue is
ended from the SSF by means of a TC-END request primitive (basic) with zero component.

The dialogue shall be established when the RequestCurrentStatusReport,
RequestEveryStatusChangeReport or RequestFirstStatusMatchReport operation is received outside the
call context.

The dialogue shall no longer be maintained when the Return Result of the RequestCurrentStatusReport
operation is sent outside the call context. The dialogue is ended from the SSF by means of a TC-END
request primitive with basic end, the Return Result is transmitted with the same request.

The dialogue shall be maintained when the Return Result of the RequestFirstStatusMatchReport or
RequestEveryStatusChangeReport operation is sent outside the call context.

The dialogue shall no longer be maintained when the StatusReport operation is sent in reply to the
RequestFirstStatusMatchReport operation outside the call context. The dialogue is ended from the SSF by
means of a TC-END request primitive with basic end, the StatusReport operation is transmitted with the

same request.

The dialogue shall be maintained when the StatusReport operation is sent in reply to the
RequestEveryStatusChangeReport operation outside the call context.

The dialogue shall no longer be maintained when the monitor duration expires for
RequestFirstStatusMatchReport or RequestEveryStatusChangeReport which has been received outside the
call context. The dialogue is ended from the SSF by means of a TC-END request primitive (basic) with
zero component.

34.1.2 SCF-to-SSF messages

34.1.21 SCSM-FSM related messages

No dialogue shall be established when the SCSM-FSM moves froml dtate stateldle upon receipt of InitialDP
operation or one of DP specific operations for TDP-N. The operation is received with a TC-BEGIN indication primitive
and the dialogue is locally terminated by means of a TC-END request primitive with pre-arranged end.

A dialogue shall be established when the SCSM-FSM moves from dlat® statePreparing SSF | nstructions upon
the receipt of InitialDP operation for TDP-R, one of DP specific operations for TDP-R or AssistRequestinstructions

A dialogue shall be established when the SCSM-FSM moves froml dtat statePreparing SSF I nstructions on
sending an InitiateCallAttempt operation to the SSF.
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For subsequent operations sent from the SCSM-FSM, the dialogue shall be maintained except for the following cases,
i.e. al other operations are sent after a dialogue was established from the SSF (the SCF has previously received a
TC-BEGIN indication primitive with an InitialDP operation, one of DP specific operations or an
AssistRequestl nstructions operation).

The dialogue shall no longer be maintained when the pre-arranged end condition is met in the SCF. When the SCF does
not expect any messages other than possibly REJECT or ERROR messages for the operations sent and when the last
associated operation timer expires, the dialogue is locally ended by means of a TC-END request primitive with
pre-arranged end. Alternatively, the sending of operations, leading to the termination of the relationship, by means of a
TC-END reguest primitive (basic end) is possible.

34.1.22 SCME-FSM related messages

The operations sent from the SCME-FSM shall be issued according to the following procedures:

—  The dialogue shall be maintained when the ActivityTest operation is sent.

— A dialogue shall not be established when a CallGap operation is sent without using a SCSM associated
dialogue. The operation is sent using a TC-BEGIN request primitive and the dialogue is terminated with a

pre-arranged end.

— For sending one or more CallGap operations, the SCME-FSM may use an existing SCSM-FSM
associated dialogue which was initiated by a SSF-FSM (i.e. established for the transmission of the
InitialDP operation or one of DP specific operations). The dialogue shall be maintained and the CallGap
operation(s) shall be sent with the first response of the SCSM-FSM to the InitiaIDP operation or one of

DP specific operations.

— A dialogue shall be established when an ActivateServiceFiltering operation is sent. The operation shall be

transmitted with a TC-BEGIN request primitive.

— The dialogue is locally terminated upon reception of a ServiceFilteringResponse operation using a

TC-END request primitive with pre-arranged end.

— The dialogue shall be maintained when the RequestCurrentStatusReport,
RequestEveryStatusChangeReport or RequestFirstStatusMatchReport operation is sent inside the call

context.

— The dialogue shall be maintained on receiving following operations inside the call context if the

operations are not the final ones:
* Return Result of the RequestCurrentStatusReport operation;

* Return Result of the RequestFirstStatusMatchReport or
RequestEveryStatusChangeReport operation; and

»  StatusReport operation in reply to RequestFirstStatusMatchReport or
RequestEveryStatusChangeReport operation.

— The dialogue shall no longer be maintained on receiving following operations inside the call context if the

operations are the final ones:
* Return Result of the RequestCurrentStatusReport operation;

e Return Result of the RequestFirstStatusMatchReport or
RequestEveryStatusChangeReport operation; and

»  StatusReport operation in reply to RequestFirstStatusMatchReport or
RequestEveryStatusChangeReport operation.

The dialogue is ended from the SSF by means of TC-END indication primitive with basic end, one of

above operations is transmitted with the same request.

If monitor duration expires for RequestFirstStatusMatchReport or RequestEveryStatusChangeReport
which has been received inside the call context and there is no needs to maintain dialogue, the dialogue is

ended from the SSF by means of a TC-END indication primitive (basic) with zero component.
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- The dialogue shall be established when the RequestCurrentStatusReport,
RequestEveryStatusChangeReport or RequestFirstStatusMatchReport operation is sent outside the call
context.

— The dialogue shall no longer be maintained when the Return Result of the RequestCurrentStatusReport
operation is received outside the call context. The dialogue is ended from the SSF by means of a TC-END
indication primitive with basic end, the Return Result is transmitted with the same indication.

— The dialogue shall be maintained when the Return Result of the RequestFirstStatusMatchReport or
RequestEveryStatusChangeReport operation is received outside the call context.

— The dialogue shall no longer be maintained when the StatusReport operation is received in reply to the
RequestFirstStatusMatchReport operation outside the call context. The dialogue is ended from the SSF by
means of a TC-END indication primitive with basic end, the StatusReport operation is received with the
same indication.

— The dialogue shall be maintained when the StatusReport operation is received in reply to the
RequestEveryStatusChangeReport operation outside the call context.

— The dialogue shall no longer be maintained when the monitor duration expires for
RequestFirstStatusMatchReport or RequestEveryStatusChangeReport outside the call context. The
dialogue is ended from the SSF by means of a TC-END indication primitive (basic) with zero component.

3.4.1.3 SCF-to/ffrom-SRF messages

A dialogue is established when the SRF sends an AssistRequestinstructions operation to the SCF. For all other
operations sent to/from the SRF, the dialogue shall be maintained.

In the case that there is no pending operation and TCAP dialogue is established, TCAP dialogue can be terminated by
TC-END primitive with zero component. When the SCSM makes a non-error case state transition to end user interaction

and there is no operation to be sent, the dialogue is ended by means of a TC-END request primitive (basic) with zero

components.

The dialogue shall no longer be maintained when sending the SRReport operation for PlayAnnoucement with
disconnection from the SRF set to TRUE or Return Result of the PromptAndCollectUserIinformation with disconnection
from the SRF set to TRUE. The dialogue is ended by means of a TC-END request primitive with basic end, and one of
the above operations is transmitted with the same request.

Regardless of whether pending operation exists or not, when the SRSM-FSM is informed of the disconnection of bearer
connection (in the case of SCF initiated disconnection or call abandon from call party) and dialogue is established, the
dialogue is ended by means of a TC-END request primitive (basic) with zero components or TC-END request primitive
(pre-arranged end).

The dialogue shall no longer be maintained when the pre-arranged end condition is met in the SRF. When the SRSM-
FSM is informed the disconnection of bearer connection and TCAP dialogue is not established, TCAP dialogue is
locally terminated by TC-END primitive with pre-arranged end.

When the SCF does not expect any messages other than possibly REJECT or ERROR messages for the operations ser
and when the last associated operation timer expires, the dialogue is locally ended by means of a TC-END request
primitive with pre-arranged end. Alternatively, the sending of operations, leading to the termination of the relationship,
by means of a TC-END request primitive (basic end) is possible.

In the relay case, the SRF-SCF relationship uses the SSF-SCF TCAP dialogue. This is possible, because begin and enc
of the SRF-SCF relationship are embedded in the SSF-SCF relationship. SRF-SCF information shall be exchanged with
TC-CONTINUE request primitives.

In the case of the SSF relay, it is for further study how to map messages to ROSE capability of bearer signalling system
between the SSF and the SRF, and what services are assumed from ROSE.

34.2 Abnormal procedures

This subclause describes the procedures and TCAP primitives that shall be used for reporting abnormal situations
between SSF, SCF and SRF. The error cases are defined in 3.2.

280 Recommendation Q.1218  (10/95)



The following primitives shall be used to report abnormal situations:

operation errors, as defined in the INAP, are reported with TC-U-ERROR request primitive;
— rejection of a TCAP component by the TC-user shall be reported with TC-U-REJECT request primitive;

— when the FE detecting error or rejecting operation decides the termination of TC dialogue, TC-END
request primitive (basic) with error or reject can be used for the termination of TC dialogue;

— when the SSF or the SRF detecting error or rejecting operation recognizes the possibility to continue
dialogue, TC-CONTINUE request primitive with error or reject can be used for the continuation of TC
dialogue;

— adialogue shall be aborted by the TC-user with a TC-U-ABORT request primitive;

— on expiration of application timergdr or Terr, dialogue shall be terminated by means of a TC-U-ABORT
primitive with an Abort reason, regardless of TCAP dialogue is established or not.

For abnormal situations detected by TCAP the same rules shall apply for reception of TC-R-REJECT indication as for
transmission of TC-U-REJECT request and for transmission of TC-P-ABORT indication as for transmission of
TC-U-ABORT request primitive.

The following rules shall be applied to terminate the TCAP dialogue under abnormal situations:

— in the case that abort condition is detected and TCAP dialogue is established, TCAP dialogue is
terminated by TC-U-ABORT primitive with an Abort reason;

— in the case that abort condition is detected and TCAP dialogue is not established, TCAP dialogue is
locally terminated by TC-U-ABORT primitive (in the case such as application time out).

In error situations pre-arranged end shall not be used to terminate the TCAP dialogue. In case any application entity
encounters an error situation, the peer entity shall be explicitly notified of the error, if possible. If from any entity’s poi

of view the error encountered requires the relationship to be ended, it shall close the dialogue via a TC-END request
primitive with basic end or via a TC-U-ABORT request primitive, depending on whether any pending ERROR or
REJECT component is to be sent or not.

In case an entity receives a TC-END indication primitive and after all components have been considered, the FSM is not
in a state to terminate the relationship, an appropriate internal error should be provided.

In cases when a dialogue needs to be closed by the initiating entity before its establishment has been completed (before
the first TC indication primitive to the TC-BEGIN request primitive has been received from the responding entity), the
TC-user shall issue a TC-END request primitive with pre-arranged end or a TC-U-ABORT request primitive. The result

of these primitives will be only local, any subsequent TC indication received for this dialogue will be handled according

to the abnormal procedures as specified in Recommendation Q.774.

34.21 SCF-to-SSF/SRF messages

Considering that both SSF and SRF do not have the logic to recover from error cases detected on the SCF-SSF/SRF
interface, the following shall apply:

—  Operation errors and rejection of TCAP components shall be transmitted to the SSF and, respectively, the
SRF with a TC-END request primitive, basic end.

If, in violation of the above procedure, an ERROR or REJECT component is received with a TC-CONTINUE indication
primitive, the SSF and, respectively, the SRF shall abort the dialogue with a TC-U-ABORT request primitive.

In the case of the SSF relay, it is for further study how to map messages to ROSE capability of bearer signalling system
between the SSF and the SRF, and what services are assumed from ROSE.
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34.22 SSF/SRF-to-SCF messages

Operation errors and rejection of TCAP components shall be transmitted to the SCF according to the following rules:

— The dialogue shall be maintained when the preceding message, which contained the erroneous
component, indicated that the dialogue shall be maintained, i.e. the error or reject shall be transmitted with
a TC-CONTINUE request primitive if the erroneous component was received with a TC-CONTINUE
indication primitive.

— On receipt of an ERROR or REJECT component the SCF decides on further processing. It may either
continue, explicitly end or abort the dialogue.

— In all other situations the dialogue shall no longer be maintained, i.e. the error or reject shall be
transmitted with a TC-END request primitive, basic end, if the erroneous component was received with a
TC-BEGIN indication primitive.

— On expiration of application timer gdr or Tege, dialogue shall be terminated by means of a
TC-U-ABORT primitive with an Abort reason, regardless of whether TCAP dialogue is established or
not.

If the error processing in the SSF-SRF leads to the case where the SSF-SRF is not able to process further SCF operation
while the dialogue is to be maintained, the SSF-SRF aborts the dialogue with a TC-END request primitive with basic end
or a TC-U-ABORT request primitive, depending on whether any pending ERROR or REJECT component is to be sent
or not.

The SSF can end a dialogue with a TC-U-ABORT request primitive in case call release is initiated by any other entity,
then the SCF and the SSF has no pending call information requests (or pending requests which should be treated in the
same way, i.e. ApplyCharging nor any armed EDP to notify the SCF of the call release (for alternative way,
see 3.4.1.1.1).

In the case of the SSF relay, it is for further study how to map messages to ROSE capability of bearer signalling system
between the SSF and the SRF, and what services are assumed from ROSE.

34.3 Dialogue establishment

The establishment of an INAP dialogue involves two application processes as described in 0.4, one that is the dialogue-
initiator and one that is the dialogue-responder.

Application context negotiation may not be supported in all physical entities and/or all networks.
This procedure is driven by the following signals:
— A TC-BEGIN request primitive from the dialogue-initiator.
— A TC-BEGIN indication primitive occurring at the responding side.
—  The first TC-CONTINUE indication primitive occurring at the initiating side or under specific conditions:
e« A TC-END indication primitive occurring at the initiating side.
« A TC-U-ABORT indication primitive occurring at the initiating side.

« A TC-P-ABORT indication primitive occurring at the initiating side.

34.3.1 Sendingof a TC-BEGIN request primitive

Before issuing a TC-BEGIN request primitive, SACF shall store the AC-name and if present the user-information
parameter.

SACF shall request the invocation of the associated operations using the TC-INVOKE service. See 3.4.8 for a
description of the invocation procedure.

After processing of the last invocation request, SACF shall issue a TC-BEGIN request primitive.

The initiator SACF then waits for a TC indication primitive and will not issue any other requests, except a
TC-U-ABORT request or a TC-END request with the release method parameter set to "pre-arranged release".
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If no TC indication primitive is expected because no dialogue is to be established according to the rules as stated in 3.4.1
and 3.4.2, SACF will wait for the last associated TCAP operation timer to expire and issue a TC-END request with the
release method parameter set to "pre-arranged release”.

3.4.3.2 Receipt of aTC-BEGIN indication

Onreceipt of aTC-BEGIN indication primitive, responder SACF shall:

— Analyse the application-context-name if included in the primitive. If it is supported, process any other
indication primitives received from TC as described in 3.4.8.

— If no dialogue is to be established according to the rules as stated in 3.4.1 and 3.4.2, SACF will wait for
the last indication primitive from TC and issue a TC-END request with the release method parameter set
to "pre-arranged release".

— If the application-context-name included in the primitive is not supported, issue a TC-U-ABORT request
primitive. If an alternative application-context can be offered its name is included in the TC-U-ABORT
request primitive.

It is for further study whether or not the application-context-negotiation is limited only for using the TC-U ABORT
primitive.

3.4.3.3 Receipt of thefirst TC-CONTINUE ind

On receipt of the first TC-CONTINUE indication primitive for a dialogue, SACF shall check the value of the
application-context-name parameter. If this value matches the one used in the TC-BEGIN request primitive, SACF shall
process the following TC component handling indication primitives as described in 3.4.8, otherwise it shall issue a
TC-U-ABORT request primitive.

It is for further study whether or not the application-context-negotiation is limited only for using the TC-U ABORT
primitive.

34.34 ReceptofaTC-ENDind
On receipt of a TC-END indication primitive in the dialogue initiated state, SACF shall check the value of the

application-context-name parameter. If this value matches the one used in the TC-BEGIN request primitive, then the
SACF shall process the following TC component handling indication primitives as described in 3.4.8.

3.435 Recept of aTC-U-ABORT ind
Receipt of a TC-U-ABORT indication primitive is described as part of user abort procedure (see 3.4.6.2). If the abort
reason is application context name not supported, the responding side may propose an alternative application-context-

name in the TC-U-ABORT indication. If an alternative application-context is proposed, the receiving entity shall check
this name and if it can be supported a new dialogue may be established.

3.43.6 Receipt of aTC-P-ABORT ind

Receipt of a TC-P-ABORT indication primitive is described as part of provider abort procedure (see 3.4.7.1).

344 Dialogue continuation
Once established the dialogue is said to be in a continuation phase.

Both application processes can request the transfer of INAP APDUs until one of them requests the termination of the
dialogue.

34.4.1 Sending entity
SACF shall process any component handling request primitives as described in 3.4.8.

After processing the last component handling request primitive, SACF shall issue a TC-CONTINUE request primitive.
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3.4.4.2 Receiving entity

On receipt of a TC-CONTINUE indication primitive SACF shall accept zero, one or several TC component handling
indication primitives and process them as described in 3.4.8.

345 Dialogue termination

Both the dialogue-initiator and the dialogue-responder have the ability to request the termination of a dialogue after it
has been established when no dialogue isto be established or when a dialogue is no longer to be maintained according to
therules as stated in 3.4.1 and 3.4.2.

The dialogue termination procedure is driven by the following events:
— A TC-END request primitive.
— A TC-END indication primitive.

3.4.5.1 Sending of TC-END request

When the dialogue shall no longer be maintained, SACF shall process any component handling request primitives as
described in 3.4.8

After processing the last component handling request primitive (if any), SACF shall issue a TC-END request primitive
with the release method parameter set to "basic end" or "pre-arranged release", according to the rules as stated in 3.4.1
and 3.4.2.

When no dialogue is to be established, refer to 3.4.3.1 and 3.4.3.2.

3452 Receipt of a TC-END indication

On receipt of a TC-END indication primitive, the SACF shall accept any component handling indication primitives and
process them as described in 3.4.8.

After processing the last component handling primitive all dialogue related resources are released.
3.4.6 User Abort
Both the dialogue-initiator and the dialogue-responder have the ability to abort a dialogue at any time.

The user abort procedure is driven by one of the following events:
— A TC-U-ABORT request primitive.
— A TC-U-ABORT indication primitive.

3.4.6.1 Sendingof TC-U-ABORT reguest
After issuing a TC-U-ABORT request primitive, all dialogue related resources are released.
3.4.6.2 Receipt of a TC-U-ABORT indication
On receipt of a TC-U-ABORT indication all dialogue related resources are released.
34.7 Provider Abort
TC has the ability to abort a dialogue at both the dialogue-initiator side and the dialogue-responder side.
The provider abort procedure is driven by the following event:
— A TC-P-ABORT indication primitive.
34.71 Receipt of a TC-P-ABORT indication

On receipt of a TC-P-ABORT indication, all dialogue related resources are released.
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348 Proceduresfor INAP operations

This subclause describes the procedures for INAP operations.

34.8.1 Operation invocation

SACF shal build an operation argument from the parameters received and reguest the invocation of the associated
operation using the TC-INVOKE procedure. If alinked ID parameter is inserted in the primitive, this indicates a child
operation and implies that the operation is linked to a parent operation.

3.4.8.2 Operation invocation receipt

Onreceipt of a TC-INVOKE indication primitive, SACF shall:

— If the operation code does not correspond to an operation supported by the application-context, request
the transfer of a reject component using the TC-U-REJECT request primitive, with the appropriate
problem code (unrecognized operation).

— Ifalinked ID is included, perform the following checks: if the operation referred to by the linked ID does
not allow linked operations or if the operation code does not correspond to a permitted linked operation,
or if the parent operation invocation is not active, issue a TC-U-REJECT request primitive with the
appropriate problem code (linked response unexpected or unexpected linked operation).

— If the type of the argument is not the one defined for the operation, request the transfer of a reject
component using the TC-U-REJECT request primitive, with the appropriate problem code (mistyped
parameter).

— If the operation cannot be invoked because the INAP related dialogue is about to be released, requests the
transfer of the reject component using the TC-U-REJECT request primitive with the problem code
(Initiating Release).

— If sufficient INAP related resources are not available to perform the requested operation, request the
transfer of a reject component using the TC-U-REJECT request primitive with the problem code
(Resource Limitation).

— Otherwise, accept the TC-INVOKE indication primitive. If the operation is to be user confirmed, SACF
walits for the corresponding response.

3.4.8.3 Operation Response

For user confirmed operations, SACF shall:

— If no error indication is included in the response to a class 1 or 3 operation, construct a result information
element from the parameters received and request its transfer using the TC-RESULT-L service.

— If an error indication is included in the response to a class 1 or 2 operation, construct an error parameter
from the parameters received and request its transfer using the TC-U-ERROR request primitive.

3.4.84 Receipt of aresponse

3.4.84.1 Receipt of TC-RESULT-NL indication

On receipt of a TC-RESULT-NL indication, SACF shall:

— Request the transfer of a reject component using the TC-U-REJECT request primitive with the
appropriate problem code (mistyped parameter).

3.4.8.4.2 Receipt of TC-RESULT-L indication

On receipt of a TC-RESULT-L indication, SACF shall:

— If the type of the result parameter is not the one defined for the result of this operation, request the transfer
of a reject component using the TC-U-REJECT request primitive with the appropriate problem code
(mistyped parameter).

—  Otherwise, accept the TC-RESULT-L indication primitive.
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3.4.8.4.3 Receipt of TC-U-ERROR indication

On receipt of a TC-U-ERROR indication, SACF shall:

— If the error code is not defined for the SACF or is not one associated with the operation referred to by the
invoke identifier, request the transfer of a reject component using the TC-U-REJECT request primitive,
with the appropriate problem code (unrecognized error or unexpected error).

— If the type of the error parameter is not the one defined for this error, request the transfer of a reject
component using the TC-U-REJECT request primitive, with the appropriate problem code (mistyped
parameter).

— Otherwise, accept the TC-U-ERROR indication primitive.
3.4.84.4 Receipt of TC-U-REJECT indication

On receipt of a TC-U-REJECT indication primitive which affects a pending operation, SACF shall accept the
TC-U-REJECT indication primitive.

3.4.845 Receipt of aTC-L-REJECT indication
This event occurs when the local TC detects a protocol error in an incoming component which affects an operation.

On receipt of a TC-L-REJECT indicating "return result problem, return error unexpected”, SACF shall inform the
application process.

On receipt of a TC-L-REJECT indicating "return error problem, return error unexpected”, SACF shall inform the
application process.

Note that when the problem code indicates a general problem, it is considered that the event cannot be related to an

active operation even if the invoke Id is provided by TC. This is because it is unclear whether the invoke Id refers to a
local or remote invocation. The behaviour of SACF in such a case is described in 3.4.8.5.3.

3.4.84.6 Receipt of aTC-L-CANCEL indication

On receipt of a TC-L-CANCEL indication, the SACF shall:

If the associated operation is a class 1 operation, inform the application process.

— If the associated operation is a class 2 operation and no linked operations are defined for this operation,
ignore the primitive.

— If the associated operation is a class 2 operation and has linked operations but none of them has been
invoked, inform the application process.

— If the associated operation is a class 2 operation and a linked operation invocation has already been
received in response to this operation, ignore the primitive.

— If the associated operation is a class 3 operation, inform the application process.

— If the associated operation is a class 4 operation, ignore the primitive.

3.4.85 Other events

This subclause describes the behaviour of SACF on receipt of a component handling indication primitive which cannot
be related to any operation or which does not affect a pending one.

3.4.85.1 Recept of a TC-U-REJECT indication

On receipt of a TC-U-REJECT indication primitive which does not affect an active operation (i.e. indicating a return
result or return error problem), it is up to the application process to abort, continue or terminate the dialogue, if not
already terminated by the sending application process according to the rules as stated in 3.4.2. This is also applicable for
invoke problems related to a class 4 linked operation.
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3.4.85.2 Receipt of a TC-R-REJECT indication
Onreceipt of a TC-R-REJECT indication (i.e. when a protocol error has been detected by the peer TC entity) which does

not affect an active operation, it is up to the application process to abort, continue or terminate the dialogue, if not
already terminated by the sending application process according to the rules as stated in 3.4.2.

3.4.85.3 Receipt of a TC-L-REJECT indication
On receipt of a TC-L-REJECT indication primitive (i.e. when a protocol error has been detected by the local TC entity)

which cannot be related to an active operation, it is up to the application process to continue, or to terminate the dialogue
and implicitly trigger the transmission of the reject component or to abort the dialogue.

3.4.85.4 Receipt of aTC-NOTICE indication

This informs the SACF that a message cannot be delivered by the Network Layer, this can only occur if the Return
Option has been set (see 3.4.9.1.8). It isfor the application process to decide whether to terminate the dialogue or retry.

349 Mapping on to TC services
3.4.9.1 Dialogue control
The TC-UNI serviceisnot used by INAP.

3.4.9.1.1 Destination address

This parameter is set by the dialogue initiating application process, and may optionally be modified by the responding
dialogue in the first backward TC-CONTINUE, but will not be seen by initiating user.

3.49.1.2 Originating address

This parameter is set by the dialogue initiating application process.

34.9.1.3 Dialogueld

The value of this parameter is associated with the INAP invocation in an implementation dependent manner.
3.4.9.1.4 Application-context-name

The application-context-name parameter is set by SACF asdefined in 2.1.5 and 2.2.2.5.3.

34.9.15 User information

This parameter may be used by both initiating and responding application process.

34.9.16 Component present

This parameter is used by SACF as described in Recommendation Q.771.

3.49.1.7 Termination

The value of the release method parameter of the TC-END request primitive is set by SACF according to the rules as
stated in 3.4.1 and 3.4.2.

3.49.1.8 Quality of Service

The quality of Service of TC request primitivesis set by the SACF to the following value:
— Sequencing requested.

— Return option — This parameter is set by SACF in an implementation dependent manner.
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3.4.9.2 Operation procedures

34921 Invokeld

This parameter is set by the sending application process.

34922 LinkedlId

This parameter is set by the sending application process.

3.4.9.23 Dialogueld

The value of this parameter is associated with the INAP invocation in an implementation dependent manner.
34924 Class

The value of this parameter is set by SACF according to the type of the operation to be invoked according to 2.1.
3.4.9.25 Operation

The operation code of a TC-INVOKE request primitive is set by the sending application process as defined in 2.4

SACF shall set the operation code of the TC-RESULT-L primitive (if required) to the same value as the one received at
invocation time.

34926 Error

The error parameter of the TC-U-ERROR request primitive is set by the sending application process as defined in 2.4.
3.49.2.7 Parameters

The argument parameter of TC-INVOKE primitivesis set by the sending application process as defined in 2.
The result parameter of TC-RESULT-L primitives is set by the sending application process as defined in 2.
The parameter of TC-U-ERROR primitives are set by the sending application process as defined in 2.
34928 Timeout

The value of this parameter is set by SACF according to the type of operation invoked.

3.4.9.29 Last component

This parameter is used by SACF as described in Recommendation Q.771.

3.4.9.2.10 Problem code

This parameter is used by SACF as described in 3.4.8.

3.4.9.2.11 Abort reason

This parameter is used by SACF, and attributes and coding are specified by network operator.
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Annex A

INAP SDL Diagrams

(Thisannex forms an integral part of this Recommendation)

Al Introduction

This annex contains SDL diagrams for the FSMs for the SSF, assisting/handoff SSF, SCF and SRF, as described in the
text and Figures of 3.1.1.5, 3.1.1.6, 3.1.2 and 3.1.3, together with information from relevant detailed operation
procedures. SDL diagrams for the SDF-related states of the SCF and for the SDF itself are contained in Annex B.

Notes on the diagrams give further details where necessary. The SDL diagrams are at the same level of detail as the
relevant text and figures, and do not contain anything not in the main body of this Recommendation unless specifically
noted.

The SDL used is compliant with the latest Recommendations for SDL [Recommendation Z.100 (1993)], but no symbols
are used which are not contained in Recommendation Z.100 (1988).

In the case of inconsistency between SDL diagrams and text, text shall be taken as correct.

A2 SDL diagrams

The SDL in these diagrams is very high-level. It is incomplete in that data declarations are given only for timers and
signals, but data carried by the signalsis not declared.

Names used for operations are exactly those of this Recommendation, and other locally-defined names in general relate
to event names used in this Recommendation. In some cases, however, new names have been introduced for signals
where this Recommendation does not provide a name. Where operation names have been split to contain them within a
symbol, the SDL technique of breaking lines with an underline followed by a space is used; this combination is ignored
in SDL so A_B isthe same name as AB.

In general receipt of a signa (input) from an FE outside the FE being modelled will require some service logic
processing, but the detail of such processing is not of interest to the FSM (only its results). The existence of this service
logic processing has been shown by inclusion of a general procedure called Process Input. In other places SDL tasks are
used to indicate the scope of processing required.

It should be noted that in SDL the word “reset” applied to timers means to stop the timer, not restart it. “Set” in SDL
means both start and restart a timer.
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PROCESS INAP_SSF PAGE 1 (17)

Jx |

SSF SDLs for INAP
Based on Q.1218, Section 3.1.1.5, “SSF State Transition Diagram”.

Version 2.0 January 1995
*/
Process_Input
/* Data declarations */
TIMER Tssf;
/* Timer Tssf can have four different values, as described in Q.1218, Section 3.1.1.5. These k
are denoted:

valuel when entering State Waiting For Instructions after sending initiating IF to SCF
value2 when entering State Waiting For Instructions under any other condition
value3 when SSF receives HoldCalllnNetwork operation

valued4 when entering States W aiting For End of User Interaction or W aiting For End of
Temporary Connection (optional)

*

1 O~

A locally defined procedure Process_Input is used to indicate analysis of an Input from an external source to
determine whether service logic processing (outside the SSF FSM) is required.

No details of possible processing in the procedure are given, as it is intended only to indicate that processing
may be required, not its exact nature.

*

T1171770-95/d44

FIGURE A.1/Q.1218 (shedt 1 of 17)
SDL for SSF-FSM
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PROCESS INAP_SSF

/* Signal definitions - First part

These signals to and from CCF are internal indications which are not defined in the IN
CS-1 Recommendations.

The names are therefore local names only.

*/

/* From CCF */

SIGNAL ForwardConnectionReleased, Abandon, Disconnect;

/*To CCF */

SIGNAL RestartProcessing, TerminateCall, ConnectSRF, RouteToDefault, SRFReleaseRequest;

PAGE 2 (17)

/* Signal definitions - Second part.

These signals from internal (SSF) logic are internal indications which are not defined in the IN CS-1
Recommendations.

The names are therefore local names only.

*/

/* From SSF service logic */

SIGNAL TDP_R, TDP_N, EDP_N, EDP_R;

/* Local names defined for signals SSF to SCF */

SIGNAL TDPEvent; /* Indicates one of InitialDP or a DP specific operation */

SIGNAL EDPEvent; /* Indicates one of EventReportBC SM or a DP specific operation */

/* Signal definitions - Third part. Defined in IN CS-1 Recommendations. */

/* To SCF - The following are the DP specific operations from SSF to SCF */

SIGNAL TAnswer, TDisconnect, TermAttemptAuthorized, TmidCall, TNoAnswer, Analysedinformation,
TCalledPartyBusy, Collectedinformation, OAnswer, OCalledPartyBusy, ODisconnect, OMidCall,
ONOoAnswer, OriginationAttemptAuthorized, RouteSelectFailure;

/* Other signals SSF to SCF */

SIGNAL Initial DP, EventReport BCSM, ApplyChargingReport, EventNotificationCharging,
CallinformationReport;

/* From SCF */

SIGNAL InitiateCallAttempt, ConnectToResource, EstablishTemporaryConnection, HoldCallinNetwork,
RequestReportBCSMEvent, ResetTimer, SendChargingInformation, Analyselnformation,

CollectInformation, Connect, Continue, SelectFacility, SelectRoute, DisconnectForwardConnection,
ReleaseCall;

ApplyCharging, CallinformationRequest, FurnishCharginglnformation, RequestNatificationChargingEvent,

/* Signal definitions - Fourth part. Defined in IN CS-1 Recommendations. */
/* Relay from SCF to SRF */

/* NOTE - Cancel can also be used SCF to SSF */

SIGNAL Cancel, PlayAnnouncement, PromptAndCollectUserInformation;
/* Relay from SRF to SCF */

SIGNAL ReturnResult_from_PromptAndCollectUserInformation, SpecializedResourceReport;

FIGURE A.1/Q.1218 (sheet 2 of 17)
SDL for SSF-FSM
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T1171780-95/d45

(10/95)

291



PROCESS INAP_SSF

PAGE 3 (17)

/

/* TDPEvent is a locally-defined name for the signal which is sent from the SCF.
Its meaning is:

Send either InitialDP or a DP specific operation

(as defined in Q.1218, Section 3.1.1.5)

State a
-4 Also appears
on Page 4

TDP_R

TDP_N

Process_Input

TDP-R detected.
Send initiating
information

flow to SCF

TDPEvent to SCF

Process_Input

SET (NOW +
value 1, Tssf)

Waiting For
Instructions

TDPEvent to SCF

Restart_

Processing TO
CCF

-+ Send 1-way DP

TDP-N detected.

notification to SCF

292

FIGURE A.1/Q.1218 (sheet 3 of 17)
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PROCESS INAP_SSF PAGE 4 (17)

State a
-+ Also appears
on Page 3
Initiate_
CallAtempt | | BCSMis instantiated
/*from SCF as well as SSF FSM
*/

Process_Input

SET (NOW +
value2, Tssf)

Waiting For
Instructions

T1171800-95/d47

FIGURE A.1/Q.1218 (sheet 4 of 17)
SDL for SSF-FSM
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PROCESS INAP_SSF PAGE 5 (17)

/* Use of timer Tssf in states Waiting For End of User Interaction and Waiting For End ==

Of Temporary Connection is optional.

Timer value after receipt of Cancel may be value2, if call resulted from InitiateCallAttempt
operation

*/

Waiting For iltg)eai)pears -
Instructions T
Pages 6, 7, 8
| [ I
Establish
ConnectTo _
Resource Temporary_ Tssf /*
i Timer
/* from SCE Connection !
/* from SCF expiry */
*/ */
Process_Input Process_Input Process_Input

RouteTo_
Default TO
CCF

ConnectSRF TO
CCF

ConnectSRF TO
CCF

SET (NOW + SET (NOW + “Abort .
value4, Tssf) value4, Tssf) transaction”

Waiting For
End Of Temporary
Connection

Waiting For

End Of User
Interaction

T1171810-95/d48

FIGURE A.1/Q.1218 (sheet 5 of 17)
SDL for SSF-FSM
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PROCESS INAP_SSF

PAGE 6 (17)

| B
/* Where testis made for CallinformationReport pending, ApplyChargingReport
is also to be handled the same way
*
/
Waiting For | Also appears on
Instructions Pages 5,7, 8
Analyselnformation,
Cal - Collectinformation, ReleaseCall
& ;I)rofcessg?:': _____ L _ { Connect, Continue, /* from SCF
Signals from SelectFacility, */
SelectRoute

Process_Input

“Yes”
“EDP armed”

“Report
pending”

Monitoring

Process_Input

TerminateCall
TO CCF

“Report
pending”

Call_
Information_
Report TO SCF

y §

FIGURE A.1/Q.1218 (sheet 6 of 17)
SDL for SSF-FSM

Recom

T1171820-95/d49
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PROCESS INAP_SSF PAGE 7 (17)

Wajting_ For Also appears on
Instructions | Pages 5, 6, 8

Cancel (allRequests),
ApplyCharging, CallinformationRequest,

FurnishChargingInformation, HoldCall_
- - 4 ReguestNotificationChargingEvent InNetwork
q ging ) /* from SCF
RequestReportBCSMEvent, */
SendCharginglnformation
[* from SCF */

RequestNotificationChargingEvent and
Process_Input - - 4 Request ReportBCSMEvent may also terminate Process_Input
monitoring of a previously requested event

SET (NOW + May be value2 if SET (NOW +
valuel, Tssf) - - o call resulted from value3, Tssf)
InitiatedCallAttempt

Y
a

Waiting For

Instructions

T1171830-95/d50

FIGURE A.1/Q.1218 (sheet 7 of 17)
SDL for SSF-FSM
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PROCESS INAP_SSF

restarted only once by a ResetTimer operation. Subsequent to the first response, the
timer can be restarted any number of times.

ResetTimer itself is not treated as the first response.

When InitiateCallAttempt has been received, the timer can be restarted any
number of times.

PAGE 8 (17)

/* While waiting for the first response from the SCF, the timer Tssf can be h

*/
Waiting For | Alsoappears on
Instructions Pages 5, 6, 7
ResetTimer
/* from SCF
*/
Process_Input
Test does not apply if “First “Ng'
InitiateCallAttempt - - response
received received”
‘ves' “Already “Yes”
restarted
once”
VALUE as received in | SET (NOW +
ResetTimer operation VALUE, Tssf)
le

<

Waiting For

Instructions

FIGURE A.1/Q.1218 (sheet 8 of 17)
SDL for SSF-FSM
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PROCESS INAP_SSF

*

Use of timers for this state is optional.

/* Cancel here is cancellation of an announcement.

Waiting For
End Of User
Interaction

State d
-+ Also appears on
Page 10

PAGE 9 (17)

Cancel, PlayAnnouncement,
| PromptAndCollect_

Userlnformation
/* from SCF */

Process_Input

“Relay message
to SRF”

SET (NOW +
value4, Tssf)

Waiting For

End Of User
Interaction

SpecializedResource_
Report, ReturnResult_
from_PromptAndCollect_
Userlnformation

[* from SRF */

Tssf /*
Timer
expiry */

Process_Input

RouteTo_
Default TO
CCF

“Abort
transaction”

Process_Input

“Relay message
to SCF”

SET (NOW +
value4, Tssf)

Waiting For

End Of User
Interaction

298
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PROCESS INAP_SSF PAGE 10 (17)

Waiting For

End Of User { Also appears on

Interaction Page 9
] ]
Disconnect
Foward_ - Connesion SRF-
/(i??grﬁcgocr:: Released [~ 1 |n||t|ated
* from CCF */ release
Process_Input Process_Input
SRFRelease_
Request TO
CCF
SET (NOW + value2 if from
. valuel TSSf) - Initiate Call
ApplyCharging, ) Attempt
FurnishChargingInformation,

- - 1 RequestNotificationChargingEvent,
SendChargingInformation, ResetTimer
[* from SCF */ Waiting For

Instructions

Process_Input

VALUE is parameter from

SET (NOW + ResetTimer operation, if received,
VALUE, Tssf) else value4 (optional use of

timer in this state)

Waiting For
End Of User
Interaction

T1171860-95/d53

FIGURE A.1/Q.1218 (sheet 10 of 17)
SDL for SSF-FSM
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PROCESS INAP_SSF PAGE 11 (17)

Waiting For End

Of Temporary
Connection
] ] ]
Disconnect_ Forward
Foward_ Connection_ Tssf
Connection Released /*
/* from SCF*/ from CCF */

Process_Input Process-Input Process_Input
SRFRelease RouteTo_
Request TO Default TO
CCF CCF

>T¢
value? if call
SET (NOW + | _ | resulted from “Abort
valuel, Tssf) InitiateCall transaction”
Attempt
Waiting For
Instructions

ApplyCharging,
FurnishCharginglnformation,
RequestNatificationChargingevent,  |-----,
SendCharginglnformation,
ResetTimer  /* from SCF */

Process_Input

Value is parameter from ResetTimer
operation, if received, else value4 - - -
(optional timer in this state)

SET (NOW +
VALUE, Tssf)

Waiting For End

Of Temporary
Connection

T1171870-95/d54

FIGURE A.1/Q.1218 (sheet 11 of 17)
SDL for SSF-FSM
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PROCESS INAP_SSF

PAGE 12 (17)

instance of an FSM to handle the interaction.

DPs 4,5,6,8in O_BCSM and 13, 14, 16 in T_BCSM shown here.

*

/* Only EDPs are handled within the existing FSM. If a TDP is armed it will create a new B

Handling of EDPs at DPs 9, 10, 17 and 18 (abandon and disconnect) is shown on page 16.

The description here follows CallinformatinReport procedure, not the text of Q.1218, Section 3.1.1.5.6.

Monitoring _] Statef
Also on Pages 13 and 14

EDP_R

Process_Input

“Ng”

CallinformationReport

“Report
for this event

pending”

Call_
Information_
Report to SCF

CallinformationReport
for this event

Send subsequent
-4 DP event
response to SCF

EDPEvent TO
SCF

value? if call resulted “No”
\?:JeSLN'(I?::f;— - -4 from InitiateCall
' Attempt

Waiting For
Instructions

EDP_N

Process_Input

EDPEwent TO
SCF

“Report “No”
pending”

Call_
Information_
Report to SCF

“Report
pending”

Monitoring

Idle

FIGURE A.1/Q.1218 (sheet 12 of 17)
SDL for SSF-FSM

T1171880-95/d55
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PROCESS INAP_SSF PAGE 13 (17)

/* The reports which can be pending here are CallinformationReport,
ApplyChargingReport and EventNotificationCharging

RequestReportBCSMEvent and RequestNotificationChargingEvent can terminate
monitoring for a previously requested event.

*/
Monitoring .| Statef
Also on Pages 12 and 14
Request_ RequestNotificationChargingEvent,
Report_ SendCharginginformation, [ ___
BCSMEvent FurnishChargingInformation,
/* from SCF*/ ApplyCharging /* from SCF */
Process_Input Process_Input

“EDPs still
armed”

Monitoring

“No”

“Report
pending”

“No”

Idle Monitoring

T1171890-95/d56

FIGURE A.1/Q.1218 (sheet 13 of 17)
SDL for SSF-FSM
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PROCESS INAP_SSF PAGE 14 (17)

State f

Monitoring -4 Also appears on
Pages 12 and 13

ReleaseCall TC_END, Cancel_
/* from SCF TC_ABORT (allRequests)
* /* from /* from SCF
SCF */ "
Process_Input Process_Input Process_Input

TerminateCall
TO CCF

ApplyChargingReport
- treated same way as
Callinformation Report

“Report

“No” pending”

Call_
Information_
Report TO SCF

T1171900-95/d57

FIGURE A.1/Q.1218 (sheet 14 of 17)
SDL for SSF-FSM
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PROCESS INAP_SSF PAGE 15 (17)

/* Charging events requested by RequestNoatificationChargingEvent can be handled
in any state except Idle
*/

*dle
Charging_ | _ | Previously
Event requested
Service logic
Process_Input -+ handles event
as required
Event_
Notification_
Charging TO
SCF
If required
SET (NOW + | _
VALUE, Tssf) VALUE is
current value
Return to
7 previous state

T1171910-95/d58

FIGURE A.1/Q.1218 (sheet 15 of 17)
SDL for SSF-FSM
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PROCESS INAP_SSF

|
/* Charging events requested by ApplyCharging can be handled
in any state except Idle
*
/
*Idle
Charging_ _ | Previously
Event requested
Service logic
Process_Input - - handles event
as required
Apply_
Charging_
Report to SCF
“Connection
Configuration “NO”
changed”
“Yes”
“EDPs armed” >
“Reports “Yes” R
pending” »
If required
SET (NOW + | _
VALUE, Tssf) VALUE is
current value
_ | Returnto
previous state

PAGE 16 (17)

FIGURE A.1/Q.1218 (sheet 16 of 17)

SDL for SSF-FSM
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PROCESS INAP_SSF

/*

Cleardown sequences for

— A party abandon

— A and B party disconnection */

PAGE 17 (17)

Waiting For Instructions,
Waiting For End Of User Interaction,
Waiting For End Of Temporary Connection,

Monitoring
]
l |
Abandon from A party Release from
Abandon L _| Dot imori BOSM Release /* _| either party.
from CCF */ . 9. ! from CCF */ DP9 in orig. BCSM
DP18in term. BCSM DP17 in term. BCSM

Process_Input

Terminate_
Call to CCF

Process_Input

“No”

“DP armed”

- -| For this leg

“Report e
pending” No
EDPEwent To
SCF

Call_

Information_
Report to SCF

"Report
pending"

EDPEvent To
SCF

Call_
Information_
Report to SCF

SET (NOW +

Value2, Tssf)

Waiting For
Instructions

306
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PROCESS Assist_Handoff_SSF;

PAGE 1 (8)
/*
SDL for Assist/Handoff SSF for INAP
Based on Q.1218, Section 3.1.1.6
Version 3.1 January 1995
*/
Process_Input
[* Data declarations */
Timer Tssf;
/* The identification of the possible values of Tssf is given in the SDL
diagrams for the SSF.
Reference Q.1218, Section 3.1.1.5
*/
O~
/*

A locally defined procedure Process_Input is used to indicate analysis of an input from an external source to
determine whether service logic processing (outside the SSF FSM) is required.

No details of possible processing in the procedure are given, as it is intended only to indicate that processing
may be required, not its exact nature.
*

T1171940-95/d61

FIGURE A.2/Q.1218 (sheet 1 of 8)
SDL for assist/handoff SSF-FSM
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PROCESS Assist_Handoff_SSF;

/* Signal definitions — First part.

These signals to and from the CCF are internal indications which are not defined in the
IN CS-1 Recommendations.

The names are therefore local names only.

*/

/* From CCF */

SIGNAL AssistRequired, BackwardConnectionReleased,
ForwardConnectionReleased;

[* To CCF */

SIGNAL ConnectSRF, RouteToDefault, SRFReleaseRequest,
TerminateCall;

/* Indication from SRF representing bearer signalling release request */
SIGNAL ReleaseRequestFrom SRF;

/* Signal definitions — Second part. Operations defined in IN CS-1
Recommendations. */

[*To SCF*/

SIGNAL AssistRequestinstructions;

/* From SCF */

SIGNAL ConnectTo Resource, ApplyCharging, FurnishCharginglnformation,

SendCharginglnformation, ResetTimer, DisconnectForwardConnection,
ReleaseCall;

/* Signal definitions — Third part. Operations defined in
IN CS-1 Recommendations. */

/* Relay from SCF to SRF */
SIGNAL Cancel, PlayAnnouncement, PromptAndCollectUserInformation;
/* Relay from SRF to SCF */

Signal ReturnResult_from_PromptAndCollectUserInformation,
SpecializedResourceReport;

PAGE 2 (8)

FIGURE A.2/Q.1218 (shest 2 of 8)
SDL for assst/handoff SSF-FSM
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PROCESS Assist_Handoff_SSF;

- -| State a

Assist_
Required /*
from CCF */

Process_Input

Assist_
Request_

Instructions
TO SCF

SET (NOW +
valuel, Tssf)

Waiting For

Instructions

PAGE 3 (8)

FIGURE A.2/Q.1218 (shest 3 of 8)
SDL for asd &/handoff SSF-FSM
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PROCESS Assist_ Handoff _SSF;

Waiting For

Instructions

--| State b

PAGE 4 (8)

ConnectTo_
Resource /*
from SCF */

Process_Input

ConnectSRF To
CCF

SET (NOW +
valued, Tssf)

Waiting For

End of User
Interaction

ReleaseCall BearerChannel _ Tssf /*
/* from SCF Disconnect Timer
— handoff /* from expiry */
case only */ initiating SSF */
Process_Input Process_Input “Abort
transaction”

TerminateCall
TO CCF

“Apply_
Charging_

“NQ”

Charging_
Report TO SCF

SRFRelease_
Request TO
CCF
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PROCESS Assist Handoff_SSF;

“Ng”

“Already
restarted
once”

Waiting For
Instructions

Reset Timer
/* from SCF

*

Process_Input

Process_Input

“First
response
received”

“Yes”

SET (NOW +
VALUE, Tssf)

Waiting For
Instructions

SET (NOW +
VALUE, Tssf)

PAGE 5 (8)

ApplyCharging,
FurnishChargingInformation,
SendChargingInformation

[* from SCF */

VALUE is parameter from
Reset_Timer operation, if received,
else valuel

VALUE is parameter from
-4 Reset_Timer operation, if
received, else valuel

N|
>

Waiting For

Instructions

FIGURE A.2/Q.1218 (sheet 5 of 8)

SDL for assst/handoff SSF-FSM
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PROCESS Assist_Handoff_SSF; PAGE 6 (8)

Waiting For
End Of User
Interaction

--| State ¢

Cancel,

PlayAnnouncement,
PromptAndCollectUserInformation
[* from SCF */

SpecializedResourceReport,
Process_Input ReturnResult_from_ .
PromptAndCollectUserInformation
[* from SRF */

“Relay message
to SRE” Process_Input

“Relay message
to SCF”

;ﬁ

SET (NOW +
value4, Tssf)

Waiting For

End Of User
Interaction

T1171990-95/d66

FIGURE A.2/Q.1218 (sheet 6 of 8)
SDL for assst/handoff SSF-FSM
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PROCESS Assist_Handoff_SSF; PAGE 7 (8)

|
/*
In the handoff case, the Handoff SSF returns to Waiting For Instructions state at the end of user
interaction (i.e. when the SRF has been disconnected) and then takes over the call. From that point on,
the SDL becomes that shown for Process INAP_SSF. This has not been shown here.
*
/
Waiting For - Waiting For
End Of User - | Assistand End Of User -4 srind()ﬁ case
Interaction handoff cases Interaction Y
] ]
BearerChannel _ Disconnect_
. Release
Disconnect Forward_
" - Request_
/* from Connection FromSRE
initiating SSF */ /* from SCF */
Process_Input Process_Input Process_Input

SRFRelease

SRFRelease_

SET (NOW +

Request TO Request TO value2, Tssf)

CCF

CCF

SET (NOW + Waiting For
value2, Tssf) Instructions

Waiting For
Instructions

T1172000-95/d67

FIGURE A.2/Q.1218 (sheet 7 of 8)
SDL for assist/handoff SSF-FSM
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PROCESS Assist_Handoff_SSF;

Waiting For
End of User

Interaction

PAGE 8 (8)

ResetTimer
/* from SCF
*/

Process_Input

SET (NOW +
VALUE, Tssf)

Tssf /*
Timer
expiry */

VALUE is parameter from
Reset_Timer operation, if
received, else valuel

Waiting For

End Of User
Interaction

RouteToDefault
TO CCF

“Abort
transaction”
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PROCESS INAP_SCF; PAGE 1 (20)

/*
SCF SDLs for INAP.
Based on Q.1218, Section 3.1.2.5, “The SCSM".

Version 2.1 January 1995
*/

Process_Input

/* Data declarations */

Timer Tscf_ssf, Tassist_handoff, Tq;

/* Timer Tscf_ssf can have four different values, as described in Q.1218, Section 3.1.2.5.
These are denoted valueA, valueB, valueC and valueD.
Timer assist_handoff is given valueE. Queuing timer Tq is given valueQ.

*/

/* |:
Procedure Process_Input analyses an input from an external source to determine
processing required. It can invoke SCF service logic.

Output Operation TO SSF or TO SRF sends one or more of the signals listed in the
attached comment to the SSF or SRF, respectively.

Output Exception TO SSF indicates that various types of system failure are to be
handled.

*/

T1172020-95/d69

FIGURE A.3/Q.1218 (sheet 1 of 20)
SDL far SCF-FSM
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PROCESS INAP_SCEF;

/* Signal definitions — First part.

These signals from (internal) SCF logic are all internal indications which are defined as internal
events in the IN CS-1 Recommendations.

The names are based on the event names.

*/

/* From SCF service logic */

SIGNAL SL_Invocation, Non-Call_Processing_Instructions, SR_Facilities_Needed,
Call_Processing_Instruction_Ready e2.3, Call_Processing_Instruction_Ready e2.4,
Ready for_Queuing_Processing, Processing_Failure, Instruction_Ready,
Instruction_Ready Relay, Assist_Needed, Hand_off_Needed,
More_Information_Needed, Continue_SCF_Processing_e4.3,
Continue_SCF_Processing_e4.3', Continue_SCF_Processing_e4.3'",
Cancellation_Required;

PAGE 2 (20)

/* Signal definitions — First part continued */

/* From SCF service logic */

SIGNAL Busy_Line/Trunk, Idle_Line/Trunk,
Notification_or_Request_Continuing_Instruction,
Monitoring_Cancel_Instruction, Release_Call_Instruction_e2.14,
Release_Call_Instruction_e2.15;

/* Signal definitions — Second part.

These signals to and from external FEs are indications which are not defined in the IN CS-1
Recommendations. The names are therefore local names only.

*

/* Local names defined for signals SSF to SCF */
SIGNAL TDPEvent; /* Indicates one of InitialDP or a DP-specific operation */
SIGNAL EDPEwent; /* Indicates one of EventReportBCSM or a DP_specific operation */

/* To SSF */
SIGNAL Exception;

f* From SSF */
SIGNAL Abort_from_SSF, Initial_SSF_Failure;

f* From SRF */
SIGNAL Failure_from_SRF;

FIGURE A.3/Q.1218 (sheet 2 of 20)
SDL for SCF-FSM
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PROCESS INAP_SCF;

PAGE 3 (20)

/* Signal definitions — Third part. Defined in IN CS-1 Recommendations. */

/* From SSF or SRF */
SIGNAL AssistRequestInstructions;

/* From SSF — DP-specific operations */

SIGNAL Analysedinformation, CollectedIinformation, OAnswer,
OCalledPartyBusy, ODisconnect, OMidCall, ONoAnswer,
OriginationAttemptAuthorized, RouteSelectFailure, TAnswer,
TCalledPartyBusy, TDisconnect, TermAttemptAuthorized, TMidCall,
TNOANswer;

/* Other operations from SSF */
SIGNAL InitialDP, EventReportBCSM, ApplyChargingReport,
CallinformationReport, EventNotificationCharging;

/* Signal definitions — Fourth part. Defined in IN CS-1 Recommendations. */

/*To SSF*/

SIGNAL ResetTimer, ApplyCharging, CallinformationRequest,

Cancel, FurnishCharginginformation, RequestNotificationChargingEvent,
RequestReportBCSMEvent, SendCharginglnformation,
Analyselnformation, Collectinformation, Connect, Continue, ReleaseCall,
SelectFacility, SelectRoute, ConnectToResource,
EstablishTemporaryConnection;

/* Signal definitions — Fifth part. Operations defined in IN CS-1 Recommendations. */

/*To SRF *
SIGNAL PlayAnnouncement, PromptAndCollectUserInformation;

/* From SRF */
SIGNAL ReturnResult_from_PromptAndCollectUserInformation,
SpecializedResourceReport;

FIGURE A.3/Q.1218 (sheet 3 of 20)
SDL for SCF-FSM
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PROCESS INAP_SCF; PAGE 4 (20)

--| State 1

SL_Invocation Assist_
/* el; from Request_ | _
service Instructions 1 Handoff only
logic */ [* E2 from SSF */
One of InitialDP or a
Initiate_ DP-specific operation TDPEvent
CallAttempt Process_Input E2 (query)orE3 | ----- [* from SSF
TO SSF (notification) */
from SSF
RESET
\?:JE(BNOW * (Tassist_handoff)
) /* Stop timer Process_Input
Tscf_ssf) %/
Preparing SSF P TDP-R “TDP type”
Instructions M
SET (NOW +
valueA,
Tscf_ssf)

Preparing SSF
Instructions

T1172050-95/d72

FIGURE A.3/Q.1218 (sheet 4 of 20)
SDL for SCF-FSM
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PROCESS INAP_SCF; PAGE 5 (20)

/*
Part of State 2
Processing Query
*
/
Pre"a”f‘g SSF - State 2.1
Instructions
I ]
Non-Call_ Call_
Processing_ Monitoringnot | -\ Processing_
Instructions required. Instruction_
Fe2.1* - Ready _e2.3
ApplyCharging,
Callinformation_
Request,
] Cancel (allRequests),
Operation TO FurnishCharging_
SSF /*Send 1 -4 Information, Request
or more */ ReportBCSMEvent,
RequestNoatification_
ChargingEvent,
ResetTimer,
SendChargingInformation
“First request
" Cancel (allRequests), .
to SSF RequestReportBCSMEvent, | ggirlaf'gn T dol
FurnishCharginglnformation, Sn
SendCharginglnformation or more
“Was
ResetTimer “No” Analyselnformation,
just sent” Collectinformation, .
Connect, Continue, Operation TO
e ReleaseCall, ---4 SSF/*Send1
Yes‘ SelectFacility, only */
i’ SelectRoute
Y
Preparing SSF SET (NOW + o~ “Report
Instructions valueA, ves pending”
Tscf_ ssf)
“No"
Preparing SSF Preparing SSF Idle
Instructions Instructions

T1172060-95/d73

FIGURE A.3/Q.1218 (sheet 5 of 20)
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PROCESS INAP_SCF;

/*
Part of State 2

*

Processing Query

Monitoring
required

ApplyCharging,
CallinformationRequest,
FurnishChargingInformation

F--1 SSF/*Send 1

Preparing SSF

Instructions

- -| State 2.1

Call_
Processing_
Instruction_
Ready e2.4

SR_
Facilities_
Needed /*
e2.2*/

Operation TO

or more */

Analyselnformation,
Collectinformation,
Connect, Continue,
ReleaseCall,
SelectFacility,
SelectRoute

=1 SSF/*Send1

Operation TO

only */

RESET

(Tscf_ssf) /*
Stop timer */

Waiting For

Notification
Or Request

Determine
Mode

PAGE 6 (20)
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PROCESS INAP_SCEF;

Preparing SSF

Instructions

PAGE 7 (20)

Tscf_ssf /*
Timer

expiry */

ResetTimer TO
SSF /*

Restart Tssf

*/

SET (NOW +
valueA,
Tscf_ssf)

Preparing SSF
Instructions

]
Ready for_
Queuing_
Processing
/*e2.5%

Preparing SSF

Instructions

Q

Processing_
Failure /*
e2.6*/

Exception TO
SSF

"Report
pending”

Exception TO

SSE Preparing SSF

Instructions

Idle

“Report
pending”

“No”

Preparing SSF

Idle Instructions

FIGURE A.3/Q.1218 (sheet 7 of 20)
SDL for SCF-FSM

T1172080-95/d75
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PROCESS INAP_SCF; PAGE 8 (20)
*
The Queuing FSM is not described in detail in Q.1218.
Part of State 2 Processing Query
*/
Preparing SSF
Instructions - -I State 2.2
Q)
] ]
From service Instruction_ €2.2.2 from Non-Call_
logic [~ °77) Ready / senvicelogic [ """ Processing_
e2.2.1* Instructions
ApplyCharging,
SET (NOW + CallinformationRequest,
valueA, FurnishChargingInformation, Operation TO
Tscf_ssf) ReguestReportBCSMEwent, P
e -4 SSF/Send1
RequestNotification_ or more */
ChargingEvent,
ResetTimer,
Preparing SSF SendCharginglnformation
Instructions
SET (NOW +
valueA,
Tscf_ssf)

Preparing SSF

Instructions

Q
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PROCESS INAP_SCF; PAGE 9 (20)

Preparing SSF
Instructions

Q

- -I State 2.2

Tscf_ssf /* Busy_Line
Timer / Trunk /*
expiry*/ €2.2.3%
“First expiry” ‘No” HoldCallln_
i Network TO SSF
Furnish_
ResetTimer Exception Charging_ _ | Initiates call
TO SSF TO SSF Information logging
TO SSF
\?alﬂe,(ANOW ' SET (NOW + ValttJeQ may be
: valueQ, T - customer-
Tscf_ssf) Q, Tg) specific
“Yes” u SET (NOW +
< I:\;Egi?]rt ” valueC,
P g Tscf_ssf)
Preparing SSF
Instructions Queting

Q

T1172100-95/d77

FIGURE A.3/Q.1218 (sheet 9 of 20)
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PROCESS INAP_SCF; PAGE 10 (20)
Queuing - -| State 2.2.2
] ] ] ]
Tscf_ssf /* Idle_Line/ g?u/auin Abort_from_
Timer expiry - Trunk /* : 9 SSF /*
* . Timer Expired .
e2.2.4%* e2.25* €226 % e2.2.7*
ResetTimer Preparing SSF P Inout
TO SSF Instructions rocess_inpu
SET (NOW + Preparing SSF
valueC, Instructions
Tscf_ssf)
SET (NOW + “Report
valueQ, Tq) pending”
Y
Queuing Queuing Idle
T1172110-95/d78
FIGURE A.3/Q.1218 (sheet 10 of 20)
SDL for SCF-FSM
324 Recommendation Q.1218  (10/95)



PROCESS INAP_SCF;

PAGE 11 (20)

/*
Part of State 2 Processing_Query.
Timer Tscf_ssf not used in this State.

EDPEvent indicates reception of one of InitialDP or
DP-specific operation from SSF.

*

Waiting For
Notification
Or Request

- -| State 2.3

| ]
_ Not last EDPEvent, ApplyChargingReport,
EDPEvent/* | | EDP-R; EDP-N: F---- | _ | CallinformationReport,
from SSF */ e2.7 28 ’ EventNotificationCharging
’ /* from SSF */
Process_Input Process_Input
SET (NOW + Waiting For
valueB, Notification
Tscf_ssf) Or Request
Preparing SSF
Instructions Waiting For
Notification
Or Request
—_— EDPEvent,
Last EDP-N; | __ > | _ | ApplyChargingReport,
e2.9 CallinformationReport
/* from SSF */

Process_Input

T1172120-95/d79

FIGURE A.3/Q.1218 (sheet 11 of 20)
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PROCESS INAP_SCF;

W aiting For
Notification
Or Request

]
Notification_
or_Request_
Continuing_
Instruction

Operation TO
SSF /* Send 1
only */

e2.12 from gl;)rr:g;ring_
service loge Instruction

RequestReportBCSMEvent,
RequestNotification_
Charging Event
SendChargingInformation,
FurnishCharging,
ApplyCharging

Operation TO
SSF /* Send 1
only */

Waiting For

ReleaseCall
TO SSF

Waiting For
Notification
Or Request

PAGE 12 (20)

e2.13 from
service logic

RequestReport
BCSMEvent TO SSF,
Cancel (allRequests)

Notification Idle
Or Request
Waiting For
Notification
Or Request
] ]
Release_ Release_
Call_ Report still pending Call_
Instruction_ e2.14 from service logic Instruction_
e2.14 e2.15

No reports pending.
e2.15 from
service logic

ReleaseCall
TO SSF
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PROCESS INAP_SCF;

/*
Part of State 3

*

Routing To Resource.

Determine
Mode

-| State 3.1

Instruction_ Assist_ Hand_off
Ready; Needed /* Needed /*
f:;' f{’/ 3.2+ 3.3
ConnectTo_ Establish_ Operation TO
Resource TO Temporary_ SSF /* Send 1 -

SSF

Play_Announcement,

b And Operation TO SET (NOW + SET (NOW +
Cr(lllmpttun — d SSF/*Send1 valueE, valueE,
ollectUser_ only */ Tassist_handoff) Tassist_handoff)
Information
SET (NOW + SET (NOW + Ifreport pending,
is it sent?
valueD, valueC, Idle -
Tscf_ssf) Tscf_ssf) SCSM must go
= - to Idle state
Waiting For Waiting For
Response From Assist Request
SRF Instructions

Connection TO
SSF

only */

PAGE 13 (20)

Connect,
SelectRoute

FIGURE A.3/Q.1218 (sheet 13 of 20)
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PROCESS INAP_SCF;

/*

Part of State 3

Routing To Resource.
Timer Tscf_ssf expiry is not
explicitly shown in Q.1218.
*/

Determine

Mode

Exception TO
SSF

Determine
Mode

Tscf_ssf /*
Timer
expiry */

*

ResetTimer TO
SSF /*
Restart Tssf

“Report SET (NOW +
engin " valueD,
p 9 Tscf_ssf)
dl Determine
e Mode

PAGE 14 (20)

- -| State 3.1

328
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PROCESS INAP_SCEF;

/*

Part of State 3
Routing To Resource
*

/

Waiting For
Assist Request
Instructions

PAGE 15 (20)

Assist_
Request_
Instructions

Process_Input

Operation TO
SRF

€3.4 from Assist_
assisting  f----- Request_
SSF relay Instructions
Process_Input
RESET
Tassist/handoff
/* Stop timer
*/
ConnectTo_
Resource TO
SSF
Play_
Announcement, ]
PromptAnd_ L _ (S)gltiratl onTO
CollectUser_
Information
I‘
SET (NOW +
valueD,
Tscf_ssf)

Waiting For

Response
From SRF

e3.5 Direct Tscf_ssf /*
-4 SCF-SRF e3.6 Timer
case expiry */
ResetTimer TO
SSF /*
Restart Tssf
*/
Play_
Announcement, SET (NOW +
-4 PromptAnd_ valueD,
CollectUser_ Tscf_ssf)
Information

W aiting For

Assist Request
Instructions

FIGURE A.3/Q.1218 (sheet 15 of 20)
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PROCESS INAP_SCF;

/*

Part of State 3
Routing To Resource
*

/

Waiting For
Assist Request

Instructions

Tassist_handoff
/*e3.7

Timer

expiry */

Forward_

SSF

Disconnect_

Connection TO

Initial_SSF_
Failure *
E3.8 from
SSF */

Process_Input

>
>T¢

SET (NOW +
valueA,
Tscf_ssf)

Preparing SSF
Instructions

PAGE 16 (20)
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PROCESS INAP_SCF;

/*

Part of State 4 User Interaction

Output operations to SRF do not distinguish
between direct SCF-SRF and SSF relay cases.

*

PAGE 17 (20)

W aiting For
Response
From SRF

- -| State 4.1

More_ Continue_ e4.3;
Information _ SCF_ SCF
Needed /* Processing_ initiated
ed.1*/ e4.3 disconnect
Play -
.y Disconnect
Operation TO Announcement, Forvard
SRF /* Send 1 -+ PromptAnd_ Connection TO
only */ CollectUser_
; SSF
Information
E4.2 and E4.2' ReturnResult_from_
from SRF; PromptAndCollect
SRF-initiated f----- - UserlInformation,
disconnect SpecializedResource_
if final Report
Process_Input
) “NQ” “Final “yes” R
h response” i
SET (NOW + SET (NOW +
valueD, valueB,
Tscf_ssf) Tscf_ssf)

Waiting For Preparing SSF

Instructions

Response
From SRF

T1172180-95/d85

FIGURE A.3/Q.1218 (sheet 17 of 20)
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PROCESS INAP_SCEF;

/*

Part of State 4 User Interaction

Output operations to SRF do not distinguish
between direct SCF-SRF and SSF relay cases.

*

Waiting For
Response

From SRF

PAGE 18 (20)

e4.3; Continue_ e4.3"; Continue_ Failure_
SRF [ .2\ SCF_ SRF [\ SCF_ from_SRF /*
initiated Processing_ initiated Processing_ E4.5 from
disconnect e4.3 disconnect e4.3" SRF ¥/
Play
Operation TO Announcement, Play_
SRF /* Send 1 -4 PromptAnd_ Announcement Process_Input
only */ CollectUser_ TO SRF
Information
SET (NOW + SET (NOW + SET (NOW +
valueD, valueA, valueD,
Tscf_ssf) Tscf_ssf) Tscf_ssf)
Waiting For . Waiting For
Response Preparlng SSF Response
From SRF Instructions From SRFE
T1172190-95/d86
FIGURE A.3/Q.1218 (sheet 18 of 20)
SDL for SCF-FSM
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PROCESS INAP_SCF; PAGE 19 (20)

/*
Part of State 4 User Interaction
*
/
Waiting For
Response
From SRF
| ] ]
Tscf_ssf /* Cancellation_ Non-Call_
e4.6 Timer Required /* Processing_ |- €48
expiry */ ed.7* Instructions
ApplyCharging,
FurnishCharging_
ggls:e/t;r imer TO Cancel TO To SRFin Operation TO Information,
Initiating or Aggiglta SSF -4 direct SSF /* Send 1 -4 RequestNotification_
g/s&stmg SSF — case or more */ ChargingEvent,
T T SendCharging_
1 Information
SET (NOW +
valueD,
Tscf_ssf)

Waiting For

Response
From SRF

T1172200-95/d87

FIGURE A.3/Q.1218 (sheet 19 of 20)
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PROCESS INAP_SCF; PAGE 20 (20)

/* CallinformationReport and ApplyChargingReport can be received

in any state except Idle.

If processing has been completed and SCSM is only awaiting receipt of report,
then SCSM goes to Idle, else it remains in the previous state.

*/

. _ 1 Anystate
Idle except Idle
Call_ . or ApplyCharging Report.
Information_ -9 From SSF
Report

Process_Input

“Processing
complete”

Return to

Idle - = previous state

T1172210-95/d88

FIGURE A.3/Q.1218 (sheet 20 of 20)
SDL for SCF-FSM
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PROCESS INAP_SRF; PAGE 1 (7)

/*
SRF SDLs for INAP.
Based on Q.1218, Section 3.1.3.4, "The SRSM".

Version 2.0 January 1995
*/

Process_Input

/* Data declarations */

Timer Tsrf;

I*

A locally defined procedure Process_Input is used to indicate analysis of an input from an
external source to determine whether service logic processing (outside the SRF FSM) is required.

No details of possible processing in the procedure are given, as it is intended only to indicate that
processing may be required, not its exact nature.

The output Send_PAPC_Result TO SCF sends the appropriate SpecializedResourceReport or
ReturnResult_from_PromptAndCollectUserinformation operation to the SCF (including
€error reports).

*/

T1172220-95/d89

FIGURE A.4/Q.1218 (sheet 1 of 7)
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PROCESS INAP_SRF; PAGE 2 (7)

/* Signal definitions — First part. h

Internal indications which are defined in the IN CS-1 Recommendations as event
names, not operations. Names are therefore local names only.

*/
/* From SRF service logic */

SIGNAL Assist_Request_Instructions_Needed, SRF_Report_to_SCF;
PAPC_Cancelled_to_SCF, Cancel_Error_to_SCF, Disconnect_to_SSF;

/* Signal definitions — Second part.

Internal indications which are defined in the IN CS-1 Recommendations as event
names, not operations. Names are therefore local names only.

/* From SSF */

SIGNAL Connect_Request_from_SSF, Connection_Released_from_SSF;

/* Signal definitions — Third part. Operations defined in IN CS-1
Recommendations.
*

/* From SCF */
SIGNAL PlayAnnouncement, PromptAndCollectUserInformation, Cancel;

/* To SCF */
SIGNAL AssistRequestinstructions;

T1172230-95/d90

FIGURE A.4/Q.1218 (sheet 2 of 7)
SDL for SRF-FSM
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PROCESS INAP_SRF; PAGE 3 (7)

- -| State 1

Connect_ E1; bearer
Request_ - -4 connection
from_SSF request

Process_Input

SET (NOW +
value, Tsrf)

Connected

T1172240-95/d91

FIGURE A.4/Q.1218 (sheet 3 of 7)
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PROCESS INAP_SRF; PAGE 4 (7)

Connected - -I State 2

Connection_ Tsrf /* AssistRequest
Released_ Timer Instructions_
from_SSF /* expiry; e4 Needed /*

E3*/ */ e5*/

“Initiate AssistRequest_
Process_Input bearer channel Instructions
disconnect to SSF” TO SCF

SET (NOW +
value, Tsrf)
PromptAndCollect_
| _ | UserInformation, Connected
PlayAnnouncement
/* E2 from SCF */

Process_Input

RESET (Tsrf)
[* Stop timer
*/

User
Interaction

T1172250-95/d92

FIGURE A.4/Q.1218 (shedt 4 of 7)
SDL for SRF-FSM
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PROCESS INAP_SRF; PAGES5 (7)

--| State 3

User
Interaction

Cancel /* SRF_Report_
From SCF; to_ SCF /*
E6 */ er*/

Send_PAPC_
Result TO SCF

Process_Input

User SET (NOW +
Interaction value, Tsrf)

PromptAndCollect_
UserInformation, User

PlayAnnouncement Interaction
/* e5 from SCF */

Process_Input

RESET (Tsrf)
[* Stop timer
*

User
Interaction

T1172260-95/d93

FIGURE A.4/Q.1218 (sheet 5 of 7)
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PROCESS INAP_SRF;

User

Interaction

PAPC_
Cancelled
to_SCF /*
e8*/

Send_PAPC_
Result_to SCF
[* Cancel OK

*/

PAGE 6 (7)

Cancel_
Error_
to_SCF /*
e9*/

Connection_
Released_
from_SSF /*
E10 */

Send_PAPC _
Result_to SCF
[* Task

refused */

>
rI‘

SET (NOW +
value, Tsrf)

User
Interaction

Process_Input
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PROCESS INAP_SREF;

User

Interaction

_ Tsrf /*
Disconnect_ SRF-initiated el2; timer
to_SSF /* . i i
oS isconnection expiry */

Send_PAPC _

Result_to SCF

/* End OK */

;ﬁ
“Initiate

bearer channel
disconnect to SSF”

PAGE 7 (7)

FIGURE A.4/Q.1218 (sheet 7 of 7)
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Annex B

Description of the SCSM (SDF-related states) and of the SDSM
(Thisannex forms an integral part of this Recommendation)

This description includes atext and an SDL description.

B.1 Description of the Process SCSM

When the Application process at the SCF side decides to create a binding between an SCF and the SDF on behalf of the
end user, then a SCSM process instance shall be created by the application process. Two processes occur in the course of
establishing a binding namely authentication and version negotiation. Authentication shall be concerned with the user
and the directory. The standard shall provide the following methods of authentication techniques namely:

» theuse of passwords; or

e theuse of protected passwords.

When a SCSM process instance is created it shall be put in the "ldle" state.
B.1.1  State 1 -"Idle"

B.1.1.1 Normal procedures

When the SCSM process instance isin the state "Idle" and a heed of the application process to interrogate an SDF exists,
aBind.inv primitive shall be sent by the SCF Application process. The bind argument shall be stored and atimer T4 shall
be started. This event shall cause atransition to the state "Wait_for_Subsequent Requests' and other events are awaited.
The timer Tq is started in order to supervise the state "Wait_for_Subsequent_Requests' and will ensure that the SCSM
process is deleted when the communication with the application process is interrupted. The Dialogue handling services
of TC shall be used to support the DirectoryBind operation and to trigger the sending of the associated APDU to the peer
SDF process instance.

B.1.1.2 Exceptional procedures

None identified.
B.1.2 State 2 — "Wait for subsequent requests"

B.1.2.1 Normal procedures

In this state, subsequent operations to be sent with the Bind operation (in the same message) to the SDF are expected.
The following normal events are considered in this state:

*  When a Op.inv primitive is received from the application process a component handling primitive
TC-INVOKE req shal be sent to the TC and the process instance shall return to the
"Wait_for_Subsequent_ Requests' state. This operation shall be sent to the SDF in a message containing a
Bind argument. The SCSM process instance shall wait for a Delimiter primitive response from the
application process. The operations to be carried by the TC-INVOKE req primitive can be a search,
modifyEntry, addEntry or removeEntry.

e When aDelimiter primitive is received from the application process the SCSM process instance shall stop
the timer T4, shall start timer T, and shall send a dialogue handling primitive TC-BEGIN req to TC. Once
the TC-BEGIN reqg. primitive is received by the TC, a message containing the Bind argument and other
operation arguments if any shall be sent to the SDF. This event shall cause the SCSM process instance to
transit to the State 3 "Wait_for_Bind_result". The SCSM process instance shall wait for the response from
the SDF. The timer T is started in order to supervise the state "Wait_for_Bind result" and will ensure
that the SCSM process is deleted when the communication with the peer SDF application process is
interrupted.
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B.1.2.2 Exceptional procedures

e When the timer T1 expires and the SCSM process instance is in the "Wait_for_Subsequent_Request” the
"Dialogue terminated" primitive shall be sent to the Component Coordination of the TC in order to
discard the eventual directory invoke operation stored and awaiting transmission, a "Process error"
primitive shall be sent to the SCF application process and the SCSM process shall be terminated.

*  When the SCF application process wants to abort the communication with the peer SDF it shall send a
"AP_U_Abort" primitive to SCSM process instance, this process instance shal send a "Dialogue
terminated" primitive to the Component Coordination of the TC in order to discard the eventual directory
invoke operation stored and awaiting transmission and the SCSM process shall be terminated.
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B.1.3  State 3 —"Wait_for_Bind_result"

B.1.3.1 Normal procedures

In this state, the SCF is waiting for the response from the SDF. The reception of the response in the TC-CONTINUE ind
primitive from TC to the Bind operation previoudly issued to the SDF, shall stop the timer T, shall send a Bind.res
primitive to the application process and shall cause atransition of the SCF to the state "SDF Bound".

B.1.3.2 Exceptional procedures

e When the timer T, expires and the SCSM process instance is in the "Wait_for_Bind_result", the "TC-U-
ABORT" req primitive shall be sent to the Dialogue Handling of the TC in order to abort the started
dialogue with the peer SDF process, a "Process_error” primitive shall be sent to the SCF application
process and the SCSM process shall be terminated.

*  When the SCF application process wants to abort the communication with the peer SDF it shall send a
"AP_U_Abort" primitive to SCSM process instance, this process instance shall send a "TC-U-ABORT"
reg primitive to the Dialogue Handling of the TC in order to abort the started dialogue with the peer SDF
process and the SCSM process shall be terminated.

*  When a TC-U-ABORT ind. primitive is received from the TC having a directoryBind error operation
component from the peer SDF process, this operation shall be passed in the "Bind.err" primitive to the
application process and the SCSM process shall be terminated.

e When a TC-U-ABORT ind. primitive is received from the TC without having a directoryBind error
operation component from the peer SDF process, a"U_Abort" primitive shall be passed to the application
process and the SCSM process shall be terminated.

B.1.4  State 4 —"SDF Bound"

B.1.4.1 Normal procedures

In this state, the SCF has established an authenticated access to the SDF, and is waiting for requests to the SDF from the
service logic or iswaiting for responses to the operations previously issued to the SDF:

*  When a Op.inv primitive is received from the application process, a component handling primitive
TC-INVOKE req shall be sent to the TC and the process instance shall return to the "SDF _Bound" state.
The SCSM process instance shall wait for a Delimiter primitive response from the application process.
The operations to be carried by the TC-INVOKE req primitive can be a search, modifyEntry, addEntry or
removeEntry.

*  When a "Delimitor" primitive is received from the application process, then a TC-CONTINUE req
primitive will be sent to the TC in order to forward the received operation(s) to the remote SDF
application process instance.

e When a TC-RESULT ind primitive is received from the TC caused by the successful reception of a
response to the operation previously issued to the SDF, the SCSM process instance shall send the
operation return result to the application process and shall return to the same state.

*  When a TC-U-ERROR ind primitive is received from the TC indicating that the invoked operation from
the SCF application process has failed at the peer SDF side, the SCSM process shall send the operation
return error to the application process and shall return to the same state.

e When the TC-L-REJECT ind primitive is received indicating that the TC Component sub-layer received
an invalid operation, then the SCSM process instance shall send an operation reject to the application
process and shall return to the same state.
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*  When the TC-R-REJECT ind primitive is received from the TC indicating that the operation was rejected
by the remote Component sub-layer, then the SCSM process instance shall send an operation reject to the
application process and shall return to the same state.

e When the TC-U-REJECT ind primitive is received from the TC indicating that the operation was rejected
by the remote application process instance, then the SCSM process instance shall send an operation reject
to the application process and shall return to the same state.

*  When the TC-L-CANCEL ind primitive is received from the TC indicating that the operation invocation
was locally terminated due to a time-out condition, then the SCSM process instance shall inform the
application process and shall return to the same state.

*  When an Unbind.inv primitive is received from the SCF application process caused by the need to
terminate the authenticated access to the SDF, a TC-END req primitive shall be sent to the TC in order to
end the dialogue with the remote SDF application process and the SCSM process instance shal be
terminated.

B.1.4.2 Exceptional procedures

e When the SCF application process wants to abort the communication with the peer SDF, it shall send a
"AP_U_Abort" primitive to SCSM process instance, this process instance shall send a "TC-U-ABORT"
reg primitive to the Dialogue Handling of the TC in order to abort the started dialogue with the peer SDF
process and the SCSM process shall be terminated.

e When a TC-U-ABORT ind. primitive is received from the TC, a"U_Abort" primitive shall be passed to
the application process and the SCSM process shall be terminated.

B.2 Description of the Process SDSM

The SDF directory abstract service is defined in terms of a number of operations which the SDF can perform at the
request of the SCF on behalf of the end user. Before invoking these operations, the SCF shall perform a bind operation at
some access point. The SCF can then invoke operations, each invocation shall identify the particular operation to be
performed and shall carry the arguments which define the actual request.

B.21  State 1-"Idle"

B.2.1.1 Normal procedures

When the Dialogue handling services of TC sends a TC-BEGIN ind. containing the DirectoryBind operation, a SDSM
process instance shall be created, a "Bind.inv" primitive shall be sent to the application process and timer T3 shall be
started. This event shall cause a transition to the state "Bind pending”. The timer T3 is started in order to supervise the
state "Bind pending”" and shall ensure that the SDSM process is deleted when the communication with the application
processisinterrupted.

B.2.1.2 Exceptional procedures

None identified.
B.2.2 State 2 — "Bind Pending"

B.2.2.1 Normal procedures

In this state, a Bind request has been received from the SCF. The SDF is performing the SCF access control procedures
behind the Bind operation (e.g. access authentication). There may also be a case such that the Bind operation is a dummy
one. Then, the access authentication is not required. Two events are considered in this state:

When the TC-INVOKE ind. component handling primitive is received caused by the reception of
operations before the result from the Bind operation is sent from the application process, a "Op.inv"
primitive shall be sent to the application process and the SDSM process instance shall return to the "Bind
pending” state.

*  When the bind request succeeds, the SDF application process shall send a "Bind.res" primitive to the
SDSM process instance containing the directoryBind return result. On receipt of the "Bind res' primitive
the SDSM process instance shall stop timer T3, store the information locally until a"Delimitor" primitive
is received from the application process and shall transit to the " SCF bound" state.
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2.2 Exceptional procedures

«  When the bind request fails, the application process shall send a"Bind.err" primitive to the SDSM process
instance containing the directoryBind errors. The SDSM process instance shall send a "TC-U-ABORT"
reg primitive to the Dialogue Handling of the TC in order to abort the started dialogue with the peer SCF
process and the SDSM process shall be terminated.

*  When the timer T3 expires and the SDSM process instance is in the "Bind _pending" state, the "TC-U-
ABORT" req primitive shall be sent to the Dialogue Handling of the TC in order to abort the started
dialogue with the peer SCF process, a "Process_error" primitive shall be sent to the SDF application
process and the SDSM process shall be terminated.

*  When the SDF application process wants to abort the communication with the peer SCF it shall send a
"AP_U_Abort" primitive to SDSM process instance, this process instance shall send a "TC-U-ABORT"
reg primitive to the Dialogue Handling of the TC in order to abort the started dialogue with the peer SCF
process and the SDSM process shall be terminated.
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B.2.3

State 3 — "SCF Bound"

B.2.3.1 Normal procedures

In this state, the access of the SCF to the SDF is authorized and operations coming from the SCF are accepted. Besides
waiting for reguests from the SCF, the SDF can also send in that state responses to previously issued operations. The
following normal events are considered in this state:

B.2.3.2

When a Op.res primitive is received from the application process indicating that an operation is
successfully executed, a component handling primitive TC-RESULT req shall be sent to the TC and the
process instance shall return to the "SCF bound" state. The SDSM process instance shall wait for a
Delimiter primitive response from the application process to send a TC-CONTINUE req primitive to the
TC Dialogue Handling entity so that the TC can forward this return result to the peer SCSM process
instance. The return results to be carried by the TC-RESULT req primitive can be originated from
previously received search, modifyEntry, addEntry or removeEntry operations.

When a Op.err primitive is received from the application process indicating that an previously received
operation cannot be successfully executed, a component handling primitive TC-U-ERROR req shall be
sent to the TC and the process instance shall return to the "SDF bound" state. The SDSM process instance
shall wait for a Delimiter primitive response from the application process to send a TC-CONTINUE req
primitive to the TC Dialogue Handling entity so that the TC can forward this return error to the peer
SCSM process instance. The return errors to be carried by the TC-U-ERROR req primitive can be
originated from previously received search, modifyEntry, addEntry or removeEntry operations.

When a Delimitor primitive is received from the application process, the SDSM process instance shall
send a dialogue handling primitive TC-CONTINUE req to TC. Once the TC-CONTINUE req. primitive

is received by the TC, a message containing the Bind return result, return error or reject argument
previously stored, if not already sent, and other operation return result, return error or reject arguments if
any shall be sent to the SCF. This event shall cause the SDSM process instance to return to the State "SCF
bound".

When a TC-END ind primitive is received from the Dialogue Handling of the TC caused by the reception

of the Unbind operation from the SCF, the SDSM process instance shall send a "Unbind.inv" primitive to
the application process and shall terminate the SDSM process instance. The SCF-SDF association shall be
ended and all associated resources are released.

When a TC-INVOKE ind component handling primitive is received from the TC a "Op.inv" primitive
shall be sent to the application process and the SDSM process instance shall return to the "SCF bound"
state.

Exceptional procedures

When a Op.rej primitive is received from the application process indicating that an previously received
operation is rejected, a component handling primitive TC-U-REJECT req shall be sent to the TC and the
process instance shall return to the "SCF bound" state. The SDSM process instance shall wait for a
Delimiter primitive response from the application process to send a TC-U-CONTINUE req primitive to
the TC Dialogue Handling entity so that the TC can forward this reject to the peer SCSM process
instance. The reject to be carried by the TC-U-REJECT req primitive can be originated from previously
received search, modifyEntry, addEntry or removeEntry operations.

When a TC-U-ABORT ind. primitive is received from the TC a "U_Abort" primitive shall be passed to
the application process and the SDSM process shall be terminated.

When the SDF application process wants to abort the communication with the peer SCF it shall send a
"AP_U_Abort" primitive to SDSM process instance, this process instance shall send a "TC-U-ABORT"
reqg primitive to the Dialogue Handling of the TC in order to abort the started dialogue with the peer SCF
process and the SDSM process shall be terminated.
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Appendix |

Service data modelling
(This appendix does not form an integral part of this Recommendation)

This appendix outlines the required steps and provides a set of guidelines and examples for the definition of a service
data model and the mapping of it onto the information model defined in 2.2.2.3. These guidelines and examples provide
a simple mechanism which addresses theitemsin|.1.1and 1.2.1.

Additional tools (e.g. attribute context specifications) may also provide solutions to data modelling, however this
appendix does not address these tools.

.1 Review of need for Service data modelling
The adoption of the X.501 information model as the data model for representing service data within the SDF, together

with the use of X.511 operations for the interface between the SCF and SDF, has opened up the question of how IN
Service data should be mapped onto this information model.
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Inappropriate mapping of service data onto the X.500 information model used within the SDF can dramatically increase
the amount of information which must be transferred across the SCF-SDF interface (in certain cases even exceeding the
capacity of the TCAP link). In addition to higher interface traffic, the choice of mapping can also affect the amount of
data processing which must be performed by the Functional Element Actions (FEA) within the SCF, to the point of
making the SCF-FEA implementations dependent on the service data.

This subclause outlines a simple set of mapping rules which can be applied to service data to both minimize SCF-SDF
interface traffic and to maintain service-independent handling of data.

.11 General modelling issues

There are three general requirements to keep in mind when organizing the IN Service data into the X.500 information
model. Each of these requirements should be given equal weight.

Reg-1 —

Reg-2 —

Reg-3 —

Minimize the traffic between the SCF and the SDF.

The SCF-SDF interface will probably be one of the most heavily used interfaces within the IN
environment. Each SLPI within the SCF may have to initiate multiple accesses to data stored
in the SDF. It is crucial from a performance point of view that the data transfers be kept to a
minimum.

Minimize the data processing to be done within the SCF.

Data processing within the SCF is performed by the FEAs defined in Recommen-
dation Q.1214 to handle the Information flows. These FEAs are assumed to be independent of
the service for which they are invoked. If the data information being transferred is of the
wrong granularity, then service dependent processing may be performed by the FEAs within
the SCF. Care must be taken in the design of the X.500 information model for the IN service
Data to maintain the service independency of the FEA.

Consider the effect of data distribution on the X.500 data management.

For CS-1 systems, the SDF implementation may not be distributed. It should be noted that
X.500 systems are inherently distributed data management systems. If the design of the
structure of the DIT does not take the distribution of data into account, then the resulting
Directory may be unmanageable in terms of the "knowledge" management required to access
the Directory information across multiple Directory Service Agents (DSA).

While it can be argued that a centralized Directory implementation need not take distribution
into account, performance requirements may require the splitting of the Directory over a
number of local DSAS, requiring distribution knowledge to be maintained within each DSA.

1.1.2 Service modelling — Defining the information required

Service modelling is defined in Recommendation Q.1203. It consists of the following steps:

1
2)
3)
4)

5)

identifying the service features which comprise the service;

identifying the data required to support the needed service feature;

identifying the shared data between the service features used by the service;

identify the operations and processing required on the service data;

identify the Access Control requirements for the service data.

These steps are not covered in this Recommendation. Only the additional steps required to map the Service Data onto the
SDF Information Model defined in 2.2 are covered here.
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1.2 Guidelinesfor building Service Data Models

Once the IN Service Data Model has been defined in terms of the service feature data, it must be mapped onto the X.500
information model. This can be done using the following steps:

1) sdectionof ATTRIBUTES;

2) selection of OBJECT-CLASSS;

3) designing the Service DIT;

4) assignment of Access Control to ATTRIBUTEs and OBJECT-CLASSs.

1.2.1 Selection of ATTRIBUTES

The selection of the ATTRIBUTEs is affected by the operations and processing required by the SCF. The following
rules are provided to assist the selection process:

— Guideline 1 — ATTRIBUTEs are the smallest addressable unit of IN Service Data which may be
transferred across the SCF-SDF interface for processing by the SCF. Structured data types should be
avoided in ATTRIBUTE definitions.

— Guideline 2—- All the ATTRIBUTES in the Directory which are to be retrieved by the IN service are by
preference to be SINGLE-VALUED.

— Guideline 3— If Service Data contains multi-column tables of information (see Figure 1.1), then each
columr®): 4 of the table should have an ATTRIBUTE definition.

For example, in Figure 1.1a) (Time of Day Routing table) three ATTRIBUTESs are defined (StartTime,
StopTime and Destination). For Figure 1.1b) (Abbreviated Number table) two ATTRIBUTES are defined
(AbbrevNo and Destination).

After all ATTRIBUTES have been identified it may be possible to reduce the total number of ATTRIBUTESs defined due
to identical definitions (e.g. Destination in Figure 1.1).

Start Time Stop Time Destination Abbreviated No. Destination
01:00 09:00 204 23456 01 204 23456
09:01 15:00 204 12345 02 204 12345
15:01 23:00 204 23456 03 204 23456

a) Time of Day Routing table b) Abbreviated Number table

FIGURE 1.1/Q.1218
Multi-Column Tablesin Service Data

3) This assumes that the tables are organized as in Figure |.1 with each row in the table representing a separate group of information.
If this organization is reversed, with the columns containing the item groups then each row in the table should have an
ATTRIBUTE definition.

4 This guidelineis normally used in conjunction with Guideline 6 to determine entry itemsin the DIT.
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[.21.1 ATTRIBUTE Typedefinitions
An ATTRIBUTE'stypeis defined by an ASN.1 data definition.
thisAttribute ATTRIBUTE ::={

WITH SYNTAX thisAttributeASN1DataType,
}

An ATTRIBUTE can be defined as a SUB-TYPE of another ATTRIBUTE which means that it must conform to the
definition of the parent ATTRIBUTE.

thisAttribute ATTRIBUTE ::={

SUBTYPE OF another Attribute,
}
While this provides a convenient way to re-use attribute definitions it can have a side-effect which will impact on Reg-1.

This is because an X.500 Search operation for a specific AttributeType will return not only the required Attribute’s
values but aso the Attribute Va ues of those Attributes which are a sub-type of the required Attribute.

It should be noted that Searching for a particular Attribute will not return any of the parent Attribute values.

An ATTRIBUTE can be defined as a Collective Attribute which implies that its values can be shared amongst a number
of Directory Entries.

collectiveAttribute ATTRIBUTE ::={

E:OLLECTIVE TRUE,
}
Examples of pre-defined attribute can be found in clause 2/X.520.

[.2.1.2 Defining Permitted Values
There are two methods which can be used to define permitted values for an attribute.
These are:
1) redtrict the values to a specific set of values,
2) restrict the values to arange on numeric values.
Thefirst case requires two additional attributes:
a) an attribute to hold the permitted values for the current attribute,

b) an Access Control attribute linking the two attributes together. This attribute must have a syntax of
AClItem and contain a Protecteditem field containing the following:

Protecteditem ::= SEQUENCE {
restrictedBy  [10] SET OF RestrictedValue OPTIONAL

}
The RestrictedV a ue contents contain the Attribute Id’s of the current Attribute and the Attribute contain-
ing the permited values. Since the RestrictedVaue value is part of the Access Control attribute, the ability
to change the RestrictedVaue value implies the ability to modify all the Access control parameters for the
current Entry contained within the Access Control Attribute.

The second case requires only one additional attribute:

¢) an Access Control attribute holding the value range for the current attribute. This attribute must have a
syntax of ACTItem type and contain a Protectedltem field containing the following:

Protecteditem ::= SEQUENCE {

rangeOfValues [7] Filter OPTIONAL
}
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The Filter contents contain the value range specification the Attribute values. Note that to change one part of the value
range requires replacing the entire Filter. Also since the Filter value is part of the Access Control attribute, the ability to
change the Filter value implies the ability to modify all the Access control parameters for the current Entry contained
within the Access Control attribute.

.2.1.3 Defining Default Values

The default for an attribute type is set at execution time by specifying an Attribute value with a context whose Fallback
field isset to TRUE.

Attribute values whose context fallback values are set to TRUE will only be returned if no other attribute values that
match the criteria are present.

[.2.1.4 Defining MAX Attribute Values

Limiting the number of values which an Attribute may have, is done by specifying an Access Control Attribute
containing a Protectedltem field with the following syntax:

Protecteditem ::= SEQUENCE {

maxValueCount [8] SET OF MaxValueCount OPTIONAL

}
The MaxVaueCount contents contain the Attribute Id and the maximum numer of values which can be stored in the
Attribute. Since the MaxVaueCount value is part of the Access Control attribute, the ability to change the

MaxValueCount value implies the ability to modify all the Access control parameters for the current Entry contained
within the Access Control Attribute.

[.2.1.5 Defining Attribute Lifetimes
Attribute lifetimes are set by supplying a Temporal Context for the Attribute Value (at execution time).
1.2.1.6 Definition of MATCHING-RULES

MATCHING-RULES define how Attribute values are tested against external values for use in search Filters and Name
Matching. An ATTRIBUTE definition has three different types of Matching Rules:

EQUALITY for testing (value = = attribute Value).
ORDERING for testing (value < attribute Value).
SUBSTRINGS for testing sub-strings matches.

thisAttribute ATTRIBUTE ::={

EQUALITY MATCHING RULE equalityM atchingRuleName,
ORDERING MATCHING RULE orderingM atchingRuleName,
SUBSTRINGS MATCHING RULE substringsM atchingRuleName,

}
Examples of predefined matching-rules can be found on clause 3/X.520.

.2.1.7 Assigningthe ATTRIBUTE Object Identifiers

Each ATTRIBUTE defined is assigned a unique Object Identifier. The form of this Object Identifier should be as
follows:

-- IN object identifier prefix
in-oi OBJECT IDENTIFIER ::={ ccitt recommendation q 1218 ... }
-- service attribute definitions

attributeX OBJECT IDENTIFIER ::= {in-oi Servicel D attributeType(4) Attributel D }
-- Servicel D defines the service/service feature to which the attribute bel ongs.

-- Attributel D defines the Attribute ID within the service: thisis assigned by the Service

-- designer.
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1.2.2 Selection of OBJECT-CLASSs

Once the ATTRIBUTES used within the Service Data Model have been identified, then they can be grouped together
into specific OBJECT-CLASS elements.

.22.1 Definingthe OBJECT-CLASS

An OBJECT-CLASS defines the specification of a Directory Entry. It consists of a grouping of ATTRIBUTESs into a
single object class. Each instance of a Directory Entry within the DIT has a unique identity (see 6.2.2.2 for
specification). The following rules can be used to assist the OBJECT-CLASS definition:

— Guideline 4 — Service data values which can share a common unique identity should be grouped as
ATTRIBUTES within a Directory Entry (e.g. Service Data, User Data for a service).

— Guideline 5— Service data values which are part of a multi-column Table (see Guideline 3) should be
grouped into a single OBJECT-CLASS definition.

An OBJECT-CLASS can be specified as being a SUB-CLASS of another OBJECT-CLASS. In this case the OBJECT-
CLASS contains all of the attributes and properties of the parent OBJECT-CLASS.

This is similar to inheritance in C++.

1.2.2.2  Selecting the RDN (NAME-FORM)

Each OBJECT-CLASS can have a number of attributes designated as possible RDN attributes. This is done using the
NAME-FORM specification. When the Directorey Entry is created one of these must be designated the active RDN
(through the Distinguished Name defined in the AddEntry operation). After the object has been created, only the active
RDN can be used in the name matching procedures for locating an object using the access operations (Search,
ModifyEntry, RemoveEntry, ...).

Therefore if two objects of the same OBJECT-CLASS are created with the same ATTRIBUTE values but using different

active RDNs, then they are considered as two distinct objects within the DIT. If the same RDN had been used for the
second object then an object, creation error would have occurred.

[.2.2.3 Assigning the OBJECT-CLASS Object Identifiers

Each OBJECT-CLASS defined is assigned a unique Object Identifier. The form of this Object Identifier should be as
follows:

-- IN object identifier prefix

in-oi OBJECT IDENTIFIER ::={ ccitt recommendation q 1218 ... }
-- service object-class definitions

objectClassX OBJECT IDENTIFIER ::= { in-oi Servicel D objectClass(6) ObjectClassID }
-- Servicel D defines the service/service feature to which the attribute bel ongs.
-- ObjectClasslD defines the Object Class ID within the service: thisis assigned by the Service designer.

1.2.3 Defining the DIT
This subclause describes how to build the DIT for an IN Service Data model.

[.2.3.1 Defining the Object Hierarchy (STRUCTURE-RULES)

The DIT defines a hierarchy of data objects. Each Distinguished name of an object consists of the concatenation of the
RDN of the object with the RDN's of the objects in the DIT above the object. The hierarchy of objects within the DIT is
defined using STRUCTURE-RULES. Figure 1.2 shows how a set of OBJECT-CLASS and STRUCTURE-RULEs form
the DIT.
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FIGURE 1.2/Q.1218
Mapping of STRUCTURE-RULES ontoDIT

The following set of rules can be used to build the DIT from the set of OBJECT-CLASS specifications:

— Guideline 6— Where Service Data values share a common structure, but may have multiple value sets
(e.g. rows in a time-of-day translation table, user-specific data within a service) these are to be placed in
Directory Entries which are subordinate to another Directory Entry (i.e. there is a STRUCTURE-RULE
defining the relationship between the Directory Entries).

— Guideline 7— Where multiple sets of Data Entries exist under a specific Data Entry, it is recommended
that each of the sets be placed as subordinates to a single data entry which is subordinate to the specific
data entry (see Figure 1.3). This will allow more efficient searching of the set data entries using the X.500
operations.

DE type A

DE type A

srl

(o)

T1169780-94/d104

a) After design b) Recommended implementation

FIGURE 1.3/Q.1218
Multiple Set recommended model structure
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[.2.3.2 Defining alter native naming paths (Aliases)

Once an object class has been instanciated its Distinguished Name is fixed. If an alternative naming path to the object is
required, then an Alias object must be defined within the DIT. This Alias object will have its own RDN attributes and
will contain a pointer to the object being referenced.

An Alias object is an OBJECT-CLASS which is a subtype of the predefined alias OBJECT-CLASS.

1.2.3.3 Defining MAX number of subordinate Entries

Limiting the number of subordinate entries an Entry may have, is done by specifying an Access Control Attribute within
the Entry containing a Protecteditem field with the following syntax;

Protecteditem ::= SEQUENCE {

maxI mmSub [8] INTEGER OPTIONAL,

}
The maxImmSub value contains the maximum number of subordinate entries which may be stored below the current
Entry. Note that this limit only applies to the current DSA. Since the maximmSub value is part of the Access Control

attribute, the ability to change the maxImmSub value implies the ability to modify all the Access Control parameters for
the Entry contained in the Access Control Attribute.

1.3 Example Service (UPT Like Service)

This subclause implements an X.500 DIT for asimplified subset of a UPT service using the mapping rules.

1.3.1 Example Service description
The example service contains the following service features:
1) incall;
2) incall Registration;
3) incall Screening;
4) outcall;
5) outcall Screening by location.

These features are described briefly below together with the data information which would be available after the service
design stage (ref. 1.1.2). Theinformation for each service feature is presented in table form with the following columns:

— Data: The name of the data item.
—  Definition: The definition of the data item type (using ASN.1 style notation).
—  Cardinality: This defines how different versions of the data item can occur (e.g. one for each

user of the service).

— Feature Operation:  This defines what operations (SCF-SDF interface) are used to manipulate the data
item.

Access Control: This defines what level of access is required by the different levels of service
operators.

NOTE - This is not intended to be a complete service. Only sufficient detail is provided to show how mapping’s onto the
SDF Information Model should be performed.

.3.1.1 Service Feature — Incall

Normal Incall operation performs the following routing algorithm:
1) if theuser has aregistered location active, then send call to registered location;
2) if activetime-of-day location is active, then route to time-of-day location;
3) if the user has default location, then route to default location;

4) reject call with announcement "user is not available on system".

All defined locations must be one of a pre-defined set of locations for the user.

Recommendation Q.1218  (10/95) 359



Service Feature | nformation

Data Definition Cardinality Feature Operations Security Access Control
Registered Locations SET OF Location One per serviceuser | None Service: R
User management: R/W
User: R
Time Of Day Location | SEQUENCE { Many per service Search Service: R
startTime SEQUENCE { user User management: R/W
day DayOfWeek, User: R
time TimeOfDay },
stopTime SEQUENCE {
day DayOfWeek,
time TimeOfDay }
location  Location}
Current Location Location One per user Search Service: R
User: R/W
Current Location TimeOfDay One per user None Service: R
Expiry User: R/W
Default Expiry TimeOfDay One per user None Service: R
User management: R/W
User: R
Default Location Location One per user Search Service: R
User management: R/W
User: R

1.3.1.2 Service Feature — Incall Registration

This service feature allows the user to register his current location. The current location can either be set to the current
terminal (identified by CLI or a defined location). The user can optionally set an expiry time for the current location. If
no expiry timeis set, adefault expiry timeis used. The current location must be one of a predefined set of locations.

Service Feature Information

Data Definition Cardinality Feature Operations Security Access Control
Registered Location SET OF Location One per serviceuser | None Service: R
User management: R/W
User: R
Current Location Location One per user modifyEntry Service: R
User: R/W
Current Location TimeOfDay One per user modifyEntry Service: R
Expiry User: R/W
Default Expiry TimeOfDay One per user None Service: R
User management: R/W
User: R
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1.3.1.3 Service Feature — Incall Screening

This service feature alows the user to reject an incoming call if it is from a specific location. There is a limit to the
number of locations which can be used for screening.

Service Feature Information

Data Definition Cardinality Feature Operations Security Access Control
Incall Screen List SET OF Location One per serviceuser | Search Service: R
SIZE (1..MaxListSize) User management: R/W
User: R
MaxListSize INTEGER One per serviceuser | None Service: R
Service management: R/W

1.3.1.4 Service Feature — Outcall

This service feature allows a user to make an outgoing call from a terminal location. The location must be one of the
permitted locations for the user. The charge for the call is billed to the service user, not the owner of the terminal.

Service Feature Information

Data Definition Cardinality Feature Operations Security Access Control

Registered Locations SET OF Location One per serviceuser | Search Service: R
User management: R/W
User: R

User Id ServiceNumber One per serviceuser | match/bind Service management: R/W
Service: R
User management: R
User: R

User Password Password One per serviceuser | match/bind Service: R
User management: R/W
User: R

[.3.1.5 Service Feature — Outcall screening by location

This service feature provides for preventing outgoing calls to specific locations from proceeding. The list of prescribed
locations is different for each location the user can use.

Service Feature Information

Data Definition Cardinality Feeture Security Access Control
Operations
Outcall SET OF{ One per service Search User management: R/W
Screen List SEQUENCE { user User: R
stopList SET OF Location,
location Location }}
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1.3.1.6 General Servicelnformation
The service features have the following relationships for interaction:
e Incall screening is done before Incall;

e Outcall isdone before Outcall Screening by location.

Additional Service Information

The following additional service parameters are provided:

Data Definition Cardinality Feature Operations Security Access Control
Service Key Serviceld One per service match/bind Service management: R/W
Service: R
User management: R
User: R
User Name String One per service user | match User management: R/W
User: R

1.3.2 Example Service data modelling

Now that the service data information has been defined, the mapping of the data onto the information model using the
steps defined in subclause 1.2 can begin.

1.3.2.1 Selection of Attributes

The first step is to determine the ATTRIBUTE definitions required for the Service Data. For the purposes of defining
attribute identifiers, the following object identifier is used:

exampleAttribute OBJECT IDENTIFIER ::={ in-oi exampleService(1) attributeType(4) }

Data — Registered Locations

The Registered Location stores the Locations at which a user may register to receive incoming calls.

Registered Locations SET OF Location One per serviceuser | None Service: R
User management: R/W
User: R

For the purposes of this example the definition of a Location can be considered to be equivalent to a telephone number.
This allows the use of SUBTY PE definitions for the service attributes which use Location type definitions from a pre-
defined attribute in Recommendation X.520 (telephoneNumber). The definition of the Registered Location attribute
therefore becomes:

regLocationsATTRIBUTE ::={
SUBTY PE OF telephoneNumber,
COLLECTIVE TRUE,
ID in-at-regL ocations }

The attribute is defined as a Collective Attribute since its values will be shared among a number of Entries in the DIT
(referto1.3.3.2)
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Data — Time Of Day Location

The Time Of Day Location is actually a trandation table consisting of 5 columns (startTime.day, startTime.time,
stopTime.day, stopTime.time, location).

Time Of Day Location | SEQUENCE { Many per service Search Service: R
startTime SEQUENCE { user User management:  R/W
day DayOfWeek, User: R

time TimeOfDay },
stopTime SEQUENCE {

day DayOfWeek,

time TimeOfDay }
location  Location}

Using Guideline 3, 5 different ATTRIBUTES are defined, one for each column:
startDay ATTRIBUTE ::={

WITH SYNTAX  DaysOfWeek -- from proposed X.520 Temporal Context
SINGLE VALUE TRUE
ID in-at-startDay }

startTime ATTRIBUTE ::={
WITH SYNTAX DayTime -- from proposed X.520 Temporal Context
EQUALITY MATCHING RULE  numericStringMatch -- from X.520

ORDERING MATCHING RULE  numericStringOrderingMatch  -- from X.520
SUBSTRINGSMATCHING RULE numericStringSubstringsMatch -- from X.520
SINGLE VALUE TRUE

ID in-at-startTime}

stopDay ATTRIBUTE ::={
WITH SYNTAX  DaysOfWeek -- from proposed X.520 Temporal Context
SINGLE VALUE TRUE
ID in-at-stopDay }

stopTime ATTRIBUTE ::={
WITH SYNTAX DayTime -- from proposed X.520 Temporal Context
EQUALITY MATCHING RULE  numericStringMatch -- from X.520
ORDERING MATCHING RULE  numericStringOrderingMatch  -- from X.520
SUBSTRINGSMATCHING RULE numericStringSubstringsMatch -- from X.520
SINGLE VALUE TRUE
ID in-at-stopTime}

location ATTRIBUTE ::={
SUBTYPE OF telephoneNumber
SINGLE VALUE TRUE
ID in-at-location }

This Attribute requires additional set-up to restricts it's values to those contained in the Attribute regLocations. This will
be done later with an Access Control Attribute in the entry containing both regLocations and location.

Data — Current Location

The Current Location defines the registered location for a user. It has a specific lifetime.

Current Location Location One per user Search Service: R
User: RIW

The definition of the Current L ocation attribute therefore becomes:

currentLocation ATTRIBUTE ::={
SUBTYPE OF telephoneNumber
SINGLEVALUE TRUE
ID in-at-cur-location }
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This Attrribute requires additional set-up to restrict its values to those contained in the Attribute regl ocations. This will
be done later with an Access Control Attribute in the entry containing both regl ocations and currentL ocation.

The lifetime for this attribute is specified by providing the value with a temporal context with the endTime field set to
the value of either Current Location Expiry or Default Expiry. The selection of which endTime to use is the
responsability of the function setting the attribute valued).

Data — Current Location Expiry

The Current Location Expiry data contains the expiration time for the current location data.

Current Location TimeOfDay One per user None Service: R
Expiry User: RIW

Since the Current Expiry datais only used for setting the lifetime of the currentL ocation Atribute, this data is not stored
as a separate Attribute within the Directory. Instead, it is present as a Tempora Context value attached to the value of
currentLocation. Note that this is an optionally supplied value from the User. If it is not supplied, then the value of
Default Expiry is used instead. This selection is managed by the SCF-FEA responsible for managing the Attribute.

Data — Default Expiry
The Default Expiry data contains the default expiry time for the current location expiry data.

Default Expiry TimeOfDay One per user None Service: R
User management: R/W
User: R

Since the Default Expiry datais only used as a default value for setting the lifetime of the currentLocation Atribute, this
data is not stored as a separate Attribute within the Directory. Instead, it is present as a Temporal Context value attached
to the value of currentLocation. Note that this value isonly used if the User does not supply a value for Current Location
Expiry. This selection is managed by the SCF-FEA responsible for managing the Attribute.

Data — Default Location

The Default Location defines the location to use if all other routing optionsfail.

Default Location Location One per user Search Service: R
User management: R/W
User: R

The definition of the Default Location attribute therefore becomes:

defaultLocation ATTRIBUTE ::={
SUBTYPE OF telephoneNumber
SINGLE VALUE TRUE
ID in-at-def-location }

5 While this may appear to require Service dependent information in the SCF-FEA responsible for managing the Attribute, the
lifetime concept is sufficiently general (i.e. can be applied to a large number of attributes independently) that a standard
mechanism can be developed to handle it in a service independent manner.
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This Attribute requires additional set-up to restricts it's values to those contained in the Attefiudeations. This
will be done later with an Access Control Attribute in the entry containingregthocations anddefaultL ocation.

Data — Incall Screen List

The Incall Screen List defines alist of Locations, of specified maximum length, from which calls to the user are to be
rejected.

Incall Screen List SET OF Location One per serviceuser | Search Service: R
SIZE 1..MaxListSize User management: R/W
User: R

The Incall Screen List can be considered in two ways, as a table with a single column or as an attribute with multiple
values. In this case, since the operation only tests to see if specific values are present and does not retrieve the value, the
multi-valued attribute version can be safely used.

The definition of the Incall Screen List attribute therefore becomes:

incallScreenList ATTRIBUTE ::={
SUBTYPE OF telephoneNumber,
ID in-at-incall-screen }

This attribute requires additional set-up to restrict the number of values which can be stored in the Attribute. Thiswill be
done later with an Access Control Attributein the entry containing Incall ScreenList.

Data — MaxListSize

The MaxListSize data holds the maximum length of the Incall Screen List.

MaxListSize INTEGER One per serviceuser | None Service: R
Service management: R/W

Since the MaxListSize datais only used as a value for the maximum number of values of the IncallScreenList Attribute,
this data is not stored as a separate Attribute within the Directory. Instead, it is present as a Protected Item of type
maxV alueCount in an Access Control Attribute in the entry containing IncallScreenList.

Data — User Id

The User_ld data defines the number used to identify the user of a service. When coupled to a service prefix (e.g. 014) it
forms a Location.

User Id ServiceNumber One per service user | match/bind Service management: R/W
Service: R
User management: R
User: R

The definition of the User 1d attribute therefore becomes:

userld ATTRIBUTE ::={
WITH SYNTAX NumericString
EQUALITY MATCHING RULE  numericStringMatch -- from X.520
ORDERING MATCHING RULE  numericStringOrderingMatch  -- from X.520
SUBSTRINGSMATCHING RULE numericStringSubstringsMatch -- from X.520
SINGLE VALUE TRUE
ID in-at-user-id }
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Data — User Password

The User Password holds the PIN number of a user. It is used to validate registration and Outcall information.

User Password Password One per service user | match/bind Service: R
User management: R/W
User: R

Since this attribute is used in the Bind operation, the User Password must use the userPassword attribute definition
defined in 6.3/X.509.

Data — Outcall Screen List

The Outcall Screen List provides alist of barred locations for each registered location the user has. It is a table with two
columns (regL ocation, stopList).

Outcall Screen List SET OF{ One per service | Search User management: R/W
SEQUENCE { user User: R
stopList SET OF Location,
location Location }}

Two attributes are defined for the Outcall Screen List:

outcallScreenLocation ATTRIBUTE ::={
SUBTYPE OF telephoneNumber
SINGLEVALUE TRUE
ID in-at-outcall-location }

This Attribute requires additional set-up to restrict its values to those contained in the Attribute regLocations. This will
be done later with an Access Control Attribute in the entry containing both regLocationsand outcallScreenLocation

outcallScreenStopList ATTRIBUTE ::={
SUBTYPE OF telephoneNumber
ID in-at-outcall-stoplist }

Data — Service Key

The Service Key dataidentifies the Service being used.

Service Key Serviceld One per service match/bind Service management: R/W
Service: R
User management: R
User: R

The definition of the Service Key attribute therefore becomes:

serviceKey ATTRIBUTE ::={
WITH SYNTAX  Object Identifier
SINGLE VALUE TRUE
ID in-at-service-key }
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Data — User Name

The User Name data hold the name of the User of the Service.

User Name String One per service user | match User management: R/W
User: R

The definition of the User Name attribute therefore becomes:

userName ATTRIBUTE ::={
SUBTY PE OF name, -- from X.520
ID in-at-user-name }

[.3.2.2 Selection of Object Classes

Once the ATTRIBUTES have been selected, they can be organized into OBJECT-CLASSs. Using Guideline5, the
following attributes can be grouped together (attributesin [] denotes referenced attributes):

« dartDay, startTime, stopDay, stopTime, location, [reglL ocations];
e outcallScreenLocation, outcall ScreenStopList, [regLocations].

The remaining attributes must be grouped using Guideline-4. Since attributes which share the same cardinality can be
said to share the same identity, the following groupings are used:

e serviceKey;
»  currentLocation, defaultLocation, incall ScreenList, userld, userPassword, userName, [regL ocations).

Attributes can be mandatory or optional within an object-class. From the description of the service logic it can be
determined that the currentL ocation, defaultL ocation attributes are optional. Also, any attribute which is grouped as part
of atable must be amandatory attribute. Other attributes should be made mandatory as well.

The OBJECT-CLASS definitions required are:

serviceClass OBJECT-CLASS = {
MUST CONTAIN serviceK ey
ID in-oc-service }
serviceUser Class OBJECT-CLASS = {
MUST CONTAIN userld, user Password, user Name, incallScreenL ist, regL ocations,
MAY CONTAIN currentL ocation, defaultL ocation
ID in-o-service-user }
timeOfDayL ocation OBJECT-CLASS ::= {
MUST CONTAIN startDay, startTime, stopDay, stopTime, location, regL ocations
ID in-oc-time-location}
outcallScreenList OBJECT-CLASS  ::= {
MUST CONTAIN outcall ScreenL ocation, outcallScreenStopL ist, regL ocations
ID in-oc-outcall-screen}

The definition of the Access Control Attributes used to handle Attribute Access Control has been deferred until the DIT
design is complete (see 1.3.2.4).

Once the object classes have been defined, the naming attributes for the objects must be assigned. This requires the
identification of one of the mandatory attributes which has a unique value for each occurrence of the object.

Examining the objects defined, the following naming attributes can be used:
serviceClass serviceK ey

serviceUser Class userld

timeOfDayL ocation ? (Nothing useable)

outcallScreenList outcallScreenL ocation
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The only object class which has a naming problem is the timeOfDayL ocation object. There are two ways around this
problem. The first is to define a unique attribute (for example tableRowlndex) to allow naming. This does not affect
performance of operations and can be useful in the management operation which are not being considered here.

The second solution is to combine the StartDay, StartTime attributes into a composite attribute, the values of which
would then be unique. This method would involve redefining MATCHING-RUL Es and some extra processing.

For simplicity the first solution is chosen. The required name forms, with new attribute and revised object-class, are:

tableRowlndex ATTRIBUTE ::={
WITH SYNTAX Integer
SINGLE VALUE TRUE
ID in-at-maxListValues}

timeOfDayL ocation OBJECT-CLASS::={

MUST CONTAIN tableRowlndex, startDay, startTime, stopDay, stopTime, location,
reglL ocations
ID in-oc-time-location }

serviceName NAME-FORM ::={

NAMES serviceClass
WITH ATTRIBUTES serviceK ey
ID in-nf-service-name}

serviceUser Name NAME-FORM ::={

NAMES serviceUser Class
WITH ATTRIBUTES userld
ID in-nf-service-user-name }

timeOfDayL ocationName NAME-FORM ::={

NAMES timeOfDayL ocation
WITH ATTRIBUTES tableRowl ndex
ID in-nf-tod-location-name }

outcall ScreenName NAME-FORM ::={

NAMES outcallScreenList
WITH ATTRIBUTES outcallScreenL ocation
ID in-nf-outcall-scr een-name }

1.3.2.3 Designingthe Service DIT
At this point the design of the DIT can begin. Looking at the cardinality information, the following OBJECT-CLASS

relationships can be derived (see Figure |.4):
G

< outcallScreenLocation

< serviceUserClass

T1169790-94/d105

FIGURE 1.4/Q.1218
Obj ect-Class Relationships
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Since serviceUserClass has two entry sets below it, Guideline 7 should be invoked which results in adding an extra
object level, as shown in Figure |.5:

tableHeadA

timeOfDayLocation

serviceUserClass

< outcallScreenLocation

tableHeadB

T1169800-94/d106

FIGURE 1.5/Q.1218
Object-Class Relationships after Guideline 7

This reguires additional object class and attribute definitions. These are:

tableHeadldentifier ATTRIBUTE ::={

WITH SYNTAX Integer
SINGLE VALUE TRUE
ID oi-gen-table-head }

tableHead OBJECT-CLASS ::={
MUST CONTAIN tableHeadl dentifier
ID in-oc-tableHead }

tableHeadA OBJECT-CLASS::={
MUST CONTAIN tableHeadl dentifier
ID in-oc-tableHeadA }

tableHeadA NAME-FORM ::={

NAMES tableHeadA
WITH ATTRIBUTES tableHeadl dentifier
ID in-nf-tableHeadNameA }

tableHeadB OBJECT-CLASS ::={
MUST CONTAIN tableHeadl dentifier
ID in-oc-tableHeadB }

tableHeadNameB NAME-FORM ::= {

NAMES tableHeadB
WITH ATTRIBUTES tableHeadl dentifier
ID in-nf-tableHeadNameB }

Therefore the structure rules required to define the DIT structure are:

sr-root STRUCTURE-RULE ::={
NAME FORM serviceClassName
ID s0}
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sr-user STRUCTURE-RULE ::={
NAME FORM
SUPERIOR RULES
ID

sr-tableA STRUCTURE-RULE ::={
NAME FORM
SUPERIOR RULES
ID

sr-tod-location STRUCTURE-RULE ::

NAME FORM
SUPERIOR RULES
ID

sr-tableB STRUCTURE-RULE ::={
NAME FORM
SUPERIOR RULES
ID

serviceClassName
s0
srl}

tableHeadNameA
srl
s2}

={

timeOfDayL ocationName
sr2
53}

tableHeadNameB
sl
sr4}

sr-outcall-screen STRUCTURE-RULE ::={

NAME FORM
SUPERIOR RULES
ID

outcallScreenListName
s4
s5}

The creation of an Entry of OBJECT-CLASS subEntry holds the specification of the sub-tree to which the collective
attributes apply. For the case of the reglLocations collective attribute the subEntry is subordinate to an Entry of the

OBJECT-CLASS serviceUserClass.

To modify the regL ocation Attribute requires the Distinguished Name of the subEntry to be supplied (see Figure 1.6).

1.3.24 Assigning Access control

< serviceUserClass

FIGURE 1.6/Q.1218

Directory Tree showing sub-entry location

tableHeadA
tableHeadB

< timeOfDayLocation
< outcallScreenlLocation

T1180020-96/d107

Note that the DIT is complete, the next required step is to define the Access Control Attribute values for each of the

Entries in the DIT. An Entry’s Access Control Attribute (entryAClI, see 16.5.2/X.501) contains values of type AClltem
which control how the user may access the Attribute values. The following table defines the Access Control required for

each of the attributes defined within the DIT.
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UserClasses defined by X.500 Management .
! Y 0 Special
; ; Protected
Object Attribute User-X AllUsers User Mgt Service | ServiceMgt ltems
serviceClass serviceKey +R+F +F +R+F +R+F +R+A+D+F
serviceUserClass | userld +R+F +F +R+F +R+F +R+A+D+F
userPassword +R+F+C +R+A+D+F +R+F +R+F
userName +R+F+C +R+A+D+F +R+F +R+F
incall ScreenList +R+F +R+A+D+F(*) +R+F +R+F maxV alueCount
currentLocation  [+R+A+D+F(*) +R+F +R+F +R+F restrictedBy
defaultLocation |[+R+A+D+F(*) +R+F +R+F +R+F restrictedBy
tableHeadA tableHead +R+F +R+F +R+F +R+A+D+F
Identifier
timeOfDay tableRowlIndex +R+F +R+A+D+F +R+F +R+F
Location
startDay +R+F +R+A+D+F +R+F +R+F
startTime +R+F +R+A+D+F +R+F +R+F
stopDay +R+F +R+A+D+F +R+F +R+F
stopTime +R+F +R+A+D+F +R+F +R+F
location +R+F +R+A+D+F(*) +R+F +R+F restrictedBy
tableHeadB tableHead +R+F +R+F +R+F +R+A+D+F
Identifier
outcallScreenList | outcallScreen_ +R+F +R+A+D+F(*) +R+F +R+F restrictedBy
Location
outcall Screen_ +R+F +R+A+D+F +R+F +R+F
StopList
serviceUser_ regLocations +R+F +R+A+D+F +R+F +R+F
Subentry
+  Grant permission A Add attribute to entry M  Modify attribute
—  Deny permission R  Read access C  Compare attribute
*  Special protected item D Remove access F  Filter match attribute

Each table column under UserClasses denotes a potential AClltem value for the entryACl attribute. In practice the
values can be combined in a single AClltem which combines a set of protected items which have the same access
permissions for a set of UserClasses. Each AClItem has a unique identifier field, which can be used to apply Access
Control to individual values of the Access Control Attribute itself. This allows different "Users' to modify different
Access Control values (which may contain permitted value or size limits) without being able to change other values of
the Access Control attribute.

Where permissions are marked with a (*) this indicates that a special Protected Item of the type specified in the last
column (Special Protected Items) must be included in the AClItem to handle permitted value or value count limit
controls.

1.4 Defining Contexts

This subclause defines a set of Context types which may be found useful across of range on IN services.
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1.4.1 Numerical Index Attribute Value Context

The Numerical Index Attribute Value Context associates a numerical index with an attribute value.

numericallndexAVC ATTRIBUTE-VALUE-CONTEXT ::={
SYNTAX INTEGER
id id-avc-numericallndex }

An example of use of the numerical index attribute value context is an "abbreviated to expanded number" conversion
table, where the index (the context value) is the abbreviated number and the attribute value the expanded number.

Note that a similar String Index Attribute Value Context type could also be defined.

Appendix [l

Aspects of theintelligent network interface identified as
"For Further Study" (FFS) relativeto CS-1

(This appendix does not form an integral part of this Recommendation)

1.1 General

I1.1.1 General consideration

This appendix includes call party handling and other issues which were considered to be incomplete when developing
the Q.1218 intelligent network interface Recommendation CS-1. Although the material in this appendix is built
upon CS-1, the procedures for these capabilities may be undefined and FFS relative to CS-1. The material isincluded in
this appendix to provide some technical basis for future work.

[1.1.2  Relationship to other appendices of the Q.1200-Series Recommendations

This appendix only applies to Q.1218 intelligent network interface Recommendation CS-1. Each of the Q.1200-Series
Recommendations includes a specific appendix, if needed.

11.1.3 Format of Document

Thisintroduction provides an explanation of the purpose and scope of the appendix:
—  Subclause II.2 itemizes the operations.
—  Subclause I1.3 itemizes the parameters.
— Subclause 11.4 is an ASN.1 module of the operations and parameters.

— Subclause 11.5 includes procedures for the operations.

1.2 Operations

The operations listed in this subclause are in addition to the operations itemized in clause 2.

[1.2.1  Consideration applicableto all operationsin this appendix

The following operations or aspects of the operations are FFS relative to CS-1. These operations rely on CS-1
capabilities for which the corresponding procedures are undefined. Therefore, they are included in this appendix for
completeness.

The defined defaults may be incomplete (e.g. Leg ID) and may be dependent on the point in call (PIC).
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[1.2.2  Add party operation

[1.2.2.1 Consideration

The difference between this operation and the attach operation needs to be clarified.

[1.2.2.2 Description

SCF - SSF

This operation is used to perform the call processing actions to add all call party connections from one call to another

call, then clear thefirst call (e.g. to create a conference call). From the perspective of the controlling party, this operation
effectively bridges two calls.

[1.2.3  Attach operation

[1.23.1 Consideration

The difference between this operation and the add party operation needs to be clarified.
[1.2.3.2 Description

SCF - SSF

This operation enables the SCF to request the SSF to include a leg in the current relationship instance. The leg is
transferred from another relationship instance, from which it was removed using the detach operation. Notice that detach
may a so be executed after attach using the same absolute identifier.

[1.24  Change parties operation
[1.2.4.1 Description
SCF - SSF

This operation is used to perform the call processing actions to change a particular party connection from one call to
another call. From the perspective of the particular call party, this operation effectively places the first call on hold and
retrieves the associated call from hold.

[1.25  Detach operation

[1.25.1 Consideration

The difference between this operation and the release call party operation needs to be clarified.

[1.2.5.2 Description

SCF - SSF

This operation enables the SCF to request the SSF to remove a leg from one relationship instance and to assign it an
absolute (i.e. single network-wide) identifier (Correlation identifier), so that it can be transferred to another relationship
instance, to which the leg was/will be attached by means of the attach operation using the same absolute identifier.

[1.2.6  Hold call party connection operation

[1.2.6.1 Description

SCF - SSF

This operation is used during the active phase of acall between two or more parties to put one party connection on hold.
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[1.2.7 Initiate call attempt operation (for case of more than 1 party)

[1.2.7.1 Consideration
Thisinformation flow isincluded in the main body of Recommendation Q.1214, for the case of creating a call to one call

party. The IF is listed in this appendix for the case of creating a call to more than one party, in the same call, which for
CS-lisFFsS

[1.2.7.2 Description
SCF - SSF
This operation is used to request the SSF to create a new call to one or more parties using address information provided

by the SCF (e.g. predefined conference call, previous prompt and collect information). Any errors associated with
performing this operation are returned.

[1.2.8  Reconnect operation

[1.2.8.1 Description

SCF - SSF

This operation is used to resume a held party to a call (inverse of hold call party connection).
[1.2.9 Releasecall party connection operation

[1.29.1 Consideration

The difference between this operation and the detach operation needs to be clarified.

[1.2.9.2 Description

SCF - SSF

This operation is used to release a call party connection during a call between two or more parties.

1.3 Parameters
The parameters listed in this subclause are additional parameters for the operations itemized in clause 2.

[1.3.1  Considerations applicableto all parametersin thisappendix

The following parameters are FFS relative to CS-1. These parameters rely on CS-1 capabilities for which the
corresponding procedures are undefined. Therefore, they are included in this appendix for completeness.

1.3.2 Legldcreated parameter (from Analyse information operation)

[1.3.2.1 Description
DEFAULT bPARTY

Indicates a reference to a specific party in a call. OPTIONAL denotes network operator specific use with a choice of
unilateral 1D assignment or bilateral ID assignment.

11.3.3 Legld created parameter (from connect operation)

11.3.3.1 Description
DEFAULT bPARTY
Indicates a reference to a specific party in a call. OPTIONAL denotes network operator specific use with a choice of

unilateral 1D assignment or hilateral 1D assignment.
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[1.34 Legld created parameter (from initiate call attempt operation)
11.3.4.1 Description
DEFAULT bPARTY

Indicates a reference to a specific party in a call. OPTIONAL denotes network operator specific use with a choice of
unilateral 1D assignment or bilateral 1D assignment.

11.35 Legld created parameter (from select facility operation)
[1.35.1 Description
DEFAULT bPARTY

Indicates a reference to a specific party in a call. OPTIONAL denotes network operator specific use with a choice of
unilateral 1D assignment or bilateral 1D assignment.

[1.3.6  Legld created parameter (from select route operation)
[1.3.6.1 Description
DEFAULT bPARTY

Indicates a reference to a specific party in a call. OPTIONAL denotes network operator specific use with a choice of
unilateral 1D assignment or bilateral ID assignment.

11.3.7 Leglparameter (from initial DP operation)
11.3.7.1 Description

DEFAULT {aPARTY, pending}

Indicates call party information, as defined by a Leg object. This includes a LeglD to reference each call party, and a
LegStatus to indicate whether the call party is connected or not.

11.3.8 Leg2Parameter (from initial DP operation)
[1.3.8.1 Description

OPTIONAL

Indicates call party information, as defined by a Leg Object. This includes a LegID to reference each call party, and a
LegStatus to indicate whether the call party is connected or not.

11.3.9 Call Id Parameter

11.3.9.1 Description

Indicates an identifier to reference an instance of a Call accessible to the SCF. Refer to 4.2.2.1/Q.1214 for a description
of call segment.

.4 ASN.1 module of operations and parameters

The following modules describe the additional operations discussed in this appendix. The modules do not describe the
modifications to the operations in clause 2 to include the leg parameters discussed in subclause I1.3.

[1.4.1  Abstract syntax of the IN CS-1 application protocol — Appendix

This subclause specifies additional abstract syntax for the IN CS-1 application protocol using Abstract Syntax Notation
One (ASN.1), defined in Recommendation X.208.

Recommendation Q.1218  (10/95) 375



The material in this appendix is based on the appendix material in Recommendation Q.1214.
Operation types

IN-CS-1-Operations-appendix { ccitt recommendation g 1218 modules(0) cs-1-oper ations-app(4) version1(0) }
-- This module contains additional type definitions for IN CS-1 operations.

DEFINITIONSIMPLICIT TAGS::=
BEGIN

IMPORTS
OPERATION,
ERROR

FROM TCAPMessages{ ccitt recommendation q 773 modules(0) messages(1) version2(2) };
-- TYPE DEFINITION FORADDITIONAL INCS1 OPERATIONS
-- SCF-SSF operations

AddParty ::= OPERATION
ARGUMENT
AddPartyArg
RESULT
CallPartyHandlingResultsArg
ERRORS{
DataAlreadyEXxists,
MissingPar ameter,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
- CF - SSF
This operation is used to perform the call processing actions to add all call party connections
from one Call to another Call, then clear thefirst Call (e.g. to create a conference call).
From the perspective of the controlling party, this operation effectively bridges two Calls.

Attach ::= OPERATION
ARGUMENT
AttachArg
ERRORS{
DataAlreadyEXxists,
L egl DAIreadyAssigned,
MissingPar ameter,
SystemFailure,
TaskRefused,
ToolL ate,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter
}
-- LCF - S
-- This operation is used to attach two Calls.

ChangeParties::= OPERATION

ARGUMENT
ChangePartiesArg

RESULT
CallPartyHandlingResultsArg

ERRORS{
DataAlreadyEXists,
MissingParameter,
SystemFailure,
TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter

}
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- SCF - S&F

Detach ::= OPERATION

ARGUMENT
DetachArg

ERRORS{
DataAlreadyEXists,
MissingPar ameter,
SystemFailure,
TaskRefused,
TooL ate,

UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter,
UnknownL egl D

}

- CF - S&F
-- Thisoperation is used to detach two Calls.

HoldCallPartyConnection ::= OPERATION

ARGUMENT

HoldCallPartyConnectionArg

RESULT

CallPartyHandlingResultsArg

ERRORS{

DataUnavailable,

MissingPar ameter,
SystemFailure,

TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter

}

- SCF - SF

This operation is used to perform the call processing actions to change a particular party
connection from one Call to another Call. From the perspective of the particular call party, this
operation effectively places the first Call on hold and retrieves the associated Call from hold.

-- Thisoperation is used during the active phase of a call between two or more parties to put one

-- party connection on hold.

Reconnect ::= OPERATION
ARGUMENT
ReconnectArg
RESULT

CallPartyHandlingResultsArg

ERRORS{

DataAlreadyEXists,

MissingPar ameter,
SystemFailure,

TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter

}

== &F - $:
-- Thisoperation is used to resume a held party to a call (inverse of HoldCallPartyConnection).

ReleaseCallPartyConnection ::= OPERATION

ARGUMENT

ReleaseCallPartyConnectionArg

RESULT

CallPartyHandlingResultsArg

ERRORS{

DataAlreadyEXists,
MissingParameter,
SystemFailure,

Recommendation Q.1218

(10/95)

377



TaskRefused,
UnexpectedComponentSequence,
UnexpectedDataValue,
UnexpectedPar ameter

}
- S&CF - S&F

-- Thisoperation is used to release a call party connection during a call between two or more parties.
END

IN-CS-1-Errors-appendix { ccitt recommendation q 1218 modules(0) cs-1-errors-app(5) version1(0) }
-- This module contains additional type definitions for the IN CS-1 errors.

DEFINITIONSIMPLICIT TAGS ::=
BEGIN
IMPORTS

ERROR
FROM TCAPMessages{ ccitt recommendation q 773 modules(0) messages(1) version2(2) };
-- TYPEDEFINITIONFOR INCS1 ERRORS

Legl DAIreadyAssigned ::= ERROR
-- Indicates that a legl D has already been assigned with the requested value.

ToolLate::= ERROR
-- Indicates that the operation could not be performed in a timely manner.

UnknownLegID ::= ERROR
-- Indicates that the legl D does not exist.

END
Data types

IN-CS-1-DataTypes-appendix { ccitt recommendation q 1218 modules(0) cs-1-datatypes-app(6) version1(0) }
-- This module contains additional type definitions for the IN CS-1 data types.

DEFINITIONSIMPLICIT TAGS::=

BEGIN

-- TYPE DEFINITION FORADDITIONAL INCS1 DATATYPES

-- Argument Data Types

AddPartyArg ::= SEQUENCE {
originalCalllD [0] CalllD OPTIONAL,
destinationCalll D [1] calliD OPTIONAL

}
-- OPTIONAL denotes network operator specific use.

AttachArg ::= SEQUENCE {
newL egl D [0] LeglD OPTIONAL,
correlationidentifier [1] CorrelationlD OPTIONAL

}
-- OPTIONAL denotes network operator specific use.

CallPartyHandlingResultsArg ::= SEQUENCE OF L eglnfor mation
ChangePartiesArg ::= SEQUENCE {

calllD [0] calllD OPTIONAL,
targetCalllD [1] callID,
legT oBeConnected| D [2] LeglD

}
-- OPTIONAL denotes network operator specific use.

DetachArg ::= SEQUENCE {
legToBeDetached [0] LeglD OPTIONAL,
correlationidentifier [1] CorrelationlD OPTIONAL

}
-- OPTIONAL denotes network operator specific use.
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HoldCallPartyConnectionArg ::= SEQUENCE {

calllD [0] CalllD OPTIONAL,

legl D [1] LeglD
}
-- OPTIONAL denotes network operator specific use.

ReconnectArg ::= SEQUENCE {

calllD [0] calliD OPTIONAL,
heldLeglD [1] LeglD
}

-- OPTIONAL denotes network operator specific use.
ReleaseCallPartyConnectionArg ::= SEQUENCE {

legToBeReleased [0] LeglD,

callD [1] callD OPTIONAL,
releaseCause [2] Cause OPTIONAL
}

-- OPTIONAL denotes network operator specific use. Common Data Types

CalllD ::=INTEGER
-- Indicates an identifier to reference an instance of a Call accessible to the SCF. Refer to
-- 4.2.2.1/Q.1214 for a description of Call Segment.

Cause::= OCTET STRING
-- Indicates the cause for interface related information. Refer to the Q.763 Cause parameter
-- for encoding.

Leglnformation ::= SEQUENCE {
leglD [0] LeglD,
legStatus [1] LegStatus

}
-- Indicates call party information, as defined by a Leg object. Thisincludes a LeglD to reference

-- each call party, and a LegStatus to indicate whether the call party is connected or not.

LegStatus::= ENUMERATED {
connected(0),
unconnected(1),
pending(2),
inter acting(3) -- user connected to a resource

}
-- Indicates the state of the call party.

END

Application Protocol (Operation and Error Codes)
IN-CS1-Codes-appendix { ccitt recommendation g 1218 modules(0) cs-1-codes-app(7) version1(0) }
DEFINITIONSIMPLICIT TAGS::=

BEGIN

-- OPERATION AND ERROR CODE DEFINITION

-- Code point values are for further study. The operations are grouped by the identified ASES.
-- Call party handling ASE

addParty AddParty ::=ffs

changeParties ChangeParties::=ffs
holdCallPartyConnection HoldCallPartyConnection ::= ffs
reconnect Reconnect ::= ffs
releaseCallPartyConnection ReleaseCallPartyConnection ::= ffs
-- Attach ASE

attach Attach ::=ffs

detach Detach ::= ffs

END
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1.5 Procedures
PRINCIPLE isasfollows:
The SSF procedures are illustrated by means of Finite State Machines (FSMs).

The (call level) finite state machine, presently described in this Recommendation, consists of severa states, which
represent different states of the call.

In some of the call states, another level of finite state machine(s) exists, which will have to be described, and which
represents the state of a connection to one of the parties. This FSM is named "leg level FSM".

Such a "leg level FSM" is "born out" or "dies out" of some of the cal level FSM transitions. Any "event” (e.g. an
operation received) causes a state transition of all relevant FSMs.

The Leg states used are the possible values of the parameter “LegStatus”, are the following:

"IDLE™: connection to the party does not exist;

— "PENDING™: party not connected, and under creation process;
— "UNCONNECTED": party not connected, but in a stable state;

— "CONNECTED™ party connected to another party;

— "INTERACTING": party connected to an SRF.

Appendix 111

Expanded ASN.1 coding
(This appendix does not form an integral part of this Recommendation)

This appendix contains the expanded ASN.1 source of the SCF/SSF/SRF interface.

For ASN.1 type definitions see 2.1.
NOTES
1 "??" asarange value means a network specific value.

2 Theoperations are arranged al phabetically.

activateServiceFiltering OPERATION
ARGUMENT
SEQUENCE {
filteredCall Treatment [O] IMPLICIT SEQUENCE {
sFBillingChargingCharacteristics [0] IMPLICIT OCTET STRING (SIZE (??..7?)),
informationToSend [1] CHOICE {
inbandInfo [0] IMPLICIT SEQUENCE {
messagel D [0] CHOICE {
elementaryMessagel D [0] IMPLICIT INTEGER (0..2147483647),
text [1] IMPLICIT SEQUENCE {
messageContent [0] IMPLICIT |A5String (SIZE (?2..77)),
attributes[1] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL},
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elementaryM essagel Ds[29] IMPLICIT SEQUENCE SIZE (1..??) OF
INTEGER (0..2147483647),
variableM essage [30] IMPLICIT SEQUENCE {
elementaryMessagel D [0] IMPLICIT INTEGER (0..2147483647),
variableParts[1] IMPLICIT SEQUENCE SIZE (1..5) OF
CHOICE {
integer [0] IMPLICIT INTEGER (0..2147483647),
number [1] IMPLICIT OCTET STRING (SIZE (?2..7?)),
time [2] IMPLICIT OCTET STRING (SIZE (2)),
date  [3] IMPLICIT OCTET STRING (SIZE (3)),
price  [4] IMPLICIT OCTET STRING (SIZE (4))}}},
number OfRepetitions[1] IMPLICIT INTEGER (1..127) OPTIONAL,
duration [2] IMPLICIT INTEGER (0..32767) OPTIONAL,
interval [3] IMPLICIT INTEGER (0..32767) OPTIONALY},
tone [1] IMPLICIT SEQUENCE {
tonelD  [0] IMPLICIT INTEGER (0..2147483647),
duration [1] IMPLICIT INTEGER (0..2147483647) OPTIONAL},
displaylnformation [2] IMPLICIT IA5String (SIZE (??..7?))} OPTIONAL,
maximumNumber Of Counters[2] IMPLICIT INTEGER (1..100) OPTIONAL,
releaseCause [3] IMPLICIT OCTET STRING (SIZE (2..7?)) OPTIONAL},
filteringCharacteristics[1] CHOICE {
interval [0] IMPLICIT INTEGER (-1..32000),
number OfCalls[1] IMPLICIT INTEGER (0..2147483647)},
filteringTimeOut [2] CHOICE {
duration [0] IMPLICIT INTEGER (-2..86400),
stopTime[1] IMPLICIT OCTET STRING (SIZE (6))},
filteringCriteria[3] CHOICE {
dialledNumber [0] IMPLICIT OCTET STRING (SIZE (??..7?)),
callingLinelD [1] IMPLICIT OCTET STRING (SIZE (?2..7?)),
serviceKey [2] IMPLICIT INTEGER (0..2147483647),
addressAndService [30] IMPLICIT SEQUENCE {
calledAddressValue[0] IMPLICIT OCTET STRING (SIZE (??..7?)),
serviceKey [1] IMPLICIT INTEGER (0..2147483647),
callingAddressvValue[2] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL,
locationNumber [3] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL}},
startTime [4] IMPLICIT OCTET STRING (SIZE (6)) OPTIONAL,
extensions[5] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}

ERRORS{

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

- systemFailure -- local Value 11,

- taskRefused -- local Value 12,

- unexpectedComponentSequence -- local Value 14,

-- unexpectedParameter -- local Value 16}
::=localValue 42

activityTest OPERATION
::=localValue 55

analysedlnformation OPERATION
ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressl nformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo[1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {

request (0),
notification (1)},
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dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},
trigger Type[2] IMPLICIT ENUMERATED {
featureActivation (0),
verticalServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emergencyService (12),
aFR (13),
sharedl OTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap[0] IMPLICIT OCTET STRING (SIZE (2..?7)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNAccessRelatedI nformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manual CGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type[11] IMPLICIT ENUMERATED {
unknown  (0),

dialPulse (1),
dtmf 2,
isdn ),

isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type} OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL},
dialledDigits[1] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyBusinessGrouplID [2] IMPLICIT OCTET STRING OPTIONAL,
callingPartySubaddress[3] IMPLICIT OCTET STRING OPTIONAL,
callingFacilityGroup [4] CHOICE {
trunkGroupl D [0] IMPLICIT INTEGER,
privateFacilitylD [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,
callingFacilityGroupMember [5] IMPLICIT INTEGER OPTIONAL,
originalCalledPartyl D [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
prefix [7] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL,
redirectingPartyl D [8] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
redirectionlnformation [9] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL,
routeList [10] IMPLICIT SEQUENCE SIZE (1..3) OF
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OCTET STRING (SIZE (??..??)) OPTIONAL,
travellingClassMark [11] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
inore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type} OPTIONAL,
featureCode [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
accessCode[14] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
carrier [15] IMPLICIT OCTET STRING OPTIONAL}

ERRORS{

missingCustomer Record -- local Value 6,
missingParameter -- localValue 7,

parameter OutOfRange -- local Value 8,
systemFailure -- local Value 11,

taskRefused -- local Value 12,
unexpectedComponentSequence -- local Value 14,
unexpectedDataValue -- local Value 15,
unexpectedParameter -- local Value 16}

=localValue 3

analysel nformation OPERATION

ARGUMENT
SEQUENCE {
destinationRoutingAddress[0] IMPLICIT SEQUENCE SIZE (1..3) OF
OCTET STRING (SIZE (?2..7?)),
alertingPattern [1] IMPLICIT OCTET STRING (SIZE (3)) OPTIONAL,
iSDNA ccessRelatedI nformation [2] IMPLICIT OCTET STRING OPTIONAL,
originalCalledPartyl D [3] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
extensions[4] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

callingPartyNumber [5] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
callingPartysCategory [6] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
calledPartyNumber [7] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
chargeNumber [8] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
travellingClassMark [9] IMPLICIT OCTET STRING (SIZE (?2..7?)) OPTIONAL,
carrier [10] IMPLICIT OCTET STRING OPTIONAL}

ERRORS{

missingParameter -- localValue 7,

parameter OutOfRange -- local Value 8,
systemFailure -- local Value 11,

taskRefused -- local Value 12,
unexpectedComponentSequence -- local Value 14,
unexpectedDataValue -- local Value 15,
unexpectedParameter -- local Value 16}

=localValue 28

applyCharging OPERATION

ARGUMENT
SEQUENCE {
aChBillingChargingChar acteristics[0] IMPLICIT OCTET STRING (SIZE (??..77)),
partyToCharge[2] CHOICE {
sendingSidel D [0] IMPLICIT OCTET STRING (SIZE (1)),
receivingSidel D [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
extensions[3] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type} OPTIONAL}
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ERRORS{
-- missingParameter -- localValue 7,
-- unexpectedComponentSequence -- local Value 14,
-- unexpectedParameter -- local Value 16,
-- unexpectedDataVal ue -- local Value 15,
-- parameter OutOfRange -- local Value 8,
-- systemFailure -- local Value 11,
-- taskRefused -- local Value 12}
::=localValue 35

applyChargingReport OPERATION
ARGUMENT

OCTET STRING (SIZE (?2..7?))
ERRORS{
-- missingParameter -- localValue 7,
-- unexpectedComponentSequence -- local Value 14,
-- unexpectedParameter -- local Value 16,
-- unexpectedDataValue -- local Value 15,
-- parameter OutOfRange -- local Value 8,
-- systemFailure -- local Value 11,
-- taskRefused -- localValue 12}
::=localValue 36

assistRequestl nstructions OPERATION
ARGUMENT
SEQUENCE {
correlationID [0] IMPLICIT OCTET STRING (SIZE (??..77)),
iPAvailable [1] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iPSSPCapabilities[2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
extensions[3] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}

ERRORS{

-- missingCustomer Record -- local Value 6,

-- missingParameter -- localValue 7,

-- taskRefused -- localValue 12,

-- unexpectedComponentSequence -- local Value 14,

-- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 16

callGap OPERATION
ARGUMENT
SEQUENCE {
gapCriteria[0] CHOICE {
calledAddressvalue[0] IMPLICIT OCTET STRING (SIZE (?2..27)),
gapOnService[2] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647),
dpCriteria[1] IMPLICIT ENUMERATED {
origAttemptAuthorized (1),
collectedInfo (2),
analysedlnformation (3),
routeSelectFailure (4),
oCalledPartyBusy (5),
oNoAnswer (6),
oAnswer (7),
oMidcCall (8),
oDisconnect (9),
oAbandon (10),
termAttemptAuthorized (12),
tBusy (13),
tNoAnswer (14),
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tAnswer (15),
tMidCall (16),
tDisconnect (17),
tAbandon (18)} OPTIONAL},
calledAddressAndService [29] IMPLICIT SEQUENCE {
calledAddressValue[0] IMPLICIT OCTET STRING (SIZE (??..7?)),
serviceKey [1] IMPLICIT INTEGER (0..2147483647)},
callingAddressAndService [30] IMPLICIT SEQUENCE {
callingAddressvValue [0] IMPLICIT OCTET STRING (SIZE (??..77)),
serviceKey [1] IMPLICIT INTEGER (0..2147483647),
locationNumber [2] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL}},
gaplndicators[1] IMPLICIT SEQUENCE {
duration [0] IMPLICIT INTEGER (-2..86400),
gapinterval [1] IMPLICIT INTEGER (-1..60000)},
controlType[2] IMPLICIT ENUMERATED {
sCPOverloaded (0),
manuallylnitiated (1),
destinationOverload (2)} OPTIONAL,
gapTreatment [3] CHOICE {
informationToSend [0] CHOICE {
inbandinfo [0] IMPLICIT SEQUENCE {
messagel D [0] CHOICE {
elementaryMessagel D [0] IMPLICIT INTEGER (0..2147483647),
text [1] IMPLICIT SEQUENCE {
messageContent [0] IMPLICIT IA5String (SIZE (??..77)),
attributes[1] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONALY},
elementaryMessagel Ds[29] IMPLICIT SEQUENCE SIZE (1..??) OF
INTEGER (0..2147483647),
variableM essage [30] IMPLICIT SEQUENCE {
elementaryMessagel D [0] IMPLICIT INTEGER (0..2147483647),
variableParts[1] IMPLICIT SEQUENCE SIZE (1..5) OF
CHOICE {
integer  [O] IMPLICIT INTEGER (0..2147483647),
number [1] IMPLICIT OCTET STRING (SIZE (??..77)),
time [2] IMPLICIT OCTET STRING (SIZE (2)),
date [3] IMPLICIT OCTET STRING (SIZE (3)),
price [4] IMPLICIT OCTET STRING (SIZE (4))}}},
number OfRepetitions[1] IMPLICIT INTEGER (1..127) OPTIONAL,
duration [2] IMPLICIT INTEGER (0..32767) OPTIONAL,
interval [3] IMPLICIT INTEGER (0..32767) OPTIONAL},
tone[1] IMPLICIT SEQUENCE {
tonelD [O] IMPLICIT INTEGER (0..2147483647),
duration [1] IMPLICIT INTEGER (0..2147483647) OPTIONAL},
displaylnformation [2] IMPLICIT IA5String (SIZE (??..77))},
releaseCause [1] IMPLICIT OCTET STRING (SIZE (2..77)),
both [2] IMPLICIT SEQUENCE {
informationToSend [0] CHOICE {
inbandinfo [0] IMPLICIT SEQUENCE {
messagel D [0] CHOICE {
elementaryMessagel D [0] IMPLICIT INTEGER (0..2147483647),
text [1] IMPLICIT SEQUENCE {
messageContent [0] IMPLICIT [A5String (SIZE (??..?27?)),
attributes[1] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL},
elementaryM essagel Ds[29] IMPLICIT SEQUENCE SIZE (1..??) OF
INTEGER (0..2147483647),
variableM essage [30] IMPLICIT SEQUENCE {
elementaryMessagel D [0] IMPLICIT INTEGER (0..2147483647),
variableParts[1] IMPLICIT SEQUENCE SIZE (1..5) OF
CHOICE {
integer [O] IMPLICIT INTEGER (0..2147483647),
number  [1] IMPLICIT OCTET STRING (SIZE (??..7?)),
time [2] IMPLICIT OCTET STRING (SIZE (2)),
date [3] IMPLICIT OCTET STRING (SIZE (3)),
price [4] IMPLICIT OCTET STRING (SIZE (4))}}},
number OfRepetitions[1] IMPLICIT INTEGER (1..127) OPTIONAL,
duration [2] IMPLICIT INTEGER (0..32767) OPTIONAL,
interval [3] IMPLICIT INTEGER (0..32767) OPTIONAL},
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tone[1] IMPLICIT SEQUENCE {
tonel D [O] IMPLICIT INTEGER (0..2147483647),
duration [1] IMPLICIT INTEGER (0..2147483647) OPTIONAL},
displaylnformation [2] IMPLICIT IA5String (SIZE (??..77))},
releaseCause [1] IMPLICIT OCTET STRING (SIZE (2..7?))}} OPTIONAL,
extensions[4] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}
::=localValue 41
calllnformationReport OPERATION
ARGUMENT
SEQUENCE {
requestedinformationList [0] IMPLICIT SEQUENCE SIZE (1..5) OF
SEQUENCE {

requestedi nformationType[0] IMPLICIT ENUMERATED {
callAttemptElapsedTime (0),
callStopTime (1),
callConnectedElapsedTime (2),
calledAddress (3),
releaseCause (30)},

requestedl nformationValue [1] CHOICE {
callAttemptElapsedTimeValue[0] IMPLICIT INTEGER (0..255),
callStopTimeValue[1] IMPLICIT OCTET STRING (SIZE (6)),

callConnectedElapsedTimeValue [2] IMPLICIT INTEGER (0..2147483647),

calledAddressvValue[3] IMPLICIT OCTET STRING (SIZE (?2..7?)),
releaseCauseValue[30] IMPLICIT OCTET STRING (SIZE (2.2?))},
correlationI D [1] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
extensions[2] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}
::=localValue 44
calllnformationRequest OPERATION
ARGUMENT
SEQUENCE {
requestedi nformationTypeList [0] IMPLICIT SEQUENCE SIZE (1..5) OF
ENUMERATED {

callAttemptElapsedTime (0),

callStopTime (1),

callConnectedElapsedTime (2),

calledAddress (3),

releaseCause (30)},
correlationl D [1] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
extensions[2] IMPLICIT SEQUENCE SIZE (1..??) OF

SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}

ERRORS{

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

-- requestedinfoError -- local Value 10,

-- systemFailure -- local Value 11,

-- taskRefused -- localValue 12,

-- unexpectedComponentSequence -- local Value 14,

-- unexpectedDataVal ue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 45
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cancel OPERATI
ARGUMENT
CHOICE({

invokel D [0] IMPLICIT INTEGER (-128..127),

ON

allRequests[1] IMPLICIT NULL}

ERRORS{

-- cancelFailed -- localValue 1,
-- missingParameter -- localValue 7,
-- taskRefused -- localValue 12}

::=localValue 53

cancel StatusReportRequest OPERATION

ARGUMENT

SEQUENCE {
resourcel D [0] CHOICE {

linelD [0] IMPLICIT OCTET STRING (SIZE (?2..7?)),

facilityGroupl D [1] CHOICE {

trunkGroupl D [0] IMPLICIT INTEGER,
privateFacilityl D [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING},
facilityGroupMember 1D [2] IMPLICIT INTEGER,
trunkGroupl D [3] IMPLICIT INTEGER} OPTIONAL,
extensions[1] IMPLICIT SEQUENCE SIZE (1..??) OF

SEQUENCE {
type INTEGER,
criticality ENUMERATED {

val
ERRORS{

ignore  (0),
abort (1)} DEFAULT ignore,
ue [1] ANY DEFINED BY type } OPTIONAL}

-- cancelFailed -- localValue 1,
-- missingParameter -- localValue 7,
-- taskRefused -- localValue 12}

;= localValue 54

collectedl nformation OPERATION

ARGUMENT

SEQUENCE {

dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {

serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,

miscCallinfo [1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {

trigger Type[2] IMPLICIT ENUMERATED {

request (0),
notification (1)},

dpAssignment [1] IMPLICIT ENUMERATED {

individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},

featureActivation (0),
vertical ServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emer gencyService (12),
aFR (13),
sharedlOTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),

tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
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termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..?77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNA ccessRelatedInformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manual CGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL},
dialledDigits[1] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyBusinessGroupl D [2] IMPLICIT OCTET STRING OPTIONAL,
callingPartySubaddress[3] IMPLICIT OCTET STRING OPTIONAL,
callingFacilityGroup [4] CHOICE {
trunkGrouplD [0] IMPLICIT INTEGER,
privateFacilitylD [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,
callingFacilityGroupMember [5] IMPLICIT INTEGER OPTIONAL,
originalCalledPartyI D [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
prefix [7] IMPLICIT OCTET STRING (SIZE (??..77)) OPTIONAL,
redirectingPartyl D [8] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
redirectionlnformation [9] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL,
travellingClassMark [10] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL,
extensions[11] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

featureCode[12] IMPLICIT OCTET STRING (SIZE (?2..7?)) OPTIONAL,
accessCode[13] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
carrier [14] IMPLICIT OCTET STRING OPTIONAL}

ERRORS{

missingCustomer Record -- local Value 6,
missingParameter -- localValue 7,

parameter OutOfRange -- local Value 8,
systemFailure -- local Value 11,

taskRefused -- local Value 12,
unexpectedComponentSequence -- local Value 14,
unexpectedDataValue -- local Value 15,
unexpectedParameter -- local Value 16}
::=localValue 2
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collectlnformation OPERATION

ARGUMENT
SEQUENCE {
alertingPattern [0] IMPLICIT OCTET STRING (SIZE (3)) OPTIONAL,
numberingPlan [1] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
originalCalledPartyl D [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
travellingClassMark [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
extensions[4] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

callingPartyNumber [5] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
dialledDigits[6] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL}

ERRORS{

missingParameter -- localValue 7,

parameter OutOfRange -- local Value 8,
systemFailure -- local Value 11,

taskRefused -- local Value 12,
unexpectedComponentSequence -- local Value 14,
unexpectedDataValue -- local Value 15,
unexpectedParameter -- local Value 16}

::=localValue 27

connect OPERATION

ARGUMENT
SEQUENCE {

destinationRoutingAddress[0] IMPLICIT SEQUENCE SIZE (1..3) OF

OCTET STRING (SIZE (?2..7?)),
alertingPattern [1] IMPLICIT OCTET STRING (SIZE (3)) OPTIONAL,
correlationID [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
cutAndPaste [3] IMPLICIT INTEGER (0..22) OPTIONAL,
forwardingCondition [4] IMPLICIT ENUMERATED {

busy (0),

noanswer (1),

any (2)} OPTIONAL,
iSDNAccessRelatedI nformation [5] IMPLICIT OCTET STRING OPTIONAL,
originalCalledPartyl D [6] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
routeList [7] IMPLICIT SEQUENCE SIZE (1..3) OF

OCTET STRING (SIZE (??..2?)) OPTIONAL,
scfID [8] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
travellingClassMark [9] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
extensions[10] IMPLICIT SEQUENCE SIZE (1..??) OF

SEQUENCE {

type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

carrier [11] IMPLICIT OCTET STRING OPTIONAL,

servicel nteractionlndicators[26] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [27] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
callingPartysCategory [28] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
redirectingPartylD [29] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
redirectionlnformation [30] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL}

ERRORS{

missingParameter -- localValue 7,

parameter OutOfRange -- localValue 8,
systemFailure -- local Value 11,

taskRefused -- local Value 12,
unexpectedComponentSequence -- local Value 14,
unexpectedDataValue -- local Value 15,
unexpectedParameter -- local Value 16}

::=localValue 20
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connectToResource OPERATION
ARGUMENT
SEQUENCE {
resour ceAddress CHOICE {
ipRoutingAddress[0] IMPLICIT OCTET STRING (SIZE (??..7?)),
leglD [1] CHOICE {
sendingSidel D [0] IMPLICIT OCTET STRING (SIZE (1)),
receivingSidel D [1] IMPLICIT OCTET STRING (SIZE (1))},
both [2] IMPLICIT SEQUENCE {
ipRoutingAddress[0] IMPLICIT OCTET STRING (SIZE (??..77)),
leglD [1] CHOICE {
sendingSidel D [0] IMPLICIT OCTET STRING (SIZE (1)),
receivingSidel D [1] IMPLICIT OCTET STRING (SIZE (1))}},
none[3] IMPLICIT NULL},
extensions [4] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

servicel nteractionindicators[30] IMPLICIT OCTET STRING (SIZE (??..77)) OPTIONAL}
ERRORS{
-- missingParameter -- localValue 7,
- systemFailure -- local Value 11,
- taskRefused -- local Value 12,
- unexpectedComponentSequence -- local Value 14,
- unexpectedDataValue -- local Value 15,
-- unexpectedParameter -- local Value 16}
::=localValue 19

continue OPERATION
;= localValue 31

disconnectForwardConnection OPERATION
ERRORS{

-- systemFailure -- local Value 11,

-- taskRefused -- local Value 12,

-- unexpectedComponentSequence -- local Value 14}
::=localValue 18

establishTemporaryConnection OPERATION
ARGUMENT
SEQUENCE {
assistingSSPIPRoutingAddress [0] IMPLICIT OCTET STRING (SIZE (?2..77)),
correlationID [1] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
leglD [2] CHOICE {
sendingSidel D [0] IMPLICIT OCTET STRING (SIZE (1)),
receivingSidel D [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
scfID [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
extensions[4] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

carrier  [5] IMPLICIT OCTET STRING OPTIONAL,
servicel nteractionlndicators[30] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL}

ERRORS{

-- €TCFailed -- localValue 3,

-- missingParameter -- localValue 7,

- systemFailure -- local Value 11,

- taskRefused -- local Value 12,

- unexpectedComponentSequence -- local Value 14,

-- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}

::=localValue 17
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eventNotificationCharging OPERATION
ARGUMENT
SEQUENCE {
eventTypeCharging [0] IMPLICIT OCTET STRING (SIZE (??..77)),
eventSpecificl nformationCharging [1] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
leglD [2] CHOICE {
sendingSidel D [0] IMPLICIT OCTET STRING (SIZE (1)),
receivingSidel D [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
extensions[3] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

monitorMode [30] IMPLICIT ENUMERATED {
interrupted (0),
notifyAndContinue (1),
transparent (2)} DEFAULT notifyAndContinue }
::=localValue 26

eventReportBCSM OPERATION
ARGUMENT
SEQUENCE {
eventTypeBCSM [0] IMPLICIT ENUMERATED {
origAttemptAuthorized (1),
collectedInfo (2),
analysedlnformation (3),
routeSelectFailure (4),
oCalledPartyBusy (5),
oNoAnswer (6),
oAnswer (7),
oMidCall (8),
oDisconnect (9),
oAbandon (10),
termAttemptAuthorized (12),
tBusy (13),
tNoAnswer (14),
tAnswer (15),
tMidCall (16),
tDisconnect (17),
tAbandon (18)},
bcsmEventCorrelationI D [1] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
eventSpecificlnformationBCSM [2] CHOICE {
collectedl nfoSpecificlnfo [0] IMPLICIT SEQUENCE {
calledPartynumber [O] IMPLICIT OCTET STRING (SIZE (??..2?))},
analyzedl nfoSpecificlnfo [1] IMPLICIT SEQUENCE {
calledPartynumber [O] IMPLICIT OCTET STRING (SIZE (??..2?))},
routeSelectFailureSpecificlnfo [2] IMPLICIT SEQUENCE {
failureCause[0] IMPLICIT OCTET STRING (SIZE (2..7?)) OPTIONALY},
oCalledPartyBusySpecificlnfo [3] IMPLICIT SEQUENCE {
busyCause[0] IMPLICIT OCTET STRING (SIZE (2..??)) OPTIONALY},
oNoAnswer Specificlnfo [4] IMPLICIT SEQUENCE {},
oAnswer Specificlnfo [5] IMPLICIT SEQUENCE {},
oMidCallSpecificinfo [6] IMPLICIT SEQUENCE {
connectTime[0] IMPLICIT INTEGER (0..2147483647) OPTIONAL},
oDisconnectSpecificlnfo [7] IMPLICIT SEQUENCE {
releaseCause [0] IMPLICIT OCTET STRING (SIZE (2..7?)) OPTIONAL,
connectTime[1] IMPLICIT INTEGER (0..2147483647) OPTIONAL},
tBusySpecificlnfo [8] IMPLICIT SEQUENCE {
busyCause[0] IMPLICIT OCTET STRING (SIZE (2..??)) OPTIONALY},
tNoAnswer Specificlnfo [9] IMPLICIT SEQUENCE {},
tAnswer Specificlnfo [10] IMPLICIT SEQUENCE {},
tMidCallSpecificinfo [11] IMPLICIT SEQUENCE {
connectTime[0] IMPLICIT INTEGER (0..2147483647) OPTIONAL},
tDisconnectSpecificinfo [12] IMPLICIT SEQUENCE {
releaseCause [0] IMPLICIT OCTET STRING (SIZE (2..7?)) OPTIONAL,
connectTime[1] IMPLICIT INTEGER (0..2147483647) OPTIONAL}} OPTIONAL,

Recommendation Q.1218

(10/95)

391



leglD [3] CHOICE{
sendingSidel D [0] IMPLICIT OCTET STRING (SIZE (1)),
receivingSidel D [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
miscCalllnfo[4] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL} DEFAULT {
messageTyperequest  },
extensions[5] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}
::=localValue 24
furnishChargingl nformation OPERATION
ARGUMENT
OCTET STRING (SIZE (??..7?))
ERRORS{

-- missingParameter -- localValue 7,

-- taskRefused -- localValue 12,

-- unexpectedComponentSequence -- local Value 14,
-- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 34

holdCalllnNetwork OPERATION
ARGUMENT
CHOICE {
holdcause [0] IMPLICIT OCTET STRING,
empty [1] IMPLICIT NULL}
ERRORS{
-- missingParameter -- localValue 7,
-- systemFailure -- local Value 11,
-- taskRefused -- localValue 12,
-- unexpectedComponentSequence -- local Value 14,
-- unexpectedDataValue -- local Value 15,
-- unexpectedParameter -- local Value 16}
::=localValue 21

initialDP OPERATION
ARGUMENT
SEQUENCE {

serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
dialledDigits[1] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
callingPar tyBusinessGroup! D [4] IMPLICIT OCTET STRING OPTIONAL,
callingPartysCategory [5] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
callingPartySubaddress[6] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [7] IMPLICIT ENUMERATED {

noCGencountered (0),

manualCGencountered (1),

scpOverload (2)} OPTIONAL,
iPSSPCapabilities[8] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable[9] IMPLICIT OCTET STRING (SIZE (??..77)) OPTIONAL,
locationNumber [10] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
miscCalllnfo [11] IMPLICIT SEQUENCE {

messageType [0] IMPLICIT ENUMERATED {

request (0),
notification (1)},
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dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL} OPTIONAL,
originalCalledPartyl D [12] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
serviceProfilel dentifier [13] IMPLICIT OCTET STRING OPTIONAL,
terminal Type [14] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[15] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

trigger Type [16] IMPLICIT ENUMERATED {

featureActivation (0),

vertical ServiceCode (1),

customizedAccess (2),

customizedl ntercom (3),

emer gencyService (12),

aFR (13),

sharedlOTrunk (14),

offHookDelay (17),

channelSetupPRI (18),

tNoAnswer (25),

tBusy (26),

oCalledPartyBusy (27),

oNoAnswer (29),

originationAttemptAuthorized (30),

oAnswer (31),

oDisconnect (32),

termAttemptAuthorized (33),

tAnswer (34),

tDisconnect (35)} OPTIONAL,
highL ayer Compatibility [23] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL,
servicel nteractionlndicators[24] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
additionalCallingPartyNumber [25] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
forwardCalllndicators[26] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL,
bear er Capability [27] CHOICE {

bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),

tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
eventTypeBCSM [28] IMPLICIT ENUMERATED {

origAttemptAuthorized (1),

collectedInfo (2),

analysedlnformation (3),

routeSelectFailure (4),

oCalledPartyBusy (5),

oNoAnswer (6),

oAnswer (7),

oMidCall (8),

oDisconnect (9),

oAbandon (10),

termAttemptAuthorized (12),

tBusy (13),

tNoAnswer (14),

tAnswer (15),

tMidCall (16),

tDisconnect (17),

tAbandon (18)} OPTIONAL,
redirectingPartyl D [29] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
redirectionlnformation [30] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL}
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ERRORS{
-- missingCustomer Record -- local Value 6,
-- missingParameter -- localValue 7,
-- parameter OutOfRange -- local Value 8,
-- systemFailure -- local Value 11,
-- taskRefused -- localValue 12,
-- unexpectedComponentSequence -- local Value 14,
-- unexpectedDataVal ue -- local Value 15,
-- unexpectedParameter -- local Value 16}
::=localValue 0

initiateCallAttempt OPERATION
ARGUMENT
SEQUENCE {
destinationRoutingAddress[0] IMPLICIT SEQUENCE SIZE (1..3) OF
OCTET STRING (SIZE (??..7?)),
alertingPattern [1] IMPLICIT OCTET STRING (SIZE (3)) OPTIONAL,
iSDNAccessRelatedI nformation [2] IMPLICIT OCTET STRING OPTIONAL,
travellingClassMark [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
extensions[4] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

servicel nteractionlndicators[29] IMPLICIT OCTET STRING (SIZE (??..77?)) OPTIONAL,
callingPartyNumber [30] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL}

ERRORS{

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

- systemFailure -- local Value 11,

- taskRefused -- local Value 12,

- unexpectedComponentSequence -- local Value 14,

- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}

::=localValue 32

oAnswer OPERATION
ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo[1] IMPLICIT SEQUENCE {

messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},

dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},

trigger Type[2] IMPLICIT ENUMERATED {
featureActivation (0),
verticalServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emer gencyService (12),
aFR (13),
sharedlOTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
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originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iPAvailable[6] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iSDNAccessRelatedI nformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manualCGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminalType[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL},
callingPartyBusinessGroup! D [1] IMPLICIT OCTET STRING OPTIONAL,
callingPartySubaddress[2] IMPLICIT OCTET STRING OPTIONAL,
callingFacilityGroup [3] CHOICE {
trunkGrouplD [0] IMPLICIT INTEGER,
privateFacilitylD [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,
callingFacilityGroupMember [4] IMPLICIT INTEGER OPTIONAL,
originalCalledPartyl D [5] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
redirectingPartyl D [6] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
redirectionl nformation [7] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL,
routeList [8] IMPLICIT SEQUENCE SIZE (1..3) OF
OCTET STRING (SIZE (??..7?)) OPTIONAL,
travellingClassMark [9] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
extensions [10] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value  [1] ANY DEFINED BY type } OPTIONAL}
ERRORS{
-- missingCustomer Record -- local Value 6,
-- missingParameter -- localValue 7,
-- parameter OutOfRange -- local Value 8,
-- systemFailure -- local Value 11,
-- taskRefused -- localValue 12,
-- unexpectedComponentSequence -- local Value 14,
-- unexpectedDataVal ue -- local Value 15,
-- unexpectedParameter -- local Value 16}
::=localValue 7
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oCalledPartyBusy OPERATION
ARGUMENT

396

SEQUENCE {

dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo[1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},
trigger Type[2] IMPLICIT ENUMERATED {
featureActivation (0),
verticalServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emer gencyService (12),
aFR (13),
sharedlOTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,

callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,

callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable[6] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iSDNA ccessRelatedInformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manualCGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL},
busyCause[1] IMPLICIT OCTET STRING (SIZE (2..??)) OPTIONAL,
callingPartyBusinessGrouplID [2] IMPLICIT OCTET STRING OPTIONAL,
callingPartySubaddress[3] IMPLICIT OCTET STRING OPTIONAL,
callingFacilityGroup [4] CHOICE {
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trunkGrouplD [0] IMPLICIT INTEGER,
privateFacilityl D [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,
callingFacilityGroupMember [5] IMPLICIT INTEGER OPTIONAL,
originalCalledPartyl D [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
prefix [7] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
redirectingPartylD [8] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL,
redirectioninformation [9] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL,
routeList [10] IMPLICIT SEQUENCE SIZE (1..3) OF
OCTET STRING (SIZE (?2..2?)) OPTIONAL,
travellingClassMark [11] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
carrier [13] IMPLICIT OCTET STRING OPTIONAL}

ERRORS{

-- missingCustomer Record -- local Value 6,

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

-- systemFailure -- local Value 11,

-- taskRefused -- localValue 12,

-- unexpectedComponentSequence -- local Value 14,

-- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 5

oDisconnect OPERATION
ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo[1] IMPLICIT SEQUENCE {

messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},

dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONALY},

trigger Type[2] IMPLICIT ENUMERATED {
featureActivation (0),
verticalServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emer gencyService (12),
aFR (13),
sharedlOTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
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bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..7?)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (?2..7?)) OPTIONAL,
iPAvailable[6] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
iSDNA ccessRelatedI nformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manualCGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value[1] ANY DEFINED BY type } OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL},
callingPartyBusinessGroupl D [1] IMPLICIT OCTET STRING OPTIONAL,
callingPartySubaddress[2] IMPLICIT OCTET STRING OPTIONAL,
callingFacilityGroup [3] CHOICE {
trunkGroupl D [0] IMPLICIT INTEGER,
privateFacilityl D [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,
callingFacilityGroupMember [4] IMPLICIT INTEGER OPTIONAL,
releaseCause [5] IMPLICIT OCTET STRING (SIZE (2..77)) OPTIONAL,
routeList [6] IMPLICIT SEQUENCE SIZE (1..3) OF
OCTET STRING (SIZE (??..7?)) OPTIONAL,
extensions[7] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value  [1] ANY DEFINED BY type } OPTIONAL,
carrier [8] IMPLICIT OCTET STRING OPTIONAL,
connectTime[9] IMPLICIT INTEGER (0..2147483647) OPTIONAL}
ERRORS{
-- missingCustomer Record -- local Value 6,
-- missingParameter -- localValue 7,
-- parameter OutOfRange -- local Value 8,
- systemFailure -- local Value 11,
- taskRefused -- local Value 12,
- unexpectedComponentSequence -- local Value 14,
- unexpectedDataValue -- local Value 15,
- unexpectedParameter -- local Value 16}
::=localValue 8

oMidCall OPERATION
ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {
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serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo [1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},
trigger Type[2] IMPLICIT ENUMERATED {
featureActivation (0),
verticalServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emer gencyService (12),
aFR (13),
sharedlOTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iPAvailable [6] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iSDNAccessRelatedI nformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manualCGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminalType[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL},
calledPartyBusinessGroupl D [1] IMPLICIT OCTET STRING OPTIONAL,
calledPartySubaddress[2] IMPLICIT OCTET STRING OPTIONAL,
callingPartyBusinessGrouplD [3] IMPLICIT OCTET STRING OPTIONAL,
callingPartySubaddress[4] IMPLICIT OCTET STRING OPTIONAL,
featureRequestindicator [5] IMPLICIT ENUMERATED {
hold (0),
retrieve (1),
featureActivation (2),
sparel (3),
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sparen (127)} OPTIONAL,
extensions [6] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value  [1] ANY DEFINED BY type } OPTIONAL,
carrier [7 IMPLICIT OCTET STRING OPTIONAL}
ERRORS{
-- missingCustomer Record -- local Value 6,
-- missingParameter -- localValue 7,
-- parameter OutOfRange -- local Value 8,
-- systemFailure -- local Value 11,
-- taskRefused -- localValue 12,
-- unexpectedComponentSequence -- local Value 14,
-- unexpectedDataVal ue -- local Value 15,
-- unexpectedParameter -- local Value 16}
::=localValue 14

oNoAnswer OPERATION
ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo[1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},
trigger Type[2] IMPLICIT ENUMERATED {
featureActivation (0),
vertical ServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emer gencyService (12),
aFR (13),
sharedlOTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iPAvailable [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNAccessRelatedI nformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manualCGencountered (1),
scpOverload (2)} OPTIONAL,
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ERRORS{

missingCustomer Record -- local Value 6,
missingParameter -- localValue 7,

parameter OutOfRange -- local Value 8,
systemFailure -- local Value 11,

taskRefused -- local Value 12,
unexpectedComponentSequence -- local Value 14,
unexpectedDataValue -- local Value 15,
unexpectedParameter -- local Value 16}

locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type [11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL},
callingPartyBusinessGrouplID [1] IMPLICIT OCTET STRING OPTIONAL,
callingPartySubaddress[2] IMPLICIT OCTET STRING OPTIONAL,
callingFacilityGroup [3] CHOICE {
trunkGroupl D [0] IMPLICIT INTEGER,
privateFacilitylD [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,
callingFacilityGroupMember [4] IMPLICIT INTEGER OPTIONAL,
originalCalledPartyl D [5] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
prefix [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
redirectingPartylD [7] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
redirectionlnformation [8] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL,
routeList [9] IMPLICIT SEQUENCE SIZE (1..3) OF
OCTET STRING (SIZE (??..??)) OPTIONAL,
travellingClassMark [10] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL,
extensions[11] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
carrier [12] IMPLICIT OCTET STRING OPTIONAL}

::=localValue 6

originationAttemptAuthorized OPERATION

ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {

serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo [1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},
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trigger Type [2] IMPLICIT ENUMERATED {
featureActivation (0),
verticalServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emergencyService (12),
aFR (13),
sharedl OTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..7?)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,

callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,

callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNAccessRelatedI nformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manual CGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL},
dialledDigits[1] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyBusinessGrouplID [2] IMPLICIT OCTET STRING OPTIONAL,
callingPartySubaddress[3] IMPLICIT OCTET STRING OPTIONAL,
callingFacilityGroup [4] CHOICE {
trunkGroupl D [0] IMPLICIT INTEGER,
privateFacilityl D [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,
callingFacilityGroupMember [5] IMPLICIT INTEGER OPTIONAL,
travellingClassMark [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
extensions[7] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

carrier [8] IMPLICIT OCTET STRING OPTIONAL}

Recommendation Q.1218  (10/95)



ERRORS{

missingCustomer Record -- local Value 6,
missingParameter -- localValue 7,

parameter OutOfRange -- local Value 8,
systemFailure -- local Value 11,

taskRefused -- local Value 12,
unexpectedComponentSequence -- local Value 14,
unexpectedDataValue -- local Value 15,
unexpectedParameter -- local Value 16}

=localValuel

playAnnouncement OPERATION

ARGUMENT
SEQUENCE {
informationT oSend [0] CHOICE {
inband!Info [0] IMPLICIT SEQUENCE {
messagel D [0] CHOICE {

dlementaryMessagel D [0] IMPLICIT INTEGER (0..2147483647),

text [1] IMPLICIT SEQUENCE {

messageContent [0] IMPLICIT IA5String (SIZE (??..27)),
attributes[1] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONALY},
elementaryM essagel Ds[29] IMPLICIT SEQUENCE SIZE (1..??) OF

INTEGER (0..2147483647),

variableM essage [30] IMPLICIT SEQUENCE {

elementaryMessagel D [0] IMPLICIT INTEGER (0..2147483647),
variableParts[1] IMPLICIT SEQUENCE SIZE (1..5) OF

CHOICE{

integer [O] IMPLICIT INTEGER (0..2147483647),
number [1] IMPLICIT OCTET STRING (SIZE (?2..7?)),
time[2] IMPLICIT OCTET STRING (SIZE (2)),
date[3] IMPLICIT OCTET STRING (SIZE (3)),
price[4] IMPLICIT OCTET STRING (SIZE (4))}}},
number OfRepetitions[1] IMPLICIT INTEGER (1..127) OPTIONAL,
duration [2] IMPLICIT INTEGER (0..32767) OPTIONAL,
interval [3] IMPLICIT INTEGER (0..32767) OPTIONAL},
tone[1] IMPLICIT SEQUENCE {
tonelD [0] IMPLICIT INTEGER (0..2147483647),
duration [1] IMPLICIT INTEGER (0..2147483647) OPTIONAL},
displaylnformation [2] IMPLICIT |A5String (SIZE (?2..79))},
disconnectFroml PForbidden [1] IMPLICIT BOOLEAN DEFAULT TRUE,
requestAnnouncementComplete[2] IMPLICIT BOOLEAN DEFAULT TRUE,
extensions[3] IMPLICIT SEQUENCE SIZE (1..??) OF

SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore  (0),
abort (1)} DEFAULT ignore,

value [1] ANY DEFINED BY type } OPTIONAL}

ERRORS{

canceled -- localValue O,

missingParameter -- localValue 7,

parameter OutOfRange -- localValue 8,
systemFailure -- local Value 11,

taskRefused -- local Value 12,
unexpectedComponentSequence -- local Value 14,
unexpectedDataValue -- local Value 15,
unexpectedParameter -- localValue 16,
unavailableResource -- local Value 13}

LINKED {

specializedResour ceReport -- local Value 49}

::=localValue 47

promptAndCollectUser I nformation OPERATION

ARGUMENT
SEQUENCE {
collectedlnfo [0] CHOICE {
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collectedDigits[0] IMPLICIT SEQUENCE {
minimumNbOfDigits[0] IMPLICIT INTEGER (1..127) DEFAULT 1,
maximumNbOfDigits[1] IMPLICIT INTEGER (1..127),
endOfReplyDigit [2] IMPLICIT OCTET STRING (SIZE (1..2)) OPTIONAL,
cancelDigit [3] IMPLICIT OCTET STRING (SIZE (1..2)) OPTIONAL,
startDigit [4] IMPLICIT OCTET STRING (SIZE (1..2)) OPTIONAL,
firstDigitTimeOut [5] IMPLICIT INTEGER (1..127) OPTIONAL,
inter DigitTimeOut [6] IMPLICIT INTEGER (1..127) OPTIONAL,
errorTreatment [7] IMPLICIT ENUMERATED {
reportErrorToScf (0),
help (1),
repeatPrompt (2)} DEFAULT reportError ToScf ,
interruptableAnnind [8] IMPLICIT BOOLEAN DEFAULT TRUE,
voicel nformation [9] IMPLICIT BOOLEAN DEFAULT FALSE,
voiceBack [10] IMPLICIT BOOLEAN DEFAULT FALSE},
iA5Information [1] IMPLICIT BOOL EAN},
disconnectFroml PForbidden [1] IMPLICIT BOOLEAN DEFAULT TRUE,
informationToSend [2] CHOICE {
inbandInfo [0] IMPLICIT SEQUENCE {
messagel D [0] CHOICE {
elementaryMessagel D [0] IMPLICIT INTEGER (0..2147483647),
text [1] IMPLICIT SEQUENCE {
messageContent [0] IMPLICIT IA5String (SIZE (??..77)),
attributes[1] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL},
elementaryM essagel Ds[29] IMPLICIT SEQUENCE SIZE (1..??) OF
INTEGER (0..2147483647),
variableMessage [30] IMPLICIT SEQUENCE {
elementaryMessagel D [0] IMPLICIT INTEGER (0..2147483647),
variableParts[1] IMPLICIT SEQUENCE SIZE (1..5) OF
CHOICE {
integer [0] IMPLICIT INTEGER (0..2147483647),
number [1] IMPLICIT OCTET STRING (SIZE (??..7?)),
time[2] IMPLICIT OCTET STRING (SIZE (2)),
date[3] IMPLICIT OCTET STRING (SIZE (3)),
price[4] IMPLICIT OCTET STRING (SIZE (4))}}},
number OfRepetitions[1] IMPLICIT INTEGER (1..127) OPTIONAL,
duration [2] IMPLICIT INTEGER (0..32767) OPTIONAL,
interval [3] IMPLICIT INTEGER (0..32767) OPTIONAL},
tone[1] IMPLICIT SEQUENCE {
tonelD [O] IMPLICIT INTEGER (0..2147483647),
duration [1] IMPLICIT INTEGER (0..2147483647) OPTIONAL},
displaylnformation [2] IMPLICIT IA5String (SIZE (??..7?))} OPTIONAL,
extensions[3] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}
RESULT
CHOICE {

digitsResponse [0] IMPLICIT OCTET STRING (SIZE (?2..77)),
iASResponse [1] IMPLICIT IA5String }
ERRORS{
-- canceled -- localValue 0,
-- improper Caller Response -- local Value 4,
-- missingParameter -- localValue 7,
-- parameter OutOfRange -- local Value 8,
-- systemFailure -- local Value 11,
-- taskRefused -- localValue 12,
-- unexpectedComponentSequence -- local Value 14,
-- unavailableResource -- |ocal Value 13,
-- unexpectedDataValue -- local Value 15,
-- unexpectedParameter -- local Value 16}
::=localValue 48
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releaseCall OPERATION
ARGUMENT
OCTET STRING (SIZE (2..7?))
::=localValue 22

requestCurrentStatusReport OPERATION
ARGUMENT
CHOICE {
linelD [0] IMPLICIT OCTET STRING (SIZE (??..77)),
facilityGroupl D [1] CHOICE {
trunkGrouplD [0] IMPLICIT INTEGER,
privateFacilitylD [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING},
facilityGroupMemberID [2] IMPLICIT INTEGER,
trunkGrouplD [3] IMPLICIT INTEGER}
RESULT
SEQUENCE {
resourceStatus[0] IMPLICIT ENUMERATED {
busy (0),
idle (1)},
resourcel D [1] CHOICE{
linelD [0] IMPLICIT OCTET STRING (SIZE (??..77)),
facilityGroupl D [1] CHOICE {
trunkGrouplD [0] IMPLICIT INTEGER,
privateFacilityl D [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING},
facilityGroupMemberID [2] IMPLICIT INTEGER,
trunkGrouplD [3] IMPLICIT INTEGER} OPTIONAL,
extensions[2] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}

ERRORS{

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

-- systemFailure -- local Value 11,

-- taskRefused -- localValue 12,

-- unexpectedComponentSequence -- local Value 14,
-- unexpectedParameter -- local Value 16,

-- unknownResour ce -- local Value 18}
::=localValue 37

requestEveryStatusChangeReport OPERATION
ARGUMENT
SEQUENCE {
resourcel D [0] CHOICE {
linelD [0] IMPLICIT OCTET STRING (SIZE (??..?7)),
facilityGroupl D [1] CHOICE {
trunkGroupl D [0] IMPLICIT INTEGER,
privateFacilitylD [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING},
facilityGroupMemberID [2] IMPLICIT INTEGER,
trunkGroupl D [3] IMPLICIT INTEGERY},
correlationI D [1] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
monitor Duration [2] IMPLICIT INTEGER (-2..86400) OPTIONAL,
extensions[3] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}
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ERRORS{

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

- systemFailure -- local Value 11,

- taskRefused -- local Value 12,

- unexpectedComponentSequence -- local Value 14,
- unexpectedParameter -- localValue 16,

-- unknownResour ce -- local Value 18}
::=localValue 38

requestFirstStatusM atchReport OPERATION
ARGUMENT
SEQUENCE {
resourcel D [0] CHOICE {
linelD [0] IMPLICIT OCTET STRING (SIZE (??..?7)),
facilityGroupl D [1] CHOICE {
trunkGrouplD [0] IMPLICIT INTEGER,
privateFacilitylD [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING},
facilityGroupMemberID [2] IMPLICIT INTEGER,
trunkGrouplD [3] IMPLICIT INTEGER} OPTIONAL,
resourceStatus[1] IMPLICIT ENUMERATED {
busy (0),
idle (1)} OPTIONAL,
correlationID [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
monitor Duration [3] IMPLICIT INTEGER (-2..86400) OPTIONAL,
extensions[4] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

bear er Capability [5] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..27)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL}
ERRORS{
-- missingParameter -- localValue 7,
-- parameter OutOfRange -- local Value 8,
- systemFailure -- local Value 11,
- taskRefused -- local Value 12,
-- unexpectedComponentSequence -- local Value 14,
- unexpectedParameter -- localValue 16,
-- unknownResour ce -- local Value 18}
::=localValue 39

requestNotificationChar gingevent OPERATION
ARGUMENT
SEQUENCE SIZE (1..7?) OF
SEQUENCE {
eventTypeCharging [0] IMPLICIT OCTET STRING (SIZE (?22..27)),
monitorMode [1] IMPLICIT ENUMERATED {
interrupted (0),
notifyAndContinue (1),
transparent (2)},
leglD [2] CHOICE {
sendingSidel D [0] IMPLICIT OCTET STRING (SIZE (1)),
receivingSidel D [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL}
ERRORS{
-- missingParameter -- localValue 7,
-- parameter OutOfRange -- local Value 8,
-- systemFailure -- localValue 11,
-- taskRefused -- localValue 12,
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-- unexpectedComponentSequence -- local Value 14,
-- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 25

requestReportBCSM Event OPERATION
ARGUMENT
SEQUENCE {
bcsmEvents[0] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
eventTypeBCSM [0] IMPLICIT ENUMERATED {
origAttemptAuthorized (1),
collectedInfo (2),
analysedl nformation (3),
routeSelectFailure (4),
oCalledPartyBusy (5),
oNoAnswer (6),
oAnswer (7),
oMidcCall (8),
oDisconnect (9),
oAbandon (10),
termAttemptAuthorized (12),
tBusy (13),
tNoAnswer (14),
tAnswer (15),
tMidCall (16),
tDisconnect (17),
tAbandon (18)},
monitorMode [1] IMPLICIT ENUMERATED {
interrupted (0),
notifyAndContinue (1),
transparent (2)},
legl D [2] CHOICE {
sendingSidel D [0] IMPLICIT OCTET STRING (SIZE (1)),
receivingSidel D [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
dpSpecificCriteria[30] CHOICE {
number OfDigits[0] IMPLICIT INTEGER (1..255),
applicationTimer [1] IMPLICIT INTEGER (0..2047)} OPTIONALY},
besmEventCorreationl D [1] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
extensions[2] IMPLICIT SEQUENCE SIZE (1..7?) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}

ERRORS{

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

- systemFailure -- local Value 11,

- taskRefused -- local Value 12,

- unexpectedComponentSequence -- local Value 14,

- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 23

resetTimer OPERATION
ARGUMENT
SEQUENCE {
timerID [0] IMPLICIT ENUMERATED {
tssf (0)} DEFAULT tssf
timervalue[1] IMPLICIT INTEGER (0..2147483647),
extensions[2] IMPLICIT SEQUENCE SIZE (1..7?) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}
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ERRORS{

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

- taskRefused -- local Value 12,

- unexpectedComponentSequence -- local Value 14,
- unexpectedDataValue -- local Value 15,

- unexpectedParameter -- local Value 16}
::=localValue 33

routeSelectFailure OPERATION
ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo[1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},
trigger Type[2] IMPLICIT ENUMERATED {
featureActivation (0),
vertical ServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emergencyService (12),
aFR (13),
sharedlOTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNAccessRelatedI nformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manual CGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
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ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,

servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL},
dialledDigits[1] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyBusinessGrouplID [2] IMPLICIT OCTET STRING OPTIONAL,
callingPartySubaddress[3] IMPLICIT OCTET STRING OPTIONAL,
callingFacilityGroup [4] CHOICE {

trunkGroupl D [0] IMPLICIT INTEGER,

privateFacilitylD [1] IMPLICIT INTEGER,

huntGroup [2] IMPLICIT OCTET STRING,

routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,
callingFacilityGroupMember [5] IMPLICIT INTEGER OPTIONAL,
failureCause[6] IMPLICIT OCTET STRING (SIZE (2..??)) OPTIONAL,
originalCalledPartyl D [7] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
prefix [8] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
redirectingPartyl D [9] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
redirectionlnformation [10] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL,
routeList [11] IMPLICIT SEQUENCE SIZE (1..3) OF

OCTET STRING (SIZE (??..7?)) OPTIONAL,
travellingClassMark [12] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
extensions[13] IMPLICIT SEQUENCE SIZE (1..??) OF

SEQUENCE {

type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
carrier [14] IMPLICIT OCTET STRING OPTIONAL}

ERRORS{

-- missingCustomer Record -- local Value 6,

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

-- systemFailure -- local Value 11,

-- taskRefused -- localValue 12,

-- unexpectedComponentSequence -- local Value 14,

-- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 4

selectFacility OPERATION
ARGUMENT
SEQUENCE {
alertingPattern [0] IMPLICIT OCTET STRING (SIZE (3)) OPTIONAL,
destinationNumber RoutingAddress [1] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNAccessRelatedl nformation [2] IMPLICIT OCTET STRING OPTIONAL,
calledFacilityGroup [3] CHOICE {
trunkGrouplD [0] IMPLICIT INTEGER,
privateFacilityl D [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,
calledFacilityGroupMember [4] IMPLICIT INTEGER OPTIONAL,
originalCalledPartyl D [5] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
extensions[6] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}

ERRORS{

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,
-- systemFailure -- local Value 11,

-- taskRefused -- localValue 12,
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-- unexpectedComponentSequence -- local Value 14,
-- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 30

selectRoute OPERATION
ARGUMENT
SEQUENCE {
destinationRoutingAddress [0] IMPLICIT SEQUENCE SIZE (1..3) OF
OCTET STRING (SIZE (?2..7?)),
alertingPattern [1] IMPLICIT OCTET STRING (SIZE (3)) OPTIONAL,
correlationI D [2] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
iSDNAccessRelated| nformation [3] IMPLICIT OCTET STRING OPTIONAL,
originalCalledPartyl D [4] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
routeList [5] IMPLICIT SEQUENCE SIZE (1..3) OF
OCTET STRING (SIZE (??..7?)) OPTIONAL,
<fID [6] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
travellingClassMark [7] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
extensions[8] IMPLICIT SEQUENCE SIZE (1..2?) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
carrier [9 IMPLICIT OCTET STRING OPTIONAL}

ERRORS{

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

- systemFailure -- local Value 11,

- taskRefused -- local Value 12,

- unexpectedComponentSequence -- local Value 14,

-- unexpectedDataVal ue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 29

sendChar gingl nformation OPERATION
ARGUMENT
SEQUENCE {
sCIBillingChar gingCharacteristics[0] IMPLICIT OCTET STRING (SIZE (??..77?)),
partyToCharge[1] CHOICE {
sendingSidel D [0] IMPLICIT OCTET STRING (SIZE (1)),
receivingSidel D [1] IMPLICIT OCTET STRING (SIZE (1))},
extensions[2] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}

ERRORS{

-- missingParameter -- localValue 7,

- unexpectedComponentSequence -- local Value 14,
- unexpectedParameter -- local Value 16,

-- parameter OutOfRange -- local Value 8,

- systemFailure -- local Value 11,

- taskRefused -- local Value 12,

- unknownLegID -- localValue 17}

::=localValue 46

serviceFilteringResponse OPERATION
ARGUMENT
SEQUENCE {
countersValue[0] IMPLICIT SEQUENCE SIZE (0..100) OF
SEQUENCE {
counterD [0] IMPLICIT INTEGER (0..99),
counterValue[1] IMPLICIT INTEGER (0..2147483647)},
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filteringCriteria[1] CHOICE {
dialledNumber [O0] IMPLICIT OCTET STRING (SIZE (??..77)),
callingLinelD [1] IMPLICIT OCTET STRING (SIZE (??..?7?)),
serviceKey [2] IMPLICIT INTEGER (0..2147483647),
addressAndService [30] IMPLICIT SEQUENCE {
calledAddressvalue [0] IMPLICIT OCTET STRING (SIZE (??..7?)),
serviceKey [1] IMPLICIT INTEGER (0..2147483647),
callingAddressValue[2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
locationNumber [3] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL}},
extensions[2] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

responseCondition [3] IMPLICIT ENUMERATED {
intermediateResponse (0),
lastResponse (1)} OPTIONAL}
::=localValue 43

specializedResour ceReport OPERATION
ARGUMENT
NULL
::=localValue 49

statusReport OPERATION
ARGUMENT
SEQUENCE {
resourceStatus[0] IMPLICIT ENUMERATED {
busy (0),
idle (1)} OPTIONAL,
correlationID [1] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
resourcel D [2] CHOICE {
linelD [0] IMPLICIT OCTET STRING (SIZE (??..?7)),
facilityGroupl D [1] CHOICE {
trunkGrouplD [0] IMPLICIT INTEGER,
privateFacilitylD [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING},
facilityGroupMember|D [2] IMPLICIT INTEGER,
trunkGrouplD [3] IMPLICIT INTEGER} OPTIONAL,
extensions[3] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

reportCondition [4] IMPLICIT ENUMERATED {
statusReport (0),
timer Expired (1),
canceled (2)} OPTIONAL}
::=localValue 40

tAnswer OPERATION
ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo[1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONALY},
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trigger Type [2] IMPLICIT ENUMERATED {
featureActivation (0),
verticalServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emer gencyService (12),
aFR (13),
sharedlOTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable[6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNAccessRelatedInformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manualCGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL},
calledPartyBusinessGroupl D [1] IMPLICIT OCTET STRING OPTIONAL,
calledPartySubaddress[2] IMPLICIT OCTET STRING OPTIONAL,
calledFacilityGroup [3] CHOICE {
trunkGroupl D [0] IMPLICIT INTEGER,
privateFacilityl D [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,
calledFacilityGroupMember [4] IMPLICIT INTEGER OPTIONAL,
extensions[5] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}
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ERRORS{

-- missingCustomer Record -- local Value 6,

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

-- systemFailure -- local Value 11,

-- taskRefused -- localValue 12,

-- unexpectedComponentSequence -- local Value 14,

-- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 12

tBusy OPERATION
ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo[1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
natification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},
trigger Type [2] IMPLICIT ENUMERATED {
featureActivation (0),
verticalServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emergencyService (12),
aFR (13),
sharedl OTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (?2..??)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable[6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNAccessRelatedI nformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manual CGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..77)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,

Recommendation Q.1218  (10/95)

413



extensions[12] IMPLICIT SEQUENCE SIZE (1..7?) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value  [1] ANY DEFINED BY type } OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..27)) OPTIONAL},
busyCause[1] IMPLICIT OCTET STRING (SIZE (2..2?)) OPTIONAL,
calledPartyBusinessGrouplD [2] IMPLICIT OCTET STRING OPTIONAL,
calledPartySubaddress[3] IMPLICIT OCTET STRING OPTIONAL,
originalCalledPartyl D [4] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
redirectingPartyl D [5] IMPLICIT OCTET STRING (SIZE (?2..7?)) OPTIONAL,
redirectionl nformation [6] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL,
routeList [7] IMPLICIT SEQUENCE SIZE (1..3) OF
OCTET STRING (SIZE (?2..2?)) OPTIONAL,
travellingClassMark [8] IMPLICIT OCTET STRING (SIZE (??..2?)) OPTIONAL,
extensions[9] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}

ERRORS{

-- missingCustomer Record -- local Value 6,

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

-- systemFailure -- local Value 11,

-- taskRefused -- localValue 12,

-- unexpectedComponentSequence -- local Value 14,

-- unexpectedDataVal ue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 10

tDisconnect OPERATION
ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo[1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},
trigger Type[2] IMPLICIT ENUMERATED {
featureActivation (0),
verticalServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emer gencyService (12),
aFR (13),
sharedl OTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
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tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable[6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNAccessRelatedI nformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manual CGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL},

calledPartyBusinessGrouplID [1] IMPLICIT OCTET STRING OPTIONAL,
calledPartySubaddress[2] IMPLICIT OCTET STRING OPTIONAL,
calledFacilityGroup [3] CHOICE {

trunkGroupl D [0] IMPLICIT INTEGER,

privateFacilityl D [1] IMPLICIT INTEGER,

huntGroup [2] IMPLICIT OCTET STRING,

routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,

calledFacilityGroupMember [4] IMPLICIT INTEGER OPTIONAL,
releaseCause [5] IMPLICIT OCTET STRING (SIZE (2..2?)) OPTIONAL,
extensions [6] IMPLICIT SEQUENCE SIZE (1..7?) OF

SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

connectTime[7] IMPLICIT INTEGER (0..2147483647) OPTIONAL}

missingCustomer Record -- local Value 6,
missingParameter -- localValue 7,

parameter OutOfRange -- local Value 8,
systemFailure -- local Value 11,

taskRefused -- local Value 12,
unexpectedComponentSequence -- local Value 14,
unexpectedDataValue -- local Value 15,
unexpectedParameter -- local Value 16}
::=localValue 13

termAttemptAuthorized OPERATION
ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {

serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
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miscCallinfo[1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},
trigger Type[2] IMPLICIT ENUMERATED {
featureActivation (0),
verticalServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emergencyService (12),
aFR (13),
sharedl OTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNAccessRelatedI nformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manual CGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL},
calledPartyBusinessGroupl D [1] IMPLICIT OCTET STRING OPTIONAL,
calledPartySubaddress[2] IMPLICIT OCTET STRING OPTIONAL,
callingPartyBusinessGroupl D [3] IMPLICIT OCTET STRING OPTIONAL,
originalCalledPartyl D [4] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
redirectingPartyl D [5] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
redirectionInformation [6] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL,
routeList [7] IMPLICIT SEQUENCE SIZE (1..3) OF
OCTET STRING (SIZE (??..??)) OPTIONAL,
travellingClassMark [8] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL
extensions[9] IMPLICIT SEQUENCE SIZE (1..??) OF
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SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}

ERRORS{

-- missingCustomer Record -- local Value 6,

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

-- systemFailure -- local Value 11,

-- taskRefused -- localValue 12,

-- unexpectedComponentSequence -- local Value 14,

-- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 9

tMidCall OPERATION
ARGUMENT
SEQUENCE {
dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo[1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},
trigger Type[2] IMPLICIT ENUMERATED {
featureActivation (0),
vertical ServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emergencyService (12),
aFR (13),
sharedlOTrunk (14),
offHookDelay (17),
channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable[6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNAccessRelatedInformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manual CGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL,
serviceProfilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
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terminal Type[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL},
calledPartyBusinessGroupl D [1] IMPLICIT OCTET STRING OPTIONAL,
calledPartySubaddress[2] IMPLICIT OCTET STRING OPTIONAL,
callingPartyBusinessGrouplD [3] IMPLICIT OCTET STRING OPTIONAL,
callingPartySubaddress[4] IMPLICIT OCTET STRING OPTIONAL,
featureRequestindicator [5] IMPLICIT ENUMERATED {
hold (0),
retrieve (1),
featureActivation (2),
sparel (3),
sparen (127)} OPTIONAL,
extensions[6] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,

carrier [7] IMPLICIT OCTET STRING OPTIONAL}

ERRORS{

-- missingCustomer Record -- local Value 6,

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

-- systemFailure -- local Value 11,

-- taskRefused -- localValue 12,

-- unexpectedComponentSequence -- local Value 14,

-- unexpectedDataValue -- local Value 15,

-- unexpectedParameter -- local Value 16}
::=localValue 15

tNoAnswer OPERATION
ARGUMENT

418

SEQUENCE {

dpSpecificCommonParameters[0] IMPLICIT SEQUENCE {
serviceAddressinformation [0] IMPLICIT SEQUENCE {
serviceKey [0] IMPLICIT INTEGER (0..2147483647) OPTIONAL,
miscCalllnfo[1] IMPLICIT SEQUENCE {
messageType [0] IMPLICIT ENUMERATED {
request (0),
notification (1)},
dpAssignment [1] IMPLICIT ENUMERATED {
individualLine (0),
groupBased (1),
officeBased (2)} OPTIONAL},
trigger Type [2] IMPLICIT ENUMERATED {
featureActivation (0),
verticalServiceCode (1),
customizedAccess (2),
customizedl ntercom (3),
emergencyService (12),
aFR (13),
sharedlOTrunk (14),
offHookDelay (17),
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channelSetupPRI (18),
tNoAnswer (25),
tBusy (26),
oCalledPartyBusy (27),
oNoAnswer (29),
originationAttemptAuthorized (30),
oAnswer (31),
oDisconnect (32),
termAttemptAuthorized (33),
tAnswer (34),
tDisconnect (35)} OPTIONAL},
bear er Capability [1] CHOICE {
bearerCap [0] IMPLICIT OCTET STRING (SIZE (2..77)),
tmr [1] IMPLICIT OCTET STRING (SIZE (1))} OPTIONAL,
calledPartyNumber [2] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartyNumber [3] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
callingPartysCategory [4] IMPLICIT OCTET STRING (SIZE (1)) OPTIONAL,
iPSSPCapabilities[5] IMPLICIT OCTET STRING (SIZE (??..7?)) OPTIONAL,
iPAvailable[6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
iSDNAccessRelatedInformation [7] IMPLICIT OCTET STRING OPTIONAL,
cGEncountered [8] IMPLICIT ENUMERATED {
noCGencountered (0),
manualCGencountered (1),
scpOverload (2)} OPTIONAL,
locationNumber [9] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servicePr ofilel dentifier [10] IMPLICIT OCTET STRING OPTIONAL,
terminal Type[11] IMPLICIT ENUMERATED {
unknown (0),
dialPulse (1),
dtmf (2),
isdn (3),
isdnNoDtmf (4),
spare (16)} OPTIONAL,
extensions[12] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {
ignore (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL,
chargeNumber [13] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
servingAreal D [14] IMPLICIT OCTET STRING (SIZE (??..?7?)) OPTIONAL},
calledPartyBusinessGroupl D [1] IMPLICIT OCTET STRING OPTIONAL,
calledPartySubaddress[2] IMPLICIT OCTET STRING OPTIONAL,
calledFacilityGroup [3] CHOICE {
trunkGroupl D [0] IMPLICIT INTEGER,
privateFacilityl D [1] IMPLICIT INTEGER,
huntGroup [2] IMPLICIT OCTET STRING,
routelndex [3] IMPLICIT OCTET STRING} OPTIONAL,
calledFacilityGroupMember [4] IMPLICIT INTEGER OPTIONAL,
originalCalledPartyl D [5] IMPLICIT OCTET STRING (SIZE (?2..2?)) OPTIONAL,
redirectingPartyl D [6] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
redirectionlnformation [7] IMPLICIT OCTET STRING (SIZE (2)) OPTIONAL,
travellingClassMark [8] IMPLICIT OCTET STRING (SIZE (??..??)) OPTIONAL,
extensions[9] IMPLICIT SEQUENCE SIZE (1..??) OF
SEQUENCE {
type INTEGER,
criticality ENUMERATED {

ignore  (0),
abort (1)} DEFAULT ignore,
value [1] ANY DEFINED BY type } OPTIONAL}

ERRORS{

-- missingCustomer Record -- local Value 6,

-- missingParameter -- localValue 7,

-- parameter OutOfRange -- local Value 8,

-- systemFailure -- local Value 11,

-- taskRefused -- localValue 12,

-- unexpectedComponentSequence -- local Value 14,
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-- unexpectedDataVal ue -- local Value 15,
-- unexpectedParameter -- local Value 16}
::=localValue 11

canceled ERROR
::=localValue 0

cancelFailed ERROR
PARAMETER
SEQUENCE {
problem [0] IMPLICIT ENUMERATED {
unknownOper ation (0),
tooL ate (1),
operationNotCancellable (2)},
operation [1] IMPLICIT INTEGER (-128..127)}
::=localValue 1

eTCFailed ERROR
::=localValue 3

improper Caller Response ERROR
:=localValue 4

missingCustomer Record ERROR
::=localValue 6

missingParameter ERROR
::=localValue 7

parameter OutOfRange ERROR
::=localValue 8

requestedinfoError ERROR
PARAMETER
ENUMERATED {
unknownRequestedl nfo (1),
requestedi nfoNotAvailable (2)}
::=localValue 10

systemFailure ERROR
PARAMETER
unavailableNetwor kResource ENUMERATED {

unavailableResour ces (0),
componentFailure (1),
basicCallProcessingException (2),
resour ceStatuskailure (3),
endUser Failure (4)}

::=localValue 11

taskRefused ERROR
PARAMETER
ENUMERATED {
generic (0),
unobtainable (1),
congestion (2)}
::=localValue 12

unavailableResource ERROR
::=localValue 13

unexpectedComponentSequence ERROR
::=localValue 14

unexpectedDataValue ERROR
::=localValue 15

unexpectedParameter ERROR
::=localValue 16

unknownL eglD ERROR
::=localValue 17

unknownResource ERROR
::=localValue 18
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