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Recommendation ITU-T Y.2040 

Flow-based service continuity in multi-connection 

 

 

 

Summary 

Recommendation ITU-T Y.2040 describes the flow-based service continuity mechanism in a multi-

connection environment. This Recommendation also covers scenarios, requirements, solutions, 

information flows and security. In the multi-connection environment, flow-based service continuity 

is the mechanism that allows the moving of IP flows from one access to another (target) access, thus 

minimising service disruption in the case of access loss, or when the access is no longer usable. 

Flow-based service continuity (FSC) includes two modes, the multi-connection user equipment 

(MUE) initiated flow-based service continuity mode and the network-initiated flow-based service 

continuity mode. 
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FOREWORD 

The International Telecommunication Union (ITU) is the United Nations specialized agency in the field of 

telecommunications, information and communication technologies (ICTs). The ITU Telecommunication 

Standardization Sector (ITU-T) is a permanent organ of ITU. ITU-T is responsible for studying technical, 

operating and tariff questions and issuing Recommendations on them with a view to standardizing 

telecommunications on a worldwide basis. 

The World Telecommunication Standardization Assembly (WTSA), which meets every four years, 

establishes the topics for study by the ITU-T study groups which, in turn, produce Recommendations on 

these topics. 

The approval of ITU-T Recommendations is covered by the procedure laid down in WTSA Resolution 1. 

In some areas of information technology which fall within ITU-T's purview, the necessary standards are 

prepared on a collaborative basis with ISO and IEC. 
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Recommendation ITU-T Y.2040 

Flow-based service continuity in multi-connection 

1 Scope 

This Recommendation describes the flow-based service continuity mechanism in a multi-

connection environment. This Recommendation also describes scenarios, requirements, information 

flow mechanisms and security of flow-based service continuity in a multi-connection environment. 

For information on other aspects outside of the scope of this Recommendation, such as security and 

charging for flow-based service continuity in a multi-connection environment, see [ITU-T Y.2251]. 

2 References 

The following ITU-T Recommendations and other references contain provisions which, through 

reference in this text, constitute provisions of this Recommendation. At the time of publication, the 

editions indicated were valid. All Recommendations and other references are subject to revision; 

users of this Recommendation are therefore encouraged to investigate the possibility of applying the 

most recent edition of the Recommendations and other references listed below. A list of the 

currently valid ITU-T Recommendations is regularly published. The reference to a document within 

this Recommendation does not give it, as a stand-alone document, the status of a Recommendation. 

[ITU-T Y.2027]  Recommendation ITU-T Y.2027 (2012), Functional architecture of 

multi-connection. 

[ITU-T Y.2028]  Recommendation ITU-T Y.2028 (2015), Intelligent access selection in 

multi-connection.  

[ITU-T Y.2029]  Recommendation ITU-T Y.2029 (2015), A multi-path transmission control 

in multi-connection. 

[ITU-T Y.2251]  Recommendation ITU-T Y.2251 (2011), Multi-connection requirements. 

3 Definitions 

3.1 Terms defined elsewhere 

This Recommendation uses the following terms defined elsewhere: 

3.1.1 connection [b-ITU-T X.200]: A connection is an association established for the transfer of 

data between two or more peer-(N)-entities. This association binds the peer-(N)-entities together 

with the (N-1)-entities in the next lower layer. 

3.1.2 multi-connection [b-ITU-T Y.2252]: The collection of several connections between two or 

more peer-(N)-entities simultaneously. At least one of the connections is associated with a physical 

layer connectivity different from the rest of the connections. All connections are coordinated with 

each other to provide service to higher layer entities. 

3.1.3 multi-connection user equipment (MUE) [ITU-T Y.2027]: A user equipment which can 

support two or more network connections simultaneously under the control of a network enhanced 

for multi-connection capability. 

3.1.4 service continuity [b-ITU-T Q.1706]: The ability for a moving object to maintain ongoing 

service including over current states, such as user's network environment and session for a service. 
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3.1.5 service transfer [ITU-T Y.2251]: Act of moving, one or more services or service 

components belonging to a single multi-connection UE, from one access network associated with 

one interface of the multi-connection UE to another access network(s) associated with other 

interface(s) of the multi-connection UE. 

3.1.6 IP flow [b-RFC 3917]: A flow is defined as a set of IP packets passing an observation point 

in the network during a certain time interval. All packets belonging to a particular flow have a set of 

common properties. Each property is defined as the result of applying a function to the values of: 

1) One or more packet header field (e.g., destination IP address), transport header field 

(e.g., destination port number), or application header field (e.g., RTP header fields 

[b-RFC 3550]); 

2) One or more characteristics of the packet itself (e.g., number of MPLS labels, etc.);  

3) One or more of fields derived from packet treatment (e.g., next hop IP address, the output 

interface, etc.). 

3.2 Terms defined in this Recommendation 

None. 

4 Abbreviations and acronyms 

This Recommendation uses the following abbreviations and acronyms: 

2G Second Generation  

3G Third Generation 

3GPP 3rd Generation Partnership Project 

AC-FE Access Control FE 

FE Functional Entity 

FSC Flow-based Service Continuity 

IAS Intelligent Access Selection 

IP Internet Protocol 

MC-FE Multi-connection Coordination FE 

MAS-F Multi-connection Application Support Function 

MMF Multi-connection Media Function 

MPC-FE Multi-connection Policy Control FE 

MR-FE Multi-connection Registration FE 

MTC-FE Multi-connection Terminal Control FE 

MUE Multi-connection User Equipment 

MUP-FE Multi-connection User Profile FE 

QOS Quality of Service 

SC Service Continuity 

SCF Service Control Function 

WLAN Wireless Local Area Network 



 

  Rec. ITU-T Y.2040 (02/2016) 3 

5 Conventions 

In this Recommendation: 

The keywords "is required to" indicate a requirement which must be strictly followed and from 

which no deviation is permitted if conformance to this document is to be claimed. 

The keywords "is prohibited from" indicate a requirement which must be strictly followed and from 

which no deviation is permitted if conformance to this document is to be claimed. 

The keywords "is recommended" indicate a requirement which is recommended but which is not 

absolutely required. Thus this requirement need not be present to claim conformance. 

The keywords "is not recommended" indicate a requirement which is not recommended but which 

is not specifically prohibited. Thus, conformance with this specification can still be claimed even if 

this requirement is present. 

The keywords "can optionally" indicate an optional requirement which is permissible, without 

implying any sense of being recommended. This term is not intended to imply that the vendor's 

implementation must provide the option and the feature can be optionally enabled by the network 

operator/service provider. Rather, it means the vendor may optionally provide the feature and still 

claim conformance with the specification. 

6 Scenarios and requirements 

6.1 Scenarios  

In the multi-connection environment, the multi-connection user equipment (MUE) has more than 

one active connection simultaneously, it can send and receive different IP flows of the same 

application through different accesses. In the case where one of the accesses is lost or is no longer 

usable, a mechanism is provided to move the IP flows to another (target) access in order to 

minimise service disruption. When an access is recovered, a mechanism is provided to move the IP 

flow over to the recovered access. Precedence is given to those accesses associated with policies. 

The covered scenarios include an MUE-initiated flow-based service continuity (FSC) scenario and a 

network-initiated FSC scenario. 

6.1.1 MUE-initiated FSC scenario 

In the MUE-initiated FSC mode only the MUE controls the traffic routing for the associated 

multi-connections and applying policies for FSC rules. 

The MUE can request to move selected IP flows from an old access to a new access by sending one 

or more routing rules to the network. The routing rules specify the selected IP flows and the new 

access. The MUE determines the routing rules and provides them to the network. The network may 

either accept or reject the routing rules requested by the MUE, but it does not provide routing rules 

by itself. 

6.1.2 Network-initiated FSC scenario 

In the network-initiated FSC mode, the network controls the traffic routing within the 

multi-connections. The network determines the routing rules and provides them to the MUE. The 

MUE may either accept or reject the network's request for routing rules (e.g., based on the 

suitability of the access link conditions), but the MUE does not provide routing rules by itself. 
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6.2 Requirements 

6.2.1 General requirements 

In the multi-connection environment, the MUE may transfer one or multiple IP sub-flows 

seamlessly when the MUE moves out of coverage and the connection is lost, or when there is 

network congestion. This clause identifies requirements in order to provide service continuity to the 

user and the application during service transfer: 

1) Data forwarding mechanism: A data forwarding mechanism is required to keep data 

integrity. 

2) Mobility control mechanism: A mobility control mechanism is required to minimize the 

time during the flow transfer and maintain flow service continuity. 

3) Flow sequence numbers: sub-flow sequence numbers need to be added to each sub-flow. 

A flow sequence number is used for transmission control and data recovery at the 

receiving end. 

4) The multi-connection policy control functional entity (MPC-FE) should support specific 

policy decision algorithms to provide adaptive decision making, such as decomposed 

service transmission adjustment and service separation decisions. 

6.2.1 FSC capability discovery/negotiation requirement 

A mechanism is defined for the MUE and the network to discover whether the network and the 

MUE respectively support FSC and to decide whether FSC is applied for multi-connection. The 

MUE and the access control functional entity (AC-FE) shall always be aware of which access 

Internet protocol (IP) flows are used in multi-connection. 

During initial multi-connection establishment over the first connection, the MUE triggers a FSC 

request. The intermediate network nodes indicate to the AC-FE whether they support FSC for the 

corresponding request. If an MPC-FE is deployed, the AC-FE communicates to the MPC-FE 

indicating whether or not the MUE and the network support FSC. The MPC-FE then takes the 

decision of whether or not FSC may apply to the multi-connection and communicates this decision 

to the AC-FE. 

If the network supports FSC and is willing to accept FSC for the multi-connection, the AC-FE 

confirms the FSC support in an "FSC accepted" indication sent back to the MUE in the 

multi-connection establishment accept message. 

6.2.2 Routing rules 

It is recommended that a routing rule contains the following parameters: 

– Routing filter 

– Routing access information 

– Routing rule priority 

– Routing rule identifier 

A routing filter consists of IP header parameter values and/or ranges used to identify one or more 

IP flows. 

The routing access information identifies the access type where the IP flow shall be routed. 

For the purpose of matching user traffic against routing rules, filters are applied in the order 

designated by the routing rule priority. 
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The routing rule identifier uniquely identifies a routing rule for one connection. The routing rule 

identifier is allocated by the entity creating the routing rule; i.e., by the MUE in MUE-initiated FSC 

mode and by the AC-FE in network-initiated FSC mode. 

6.2.3 Delivery of routing rules 

Routing rules are exchanged between the MUE and the AC-FE via control plane signalling. 

For the MUE-initiated FSC procedure, the routing rules are provided by the MUE to the network. 

The MUE does not apply new routing rules until the AC-FE has acknowledged them. 

For the network-initiated FSC procedure, the MPC-FE makes the decision on when and which 

flows should be moved to which connections. The MPC-FE learns about the multiple accesses 

supporting a multi-connection via event triggers from the AC-FE. 

7 Flow-based service continuity mechanisms 

7.1 Overview 

Both, the MUE-initiated FSC mode and the network-initiated mode are supported. The FSC mode 

applicable to multi-connection is determined during connection establishment. Routing rule 

installation is possible at any time during the lifetime of the multi-connection sessions. The routing 

rules can even be installed if there is no IP flow currently matching the routing filter in the routing 

rule. 

The AC-FE performs IP flow routing for downlink traffic. The MUE performs IP flow routing for 

uplink traffic. 

During the multi-connection sessions and when the policies determine that the IP flows should be 

moved and the target access is available for the MUE, it is possible to move individual IP flows 

from one access network to another. 

When an MPC-FE is deployed and supports FSC, the MPC-FE provides the AC-FE with access 

information as part of the policy control rules. The access information is used to control the 

accesses over which the matching traffic is sent. 

When an MPC-FE is not deployed or it is inactive for a multi-connection session, the AC-FE may 

apply static FSC related policies. The AC-FE static policy and control functionality is not based on 

subscription or user quota information. 

For FSC, the MUE and the AC-FE exchange routing rules. Routing rules describe the mapping 

between a set of IP flows (identified by a routing filter) and a routing access type (e.g., 3GPP or 

WLAN types) over which to route the IP flows. Routing rules are exchanged over the control plane. 

The AC-FE translates access information received in policy control rules into routing rules to be 

used between the MUE and the AC-FE. In cases where the MUE-initiated FSC is applied (and the 

policy control entity is deployed for the multi-connection) the AC-FE provides, upon subscription 

of the MPC-FE, the MPC-FE with notifications of the MUE requests for IP flow mapping to an 

access type. The MPC-FE analyses the received information (requested IP flow mapping to an 

access type), makes a policy decision and provides policy control rules to the AC-FE with 

corresponding access type values. 

The FSC-enhanced related functional entities are shown in Figure 7-1. 
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Figure 7-1 – Multi-connection flow-based service continuity related functional entities 

7.2 Description of the mechanisms 

7.2.1 Description of the FSC mechanisms 

Following the above-mentioned requirements, two multi-connection FSC modes are supported, the 

MUE-initiated FSC mode and the network-initiated mode. The following clauses specify the 

functional characteristics of each mode and how they are selected. 

7.2.2 MUE-initiated FSC mode 

In the MUE-initiated FSC mode, the MUE controls the traffic routing among the multi-connections 

by applying its intelligent access selection (IAS) for FSC rules and/or the user-configured routing 

rules. When the IAS for FSC rules is used, the MUE can also control traffic routing outside the 

multi-connection access control functional entity. 

The MUE can request to move selected IP flows from one access to another access by sending 

routing rules to the network. These routing rules specify the selected IP flows and the new (target) 

access. 

The network cannot request FSC. The network may reject FSC requests from MUE due to 

subscription (or quota) limitations. When the network rejects an IP flow mobility request, the 

network shall provide to the MUE a specific cause value indicating why the request was rejected. 

This cause value may be used by the MUE to determine when and if this FSC operation can be 

requested again. 

7.2.3 Network-initiated FSC mode 

In the network-initiated FSC mode, the network controls the traffic routing within the 

multi-connection access control function entity. 

The network can request to move selected IP flows from one multi-connection access to another 

multi-connection access by sending routing rules to the MUE. The routing rules specify the selected 

IP flows and the new (target) connection. 
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The MUE may reject (e.g., due to the local operating environment information) a FSC request from 

the network. When the MUE rejects a FSC request from the network, the MUE shall provide a 

cause value indicating the reason of the rejection. The cause value may be used by the network to 

determine when/if this FSC operation can be requested again. 

The MUE cannot request IP flow mobility. However, the MUE can indicate to the network when an 

access for multi-connection purposes can or cannot be used for traffic routing. For instance, in the 

case where the MUE wants to request a mapping of IP flows to a specific access type, the MUE 

provides the requested mapping to the network. However, this is not considered a routing rule 

provision, since the network is considered as the decision point for routing rules in the network-

initiated FSC mode. The network then provides new or updated routing rules to the MUE, based on 

the request received from the MUE, unless the request is contrary to what is allowed by the 

subscription. 

7.2.4 Mode selection 

Multi-connection FSC can operate in one of the following modes: 

– MUE-initiated mode; 

– Network-initiated mode. 

The multi-connection FSC mode is selected with the following procedure: 

– When an FSC-capable MUE supports multi-connection IAS and it has a routing policy rule 

valid in the operators' network, then: 

• If the routing policy rule includes at least one "routing policy for FSC" rule 

(irrespective of its validity), the MUE requests MUE-initiated mode and the network 

selects MUE-initiated mode; 

• Otherwise, the MUE requests network-initiated mode and the network selects network-

initiated mode. 

– When an FSC-capable MUE does not support multi-connection IAS or supports multi-

connection IAS but it does not have a routing policy rule valid in the network, then: 

• The MUE requests network-initiated mode and the network selects network-initiated 

mode. 

7.3 Capability requirements 

7.3.1 FSC-enhanced MUE requirements 

To support FSC, the following capabilities of the FSC-enhanced MUE are required: 

– Indicate support and request FSC for MUE multi-connection; 

– Request FSC mode to the network; 

– Send default accesses for FSC to the network (in MUE-initiated FSC mode); 

– Receive decisions from the network on whether FSC applies to a connection, on the FSC 

mode and on the default access; 

– Provide handover indication and FSC indication if an access is added for a multi-

connection; 

– Exchange routing rules with the network; 

– Route IP flow(s) by using routing access information; 

– Notify to the network that a connection becomes "usable" or "Not usable" 

(in network-initiated FSC mode). 
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7.3.2 FSC-enhanced AC-FE requirements 

To support FSC, the following capabilities of the FSC-enhanced AC-FE are required: 

– Negotiate the capability to support FSC and the FSC mode if the MUE is connected to the 

network. This negotiation includes receiving the MUE request for FSC, as well as receiving 

the corresponding support indications from other entities in the network; 

– Receive MUE request on a default connection for FSC (in MUE-initiated FSC mode); 

– Route IP flow(s) by using the routing access information; 

– Exchange routing rules between network and MUE over control plane (protocols); 

– Receive UE notification that a connection has become "usable" or "Not usable" 

(in network-initiated FSC mode). 

7.3.3 FSC-enhanced MPC-FE requirements 

To support FSC, the following capabilities of the FSC-enhanced MPC-FE are required: 

– The MPC-FE controls whether FSC may apply to a multi-connection; 

– The MPC-FE may request to be notified by the AC-FE when a connection is added or 

removed for the multi-connection; 

– The MPC-FE may request to be notified by the AC-FE when a connection becomes not 

"Usable" or "Usable" again; 

– The MPC-FE can send policy control rules including access type routing information per 

policy control rule to the AC-FE; 

– The MPC-FE may subscribe to notifications from AC-FE about the routing rules received 

from the MUE. If the routing rules received from the MUE comply with the user 

subscription, the MPC-FE installs or modifies policy control rules based on these 

notifications, only in MUE-initiated FSC mode; 

– The MPC-FE determines the desired access type routing information for a policy control 

rule and accordingly installs or modifies policy control rules to the AC-FE. The MPC-FE 

request may be rejected by the MUE due to local access conditions. In such cases, the 

MPC-FE is notified that the policy control rule cannot be fulfilled, only for network-

initiated FSC mode. 

7.4 Procedures 

7.4.1 MUE initiated FSC 

Multi-connection FSC operates in the MUE-initiated mode in the following manner. When a MUE 

is connected simultaneously to multiple access networks, the MUE can use multiple connections to 

send and receive IP flows. Because of the changes in the access network, sometimes the MUE 

needs to move one IP flow from one access to another. In that case, the MUE moves one or more IP 

flow(s) by providing a routing rule to the network, thus updating the routing rules. MUE initiated 

FSC is shown in Figure 7-2. 
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Figure 7-2 – MUE initiated FSC 

0. The MUE is connected simultaneously to multiple access networks and it is using multiple 

connections to send and receive IP flows. 

1. The MUE sends a connection update request message to the multi-connection registration 

functional entity (MR-FE). The message contains the routing rules requested by the MUE. 

2. The MR-FE updates the information of the connection by using the connection update 

request message. Afterwards the MR-FE sends a connection information message to the 

multi-connection coordination functional entity (MC-FE). 

3. The MC-FE sends a transport resource modification request message to the MPC-FE. This 

message contains the updated routing rules for the MPC-FE. 

4. The MPC-FE rejects or accepts the routing rules according to subscription data and 

modifies the corresponding policy rules. 

5. The MC-FE makes and assigns related rules for access network for the multi-connection 

media function (MMF). In this way, the MMF installs the suitable rules. 

6. The MMF sends the new routing rules to the AC-FE(2). 

7. The AC-FE(2) updates the routing rules of the connection. Afterwards, it returns an ACK 

message to the MMF. 

8. The AC-FE(2) performs the transport resource activation procedure or modification 

procedure indicating which routing rule has been accepted. 

9. Resource release or modification procedures are finally executed, so the associated 

resources to the flows can be removed. 
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7.4.2 Network initiated FSC 

The multi-connection FSC operates in network-initiated mode in the following manner. Based on 

the current status of an access network, one of the existing IP flows is moved from one access 

network to another automatically. Thus, the network is required to initiate the FSC and move one or 

more IP flows by providing a routing rule to the MUE updating the routing rules. Network initiated 

FSC is shown in Figure 7-3. 

 

Figure 7-3 – Network initiated FSC 

0. The MUE is connected to multiple access networks simultaneously and uses multiple 

connections to send and receive IP flows. 

1. The MPC-FE determines based on policy information and current MUE state that 

connection modification should be initiated to move specific flows. The MPC-FE provides 

policy control rules with access type information. 

2. The MC-FE makes and assigns related rules for the access network to the MMF. The MMF 

installs the rules. 

3. The MMF sends the new routing rules to AC-FE(2). 

4. The AC-FE(2) determines if the new routing rules or the modified routing rules need to be 

sent to the MUE, based on the received policy control rules. The AC-FE sends the created 

or modified routing rules to the MUE. 

5. The MUE may accept or reject the routing rules. If the MUE rejects the routing rules, the 

MUE provides a cause value indicating why the request was rejected. This cause value may 

be used by the network to determine if the FSC operation can be requested again.  

6. The MUE applies the accepted routing rules and acknowledges the applied rules in the 

ACK message sent to the AC-FE(2). 

7. The AC-FE(2) indicates to the MMF whether or not the routing rule can be enforced. 

8. Resource release or modification procedures are executed for the resources associated with 

the removed flows. 
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